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UZASADNIENIE

1. KONTEKST WNIOSKU
. Przyczyny i cele wniosku

Niniejsze uzasadnienie towarzyszy wnioskowi dotyczacemu rozporzadzenia Parlamentu
Europejskiego i Rady zmieniajagcego rozporzadzenie Parlamentu Europejskiego i Rady (UE)
nr 910/2014 z dnia 23 lipca 2014 r. w sprawie identyfikacji elektronicznej i ustug zaufania
W odniesieniu do transakcji elektronicznych na rynku wewnetrznym (rozporzadzenie
eIDAS)l. Ten instrument prawny stuzy zapewnieniu w kontek$cie korzystania
transgranicznego:

— dostepu do wysoce bezpiecznych 1 wiarygodnych rozwigzan w zakresie tozsamosci
elektronicznej;

— aby ustugi publiczne i prywatne mogly opiera¢ si¢ na zaufanych i bezpiecznych
rozwigzaniach w zakresie tozsamosci cyfrowej;

- aby osoby fizyczne i prawne byly uprawnione do korzystania z rozwigzan w zakresie
tozsamosci cyfrowe;;

— aby rozwigzania te byly powigzane zrdéznymi atrybutami iumozliwialy
ukierunkowane udostgpnianie danych dotyczacych tozsamos$ci ograniczone do
potrzeb konkretnej zadanej ustugi;

— akceptacji kwalifikowanych ustug zaufania w UE irownych warunkéw ich
$wiadczenia.

Na rynku powstaje nowe srodowisko, w Ktorym uwaga nie jest skoncentrowana na
Swiadczeniu i stosowaniu sztywnych tozsamosci cyfrowych, ale na zapewnieniu szczegolnych
atrybutow zwigzanych z takimi tozsamosciami i poleganiu na takich atrybutach. Wzrasta
zapotrzebowanie na rozwigzania w zakresie tozsamosci elektronicznej, w ramach ktorych
zapewnia si¢ tego rodzaju zdolnosci idzigki ktérym nastepuje przyrost wydajnosci
i osiggnigty zostaje wysoki poziom zaufania w catej UE, zarowno w sektorze prywatnym, jak
i w sektorze publicznym, w zwigzku z koniecznoscia identyfikacji i uwierzytelnienia
uzytkownikow przy zapewnieniu wysokiego poziomu bezpieczenstwa.

Ocena rozporzadzenia eIDAS? wykazata, ze w jego obecnym ksztalcie te nowe potrzeby
rynkowe nie sg zaspokajane ze wzgledu na jego wewngtrzne ograniczenia do sektora
publicznego, ograniczone mozliwosci i ztozono$¢ procesu potgczenia z systemem dostawcow
ustug online z sektora prywatnego, niewystarczajaca dostgpno$¢ notyfikowanych rozwigzan
z zakresu identyfikacji elektronicznej we wszystkich panstwach czlonkowskich oraz brak
elastycznos$ci rozporzadzenia umozliwiajacej uwzglednienie r6znego rodzaju przypadkéw
uzycia. Ponadto rozwigzania w zakresie tozsamosci wykraczajace poza zakres eIDAS, takie
jak te, ktore oferuja dostawcy medidw spolecznosciowych i instytucje finansowe, budza
obawy dotyczace prywatnosci iochrony danych. Rozwigzania te nie moga zapewni
skutecznej reakcji na nowe potrzeby rynkowe inie maja zasiggu transgranicznego, ktory
pozwalalby zaspokoi¢ szczegOlne potrzeby sektorowe, w przypadku gdy identyfikacja jest
wrazliwa 1 wymaga wysokiego stopnia pewnosci.

! Dz.U. L 257 z 28.8.2014, s. 73.
[po przyjeciu dodaé odestanie]
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Od wejscia w zycie czgsci rozporzadzenia dotyczacej identyfikacji elektronicznej we
wrzesniu 2018 r. tylko 14 panstw cztonkowskich notyfikowato przynajmniej jeden system
identyfikacji elektronicznej. W rezultacie jedynie 59 % mieszkancow UE ma dostep do
zaufanych  ibezpiecznych  systemow identyfikacji  elektronicznej o wymiarze
transgranicznym. Tylko siedem systemOw to rozwigzania w petni mobilne, odpowiadajace
obecnym oczekiwaniom uzytkownikéw. Poniewaz nie wszystkie wezly techniczne majace
zapewnia¢ polaczenie zramami interoperacyjno$ci eIDAS w pelni funkcjonuja, dostep
transgraniczny jest ograniczony; z bardzo niewielu uslug publicznych online dostgpnych
W kraju mozna korzysta¢ transgranicznie za posrednictwem sieci e[DAS.

Dzi¢ki europejskim ramom tozsamosci cyfrowe] opartym na przegladzie obecnych ram
do 2030 r. co najmniej 80 % obywateli powinno mie¢ mozliwos¢ korzystania z rozwigzan
w zakresie tozsamos$ci cyfrowej na potrzeby uzyskiwania dostepu do kluczowych ushug
publicznych. Ponadto bezpieczenstwo i kontrola, jakie oferujg europejskie ramy tozsamosci
cyfrowej, powinny dawa¢ obywatelom 1 rezydentom catkowitg pewno$¢, ze ramy te zapewnig
wszystkim $rodki pozwalajace kontrolowa¢, kto ma dostep do ich cyfrowego blizniaka i do
jakich konkretnie danych. Bedzie to rowniez wymagato wysokiego poziomu bezpieczenstwa
W odniesieniu do wszystkich aspektow $wiadczenia ustug w zakresie tozsamosci cyfrowej,
w tym wydawania europejskiego portfela tozsamosci cyfrowej, oraz infrastruktury stuzacej do
gromadzenia, przechowywania i ujawniania danych dotyczacych tozsamosci cyfrowe;.

Ponadto obecne ramy eIDAS nie obejmuja dostarczania atrybutow elektronicznych, takich jak
orzeczenia lekarskie lub  kwalifikacje zawodowe, co utrudnia  zapewnienie
ogolnoeuropejskiego prawnego uznawania takich danych uwierzytelniajacych w postaci
elektronicznej. Rozporzadzenie eIDAS nie daje uzytkownikom roéwniez mozliwosci
ograniczenia udostgpniania danych dotyczacych tozsamosci do tego, co jest absolutnie
niezbedne do swiadczenia ustugi.

Chociaz z oceny rozporzadzenia eIDAS wynika, ze ramy $wiadczenia ustug zaufania sg raczej
skuteczne, gdyz =zapewniaja wysoki poziom zaufania oraz upowszechnianie
i wykorzystywanie wigkszo$ci ustug zaufania, potrzebne sa dalsze dziatania, aby osiggnaé
pelna  harmonizacje  iakceptacjec. W przypadku  kwalifikowanych  certyfikatow
uwierzytelniania witryn internetowych obywatele musza by¢ w stanie na takich certyfikatach
polegac¢ i korzysta¢ z bezpiecznych i wiarygodnych informacji o tym, kto stoi za dang witryng
internetowa, co pozwoli ograniczy¢ oszustwa.

Ponadto aby zareagowa¢ na dynamike rynkow irozwoj technologiczny, w niniejszym
wniosku rozszerzono obecny wykaz ustug zaufania eIDAS o trzy nowe kwalifikowane ushugi
zaufania, mianowicie $wiadczenie ustug archiwizacji elektronicznej, rejestry elektroniczne
oraz zarzadzanie urzadzeniami do sktadania podpisow 1 pieczgci elektronicznych na
odlegtos¢.

Niniejszy wniosek przewiduje rowniez zharmonizowane podejscie do bezpieczenstwa — dla
obywateli, ktorzy korzystaja z europejskiej tozsamosci cyfrowej reprezentujacej ich online,
oraz dla dostawcow ustug online, ktérzy beda mogli w pelni polega¢ na rozwigzaniach
W zakresie tozsamosci cyfrowej iakceptowal je niezaleznie od tego, gdzie je wydano.
Niniejszy wniosek wiaze si¢ ze zmianami dla wydawcoéw europejskich rozwigzan w zakresie
tozsamosci cyfrowej, gdyz przewidziano w nim wspolng architekture techniczng iramy
odniesienia oraz wspdlne normy, ktéore maja powstaé we wspOlpracy z panstwami
cztonkowskimi. Zharmonizowane podejscie jest konieczne, by unikngé sytuacji, w ktorej
opracowywanie W panstwach cztonkowskich nowych rozwigzan w zakresie tozsamosci
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cyfrowej prowadzi do dalszej fragmentacji powodowanej stosowaniem rozbieznych
rozwigzan krajowych. Zharmonizowane podej$cie wzmocni takze jednolity rynek, poniewaz
umozliwi obywatelom, innym rezydentom i przedsi¢biorstwom identyfikacje online w sposéb
bezpieczny, dogodny i jednolity wcatej UE na potrzeby dostgpu zaréwno do ustug
publicznych, jak i prywatnych. Uzytkownicy beda mogli polega¢ na ulepszonym ekosystemie
tozsamosci elektronicznej i ushug zaufania uznawanym i akceptowanym w catej Unii.

Aby uniknag¢ fragmentacji i barier wynikajacych zrozbieznych norm, Komisja przyjmie
zalecenie w tym samym czasie co niniejszy wniosek. W zaleceniu tym Komisja okresli proces
wspierania wspolnego podejscia umozliwiajagcego panstwom czionkowskim i innym
zainteresowanym stronom z sektora publicznego i prywatnego dziatanie — W Scistej
koordynacji z Komisjag — na rzecz opracowania zestawu narzedzi, aby unikng¢ rozbieznych
podejsc¢ 1 zagrozenia dla przysztego wdrozenia europejskich ram tozsamosci cyfrowe;.

. Spojnos¢ z przepisami obowigzujacymi w tej dziedzinie polityki

Niniejszy wniosek opiera si¢ na rozporzadzeniu eIDAS w jego obecnym ksztalcie, na roli
panstw czlonkowskich jako dostawcow tozsamo$ci prawnej oraz na ramach $wiadczenia
ustug zaufania w Unii Europejskiej. Wniosek uzupehnia inne instrumenty polityki na szczeblu
UE, ktoérych celem jest przetozenie korzysci ptynacych z rynku wewnetrznego na $wiat
cyfrowy, w szczegdlnosci dzigki zwigkszeniu mozliwosci transgranicznego dostepu obywateli
do ustug, i jest w petni spojny z tymi instrumentami. W tym wzgledzie we wniosku realizuje
si¢ mandat polityczny, ktérego udzielity Rada Europejska3 i przewodniczaca Komisji
Europejskiej!, dotyczacy ustanowienia ogolnounijnych ram publicznej tozsamosci
elektronicznej zapewniajacych kazdemu obywatelowi lub rezydentowi mozliwos¢ dostepu do
bezpiecznej europejskiej tozsamo$ci elektronicznej, ktéora mozna wykorzystywac
w dowolnym miejscu w UE do celdw identyfikacji i uwierzytelniania na potrzeby dostepu do
ustug w sektorze publicznym i prywatnym, oraz umozliwiajacych obywatelom kontrolowanie,
jakie dane sg przekazywane i W jaki sposob sa one wykorzystywane.

. Spéjnosé z innymi politykami Unii

Whniosek jest spojny z priorytetami transformacji cyfrowej okreSlonymi w strategii
»Ksztattowanie cyfrowej przysztosci Europy”5 I przyczyni si¢ do osiggniecia celow
wyznaczonych w komunikacie dotyczacym cyfrowej dekady®. Wszelkie przetwarzanie
danych osobowych na podstawie niniejszego rozporzadzenia powinno odbywac si¢ w peinej
zgodnosci z ogdlnym rozporzadzeniem o ochronie danych (zwanym dalej ,RODO”'.
Ponadto w niniejszym rozporzadzeniu wprowadza si¢ szczegélne zabezpieczenia shuzace
ochronie danych.

https://www.consilium.europa.eu/media/45927/021020-euco-final-conclusions-pl.pdf

Oredzie o stanie Unii wygloszone w dniu 16 wrze$nia 2020 ., zob.
https://ec.europa.eu/commission/presscorner/detail/pl/SPEECH_20 1655

Komunikat Komisji do Parlamentu Europejskiego, Rady, Europejskiego Komitetu Ekonomiczno-
Spotecznego i Komitetu Regionow ,,Ksztaltowanie cyfrowej przysztosci Europy”.

Komunikat Komisji do Parlamentu Europejskiego, Rady, Europejskiego Komitetu Ekonomiczno-
Spotecznego i Komitetu Regionéw ,,Cyfrowy kompas na 2030 r.: europejska droga w cyfrowej
dekadzie”.

Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie
ochrony o0s6b fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego
przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE, Dz.U. L 119 z 4.5.2016, s. 1.
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W celu zapewnienia wysokiego poziomu bezpieczenstwa wniosek jest réwniez spdjny
z polityka Unii w obszarach zwiazanych z cyberbezpieczefistwem®. Whniosek opracowano
W sposOb  ograniczajgcy  fragmentacje,  z zastosowaniem  ogo6lnych  wymogow
cyberbezpieczenstwa do dostawcow ustug zaufania regulowanych rozporzadzeniem eIDAS.

Niniejszy wniosek jest ponadto spdjny z innymi politykami sektorowymi opartymi na
korzystaniu z tozsamos$ci elektronicznej, elektronicznych poswiadczen atrybutéw i innych
ustug zaufania. Obejmuje to rozporzadzenie w sprawie jednolitego portalu cyfrowego®,
wymogi zwigzane z przeciwdzialaniem praniu pieniedzy i finansowaniu terroryzmu, ktére
nalezy spetni¢ w sektorze finansowym, inicjatywy na rzecz udostepniania danych
uwierzytelniajacych dotyczacych zabezpieczenia spotecznego na potrzeby cyfrowego prawa
jazdy lub przysztych cyfrowych dokumentoéw podrdézy oraz inne inicjatywy majace na celu
zmniejszenie obcigzenia administracyjnego obywateli i przedsigbiorstw z wykorzystaniem
w pelni mozliwosci wynikajacych z transformacji cyfrowej procedur zaréwno w sektorze
publicznym, jak iprywatnym. Portfel umozliwi ponadto stosowanie kwalifikowanych
podpisow elektronicznych, ktére moga ulatwié udziat w zyciu politycznym™®.

2. PODSTAWA PRAWNA, POMOCNICZOSC | PROPORCJONALNOSC
. Podstawa prawna

Celem niniejszej inicjatywy jest wsparcie transformacji Unii w kierunku jednolitego rynku
cyfrowego. W kontekscie postepujacej cyfryzacji transgranicznych ustug publicznych
i prywatnych, ktore opierajg si¢ na stosowaniu rozwigzan w zakresie tozsamosci cyfrowe;j,
istnieje ryzyko, ze w obecnych ramach prawnych obywatele nadal beda napotykac
przeszkody inie begdg w stanie w pelni korzysta¢ w calej UE zustug online w sposob
niezaktocony ani chroni¢ swojej prywatnosci. Wystepuje takze ryzyko, ze niedociggnigcia
obecnych ram prawnych dotyczacych wustug zaufania zwigkszylyby fragmentacje
I zmniejszylyby zaufanie, gdyby zaradzenie im pozostawiono wylacznie w gestii panstw
cztonkowskich. W zwiazku z tym jako odpowiednia podstawe prawng niniejszej inicjatywy
wskazuje si¢ art. 114 TFUE.

. Pomocniczosé¢ (W przypadku kompetencji niewylacznych)

Obywatele i przedsigbiorstwa powinni moc korzysta¢ z dostgpnosci wysoce bezpiecznych
I wiarygodnych rozwigzan w zakresie tozsamosci cyfrowej, ktore moga by¢ stosowane w catej
UE, oraz zmozliwo$ci przenoszenia elektronicznych poswiadczen atrybutow powigzanych
z tozsamoscig. Najnowsze osiagni¢cia technologiczne, sytuacja na rynku i zapotrzebowanie
uzytkownikow wymagaja dostepnosci bardziej przyjaznych dla uzytkownika rozwigzan
transgranicznych, ktore umozliwiaja dostgp do ustug online w catej UE, czego rozporzadzenie
eIDAS w swoim obecnym ksztalcie nie moze zaoferowac.

Uzytkownicy coraz bardziej przyzwyczajaja si¢ takze do rozwigzan dost¢pnych na catym Swiecie,
na przyklad w kontekScie korzystania zrozwigzan takich jak pojedyncze logowanie, ktore
wicksze platformy mediow spotecznosciowych zapewniajg do celow dostepu do uslug online.
Panstwa cztonkowskie nie sg w stanie samodzielnie sprosta¢ wyzwaniom, jakie stwarza to pod
wzgledem wiladzy rynkowej duzych dostawcow ustug — potrzebne sg interoperacyjnosé
i wiarygodne systemy identyfikacji elektronicznej na szczeblu UE. Ponadto elektroniczne

8
9

https://ec.europa.eu/commission/presscorner/detail/pl/IP_20 2391

Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2018/1724 z dnia 2 pazdziernika 2018 r.
w sprawie utworzenia jednolitego portalu cyfrowego w celu zapewnienia dostepu do informacji,
procedur oraz ustug wsparcia i rozwigzywania problemoéw, Dz.U. L 295 z 21.11.2018, s. 1.

10 Europejski plan dziatania na rzecz demokracji, COM(2020) 790 final.
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poswiadczenia atrybutow wydawane i akceptowane w jednym panstwie cztonkowskim, takie jak
elektroniczne $wiadectwo zdrowia, czesto nie sg prawnie uznawane i akceptowane w innych
panstwach cztonkowskich. Stwarza to ryzyko, ze panstwa cztonkowskie beda nadal opracowywaé
fragmentaryczne rozwigzania krajowe, ktore nie moga funkcjonowaé w kontekscie
transgranicznym.

Jezeli chodzi o $wiadczenie ustug zaufania, to mimo ze sg one w duzej mierze uregulowane
i funkcjonujg zgodnie z obowigzujacymi przepisami, praktyki krajowe rowniez stwarzajg ryzyko
wiekszej fragmentacji.

Interwencja na szczeblu UE jest ostatecznie najodpowiedniejsza, aby zapewni¢ obywatelom
i przedsiebiorstwom s$rodki umozliwiajace identyfikacje transgraniczng i wymiang osobistych
atrybutow tozsamosci idanych uwierzytelniajagcych za pomocg wysoce bezpiecznych
i wiarygodnych rozwigzah w zakresie tozsamosci cyfrowej zgodnie z unijnymi przepisami
0 ochronie danych. Wymaga to zaufanej i bezpiecznej identyfikacji elektronicznej oraz ram
regulacyjnych taczacych te identyfikacje z atrybutami i danymi uwierzytelniajacymi na szczeblu
UE. Jedynie w drodze interwencji na szczeblu UE mozna ustanowi¢ zharmonizowane warunki,
ktoére zapewniaja uzytkownikom kontrole nad transgranicznymi ustugami cyfrowymi online
i dostep do nich, oraz ramy interoperacyjnosci, ktore ulatwia wykorzystywanie bezpiecznych
rozwigzan w zakresie tozsamosci cyfrowej w ustugach online niezaleznie od tego, gdzie w UE
wydano dane rozwigzanie lub gdzie mieszka dany obywatel. Jak w duzej mierze wynika
Z przegladu stosowania rozporzadzenia eIDAS, jest mato prawdopodobne, by interwencja
krajowa byta roéwnie efektywna i skuteczna.

. Proporcjonalnosé

Niniejsza inicjatywa jest proporcjonalna do zamierzonych celéw i stanowi odpowiedni
instrument sluzacy ustanowieniu niezbgdnej struktury interoperacyjnosci na potrzeby
utworzenia unijnego ekosystemu tozsamosci cyfrowej opartego na tozsamosciach prawnych
wydawanych przez panstwa cztonkowskie oraz na dostarczaniu kwalifikowanych
i nickwalifikowanych atrybutow tozsamos$ci cyfrowej. Wnosi ona wyrazny wkiad
W osiggniecie celu, jakim jest poprawa jednolitego rynku cyfrowego dzigki bardziej
zharmonizowanym ramom prawnym. Zharmonizowane europejskie portfele tozsamosci
cyfrowej, ktore panstwa czlonkowskie majag wydawaé na podstawie wspolnych norm
technicznych, rowniez stanowig wspdlne podejScie unijne przynoszace korzysci
uzytkownikom  istronom  korzystajacym  z dostgpnosci  bezpiecznych  rozwigzan
transgranicznych w zakresie tozsamosci elektronicznej. Niniejsza inicjatywa stuzy
wyeliminowaniu ograniczen obecnej infrastruktury interoperacyjnosci identyfikacji
elektronicznej opartej na wzajemnym uznawaniu roznych krajowych systemoéw identyfikacji
elektronicznej. Biorgc pod uwage wyznaczone cele, uznaje si¢, ze inicjatywa ta jest
wystarczajaco proporcjonalna, ajej koszty beda prawdopodobnie wspoimierne do
potencjalnych korzysci. Proponowane rozporzadzenie bedzie wigzato si¢ z kosztami
finansowymi i administracyjnymi dla panstw cztonkowskich jako wydawcow europejskich
portfeli tozsamosci cyfrowej oraz dla dostawcoé6w ustug zaufania i ustug online. Nad kosztami
tymi prawdopodobnie bgda jednak przewazaly znaczne potencjalne korzysci dla obywateli
i uzytkownikow  wynikajgce bezposrednio z Szerszego transgranicznego  uznawania
i akceptacji ustug w zakresie tozsamosci elektronicznej i atrybutow.

Kosztow zwigzanych z tworzeniem nowych norm i dostosowywaniem si¢ do nich dostawcow
ustug zaufania i ustug online nie mozna unikna¢, jezeli ma zosta¢ osiagniety cel dotyczacy
uzywalnosci 1 dostepnosci. Inicjatywa ta ma na celu wykorzystanie inwestycji, ktore panstwa
cztonkowskie juz poczynity w ramach krajowych systemow tozsamosci, 1 oparcie si¢ na nich.
Ponadto koszty dodatkowe wynikajace z wniosku majg postuzy¢ wsparciu harmonizacji i sg
uzasadnione oczekiwaniem, ze w dluzszej perspektywie doprowadza do spadku obcigzenia

PL



PL

administracyjnego i kosztow przestrzegania przepisow. Koszty zwigzane z akceptacja
atrybutéw uwierzytelniania tozsamosci cyfrowej w sektorach regulowanych rowniez mozna
uzna¢ za konieczne i proporcjonalne, o ile przyczyniaja si¢ one do osiggni¢cia ogolnego celu
i stanowig $rodki, za ktorych pomoca sektory regulowane mogg wypetniaé zobowigzania
prawne na potrzeby zgodnej z prawem identyfikacji uzytkownika.

. Wybodr instrumentu

Wybér rozporzadzenia jako instrumentu prawnego jest uzasadniony potrzebg zapewnienia na
rynku wewnetrznym jednolitych warunkéw stosowania europejskiej tozsamosci cyfrowej za
pomoca zharmonizowanych ram, ktérych celem jest osiagnigcie niezakldconej
interoperacyjnosci  oraz zapewnienie europejskim  obywatelom 1 przedsiebiorstwom
mozliwo$ci korzystania z ustug publicznych i prywatnych w catej Unii przy uzyciu wysoce
bezpiecznych i wiarygodnych systemdw identyfikacji elektronicznej.

3. WYNIKI OCEN EX POST,, KONSULTACJIJI Z ZAINTERESOWANYMI
STRONAMI | OCEN SKUTKOW
. Oceny ex post/oceny adekwatnos$ci obowigzujacego prawodawstwa

Ocenge funkcjonowania rozporzadzenia eIDAS przeprowadzono w ramach procesu przegladu
wymaganego w art. 49 tego rozporzadzenia. Z glownych ustalen oceny w odniesieniu do
tozsamosci elektronicznej wynika, ze nie wykorzystano petnego potencjatu rozporzadzenia
eIDAS. Notyfikowano jedynie ograniczong liczbe systeméw identyfikacji elektronicznej, co
sprawia, ze liczba obywateli Unii objetych notyfikowanymi systemami identyfikacji
elektronicznej jest ograniczona do ok.59 % ludnosci. Ponadto poziom akceptacji
notyfikowanych systemow identyfikacji elektronicznej jest ograniczony zaréwno na szczeblu
panstw cztonkowskich, jak i1 dostawcow ustug. Wydaje si¢ rowniez, ze tylko nieliczne ustugi
dostgpne za posrednictwem krajowego systemu identyfikacji elektronicznej sa potaczone
Z krajowa infrastrukturg e[DAS. W badaniu oceniajagcym stwierdzono réwniez, ze obecny
zakres stosowania rozporzadzenia eIDAS 1igléwny jego przedmiot, czyli systemy
identyfikacji elektronicznej notyfikowane przez panstwa cztonkowskie UE 1 umozliwienie
dostepu do ustug publicznych online, sa zbyt ograniczone 1 niewystarczajace. Zdecydowana
wigkszos$¢ potrzeb w zakresie tozsamosci elektronicznej 1 uwierzytelniania na odleglo$¢ nadal
wystepuje po stronie sektora prywatnego, w szczegdlnosci w obszarach takich jak:
bankowos¢, telekomunikacja 1obstuga platform, gdzie operatorzy zgodnie z prawem s3
zobowigzani do weryfikacji tozsamos$ci klientow. Warto$¢ dodana rozporzadzenia eIDAS
W odniesieniu do tozsamosci elektronicznej jest ograniczona ze wzgledu na jej maty zasieg
oraz nieznaczne rozpowszechnienie i wykorzystanie.

Problemy wskazane w niniejszym wniosku sg zwigzane z niedociggnigciami obecnych ram
elDAS, a takze z zasadniczymi zmianami kontekstowymi dotyczacymi rynkdéw oraz rozwoju
spotecznego i technologicznego, wskutek ktorych pojawiajg sie¢ nowe potrzeby uzytkownikow
I rynku.

. Konsultacje z zainteresowanymi stronami

Otwarte konsultacje publiczne rozpoczeto w dniu 24 lipca 2020 r., a zamknigto w dniu 2
pazdziernika 2020 r. Komisja otrzymata tacznie 318 odpowiedzi. Komisja otrzymata rowniez
106 odpowiedzi udzielonych w ukierunkowanym badaniu opinii zainteresowanych stron. Na
roznych posiedzeniach dwustronnych i wielostronnych oraz w ramach badan organizowanych
od poczatku 2020r. zebrano rdéwniez opinie panstw cztonkowskich. Obejmuje to
w szczegblno$ci  badanie przeprowadzone w okresie lipiec—sierpien 2020r. wérod
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przedstawicieli panstw cztonkowskich w sieci wspolpracy eIDAS oraz roézne specjalne
warsztaty. Komisja przeprowadzita réwniez wywiady poglgbione z przedstawicielami branzy
I zorganizowata spotkania dwustronne z zainteresowanymi przedsigbiorcami z réznych
sektorow (np. handlu elektronicznego, opieki zdrowotnej, ustug finansowych,
telekomunikacji, produkcji sprzetu itp.).

Zdecydowana wigkszo$¢ respondentow uczestniczacych ~w otwartych konsultacjach
publicznych z zadowoleniem przyjeta utworzenie jednolitej i powszechnie akceptowanej
tozsamosci cyfrowej opartej na tozsamos$ciach prawnych wydawanych przez panstwa
cztonkowskie. Panstwa czlonkowskie w duzej mierze opowiadaja si¢ za potrzebg
wzmocnienia obecnego rozporzadzenia eIDAS w taki sposéb, aby zapewni¢ obywatelom
mozliwo$¢ dostepu zaréwno do ustug publicznych, jak i prywatnych, oraz uznaja potrzebe
ustanowienia ustugi zaufania umozliwiajacej wydawanie elektronicznych poswiadczen
atrybutdw i transgraniczne korzystanie z nich. Ogélnie rzecz biorac, panstwa cztonkowskie
podkreslity potrzebg oparcia europejskich ram tozsamosci cyfrowej na do$wiadczeniach
wyniesionych z rozwigzan krajowych i na mocnych stronach tych rozwiazan, co ma na celu
osiggniecie synergii i czerpanie korzysci z poczynionych inwestycji. Wiele zainteresowanych
stron wspomniato otym, ze pandemia COVID-19 uwidocznila warto$¢ bezpiecznej
identyfikacji na odlegtos¢ dla wszystkich os6b w kontekscie dostgpu do ustug publicznych
I prywatnych. W kwestii ustug zaufania wigkszo$¢ podmiotow zgadza si¢, ze obecne ramy
stanowig sukces, jednak konieczne byly pewne dodatkowe $rodki stuzace dalszej
harmonizacji niektorych praktyk zwigzanych =z identyfikacja na odleglos¢ inadzorem
krajowym. Te zainteresowane strony, ktorych baza klientdw jest w duzej mierze krajowa,
wyrazity wigksze watpliwosci co do wartosci dodanej europejskich ram tozsamosci cyfrowej.

W sektorze publicznym i prywatnym w coraz wigkszym stopniu postrzega si¢ portfele
tozsamosci cyfrowej jako najwlasciwszy instrument umozliwiajacy uzytkownikom wybor,
kiedy i ktoremu prywatnemu dostawcy ustug beda udostgpnia¢ rézne atrybuty w zaleznosci
od przypadku uzycia i bezpieczenstwa potrzebnego w odniesieniu do danej transakcji. Za
glowny atut rozwigzania wytrzymujacego probe czasu uznano tozsamosci cyfrowe oparte na
cyfrowych portfelach przechowywanych w bezpieczny sposob na urzgdzeniach przenosnych.
Zaréwno rynek prywatny (np. Apple, Google, Thales), jak irzady juz zmierzajag w tym
kierunku.

. Gromadzenie i wykorzystanie wiedzy eksperckiej

Niniejszy wniosek opiera si¢ na informacjach zebranych w ramach konsultacji
z zainteresowanymi stronami do celow oceny skutkow i sprawozdan oceniajacych na temat
rozporzadzenia eIDAS w Swietle obowigzkow w zakresie przegladu okreslonych w art. 49
tego rozporzadzenia. Zorganizowano liczne spotkania z przedstawicielami panstw
cztonkowskich i ekspertami.

. Ocena skutkow

W odniesieniu do niniejszego wniosku przeprowadzono ocen¢ skutkéw. W dniu 19 marca
2021 r. Rada ds. Kontroli Regulacyjnej wydata opini¢ negatywna z pewnymi uwagami. Po
przedtozeniu zmienionego wniosku w dniu 5 maja 2021 r. Rada wydata opini¢ pozytywna.

Komisja przeanalizowala rd6zne warianty strategiczne majace na celu osiggnigcie ogdlnego
celu niniejszej inicjatywy, jakim jest zapewnienie nalezytego funkcjonowania rynku
wewngtrznego, w szczegolnosci pod wzgledem dostarczania i Stosowania  wysoce
bezpiecznych i wiarygodnych rozwigzan w zakresie tozsamosci elektronicznej.
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W ocenie skutkw zbadano scenariusz odniesienia, warianty strategiczne oraz ich skutki dla
trzech rozwazanych wariantow strategicznych. Kazdy wariant stanowi wybor do rozwazenia
z punktu widzenia polityki w zalezno$ci od poziomu ambicji. Pierwszy wariant odpowiada
niskiemu poziomowi ambicji iobejmuje zestaw $rodkéw majacych na celu glownie
zwigkszenie skutecznosci i efektywnos$ci rozporzadzenia eIDAS w jego obecnym ksztalcie.
Pierwszy wariant przewiduje wprowadzenie obowigzku notyfikacji krajowych systemow
identyfikacji elektronicznej i usprawnienie istniejgcych instrumentow dostgpnych na potrzeby
osiggniecia wzajemnego uznawania, opiera si¢ zatem na zaspokojeniu potrzeb obywateli
wdrodze wykorzystania dostgpnosci réoznych krajowych systemow identyfikacji
elektronicznej, ktore majg stac si¢ interoperacyjne.

Drugi wariant odzwierciedla $redni poziom ambicji i ma na celu gtownie rozszerzenie
mozliwosci bezpiecznej wymiany danych zwigzanych z tozsamoscig, co bedzie stanowié
uzupelnienie rzadowych systemow identyfikacji elektronicznej i przyczyni sie do
obserwowanego obecnie przechodzenia na ustugi w zakresie tozsamosci oparte na atrybutach.
Celem tego wariantu byloby zaspokojenie zapotrzebowania uzytkownikéw i utworzenie
nowej kwalifikowanej ustugi zaufania w celu dostarczania elektronicznych po$wiadczen
atrybutow powigzanych z zaufanymi zrodtami i mozliwych do egzekwowania w wymiarze
transgranicznym. Rozszerzyloby to zakres stosowania obecnego rozporzadzenia eIDAS
i umozliwitoby uwzglednienie najwickszej mozliwej liczby przypadkéw uzycia, ktore
opieraja si¢ na weryfikacji atrybutéw tozsamos$ci powigzanych z osobg przy zapewnieniu
wysokiego poziomu bezpieczenstwa.

Trzeci — preferowany — wariant odpowiada najwyzszemu poziomowi ambicji i ma na celu
uregulowanie dostarczania wysoce bezpiecznego osobistego portfela tozsamosci cyfrowej
wydawanego przez panstwa cztonkowskie. Uznano, ze preferowany wariant w najbardziej
skuteczny sposdb przyczyni si¢ do osiggniecia celow niniejszej inicjatywy. Aby w petni
osiggna¢ cele polityki, preferowany wariant oparto na wigkszosci §rodkow ocenionych
w ramach wariantu pierwszego (korzystanie z tozsamosci prawnych poswiadczonych przez
panstwa czltonkowskie 1 dostgpnos¢ wzajemnie uznawanych Srodkéw identyfikacji
elektronicznej) oraz wariantu drugiego (elektroniczne poswiadczenia atrybutow prawnie
uznawane transgranicznie).

Jezeli chodzi o ogdlne ramy ustug zaufania, poziom ambicji wymaga zestawu srodkéw, ktore
umozliwiajg osiagnigcie celow polityki bez konieczno$ci stosowania podej$cia etapowego.

Nowa kwalifikowana ustuga zaufania na potrzeby zarzadzania urzadzeniami do sktadania
podpisow i pieczeci elektronicznych na odleglos¢ przyniostaby znaczne korzysci pod
wzgledem bezpieczenstwa, jednolito$ci, pewnosci prawa 1 mozliwosci wyboru oferowanych
konsumentom zardwno w zwiazku z certyfikacja kwalifikowanych urzadzen do sktadania
podpisu, jak iw odniesieniu do wymogow, ktore muszag spelnia¢ kwalifikowani dostawcy
ustug zaufania zarzadzajacy takimi urzadzeniami. Nowe przepisy wzmocnityby ogdlne ramy
regulacyjne i nadzorcze na potrzeby $wiadczenia ustug zaufania.

Skutki wariantow strategicznych dla réznych kategorii zainteresowanych stron wyjasniono
szczegdblowo w zatgczniku 3 do oceny skutkdw uzupetniajgcej niniejszg inicjatywe. Ocena ta
ma zaré6wno charakter ilosciowy, jak i jakosciowy. Z badania przeprowadzonego na potrzeby
oceny skutkow wynika, ze minimalne wymierne koszty mozna oszacowac¢ na ponad 3,2 mld
EUR, poniewaz niektorych pozycji kosztow nie mozna okresli¢ ilosciowo. Laczne wymierne
korzysci oszacowano na 3,9-9,6 mld EUR. Jezeli chodzi o szersze skutki gospodarcze,
oczekuje si¢, ze preferowany wariant bedzie miat pozytywne skutki dla innowacji, handlu
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miedzynarodowego i konkurencyjnosci, przyczyni si¢ do wzrostu gospodarczego oraz
doprowadzi do dodatkowych inwestycji w rozwigzania w zakresie tozsamosci cyfrowej.
Oczekuje si¢ na przyklad, ze dodatkowe inwestycje w wysokosci 500 mln EUR, do ktérych
dojdzie w wyniku zmian legislacyjnych w ramach wariantu trzeciego, przyniosa po 10 latach
korzysci o wartosci 1 268 mIn EUR (przy przyjeciu na poziomie 67 %).

Oczekuje si¢ rowniez, ze preferowany wariant bedzie miat pozytywne skutki dla zatrudnienia
— W ciaggu pigciu lat od wdrozenia przyczyni si¢ do powstania 5 000—27 000 dodatkowych
miejsc pracy. Bedzie to efektem dodatkowych inwestycji i mniejszych kosztéw dla
przedsigbiorstw korzystajacych z rozwiazan w zakresie identyfikacji elektroniczne;j.

Oczekuje si¢, ze pozytywne skutki dla $rodowiska bedg najwicksze w przypadku wariantu
trzeciego, ktory ma w jak najwigkszym stopniu zwickszy¢ upowszechnienie i uzywalno$é¢
identyfikacji elektronicznej, co bedzie miato pozytywne skutki pod wzgledem redukcji emisji
zwigzanych ze §wiadczeniem ustug publicznych.

Rejestry elektroniczne zapewniaja uzytkownikom dowody i niezmienng $ciezke audytu
W odniesieniu do kolejnosci transakcji i1 zapisow danych, chronigc integralno$¢ danych.
Chociaz tej ustugi zaufania nie uwzgledniono w ocenie skutkow, opiera si¢ ona na
istniejgcych ustugach zaufania, poniewaz laczy znaczniki czasu danych iich kolejnosé¢
Z pewnos$cig w odniesieniu do twércy danych, co stanowi rozwigzanie podobne do podpisu
elektronicznego. Ta ustuga zaufania jest niezbedna, by zapobiec fragmentacji rynku
wewnetrznego dzigki okredleniu jednolitych ogdlnoeuropejskich ram umozliwiajacych
transgraniczne ~ uznawanie  ustug  zaufania  wykorzystywanych  w prowadzeniu
kwalifikowanych rejestrow elektronicznych. Integralno$¢ danych jest z kolei bardzo wazna
dla taczenia danych ze Zrodet zdecentralizowanych, dla rozwigzan w zakresie tozsamosci
opartych na autonomii jednostki, przypisywania wlasnosci do aktywow cyfrowych,
rejestrowania procesOw biznesowych na potrzeby kontroli zgodnosci z kryteriami
zrbwnowazonego rozwoju oraz dla roznych przypadkow uzycia na rynkach kapitatowych.

. Sprawnos¢ regulacyjna i uproszczenie

W niniejszym wniosku ustanawia si¢ Srodki, ktore beda mialy zastosowanie do organow
publicznych, obywateli i dostawcow ustug online. Zmniejszy to koszty administracyjne
i koszty przestrzegania przepisow, ktore ponosi administracja publiczna, oraz koszty
operacyjne i wydatki zwigzane z bezpieczenstwem, ktore ponosza dostawcy ustug online.
Obywatele odniosa korzySci w postaci oszczednosci wynikajacych ze zmniejszenia
obcigzenia administracyjnego, gdyz beda mogli korzysta¢ w petni ze srodkéw cyfrowych do
celow identyfikacji oraz z mozliwosci bezpiecznej wymiany atrybutow tozsamosci cyfrowej
0 takiej samej warto$ci prawnej w wymiarze transgranicznym. Dostawcy tozsamosci
elektronicznej rowniez skorzystaja na nizszych kosztach przestrzegania przepisow.

. Prawa podstawowe

Poniewaz dane osobowe wchodzg w zakres stosowania niektorych elementow
rozporzadzenia, $rodki zaprojektowano w taki sposob, by byly w petni zgodne z przepisami
o ochronie danych. We wniosku udoskonalono na przyktad mozliwosci w zakresie
udostepniania danych 1umozliwiania uznaniowego ujawniania informacji. Za pomoca
europejskiego portfela tozsamosci cyfrowej uzytkownik bedzie moégt kontrolowaé ilo$¢
danych przekazywanych stronom ufajgcym i uzyskiwaé informacje o atrybutach wymaganych
do $wiadczenia konkretnej ustugi. Dostawcy ustug musza informowaé panstwa cztonkowskie
0 zamiarze stosowania europejskiego portfela tozsamosci cyfrowej, co umozliwi panstwom
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cztonkowskim kontrolowanie, czy dostawcy ustlug wymagaja zbioréw danych wrazliwych, na
przyktad dotyczacych zdrowia, wytgcznie w zakresie zgodnym z prawem Krajowym.

4, WPLYW NA BUDZET

Aby w optymalny sposob osiggna¢ cele niniejszej inicjatywy, trzeba sfinansowaé szereg
dzialan zaréwno na poziomie Komisji, na ktorym przewiduje si¢ przydzial ok. 60 EPC
w latach 2022-2027, jak i na poziomie panstw czlonkowskich poprzez ich aktywne
uczestnictwo w grupach ekspertow i komitetach powigzanych z pracami w ramach tej
inicjatywy i sktadajacych sie z przedstawicieli panstw cztonkowskich. tgczne zasoby
finansowe niezbedne do celow wdrozenia wniosku w latach 2022-2027 wyniosg do 30,825
min EUR, zktorej to kwoty 8,825 miIn EUR zostanie przeznaczone na Kkoszty
administracyjne, a do 22 min EUR — na wydatki operacyjne objete programem ,,Cyfrowa
Europa” (do wuzgodnienia). Finansowanie bedzie przeznaczone na pokrycie kosztow
zwigzanych z utrzymaniem, opracowywaniem, hostingiem, obstugg i wspieraniem modutow
identyfikacji elektronicznej iustug zaufania. Moze by¢ réwniez przeznaczone na dotacje
majace na celu laczenie ustug z ekosystemem europejskiego portfela tozsamosci cyfrowej
oraz opracowanie norm i specyfikacji technicznych. Ponadto $rodki finansowe postuza
réwniez sfinansowaniu corocznych badan ianaliz dotyczacych skutecznosci i efektywnosci
rozporzadzenia w osigganiu jego celow. Szczegdtowy przeglad zwigzanych z tym kosztow
znajduje si¢ w ,,ocenie skutkow finansowych regulacji” zwigzanej z niniejszg inicjatywa.

5. ELEMENTY FAKULTATYWNE
. Plany wdrozenia i monitorowanie, ocena i sprawozdania

Skutki beda monitorowane ioceniane zgodnie z wytycznymi dotyczacymi lepszego
stanowienia prawa obejmujacymi wdrazanie 1 stosowanie rozporzadzenia, ktorego dotyczy
niniejszy wniosek. Uzgodnienia w zakresie monitorowania stanowia istotng cze¢$¢ wniosku,
W szczegllnosci w Swietle niedociggnie¢ obecnych ram sprawozdawczosci wskazanych
W badaniu oceniajagcym. Oprocz wymogdéw dotyczacych sprawozdawczosci wprowadzonych
W proponowanym rozporzadzeniu, ktorych celem jest zapewnienie lepszej bazy danych
i analiz, ramy monitorowania b¢dg obejmowaé nastgpujace elementy: 1) zakres, w jakim
niezbedne zmiany wdrozono zgodnie z przyjetymi srodkami; 2) czy wprowadzono niezbedne
zmiany w odpowiednich systemach krajowych; 3) czy stosowano si¢ do niezbgdnych zmian
W zobowigzaniach w zakresie zgodnos$ci podmiotow objetych regulacja. Komisja Europejska
(1, 2 i 3) oraz wlasciwe organy krajowe (2 i 3) beda odpowiedzialne za gromadzenie danych
na podstawie uprzednio okreslonych wskaznikow.

W kwestii stosowania proponowanego instrumentu Komisja Europejska i wtasciwe organy
krajowe beda ocenia¢ w drodze corocznych badan: 1) dostep wszystkich obywateli Unii do
srodkow identyfikacji elektronicznej; 2) zwigkszone uznawanie i akceptacje systemoOw
identyfikacji elektronicznej w wymiarze transgranicznym; 3) $rodki zachgcajgce sektor
prywatny do przyjecia proponowanych rozwigzan ipobudzajace rozwdj] nowych ustug
W zakresie tozsamosci cyfrowej.

Komisja Europejska bedzie w ramach corocznych badan gromadzi¢ informacje kontekstowe
na temat: 1) wielko$¢ rynku tozsamosci cyfrowych; 2) wydatkow na zamoéwienia publiczne
zwigzanych z tozsamos$cig cyfrowa; 3) odsetka przedsigbiorstw §wiadczacych ustugi online;
4) odsetka transakcji online wymagajacych silnego uwierzytelnienia klienta; 5) odsetka
obywateli Unii korzystajacych z ushug prywatnych i publicznych online.
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. Szczegélowe objasnienia poszczegdlnych przepiséw wniosku

W art. 6a projektu rozporzadzenia zobowigzuje si¢ panstwa cztonkowskie do wydania
w ramach notyfikowanego systemu identyfikacji elektronicznej europejskiego portfela
tozsamosci cyfrowej zgodnie ze wspdlnymi normami technicznymi po przeprowadzeniu
obowigzkowej oceny zgodnos$ci i dobrowolnej certyfikacji w europejskich ramach certyfikacji
cyberbezpieczenstwa ustanowionych na mocy aktu o cyberbezpieczenstwie. Zawiera on
przepisy zapewniajace osobom fizycznym i prawnym mozliwo$¢ bezpiecznego zadania
| otrzymywania, przechowywania, lgczenia i wykorzystywania danych identyfikujacych
osobe i elektronicznych po$wiadczen atrybutdw na potrzeby uwierzytelniania online i offline
oraz umozliwienia dostepu do towardw i ustug publicznych i1 prywatnych online pod kontrola
uzytkownika. Certyfikacja ta nie narusza przepisow RODO w tym sensie, ze operacje
przetwarzania danych osobowych zwigzane z europejskim portfelem tozsamosci cyfrowej
moga by¢ certyfikowane wylacznie na podstawie art. 42 i 43 RODO.

Art. 6b wniosku zawiera przepisy szczegotowe dotyczace wymogoéw majacych zastosowanie
do stron ufajagcych w celu zapobiegania oszustwom oraz zapewnienia uwierzytelniania
danych identyfikujacych osobe i elektronicznych pos$wiadczen atrybutow pochodzacych
z europejskiego portfela tozsamosci cyfrowe;.

Aby udostepni¢ wiecej srodkow identyfikacji elektronicznej do uzytku transgranicznego oraz
zwigkszy¢ skuteczno$¢ procesu wzajemnego uznawania notyfikowanych systemow
identyfikacji elektronicznej, wart. 7 natozono na panstwa czlonkowskie obowigzek
zgloszenia co najmniej jednego systemu identyfikacji elektronicznej. Aby zapewnié
niepowtarzalng i trwatg identyfikacje¢ osob fizycznych, w art. 11a dodano ponadto przepisy
utatwiajgce unikalng identyfikacje. Dotyczy to przypadkéw, w ktorych identyfikacja jest
wymagana na mocy prawa, np. w obszarze zdrowia, w obszarze finansow, aby wywigzac si¢
Z obowigzkow w zakresie przeciwdziatania praniu pieniedzy, lub do celow sagdowych. W tym
celu panstwa czlonkowskie beda zobowigzane do wlaczenia do minimalnego zbioru danych
identyfikujacych osobe unikalnego i trwatego identyfikatora. Mozliwos$¢ korzystania przez
panstwa cztonkowskie z certyfikacji w celu zapewnienia zgodnosci z rozporzadzeniem, a tym
samym zastgpienie procesu wzajemnej oceny, zwigksza skuteczno$¢ wzajemnego uznawania.

W sekcji 3 przedstawiono nowe przepisy dotyczace transgranicznego korzystania
Z europejskiego portfela tozsamosci cyfrowej, aby zapewni¢ uzytkownikom mozliwos$ci
korzystania z tych portfeli w celu uzyskiwania dostepu do ustug online $§wiadczonych przez
podmioty sektora publicznego i prywatnych dostawcow ushug, ktore to uslugi wymagaja
silnego uwierzytelniania uzytkownika.

W rozdziale IIl dotyczacym ustug zaufania zmieniono art. 14 dotyczacy aspektow
miedzynarodowych, aby umozliwi¢ Komisji przyjmowanie decyzji wykonawczych
potwierdzajacych réwnowazno$¢ wymogoéw majacych zastosowanie do dostawcoéw ustug
zaufania majacych siedzibe w panstwach trzecich i do $wiadczonych przez nich uslug, poza
korzystaniem z umow o wzajemnym uznawaniu zgodnie z art. 218 TFUE.

W odniesieniu do przepisow ogodlnych majacych zastosowanie do ustug zaufania, w tym do
kwalifikowanych dostawcoéw ustug zaufania, zmieniono art. 17, 18, 20, 21 i24 wcelu
dostosowania ich do przepisow majacych zastosowanie do bezpieczenstwa sieci 1 informacji
w UE. Jezeli chodzi o metody, ktore kwalifikowani dostawcy ustug zaufania majg stosowac
na potrzeby weryfikacji tozsamosci osob fizycznych lub prawnych, ktorym wydawane sa
kwalifikowane certyfikaty, zharmonizowano i doprecyzowano przepisy dotyczace korzystania
ze $rodkow identyfikacji na odleglo$¢, aby zapewni¢ stosowanie tych samych przepisow
w calej UE.
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W rozdziale Ill przedstawiono nowy art. 29a w celu okreslenia wymogéw dotyczacych
kwalifikowanej ustugi zarzadzania urzadzeniami do sktadania podpisu elektronicznego na
odlegtos¢. Nowa kwalifikowana ustuga zaufania bedzie bezposrednio powigzana ze srodkami
przywotanymi i ocenionymi w ocenie skutkOw oraz oparta na nich, w szczegdlnosci $rodkach
dotyczacych ,,harmonizacji procesu certyfikacji do celéw sktadania podpisu elektronicznego
na odleglos¢” 1innych $rodkach wymagajacych zharmonizowania przez panstwa
cztonkowskie praktyk nadzoru.

W celu zapewnienia uzytkownikom mozliwos$ci zidentyfikowania, kto stoi za dang witryng
internetowa, zmieniono art. 45, aby zobowigza¢ dostawcoéOw przegladarek internetowych do
ulatwienia  korzystania  z kwalifikowanych  certyfikatow  uwierzytelniania  witryn
internetowych.

W rozdziale 111 przedstawiono trzy nowe sekcje.

Nowa sekcja 9 wprowadzono przepisy dotyczace skutkow prawnych elektronicznych
poswiadczen atrybutow, ich stosowania w okre§lonych sektorach oraz wymogoéw dotyczacych
kwalifikowanych po$wiadczen atrybutow. W celu zapewnienia wysokiego poziomu zaufania
w art. 45d dodano przepis dotyczacy weryfikacji atrybutow w zestawieniu ze zrodtami
autentycznymi. Aby zapewni¢ uzytkownikom europejskiego portfela tozsamosci cyfrowej
mozliwos¢ korzystania z dostgpnosci elektronicznych poswiadczen atrybutow i otrzymywania
takich po$wiadczen w odniesieniu do tego portfela, w art. 45e dodano stosowny wymaog. Art.
45f zawiera natomiast dodatkowe przepisy Ww odniesieniu do $wiadczenia ustug
elektronicznego poswiadczania atrybutow, w tym dotyczace ochrony danych osobowych.

Nowa sekcja 10 umozliwia $wiadczenie kwalifikowanych ustug archiwizacji elektronicznej na
szczeblu UE. Art. 45g dotyczacy kwalifikowanych ushlug archiwizacji elektronicznej
uzupehnia art. 34 i 40, ktore odnosza si¢ kwalifikowanych ustug konserwacji kwalifikowanych
podpiséw elektronicznych i kwalifikowanych pieczeci elektronicznych.

W nowej sekcji 11 ustanowiono ramy ushug zaufania w odniesieniu do tworzenia
i prowadzenia rejestrow elektronicznych i kwalifikowanych rejestrow elektronicznych.
Rejestr elektroniczny laczy stosowanie znacznikéw czasu danych 1 kolejnosci danych
Zpewnoscig co do tworcy danych, co stanowi rozwigzanie podobne do podpisu
elektronicznego, przy czym dodatkowa korzyscia wynikajaca z rejestru jest umozliwienie
bardziej zdecentralizowanego zarzadzania, ktore jest odpowiednie dla wspotpracy
wielostronnej. Jest to wazne w przypadku réznych przypadkéw uzycia, ktore moga by¢ oparte
na rejestrach elektronicznych.

Rejestry elektroniczne pomagaja przedsigbiorstwom osiagnac¢ oszczednosci kosztow dzigki
zwiekszeniu skuteczno$ci 1 bezpieczenstwa koordynacji wielostronnej, a takze ulatwiajg
nadzor regulacyjny. Wobec braku europejskich uregulowan istnieje ryzyko, ze ustawodawcy
krajowi ustanowig rozbiezne normy krajowe. Aby zapobiec fragmentacji, konieczne jest
okreslenie jednolitych ogdlnoeuropejskich ram umozliwiajacych transgraniczne uznawanie
ustug zaufania wykorzystywanych w prowadzeniu rejestrow elektronicznych. Ta
og6lnoeuropejska norma dotyczaca operatoréw weztow bedzie miata zastosowanie
niezaleznie od innych przepisow prawa wtornego UE. W przypadku gdy rejestry
elektroniczne wykorzystuje si¢ w obstudze emisji obligacji lub obrotu nimi, lub na potrzeby
kryptoaktywow, przypadki uzycia powinny by¢ zgodne z wszystkimi majacymi zastosowanie
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przepisami finansowymi, np. z dyrektywa w sprawie rynkéw instrumentéw finansowych*,
dyrektywa w sprawie ustug platniczych®® i przysztym rozporzadzeniem w sprawie rynkéw
kryptoaktywow™. Jezeli przypadki uzycia dotycza danych osobowych, dostawcy ustug beda
musieli przestrzega¢ RODO.

W 2017r. 75% wszystkich przypadkéw uzycia rejestréow elektronicznych dotyczyto
bankowosci 1 finansow. Przypadki uzycia rejestrow elektronicznych sg obecnie coraz bardziej
zroznicowane: 17 % dotyczy obszaru komunikacji i medidéw; 15 % — produkcji i zasobow
naturalnych, 10 % — sektora rzadowego, 8 % — ubezpieczen, 5 % — handlu detalicznego, 6 % —
transportu, 5 % — ustug uzytecznosci publicznej™.

Ponadto w rozdziale VI wprowadzono nowy art. 48b, aby zapewni¢ gromadzenie danych
statystycznych dotyczacych korzystania z europejskiego portfela tozsamosci cyfrowej na
potrzeby monitorowania skutecznos$ci zmienionego rozporzadzenia.

11

12
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Dyrektywa Parlamentu Europejskiego i Rady 2014/65/UE z dnia 15 maja 2014 r. w sprawie rynkow
instrumentéw finansowych oraz zmieniajaca dyrektywe 2002/92/WE i dyrektywe 2011/61/UE (tekst
majacy znaczenie dla EOG), Dz.U. L 173 7 12.6.2014, s. 349.

Dyrektywa Parlamentu Europejskiego i Rady (UE) 2015/2366 z dnia 25 listopada 2015 r. w sprawie
ustug platniczych w ramach rynku wewngtrznego, zmieniajgca dyrektywy 2002/65/WE, 2009/110/WE,
2013/36/UE i rozporzadzenie (UE) nr 1093/2010 oraz uchylajaca dyrektywe 2007/64/WE, Dz.U. L 337
2 23.12.2015;, s. 35.

Wniosek dotyczacy rozporzadzenia Parlamentu Europejskiego iRady w sprawie rynkéw
kryptoaktywow i zmieniajacego dyrektywe (UE) 2019/1937, COM(2020) 593 final.

Gartner, Blockchain Evolution [Ewolucja tancucha blokow], 2020 r.

13

PL



PL

2021/0136 (COD)
Whiosek

ROZPORZADZENIE PARLAMENTU EUROPEJSKIEGO I RADY

zmieniajace rozporzadzenie (UE) nr 910/2014 w odniesieniu do ustanowienia

europejskich ram tozsamosci cyfrowej

PARLAMENT EUROPEJSKI | RADA UNII EUROPEJSKIEJ,
uwzgledniajgc Traktat o funkcjonowaniu Unii Europejskiej, w szczegolnosci jego art. 114,

uwzgledniajac wniosek Komisji Europejskiej,

po przekazaniu projektu aktu ustawodawczego parlamentom narodowym,

uwzgledniajac opini¢ Europejskiego Komitetu Ekonomiczno-Spoleczneg015,

stanowigc zgodnie ze zwykla procedurg ustawodawcza,

a takze majac na uwadze, co nastgpuje:

(1)

@)

(3)

(4)

W komunikacie Komisji zdnia 19 lutego 2020r. pt. ,Ksztaltowanie cyfrowej
przysziosci Europy”16 zapowiedziano przeglad rozporzadzenia Parlamentu
Europejskiego i Rady (UE) nr910/2014 w celu zwigkszenia jego skutecznosci,
zwigkszenia korzys$ci dla sektora prywatnego i promowania wiarygodnych tozsamosci
cyfrowych dla wszystkich Europejczykow.

W konkluzjach z dni 1-2 pazdziernika 2020 r.'” Rada Europejska wezwata Komisje
do przedstawienia wniosku w sprawie opracowania ogélnounijnych ram bezpiecznej
publicznej identyfikacji elektronicznej, w tym interoperacyjnych podpiséw cyfrowych,
by zapewni¢ ludziom kontrole nad ich tozsamos$cig i danymi w internecie, a takze by
umozliwi¢ dostep do publicznych, prywatnych i transgranicznych uslug cyfrowych.

W komunikacie Komisji z dnia 9 marca 2021 r. pt. ,,Cyfrowy kompas na 2030 r.:
europejska droga w cyfrowej dekadzie™*® wyznaczono cel ram Unii, zgodnie z ktérym
do 2030 r. powinny one zapewni¢ wprowadzenie na szerokg skale zaufanej,
kontrolowanej przez uzytkownika tozsamosci, dzieki ktorej kazdy obywatel bedzie
mogt kontrolowa¢ swoje kontakty i obecnos¢ online.

Bardziej zharmonizowane podejscie do identyfikacji cyfrowej powinno ograniczy¢
ryzyko ikoszty wynikajace z obecnej fragmentacji, ktora spowodowana jest
stosowaniem rozbieznych rozwigzan krajowych, oraz wzmocni jednolity rynek
poprzez umozliwienie obywatelom, innym rezydentom okreslonym w prawie
krajowym i przedsigbiorstwom identyfikacji online w dogodny i jednolity sposob
w calej Unii. Kazdy powinien mie¢ mozliwo$¢ bezpiecznego dostepu do ustug
publicznych i prywatnych za pomoca ulepszonego ekosystemu ustug zaufania oraz

15
16
17

18

DzU.C[...1z[...],s. [...].

COM(2020) 67 final.
https://www.consilium.europa.eu/pl/press/press-releases/2020/10/02/european-council-conclusions-1-2-
october-2020/

COM(2021) 118 final.
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(6)

(7)

(8)

(9)

zweryfikowanych dowodoéw potwierdzajacych tozsamos$¢ i poswiadczen atrybutéw
takich jak dyplom ukonczenia studidow wyzszych prawnie uznawany i akceptowany
w catej Unii. Ramy europejskiej tozsamosci cyfrowej maja na celu przejscie od
polegania wytgcznie na krajowych rozwigzaniach w zakresie tozsamosci cyfrowej do
dostarczania elektronicznych poswiadczen atrybutdow waznych na szczeblu
europejskim. Dostawcy elektronicznych poswiadczen atrybutéw powinni odnies¢
korzysci dzigki jasnemu i jednolitemu zestawowi przepisow, a administracje publiczne
powinny mie¢ mozliwos¢ polegania na dokumentach elektronicznych w okreslonym
formacie.

Aby wspiera¢ konkurencyjnos¢ europejskich przedsiebiorstw, dostawcy ustug online
powinni moc polega¢ na rozwigzaniach w zakresie tozsamosci cyfrowej uznawanych
W calej Unii, niezaleznie od panstwa cztonkowskiego, w ktorym zostaty wydane,
atym samym czerpa¢ korzys$ci ze zharmonizowanego europejskiego podejscia do
zaufania, bezpieczenstwa i interoperacyjnosci. Zarowno uzytkownicy, jak i dostawcy
ustug powinni mie¢ mozliwos¢ Kkorzystania z przyznania elektronicznym
poswiadczeniom atrybutow takiej samej wartosci prawnej w catej UE.

W ramach wdrazania niniejszego rozporzadzenia do przetwarzania danych osobowych
ma zastosowanie rozporzadzenie (UE) 2016/679'°. W zwiazku z tym w niniejszym
rozporzadzeniu nalezy ustanowi¢ okreslone zabezpieczenia uniemozliwiajace
dostawcom $rodkow identyfikacji elektronicznej i elektronicznego poswiadczenia
atrybutow taczenie danych osobowych pochodzacych zinnych ustug z danymi
osobowymi dotyczacymi ustug objetych zakresem stosowania niniejszego
rozporzadzenia.

Konieczne jest okre§lenie zharmonizowanych warunkéw na potrzeby ustanowienia
ram europejskich portfeli tozsamosci cyfrowej wydawanych przez panstwa
cztonkowskie, ktore to ramy powinny uprawnia¢ wszystkich obywateli Unii i innych
rezydentow okreslonych w prawie krajowym do bezpiecznego udostgpniania danych
zwigzanych zich tozsamos$cia w Sposob przyjazny dla uzytkownika i dogodny oraz
pod wytaczng kontrolg uzytkownika. Nalezy rozwija¢ technologie wykorzystywane do
osiggniecia tych celow, dazac do zapewnienia najwyzszego poziomu bezpieczenstwa,
wygody uzytkownikdéw 1 szerokiej uzywalnosci. Panstwa czlonkowskie powinny
zapewni¢ réwny dostgp do identyfikacji cyfrowej wszystkim swoim obywatelom
I rezydentom.

W celu zapewnienia zgodnosci z prawem Unii lub prawem krajowym zgodnym
zprawem Unii dostawcy ustug powinni informowa¢ panstwa cztonkowskie
0 zamiarze polegania na europejskich portfelach tozsamosci cyfrowej. Pozwoli to
panstwom czlonkowskim chroni¢ uzytkownikéw przed oszustwami 1 zapobiegac
nielegalnemu wykorzystywaniu danych dotyczacych tozsamosci i elektronicznych
poswiadczen atrybutéw, atakze zapewnié, aby przetwarzanie danych wrazliwych,
takich jak dane dotyczace zdrowia, moglo by¢ weryfikowane przez strony ufajace
zgodnie z prawem Unii lub prawem krajowym.

Wszystkie europejskie portfele tozsamosci cyfrowej powinny umozliwiaé
uzytkownikom elektroniczng identyfikacje i uwierzytelnianie online i offline

19

Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie
ochrony os6b fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego
przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogélne rozporzadzenie o ochronie
danych), Dz.U. L 119 z 4.5.20186, s. 1.
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W kontekscie transgranicznym na potrzeby dostgpu do szerokiego zakresu usthug
publicznych i prywatnych. Bez uszczerbku dla prerogatyw panstw cztonkowskich
w zakresie identyfikacji ich obywateli irezydentow, portfele moga roéwniez
zaspokaja¢  potrzeby instytucjonalne administracji  publicznych, organizacji
mi¢dzynarodowych oraz instytucji, organow i jednostek organizacyjnych Unii.
Korzystanie z portfeli offline bytoby wazne w wielu sektorach, wtym w sektorze
opieki zdrowotnej, w ktorym ustugi sa czgsto Swiadczone w ramach kontaktu
osobistego, aw przypadku recept elektronicznych powinna istnie¢ mozliwosé
stosowania kodow QR lub podobnych technologii do weryfikacji autentycznosci.
W opartych na ,,wysokim” poziomie bezpieczenstwa europejskich portfelach
tozsamosci cyfrowej nalezy wykorzysta¢ potencjal, jaki oferujg rozwigzania odporne
na ingerencje, takic jak zabezpieczenia, by zapewni¢ zgodno$¢ z wymogami
bezpieczenstwa okreslonymi w niniejszym rozporzadzeniu. Europejskie portfele
tozsamosci cyfrowej powinny rowniez umozliwia¢ uzytkownikom tworzenie
i uzywanie kwalifikowanych podpiséw i pieczeci elektronicznych akceptowanych
w calej UE. Aby zapewni¢ obywatelom 1 przedsigbiorstwom w calej UE korzysci
w zakresie uproszczenia przepisOw izmniejszenia kosztéw, wtym poprzez
umozliwienie korzystania z uprawnien do reprezentowania izgod elektronicznych,
panstwa czlonkowskie powinny wydawac europejskie portfele tozsamosci cyfrowej
oparte na wspolnych normach, aby zapewni¢ niezaktdcong interoperacyjno$¢ i Wysoki
poziom bezpieczenstwa. Wyltacznie wiasciwe organy panstw cztonkowskich moga
zapewni¢ wysoki stopien pewno$ci przy ustalaniu tozsamo$ci danej osoby,
gwarantujgc tym samym, ze osoba podajaca dang tozsamos¢ jest faktycznie osoba, za
ktora sie podaje. Europejskie portfele tozsamosci cyfrowej muszg by¢ zatem oparte si¢
na tozsamosci prawnej obywateli, innych rezydentow lub os6b prawnych. Zaufanie do
europejskich portfeli tozsamosci cyfrowej ulegnie zwiekszeniu ze wzgledu na fakt, ze
podmioty je wydajace sa zobowigzane do wdrozenia odpowiednich S$rodkéw
technicznych i organizacyjnych w celu zapewnienia poziomu bezpieczenstwa
wspotmiernego do stwarzanego ryzyka dla praw 1 wolnosci 0sob fizycznych zgodnie
Z rozporzadzeniem (UE) 2016/679.

W celu osiggni¢cia wysokiego poziomu bezpieczenstwa i wiarygodnosci w niniejszym
rozporzadzeniu ustanowiono wymogi dotyczace europejskich portfeli tozsamosci
cyfrowej. Zgodno$¢ europejskich portfeli tozsamosci cyfrowej z tymi wymogami
powinna by¢ certyfikowana przez akredytowane podmioty sektora publicznego lub
prywatnego wyznaczone przez panstwa czlonkowskie. Poleganie na systemie
certyfikacji opartym na dostgpnosci norm wspdlnie uzgodnionych z panstwami
cztonkowskimi powinno zapewni¢ wysoki poziom zaufania i interoperacyjnosci.
Certyfikacja powinna w szczegélnosci opiera¢ si¢ na odpowiednich europejskich
programach certyfikacji cyberbezpieczenstwa ustanowionych na podstawie
rozporzadzenia (UE) 2019/881%. Certyfikacja taka powinna pozostawa¢ bez
uszczerbku dla certyfikacji w odniesieniu do przetwarzania danych osobowych na
podstawie rozporzadzenia (UE) 2016/679.

Europejskie portfele tozsamosci cyfrowej powinny zapewnia¢ najwyzszy poziom
bezpieczenstwa danych osobowych wykorzystywanych do uwierzytelniania

20

Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2019/881 z dnia 17 kwietnia 2019 r. w sprawie
ENISA (Agencji Unii Europejskiej ds. Cyberbezpieczenstwa) oraz certyfikacji cyberbezpieczenstwa
w zakresie technologii informacyjno-komunikacyjnych oraz uchylenia rozporzadzenia (UE)
nr 526/2013 (akt 0 cyberbezpieczenstwie), Dz.U. L 151 z 7.6.2019, s. 15.
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niezaleznie od tego, czy dane te sa przechowywane lokalnie, czy przy uzyciu
rozwigzan opartych na chmurze, zuwzglednieniem réznych poziomow ryzyka.
Wykorzystywanie danych biometrycznych do uwierzytelniania jest jedna z metod
identyfikacji zapewniajagcych wysoki poziom pewnosci, zwlaszcza w potaczeniu
zinnymi elementami uwierzytelniania. Poniewaz dane biometryczne dotycza
unikalnych cech danej osoby, korzystanie ztych danych wymaga s$rodkow
organizacyjnych i srodkow bezpieczenistwa wspotmiernych do ryzyka, jakie takie
przetwarzanie moze stwarza¢ dla praw i wolnosci oséb fizycznych, oraz musi by¢
zgodne z rozporzadzeniem (UE) 2016/679.

Aby zapewni¢ otwarto$¢ europejskich ram tozsamosci cyfrowej na innowacje i rozwoj
technologiczny oraz aby ramy te wytrzymywaty probe czasu, nalezy zachgcaé panstwa
cztonkowskie do wspolnego tworzenia piaskownic do testowania innowacyjnych
rozwigzan w kontrolowanym ibezpiecznym $rodowisku, w szczegolnosci w celu
poprawy  funkcjonalno$ci, ochrony danych osobowych, bezpieczenstwa
I interoperacyjnosci tych rozwigzan oraz w celu uzyskiwania informacji na potrzeby
przysztych aktualizacji technicznych dokumentow referencyjnych i wymogow
prawnych. Srodowisko to powinno sprzyja¢ wiaczeniu europejskich matych i srednich
przedsigbiorstw, przedsigbiorstw typu start-up oraz innowatoréw i badaczy
indywidualnych.

Rozporzadzenie (UE) 2019/1157% zwigksza bezpieczenstwo dowodow osobistych
z ulepszonymi zabezpieczeniami do sierpnia 2021 r. Panstwa cztonkowskie powinny
rozwazy¢ mozliwos¢ notyfikowania tych dowodow w ramach systemow identyfikacji
elektronicznej, aby zwigkszy¢ transgraniczng dostepnos¢ s$rodkow identyfikacji
elektronicznej.

Proces notyfikacji systeméw identyfikacji elektronicznej nalezy uproscic¢
| przyspieszy¢, aby promowaé¢ dostgp do wygodnych, zaufanych, bezpiecznych
I innowacyjnych rozwigzan w zakresie uwierzytelniania i identyfikacji oraz,
w stosownych przypadkach, zachgca¢ prywatnych dostawcow tozsamosci do
oferowania organom panstw cztonkowskich systemow identyfikacji elektronicznej do
notyfikacji jako krajowe systemy elektronicznych dowodow tozsamos$ci na podstawie
rozporzadzenia (UE) nr 910/2014.

Usprawnienie obecnych procedur notyfikacji i1 wzajemnej oceny zapobiegnie
niejednorodnemu podejsciu do oceny réznych notyfikowanych systemow identyfikacji
elektronicznej i utatwi budowanie zaufania miedzy panstwami cztonkowskimi. Nowe,
uproszczone mechanizmy powinny sprzyja¢ wspOlpracy panstw cztonkowskich
w zakresie  bezpieczenstwa | interoperacyjnosci  notyfikowanych  systemow
identyfikacji elektronicznej.

Panstwa czlonkowskie powinny odnies¢ korzySci dzigki nowym, elastycznym
narzedziom stuzacym do zapewniania zgodnoSci z wymogami niniejszego
rozporzadzenia iodpowiednich aktow wykonawczych. Niniejsze rozporzadzenie
powinno umozliwia¢ panstwom cztonkowskim korzystanie ze sprawozdan i o0cen
sporzadzonych przez akredytowane jednostki oceniajace zgodno$¢ lub
Z dobrowolnych programow certyfikacji bezpieczenstwa ICT, takich jak programy
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Rozporzagdzenie Parlamentu Europejskiego i Rady (UE) 2019/1157 zdnia 20 czerwca 2019r.
W sprawie poprawy zabezpieczen dowodow osobistych obywateli Unii i dokumentéw pobytowych
wydawanych obywatelom Unii i cztonkom ich rodzin korzystajagcym zprawa do swobodnego
przemieszczania si¢ (Dz.U. L 188 2z 12.7.2019, s. 67).
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certyfikacji, ktore maja zosta¢ ustanowione na szczeblu Unii na podstawie
rozporzagdzenia (UE) 2019/881, do celéw poparcia twierdzen dotyczacych
dostosowania programo6w lub ich cze$ci do wymogow rozporzadzenia w zakresie
interoperacyjno$ci i bezpieczenstwa notyfikowanych  systeméw identyfikacji
elektronicznej.

Dostawcy ustug wykorzystuja dane dotyczace tozsamos$ci dostarczone przez zbior
danych identyfikujagcych osobe dostepnych w ramach systemow identyfikacji
elektronicznej na podstawie rozporzadzenia (UE) nr910/2014, aby dopasowaé
uzytkownika zinnego panstwa czlonkowskiego do tozsamosci prawnej danego
uzytkownika. Pomimo Kkorzystania ze zbioru danych eIDAS w wielu przypadkach
zapewnienie dokladnego dopasowania wymaga jednak dodatkowych informacji na
temat uzytkownika oraz okreslonych procedur unikalnej identyfikacji na szczeblu
krajowym. W celu dalszego wspomagania uzywalnosci $rodkoéw identyfikacji
elektronicznej w niniejszym rozporzadzeniu nalezy zobowigza¢ panstwa cztonkowskie
do wprowadzenia konkretnych $rodkow stuzacych zapewnieniu prawidtowego
dopasowania tozsamos$ci w procesie identyfikacji elektronicznej. W tym samym celu
W niniejszym rozporzadzeniu nalezy réwniez rozszerzy¢ obowigzkowy minimalny
zbior danych i wprowadzi¢ wymoég stosowania unikalnego i trwatego identyfikatora
elektronicznego zgodnego z prawem Unii w przypadkach, w ktorych konieczna jest
zgodna z prawem unikalna i trwata identyfikacja uzytkownika na jego zadanie.

Zgodnie z dyrektywa (UE) 2019/882%% osoby z niepelnosprawno$ciami powinny mieé
mozliwo$¢ korzystania z europejskich portfeli tozsamos$ci cyfrowej, ustug zaufania
I produktow przeznaczonych dla uzytkownika koncowego stosowanych do
Swiadczenia tych ustug na rowni z innymi uzytkownikami.

Niniejsze rozporzadzenie nie powinno obejmowac aspektow zwigzanych
z zawieraniem i waznoscig uméw lub innych zobowigzan prawnych, w przypadku gdy
istnieja wymogi dotyczace formy wprowadzone na mocy prawa krajowego lub
unijnego. Dodatkowo nie powinno ono mie¢ wptywu na krajowe wymogi w zakresie
formy dotyczace rejestrow publicznych, w szczegdlnosci rejestrow handlowych
i rejestrow gruntow.

Swiadczenie ustug zaufania i korzystanie z nich staje si¢ coraz wazniejsze dla handlu
mi¢dzynarodowego i wspotpracy miedzynarodowej. Partnerzy miedzynarodowi UE
tworzg ramy zaufania oparte na rozporzadzeniu (UE) nr 910/2014. Aby w zwigzku
z tym utatwi¢ uznawanie takich ustug i ich dostawcow, w przepisach wykonawczych
mozna okresli¢ warunki, na ktérych ramy zaufania panstw trzecich mozna uznaé za
rownowazne okreslonym w niniejszym rozporzadzeniu ramom zaufania dotyczacym
kwalifikowanych ustug zaufania ikwalifikowanych dostawcow tych ustug, jako
uzupehienie mozliwosci wzajemnego uznawania ustug zaufania i dostawcow tych
ustug majacych siedzibe w Unii i w panstwach trzecich zgodnie z art. 218 Traktatu.

Niniejsze rozporzadzenie powinno opiera¢ si¢ na aktach Unii zapewniajacych
kontestowalne i uczciwe rynki w sektorze cyfrowym. Jest ono oparte w szczegdlnosci
na rozporzadzeniu (UE) XXX/XXXX [akt orynkach cyfrowych], w ktorym
wprowadza si¢ przepisy dotyczace dostawcdéw podstawowych ustug platformowych
wyznaczonych jako straznicy dostepu, a takze m.in. zakazuje si¢ straznikom dostepu
nakladania na uzytkownikoOw biznesowych obowigzku korzystania z ustugi
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Dyrektywa Parlamentu Europejskiego i Rady (UE) 2019/882 z dnia 17 kwietnia 2019 r. w sprawie
wymogow dostgpnosci produktéw i ustug (Dz.U. L 151 z 7.6.2019, s. 70).
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identyfikacyjnej $wiadczonej przez straznika dostgpu w kontekscie ustug oferowanych
przez uzytkownikow biznesowych za posrednictwem podstawowych ustug
platformowych tego straznika dostgpu, jak rowniez obowigzku oferowania takiej
ustugi identyfikacyjnej lub wspoétdziatania ztaka ustlugg. Wart. 6 ust. 1 lit. f)
rozporzadzenia (UE) XXX/XXXX [akt orynkach cyfrowych] zobowiazuje si¢
straznikéw dostepu, aby zapewniali uzytkownikom biznesowym i dostawcom ustug
pomocniczych mozliwos¢ uzyskania dostepu do tego sameg0 Systemu operacyjnego,
sprzetu lub funkcji oprogramowania, ktore sg dostgpne dla straznika dostepu lub
wykorzystywane przez niego do $wiadczenia dowolnych ustug pomocniczych, oraz
gwarantowali interoperacyjno$¢ wspomnianych systemu operacyjnego, sprzetu lub
funkcji oprogramowania. Zgodnie z art. 2 pkt 15 [aktu o rynkach cyfrowych] ustugi
identyfikacyjne stanowig rodzaj uslug pomocniczych. Uzytkownicy biznesowi
I dostawcy ushug pomocniczych powinni zatem mie¢ mozliwos$¢ dostepu do takiego
sprzetu lub oprogramowania, np. zabezpieczen smartfonow, oraz wspotdziata¢ z nimi
za posrednictwem europejskich portfeli tozsamosci cyfrowej lub notyfikowanych
przez panstwa cztonkowskie srodkéw identyfikacji elektroniczne;.

Aby uprosci¢ obowiazki w zakresie cyberbezpieczenstwa nalozone na dostawcow
ushug zaufania, a takze umozliwi¢ tym dostawcom iich odpowiednim wlasciwym
organom korzystanie z ram prawnych ustanowionych dyrektywa (UE) XXXX/XXXX
(dyrektywa NIS 2), dostawcy uslug zaufania s3 zobowigzani do wprowadzenia
odpowiednich $rodkow technicznych i organizacyjnych na podstawie dyrektywy (UE)
XXXX/XXXX (dyrektywy NIS 2), takich jak $rodki stuzace przeciwdziataniu
awariom systemu, btedom ludzkim, szkodliwym dzialaniom lub zjawiskom
naturalnym w celu zarzadzania ryzykiem stwarzanym dla bezpieczenstwa sieci
i systemOw informatycznych, z ktorych dostawcy ci korzystaja przy $wiadczeniu
swoich uslug, atakze wcelu zglaszania znaczacych incydentéw i zagrozen dla
cyberbezpieczenstwa zgodnie z dyrektywa (UE) XXXX/XXXX (dyrektywa NIS 2).
Jezeli chodzi o zglaszanie incydentéw, dostawcy ustlug zaufania powinni zgtaszaé
wszelkie incydenty majace znaczacy wplyw na $wiadczenie ich ustug, wtym
incydenty spowodowane kradzieza lub utrata urzadzen, uszkodzeniami kabla
sieciowego lub incydenty wystepujace w konteksécie identyfikacji osob. Wymogi
w zakresie zarzadzania ryzykiem w cyberprzestrzeni iobowigzki w zakresie
zglaszania incydentow okre§lone w dyrektywie (UE) XXXX/XXXX [dyrektywie NIS
2] nalezy uznaé¢ za uzupetniajace w stosunku do wymogoéw natozonych niniejszym
rozporzadzeniem na dostawcow ustug zaufania. W stosownych przypadkach wtasciwe
organy wyznaczone na podstawie dyrektywy (UE) XXXX/XXXX (dyrektywy NIS 2)
powinny nadal stosowac¢ ustalone praktyki krajowe lub wytyczne dotyczace wdrazania
wymogow W zakresie bezpieczenstwa i sprawozdawczo$ci oraz nadzoru nad
zgodno$cig z takimi wymogami na podstawie rozporzadzenia (UE) nr 910/2014.
Zadne wymogi wynikajace z niniejszego rozporzadzenia nie maja wplywu na
obowigzek zawiadamiania o naruszeniach ochrony danych osobowych wynikajacy
Z rozporzadzenia (UE) 2016/679.

Nalezy zwrdci¢ nalezyta uwage na zapewnienie skutecznej wspoOtpracy miedzy
organami ds. bezpieczenstwa sieci iinformacji aorganami ds. elDAS.
W przypadkach, w ktérych organ nadzoru na podstawie niniejszego rozporzadzenia
jest inny niz wlasciwe organy wyznaczone na podstawie dyrektywy (UE)
XXXX/XXXX [dyrektywy NIS 2], organy te powinny $cisle iterminowo
wspotpracowaé poprzez wymiang odpowiednich informacji, aby zapewni¢ skuteczny
nadzor nad dostawcami uslug zaufania iprzestrzegania przez tych dostawcow
wymogéw  okreSlonych ~ w niniejszym  rozporzadzeniu idyrektywie (UE)
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XXXX/XXXX [dyrektywie NIS 2]. Organy nadzoru okre§lone w niniejszym
rozporzadzeniu powinny by¢ w szczegdlnosci uprawnione do zwracania si¢ do
wlasciwego organu okreslonego w dyrektywie (UE) XXXXX/XXXX [dyrektywie NIS
2] oudzielenie odpowiednich informacji potrzebnych do przyznania statusu
kwalifikowanego oraz do przeprowadzenia dziatan nadzorczych w celu
zweryfikowania zgodno$ci dostawcow ustug zaufania z odpowiednimi wymogami
okreslonymi w dyrektywie NIS 2 lub zazadania od tych dostawcéw, by zaradzili
niezgodnosci.

Istotne jest ustanowienie ram prawnych shuzacych ulatwieniu transgranicznego
uznawania miedzy istniejagcymi krajowymi systemami prawnymi, zwigzanego
Z ustugami rejestrowanego dorgczenia elektronicznego. Ramy te moglyby stworzy¢
takze nowe mozliwosci rynkowe dla unijnych dostawcéw ustug zaufania
w odniesieniu do oferowania nowych ogolnoeuropejskich ustug rejestrowanego
dorgczenia elektronicznego oraz zapewni¢ identyfikacje odbiorcéw z wyzszym
poziomem pewnosci niz identyfikacja nadawcy.

W wigkszosci przypadkéw obywatele 1inni rezydenci nie mogg prowadzi¢
transgranicznej cyfrowej wymiany informacji zwiazanych z tozsamoscia, takich jak:
adresy, wiek i kwalifikacje zawodowe, prawa jazdy iinne zezwolenia oraz dane
dotyczace ptatnos$ci, w sposéb bezpieczny iz zapewnieniem wysokiego stopnia
ochrony danych.

Powinna istnie¢ mozliwos¢ wydawania i obstugi wiarygodnych atrybutow cyfrowych
oraz przyczynienia si¢ do zmniejszenia obcigzenia administracyjnego dzieki
umozliwieniu obywatelom iinnym rezydentom Kkorzystania ztych atrybutéw
w transakcjach prywatnych i publicznych. Obywatele i inni rezydenci powinni méc na
przyktad wykazac¢ posiadanie waznego prawa jazdy wydanego przez organ w jednym
panstwie cztonkowskim, ktory to dokument wiasciwe organy w innych panstwach
cztonkowskich moga zweryfikowac¢ 1 na ktorym moga polega¢, oraz powinni moc
korzysta¢ ze swoich danych uwierzytelniajacych dotyczacych zabezpieczenia
spotecznego lub z przysziych cyfrowych dokumentéw podrézy w kontekscie
transgranicznym.

Kazdy podmiot, ktory gromadzi, tworzy 1 wydaje poswiadczone atrybuty, takie jak:
dyplomy, licencje, akty urodzenia, powinien moc sta¢ si¢ dostawcg elektronicznego
poswiadczenia atrybutéw. Strony ufajagce powinny korzystaé z elektronicznych
poswiadczen atrybutow jako rownowaznych poswiadczeniom w postaci papierowe;.
W zwigzku ztym nie nalezy kwestionowa¢ skutku prawnego elektronicznego
poswiadczenia atrybutow z tego powodu, Ze poswiadczenie to ma postac elektroniczng
lub Ze nie spelnia wszystkich wymogoéw kwalifikowanego elektronicznego
poswiadczenia atrybutow. W tym celu nalezy ustanowi¢ ogdlne wymogi w celu
zapewnienia, aby kwalifikowane elektroniczne poswiadczenie atrybutoéw miato skutek
prawny rownowazny skutkowi prawnemu legalnie wystawionych pos$wiadczen
w formie papierowej. Wymogi te powinny jednak mie¢ zastosowanie bez uszczerbku
dla prawa Unii lub prawa krajowego okreslajacego dodatkowe wymogi sektorowe
W odniesieniu do formy majacej podstawowe skutki prawne, a W szczegolnosci do
transgranicznego uznawania kwalifikowanego elektronicznego poswiadczenia
atrybutéw w stosownych przypadkach.

Do szerokiej dostgpno$ci iuzywalno$ci europejskich portfeli tozsamosci cyfrowe;j
wymagana jest ich akceptacja przez prywatnych dostawcoéw ustug. Prywatne strony
ufajace $wiadczace uslugi w obszarach transportu, energetyki, bankowosci i ushug

20

PL



PL

(29)

(30)

(31)

finansowych, zabezpieczenia spolecznego, zdrowia, wody pitnej, ustug pocztowych,
infrastruktury cyfrowej, edukacji lub telekomunikacji powinny akceptowac
korzystanie z europejskich portfeli tozsamos$ci cyfrowej na potrzeby $wiadczenia
ustug, w przypadku gdy silne uwierzytelnienie uzytkownika do celow identyfikacji
w ustugach online jest wymagane na mocy prawa krajowego lub unijnego lub na
podstawie zobowigzania umownego. W przypadku gdy bardzo duze platformy
internetowe  zdefiniowane wart.25 ust. 1 rozporzadzenia [odniesienie do
rozporzadzenia w sprawie aktu o ustugach cyfrowych] wymagajg uwierzytelniania
uzytkownikéw do celow dostepu do ustug online, platformy te powinny by¢
zobowigzane do akceptowania wykorzystywania europejskich portfeli tozsamosci
cyfrowej na podstawie dobrowolnego wniosku uzytkownika. Uzytkownicy nie
powinni by¢ zobowigzani do korzystania z portfela do celow dostepu do ushug
prywatnych, ale jezeli sobie tego zycza, duze platformy internetowe powinny
akceptowa¢ w tym celu europejski portfel tozsamos$ci cyfrowej przy jednoczesnym
poszanowaniu zasady minimalizacji danych. Bioragc pod uwage znaczenie bardzo
duzych platform internetowych ze wzgledu na ich zasieg, w szczeg6lnosci wyrazony
liczba odbiorcow ushugi i transakcji finansowych, jest to konieczne, aby zwickszy¢
ochrone uzytkownikow przed oszustwami i zapewni¢ wysoki poziom ochrony danych.
Aby przyczyni¢ si¢ do zapewnienia szerokiej dostepnosci iuzywalnosci $srodkow
identyfikacji elektronicznej, w tym europejskich portfeli tozsamosci cyfrowej objetych
zakresem niniejszego rozporzadzenia, nalezy opracowaé samoregulacyjne kodeksy
postgpowania na szczeblu Unii (,,kodeksy postepowania”). Kodeksy postepowania
powinny utatwia¢ szerokg akceptacje $rodkow identyfikacji elektronicznej, w tym
europejskich portfeli tozsamos$ci cyfrowej, przez tych dostawcow ustug, ktérzy nie
kwalifikujg si¢ jako bardzo duze platformy iktérzy do celow uwierzytelniania
uzytkownika korzystaja zustug identyfikacji elektronicznej $§wiadczonych przez
strony trzecie. Kodeksy te nalezy opracowa¢ w terminie 12 miesigcy od przyjecia
niniejszego rozporzadzenia. Komisja powinna oceni¢ skuteczno$¢ tych postanowien
pod wzgledem dostgpnosci i1uzywalnosci dla uzytkownikow europejskich portfeli
tozsamosci cyfrowej po 18 miesigcach od ich wdrozenia oraz dokona¢ przegladu
postanowien w celu zapewnienia ich akceptacji w drodze aktow delegowanych
przyjetych w swietle tej oceny.

Europejski portfel tozsamosci cyfrowej powinien pod wzgledem technicznym
umozliwia¢ selektywne ujawnianie atrybutéw stronom ufajacym. Funkcja ta powinna
sta¢ si¢ podstawowg cechg projektowa, co zwigkszy wygode iochrone danych
osobowych, w tym jezeli chodzi o minimalizacj¢ przetwarzania danych osobowych.

Atrybuty dostarczane przez kwalifikowanych dostawcow ustug zaufania w ramach
kwalifikowanego poswiadczania atrybutow powinny by¢ weryfikowane w zestawieniu
ze zrodtami autentycznymi bezposrednio przez kwalifikowanego dostawce ustug
zaufania albo przez wyznaczonych posrednikow uznanych na poziomie krajowym
zgodnie z prawem krajowym lub prawem Unii do celéw bezpiecznej wymiany
poswiadczonych atrybutéw miedzy dostawcami ustug w zakresie tozsamosci lub
poswiadczania atrybutéw a stronami ufajgcymi.

Bezpieczna identyfikacja elektroniczna i dostarczanie poswiadczen atrybutow
powinny zapewnia¢ sektorowi ustug finansowych dodatkowg elastyczno$¢ oraz
rozwigzania umozliwiajace identyfikacj¢ klientéw i wymiang okreslonych atrybutow
niezbednych do spetnienia na przyktad wymogow nalezytej starannos$ci wobec klienta
wynikajacych zrozporzadzenia W sprawie przeciwdzialania praniu pieni¢dzy
[odestanie zostanie dodane po przyjeciu wniosku], wymogdéw dotyczacych
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odpowiedniego zachowania wynikajacych z przepisow dotyczacych ochrony
inwestorow lub do spelnienia wymogéw silnego uwierzytelniania klienta
w odniesieniu do logowania do rachunku i inicjowania transakcji w dziedzinie ustug
ptatniczych.

Uslugi uwierzytelniania witryn internetowych daja uzytkownikom pewno$¢, ze za
dang witryng internetowg stoi prawdziwy 1 prawowity podmiot. Ustugi te przyczyniajg
si¢ do budowy zaufania do prowadzenia dziatalno$ci gospodarczej online, poniewaz
uzytkownicy beda mieli zaufanie do witryny internetowej, ktora zostata
uwierzytelniona. Korzystanie przez witryny internetowe z ustug uwierzytelniania
witryn internetowych jest dobrowolne. Aby uwierzytelnianie witryny internetowej
stato si¢ $Srodkiem zwigkszajacym zaufanie, zapewniajacym uzytkownikowi lepsze
doswiadczenie 1 wspierajgcym wzrost na rynku wewngtrznym, niniejsze
rozporzadzenie okresla jednak minimalne obowigzki w zakresie bezpieczenstwa
i odpowiedzialnosci dla dostawcow ustug uwierzytelniania witryn internetowych i dla
tych ushug. W tym celu przegladarki internetowe powinny zapewnia¢ obstuge
kwalifikowanych certyfikatow uwierzytelniania witryn internetowych na podstawie
rozporzadzenia (UE) nr 910/2014 i interoperacyjno$¢ ztymi  certyfikatami.
Przegladarki  powinny uznawaé 1wyswietla¢  kwalifikowane  certyfikaty
uwierzytelniania witryn internetowych, aby zapewni¢ wysoki poziom bezpieczenstwa,
umozliwiajac wlascicielom witryn internetowych potwierdzenie swojej tozsamosci
jako wilascicieli, a uzytkownikom — identyfikacje wlascicieli witryn internetowych
z wysokim  stopniem  pewno$ci. Aby  szerzej propagowaé  korzystanie
z kwalifikowanych certyfikatow uwierzytelniania witryn internetowych, organy
publiczne w panstwach cztonkowskich powinny rozwazy¢ wlaczenie tych
certyfikatow do swoich witryn internetowych.

Wiele panstw cztonkowskich wprowadzilo krajowe wymogi dotyczace ustug
zapewniajacych bezpieczng 1 wiarygodng archiwizacje cyfrowa, aby umozliwi¢
dlugoterminowa konserwacje dokumentéw elektronicznych i powigzanych ustug
zaufania. Do zapewnienia pewnosSci prawa i zaufania konieczne jest ustanowienie ram
prawnych ulatwiajacych transgraniczne uznawanie kwalifikowanych ushlug
archiwizacji elektronicznej. Ramy te moglyby stworzy¢ takze nowe mozliwosci
rynkowe dla unijnych dostawcoéw uslug zaufania.

W kwalifikowanych rejestrach elektronicznych zapisuje sie dane w sposéb
zapewniajacy unikalnos¢, autentycznos$¢ i prawidlowa kolejnos¢ zapiséw danych oraz
odporny na ingerencje. Rejestr elektroniczny taczy efekt stosowania znacznikow czasu
danych z pewnosciag co do tworcy danych, co stanowi rozwigzanie podobne do
podpisu elektronicznego, przy czym dodatkowg korzyscig wynikajgca z rejestru jest
umozliwienie modeli bardziej zdecentralizowanego zarzadzania, ktdre sa odpowiednie
dla wspolpracy wielostronnej. Rejestr elektroniczny tworzy na przyktad wiarygodna
Sciezke audytu w odniesieniu do pochodzenia towaréw w handlu transgranicznym,
wspiera ochrong¢ praw wlasnosci intelektualnej, umozliwia elastyczno$¢ rynkéw
energii elektrycznej, stanowi podstawe zaawansowanych rozwigzan w zakresie
tozsamos$ci opartych na autonomii jednostki oraz wspomaga skuteczniejsze ustugi
publiczne w wigkszym stopniu przyczyniajace si¢ do transformacji. Aby zapobiec
fragmentacji rynku wewngtrznego, nalezy okresli¢ ogoélnoeuropejskie ramy prawne
umozliwiajace transgraniczne uznawanie ushug zaufania do celow zapisywania danych
w rejestrach elektronicznych.

Certyfikacja w charakterze kwalifikowanych dostawcoéw ushug zaufania powinna
zapewnia¢ pewno$¢ prawa w odniesieniu do przypadkéw uzycia, ktore opierajg si¢ na
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(36)

(37)

(38)

rejestrach elektronicznych. Ta ustuga zaufania do celow rejestrow elektronicznych
i kwalifikowanych rejestréow elektronicznych oraz certyfikacja w charakterze
kwalifikowanego dostawcy ustug zaufania w odniesieniu do rejestréw elektronicznych
powinny obowigzywaé niezaleznie od wymogu, by przypadki uzycia byly zgodne
z prawem Unii lub prawem krajowym zgodnym z prawem Unii. Przypadki uzycia
zwigzane z przetwarzaniem danych osobowych musza by¢ zgodne z rozporzadzeniem
(UE) 2016/679. Przypadki uzycia zwigzane z kryptoaktywami powinny by¢ zgodne ze
wszystkimi majagcymi zastosowanie przepisami finansowymi, np. z dyrektywg
w sprawie rynkéw instrumentéw  finansowych®, dyrektywa w sprawie ustug
platniczych®® i przysztym rozporzadzeniem w sprawie rynkéw kryptoaktywéw?.

Aby unikng¢ fragmentacji ibarier wynikajacych zrozbieznych norm i ograniczen
technicznych oraz aby zapewni¢ skoordynowany proces majacy na celu
wyeliminowanie zagrozen dla wdrozenia przysztych europejskich ram tozsamosci
cyfrowej, potrzebne sa ramy bliskiej 1 zorganizowanej wspotpracy migdzy Komisja,
panstwami cztonkowskimi i sektorem prywatnym. Aby osiaggnaé ten cel, panstwa
cztonkowskie powinny wspotpracowaé w obrebie ram okreslonych w zaleceniu
Komisji (UE) XXX/XXXX [zestaw narzedzi na potrzeby skoordynowanego podejscia
do europejskich ram tozsamosci (:yfrowej]26 nad sformulowaniem zestawu narzedzi na
potrzeby europejskich ram tozsamosci cyfrowej. Zestaw narzedzi powinien zawiera¢
kompleksowg architekture techniczna iramy odniesienia, zestaw wspdlnych norm
i technicznych dokumentdéw referencyjnych oraz zestaw wytycznych i opiséw
najlepszych praktyk obejmujace co najmniej wszystkie aspekty funkcji
i interoperacyjno$ci europejskich portfeli tozsamosci cyfrowej, w tym podpiséw
elektronicznych, oraz kwalifikowanej ustugi zaufania shuzacej poswiadczaniu
atrybutow, ktore to rozwigzania okreslono w niniejszym rozporzadzeniu. W tym
kontekscie panstwa cztonkowskie powinny rowniez osiagna¢ porozumienie w Sprawie
wspolnych elementdw modelu biznesowego i struktury optat europejskich portfeli
tozsamosci cyfrowej, aby utatwi¢ korzystanie z tych portfeli, w szczegoélnosci przez
mate isrednie przedsigbiorstwa w kontekscie transgranicznym. Zawarto$¢ zestawu
narzgdzi powinna ewoluowaé¢ rownolegle =z postepami w dialogu i procesie
przyjmowania europejskich ram tozsamosci cyfrowej oraz powinna odzwierciedla¢ ich
wyniKi.

Na podstawie art. 42 ust. 1 rozporzadzenia Parlamentu Europejskiego i Rady (UE)
2018/1525 zasiggnigto opinii Europejskiego Inspektora Ochrony Danych27.

Nalezy zatem odpowiednio zmieni¢ rozporzadzenie (UE) 910/2014,
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Dyrektywa Parlamentu Europejskiego i Rady 2014/65/UE z dnia 15 maja 2014 r. w sprawie rynkdw
instrumentoéw finansowych oraz zmieniajgca dyrektywe 2002/92/WE i dyrektywe 2011/61/UE (tekst
majacy znaczenie dla EOG), Dz.U. L 173 2 12.6.2014, s. 349.

Dyrektywa Parlamentu Europejskiego i Rady (UE) 2015/2366 z dnia 25 listopada 2015 r. w sprawie
ushug platniczych w ramach rynku wewngtrznego, zmieniajaca dyrektywy 2002/65/WE, 2009/110/WE,
2013/36/UE i rozporzadzenie (UE) nr 1093/2010 oraz uchylajaca dyrektywe 2007/64/WE, Dz.U. L 337
2 23.12.2015, s. 35.

Whniosek dotyczacy rozporzadzenia Parlamentu Europejskiego iRady w sprawie rynkéw
kryptoaktywow i zmieniajacego dyrektywe (UE) 2019/1937, COM(2020) 593 final.

[po przyjeciu wstawi¢ odestanie]

Rozporzagdzenie Parlamentu Europejskiego i Rady (UE) 2018/1725 z dnia 23 pazdziernika 2018 r.
w sprawie ochrony os6b fizycznych w zwigzku z przetwarzaniem danych osobowych przez instytucje,
organy i jednostki organizacyjne Unii iswobodnego przeptywu takich danych oraz uchylenia
rozporzadzenia (WE) nr 45/2001 i decyzji nr 1247/2002/WE (Dz.U. L 295 z 21.11.2018, s. 39).
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PRZYJMUIJA NINIEJSZE ROZPORZADZENIE:

Artykut 1

W rozporzadzeniu (UE) 910/2014 wprowadza si¢ nastepujace zmiany:

1)

2)

3)

art. 1 otrzymuje brzmienie:

,»Celem niniejszego rozporzadzenia jest zapewnienie nalezytego funkcjonowania
rynku wewnetrznego oraz odpowiedniego poziomu bezpieczenstwa Srodkow
identyfikacji elektronicznej i ustug zaufania. W tym celu niniejsze rozporzadzenie:

a)

b)

d)

okresla warunki zapewniania iuznawania przez panstwa cztonkowskie
srodkow identyfikacji elektronicznej oséb fizycznych i prawnych, objetych
notyfikowanym systemem identyfikacji elektronicznej innego panstwa
cztonkowskiego;

okresla przepisy dotyczace ustug zaufania, w szczego6lno$ci transakeji
elektronicznych;

ustanawia ramy prawne dla podpiséw elektronicznych, pieczeci
elektronicznych, elektronicznych ~ znacznikbw  czasu,  dokumentow
elektronicznych, ustug rejestrowanego dorgczenia elektronicznego, ustug
certyfikacyjnych  uwierzytelniania  witryn internetowych, archiwizacji
elektronicznej, elektronicznego poswiadczenia atrybutdw, zarzadzania
urzadzeniami do sktadania podpisow i pieczeci elektronicznych na odleglosé
oraz rejestréw elektronicznych;

okresla warunki wydawania przez panstwa czlonkowskie europejskich portfeli
tozsamosci cyfrowej.”;

w art. 2 wprowadza si¢ nastgpujace zmiany:

a)

b)

ust. 1 otrzymuje brzmienie:

»l. Niniejsze rozporzadzenie ma zastosowanie do systemoéw identyfikacji
elektronicznej, ktore  zostalty notyfikowane przez panstwo
cztonkowskie, do europejskich portfeli tozsamosci cyfrowej wydanych
przez panstwa cztonkowskie oraz do dostawcow uslug zaufania
majacych siedzibe w Unii.”;

ust. 3 otrzymuje brzmienie:

3. Niniejsze rozporzadzenie nie ma wpltywu na prawo krajowe ani unijne
zwigzane z zawieraniem i waznoscig umoéw lub innych zobowigzan

prawnych lub proceduralnych zwigzanych z wymogami sektorowymi
dotyczacymi formy majacymi podstawowe skutki prawne.”;

w art. 3 wprowadza si¢ nastgpujace zmiany:

a)

b)

pkt 2 otrzymuje brzmienie:

2) »érodek identyfikacji elektronicznej« oznacza materialng lub
niematerialng jednostke, wtym europejskie portfele tozsamosci
cyfrowej lub dowody osobiste w rozumieniu rozporzadzenia (UE)
2019/1157, zawierajaca dane identyfikujace osobg¢ i uzywang do celow
uwierzytelniania dla ustugi online lub offline;”;

pkt 4 otrzymuje brzmienie:
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d)

f)

9)

»4)

»system identyfikacji elektronicznej« oznacza system identyfikacji
elektronicznej, w ramach ktorego wydaje si¢ $rodki identyfikacji
elektronicznej osobom fizycznym lub prawnym, lub osobom fizycznym
reprezentujgcym osoby prawne;”’;

pkt 14 otrzymuje brzmienie:

»14)

»certyfikat  podpisu  elektronicznego« oznacza poswiadczenie
elektroniczne lub zestaw poswiadczen, ktore przyporzadkowuja dane
stuzagce do walidacji podpisu elektronicznego do osoby fizycznej
I potwierdzaja co najmniej imi¢ i nazwisko lub pseudonim tej osoby;”;

pkt 16 otrzymuje brzmienie:

»,16)

»ustuga zaufania« oznacza ustuge elektroniczng zazwyczaj $wiadczong
odptlatnie, ktéra obejmuje:

a) tworzenie, weryfikacj¢ i walidacj¢ podpisow elektronicznych,
pieczgci elektronicznych lub elektronicznych znacznikdéw czasu,
ustug rejestrowanego doreczenia elektronicznego, elektronicznego
poswiadczenia atrybutow oraz certyfikatow powigzanych z tymi
ushugami;

b)  tworzenie, weryfikacje i walidacj¢ certyfikatow uwierzytelniania
witryn internetowych;

c)  konserwacj¢ elektronicznych podpisow, pieczeci lub certyfikatow
powigzanych z tymi ustugami;

d) archiwizacje elektroniczng dokumentow elektronicznych;

e) zarzadzanie urzadzeniami do sktadania podpisow i pieczgci
elektronicznych na odleglo$¢;

f)  zapisywanie danych elektronicznych w rejestrze elektronicznym.”;

pkt 21 otrzymuje brzmienie:

»21)

»produkt« oznacza sprze¢t lub oprogramowanie, lub odpowiednie
komponenty sprzgtu lub oprogramowania, ktdre sa przeznaczone do
wykorzystywania  w zapewnianiu  identyfikacji  elektronicznej
I Swiadczeniu ustug zaufania;”;

dodaje si¢ pkt 23a i 23b w brzmieniu:

»23a)

23b)

vkwalifikowane urzadzenie do skladania podpisu na odleglo$¢«
oznacza  kwalifikowane urzadzenie do  skladania  podpisu
elektronicznego, ktorym to urzadzeniem kwalifikowany dostawca
uslug zaufania generuje lub kopiuje dane stuzace do sktadania podpisu
elektronicznego w imieniu podpisujacego lub zarzadza tymi danymi;

vkwalifikowane urzadzenie do skladania pieczeci na odleglo$c«
oznacza  kwalifikowane urzadzenie do  skladania  pieczeci
elektronicznej, ktorym to urzadzeniem kwalifikowany dostawca ustug
zaufania generuje lub kopiuje dane sluzace do sktadania podpisu
elektronicznego w imieniu podmiotu sktadajgcego pieczec lub zarzadza

tymi danymi;”;

pkt 29 otrzymuje brzmienie:
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h)

»29)

wcertyfikat  pieczgci  elektronicznej«  oznacza  poswiadczenie
elektroniczne lub zestaw poswiadczen, ktore tacza dane stuzace do
walidacji pieczgci elektronicznej z osobg prawng i potwierdzaja nazwe
tej osoby;”;

pkt 41 otrzymuje brzmienie:

»41)

»walidacja« oznacza proces weryfikacji i potwierdzenia waznosci
podpisu  elektronicznego,  pieczgci  elektronicznej,  danych
identyfikujacych  osobe¢  lub  elektronicznego  poswiadczenia
atrybutow;”;

dodaje si¢ pkt 42-55 w brzmieniu:

»42)

43)
44)

45)

46)

47)

48)

49)

50)

»europejski portfel tozsamosci cyfrowej« jest produktem i ustuga, ktore
umozliwiaja uzytkownikowi przechowywanie danych dotyczacych
tozsamos$ci, danych uwierzytelniajacych 1 atrybutdow powigzanych
Z jego tozsamoscia, dostarczanie ich na zadanie stronom ufajacym oraz
wykorzystywanie ich do uwierzytelniania online i offline na potrzeby
ustugi zgodnie z art. 6a, jak rowniez skladanie kwalifikowanych
podpisOw i pieczeci elektronicznych;

watrybut« jest cecha, wlasciwos$cig lub przymiotem osoby fizycznej lub
prawnej lub podmiotu, wyrazonymi w postaci elektronicznej;

»elektroniczne poswiadczenie atrybutow« oznacza poswiadczenie
W postaci elektronicznej, ktore umozliwia uwierzytelnienie atrybutow;

»kwalifikowane elektroniczne pos$wiadczenie atrybutow« oznacza
elektroniczne poswiadczenie atrybutow, ktore jest wydawane przez
kwalifikowanego dostawce ustug zaufania i spetnia wymogi okre$lone
w zalaczniku V;

»zrodlo autentyczne« oznacza repozytorium lub system, prowadzone
w ramach odpowiedzialnosci podmiotu sektora publicznego lub
podmiotu prywatnego, ktére zawiera atrybuty dotyczace osoby
fizycznej lub prawnej i ktore uwaza si¢ za podstawowe zrodto tych
informacji lub uznaje za autentyczne w prawie krajowym;

warchiwizacja elektroniczna« oznacza ushuge zapewniajacg odbior,
przechowywanie, usuwanie i transmisj¢ danych lub dokumentow
elektronicznych w celu zagwarantowania ich integralnos$ci, doktadno$ci
ich pochodzenia i cech prawnych przez caty okres zachowywania;

wkwalifikowana ustuga archiwizacji elektronicznej« oznacza ustuge,
ktora spetnia wymogi okreslone w art. 45g;

»unijny znak zaufania dla portfela tozsamosci cyfrowej« oznacza
wskazanie w prosty, rozpoznawalny ijasny sposob, ze portfel
tozsamosci cyfrowej wydano zgodnie z niniejszym rozporzadzeniem;

»silne uwierzytelnianie uzytkownika« oznacza uwierzytelnianie oparte
na wykorzystaniu co najmniej dwaoch elementow zaklasyfikowanych
jako wiedza, posiadanie icechy uzytkownika, ktore sa niezalezne,
w taki sposOb, aby naruszenie jednego znich nie =zagrazato
wiarygodnos$ci pozostatych, zaprojektowane w taki sposob, aby chroni¢
poufnos$¢ danych stuzacych do uwierzytelniania;
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51) wkonto  uzytkownika«  oznacza  mechanizm  umozliwiajacy
uzytkownikowi dostep do ustug publicznych lub prywatnych na
warunkach okre§lonych przez dostawce ustug;

52)  »dane uwierzytelniajace« oznacza dowdd zdolno$ci, doswiadczenia,
prawa lub zgody danej osoby;

53) wrejestr elektroniczny« oznacza odporny na ingerencje zapis
elektroniczny danych, zapewniajacy autentyczno$¢ 1 integralnosé
zawartych w nim danych, dokladnos¢ ich daty igodziny oraz ich
uporzadkowania chronologicznego;

54) »dane osobowe« oznaczajg wszelkie informacje zdefiniowane w art. 4
pkt 1 rozporzadzenia (UE) 2016/679;

55)  »unikalna identyfikacja« oznacza proces, w ktérym dane identyfikujace
osobg lub srodki identyfikacji osoby sa dopasowywane do istniejgcego
konta nalezacego do tej samej osoby lub z nim wigzane.”;

art. 5 otrzymuje brzmienie:
SwArtykut 5
Pseudonimy w transakcji elektronicznej

Bez uszczerbku dla skutku prawnego, jaki prawo krajowe przyznaje pseudonimom,
nie zakazuje si¢ uzywania pseudoniméw w transakcjach elektronicznych.”;

w rozdziale Il nagléwek otrzymuje brzmienie:
»SEKCJA 1

IDENTYFIKACJA ELEKTRONICZNA”;
uchyla sig art. 6;

dodaje si¢ art. 6a, 6b, 6¢ i 6d w brzmieniu:
SwArtykut 6a

Europejskie portfele tozsamosci cyfrowej

1. W celu zapewnienia wszystkim osobom fizycznym i prawnym w Unii
bezpiecznego, zaufanego isprawnego dostgpu do transgranicznych ustug
publicznych i prywatnych kazde panstwo czlonkowskie wydaje europejski
portfel tozsamosci cyfrowej w terminie 12 miesiecy od wejscia w zycie
niniejszego rozporzadzenia.

2. Europejskie portfele tozsamosci cyfrowej sa wydawane:
a)  przez panstwo cztonkowskie;
b) namocy upowaznienia od panstwa cztonkowskiego;
C) niezaleznie, lecz sg uznawane przez panstwo cztonkowskie.
3. Europejskie portfele tozsamosci cyfrowej umozliwiajg uzytkownikowi:

a) bezpieczne zadanie iotrzymywanie, przechowywanie, wybieranie,
taczenie iudostepnianie — W sposob przejrzysty i identyfikowalny dla
uzytkownika — niezbednych danych prawnych identyfikujacych osobe
I elektronicznego po$wiadczenia atrybutow na potrzeby uwierzytelniania
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b)

online i offline w celu korzystania z ustug publicznych i prywatnych
online;

podpisywanie za pomocg kwalifikowanego podpisu elektronicznego.

4, Portfele tozsamosci cyfrowej w szczegolnosci:

a)

b)

d)

zapewniaja wspolny interfejs:

1) dla kwalifikowanych iniekwalifikowanych dostawcow ustug
zaufania  wydajacych  kwalifikowane i niekwalifikowane
elektroniczne poswiadczenia atrybutéw lub inne kwalifikowane
i niekwalifikowane certyfikaty do celéow wydawania takich
poswiadczen i certyfikatbw na potrzeby europejskiego portfela
tozsamosci cyfrowe;;

2) dla stron ufajacych w celu wnioskowania o dane identyfikujace
osobg 1 elektroniczne poswiadczenia atrybutéw oraz ich walidacje;

3) w celu przedstawiania stronom ufajacym danych identyfikujacych
osobg, elektronicznego poswiadczenia atrybutoéw lub innych
danych, takich jak dane uwierzytelniajace, w trybie lokalnym
niewymagajacym dostepu internetowego do portfela;

4) dla wuzytkownika, aby umozliwi¢ interakcj¢ z europejskim
portfelem tozsamosci cyfrowej i wyswietli¢ ,,unijny znak zaufania
dla portfela tozsamosci cyfrowe;”;

zapewniajg, aby dostawcy ustug zaufania w zakresie kwalifikowanych
poswiadczen atrybutow nie mogli otrzymywaé zadnych informacji
0 wykorzystaniu tych atrybutéw;

spetniajg  wymogi okreslone wart. 8 w odniesieniu do wysokiego
poziomu bezpieczenstwa, w szczegdlnosci w zakresie wymogdw
dotyczacych potwierdzania i1 weryfikacji tozsamo$ci oraz zarzadzania
srodkami identyfikacji elektronicznej i ich uwierzytelniania;

zapewniaja mechanizm majacy na celu zapewnienie, aby strona ufajaca
byla w stanie uwierzytelni¢ uzytkownika 1 otrzymywac elektroniczne
poswiadczenia atrybutow;

zapewniajg, aby dane identyfikujace osobe, o ktérych mowa w art. 12
ust. 4 lit. d), unikalnie i trwale reprezentowaly powiazana z nimi osobe
fizyczng lub prawng.

5. Panstwa cztonkowskie zapewniaja mechanizmy walidacji europejskich portfeli
tozsamosci cyfrowej, aby:

a)
b)

c)

zapewni¢ mozliwo$¢ weryfikacji ich autentycznos$ci i waznosci;
umozliwi¢ stronom ufajgcym weryfikacje, czy poswiadczenia atrybutow
s3 wazne;

umozliwi¢ stronom ufajagcym 1 kwalifikowanym dostawcom ustug
zaufania weryfikacje autentyczno$ci i wazno$ci przyporzadkowanych
danych identyfikujacych osobg.

6.  Europejskiec portfele tozsamosci cyfrowej wydaje si¢  wramach
notyfikowanego systemu identyfikacji elektronicznej o wysokim poziomie
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10.

11.

bezpieczenstwa. W przypadku oséb fizycznych korzystanie z europejskich
portfeli tozsamosci cyfrowej jest nicodptatne.

Uzytkownik ma peilng kontrole nad europejskim portfelem tozsamosci
cyfrowej. Wydawca europejskiego portfela tozsamosci cyfrowej nie gromadzi
informacji na temat korzystania z portfela, ktore nie sa niezbedne do
swiadczenia wustug zwigzanych zportfelem, ani nie laczy danych
identyfikujacych  osob¢ ani zadnych innych danych osobowych
przechowywanych lub zwigzanych z korzystaniem z europejskiego portfela
tozsamos$ci cyfrowej z danymi osobowymi pochodzgcymi zinnych ushug
oferowanych przez tego wydawce lub zustug osob trzecich, ktore nie sa
niezbedne do $wiadczenia ustug zwigzanych z portfelem, chyba ze uzytkownik
wyraznie o to wystgpi. Dane osobowe zwigzane z udostepnianiem europejskich
portfeli tozsamosci cyfrowej muszg by¢ fizycznie i logicznie oddzielone od
wszelkich innych przechowywanych danych. Jesli europejski portfel
tozsamos$ci cyfrowej jest udostgpniany przez podmioty prywatne zgodnie
z ust. 1 lit. b) i c), przepisy art. 45f ust. 4 stosuje si¢ odpowiednio.

Art. 11 stosuje si¢ odpowiednio do europejskiego portfela tozsamosci
cyfrowe;j.

Art. 24 ust.2 lit.b), e), g) i h) stosuje si¢ odpowiednio do panstw
cztonkowskich wydajacych europejskie portfele tozsamosci cyfrowe;.

Europejski  portfel tozsamosci cyfrowej jest dostepny dla 0sob

niepelnosprawnych  zgodnie = z wymogami  dostgpnosci  okreslonymi
w zalgczniku I do dyrektywy (UE) 2019/882.

W terminie 6 miesigcy od wej$cia w Zycie niniejszego rozporzadzenia Komisja
ustanawia specyfikacje techniczne i operacyjne oraz normy referencyjne
dotyczace wymogow, o ktorych mowa wust.3, 4 i5, wdrodze aktu
wykonawczego dotyczacego wdrozenia europejskiego portfela tozsamosci
cyfrowej. Wspomniany akt wykonawczy przyjmuje si¢ zgodnie z procedura
sprawdzajaca, o ktorej mowa w art. 48 ust. 2.

Artykut 6b

Strony ufajace europejskich portfeli tozsamosci cyfrowe;j

1.

W przypadku gdy strony ufajace zamierzaja polega¢ na europejskich
portfelach  tozsamos$ci  cyfrowej wydanych  zgodnie  z niniejszym
rozporzadzeniem, informuja o tym panstwo cztonkowskie, w ktorym strona
ufajagca ma siedzibg, aby zapewni¢ zgodno$¢ z wymogami okreslonymi
w prawie Unii lub prawie krajowym w odniesieniu do $wiadczenia
szczegbdlnych ushug. Informujgc o swoim zamiarze polegania na europejskim
portfelu  tozsamosci  cyfrowej, informuja réwniez o zamierzonym
wykorzystaniu europejskiego portfela tozsamosci cyfrowe;.

Panstwa cztonkowskie wdrazaja wspolny mechanizm uwierzytelniania stron
ufajacych.

Strony ufajace sa odpowiedzialne za przeprowadzenie procedury
uwierzytelniania danych identyfikujacych osobe oraz elektronicznego
po$wiadczenia atrybutéw pochodzacych z europejskich portfeli tozsamosci
cyfrowej.
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8)

4. W terminie 6 miesi¢cy od wejscia w zycie niniejszego rozporzadzenia Komisja
ustanawia specyfikacje techniczne i operacyjne dotyczace wymogow,
o ktérych mowa wust.1 i2, wdrodze aktu wykonawczego dotyczacego
wdrozenia europejskich portfeli tozsamosci cyfrowej, o ktorych mowa
w art. 6a ust. 10.

Artykut 6¢

Certyfikacja europejskich portfeli tozsamosci cyfrowej

1.

Europejskie portfele tozsamosci cyfrowej, ktore uzyskaty certyfikacje lub
w odniesieniu do ktérych wydano deklaracje zgodno$ci w ramach programu
certyfikacji cyberbezpieczenstwa zgodnie z rozporzadzeniem (UE) 2019/881
i odniesienia do ktorych opublikowano w Dzienniku Urzedowym Unii
Europejskiej, uznaje si¢ za spelniajace odpowiednie wymogi w zakresie
cyberbezpieczenstwa ustanowione w art. 6a ust. 3, 4 i 5 w zakresie, w jakim
certyfikat cyberbezpieczenstwa lub deklaracja zgodno$ci, lub ich czeSci
obejmuja te wymogi.

Spelnienie wymogéw okreslonych wart. 6a ust.3, 4 i5 zwigzanych
z operacjami  przetwarzania danych osobowych dokonywanymi przez
wydawce europejskich portfeli tozsamosci cyfrowej poswiadcza si¢ zgodnie
z rozporzadzeniem (UE) 2016/679.

Zgodnos¢ europejskich portfeli tozsamosci cyfrowej z wymogami okreslonymi
wart.6a ust.3, 4 15 jest certyfikowana przez akredytowane podmioty
publiczne lub prywatne wyznaczone przez panstwa czlonkowskie.

W terminie 6 miesiecy od wejscia w zycie niniejszego rozporzadzenia Komisja
ustanawia — w drodze aktéw wykonawczych — wykaz norm certyfikacji
europejskich portfeli tozsamosci cyfrowej, o ktdrych mowa w ust. 3.

Panstwa cztonkowskie przekazuja Komisji nazwy iadresy podmiotow
publicznych lub prywatnych, o ktérych mowa w ust. 3. Komisja udostepnia te
informacje panstwom cztonkowskim.

Komisja jest uprawniona do przyjmowania aktow delegowanych, zgodnie
zart. 47, dotyczacych ustanowienia specjalnych kryteriow, ktére musza
spetnia¢ wyznaczone podmioty, o ktérych mowa w ust. 3.

Artykut 6d

Publikacja wykazu certyfikowanych europejskich portfeli tozsamosci cyfrowej

1.

Panstwa cztonkowskie bez zbednej zwloki informuja Komisje o europejskich
portfelach tozsamos$ci cyfrowej, ktore zostaly wydane zgodnie z art. 6a
i certyfikowane przez organy, o ktérych mowa w art. 6¢ ust. 3. Bez zbednej
zwloki informujg rowniez Komisj¢ o odwotaniu certyfikacji.

Na podstawie otrzymanych informacji Komisja sporzadza, publikuje
I prowadzi wykaz certyfikowanych europejskich portfeli tozsamosci cyfrowe;.

W terminie 6 miesiecy od wejscia w zycie niniejszego rozporzadzenia Komisja
okresla formaty i procedury majgce zastosowanie do celow ust. 1 w drodze
aktu wykonawczego dotyczacego wdrozenia europejskich portfeli tozsamosci
cyfrowej, o ktérych mowa w art. 6a ust. 10.”;

przed art. 7 dodaje si¢ nastgpujacy nagtowek:
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9)

10)

11)

12)

HSEKCJA 11
SYSTEMY IDENTYFIKACJI ELEKTRONICZNEJ”;
w art. 7 formuta wprowadzajaca otrzymuje brzmienie:

»Zgodnie z art. 9 ust. 1 panstwa cztonkowskie notyfikuja, w terminie 12 miesiecy od
wejscia w zycie niniejszego rozporzadzenia, co najmniej jeden system identyfikacji
elektronicznej obejmujgcy co najmniej jeden srodek identyfikacji:”;

art. 9 ust. 2 i 3 otrzymuje brzmienie:

»2. Komisja publikuje W Dzienniku Urzedowym Unii Europejskiej Wwykaz
systemow identyfikacji elektronicznej, ktore zostaly notyfikowane na mocy
ust. 1 niniejszego artykutu, oraz podstawowe informacje na ich temat.

3. Komisja publikuje w Dzienniku Urzedowym Unii Europejskiej zmiany
w wykazie, o ktorym mowa w ust. 2, w terminie jednego miesigca od daty
otrzymania notyfikacji.”;

dodaje si¢ art. 10a w brzmieniu:
SwArtykut 10a
Naruszenie bezpieczenstwa europejskich portfeli tozsamosci cyfrowej

1. W przypadku gdy nastagpi naruszenie lub cze$ciowa kompromitacja
europejskich cyfrowych portfeli wydanych na podstawie art. 6a oraz
mechanizmdéw walidacji, o ktérych mowa w art. 6a ust. 5 lit. a), b) i ¢), majace
wplyw na wiarygodno$¢ tych portfeli i mechanizméw lub na wiarygodno$é¢
pozostatych europejskich portfeli tozsamosci cyfrowej, wydajace panstwo
cztonkowskie bezzwlocznie zawiesza wydawanie lub uniewaznia dany
europejski portfel tozsamosci cyfrowej oraz powiadamia o tym odpowiednio
pozostate panstwa cztonkowskie 1 Komisje.

2. W przypadku gdy naruszenie lub kompromitacja, o ktérych mowa w ust. 1,
zostang wyeliminowane, wydajace panstwo czlonkowskie przywraca
wydawanie i wykorzystywanie europejskiego portfela tozsamosci cyfrowej
I bez zbednej zwloki powiadamia otym pozostate panstwa cztonkowskie
i Komisje.

3. Jezeli naruszenie lub kompromitacja, o ktdrych mowa w ust. 1, nie zostang
wyeliminowane w ciggu trzech miesigcy od zawieszenia lub uniewaznienia,
zainteresowane panstwo cztonkowskie wycofuje dany europejski cyfrowy
portfel oraz odpowiednio powiadamia pozostate panstwa czlonkowskie
I Komisje o jego wycofaniu. W przypadku gdy jest to uzasadnione waga
naruszenia, dany europejski portfel tozsamosci cyfrowej wycofuje si¢
bezzwlocznie.

4. Komisja bez zbednej zwloki publikuje w Dzienniku Urzedowym Unii
Europejskiej odpowiednie zmiany w wykazie, o ktérym mowa w art. 6d.

5. W terminie 6 miesigcy od wejScia W zycie niniejszego rozporzadzenia Komisja
doprecyzuje  $rodki, o ktérych mowa wust.1 i3, wdrodze aktu
wykonawczego dotyczacego wdrozenia europejskich portfeli tozsamosci
cyfrowej, o ktérych mowa w art. 6a ust. 10.”;

dodaje si¢ art. 11a w brzmieniu:
YArtykut 11a
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13)

14)

15)

Unikalna identyfikacja

1.

W  przypadku gdy notyfikowane $rodki identyfikacji elektronicznej
I europejskie portfele tozsamosci cyfrowej s3 uzywane do celow
uwierzytelniania, panstwa cztonkowskie zapewniajg unikalng identyfikacje.

Do celéw niniejszego rozporzadzenia panstwa czlonkowskie wiaczaja do
minimalnego zbioru danych identyfikujacych osobe, o ktorym mowa w art. 12
ust. 4 lit. d), unikalny i trwaty identyfikator zgodny z prawem Unii w celu
identyfikacji uzytkownika na jego wniosek w przypadkach, gdy identyfikacja
uzytkownika jest wymagana przepisami prawa.

W terminie 6 miesi¢cy od wejscia w zycie niniejszego rozporzadzenia Komisja
doprecyzuje  s$rodki, o ktorych mowa wust.1 2, wdrodze aktu
wykonawczego dotyczacego wdrozenia europejskich portfeli tozsamosci
cyfrowej, o ktérych mowa w art. 6a ust. 10.”;

w art. 12 wprowadza si¢ nastepujace zmiany:

a)
b)

w ust. 3 uchyla sig lit. ¢) i d);
w ust. 4 lit. d) otrzymuje brzmienie:

»d) odniesieniec do minimalnego zbioru danych identyfikujacych osobg
niezbednych do unikalnego i trwalego reprezentowania osoby fizyczne;j
lub prawne;j;”;

w ust. 6 lit. a) otrzymuje brzmienie:

»a) wymiang informacji, doswiadczen idobrych praktyk w zakresie
systemoéw identyfikacji elektronicznej, a w szczegdlnosci wymogow
technicznych zwigzanych z interoperacyjnoscia, unikalng identyfikacja
| poziomami bezpieczenstwa;”;

dodaje si¢ art. 12a w brzmieniu:
YArtvkut 12a
Certyfikacja systemow identyfikacji elektronicznej

1.

Zgodno$¢ notyfikowanych systemoéw identyfikacji elektronicznej z wymogami
okreslonymi wart. 6a, 8 i10 moze by¢ certyfikowana przez podmioty
publiczne lub prywatne wyznaczone przez panstwa czlonkowskie.

Wzajemna ocena systemow identyfikacji elektronicznej, o ktérej mowa
wart. 12 ust. 6 lit.c), nie ma zastosowania do systemOw identyfikacji
elektronicznej certyfikowanych zgodnie z ust. 1 ani do czgsci takich systemow.
Aby wykaza¢ zgodno$¢ takich systeméw z wymogami okreslonymi w art. 8
ust. 2 dotyczacymi poziomdéw bezpieczenstwa systemow identyfikacji
elektronicznej, panstwa cztonkowskie moga wykorzysta¢ certyfikat lub unijng
deklaracj¢ zgodnosci wydane zgodnie z odpowiednim europejskim programem
certyfikacji cyberbezpieczenstwa ustanowionym na mocy rozporzadzenia (UE)
2019/881.

Panstwa czlonkowskie zglaszaja Komisji nazwy iadresy podmiotow
publicznych lub prywatnych, o ktérych mowa w ust. 1. Komisja udostepnia te
informacje panstwom cztonkowskim.”;

po art. 12a dodaje si¢ nastepujacy nagtowek:
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16)

»SEKCJA III

TRANSGRANICZNE KORZYSTANIE ZE SRODKOW IDENTYFIKACJI
ELEKTRONICZNEJ’;

dodaje si¢ art. 12b i 12¢c w brzmieniu:
»Artykut 12b

Transgraniczne korzystanie z europejskich portfeli tozsamosci cyfrowej

1.

Jezeli zgodnie zprawem krajowym lub zgodnie zkrajowa praktyka
administracyjng panstwa cztonkowskie wymagajg identyfikacji elektronicznej
przy uzyciu $rodka identyfikacji elektronicznej oraz uwierzytelnienia w celu
dostepu do ustugi online $wiadczonej przez podmiot sektora publicznego,
akceptujg rowniez europejskie portfele tozsamosci cyfrowej wydane zgodnie
Z niniejszym rozporzadzeniem.

W przypadku gdy prywatne strony ufajace §wiadczace ushugi sa zobowigzane
prawem krajowym lub prawem Unii do stosowania silnego uwierzytelniania
uzytkownika do celéw identyfikacji w ustugach online lub w przypadku gdy
silne uwierzytelnianie uzytkownika jest wymagane na podstawie zobowigzania
umownego, W tym w obszarach transportu, energetyki, bankowosci i ustug
finansowych, zabezpieczen spotecznych, zdrowia, wody pitnej, ushug
pocztowych, infrastruktury cyfrowej, edukacji lub telekomunikacji, prywatne
strony ufajace akceptuja rowniez europejskie portfele tozsamosci cyfrowej
wydane zgodnie z art. 6a.

W przypadku gdy bardzo duze platformy internetowe zdefiniowane w art. 25
ust. 1 rozporzadzenia [odniesienie do rozporzadzenia w sprawie aktu
o ustugach cyfrowych] wymagaja uwierzytelniania uzytkownikow do celow
dostgpu do ustug online, akceptujg one réwniez wykorzystywanie europejskich
portfeli tozsamos$ci cyfrowej wydanych zgodnie z art. 6a, bezwzglednie na
podstawie  dobrowolnego  wniosku  uzytkownika iz poszanowaniem
minimalnych atrybutow konkretnej ustugi online, w odniesieniu do ktorej
wymaga si¢ uwierzytelnienia, takich jak poswiadczenie wieku.

Aby przyczyni¢ si¢ do zapewnienia szerokiej dostgpnosci iuzywalno$ci
europejskich portfeli tozsamosci cyfrowej objetych zakresem niniejszego
rozporzadzenia, Komisja wspiera i utatwia opracowywanie samoregulacyjnych
kodeksow postepowania na poziomie Unii (,kodeksy postepowania™). Te
kodeksy postepowania zapewniaja akceptowanie $rodkow identyfikacji
elektronicznej, wtym europejskich portfeli tozsamosci cyfrowej objetych
zakresem niniejszego rozporzadzenia, w szczegdlnosci przez dostawcow ushug
korzystajacych z ustug identyfikacji elektronicznej swiadczonych przez strony
trzecie do celow uwierzytelniania uzytkownika. Komisja utatwi opracowanie
takich kodekséw postepowania w Scistej wspolpracy ze wszystkimi
odpowiednimi zainteresowanymi stronami i zacheci dostawcow ustug do
ukonczenia prac nad kodeksami postgpowania w terminie 12 miesigcy od daty
przyjecia niniejszego rozporzadzenia, a takze do ich skutecznego wdrozenia
w terminie 18 miesi¢cy od daty przyjecia niniejszego rozporzadzenia.

W terminie 18 miesiecy od uruchomienia europejskich portfeli tozsamosci
cyfrowej Komisja ocenia, czy na podstawie dowodow ukazujacych dostepnosé
I uzywalnos$¢ europejskich portfeli tozsamosci cyfrowej nalezy zobowigzaé
dodatkowych prywatnych dostawcow uslug online do akceptowania
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wykorzystywania europejskich portfeli tozsamosci cyfrowej bezwzglednie na
podstawie dobrowolnego wniosku uzytkownika. Kryteria oceny moga
obejmowaé zakres bazy uzytkownikéw, obecno$¢ transgraniczng dostawcow
ustug, rozwdj technologiczny, zmiany sposobow uzytkowania. Komisja jest
uprawniona do przyjecia aktéow delegowanych na podstawie tej oceny
W odniesieniu do przegladu wymogdéw dotyczacych uznawania europejskich
portfeli tozsamos$ci cyfrowej na podstawie ust. 1-4 niniejszego artykutu.

6. Do celow niniejszego artykulu europejskie portfele tozsamosci cyfrowej nie
podlegaja wymogom, o ktérym mowa w art. 71 9.

Artykut 12¢
Wzajemne uznawanie innych srodkow identyfikacji elektroniczne;j

1. Jezeli zgodnie zprawem krajowym lub zgodnie zkrajowa praktyka
administracyjng dostep do ustugi online $wiadczonej przez podmiot sektora
publicznego w jednym panstwie cztonkowskim wymaga identyfikacji
elektronicznej przy wuzyciu $rodka identyfikacji elektronicznej oraz
uwierzytelnienia, wtym pierwszym panstwie cztonkowskim na potrzeby
transgranicznego uwierzytelnienia dla tej ustugi online uznaje si¢ $rodek
identyfikacji elektronicznej wydany w innym panstwie cztonkowskim, pod
warunkiem ze spelnione sg nastgpujace warunki:

a)  $rodek identyfikacji elektronicznej jest wydany w ramach systemu
identyfikacji elektronicznej wymienionego w wykazie, o ktérym mowa
wart. 9;

b)  poziom bezpieczenstwa srodka identyfikacji elektronicznej odpowiada
poziomowi bezpieczenstwa rownemu poziomowi bezpieczenstwa
wymaganego przez odpowiedni podmiot sektora publicznego na potrzeby
dostepu do tej ustugi online w zainteresowanym panstwie cztonkowskim
lub wyzszemu od tego poziomu, a W kazdym razie nie nizszemu od
sredniego poziomu bezpieczenstwa;

c) odpowiedni podmiot sektora publicznego w zainteresowanym panstwie
cztonkowskim korzysta ze $redniego lub wysokiego poziomu
bezpieczenstwa w odniesieniu do dostepu do tej ustugi online.

Takiego uznania dokonuje si¢ nie poOzniej niz 6 miesiecy po
opublikowaniu przez Komisje wykazu, o ktorym mowa w akapicie
pierwszym lit. a).

2. Srodek identyfikacji elektronicznej wydawany w ramach systemu identyfikacji
elektronicznej wymienionego w wykazie, o ktorym mowa wart. 9,
I odpowiadajacy niskiemu poziomowi bezpieczenstwa, moze by¢ uznany przez
podmioty sektora publicznego na potrzeby transgranicznego uwierzytelniania
dla ustugi online §wiadczonej przez te podmioty.”;

17) w art. 13 ust. 1 otrzymuje brzmienie:

»1. Niezaleznie od ust.2 niniejszego artykutu, dostawcy ustug zaufania sg
odpowiedzialni za szkody wyrzadzone w sposob zamierzony lub z powodu
zaniedbania osobie fizycznej lub prawnej w zwigzku z niewypelnieniem
obowigzkow okreslonych w niniejszym rozporzadzeniu, a takze obowigzkoéw
w zakresie zarzadzania ryzykiem w cyberprzestrzeni okre$lonych w art. 18
dyrektywy (UE) XXXX/XXXX [dyrektywy NIS 2].”;
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18)

19)

20)

art.nbsp14 otrzymuje brzmienie:
SArtvkut 14
Aspekty miedzynarodowe

1.

Komisja moze przyja¢ zgodnie z art. 48 ust. 2 akty wykonawcze ustanawiajgce
warunki, na ktorych wymogi panstwa trzeciego majace zastosowanie do
dostawcow ustug zaufania majgcych siedzib¢ na jego terytorium i do
swiadczonych przez nich uslug zaufania mozna uzna¢ za roéwnowazne
wymogom majgcym zastosowanie do kwalifikowanych dostawcow ustug
zaufania majacych siedzibe w Unii oraz do $wiadczonych przez nich
kwalifikowanych ustug zaufania.

W przypadku przyjecia przez Komisj¢ aktu wykonawczego na podstawie ust. 1
lub zawarcia przez nig umowy migdzynarodowej w Sprawie wzajemnego
uznawania ustug zaufania zgodnie zart.218 Traktatu uslugi zaufania
$wiadczone przez dostawcow majacych siedzibe w zainteresowanym panstwie
trzecim s3 uznawane za réwnowazne kwalifikowanym ustugom zaufania
swiadczonym przez kwalifikowanych dostawcéw ushug zaufania majacych
siedzibe w Unii.”;

art. 15 otrzymuje brzmienie:
SArtykut 15

Dostepnosé dla os6b niepelnosprawnych

Swiadczenie ustug zaufania i produkty przeznaczone dla uzytkownika koncowego
stosowane do $wiadczenia tych ustug sa dostgepne dla oséb niepetnosprawnych
zgodnie z wymogami dostepnosci okreslonymi w zatgczniku 1 do dyrektywy (UE)
2019/882 w sprawie wymogow dostepnosci produktow i ustug.”;

w art. 17 wprowadza si¢ nastepujace zmiany:

a)

w ust. 4 wprowadza si¢ nastgpujace zmiany:
1)  ust. 4 lit. ) otrzymuje brzmienie:

»»C) informowanie odpowiednich wiasciwych organow krajowych
zainteresowanego panstwa cztonkowskiego wyznaczonych
zgodnie z dyrektywg (UE) XXXX/XXXX [dyrektywa NIS 2]
0 wszelkich istotnych naruszeniach bezpieczenstwa lub utracie
integralnosci, o ktorych powezmie wiadomo$¢ w ramach
wykonywania swoich obowigzkow. W przypadku gdy
naruszenie bezpieczenstwa lub utrata integralnosci dotyczy
innych panstw czlonkowskich, organ nadzoru powiadamia
pojedynczy punkt kontaktowy zainteresowanego panstwa
cztonkowskiego wyznaczony zgodnie z dyrektywa (UE)
XXXX/XXXX [dyrektywa NIS 2];;

2) lit. f) otrzymuje brzmienie:

D) wspolpracg z organami nadzorczymi ustanowionymi na mocy
rozporzadzenia (UE) 2016/679, w szczegolnosci przez
informowanie ich, bez zbednej zwtoki, o wynikach audytow
kwalifikowanych dostawcoéw ustug zaufania, w przypadku gdy
doszto do naruszenia przepisoéw dotyczacych ochrony danych
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21)

22)

b)

osobowych, a takze o naruszeniach bezpieczenstwa
stanowigcych naruszenie ochrony danych osobowych;”;

ust. 6 otrzymuje brzmienie:

”6-

Do dnia 31 marca kazdego roku kazdy organ nadzoru przekazuje
Komisji sprawozdanie zjego glownych dziatan w poprzednim roku
kalendarzowym.”;

ust. 8 otrzymuje brzmienie:

”8-

W terminie 12 miesi¢cy od wejscia w zycie niniejszego rozporzadzenia
Komisja w drodze aktow wykonawczych doprecyzowuje zadania
organdw nadzoru, o ktérych mowa w ust. 4, oraz okresSla formaty
i procedury dotyczace sprawozdania, o ktorym mowa w ust. 6. Te akty
wykonawcze przyjmuje si¢ zgodnie z procedurg sprawdzajaca, o ktorej
mowa w art. 48 ust. 2.”;

w art. 18 wprowadza si¢ nastepujace zmiany:

a)

b)

tytut art. 18 otrzymuje brzmienie:

,Wzajemna pomoc i wspoélpraca”;

ust. 1 otrzymuje brzmienie:

771-

Organy nadzoru prowadza wspotprace, w ramach ktdrej wymieniajg si¢
dobrymi praktykami oraz informacjami na temat $wiadczenia ushug
zaufania.”;

dodaje si¢ ust. 4 1 5w brzmieniu:

4.

Organy nadzoru i wlasciwe organy krajowe na podstawie dyrektywy
Parlamentu Europejskiego i Rady (UE) XXXX/XXXX [dyrektywy NIS
2] prowadzg wspotprace iudzielaja sobie wzajemnie pomocy w celu
zapewnienia, aby dostawcy ustug zaufania speiniali wymogi okreslone
W niniejszym rozporzadzeniu i w dyrektywie (UE) XXXX/XXXX
[dyrektywie NIS 2]. Organ nadzoru zwraca si¢ do wlasciwego organu
krajowego na podstawie dyrektywy (UE) XXXX/XXXX [dyrektywy
NIS 2] o przeprowadzenie dziatan nadzorczych w celu zweryfikowania
zgodno$ci dostawcoéw ustug zaufania z wymogami okreslonymi
w dyrektywie (UE) XXXX/XXXX [dyrektywie NIS 2], o wymaganie,
aby dostawcy ustug zaufania eliminowali wszelkie przypadki
niespetnienia tych wymogow, o terminowe przekazywanie wynikow
wszelkich dziatan nadzorczych zwigzanych z dostawcami ushug
zaufania oraz o informowanie organdw nadzoru o istotnych
incydentach zglaszanych zgodnie z dyrektywa (UE) XXXX/XXXX
[dyrektywa NIS 2].

W terminie 12 miesi¢cy od wej$cia w Zycie niniejszego rozporzadzenia
Komisja wdrodze aktoéw wykonawczych ustanawia niezbgdne
proceduralne warunki ufatwiania wspoOtpracy migdzy organami
nadzoru, o ktérych mowa w ust. 1.”;

w art. 20 wprowadza si¢ nastepujace zmiany:

a)

ust. 1 otrzymuje brzmienie:
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b)

»l.

Kwalifikowani dostawcy ushug zaufania podlegaja audytowi, na ich
wlasny koszt co najmniej raz na 24 miesigce, przeprowadzanemu przez
jednostke oceniajaca zgodnos¢. W ramach audytu potwierdza sie, czy
kwalifikowani dostawcy uslug zaufania oraz §wiadczone przez nich
kwalifikowane ustugi zaufania spelniaja wymogi okreslone
W niniejszym rozporzadzeniu oraz wart. 18 dyrektywy (UE)
XXXX/XXXX [dyrektywy NIS 2]. Kwalifikowani dostawcy ustug
zaufania przedktadajg powstaly w ten sposob raport z oceny zgodnosci
organowi nadzoru w terminie trzech dni roboczych od jego
otrzymania.”;

w ust. 2 ostatnie zdanie otrzymuje brzmienie:

»W przypadku gdy wydaje sie, ze zostaly naruszone przepisy dotyczace
ochrony danych, organ nadzoru informuje o wynikach swoich audytow organy
nadzorcze na podstawie rozporzadzenia (UE) 2016/679.”;

ust. 3 i 4 otrzymuja brzmienie:

3.

W przypadku gdy kwalifikowany dostawca uslug zaufania nie spetnia
ktoregokolwiek Z wymogow okreslonych w niniejszym
rozporzadzeniu, organ nadzoru naklada na niego wymog
wyeliminowania w ustalonym terminie przypadkow niespetnienia
wymogdow, w stosownych przypadkach.

Jezeli dostawca ten nie wyeliminuje przypadkéw niespelnienia
wymogow w stosownych przypadkach w terminie ustalonym przez
organ nadzoru, organ nadzoru, bioragc pod uwage w szczegdlnosci
zakres, czas trwania iskutki tego niespelnienia wymogow, moze
odebra¢ status kwalifikowany temu dostawcy lub danej $wiadczonej
przez niego ustudze izada od niego, w stosownych przypadkach
w ustalonym terminie, spetnienia wymogow okreslonych w dyrektywie
(UE) XXXX/XXXX [dyrektywie NIS 2]. Organ nadzoru informuje
organ, o ktérym mowa w art. 22 ust. 3, do celéw zaktualizowania
zaufanych list, o ktérych mowa w art. 22 ust. 1.

Organ nadzoru informuje kwalifikowanego dostawce uslug zaufania
0 odebraniu jego statusu kwalifikowanego lub statusu kwalifikowanego
danej ustugi.

W terminie 12 miesigcy od wej$cia w Zycie niniejszego rozporzadzenia
Komisja w drodze aktow wykonawczych podaje numery referencyjne
nastepujacych norm:

a) norm dotyczacych akredytacji jednostek oceniajgcych zgodnosé
i dotyczacych raportu z oceny zgodnosci, o Ktorym mowa w ust. 1;

b) norm dotyczagcych wymogdéw audytow, zgodnie z Ktorymi
jednostki  oceniajace zgodno$¢ beda przeprowadzaé oceny
zgodnos$ci kwalifikowanych dostawcow ustug zaufania, o ktdrych
mowa w ust. 1;

c) norm dotyczacych programéw oceny zgodnosci w zakresie
przeprowadzania oceny zgodno$ci kwalifikowanych dostawcow
ustug zaufania przez jednostki oceniajgce zgodnos¢ i w zakresie
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23)

24)

25)

przekazywania raportu z oceny zgodno$ci, o ktdrym mowa
w ust. 1.

Te akty wykonawcze przyjmuje si¢ zgodnie z procedurg
sprawdzajaca, o ktdrej mowa w art. 48 ust. 2.”;

w art. 21 wprowadza si¢ nastepujace zmiany:

a)  ust. 2 otrzymuje brzmienie:

2.

Organ nadzoru weryfikuje, czy dostawca ustug zaufania i §wiadczone
przez niego ustugi zaufania speiniajg wymogi okreslone w niniejszym
rozporzadzeniu, w szczegdlnosci wymogi dotyczace kwalifikowanych
dostawcow ustug zaufania i $wiadczonych przez nich kwalifikowanych
ustug zaufania.

W celu zweryfikowania zgodno$ci dostawcy uslug zaufania
z wymogami okre§lonymi w art. 18 dyrektywy (UE) XXXX/XXXX
[dyrektywy NIS 2] organ nadzoru zwraca si¢ do wiasciwych organow,
o ktérych mowa w dyrektywie (UE) XXXX/XXXX [dyrektywie NIS
2], oprzeprowadzenie dziatan nadzorczych wtym zakresie oraz
0 udzielenie informacji na temat wyniku tych dziatan w terminie trzech
dni od ich ukonczenia.

W przypadku gdy organ nadzoru stwierdzi, ze dostawca ustug zaufania
I Swiadczone przez niego ustugi zaufania spetniajg wymogi, o ktérych
mowa w akapicie pierwszym, organ nadzoru przyznaje dostawcy status
kwalifikowanego dostawcy ustug zaufania i status kwalifikowanych
uslug zaufania $wiadczonym przez niego uslugom oraz informuje
organ, o ktérym mowa w art. 22 ust. 3, w celu zaktualizowania przez
niego zaufanych list, o ktérych mowa w art. 22 ust. 1, nie p6zniej niz
trzy miesigce po zgloszeniu zgodnie z ust. 1 niniejszego artykutu.

Jezeli weryfikacja nie zostala zakonczona w terminie trzech miesigcy
od zgloszenia, organ nadzoru informuje dostawce¢ ustug zaufania
0 przyczynach opOznienia oraz podaje termin, w ktorym weryfikacja
zostanie zakonczona.”;

b)  ust. 4 otrzymuje brzmienie:

4.

W terminie 12 miesiecy od wejscia w zycie niniejszego rozporzadzenia
Komisja w drodze aktow wykonawczych okresla formaty i procedury
zglaszania i weryfikacji na potrzeby ust. 1 i 2 niniejszego artykutu. Te
akty wykonawcze przyjmuje si¢ zgodnie z procedurg sprawdzajaca,
o ktorej mowa w art. 48 ust. 2.”;

w art. 23 dodaje si¢ ust. 2a w brzmieniu:

»2a. Ustgpy 1 12 maja réwniez zastosowanie do dostawcow uslug zaufania
majacych siedzibe w panstwach trzecich i1 do §wiadczonych przez nich ustug,
pod warunkiem ze zostali oni uznani w Unii zgodnie z art. 14.”;

w art. 24 wprowadza si¢ nastepujace zmiany:

a)  ust. 1 otrzymuje brzmienie:

”1-

Wydajac kwalifikowany certyfikat lub kwalifikowane elektroniczne
poswiadczenie atrybutow dla ustugi zaufania, kwalifikowany dostawca
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b)

ustug zaufania weryfikuje tozsamo$¢ i, w stosownym przypadku,
wszelkie specjalne atrybuty osoby fizycznej lub prawnej, ktdrej wydaje
kwalifikowany  certyfikat lub  kwalifikowane elektroniczne
poswiadczenie atrybutow.

Informacje, o ktérych mowa w akapicie pierwszym, sg weryfikowane
przez kwalifikowanego dostawce ustug zaufania albo bezposrednio,
albo polegajac na stronie trzeciej, w ktdrykolwiek z nastepujacych
sposobow:

a) przy uzyciu notyfikowanego $rodka identyfikacji elektronicznej,
ktory spelnia wymogi okreslone wart. 8 w odniesieniu do
sredniego lub wysokiego poziomu bezpieczenstwa;

b) za pomoca kwalifikowanych elektronicznych po$wiadczen
atrybutow lub certyfikatu kwalifikowanego podpisu
elektronicznego, lub kwalifikowanej pieczeci elektronicznej
wydanych zgodnie z lit. a), ) lub d);

C) przy uzyciu innych metod identyfikacji, ktore zduzg doza
pewno$ci zapewniaja identyfikacje osoby fizycznej i ktorych
zgodnos¢ jest potwierdzona przez jednostke oceniajaca zgodnos¢;

d) przez fizyczng obecno$¢ osoby fizycznej lub upowaznionego
przedstawiciela osoby prawnej, za pomoca odpowiednich procedur
oraz zgodnie z prawem krajowym, jezeli inne S$rodki nie sa
dostepne.”;

dodaje si¢ ust. 1a w brzmieniu:

sla.

W terminie 12 miesigcy od wejscia w zycie niniejszego rozporzadzenia
Komisja wdrodze aktow wykonawczych okresla minimalne
specyfikacje techniczne, normy iprocedury w odniesieniu do
weryfikacji tozsamosci i atrybutow zgodnie zust. 1 lit.c). Te akty
wykonawcze przyjmuje si¢ zgodnie z procedurag sprawdzajaca, o ktorej
mowa w art. 48 ust. 2.”;

W ust. 2 wprowadza si¢ nast¢pujace zmiany:

1)

2)

lit. d) otrzymuje brzmienie:

,»d) przed wejsciem w stosunek umowny informuje, w jasny,
zrozumialy i przystepny sposob w przestrzeni publicznej oraz
indywidualnie =~ wszystkie  osoby  pragnace  skorzystaé
z kwalifikowanej ustugi zaufania o dokladnych warunkach
korzystania ztej ustugi, wtym o wszelkich ograniczeniach
korzystania z niej;”;

dodaje sig lit. fa) i fb) w brzmieniu:

,.fa) stosuje odpowiednie polityki iwprowadza stosowne S$rodki
wcelu zarzadzania ryzykiem prawnym, biznesowym,
operacyjnym oraz kazdym innym bezposrednim lub posrednim
rodzajem ryzyka w odniesieniu do $swiadczenia kwalifikowane;j
ustugi zaufania. Niezaleznie od przepiséw art. 18 dyrektywy
(UE) XXXX/XXXX [dyrektywy NIS 2] $rodki te obejmuja co
najmniej nast¢pujace elementy:
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26)

d)

f)

(1) srodki zwigzane z procedurami rejestracji i onboardingu do
ushugi;

(i) $rodki zwigzane z kontrolami proceduralnymi lub
administracyjnymi;

(i) $rodki zwigzane z zarzadzaniem ustugami iich
wprowadzaniem;

fb) zawiadamia organ nadzoru i, w stosownych przypadkach, inne
wlasciwe podmioty o wszelkich powigzanych przypadkach
naruszenia bezpieczenstwa lub zakldceniach we wdrazaniu
srodkow, o ktorych mowa w lit. fa) ppkt (i), (ii) i (iii), ktore to
naruszenia lub zaktocenia majg znaczacy wptyw na §wiadczong
ustuge zaufania lub przetwarzane w jej ramach dane osobowe.”;

3) lit. g) i h) otrzymuja brzmienie:

»2) podejmuje odpowiednie $rodki zapobiegajace falszowaniu,
kradziezy lub niewlasciwemu wykorzystaniu danych, Ilub
nieupowaznionemu usuwaniu, zmianie lub uniemozliwianiu
dostepu do danych;

h) rejestruje iudostgpnia tak diugo, jak jest to konieczne po
zaprzestaniu dzialalno$ci przez kwalifikowanego dostawce
ustug zaufania, wszelkie odpowiednie informacje dotyczace
danych wydanych iotrzymanych przez kwalifikowanego
dostawce ushug zaufania, do celow przedstawienia dowodow
W postepowaniach sgdowych i1 do celow zapewnienia ciggtosci
ustug. Informacje moga byé przechowywane w formie
elektronicznej;”;

4)  uchyla sig lit. j);
dodaje si¢ ust. 4a w brzmieniu:

»4a.  Ustepy 3 i 4 stosuje si¢ odpowiednio do uniewazniania elektronicznych
poswiadczen atrybutow.”;

ust. 5 otrzymuje brzmienie:

. W terminie 12 miesiecy od wejscia w zycie niniejszego rozporzadzenia
Komisja w drodze aktow wykonawczych podaje numery referencyjne
norm dotyczacych wymogoéw, o ktorych mowa w ust. 2. W przypadku
gdy wiarygodne systemy i produkty speiniaja te normy, domniemywa
si¢ zgodno$¢ z wymogami okreslonymi w niniejszym artykule. Te akty
wykonawcze przyjmuje si¢ zgodnie z procedurg sprawdzajaca, o ktorej
mowa w art. 48 ust. 2.”;

dodaje si¢ ust. 6 w brzmieniu:

»0. Komisja jest uprawniona do przyjecia aktéw delegowanych
dotyczacych dodatkowych srodkow, o ktérych mowa w ust. 2 lit. fa).”;

w art. 28 ust. 6 otrzymuje brzmienie:

0.

W terminie 12 miesigcy od wejscia w zycie niniejszego rozporzadzenia
Komisja w drodze aktow wykonawczych podaje numery referencyjne norm
dotyczacych kwalifikowanych certyfikatow podpiséw elektronicznych.
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27)

28)

29)

30)

31)

W przypadku gdy kwalifikowany certyfikat podpisu elektronicznego spetnia te
normy, domniemywa si¢ zgodnos¢ z wymogami okreslonymi w zatgczniku I.
Te akty wykonawcze przyjmuje si¢ zgodnie z procedurg sprawdzajacg, o ktorej
mowa w art. 48 ust. 2.”;

W art. 29 dodaje si¢ nowy ust. 1a w brzmieniu:

»la. Dane stuzace do sktadania podpisu elektronicznego moga by¢ generowane,
zarzadzane ikopiowane W imieniu podpisujacego  wylacznie przez
kwalifikowanego dostawce ustlug zaufania, ktory $wiadczy kwalifikowang
ustuge zaufania w zakresie zarzadzania kwalifikowanym urzadzeniem do
sktadania podpisu elektronicznego na odlegtosc.”;

dodaje sig art. 29a w brzmieniu:
SwArtykut 29a

Wymogi dotyczace kwalifikowanej uslugi zarzadzania urzadzeniami do
skladania podpisu elektronicznego na odleglos¢

1.  Zarzadzaniem kwalifikowanymi urzadzeniami do skladania podpisu
elektronicznego na odleglo$¢ jako ustuga kwalifikowang moze zajmowac sie
wylacznie kwalifikowany dostawca ustug zaufania, ktory:

a)  Generuje dane stuzace do sktadania podpisu elektronicznego lub
zarzadza nimi w imieniu podpisujacego;

b) niezaleznie od pktl lit. d) zalacznika II kopiuje dane stuzace do
sktadania podpisu elektronicznego wylacznie w celu utworzenia kopii
zapasowej, pod warunkiem Ze spetnione s nastgpujace wymogi:

bezpieczenstwo skopiowanych zbioréw danych musi by¢ na tym samym
poziomie co w przypadku oryginalnych zbioréw danych;

liczba skopiowanych zbiorow danych nie przekracza minimum
niezbednego do zapewnienia cigglosci ustugi;

c) spelnia wszelkie wymogi okreslone w sprawozdaniu z certyfikacji
konkretnego kwalifikowanego urzadzenia do skladania podpisu na
odlegtos¢, wydanym zgodnie z art. 30.

2. W terminie 12 miesigcy od wejscia w zycie niniejszego rozporzadzenia
Komisja w drodze aktéw wykonawczych podaje specyfikacje techniczne oraz
numery referencyjne norm do celow ust. 1.”;

w art. 30 dodaje si¢ ust. 3a w brzmieniu:

»3a. Certyfikacja, o ktorej mowa w ust. 1, jest wazna przez 5 lat, pod warunkiem,
ze regularnie, co dwa lata, przeprowadza si¢ ocen¢ podatnosci na zagrozenia.
W przypadku stwierdzenia podatnosci, ktore nie zostaly naprawione,
certyfikacja zostaje cofnigta.”;

w art. 31 ust. 3 otrzymuje brzmienie:

»3. W terminie 12 miesigcy od wejscia w zycie niniejszego rozporzadzenia
Komisja w drodze aktow wykonawczych okresla formaty i procedury majace
zastosowanie na potrzeby ust. 1. Te akty wykonawcze przyjmuje si¢ zgodnie
z procedurg sprawdzajaca, o ktorej mowa w art. 48 ust. 2.”;

w art. 32 wprowadza si¢ nastepujace zmiany:
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32)

33)

34)

b)

w ust. 1 dodaje si¢ akapit w brzmieniu:

»Jezeli walidacja kwalifikowanych podpiséw elektronicznych speinia normy,
o ktorych mowa wust.3, domniemywa si¢ zgodno$¢ zwymogami
okreslonymi w pierwszym akapicie.”;

ust. 3 otrzymuje brzmienie:

3. W terminie 12 miesi¢cy od wejscia w zycie niniejszego rozporzadzenia
Komisja w drodze aktéw wykonawczych podaje numery referencyjne
norm dotyczacych walidacji kwalifikowanych  podpisow
elektronicznych. Te akty wykonawcze przyjmuje si¢ zgodnie
z procedurg sprawdzajaca, o ktdrej mowa w art. 48 ust. 2.”;

art. 34 otrzymuje brzmienie:
SwArtykut 34

Kwalifikowana ustuga konserwacji kwalifikowanych podpisow elektronicznych

1.

Kwalifikowang ustuge konserwacji kwalifikowanych podpisow
elektronicznych moze $wiadczy¢ wylacznie kwalifikowany dostawca ustug
zaufania, ktory stosuje procedury i technologie umozliwiajace przedtuzenie
wiarygodno$ci kwalifikowanego podpisu elektronicznego poza techniczny
okres waznosci.

W przypadku gdy ustalenia w zakresie kwalifikowanej ustugi konserwacji
kwalifikowanych podpisow elektronicznych spetniaja normy, o ktorych mowa
w ust. 3, domniemywa si¢ zgodno$¢ z wymogami okreslonymi w ust. 1.

W terminie 12 miesigcy od wejscia w zycie niniejszego rozporzadzenia
Komisja w drodze aktéw wykonawczych podaje numery referencyjne norm
dotyczacych kwalifikowanej ustugi konserwacji kwalifikowanych podpiséw
elektronicznych. Te akty wykonawcze przyjmuje si¢ zgodnie z procedura
sprawdzajaca, o ktorej mowa w art. 48 ust. 2.”;

w art.37 wprowadza si¢ nast¢pujace zmiany:

a)

b)

dodaje sie¢ ust. 2a w brzmieniu:

»2a. W przypadku gdy zaawansowana pieczec¢ elektroniczna speinia normy,
o ktorych mowa w ust. 4, domniemywa si¢ zgodno$¢ z wymogami
dotyczacymi zaawansowanych pieczeci elektronicznych, o ktorych
mowa w art. 36 i ust. 5 niniejszego artykuhu.”;

ust. 4 otrzymuje brzmienie:

4. W terminie 12 miesi¢cy od wej$cia w Zycie niniejszego rozporzadzenia
Komisja w drodze aktow wykonawczych podaje numery referencyjne
norm dotyczacych zaawansowanych pieczgci elektronicznych. Te akty
wykonawcze przyjmuje si¢ zgodnie z procedurg sprawdzajaca, o ktdrej
mowa w art. 48 ust. 2.”;

w art. 38 wprowadza si¢ nastgpujgce zmiany:

a)

ust. 1 otrzymuje brzmienie:

»l. Kwalifikowane certyfikaty pieczeci elektronicznych spetniajg wymogi
okreslone w zataczniku I1I. W przypadku gdy kwalifikowany certyfikat
pieczeci elektronicznej spelnia normy, o ktérych mowa w ust. 6,
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35)

36)

37)

38)

domniemywa si¢ zgodno$¢ z wymogami okreslonymi w zalaczniku
L.,

b)  ust. 6 otrzymuje brzmienie:

»50. W terminie 12 miesigcy od wejscia w zycie niniejszego rozporzadzenia
Komisja w drodze aktéw wykonawczych podaje numery referencyjne
norm  dotyczacych  kwalifikowanych  certyfikatow  pieczeci
elektronicznych. Te akty wykonawcze przyjmuje si¢ zgodnie
z procedurg sprawdzajaca, o ktdrej mowa w art. 48 ust. 2.”;

dodaje sig art. 39a w brzmieniu:
SwArtykut 39a

Wymogi dotyczace kwalifikowanej ushugi zarzadzania urzadzeniami do
skladania pieczeci elektronicznej na odleglos¢

Art. 29a stosuje si¢ odpowiednio do kwalifikowanej ustugi zarzadzania urzadzeniami
do sktadania pieczgci elektronicznej na odleglos¢.”;

w art. 42 wprowadza si¢ nastepujace zmiany:
a)  dodaje si¢ nowy ust. 1a w brzmieniu:

»la. W przypadku gdy powigzanie daty iczasu z danymi i precyzyjne
zrodto czasu spetniajg normy, o ktérych mowa w ust. 2, domniemywa
si¢ zgodnos¢ z wymogami okreslonymi w ust. 1.”;

b)  ust. 2 otrzymuje brzmienie:

2. W terminie 12 miesiecy od wejScia w zycie niniejszego rozporzadzenia
Komisja w drodze aktow wykonawczych podaje numery referencyjne
norm dotyczacych powigzania daty i czasu z danymi oraz precyzyjnych
zrodet czasu. Te akty wykonawcze przyjmuje si¢ zgodnie z procedura
sprawdzajaca, o ktorej mowa w art. 48 ust. 2.”;

w art. 44 wprowadza si¢ nast¢pujace zmiany:
a)  dodaje si¢ ust. 1a w brzmieniu:

»la. W przypadku gdy proces wysylania i otrzymywania danych spelnia
normy, oktéorych mowa wust.2, domniemywa si¢ zgodnos¢
z wymogami okreslonymi w ust. 1.”;

b)  ust. 2 otrzymuje brzmienie:

22 W terminie 12 miesi¢cy od wej$cia w Zycie niniejszego rozporzadzenia
Komisja w drodze aktow wykonawczych podaje numery referencyjne
norm dotyczacych procesow wysytania i otrzymywania danych. Te
akty wykonawcze przyjmuje si¢ zgodnie z procedurg sprawdzajaca,
o0 ktorej mowa w art. 48 ust. 2.”;

art. 45 otrzymuje brzmienie:
WArtykut 45

Wymogi dotyczace kwalifikowanych certyfikatow uwierzytelniania witryn
internetowych

1.  Kwalifikowane certyfikaty uwierzytelniania witryn internetowych muszg
spelnia¢ wymogi okre§lone w zataczniku IV. W przypadku gdy spetniaja one
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39)

normy, o ktérych mowa w ust. 3, domniemywa si¢ zgodnos¢ kwalifikowanych
certyfikatdw uwierzytelniania witryn internetowych z wymogami okreslonymi
w zalgczniku IV.

2.  Kwalifikowane certyfikaty uwierzytelniania witryn internetowych, o ktérych
mowa W ust. 1, musza by¢ rozpoznawane przez przegladarki internetowe.
Przegladarki internetowe zapewniaja wtym celu, aby dane dotyczace
tozsamosci dostarczane przy uzyciu ktorejkolwiek z metod byly wyswietlane
W sposob przyjazny dla uzytkownika. Przegladarki internetowe zapewniajg
obstuge kwalifikowanych certyfikatow uwierzytelniania witryn internetowych,
o ktérych  mowa wust. 1, oraz interoperacyjno$¢ ztymi certyfikatami,
z wyjatkiem przedsigbiorstw, ktore uznaje si¢ za mikroprzedsigbiorstwa i mate
przedsicbiorstwa zgodnie z zaleceniem Komisji 2003/361/WE w ciggu
pierwszych pieciu lat ich dziatalnos$ci jako dostawcow ustug przegladania stron
internetowych.

3. W terminie 12 miesiecy od wejscia w Zycie niniejszego rozporzadzenia
Komisja w drodze aktéw wykonawczych podaje specyfikacje oraz numery
referencyjne norm dotyczacych kwalifikowanych certyfikatow
uwierzytelniania witryn internetowych, o ktéorych mowa wust. 1. Te akty
wykonawcze przyjmuje si¢ zgodnie z procedurg sprawdzajaca, o ktérej mowa
w art. 48 ust. 2.”;

po art. 45 dodaje si¢ nastepujace sekcje 9, 101 11:

»SEKCJA 9

ELEKTRONICZNE POSWIADCZENIE ATRYBUTOW
Artykut 45a

Skutki prawne elektronicznego poswiadczenia atrybutow

1. Nie kwestionuje si¢ skutku prawnego elektronicznego poswiadczenia
atrybutow ani jego dopuszczalnosci jako dowodu w postepowaniu sgdowym
wylacznie z tego powodu, Ze poswiadczenie to ma posta¢ elektroniczng.

2. Kwalifikowane elektroniczne poswiadczenie atrybutow ma taki sam skutek
prawny jak legalnie wystawione po$wiadczenia w formie papierowej.

3. Kwalifikowane elektroniczne poswiadczenie atrybutow wydane w jednym
panstwie czlonkowskim jest uznawane za kwalifikowane elektroniczne
poswiadczenie atrybutéw w kazdym innym panstwie cztonkowskim.

Artykut 45b
Elektroniczne poswiadczenie atrybutéw w ushugach publicznych

W przypadku gdy zgodnie z prawem krajowym dostgp do ushugi online swiadczone;j
przez podmiot sektora publicznego wymaga identyfikacji elektronicznej przy uzyciu
srodka identyfikacji elektronicznej oraz uwierzytelnienia, dane identyfikujace osobe
w elektronicznym  poswiadczeniu  atrybutow  nie  zastgpuja  identyfikacji
elektronicznej przy uzyciu srodkow identyfikacji elektronicznej ani uwierzytelniania
przy identyfikacji elektronicznej, chyba ze panstwo cztonkowskie lub podmiot
sektora publicznego wyraznie na to zezwoli. W takim przypadku akceptuje si¢
réwniez kwalifikowane elektroniczne poswiadczenia atrybutow wydane w innych
panstwach cztonkowskich.
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Artykut 45¢

Wymogi dotyczace kwalifikowanego poswiadczenia atrybutow

1.

Kwalifikowane elektroniczne poswiadczenie atrybutow musi spetnia¢ wymogi
okre$lone w zatgczniku V. W przypadku gdy spelnia ono normy, o ktorych
mowa W ust. 4, domniemywa si¢ zgodnos¢ kwalifikowanego elektronicznego
poswiadczenia atrybutéw z wymogami okreslonymi w zatgczniku V.

Kwalifikowane elektroniczne po$wiadczenia atrybutéw nie podlegaja zadnym
obowigzkowym wymogom wykraczajacym poza wymogi okreslone
w zalgczniku V.

Jezeli kwalifikowane elektroniczne pos$wiadczenie atrybutéw zostato
uniewaznione po poczatkowym wydaniu, traci ono wazno$¢ z chwilg jego
uniewaznienia 1W zadnym przypadku nie mozna przywroci¢é jego
poprzedniego statusu.

W terminie 6 miesi¢cy od wejscia w zycie niniejszego rozporzadzenia Komisja
okresla numery referencyjne norm dotyczacych kwalifikowanych
elektronicznych poswiadczen atrybutow w drodze aktu wykonawczego
dotyczacego wdrozenia europejskich portfeli tozsamos$ci cyfrowej, o ktérych
mowa w art. 6a ust. 10.

Artykut 45d

Weryfikacja atrybutéw na podstawie Zrodel autentycznych

1.

Panstwa cztonkowskie zapewniaja, aby przynajmniej w odniesieniu do
atrybutow wymienionych w zataczniku VI, jezeli atrybuty te opieraja si¢ na
zrodlach  autentycznych  w sektorze  publicznym, podjeto  dziatania
umozliwiajace kwalifikowanym dostawcom elektronicznych po$wiadczen
atrybutow weryfikacj¢ droga elektroniczng, na zadanie uzytkownika,
autentycznosci atrybutu bezposrednio w zestawieniu z odpowiednim zrodtem
autentycznym na poziomie krajowym lub poprzez wyznaczonych posrednikow
uznanych na poziomie krajowym zgodnie z prawem krajowym lub prawem
Unii.

W terminie 6 miesigcy od wejScia w zycie niniejszego rozporzadzenia,
uwzgledniajac majace zastosowanie normy mi¢dzynarodowe, Komisja okresla
minimalne specyfikacje techniczne, normy i procedury dotyczace katalogu
atrybutdw i systemow poswiadczania atrybutow i procedur weryfikacji
kwalifikowanych elektronicznych poswiadczen atrybutow w drodze aktu
wykonawczego dotyczacego wdrozenia europejskich portfeli tozsamosci
cyfrowej, o ktérych mowa w art. 6a ust. 10.

Artykut 45e

Wydawanie elektronicznych poswiadczen atrybutow do europejskich portfeli
tozsamosci cyfrowej

Dostawcy kwalifikowanych elektronicznych poswiadczen atrybutdéw zapewniaja
interfejs z europejskimi portfelami tozsamosci cyfrowej wydanymi zgodnie z art. 6a.

Artykut 45f

Dodatkowe przepisy w odniesieniu do $wiadczenia uslug elektronicznego
poswiadczania atrybutow
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1. Dostawcy kwalifikowanych i niekwalifikowanych ustug elektronicznego
poswiadczania atrybutow nie lacza danych osobowych zwigzanych ze
$wiadczeniem tych ushug z danymi osobowymi pochodzacymi z jakichkolwiek
innych oferowanych przez nich ushug.

2. Dane osobowe zwigzane ze $wiadczeniem uslug elektronicznego
poswiadczania atrybutow musza by¢ logicznie oddzielone od wszelkich innych
przechowywanych danych.

3. Dane osobowe zwigzane =ze S$wiadczeniem ustug kwalifikowanego
elektronicznego pos$wiadczania atrybutow muszg by¢ fizycznie i logicznie
oddzielone od wszelkich innych przechowywanych danych.

4.  Dostawcy ustug kwalifikowanego elektronicznego poswiadczania atrybutéw
Swiadczg takie ustugi w ramach odrebnego podmiotu prawnego.

SEKCJA 10

KWALIFIKOWANE USLUGI ARCHIWIZACJI ELEKTRONICZNEJ
Artykut 45g

Kwalifikowane uslugi archiwizacji elektronicznej

Kwalifikowang ustuge archiwizacji elektronicznej dokumentéw elektronicznych
moze $wiadczy¢ wylacznie kwalifikowany dostawca ustug zaufania, ktory stosuje
procedury i technologiec umozliwiajagce przedtuzenie wiarygodnosci dokumentu
elektronicznego poza techniczny okres waznosci.

W terminie 12 miesigcy od wejscia w zycie niniejszego rozporzadzenia Komisja
w drodze aktow wykonawczych podaje numery referencyjne norm dotyczacych
ustug archiwizacji elektronicznej. Te akty wykonawcze przyjmuje si¢ zgodnie
z procedurg sprawdzajaca, o ktorej mowa w art. 48 ust. 2.

SEKCJA 11

REJESTRY ELEKTRONICZNE
Artykut 45h

Skutki prawne rejestrow elektronicznych

1.  Rejestrowi elektronicznemu nie mozna odmowi¢ skutku prawnego ani
dopuszczalnosci jako dowodu w postepowaniu sadowym wylacznie z tego
powodu, ze rejestr ten ma postac elektroniczng lub ze nie spelnia wymogow
dla kwalifikowanych rejestréw elektronicznych.

2. Kwalifikowany rejestr elektroniczny korzysta z domniemania unikalnos$ci
I autentycznosci zawartych w nim danych, doktadnosci ich daty i czasu oraz
ich sekwencyjnego, chronologicznego uporzgdkowania w ramach rejestru.

Artykut 45i
Wymogi dotyczace kwalifikowanych rejestrow elektronicznych
1. Kwalifikowane rejestry elektroniczne musza spetnia¢ nastgpujace wymogi:

a)  sa tworzone przez co najmniej jednego kwalifikowanego dostawce ustug
zaufania;

b)  zapewniajg unikalnos¢, autentycznos$¢ i prawidlows kolejno$¢ zapisow
danych w rejestrze;
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40)

41)

C) zapewniaja prawidlowe, sekwencyjne, chronologiczne uporzadkowanie
danych w rejestrze oraz dokladnos¢ daty igodziny wprowadzenia
danych;

d) dane zapisuje si¢ w nich wtaki sposob, ze kazda podzniejsza zmiana
danych jest bezposrednio wykrywalna.

W przypadku gdy rejestr elektroniczny speilnia normy, o ktérych mowa
w ust. 3, domniemywa si¢ zgodno$¢ z wymogami okreslonymi w ust. 1.

Komisja moze w drodze aktéw wykonawczych poda¢ numery referencyjne
norm dotyczacych proceséw wykonania i rejestracji zbioru danych
w kwalifikowanym rejestrze elektronicznym oraz jego tworzenia. Te akty
wykonawcze przyjmuje si¢ zgodnie z procedurg sprawdzajgca, o ktdrej mowa
w art. 48 ust. 2.”;

dodaje si¢ art. 48a w brzmieniu:
SwArtykut 48a

Wymogi dotyczace sprawozdawczoS$ci

1.

Panstwa cztonkowskie gwarantuja gromadzenie danych statystycznych
dotyczacych  dziatania  europejskich  portfeli  tozsamosci  cyfrowej
i kwalifikowanych ustug zaufania.

Dane statystyczne gromadzone zgodnie zust.1 obejmujg nast¢pujace
elementy:

a) liczba os6b fizycznych iprawnych posiadajacych wazny europejski
portfel tozsamosci cyfrowej;

b) rodzaj iliczba wustug akceptujacych korzystanie z europejskiego
cyfrowego portfela;

c) incydenty iprzestoje w infrastrukturze na poziomie krajowym
uniemozliwiajace korzystanie z aplikacji portfela tozsamosci cyfrowe;.

Dane statystyczne, o ktérych mowa w ust. 2, udostepnia si¢ publicznie
w otwartym i powszechnie uzywanym formacie nadajacym si¢ do odczytu
Maszynowego.

Do marca kazdego roku panstwa czlonkowskie przedkladaja Komisji
sprawozdanie dotyczace danych statystycznych zebranych zgodnie z ust. 2.”;

art. 49 otrzymuje brzmienie:
SwArtykut 49
Przeglad

1.

Komisja dokona przegladu stosowania niniejszego rozporzadzenia i przekaze
sprawozdanie Parlamentowi Europejskiemu i Radzie w terminie 24 miesigcy
od jego wejscia w zycie. Komisja oceni w szczegdlnosci, czy nalezy zmienic¢
zakres stosowania niniejszego rozporzadzenia lub jego poszczegodlnych
przepisow, biorgc pod uwage doswiadczenia zdobyte przy stosowaniu
niniejszego rozporzadzenia, a takze rozwdj technologiczny, sytuacje rynkowa
| prawng. W stosownych przypadkach do sprawozdania dotgcza si¢ propozycje
zmian niniejszego rozporzadzenia.

47

PL



PL

42)

43)
44)
45)
46)
47)

48)

2.  Sprawozdanie oceniajace obejmuje ocen¢ dostepnosci i uzywalnosci srodkoéw
identyfikacji, w tym europejskich portfeli tozsamosci cyfrowej, objetych
zakresem niniejszego rozporzadzenia, oraz oceng, czy Wszyscy prywatni
dostawcy ustug online korzystajagcy z ushug identyfikacji elektronicznej
$wiadczonych przez strony trzecie do celow uwierzytelniania uzytkownikow
zostang zobowigzani do akceptowania wykorzystywania notyfikowanych
srodkow identyfikacji elektronicznej i europejskiego portfela tozsamosci
cyfrowe;j.

3. Ponadto, co cztery lata po sporzadzeniu sprawozdania, o ktorym mowa
w akapicie pierwszym, Komisja przekazuje Parlamentowi Europejskiemu
I Radzie sprawozdanie dotyczace postepOw w osigganiu celow niniejszego
rozporzadzenia.

art. 51 otrzymuje brzmienie:
SArtykut 51
Srodki przej$ciowe

1.  Bezpieczne urzadzenia do sktadania podpisu, ktoérych zgodnos$¢ ustalono
zgodnie z art. 3 ust. 4 dyrektywy 1999/93/WE, w dalszym ciggu uznaje si¢ za
kwalifikowane urzadzenia do skladania podpisu elektronicznego na mocy
niniejszego rozporzadzenia do [data — Urzad Publikacji: prosze wstawi¢ okres
czterech lat od wejécia w zycie niniejszego rozporzadzenia).

2. Kwalifikowane certyfikaty wydane osobom fizycznym na mocy dyrektywy
1999/93/WE w dalszym ciggu uznaje si¢ za kwalifikowane certyfikaty
podpiséw elektronicznych na mocy niniejszego rozporzadzenia do [data —
Urzad Publikacji: prosze wstawi¢ okres czterech lat od wejScia w zycie
niniejszego rozporzadzenia].”.

w zalgczniku 1 wprowadza si¢ zmiany zgodnie z zatacznikiem I do niniejszego
rozporzadzenia;

zalacznik II zastgpuje si¢ tekstem znajdujacym sie¢ w zataczniku II do niniejszego
rozporzadzenia;

w zalaczniku III wprowadza si¢ zmiany zgodnie z zalacznikiem III do niniejszego
rozporzadzenia;

w zalaczniku IV wprowadza si¢ zmiany zgodnie z zatacznikiem IV do niniejszego
rozporzadzenia;

dodaje si¢ nowy =zalagcznik V w brzmieniu okreslonym w zataczniku V do
niniejszego rozporzadzenia;

do niniejszego rozporzadzenia dodaje si¢ nowy zatacznik VL.

Artykut 2

Niniejsze rozporzadzenie wchodzi w zycie dwudziestego dnia po jego opublikowaniu
W Dzienniku Urzedowym Unii Europejskiej.
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Niniejsze rozporzadzenie wigze w caloSci ijest bezposrednio stosowane we wszystkich
panstwach cztonkowskich.

Sporzadzono w Brukseli dnia [...] .

W imieniu Parlamentu Europejskiego W imieniu Rady
Przewodniczqcy Przewodniczqgcy
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1.2.

1.3.

1.4.
1.4.1.

1.4.2.

OCENA SKUTKOW FINANSOWYCH REGULACJI

STRUKTURA WNIOSKU/INICIJATYWY

Tytul wniosku/inicjatywy

Rozporzadzenie Parlamentu Europejskiego i Rady w sprawie ram europejskiej

tozsamosci cyfrowej, zmieniajace rozporzadzenie eIDAS

Obszary polityki, ktorych dotyczy wniosek/inicjatywa

Dziedzina polityki: Rynek wewngtrzny

Europa na miar¢ ery cyfrowej

Whiosek/inicjatywa dotyczy:
O nowego dzialania

O nowego dzialania, bedacego nastepstwem projektu pilotazowego/dzialania
przygotowawczego

Mprzedluzenia biezacego dzialania

O polaczenia lub przeksztalcenia co najmniej jednego dzialania pod katem
innego/nowego dzialania

Cel(e)
Cel(e) ogolny(e)

Ogélnym  celem niniejszej inicjatywy jest zapewnienie prawidtowego
funkcjonowania rynku wewnetrznego, w szczegdlnosci pod wzgledem §wiadczenia
i korzystania  z transgranicznych i miedzysektorowych  ustlug  publicznych
| prywatnych opierajacych si¢ na dostgpnosci i korzystaniu z wysoce bezpiecznych
I wiarygodnych rozwigzan w zakresie tozsamosci elektronicznej. Cel ten wpisuje si¢
wcele strategiczne okreslone w komunikacie zatytutlowanym ,Ksztaltowanie
cyfrowej przysztosci Europy”.

Cel(e) szczegotowy(e)

Cel szczegdlowy nr 1

Zapewnienie dostepu do zaufanych i bezpiecznych rozwigzan w zakresie tozsamosci
cyfrowej, z ktorych mozna korzysta¢ w wymiarze transgranicznym, spetniajacych
oczekiwania uzytkownikéw i zapotrzebowanie rynku;

Cel szczegdlowy nr 2

Zapewnienie, aby ustugi publiczne iprywatne mogly opiera¢ si¢ na zaufanych
I bezpiecznych rozwigzaniach w zakresie tozsamosci cyfrowe;;

Cel szczegdltowy nr 3

Zapewnienie obywatelom pelnej kontroli nad ich danymi osobowymi
| zagwarantowanie im bezpieczenstwa podczas korzystania z rozwigzan W zakresie
tozsamosci cyfrowej;

28

O ktérym mowa w art. 58 ust. 2 lit. a) lub b) rozporzadzenia finansowego.
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1.4.3.

1.44.

Cel szczegblowy nr 4

Zapewnienie rownych warunkow $wiadczenia kwalifikowanych ustug zaufania w
UE oraz ich akceptaciji.

Oczekiwane wyniki i wptyw

Nalezy wskazaé, jakie efekty przyniesie wniosek/inicjatywa beneficjentom/grupie docelowej.

Ogolnie rzecz biorac, najwigkszymi oczekiwanymi beneficjentami inicjatywy sa
uzytkownicy koncowi/obywatele, dostawcy ustug online, dostawcy aplikacji portfela
oraz publiczni i prywatni dostawcy ustlug w zakresie tozsamosci cyfrowej. Oczekuje
sie, ze wramach inicjatywy zapewniony zostanie dostep do zaufanych
I bezpiecznych rozwigzan w zakresie tozsamosci cyfrowej, zktorych mozna
korzysta¢ w wymiarze transgranicznym, spetniajacych oczekiwania uzytkownikow
| zapotrzebowanie rynku; zapewnienie, aby uslugi publiczne iprywatne mogly
opiera¢ si¢ na zaufanych ibezpiecznych rozwigzaniach w zakresie tozsamosci
cyfrowej w wymiarze transgranicznym; zapewnienie obywatelom petnej kontroli nad
ich danymi osobowymi i zagwarantowanie im bezpieczenstwo podczas korzystania
Zrozwigzan w zakresie tozsamos$ci cyfrowej; zapewnienie rownych warunkéw
swiadczenia kwalifikowanych ustug zaufania w UE oraz ich akceptacji.

Oprocz *tatwosci w dostgpie do ustug publicznych i prywatnych, obywatele
| przedsigbiorstwa odniosg bezpo$rednie korzysci z faktu, ze interfejs stuzacy do
uwierzytelniania portfela bedzie wygodny itatwy w obstudze, ibedg w stanie
przeprowadza¢ transakcje wymagajace dowolnego poziomu bezpieczenstwa (np. od
logowania w mediach spoteczno$ciowych po zastosowania zwigzane z e-zdrowiem).

Zastosowanie zaawansowanego podej$cia uwzgledniajagcego ochrone prywatnos$ci
juz w fazie projektowania przyniesie dodatkowe korzysci, poniewaz portfel nie
bedzie wymagatl posrednikow w procesie poswiadczania atrybutéw, dzieki czemu
obywatele bedg mogli si¢ tgczy¢ bezposrednio z dostawcami ustug i podmiotami
wydajacymi dane uwierzytelniajgce. Zwigkszenie bezpieczenstwa danych w portfelu
bedzie zapobiegato kradziezy tozsamos$ci, atym samym stratom finansowym
obywateli Unii i unijnych przedsigbiorstw.

Jezeli chodzi o wzrost gospodarczy, oczekuje si¢, ze wprowadzenie systemu
opartego na normach zmniejszy niepewno$¢ uczestnikoéw rynku i bedzie miato
pozytywny wplyw na innowacyjnos¢.

Co istotne, oczekuje si¢, ze system ten zapewni bardziej inkluzywny dostep do ustug
publicznych i prywatnych zwigzanych z dobrami publicznymi, takimi jak edukacja
i ochrona zdrowia, w ktorych przypadku niektore grupy spoleczne napotykaja
obecnie pewne bariery. Niektorzy obywatele z niepetnosprawnosciami, a przede
wszystkim 0soby 0 ograniczonej sprawnosci ruchowej lub mieszkajace na obszarach
wiejskich, moga mie¢ na przyktad mniejszy dostep do ustug, ktore zazwyczaj
wymagaja fizycznej obecnosci, jesli w poblizu nie ma odpowiedniej placowki.

Wskazniki dotyczgce realizacji celow

Nalezy wskazaé wskazniki stosowane do monitorowania postepow i osiggniec.

Aspekt monitorowania Wskaznik Podmioty odpowiedzialne za | Zrédla

i oceny oraz gromadzenie informacji
odpowiednie cele
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Stosowanie

Zapewnienie dostepu
do Srodkéw
identyfikacji
elektronicznej
wszystkim obywatelom
Unii

Zapewnienie dostepu
do Srodkow
identyfikacji
elektronicznej
wszystkim obywatelom
Unii

Zwig¢kszenie uznawania
i akceptacji systemow
identyfikacji
elektronicznej

w wymiarze
transgranicznym,

Z myS$la

0 doprowadzeniu do
powszechnej akceptacji

Zwi¢kszenie uznawania
i akceptacji systemow
identyfikacji
elektronicznej

W wymiarze
transgranicznym,

Z mySla

o0 doprowadzeniu do
powszechnej akceptacji

Zachecanie sektora
prywatnego do przyjecia
proponowanych
rozwiazan i pobudzanie
rozwoju nowych ushug
w zakresie tozsamosci
cyfrowej

Liczba obywateli Unii

i przedsigbiorstw unijnych,
ktérym przyznano
identyfikacje¢ elektroniczng
w ramach notyfikowanych
systemdéw/europejskie
portfele tozsamosci cyfrowej,
oraz liczba wydanych
poswiadczen tozsamosci
(po$wiadczen atrybutow)

Liczba obywateli Unii

i przedsigbiorstw unijnych,
ktorzy aktywnie korzystaja

z identyfikacji elektronicznej
w ramach notyfikowanych
systeméw/europejskich
portfeli tozsamosci cyfrowej
oraz poswiadczen tozsamosci
(po$wiadczen atrybutow)

Liczba dostawcow ustug
online, ktorzy uznaja
identyfikacj¢ elektroniczng
w ramach notyfikowanych
systemoéw/europejskie
portfele tozsamosci cyfrowej
oraz poswiadczenia
tozsamosci (poswiadczenia
atrybutow)

Liczba transakcji online
dokonywanych za pomoca
identyfikacji elektronicznej
w ramach notyfikowanych
systemoéw/europejskich
portfeli tozsamosci cyfrowej
oraz po$§wiadczen tozsamosci
(poswiadczen atrybutow)
(tacznie oraz w wymiarze
transgranicznym)

Liczba nowych prywatnych
ustug poswiadczania
atrybutow spetniajacych
normy wymagane do
integracji z europejskim
portfelem tozsamosci
cyfrowej
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Komisja Europejska
i wlasciwe organy krajowe

Komisja Europejska

i wlasciwe organy krajowe

Komisja Europejska

Komisja Europejska

Komisja Europejska
i whasciwe organy krajowe

Ankieta roczna/dane
dotyczace
monitorowania

i oceny gromadzone
przez wlasciwe
organy krajowe

Ankieta roczna/dane
dotyczace
monitorowania

i oceny gromadzone
przez wlasciwe
organy krajowe

Ankieta roczna

Ankieta roczna

Ankieta roczna
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Informacje kontekstowe

Zachecanie sektora
prywatnego do
przyjecia
proponowanych
rozwiazan i pobudzanie
rozwoju nowych ushug
w zakresie tozsamosci
cyfrowej

Zachecanie sektora
prywatnego do
przyjecia
proponowanych
rozwiazan i pobudzanie
rozwoju nowych ushug
W zakresie tozsamosci
cyfrowej

Zwig¢kszenie
uznawania i akceptacji
systemdw identyfikacji
elektronicznej
W wymiarze
transgranicznym,

Z myS$la
0 doprowadzeniu do
powszechnej akceptaciji

Zwigkszenie uznawania
i akceptacji systemow
identyfikacji
elektronicznej

W wymiarze
transgranicznym,

z mysla

0 doprowadzeniu do
powszechnej akceptacji

Zapewnienie dostepu
do Srodkéw
identyfikacji
elektronicznej
wszystkim obywatelom
Unii

Wielko$¢ rynku tozsamosci
cyfrowej

Wydatki na zamoéwienia
publiczne zwigzane
Z tozsamoscia cyfrowa

Odsetek przedsi¢biorstw
prowadzacych sprzedaz
towaréw lub ustug za
posrednictwem handlu
elektronicznego

Udziat transakcji
internetowych
wymagajacych silnego
uwierzytelnienia klienta
(ogotem)

Odsetek o0sob korzystajacych
z handlu elektronicznego

Odsetek os6b korzystajacych
Z ustug publicznych online
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Komisja Europejska

Komisja Europejska
i wlasciwe organy krajowe

Komisja Europejska

Komisja Europejska

Komisja Europejska

Ankieta roczna

Ankieta roczna

Eurostat

Ankieta roczna

Eurostat
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1.5.
1.5.1.

1.5.2.

Uzasadnienie wniosku/inicjatywy

Potrzeby, ktore nalezy zaspokoi¢ w perspektywie krotko- lub diugoterminowej, w tym
szczegolowy terminarz przebiegu realizacji inicjatywy

Niniejsze rozporzadzenie wigze w catoSci 1ijest bezposrednio stosowane we
wszystkich panstwach cztonkowskich. Panstwa cztonkowskie bgda zobowigzane do
wprowadzenia europejskiego portfela tozsamosci cyfrowej w terminie ok. 24-48
miesi¢gcy od przyjecia rozporzadzenia. Komisja bedzie uprawniona do przyjecia
aktow wykonawczych okreslajacych specyfikacje techniczne i normy referencyjne
dotyczace architektury technicznej europejskich ram tozsamosci cyfrowej w terminie
ok. 1224 miesi¢cy od przyjecia rozporzadzenia.

Wartos¢ dodana z tytutu zaangazowania Unii Europejskiej (moze wynikac z roznych
czynnikow, na przyktad korzysci koordynacyjnych, pewnosci prawa, wigkszej
efektywnosci lub komplementarnosci). Na potrzeby tego punktu , wartos¢ dodang
Z tytulu zaangazowania Unii” nalezy rozumieé jako wartos¢ wynikajgcg z unijnej
interwencji, wykraczajgcq poza wartosé, ktora zostataby wytworzona przez same
panstwa cztonkowskie.

Przyczyny dziatania na poziomie europejskim (ex ante)

Biorgc pod uwage rosnace zapotrzebowanie ze strony obywateli, przedsigbiorstw
I dostawcow ustug online na tatwe w obstudze, bezpieczne i chronigce prywatnosé
rozwigzania w zakresie tozsamo$ci cyfrowej, ktore mozna stosowaé w wymiarze
transgranicznym, dalsze dziatania na poziomie UE mogg przynies¢ wigksze korzysci
niz dziatania podejmowane przez poszczegdlne panstwa czltonkowskie, jak
wykazano w ocenie rozporzadzenia e[DAS.

Oczekiwana wygenerowana unijna warto$¢ dodana (ex post)

Bardziej zharmonizowane podejscie na poziomie UE, oparte na fundamentalnej
zmianie polegajacej na przejSciu od polegania wylacznie na rozwigzaniach
w zakresie tozsamosci cyfrowej do dostarczania elektronicznych poswiadczen
atrybutow, zapewni obywatelom i przedsigbiorstwom dostep do ustug publicznych
I prywatnych w dowolnym miejscu w UE za pomoca zweryfikowanych dowodow
potwierdzajacych tozsamos$¢ 1 atrybutéw. Dostawcy ustug online beda mogli
akceptowac rozwigzania w zakresie tozsamosci cyfrowej niezaleznie od miejsca ich
wystawienia, opierajac si¢ na wspolnym europejskim podejsciu do kwestii zaufania,
bezpieczenstwa 1 interoperacyjnosci. Zarowno uzytkownicy, jak 1 dostawcy uslug
skorzystajg rowniez z przyznania elektronicznym poswiadczeniom atrybutoéw takiej
samej warto$ci prawnej w catej UE. co jest szczegolnie istotne, gdy zachodzi
konieczno$¢ prowadzenia dziatan w sposob skoordynowany, jak ma to na przyktad
miejsce w przypadku elektronicznych §wiadectw zdrowia. Rowniez dostawcy ustug
zaufania zapewniajace elektroniczne poswiadczenia atrybutéw skorzystaja dzigki
mozliwosci §wiadczenia ustug na rynku europejskim. Na przyktad koszty zwigzane
z zapewnieniem wysoce wiarygodnego i bezpiecznego $rodowiska $wiadczenia
kwalifikowanych ustug zaufania fatwiej zrbwnowazy¢ na szczeblu UE ze wzgledu na
korzysci skali. Tylko ramy unijne moga w petni zapewni¢ mozliwo$¢ przenoszenia
W wymiarze transgranicznym tozsamosci prawnej i elektronicznego poswiadczania
atrybutow znig zwigzanych, uwiarygadniajgc poswiadczenia  tozsamosci
przedstawiane przez inne panstwa czlonkowskie.
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1.5.3.

1.5.4.

Gtowne wnioski wyciggniete z podobnych dzialan

Rozporzadzenie eIDAS (rozporzadzenie (UE) nr 910/2014) stanowi jedyne
transgraniczne ramy zaufanej identyfikacji elektronicznej o0sob fizycznych
| prawnych oraz ustug zaufania. Chociaz eIDAS odgrywa niekwestionowang rol¢ na
rynku wewnetrznym, od czasu przyjecia rozporzadzenia wiele si¢ zmienito. Przyjete
w 2014 r. rozporzadzenie eIDAS opiera si¢ na krajowych systemach identyfikacji
elektronicznej, w ktoérych uwzglednia si¢ rdézne normy i ktore koncentrujg si¢ na
stosunkowo nieznacznej czesci potrzeb obywateli | przedsigbiorstw w zakresie
identyfikacji elektronicznej: na bezpiecznym transgranicznym dostepie do ustug
publicznych. Przedmiotowe ustugi dotycza gtéwnie 3 % ludnosci UE, ktora mieszka
W panstwie cztonkowskim innym niz panstwo, w ktorym takie osoby si¢ urodzity.

Od tamtego czasu transformacja cyfrowa gwattownie przyspieszyla w zakresie
wszystkich funkcji spoteczenstwa. W szczegodlnosci do przyspieszenia procesu
transformacji cyfrowej w bardzo duzej mierze przyczyniala si¢ pandemia COVID-
19. W rezultacie $wiadczenie ustug publicznych i prywatnych w coraz wigkszym
stopniu odbywa si¢ w przestrzeni cyfrowej. Obywatele i przedsi¢gbiorstwa oczekuja
zapewnienia wysokiego poziomu bezpieczenstwa i wygody podczas dokonywania
wszelkich czynnos$ci przeprowadzanych za posrednictwem internetu, takich jak
migdzy innymi sktadanie deklaracji podatkowych, zapisywanie si¢ na studia za
granica, zdalne otwieranie rachunku bankowego lub ubieganie si¢ o pozyczke,
wynajem samochodu, zakladanie dziatalno$ci gospodarczej w innym panstwie
cztonkowskim, uwierzytelnianie platnosci online czy tez skladanie ofert
W odpowiedzi na zaproszenie do sktadania ofert online.

W rezultacie drastycznie wzrosto zapotrzebowanie na S$rodki identyfikacji
i uwierzytelniania online, a takze $rodki cyfrowej wymiany informacji zwigzanych
Z tozsamoscig, atrybutami lub kwalifikacjami (tozsamos¢, adresy, wiek, ale rowniez
kwalifikacje zawodowe, prawa jazdy iinne zezwolenia isystemy ptatnosci)
w sposdb bezpieczny i z zapewnieniem wysokiego stopnia ochrony danych.

Spowodowalo to zmiang modelu dziatania w Kierunku zaawansowanych
| wygodnych rozwigzan, ktore umozliwiajg integracj¢ roznych mozliwych do
sprawdzenia danych i certyfikatow uzytkownika. Uzytkownicy oczekuja srodowiska,
nad ktérym bedg mieli kontrole i za ktéorego pomocg bedzie mozna przesytac
i udostepnia¢ rozne rodzaje danych uwierzytelniajacych i atrybutdw, takie jak np.
krajowa identyfikacja elektroniczna, certyfikaty kompetencji zawodowych, bilety
uprawniajagce do korzystania ztransportu publicznego lub, w niektorych
przypadkach, rowniez elektroniczne bilety na koncerty. Sg to tzw. portfele oparte na
autonomii jednostki i oparte na aplikacjach, ktérymi uzytkownik zarzadza za pomoca
urzadzenia mobilnego i ktore umozliwiaja mu bezpieczny i tatwy dostep do réznych
ustug, zardwno publicznych, jak iprywatnych, oraz pelng kontrol¢ nad tym
procesem.

Spojnos¢  z wieloletnimi  ramami finansowymi oraz mozliwa synergia z innymi
wtasciwymi instrumentami

Inicjatywa wspiera europejskie dzialania na rzecz odbudowy, zapewniajac
obywatelom i przedsigbiorstwom niezbe¢dne narzedzia — np. wygodng identyfikacje
elektroniczng 1iustugi zaufania — aby mogli wykonywaé codzienne czynnosci
W internecie przy uzyciu zaufanych i bezpiecznych metod. W zwigzku ztym
inicjatywa jest w petni zgodna z celami wieloletnich ram finansowych.
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Wydatki operacyjne zostang sfinansowane w ramach celu szczegdétowego nr5
programu ,,Cyfrowa Europa”. Szacuje si¢, ze zamdwienia publiczne zwigzane
z opracowaniem norm i specyfikacji technicznych, jak réwniez koszty utrzymania
modutéw  systemu identyfikacji elektronicznej iustug zaufania, wyniosg
maksymalnie 3-4 min EUR rocznie. Doktadny podzial budzetowy w tym zakresie
zostanie ustalony podczas przygotowywania przyszlych programow prac. Dotacje
udzielane na potrzeby przytaczania ustug publicznych i prywatnych do ekosystemu
identyfikacji elektronicznej moglyby bardzo pomoc w osiggnigciu celéw wniosku.
Koszt zintegrowania przez dostawce ustug niezbednego interfejsu programowania
aplikacji portfela identyfikacji elektronicznej szacuje si¢ na okoto 25 000 EUR
jednorazowego kosztu na dostawce ustug. Jezeli bedzie taka mozliwos¢ po
rozpoczg¢ciu rozmow na temat podziatu budzetu w odniesieniu do kolejnego
programu prac, budzet na dotacje w wysokosci do 0,5 min EUR na panstwo
cztonkowskie pomdglby w podiaczeniu masy krytycznej ustug.

Posiedzenia grupy ekspertow zwigzane z opracowywaniem aktow wykonawczych
obcigza cze¢$¢ administracyjng programu ,,Cyfrowa Europa” na laczng kwotg do 0,5
min EUR.

Synergie z innymi instrumentami

Inicjatywa stworzy ramy poswiadczania tozsamosci elektronicznej i $wiadczenia
ustug w zakresie tozsamosci elektronicznej w UE, na ktorych okre§lone sektory beda
mogly polega¢ w celu spetnienia okreslonych sektorowych wymogoéw prawnych, np.
zwigzanych z cyfrowymi dokumentami podrozy, cyfrowymi prawami jazdy itp.
Whiosek jest rowniez zgodny z celami rozporzadzenia (UE) 2019/1157, ktore jest
poswigcone poprawie zabezpieczeh dowoddéw osobistych i dokumentéw pobytu.
Zgodnie ztym rozporzadzeniem panstwa czlonkowskie sa zobowigzane do
wprowadzenia do sierpnia  2021r. nowych dowodow tozsamosci ze
zaktualizowanymi zabezpieczeniami. Po opracowaniu nowych dowodow tozsamosci
panstwa cztonkowskie beda mogty je ulepszy¢, aby mozna je byto notyfikowac jako
systemy identyfikacji elektronicznej zgodnie z rozporzadzeniem eIDAS.

W  kontekScie inicjatywy na rzecz stworzenia Srodowiska unijnego punktu
kompleksowej obstugi na potrzeby celne niniejsza inicjatywa przyczyni si¢ rowniez
do transformacji obszaru celnego w srodowisko elektroniczne, w ktérym nie korzysta
si¢ z dokumentéw w formie papierowej. Nalezy rowniez zauwazy¢, ze wniosek
pomoze w realizacji europejskiej polityki mobilnosci, poniewaz utatwi agentom
morskim spelnienie wymogow prawnych w zakresie sprawozdawczo$ci okreslonych
w kontekscie  europejskiego  systemu  morskich  pojedynczych  punktow
kontaktowych, ktory zacznie obowigzywac¢ od dnia 15 sierpnia 2025 r. To samo
dotyczy powigzania zrozporzadzeniem w sprawie elektronicznych informacji
dotyczacych transportu towarowego, W ktérym zobowigzano organy panstw
cztonkowskich do przyjmowania elektronicznych informacji dotyczacych transportu
towarowego. Aplikacja europejskiego portfela tozsamosci cyfrowej bedzie réwniez
w stanie obslugiwa¢ dane uwierzytelniajagce zwigzane z kierowcami, pojazdami
| operacjami wymagane Ww unijnych ramach prawnych w dziedzinie transportu
drogowego (np. cyfrowe prawa jazdy / dyrektywa 2006/126/WE). Specyfikacje beda
dalej rozwijane w kontek$cie tych ram. Inicjatywa moze rdéwniez pomoc
W ksztattowaniu  przysztych inicjatyw dotyczacych koordynacji  systemow
zabezpieczenia spolecznego, np. w ewentualnych pracach nad europejskim dowodem
zabezpieczenia spotecznego, ktory mozna by oprze¢ na kotwicach zaufania
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oferowanych przez systemy tozsamos$ci notyfikowane zgodnie z rozporzadzeniem
elDAS.

Inicjatywa wspiera wdrazanie RODO (2016/679), poniewaz daje uzytkownikowi
kontrolg nad sposobem wykorzystywania jego danych osobowych. Inicjatywa
zapewnia wysoki poziom komplementarnosci Z nowym aktem
0 cyberbezpieczenstwie i z okreslonymi w nim wspdolnymi programami certyfikacji
cyberbezpieczenstwa. Konieczno$¢ posiadania przez przedmioty nalezace do
internetu rzeczy niepowtarzalnej tozsamosci w ramach eIDAS zapewnia rowniez
spojnos¢ z aktem o cyberbezpieczenstwie oraz z potrzeba uwzglednienia szerszego
zakresu podmiotow, niz osoby fizyczne i przedsigbiorstwa, np. maszyn,
przedmiotow, dostawcdw i urzadzen internetu rzeczy.

Rowniez rozporzadzenie w sprawie jednolitego portalu cyfrowego posiada istotne
elementy wspdlne zniniejsza inicjatywa. Celem rozporzadzenia w sprawie
jednolitego portalu cyfrowego jest pelne unowocze$nienie ustug administracji
publicznej oraz utatwienie dostgpu online do informacji, procedur administracyjnych
i ustug wsparcia, ktorych potrzebujg obywatele i przedsigbiorstwa mieszkajacy lub
prowadzacy dziatalno$¢ w innym panstwie UE. Niniejsza inicjatywa zapewnia
podstawowe elementy, ktore pomoga w realizacji celow dotyczacych wprowadzenia
zasady jednorazowosci w ramach jednolitego portalu cyfrowego.

Inicjatywa jest roéwniez spdjna z europejska strategia w zakresie danych
| proponowanym rozporzadzeniem w sprawie europejskiego zarzadzania danymi,
poniewaz zapewnia ramy sprzyjajagce wykorzystywaniu rozwigzan opartych na
danych w przypadkach, gdy powstaje konieczno$¢ przekazania danych osobowych
dotyczacych tozsamosci, dzigki czemu uzytkownicy maja kontrole i moga dziata¢
przy zachowaniu pelnej anonimizacji.

Ocena réznych dostepnych mozliwosci finansowania, w tym zakresu przegrupowania
srodkow

Inicjatywa bedzie si¢ opiera¢ na modutach identyfikacji elektronicznej i ustug
zaufania, ktore opracowano w ramach instrumentu ,Jtaczac Europe” iktore sg
wlaczane do programu ,,Cyfrowa Europa”.

Panstwa czlonkowskie moga ponadto wystapi¢ si¢ o finansowanie na
przygotowanie/modernizacj¢ niezbgdnej infrastruktury w ramach Instrumentu na
rzecz Odbudowy i Zwigkszania Odpornosci.
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1.6. Czas trwania i wplyw finansowy wniosku/inicjatywy
[J Ograniczony czas trwania
O Okres trwania wniosku/inicjatywy: od [DD/MM]RRRR r. do [DD/MM]RRRRr.

O Okres trwania wplywu finansowego: od RRRR r. do RRRR r. w odniesieniu do
srodko6w na zobowigzania oraz od RRRRr. do RRRRr. w odniesieniu do srodkow na
platnosci.

M Nieograniczony czas trwania
Wprowadzenie w zycie z okresem rozruchu od RRRR r. do RRRR r.,
po ktérym nastepuje faza operacyjna.
1.7. Planowane tryby zarzadzania29

M Bezposrednie zarzadzanie przez Komisje
M w ramach jej stuzb, w tym za posrednictwem jej pracownikow w delegaturach Unii;
01 przez agencje wykonawcze;

[0 Zarzadzanie dzielone z panstwami cztonkowskimi

[0 Zarzadzanie posrednie poprzez przekazanie zadan zwigzanych z wykonaniem
budzetu:

O panstwom trzecim lub organom przez nie wyznaczonym,;

L] organizacjom mi¢dzynarodowym i ich agencjom (nalezy wyszczeg6lnic);,
[1 EBI oraz Europejskiemu Funduszowi Inwestycyjnemu;

00 organom, o ktérych mowa w art. 70 i 71 rozporzadzenia finansowego;

0] organom prawa publicznego;

0 podmiotom podlegajacym prawu prywatnemu, ktore $wiadcza ustugi uzyteczno$ci
publicznej, o ile zapewniaja one odpowiednie gwarancje finansowe;

00 podmiotom podlegajacym prawu prywatnemu panstwa czlonkowskiego, ktorym
powierzono realizacj¢ partnerstwa publiczno-prywatnego oraz ktére zapewniaja odpowiednie
gwarancje finansowe;

O osobom odpowiedzialnym za wykonanie okre§lonych dziatan w dziedzinie wspolnej
polityki zagranicznej i bezpieczenstwa na mocy tytutu V Traktatu o Unii Europejskiej oraz
okreslonym we wlasciwym podstawowym akcie prawnym.

W przypadku wskazania wigcej niz jednego trybu nalezy podac dodatkowe informacje w czesci ,, Uwagi”.

Uwagi

[..]
[..]

2 Wyjasnienia dotyczace trybdw zarzadzania oraz odniesienia do rozporzgdzenia finansowego znajduja

si¢ na nastgpujacej stronie:
https://myintracomm.ec.europa.eu/budgweb/EN/man/budgmanag/Pages/budgmanag.aspx
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2.2.
2.2.1.

2.2.2.

SRODKI ZARZADZANIA

Zasady nadzoru i sprawozdawczoSci

Okresli¢ czestotliwosé i warunki

Pierwszy przeglad rozporzadzenia odbedzie si¢ dwa lata po rozpoczgciu petnego
stosowania, a nastgpnie bedzie si¢ odbywac co cztery lata. Komisja musi przedstawic
sprawozdanie z wynikow Parlamentowi Europejskiemu i Radzie.

W kontekscie stosowania §rodkow panstwa cztonkowskie gromadza ponadto dane
statystyczne dotyczace wykorzystywania i dziatania europejskich portfeli tozsamosci
cyfrowej ikwalifikowanych ushug zaufania. Dane statystyczne zostaja zebrane
w sprawozdaniu, ktore jest corocznie przedktadane Komisji.

System zarzadzania i kontroli

Uzasadnienie dla systemu zarzgdzania, mechanizmow finansowania wykonania,
warunkow platnosci i proponowanej strategii kontroli

W rozporzadzeniu ustanawia si¢ bardziej zharmonizowane przepisy dotyczace
poswiadczania identyfikacji elektronicznej i $wiadczenia ustlug zaufania na rynku
wewnetrznym — przy  jednoczesnym  nalezytym — uwzglednieniu  zaufania
| Z poszanowaniem praw uzytkownikow dotyczacych kontroli nad wlasnymi danymi.
Te nowe przepisy wymagajg opracowania specyfikacji i norm technicznych oraz
nadzoru ze strony organow krajowych i koordynacji ich dziatan. Ponadto do
zapewnienia odpowiednich modutow identyfikacji elektronicznej, podpisu
elektronicznego itp. oraz zarzadzania nimi zostanie wykorzystany program ,,Cyfrowa
Europa”. Nalezy réwniez uwzgledni¢ zasoby potrzebne do komunikacji z panstwami
trzecimi na temat wzajemnego uznawania ustug zaufania i wynegocjowania z nimi
porozumienia w tej sprawie.

Aby stuzby Komisji mogly sprosta¢ tym zadaniom, nalezy im zapewni¢ odpowiednie
zasoby. Szacuje si¢, ze egzekwowanie nowego rozporzadzenia bedzie wymagato 11
EPC; 4-5 EPC na potrzeby prac dotyczacych kwestii prawnych, 4-5 EPC na
potrzeby prac technicznych oraz 2 EPC na potrzeby koordynacji, kontaktow
mi¢dzynarodowych i wsparcia administracyjnego.

Informacje dotyczgce zidentyfikowanego ryzyka isystemow kontroli wewnetrznej
ustanowionych w celu jego ograniczenia

Jednym z gtownych problemoéw lezacych u zrodta niedoskonaloéci obowiazujacych
ram legislacyjnych jest brak harmonizacji systeméw krajowych. Aby przezwyciezy¢
ten problem w odniesieniu do przedmiotowej inicjatywy, dziatania beda w znacznym
stopniu polega¢ na normach referencyjnych i specyfikacjach technicznych, ktore
zostang okreslone w aktach wykonawczych.

W opracowywaniu tych aktow wykonawczych Komisje bedzie wspiera¢ grupa
ekspertow. Ponadto Komisja natychmiast rozpocznie wraz z panstwami
cztonkowskimi prace wcelu uzgodnienia technicznego charakteru przysztego
systemu, aby zapobiec powstawaniu kolejnych rozbiezno$ci podczas negocjacji na
temat wniosku.
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2.2.3.

2.3.

Oszacowanie | uzasadnienie efektywnosci kosztowej kontroli (relacja kosztow
kontroli do wartosci zarzqdzanych  funduszy powigzanych) oraz ocena
prawdopodobnego ryzyka bledu (przy ptatnosci i przy zamykaniu)

Jezeli chodzi o wydatki na posiedzenia grupy ekspertow, biorgc pod uwage niska
warto$¢ pojedynczej transakcji (np. zwrot kosztow podrozy dla delegata
uczestniczagcego w posiedzeniu, jezeli jest to posiedzenie fizyczne), standardowe
procedury kontroli wewng¢trznej wydajg si¢ wystarczajace.

Rowniez w przypadku projektow pilotazowych, ktéore maja by¢ realizowane
w ramach programu ,,Cyfrowa Europa”, zwykte standardowe procedury DG ds. Sieci
Komunikacyjnych, Tresci 1 Technologii powinny wystarczy¢.

Srodki zapobiegania naduzyciom finansowym i nieprawidlowos$ciom

Ofkresli¢ istniejgce lub przewidywane Srodki zapobiegania i ochrony, np. ze strategii zwalczania
naduzy¢ finansowych.

Dodatkowe potrzeby w zakresie $rodkow niezbednych do celéw niniejszego
rozporzadzenia zostang zaspokojone w ramach istniejacych $rodkéw zapobiegania
naduzyciom finansowym majacych zastosowanie do Komisji.
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3.
3.1.

SZACUNKOWY WPLYW FINANSOWY WNIOSKU/INICJATYWY

Dzialy wieloletnich ram finansowych i linie budzetowe po stronie wydatkow, na
ktore wniosek/inicjatywa ma wplyw

Istniejace linie budzetowe

Wedtug dziatow wieloletnich ram finansowych i linii budzetowych

Linia budzetowa ’ROdZ’b’lj Wktad
Dziat srodkow
wieloletnic
. hram panstw krajow W rozumieniu
finansowyc | Numer Zrozn./ 31 | kandydujac panstw art. 21 ust. 2 lit. b)
h niezr(’)Zn.SO EFTA ych32 trzecich rozporzadzenia
finansowego
NIE
2 02 04 05 01 (w delegaturach) Z16zn. TAK NIE NIE
5 02 01 30 01 Woydatki na wsparcie Niezros
dotyczace programu ,,Cyfrowa Europa” 1ezrozn.
7 20 02 06 Wydatki administracyjne Niezrozn. NIE
Proponowane nowe linie budzetowe
Wedlug dziatow wieloletnich ram finansowych i linii budzetowych
Dziat Linia budzetowa S,TOO:;:\JN Wktad
wieloletnic
h ram iz W rozumieniu
finansowve | Numer Zrozn./ panstw kI’aJOV\{ panstw art. 21 ust. 2 lit. b)
Wyl kandydujac
h niezrdzn. EFTA yauj trzecich rozporzadzenia
ych finansowego
[XX.YY.YY.YY]
Tl\ﬁlé/ TAK/ NIE TI\'IA;E/ TAK/ NIE

30
31
32

PL

Srodki zréznicowane/$rodki niezréznicowane

EFTA: Europejskie Stowarzyszenie Wolnego Handlu.
Kraje kandydujace oraz w stosownych przypadkach potencjalne kraje kandydujace Batkanow

Zachodnich.
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3.2. Szacunkowy wplyw finansowy wniosku na Srodki

3.2.1.  Podsumowanie szacunkowego wplywu na srodki operacyjne
O Whiosek/inicjatywa nie wigze si¢ z konieczno$cig wykorzystania srodkéw operacyjnych
M Whiosek/inicjatywa wigze si¢ z koniecznoscig wykorzystania sSrodkoOw operacyjnych, jak okreslono ponize;j:
w min EUR (do trzech miejsc po przecinku)
Dzial Wleloletmch ram Numer |2
finansowych
. . Rok Rok Rok Rok Rok Rok .
Dyrekcja Generalna: CNECT 2022 2023 2024 2025 2026 2027 OGOLEM
O $rodki operacyjne Podziat srodko'w budz.etovfyf:h zostanie okreslony podczas opra?owywania_programéw prac.
Podane liczby oznaczaja minimalng kwotg potrzebng do utrzymania i modernizacji™ .
doda ™ o | 2991 4000 | 4000 | 4000 | 4000 | 4000 22,000
Linia budzetowa™* 02 04 05 e
Srodki - ma ) g | 1000 3000 | 4000 | 4,000 | 4000| 4000 | %000 22,000
platnosci
s(r)(t))gt\i/i zania Mo
Linia budzetowa ; N
Srodki na
- (2b)
platnosci
Srodki administracygne finansowane ze §rodkéw przydzielonych na
okreslone programy °
Linia budzetowa 02 01 03 01 ©)] 0,048 0,144 0,144 0,072 0,072 0,072 0,552

33
34
35

naukowe.

PL
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Jezeli faktyczne koszty przekroczg podane kwoty, zostang one pokryte w ramach 02 04 05 01.
Zgodnie z oficjalng nomenklaturg budzetows.
Wsparcie techniczne lub administracyjne oraz wydatki na wsparcie realizacji programéw lub dziatan UE (dawne linie ,,BA”), posrednie badania naukowe, bezposrednie badania
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Srodki na

=la+lb

2,048

, zobowigzania +3 4,144 4,144 4,072 4,072 4,072 22,552
OGOLEM srodki
na rzecz DG CNECT Srodki na | =2a+2b 1,048
L. 3,144 4,144 4,072 4,072 4,072 | 2000 22,552
platnosci +3 )
oebowigzania | @ 20001 4000 | 4000 4000| 4000| 4000 22,000
O OGOLEM $rodki operacyijne T
e M ® 1000\ 3000 | 4000| 4000| 4000 4000]| 209 22,000
O OGOLEM srodki administracyjne finansowane ze
srodkow przydzielonych na okreslone programy © 0,048 0,144 0,144 0,072 0,072 0,072 0,552
. ) 2,048
OCOLEM ol jé"b‘il;iqzama nal e 4144 | 4244 | 4072 4072| 4,072 22,552
na DZIAL 2
. . . ¢ . 0,048 2,000
wieloletnich ram finansowych Dot | =50 4,144 | 4144 | 4072 4072 4072 22,552
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Dzial wieloletnich ram
finansowych

»Wydatki administracyjne”

Niniejszg cz¢$¢ uzupetnia si¢ przy uzyciu ,,danych budzetowych o charakterze administracyjnym”, ktore nalezy najpierw wprowadzi¢ do
zatgcznika do oceny skutkéw finansowych regulacji (zatgcznika V do zasad wewngtrznych), przesytanego do DECIDE w celu konsultacji

miedzy stuzbami.

w min EUR (do trzech miejsc po przecinku)

Rok Rok Rok

Rok

Rok

Rok

2022 | 2023 | 2024 | 2025 | 2026 | 2027 OGOLEM
Dyrekcja Generalna: CNECT
O Zasoby ludzkie 0,776 1,470 1,470 1,470 1,470 1,318 7,974
O Pozostate wydatki administracyjne 0,006 0,087 0,087 0,087 0,016 0,016 0,299
OGOLEM DCYN“EIEC%” Generalna $rodki 0782 | 1,557 | 1557 | 1557 | 1486| 1,334 8,273
OGOLEM srodki (Sg’dk? o
na DZIAL 7 Y pi(e)i?ozg; 0,782 1557 | 1,557 | 1,557 | 1,486 | 1,334 8,273
wieloletnich ram finansowych ogblem)
w min EUR (do trzech miejsc po przecinku)
Rok Rok Rok Rok Rok Rok .
2022 | 2023 | 2024 | 2025 | 2026 | 2027 OGOLEM
OGOLEM $rodki Srodki na zobowiazania 2,830 5,701 5,701 5,629 5,558 5,408 30,825
na DZIALY od 1do 7 5 000
wieloletnich ram finansowych Srodki na ptatnosci 1,830 4,701 5,701 5,629 5,558 5,406 ' 30,825

PL
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3.2.2.

Przewidywany produkt finansowany ze srodkow operacyjnych

Srodki na zobowigzania w mIn EUR (do trzech miejsc po przecinku)

Rok Rok Rok Rok Rok Rok .
2022 2023 2024 2025 2026 2027 OGOLEM
Okresli¢ cele
i produkty
Lic
e Rogeza Sredni | 8 8 S g & s zba | Koszt
j k S Koszt S Koszt S Koszt S Koszt S Koszt S Koszt | og | caltkowit
. - - = e 3 ote |y
m

CEL SZCZEGOLOWY nr 1

Zapewnienie dostepu do zaufanych i bezpiecznych rozwigzan w zakresie tozsamosci cyfrowej, z ktorych mozna korzystaé
W wymiarze transgranicznym, spetniajacych oczekiwania uzytkownikow i zapotrzebowanie rynku

Ankiety/badania roczne

1 0,050

1

0,050

1

0,050

1

0,050

1 0,050

1

0,050

6 0,300

Cel szczegétowy nr 1 — suma
czastkowa

1 0,050

1

0,050

1

0,050

1

0,050

1 0,050

1

0,050

6 0,300

Zapewnienie, aby

ustugi publiczne i prywatne mogty opierac

si¢ na zaufanych

i bezpiecznych rozwigzaniach w zakresie

Cel szczegbtowy nr 2 — suma
czastkowa

CEL SZCZEGOLOWY nr 2 ) o .
tozsamosci cyfrowej

Ankiety/badania 1 0,050 1 0,050 1 0,050 1 0,050 1 0,050 1 0,050 6 0,300

1 0,050 1 0,050 1 0,050 1 0,050 1 0,050 1 0,050 6 0,300

CEL SZCZEGOLOWY nr 3

Zapewnienie obywatelom petnej

kontroli nad ich danymi osobowymi i zagwaranto
z rozwigzan w zakresie tozsamosci cyfrowej

wanie im bezpieczenstwa podczas korzystania

Ankiety/badania

1 0,050

0,050

0,050

1

0,050

1

0,050

0,050

6 0,300

Cel szczegétowy nr 3 — suma
czastkowa

1 0,050

0,050

0,050

1

0,050

1

0,050

0,050

6 0,300

36
37

PL

Produkty odnoszg si¢ do produktow i ustug, ktore zostang zapewnione (np. liczba sfinansowanych wymian studentow, liczba kilometrow zbudowanych drég itp.).

Zgodnie z opisem w pkt 1.4.2. ,.Cel(e) szczegotowy(e) ...”.
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CEL SZCZEGOLOWY nr 4

Zapewnienie rownych warunkow $wiadczenia kwalifikowanych ushug zaufania w UE oraz ich akceptacji.

Ankiety/badania 0,050 1 0,050 1 0,050 1 0,050 1 0,050 1 0,050 6 0,300
Cel szczegbtowy nr 4 — suma 0,050 1 0,050 1 0,050 1 0,050 1 0,050 1 0,050 6 0,300
czastkowa
OGOLEM 0,200 4 0,200 4 0,200 4 0,200 4 0,200 4 0,200 | 24 1,200
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3.2.3.  Podsumowanie szacunkowego wplywu na srodki administracyjne

O Whniosek/inicjatywa nie wigze si¢ z koniecznoscia wykorzystania $rodkow
administracyjnych

M Whniosek/inicjatywa wigze si¢ z koniecznoscig wykorzystania  §rodkow
administracyjnych, jak okreslono ponize;j:

w min EUR (do trzech miejsc po przecinku)

Rok Rok Rok Rok Rok Rok

2022 2023 2024 2025 2026 2027 OGOLEM

DZIAL. 7
wieloletnich ram
finansowych

Zasoby ludzkie 0,776 1,470 1,470 1,470 1,470 1,318 7,974

‘ 0,299
Pozostate wydatki 0,006 0,087 0,087 0,087 0,0162 0,0162
administracyjne

Suma czastkowa
DZIALU 7
wieloletnich ram
finansowych

0,782 1,557 1,557 1,557 1,486 1,334 8,273

Poza DZIALEM 738

wieloletnich ram
finansowych

Zasoby ludzkie

Pozostate wydatki
o charakterze
administracyjnym

0,048 0,144 0,144 0,072 0,072 0,072 0,552
Koszty administracyjne

nalezy pokry¢ w ramach
programu ,,Cyfrowa
Europa”

Suma czastkowa
poza DZIALEM 7
wieloletnich ram
finansowych

0,048 0,144 0,144 0,072 0,072 0,072 0,552

OGOLEM 0,830 1,701 1,701 1,629 1,558 1,406 8,825

Potrzeby w zakresie srodkéw na zasoby ludzkie i inne wydatki o charakterze administracyjnym zostana pokryte z zasobow
dyrekcji generalnej juz przydzielonych na zarzadzanie tym dziataniem lub przesunigtych w ramach dyrekcji generalnej,
uzupetnionych w razie potrzeby wszelkimi dodatkowymi zasobami, ktore moga zosta¢ przydzielone zarzadzajacej dyrekeji
generalnej w ramach procedury rocznego przydziatu §rodkow oraz w §wietle istniejacych ograniczen budzetowych.

%8 Wsparcie techniczne lub administracyjne oraz wydatki na wsparcie realizacji programéw lub dziatan UE (dawne

linie ,,BA”), posrednie badania naukowe, bezposrednie badania naukowe.
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3.2.4. Szacowane zapotrzebowanie na zasoby ludzkie

O Whiosek/inicjatywa nie wigze si¢ z koniecznoscig wykorzystania zasobow
ludzkich.
M Whiosek/inicjatywa wigze si¢ z koniecznoscig wykorzystania zasobow ludzkich,

jak okreslono ponize;j:

Wartosci szacunkowe nalezy wyrazi¢ w ekwiwalentach petnego czasu pracy

Rok
2022

Rok
2023

Rok
2024

Rok
2025

Rok
2026

Rok
2027

2001 02 01 (w centrali i w biurach przedstawicielstw Komisji)

4

8

8

8

7

2001 02 03 (w delegaturach)

01 01 01 01 (posrednie badania naukowe)

010101 11 (bezposrednie badania naukowe)

Inna linia budzetowa (okreslic)

2002 01 (CA, SNE, INT z globalnej koperty finansowej)

2002 03 (CA, LA, SNE, INT i JPD w delegaturach)

39 —w centrali
XX 01 xxyy zz

— w delegaturach

0101 01 02 (CA, SNE, INT — posrednie badania naukowe)

01010112 (CA, INT, SNE — bezposrednie badania naukowe)

Inna linia budzetowa (okre$li¢)

OGOLEM

6

11

11

11

11

10

XX oznacza odpowiedni obszar polityki lub odpowiedni tytut w budzecie.

Potrzeby w zakresie zasobow ludzkich zostana pokryte z zasobow dyrekcji generalnej juz przydzielonych na
zarzadzanie tym dzialaniem lub przesunietych w ramach dyrekcji generalnej, uzupetnionych w razie potrzeby
wszelkimi dodatkowymi zasobami, ktore mogg zosta¢ przydzielone zarzadzajacej dyrekcji generalnej w ramach

procedury rocznego przydziatu srodkow oraz w §wietle istniejacych ograniczen budzetowych.

Opis zadan do wykonania:

Urzednicy i pracownicy zatrudnieni
na czas okre$lony

Urzednicy beda gltéownie prowadzi¢ prace dotyczace kwestii prawnych, dzialania
koordynacyjne oraz negocjacje z panstwami trzecimi ipodmiotami zwigzanymi
Z wzajemnym uznawaniem ustug zaufania.

Personel zewnetrzny

Eksperci  krajowi

powinni

udzieli¢ wsparcia w technicznym
przygotowaniu systemu. W realizacji zadan technicznych powinien poméc rowniez
personel kontraktowy, w tym w zarzadzaniu modutami.

i funkcjonalnym

PL
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W ramach podputapu na personel zewng¢trzny ze srodkoéw operacyjnych (dawne linie ,,BA”).
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3.25.  Zgodnos¢ z obowigzujgcymi wieloletnimi ramami finansowymi
Whiosek/inicjatywa:

M moze zosta¢ w pelni sfinansowany(a) przez przegrupowanie srodkow w ramach
odpowiedniego dzialu wieloletnich ram finansowych (WRF).

Nalezy wyjasni¢, na czym ma polegac przeprogramowanie, okreslajac linie budzetowe, ktorych ma
ono dotyczy¢, oraz podajac odpowiednie kwoty. W przypadku znacznego przeprogramowania nalezy
zalgczy¢ arkusz kalkulacyjny.

O wymaga zastosowania nieprzydzielonego marginesu $rodkéw w ramach
odpowiedniego dziatu WRF lub zastosowania specjalnych instrumentéw zdefiniowanych
W rozporzadzeniu w sprawie WRF.

Nalezy wyjasni¢, ktory wariant jest konieczny, okreslajac dziaty i linie budzetowe, ktéorych ma
dotyczy¢, odpowiadajace im kwoty oraz proponowane instrumenty, ktore nalezy zastosowac.

O wymaga rewizji WRF.

Nalezy wyjasni¢, ktory wariant jest konieczny, okreslajac linie budzetowe, ktorych ma on dotyczyé,
oraz podajac odpowiednie kwoty.

3.2.6.  Udziat 0so6b trzecich w finansowaniu
Whiosek/inicjatywa:
™M nie przewiduje wspoétfinansowania ze strony 0sob trzecich

O przewiduje wspotfinansowanie ze strony osoOb trzecich szacowane zgodnie
Z ponizszymi szacunkami:

srodki w min EUR (do trzech miejsc po przecinku)

Wprowadzi¢ taka liczb¢ kolumn

Ogotem

Rok Rok Rok Rok dla poszczegélnych lat, jaka jest
N N+1 N+2 N+3 niezb¢dna, by odzwierciedli¢
caly okres wptywu (por. pkt 1.6)
Okresli¢ organ
wspotfinansujacy

OGOLEM srodki objete
wspotfinansowaniem

PL

40 Rok N jest rokiem, w ktorym rozpoczyna si¢ realizacje wniosku/inicjatywy. ,,N” nalezy zastgpié

oczekiwanym pierwszym rokiem realizacji (np.: 2021). Tak samo nalezy postapi¢ dla kolejnych lat.
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Szacunkowy wplyw na dochody

Whiosek/inicjatywa nie ma wplywu finansowego na dochody

Wnhiosek/inicjatywa ma wplyw finansowy okreslony ponizej:

[0  wplyw na zasoby wiasne

O wplyw na dochody inne

Wskaza¢, czy dochody sa przypisane do linii budzetowej po stronie

wydatkdéwd
w min EUR (do trzech miejsc po przecinku)
. S 41
Srodki Wplyw wniosku/inicjatywy

Lini buds zapisane

ma  budzetowa PO | o oo e na Wprowadzi¢ taka liczb¢ kolumn dla
stronie dochodow biezacy rok Rok Rok Rok Rok poszczegodlnych lat, jaka jest niezbedna,

budzetowy N N+1 N+2 N+3 by odzwierciedli¢ caty okres wptywu
(por. pkt 1.6)

Artykut ...

W przypadku wptywu na dochody przeznaczone na okreslony cel nalezy wskazaé linie budzetowe po
stronie wydatkow, ktore ten wpltyw obejmie.

1[...]

Pozostate uwagi (np. metoda/wzor uzyte do obliczenia wptywu na dochody albo inne informacje).

1[...]

a4

PL

W przypadku tradycyjnych zasobéw wilasnych (optaty celne, optaty wyrownawcze od cukru) nalezy
wskaza¢ kwoty netto, tzn. kwoty brutto po odliczeniu 20 % na poczet kosztow poboru.
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ZALACZNIK
do OCENY SKUTKOW FINANSOWYCH REGULACJI

Tytul wniosku/inicjatywy:

Whniosek dotyczacy rozporzadzenia w sprawie ram europejskiej tozsamosci cyfrowej, zmieniajgcego
rozporzadzenie eIDAS

1. LICZBA 1 KOSZT ZASOBOW LUDZKICH UZNANYCH ZA NIEZBEDNE
2. KOSZT POZOSTALYCH WYDATKOW ADMINISTRACYJNYCH

3. LACZNE KOSZTY ADMINISTRACYJNE

4, METODY OBLICZANIA SZACUNKOWYCH KOSZTOW

4.1. Zasoby ludzkie

4.2. Pozostale wydatki administracyjne

Niniejszy zatgcznik musi towarzyszy¢ ocenie skutkow finansowych regulacji podczas konsultacji miedzy stuzbami.

Tabele danych sq wykorzystywane jako material wyjsciowy dla tabel zawartych w ocenie skutkéw finansowych
regulacji. Stuzg one wylgcznie do uzytku wewnetrznego w Komisji.




PL

1)

Koszt zasobow ludzkich uznanych za niezbedne
O Whiosek/inicjatywa nie wigze si¢ z koniecznoscig wykorzystania zasobow ludzkich.

%} Whiosek/inicjatywa wigze si¢ z koniecznoscig wykorzystania zasoboéw ludzkich, jak okreslono ponize;j:

w mln EUR (do trzech miejsc po przecinku)



HEADING 7 Year 2022 Year 2023 Year 2024 Year 2025 Year 2026 Year 2027 TOTAL
of the multiannual financial
framework
» Establishment plan posts (officials and temporary staff)

FTE Appropriations FTE Appropriations FTE Appropriations FTE Appropriations FTE Appropriations FTE Appropriations FTE Appropriations

20010201 -
Headquarters and AD 4 608 i 1.064 7 1.064 7 1.064 7 1.064 6 912 38 5.776
Representation
offices

AST 0 - 1 152 1 152 1 152 1 152 1 152 5 760

2001 02 03 - Union AD
Delegations AST

External staff [1

20 02 01 and 20 02

02 - Externall ¢ 1 82 1 82 1 82 1 82 1 82 1 82 6 492
personnel =
Headquarters  and
Representation
ofices END 1 86 2 172 2 172 2 172 2 172 2 172 11 946
INT
AC

20 02 03 - External]l AL
personnel - Union END
Delegations INT

JPD

Other HR related
budgetlines
(specify)
Subtotal HR -
HEADING 7

6 776 1 1.470 11 1.470 11 1.470 11 1.470 10 1.318 60 7.974

4.3. Potrzeby w zakresie zasobéw ludzkich zostang pokryte z zasobow dyrekcji generalnej juz przydzielonych na zarzadzanie tym
dzialaniem lub przesuni¢tych w ramach dyrekcji generalnej, uzupelnionych w razie potrzeby wszelkimi dodatkowymi



zasobami, ktore moga zosta¢ przydzielone zarzadzajacej dyrekcji generalnej w ramach procedury rocznego przydzialu

srodkow oraz w Swietle istniejacych ograniczen budzetowych.

4.4,
4.5,
Rok 2022 Rok 2023 Rok 2024 Rok 2025 Rok 2026 Rok 2027 OGOLEM
Poza DZIALEM 7 ° ° ° ° ° °
wieloletnich ram finansowych EPC | Srodki | EPC | Srodki | EPC | Srodki | EPC |  Srodki | EPC |  Srodki | EPC |  Srodki | EPC | Srodki

01 01 01 01 Posrednie badania | AD
naukowe*?
01 01 01 11 Bezposrednie AST
badania naukowe
Inne (prosze okreslic)

CA
Personel —w centrali SNE
zewnetrzny INT
w ram'ach CA
Srodkow
operacyjnych | - LA
(dawne linie | w delegaturach | SNE
BA”). Unii INT

JPD
0101 01 02 Posrednie badania | caA
naukowe
010101 12 Bezposrednie SNE
badania naukowe INT

043

Inne (prosze okreslic)
Inne linie budzetowe zwigzane z
HR (prosze okreslic)

Nalezy wybra¢ odpowiednia lini¢ budzetowa lub w razie potrzeby wskaza¢ inna; jezeli sprawa dotyczy wigkszej liczby linii budzetowych, nalezy podzieli¢ personel wedtug
odpowiednich linii budzetowych.
Nalezy wybra¢ odpowiednia lini¢ budzetows lub w razie potrzeby wskaza¢ inna; jezeli sprawa dotyczy wigkszej liczby linii budzetowych, nalezy podzieli¢ personel wedlug
odpowiednich linii budzetowych.



Suma czastkowa
dotyczaca HR - Poza
DZIALEM 7
HR ogodtem (wszystkie
dzialy WRF)
Potrzeby w zakresie zasobow ludzkich zostang pokryte z zasobow dyrekceji generalnej juz przydzielonych na zarzadzanie tym dziataniem lub przesunigtych w ramach dyrekcji generalnej,

uzupetnionych w razie potrzeby wszelkimi dodatkowymi zasobami, ktoére moga zosta¢ przydzielone zarzadzajacej dyrekcji generalnej w ramach procedury rocznego przydziatu srodkéw oraz
w $wietle istniejgcych ograniczen budzetowych.

6 0,776 11 1,470 11 1,470 11 1,470 11 1,470 10 1,318 60 it




4.6. Koszt pozostalych wydatkow administracyjnych

4.7. O  Wnhniosek/inicjatywa nie wiaze si¢ z konieczno$cia wykorzystania Srodkow administracyjnych
4.8.

Whiosek/inicjatywa wiaze si¢ z konieczno$cia wykorzystania Srodkow administracyjnych, jak okreslono ponizej:

w min EUR (do trzech miejsc po przecinku)

DZIAL 7
wieloletnich ram finansowych

Rok 2022

Rok 2023

Rok 2024

Rok 2025

Rok 2026

Rok 2027

Ogoétem

W centrali lub na terytorium UE:

20 02 06 01 — Wydatki na podroze stuzbowe i cele
reprezentacyjne

0,006

0,015

0,015

0,015

0,015

0,015

0,081

20 02 06 02 — Koszty konferenciji i spotkan

20 02 06 03 - Komitety**

0,072

0,072

0,072

0,0012

0,012

0,218

20 02 06 04 Badania i konsultacje

20 04 - Wydatki na IT (zarzadzane przez Komisje)45

Inne linie budzetowe niezwigzane z HR (okre$lic
w stosownych przypadkach)

W delegaturach Unii

20 02 07 01 — Wydatki na podréze stuzbowe, konferencje
i cele reprezentacyjne

20 02 07 02 — Szkolenia specjalistyczne personelu

20 03 05 - Infrastruktura i logistyka

Inne linie budzetowe niezwigzane z HR (okre$lic
w stosownych przypadkach)

Suma czastkowa, Inne - DZIAL 7
wieloletnich ram finansowych

0,006

0,087

0,087

0,087

0,016

0,016

0,299

44

210.9.2020, s. 7).
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Nalezy okresli¢ rodzaj komitetu i grupe, do ktorej nalezy.
Nalezy zasiggna¢ opinii zespotu ds. inwestycji informatycznych DG DIGIT (zob.

wytyczne w sprawie finansowania technologii informatycznych, C(2020) 6126 final




w mIn EUR (do trzech miejsc po przecinku)

Poza DZIALEM 7
wieloletnich ram finansowych

Rok 2022

Rok 2023

Rok 2024

Rok 2025

Rok 2026

Rok 2027

Ogoétem

Wydatki na pomoc techniczng i administracyjna (oprocz
personelu zewnetrznego) ze srodkéw operacyjnych
(dawne linie ,BA"):

0,048

0,144

0,144

0,072

0,072

0,072

0,552

—w centrali

—w delegaturach Unii

Inne wydatki na zarzadzanie programami w zakresie
badan naukowych

Wydatki na IT wynikajace z realizacji polityki tytutem
programéw operacyjnych

Wydatki na IT zarzadzane Przez Komisje tytutem
programow operacyjnych4

Inne linie budzetowe niezwigzane z HR (okre$lic
w stosownych przypadkach)

Suma czastkowa, Inne - Poza DZIALEM 7
wieloletnich ram finansowych

0,048

0,144

0,144

0,072

0,072

0,072

0,552

Inne wydatki administracyjne ogétem
(wszystkie dzialy WRF)

0,054

0,231

0,231

0,159

0,088

0,088

0,851

46

47
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Nalezy zasiggnaé opinii zespohlu ds. inwestycji informatycznych DG DIGIT (zob. wytyczne w sprawie finansowania technologii informatycznych, C(2020) 6126 final

210.9.2020, s. 7).

Pozycja ta obejmuje lokalne systemy administracyjne i wktady na rzecz wspoétfinansowania systemow informatycznych zarzadzanych przez Komisj¢ (zob. wytyczne
w sprawie finansowania technologii informatycznych, C(2020) 6126 final z 10.9.2020).




5. KOSzTY ADMINISTRACYJNE OGOLEM (WSZYSTKIE DZIALY WRF)
w mln EUR (do trzech miejsc po przecinku)
Streszczenie Rok 2022 Rok 2023 Rok 2024 Rok 2025 Rok 2026 Rok 2027 Ogotem
Dziat 7 — Zasoby ludzkie 0,776 1,470 1,470 1,470 1,470 1,318 7,974
Dziat 7 - Inne wydatki administracyjne 0,006 0,087 0,087 0,087 0,016 0,016 0,218
Suma czastkowa dziatu 7
Poza dziatem 7 - Zasoby ludzkie
Poza dziatem 7 — Inne wydatki administracyjne 0,048 0,144 0,144 0,072 0,072 0,072 0,552
Suma czastkowa innych dziatow
1. OGOLEM
. : : 1,701 1,62 1, 14 ,82
9 DZIAL 7 i poza DZIALEM 7 0,830 1,701 0 629 558 06 8,825

1)

PL

Potrzeby w zakresie srodkow administracyjnych zostang pokryte ze srodkow juz przydzielonych na zarzadzanie tym dziataniem

lub przesunigtych, uzupetnionych w razie potrzeby wszelkimi dodatkowymi zasobami, ktore moga zostaé przydzielone
zarzadzajacej dyrekcji generalnej w ramach procedury rocznego przydziatu srodkow oraz w $wietle istniejacych ograniczen

budzetowych.
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6. METODY OBLICZANIA SZACUNKOWYCH KOSZTOW
a) Zasoby ludzkie

W niniejszej czesci okreslono metode obliczania szacunkowych kosztow zasobow ludzkich uznanych za niezbedne
(zalozenia co do obcigzenia pracg, w tym konkretne stanowiska pracy (profile zawodowe wg Sysper 2), kategorie
personelu i odpowiadajqce im Srednie koszty)

1. DZIAL 7 wieloletnich ram finansowych
2. Uwaga: $rednie koszty dla poszczegolnych kategorii pracownikéw w centrali sq dostepne na stronie BudgWeb:
3. https://myintracomm.ec.europa.eu/budgweb/EN/pre/legalbasis/Pages/pre-040-020_preparation.aspx
4, O Urzednicy i pracownicy zatrudnieni na czas okreslony
5. 7 urzednikéw z grupy funkeyjnej AD (w tym 1 z CNECT/F.3 w latach 2023-2024) x 152 000 EUR/rok w latach
2023-2027 (w 2022 r. potowa, poniewaz spodziewany termin przyjecia to potowa 2022 r.)
6. 1 urzednik z grupy funkcyjnej AST x 152 000 EUR/rok w latach 2023-2027 (w 2022 r. potowa, poniewaz
spodziewany termin przyjecia to potowa 2022 r.)
7.
8. O Personel zewnetrzny
9. CA: 1 x 82 000 EUR/rok w latach 2023-2027 (w 2022 r. potowa, poniewaz spodziewany termin przyjecia to potowa

2022 r.) (zastosowano wspotczynnik indeksacii)
10. SNE 2 x 86 000 EUR/rok w latach 2023-2027 (w 2022 r. potowa, poniewaz spodziewany termin przyjecia to
potowa 2022 r.) (zastosowano wspétczynnik indeksacii)

11.

12. Poza DZIALEM 7 wieloletnich ram finansowych

13. O Jedynie stanowiska finansowane z budzetu na badania naukowe
14,

15. O Personel zewnetrzny

16.

7. POZOSTALE WYDATKI ADMINISTRACYJNE

Nalezy wskazac¢ metode obliczen zastosowang w odniesieniu do poszczegolnych linii budzetowych,
a W szczegolnosci zalozenia bedgce podstawq obliczen (np. liczba posiedzen rocznie, srednie koszty itp.)

17. DZIAL 7 wieloletnich ram finansowych

18. Posiedzenia komitetu co dwa miesigce x 12 000 EUR/posiedzenie w latach 2022-2024 na potrzeby
przyjecia aktéw wykonawczych. Nastepnie coroczne posiedzenia komitetu na potrzeby przyjecia
zaktualizowanych aktow wykonawczych.

19. Podroze stuzbowe obejmujg gtownie podroze na trasie Luksemburg—Bruksela, ale takze udziat

w konferencjach, spotkaniach z przedstawicielami pafistw czionkowskich i z innymi zainteresowanymi stronami.
20.

21. Poza DZIALEM 7 wieloletnich ram finansowych
22. Posiedzenia grupy ekspertéw zostang sfinansowane z linii administracyjnej programu ,Cyfrowa Europa”.

23. Wedtug zatozen podczas przygotowywania aktu wykonawczego (od potowy 2022 r. do 2024 r.)
posiedzenia grupy bedg sie odbywac co miesigc (12 000 EUR), a poza tym okresem przewiduje sie posiedzenia
co dwa miesigce, aby zapewni¢ ogolnounijng koordynacje dziatan zwigzanych z wdrozeniem technicznym.

24.

PL


https://myintracomm.ec.europa.eu/budgweb/EN/pre/legalbasis/Pages/pre-040-020_preparation.aspx
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