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ARBETSDOKUMENT FRAN KOMMISSIONENS AVDELNINGAR
SAMMANFATTNING AV KONSEKVENSBEDOMNINGEN

som medfdljer dokumentet

Europaparlamentets och radets forordning om skydd for enskilda per soner med
avseende pa behandling av per sonuppgifter och om det fria flodet av sddana uppgifter
(allmén uppgiftsskyddsfor ordning)
och
Europapar lamentets och radets direktiv om skydd fér enskilda personer med avseende
pa behdriga myndigheter s behandling av per sonuppgifter for att forebygga, utreda,
avsloja eller lagfora brott eller verkstélla straffrattsliga pafoljder, och det fria flodet av
sddana uppgifter

1. INLEDNING

Sedan EU:s nuvarande réttsliga ram om uppgiftsskydd antogs 1995 har den snabba
utvecklingen inom teknik och i affarsvarlden medfért nya utmaningar for skyddet av
personuppgifter. Omfattningen av datadelning och datainsamling har Okat dramatiskt.
Tekniken gor det mgjligt for bade foretag och myndigheter att i sitt arbete anvanda sig av
personuppgifter i en omfattning utan tidigare motstycke. Enskilda personer gor altmer
personlig information tillgénglig, for allménheten och globalt, utan att vara fullt medveten om
de darmed forbundna riskerna.

Att bygga upp fortroendet for nétmiljon & avgorande fér den ekonomiska utvecklingen.
Bristande fortroende gor att konsumenterna tvekar att kopa produkter pa nétet och anvanda
nya tjanster, daribland offentliga e-férvaltningstjanster. Om man inte tar itu med denna brist
pa fortroende kommer den att fortsétta att bromsa utvecklingen av innovativ anvandning av
ny teknik, att fungera som ett hinder for ekonomisk tillvaxt och att hindra den offentliga
sektorn fran att skorda de potentiella frukterna av en digitalisering av sinatjanster.

Dessutom har Lissabonfordraget skapat, genom artikel 16 i EUF-fordraget, en ny réttdig
grund for en moderniserad och Overgripande strategi for uppgiftsskydd och den fria
rorligheten for personuppgifter, som ocksd omfattar polissamarbete och straffréttsiga
samarbete.

2. PROBLEMFORMULERING

| konsekvensbeddomningen presenteras och analyseras tre viktiga problemomraden:
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2.1. Problem 1: Hinder for foretag och myndigheter till foljd av fragmentering,
réttsosaker het och inkonsekvent verkstallighet

Trots direktivets mal att sakerstélla en likvardig niva for uppgiftsskyddet inom EU finns det
fortfarande avsevérda skillnader mellan bestémmelserna i de olika medlemsstaterna. Darfor
kan registeransvariga behdva hantera 27 olika nationella lagar och krav inom EU. Resultatet
ar ett fragmenterat réttsligt klimat, och detta har skapat réttsosékerhet och olika skydd for
enskilda personer. Detta har gett upphov till ontdiga kostnader och administrativa bordor
(som uppgar till cirka 3 miljarder euro per & i grundscenariot) for foretag och utgor ett
hinder for foretag, inklusive sma och medelstora foretag, som & verksamma pa den inre
marknaden och som skulle vilja utvidga sin verksamhet 6ver grénserna.

Resurserna och befogenheterna hos de nationella myndigheter som ansvarar foér uppgiftsskydd
varierar dessutom avsevéart mellan medlemsstaterna. | vissa fall innebér detta att de &r
oférmogna att utféra sina tillsynsuppgifter pa ett tillfredsstéllande sétt. Samarbete mellan
dessa myndigheter pa europeisk niva — via den befintliga rédgivande gruppen (artikel 29-
gruppen) — leder inte alltid till enhetlig tillsyn och behover darfor ocksa forbéttras.

2.2. Problem 2: Svarigheter for enskilda personer att behdlla kontrollen 6ver sina
per sonuppgifter

Med tanke pa avsaknaden av harmonisering i nationell lagstiftning om uppgiftsskydd och de
olika befogenheterna for nationella dataskyddsmyndigheter, & det svarare for enskilda
personer att utbva sina réttigheter i vissa medlemsstater &n i andra, sarskilt i ndtsammanhang.

Till detta kommer att enskilda personer har forlorat kontrollen 6ver sina egna uppgifter — dels
enbart pa grund av mangden uppgifter som delas varje dag och dels pa grund av det faktum att
de ofta inte & fullt medvetna om att uppgifterna samlas in. Manga européer anser att
utlamnandet av personuppgifter alltmer utgér en del av det moderna livet', men 72 % av
internetanvandarna i Europa &r fortfarande oroliga 6ver att de ombeds l&mna ut alltfor mycket
personuppgifter online, och de vet oftainte hur de kan utdva sinarattigheter pa natet.

2.3. Problem 3: Brister och inkonsekvenser i skyddet av personuppgifter inom
ramen for polissamar bete och straffrattsiga samar bete

Direktivets tillampningsomrade, som baseras pa en réttsiig grund for den inre marknaden,
utesl6t sarskilt polissamarbete och straffréttsligt samarbete. Det rambesiut som antogs 2008
for att reglera databehandling inom ramen for polissamarbete och straffréttsligt samarbete
aterspeglar sardragen i EU:s "pelarstruktur” (fére Lissabon) och kannetecknas av en
begréansad réackvidd och diverse andra brister, ndgot som ofta leder till rattsosakerhet for
enskilda personer och brottsbekampande myndigheter, liksom till praktiska svarigheter med
genomforandet. Dessutom erbjuder rambeslutet en rad olika méjligheter till undantag fran
alméanna principer for uppgiftsskydd pa nationell niva, och detta innebér att dessa principer
inte harmoniseras. Detta riskerar inte bara att undergrava galva syftet med sadana principer —
och darmed att negativt paverka enskilda personers grundlaggande réttighet till skydd av
personuppgifter pa detta omrade — utan hindrar ocksa ett smidigt utbyte av personuppgifter
mellan rel evanta nationella myndigheter.

Se Special Eurobarometer 359 — Attitudes on Data Protection and Electronic Identity in the European
Union, juni 2011, s. 23.
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3. SUBSIDIARITETS- OCH PROPORTIONALITETSANALYS

Mot bakgrund av de ovan skisserade problemen visar subsidiaritetsanalysen att det &r
nodvandigt att vidta dtgérder pa EU-niva av foljande skal:

e Rétten till skydd av personuppgifter fastslasi artikel 8 i Europeiska unionens stadga om de
grundlaggande réttigheterna. Artikel 16 i EUF-fordraget utgor den réttsliga grunden for
antagandet av EU-bestdmmel ser om uppgiftsskydd.

e Personuppgifter kan éverforas Gver nationsgranserna — bade inom EU och till tredjelander
— i snabbt 6kande omfattning. Dessutom finns det praktiska problem med genomférandet
av uppgiftsskyddslagstiftningen och ett behov av samarbete mellan medlemsstaterna och
deras myndigheter, vilket maste organiseras pa EU-niva for att sakerstalla den nddvandiga
enhetligheten och en htg skyddsnivainom unionen.

e Medlemsstaterna kan inte pa egen hand minska problemen i nuvarande situation. Detta
gdller sarskilt de problem som uppstar pa grund av fragmenteringen i fraga om de
nationella bestdmmelser som inférts for att genomféra EU:s rambestammelser for
uppgiftsskydd.

e Det skulle visserligen vara mgjligt for medlemsstaterna att anta strategier som garanterar
att denna réttighet inte kranks, men i avsaknad av gemensamma EU-bestdmmelser skulle
detta inte uppnds pa ett enhetligt sitt och det skulle skapa restriktioner for
gransoverskridande fléden av personuppgifter.

De planerade atgarderna ar proportionerliga eftersom de ligger inom unionens
behdrighetsomrade i enlighet med fordragen och & nodvandiga for att sakerstélla en enhetlig
tillampning av EU:s lagstiftning och ett faktiskt och jdmbdrdigt skydd av enskilda personers
grundlggande réttigheter. Atgérder pa EU-niva & nddvandiga for att dven fortsattningsvis
sakerstélla trovardighet och en hog niva pa uppgiftsskyddet i en globaliserad véarld, samtidigt
som det fria flodet av uppgifter upprétthalls. En va fungerande inre marknad kréver att
bestammel serna sdkerstéller lika villkor for de ekonomiska aktorerna.

4. MAL
De tre framsta politiska malen &r

o att stérka uppgiftsskyddet med avseende pa den inre marknaden genom att
minska fragmenteringen, forstérka enhetligheten och forenkla lagstiftningen, och
darigenom eliminera onodiga kostnader och minska de administrativa bérdor na,

o att oka effektiviteten i den grundléggande réattigheten till uppgiftsskydd och ge
enskilda personer kontroll éver sina uppgifter,

o att starka samstammigheten i EU:s ram for uppgiftsskydd, dven inom omradet
polissamarbete och réttsligt samarbete inom straffréttsliga fragor, med fullt
beaktande av Lissabonfordragets ikrafttrédande.
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5. ALTERNATIV
5.1. Alternativ 1: Mjuka atgarder

Detta aternativ skulle huvudsakligen besta av tolkningsmeddelanden fran kommissionen,
tekniska stodinstrument och finansiering — samt atgarder som framjar standardisering
och galvreglering — for att stérka registeransvarigas praktiska genomférande av befintliga
bestammelser och for att ka enskilda personers medvetenhet. Kommissionen skulle féresa
endast mycket begransade lagandringar for att klargora befintliga begrepp i direktivet och
for att inrikta sig pa sarskilda fragor som inte kan hanteras effektivt pa ndgot annat sétt. Detta
alternativ skulle vararelevant endast f6r problem 1 och 2.

De begransade lagandringarna skulle innebdra att man uttryckligen infér principerna om
Oppenhet och uppgiftsminimering samt en réttslig grund for ” bindande foretagsbestammel ser”
for internationella 6verforingar.

5.2. Alternativ 2: En moderniserad réattsig ram

Kommissionen skulle lagga fram lagstiftningsforslag for att ytterligare harmonisera de
materiella reglerna, klargora sarskilda bestdmmelser och undanrdja inkonsekvenser som
orsakats av olika forhallningssétt i medlemsstaterna. Dessa forslag skulle dtgéarda problem 1
och 2 eftersom de dels skulle underlatta datafloden inom EU och fran EU till
tredjelander, dels klargéra och stdrka enskilda personers rattigheter (t.ex. rétten till
tillgang, "rétten att bli bortglomd”, tydligare bestdmmelser om samtycke och om anmélan av
uppgiftsbrott) och forstdrka ansvaret — och “ansvarsskyldigheten” — hos
registeransvariga och registerforare (t.ex. genom att inféra, dar det & lampligt, en
skyldighet att utse uppgiftsskyddsombud eller att utféra konsekvensbedomningar for
uppgiftsskydd). Detta aternativ skulle framforallt skapa en enda kontaktpunkt for
registeransvariga (dvs. en enda lag och en enda tillsynsmyndighet med ansvar for
uppgiftsskydd). Allmanna anméningskrav skulle forenklas (dvs. ”grundldggande
registrering”). Det skulle ocksa starka dataskyddsmyndigheternas oberoende och
harmonisera deras befogenheter. Samarbetet och det 6msesidiga bistandet mellan
dataskyddsmyndigheter skulle stérkas, bland annat med hjélp av en ny "mekanism fér
enhetlighet” som omfattar bade (den nyligen inréttade) ” Europeiska dataskyddsstyrelsen” och
kommissionen.

Néar det gdler uppgiftsskydd inom omrédet polissamarbete och straffréttsigt samarbete
(problem 3) skulle kommissionen lagga fram forslag om att ersétta rambeslutet med ett nytt
instrument med utvidgat tillampningsomrade. Vidare skulle kommissionen ta itu med de
storsta bristerna och felen, for att bade starka enskilda personers réttigheter och underlé&tta
samarbetet mellan brottsbek&mpande myndigheter, samtidigt som hénsyn tas till sérdragen
hos brottsbekampningssektorn.

5.3. Alternativ 3: Detaljerad lagstiftning pa EU-niva

Detta alternativ skulle omfatta de flesta indlagen i alternativ 2 samt mycket mer detaljerad
EU-lagstiftning, daribland  sektorsspecifik  lagstiftning (t.ex. inom hdso- och
sjukvardsomradet), och en centraliserad tillsynsstruktur pa EU-niva (dvs. inréttandet av en
EU-myndighet for dataskydd). Det skulle ocksd innebdra undanréjande av alménna
anmalningskrav (utom for férhandskontroll av behandling som medfor risker), inréttande av
ett EU-omfattande certifieringssystem for processer och produkter som uppfyller
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uppgiftsskyddsbestammelserna  samt faststéllande av harmoniserade EU-omfattande
straffréttsliga pafoljder for brott mot bestammelserna om uppgiftsskydd. Samtycke skulle
definieras som " huvudsaklig grund” for databehandling.

Betréffande polissamarbete och straffréttsligt samarbete skulle aternativet, utbver de
materiella dtgarder som ingar i alternativ 2, omfatta faststéllande av detaljerade bestammel ser
for enskilda personers rétt till tillgang (alltid direkt). Det skulle ocksa innebéra andringar av
relevanta bestammelser i alla befintliga instrument som tidigare omfattades av den
tredje pelaren, sd att de anpassas fullt ut till de nya och utvidgade harmoniserade
bestdmmel serna.

6. K ONSEK VENSBEDOMNING
6.1. Alternativ 1: Mjuka atgarder

Kommissionens tolkningsmeddelanden om bestdmmelser i direktivet skulle inte vara
bindande och skulle dérfér ha endast begransad inverkan nar det galler att minska
r attsosaker heten och kostnader na. Mer sjavreglering pad EU-niva skulle kunna bidra till att
ge storre réttslig klarhet for registeransvariga inom vissa sektorer, men det skulle inte vara
tillrackligt for att sdkerstdlla en effektiv och enhetlig tillampning av bestdmmelserna i
avsaknad av en underliggande tydlig och harmoniserad réttslig ram pa EU-niva

M edvetandehdjande kampanjer skulle hjalpa de enskilda att fa béttre kunskap om sina
réttigheter avseende uppgiftsskydd och att béttre forsta hur man praktiskt kan utéva dessa
réttigheter. Detta & emellertid inte tillrackligt for att enskilda personer ska kunna ta reda pa
vilka réttigheter de har om dessa réttigheter inte & klart definierade i lagen. Fortydligad
lagstiftning avseende principerna om ppenhet, uppgiftsminimering, adekvat skyddsniva och
bindande féretagsbestammelser skulle 6ka harmoniseringen och réttssakerheten for enskilda
och foretag.

Nar det galler tillsynen skulle meddelanden fran kommissionens inte undanrdja
medlemsstaternas  motvilja mot att andra nationella bestammelser for att ge
dataskyddsmyndigheter storre oberoende och harmoniserade befogenheter. Forbéttrad
samordning av artikel 29-gruppen och utbyten mellan dataskyddsmyndigheter skulle ha en
positiv inverkan pa ett mer enhetligt genomférande av bestammelserna. Kvarstdende
skillnader mellan nationella lagar och mellan tolkningar av dessa skulle emellertid
begransa effekten av ett forbattrat samarbete mellan dataskyddsmyndigheter.

De forvantade finansiella och ekonomiska konsekvenserna av detta alternativ ar
begr ansade, och de konstaterade problemen skulle i stort sett forbli ol Gsta.

6.2. Alternativ 2. En moderniserad réttsligram

Rattsosakerheten for privata foretag och offentliga myndigheter kommer att minskas
avsevart. Problematiska bestémmelser kommer att fortydligas och enhetligheten kommer att
forbéttrastill f6ljd av det minskade tolkningsutrymmet och till foljd av genomférandedtgéarder
och/eller delegerade akter som antas av kommissionen.

Genom att den almanna anmédlan av uppgiftsbehandling ersdtts med ett forenklat
harmoniserat "registreringssystem”, samtidigt som man behaller férhandskontroller for
kansliga uppgifter och fér behandling som medfor risker, befrias registeransvariga fran en
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skyldighet som for narvarande genomfors pa olika sétt. Ett stérkt ansvar for registeransvariga
och registerforare genom inférande av — i vissa fall och med tydligt definierade och bestdmda
troskelvarden — uppgiftsskyddsombud och konsekvensbeddmningar avseende uppgiftsskydd,
och genom inférande av principen om inbyggt uppgiftsskydd, kommer att gora det |attare att
sakerstélla och pavisa efterlevnaden av reglerna.

Preciseringar och forenklingar av bestdmmelserna — en enda lag for hela EU och en
enda kontaktpunkt for tillsyn over uppgiftsskyddet — kommer att starka den inre
marknaden bland annat genom att skillnaderna undanr¢jas i dataskyddsmyndigheternas
administrativa formaliteter. Enbart vad géller administrativa bordor kommer detta att gora det
mojligt sammanlagt spara ca 2,3 miljarder euro per &.

Enhetligt genomforande framjas ocksa genom att dataskyddsmyndigheternas befogenheter
stérks och harmoniseras och genom att ett starkt samarbete skapas och en mekanism for
Omsesidigt bistand for fall som har en EU-dimension, och genom att en harmonisering sker av
vilka dvertradel ser som omfattas av administrativa sanktioner.

En EU-omfattande harmoniserad skyldighet att anméla uppgiftsbrott kommer att
innebara att enskilda personer far battre skydd, att enhetlighet mellan sektorer sakerstélls och
att konkurrensnackdelar undviks.

Registreradesrattigheter och enskilda personers kontroll dver sina egna uppgifter skulle
stérkas betydligt genom inférande av nya réttigheter samt genom att nuvarande réttigheter
forbéttras och ytterligare preciseras. Barn kommer att gynnas av dtgarder som specifikt tar
hénsyn till deras sarbarhet. Sammansutningar kommer att fa storre mojligheter att stodja
registrerade nar de utdvar sina réttigheter, ocksainfor domstol.

Tillampningen av allmanna principer for uppgiftsskydd p& omradet for polissamarbete
och straffrattsligt samarbete skulle forbéttra den Overgripande enhetligheten i EU:s
dataskyddslagstiftning samtidigt som hansyn tastill brottsbek&mpningens inneboende sérdrag.
Enskilda personers réttigheter skulle sarskilt stérkas genom att tillampningsomrédet for
uppgiftsskyddsbestammelser pa detta omréde utvidgas sa att det dven omfattar ”inhemsk”
behandling, genom att villkor faststélls for att sdkerstélla ratten till tilltréde och genom
striktare regler om avgransning av syfte.

Nér det galler finansiella och ekonomiska konsekvenser kommer skyldigheten for stbrre
ekonomiska aktorer (mer an 250 anstdllda) att utse uppgiftsskyddsombud inte att skapa
oproportionerliga kostnader, eftersom uppgiftsskyddsombud redan & vanligt
forekommande i dessa foretag. Kostnaderna for efterlevnaden av reglerna skulle uppga till
320 miljoner euro per ar. Skyldigheten skulle omfatta ett nddvandigt minimisegment av
registeransvariga, eftersom sma och medelstora foretag som regel skulle vara undantagna fran
denna skyldighet, sdvida inte deras uppgiftsbehandling medfér  betydande
uppgiftsskyddsrisker. Offentliga myndigheter och organ skulle fa mdjlighet att utse ett enda
uppgiftsskyddsombud fér flera enheter (t.ex. for flera filialer, avdelningar, kontor), med
beaktande av deras organisatoriska struktur.

Forenklingar av bestdmmelserna for internationella dverforingar (t.ex. genom att utvidga
tillampningsomrédet for "bindande foretagsbestammelser”) skulle ocksd ha en positiv
inverkan pa EU-foretags internationella konkurrenskraft.
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En forstarkning av dataskyddsmyndigheternas oberoende och befogenheter, tillsammans med
medlemsstaternas skyldighet att férse dem med tillrackliga resurser, skulle medféra ytterligare
kostnader for myndigheter som fér nérvarande inte har |ampliga befogenheter och tillrackliga
resurser.

Det nya samarbetet och mekanismen for émsesidigt bistand mellan dataskyddsmyndigheter
skulle ocksa medfdra ytterligare kostnader for nationella dataskyddsmyndigheter och
Europeiska datatillsynsmannen. Exempelvis & det sannolikt att de ytterligare arbetsuppgifter
som Europeiska datatillsynsmannen far for att tillhandahdla sekretariatet for Europeiska
dataskyddsstyrelsen — som ersétter artikel 29-gruppen — och sarskilt for sin medverkan i
mekanismen for enhetlighet, kommer att kréva en 6kning av dess nuvarande resurser med
ytterligare 3 miljoner euro per & i genomsnitt under de forsta sex aren, inbegripet medel for
ytterligare 10 tjanster.

6.3. Alternativ 3: Detaljerad lagstiftning pa EU-niva

Om ytterligare detaljerade bestammelser, aven sektorsspecifika, 1aggs till utéver dtgarderna
enligt alternativ 2, skulle detta minska skillnaderna mellan medlemsstaterna maximalt.
Eventuellt f& medlemsstaterna emellertid da inte tillrackligt utrymme for att kunna ta hansyn
till nationella sérdrag.

Avskaffas anmédningar helt — utom i samband med forhandskontroller — fdrenklas
lagstiftningen avsevért och administrationen minskar.

Inrdttas en dataskyddsstyrelse pa EU-niva skulle tillsynen bli mycket enhetligare och
bristande samstammighet atgardas i fall med en klar EU-dimension, men en sadan styrelses
befogenheter skulle kunna vara altfor vittgdende for EU-lagstiftningen. Detta skulle dock
vara mycket kostsamt for EU:s budget. Harmoniserade straffréttsliga pafoljder skulle ocksa
bidra till en enhetlig tillsyn, men skulle ocksa vara forenade med ett kraftigt motstand fran
medlemsstaternas sida.

De registrerades réttigheter, inte minst barns réttigheter, skulle stérkas ytterligare, t.ex. genom
att definitionen av kansliga uppgifter utvidgas till att &ven omfatta personuppgifter om barn
samt biometriska och finansiella uppgifter. Inforandet av en rétt till kollektiv talan skulle
innebéra att rattigheterna kan maximeras genom réttsprocesser. En EU-harmonisering av
nivan vad gdller pafoljder, bl.a. straffréttsliga pafoljder, skulle stéarka enskildas réttigheter
ytterligare.

Konkreta andringar av allainstrument sa att de allménna uppgiftsskyddsbestdmmel serna dven
omfattar omradet for polissamarbete och straffréttsligt samarbete skulle inverka positivt pa
bestdmmelsernas enhetlighet pa detta omrade och starka enskildas réttigheter. Ett sadant
radikalt tillvagagangssatt skulle dock stéta pa motstand fran medlemsstaternas sida och vara
svart att drivaigenom politiskt.

1. JAMFORELSE AV ALTERNATIVEN

Alternativ 1 skulle innebéra |&ga kostnader for regelefterlevnad och administration, sarskilt
for privata registeransvariga, eftersom den storsta delen av merkostnaderna skulle béras av
nationella myndigheter och EU-myndigheter. Samtidigt skulle detta aternativ ha en
begransad positiv inverkan pa de problem som identifierats och de uppstéllda politiska
malen.
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Nér det gdller i vilken utstréckning detta alternativ & politiskt genomforbart skulle det, &ven
om forslagen nu inte & kontroversiella, sannolikt métas av motstand bland ber6rda parter
darfor att det bara i begrénsad omfattning l6ser problemen. Det skulle inte heller betraktas
som tillrackligt ambitiost.

Alternativ 2 kommer att leda till att fragmentering och réattsosdkerhet minskar avsevart.
Det forvantas i mycket hogre grad |6sa de identifierade problemen och bidra till att de
politiska malen uppfylls. De kostnader for efterlevnad och administration som &r
forknippade med detta alternativ vantas bli rimliga mot bakgrund av den nytta som
astadkoms och besparingarna for administration pa omkring 2,3 miljarder euro per ar.
Detta @& mycket viktigt for foretagen. Detta alternativ kommer att sékerstélla en béttre och
mer enhetlig tillsyn totalt sett. Om anmaéalningar avskaffas och ett mycket enklare system med
basregistrering infors skulle detta &ven forenkla lagstiftningen och minska den administrativa
bordan.

Nér det géller berdrda parters acceptans torde detta alternativ generellt sett mottas positivt av
de ekonomiska aktérerna och offentliga myndigheter, eftersom det skulle minska deras
kostnader for efterlevnaden av reglerna, sarskilt de kostnader som uppstér pa grund av de
nuvarande disparata bestdmmelserna. Alla som arbetar med uppgiftsskydd och inte minst
dataskyddsmyndigheterna skulle vadkomna ett forstarkt uppgiftsskydd. Vad betréffar det
tredje allméanna malet skulle detta aternativ bidra till att uppfylla malet om att se till att
uppgiftsskyddsbestammelserna  blir mer samstammiga och enhetliga pa omradet
polissamarbete och straffrattsigt samarbete genom att rambeslutet upphévs och
uppdateras i Gverensstammelse med Lissabonfordraget, sa att bristerna i detta atgardas, i
synnerhet genom att tillampningsomradet utvidgastill att omfatta”inhemsk” behandling.

Alternativ 3 innehdller de flesta av de atgéarder som ingédr i alternativ 2, men & pa flera
punkter mer omfattande. Det skulle darfor fa stor och positiv inverkan nar det galler bade
att minska de kostnader som ar férknippade med den fragmenter ade lagstiftningen och
att starka enskildas rattigheter. Det skulle dessutom maximera enhetligheten i fraga om
uppgiftsskyddsbestammelserna inom den tidigare tredje pelaren och h¢ja standarderna for
uppgiftsskydd pa det omrédet. Vissa dtgarder som ingdr i detta alternativ & dock antingen
forknippade med alltfér hoga kostnader for regelefterlevnaden eller kommer sannolikt
att stéta pa stort motstand fran berorda parters sida. Det skulle dessutom bli mycket
komplicerat och vara politiskt kontroversiellt att samtidigt andra alla instrument inom den
tidigare tredje pelaren.

Rekommender at alter nativ

Det alternativ som féredras &r alternativ 2 kombinerat med
- att anmalningsplikten avskaffas sa som angesi alternativ 3, och

- att vissa "mjuka’ atgarder fran alternativ 1 vidtas, namligen att integritetsframjande
teknik och certifieringssystem uppmuntras och att medvetandehdjande kampanjer
genomfors.

Med det rekommenderade alternativet ar det mest sannolikt att de politiska mal som stéllts
upp uppnas utan altfor hoga kostnader for regelefterlevnaden, samtidigt som den
administrativa bordan minskar betydligt.
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De skarpta uppgiftsskyddsbestdmmelserna vantas leda till vissa ytterligare kostnader for
efterlevnaden av reglerna, i synnerhet for registeransvariga som har hand om
uppgiftsbehandling som medfor risker. Ett starkt uppgiftsskydd kan dock innebdra en
konkurrensfordel for EU:s ekonomi, eftersom ett starkt skydd och det forhallandet att antal et
Overtrédelser av uppgiftsskyddet vantas minska kan oka konsumenternas fortroende. Om
foretagen maste uppfylla hoga krav pd uppgiftsskydd kan detta dven leda till Iangsiktiga
forbéttringar for de europeiska féretagen, som kan bli vérldsedande inom
integritetsframjande teknik och ldsningar for inbyggt integritetsskydd, vilket kan locka
foretag, arbetstillfallen och kapital till EU.

For foretag som bedriver verksamhet pa EU:s inre marknad kommer den ©kade
harmoniseringen dessutom att leda till att gransdverskridande behandling av personuppgifter
blir enklare och billigare. Dessa foretag vantas darigenom fa avsevérda incitament att
expandera 6ver granserna och dra nytta av de fordelar som den inre marknaden innebér, vilket
bade konsumenterna och den europeiska ekonomin som helhet vinner pa.

Det rekommenderade alternativet utgor en balanserad |6sning &ven pa problem 3, eftersom det
innebar att enskildas rattigheter starks, brister agardas och den bristande enhetligheten
minskar nér det géller uppgiftsskydd pa omradet polissamarbete och straffréttsligt samarbete,
samtidigt som tillsynsmyndigheternas samarbete underléttas och sektorns sérdrag och
operativa behov respekteras.

8. OVERVAKNING OCH UTVARDERING

Overvakningen och utvérderingen av konsekvenserna av det rekommenderade alternativet
kommer att inriktas pa aspekter som t.ex. anvandningen av de nya instrument som infors
genom reformen, de nationella dataskyddsmyndigheternas befogenheter och resurser,
pafoljder som utdoms for Overtradelser av dataskyddslagstiftningen, de registeransvarigas
kostnader for regelefterlevnaden och den tid de méaste lagga pa detta samt utvecklingen av de
enskildas fortroende for skyddet av deras personuppgifter painternet.
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