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RECOMANDAREA (UE) 2023/2425 A COMISIEI
din 20 octombrie 2023

privind coordonarea raspunsurilor la incidente, in special la cele survenite ca urmare a diseminarii de
continut ilegal, inainte de aplicarea deplini a Regulamentului (UE) 2022/2065 al Parlamentului
European si al Consiliului (,,Regulamentul privind serviciile digitale”)

[notificatd cu numdrul C(2023) 7170]

COMISIA EUROPEANA,

avand in vedere Tratatul privind functionarea Uniunii Europene, in special articolul 292,

intrucat:

(1)

Traversim o perioadd fard precedent, marcatd de conflicte si instabilitate, ca urmare a razboiului de agresiune al
Rusiei impotriva Ucrainei si a atacului terorist al Hamas in Israel. Acoperirea largd a platformelor de comunicare
sociald face ca violenta si rizboaiele si reverbereze tot mai mult in mediul online din Uniune. Acest lucru a avut
drept consecintd o crestere fird precedent a continutului ilegal si ddundtor care este diseminat online, inclusiv a
actiunilor coordonate de rdspandire a dezinformarii si a informdrii gresite in intreaga Uniune in legdturd cu astfel de
crize internationale.

Platformele online, in special, au un rol important in diseminarea informatiilor in intreaga Uniune. Pe de o parte,
platformele online sunt canale esentiale de comunicare pentru cetdtenii Uniunii §i pot furniza informatii utile
guvernelor si autoritdtilor publice. Acestea faciliteazd dezbaterea publici si diseminarea informatiilor, a opiniilor si a
ideilor citre public si influenteazd modul in care cetdtenii obtin si comunicd informatii online. Pe de altd parte,
platformele online pot fi utilizate in mod abuziv ca mijloc de diseminare si amplificare a continutului ilegal sau
diundtor in mediul online.

Prin Regulamentul (UE) 2022/2065 al Parlamentului European si al Consiliului (), Uniunea a stabilit norme
inovatoare de asigurare a securitdtii mediului sdu informational, protejand libertatile informationale vitale, in special
in perioadele de conflict, dar impunand, totodatd, obligatia ludrii unor masuri eficace ca raspuns la diseminarea de
continut ilegal online si la amenintdrile la adresa discursului civic, a alegerilor si a securitdtii publice. Regulamentul
respectiv contribuie la buna functionare a pietei interne a serviciilor intermediare prin stabilirea unor norme
armonizate pentru un mediu online sigur, previzibil §i de incredere, care sd faciliteze inovarea si in care drepturile
fundamentale consacrate in Carta drepturilor fundamentale a Uniunii Europene si fie protejate in mod eficace ().

Regulamentul face acest lucru in special prin impunerea unor obligatii specifice de diligentd adaptate anumitor
categorii de furnizori de servicii intermediare si prin instituirea unei structuri de guvernantd care si asigure
cooperarea si coordonarea intre autoritdtile competente ale statelor membre si Comisie in ceea ce priveste
monitorizarea §i asigurarea respectdrii obligatiilor respective, inclusiv posibilitatea de a elabora protocoale pentru
situatii de crizi in temeiul articolului 48.

Desi Regulamentul (UE) 20222065 se va aplica integral numai din data de 17 februarie 2024, acesta se aplicd deja
furnizorilor de platforme online i furnizorilor de motoare de cdutare online pe care Comisia le-a desemnat la
25 aprilie 2023 drept ,platforme online foarte mari” si ,motoare de cdutare online foarte mari” in temeiul
articolului 33 alineatul (4) din regulamentul mentionat (*). Desi data pand la care statele membre trebuie si isi

(") Regulamentul (UE) 2022/2065 al Parlamentului European si al Consiliului din 19 octombrie 2022 privind o piatd unicd pentru
serviciile digitale si de modificare a Directivei 2000/31/CE (Regulamentul privind serviciile digitale) JO L 277, 27.10.2022, p. 1).

() Articolul 1 alineatul (1) din Regulamentul (UE) 2022/2065.

() Lista serviciilor desemnate a fost publicatd in Jurnalul Oficial al Uniunii, in temeiul articolului 33 alineatul (6) din Regulamentul (UE)

2065 (JO C 249, 14.7.2023, p. 2).
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indeplineascd obligatia de a-si desemna coordonatorii serviciilor digitale si alte autoritdti nationale competente
responsabile cu monitorizarea si asigurarea respectarii Regulamentului (UE) 2022/2065 este 17 februarie 2024 (%),
Comisia poate deja si isi exercite competentele de asigurare a respectirii normelor care i-au fost incredintate in
temeiul capitolului IV sectiunea 4 din regulamentul respectiv in ceea ce priveste platformele online foarte mari si
motoarele de ciutare online foarte mari pe care le-a desemnat la data de 25 aprilie 2023 (%).

Cu toate acestea, pentru a putea monitoriza si asigura respectarea Regulamentului (UE) 2022/2065 in mod eficace in
ceea ce priveste platformele online foarte mari si motoarele de ciutare online foarte mari desemnate, Comisia are
nevoie de asistenta §i cooperarea activi a autoritdtilor nationale ale statelor membre. in mai multe cazuri,
dispozitiile capitolului IV sectiunea 4 din regulamentul mentionat impun in mod explicit Comisiei sd coopereze cu
Comitetul european pentru servicii digitale (,comitetul”) (°), cu coordonatorii serviciilor digitale si cu alte autoritati
nationale competente cdrora statele membre intentioneazd si le incredinteze sarcina de a monitoriza §i a asigura
respectarea regulamentului respectiv pe teritoriul lor.

Faptul cd mai multe state membre incd nu si-au desemnat coordonatorii serviciilor digitale §i cd nu a fost incd
instituit comitetul complici monitorizarea si asigurarea respectdrii regulamentului respectiv de citre Comisie,
inainte de intrarea sa deplind in vigoare, in ceea ce priveste platformele online foarte mari i motoarele de cdutare
online foarte mari desemnate cirora li se aplicd deja Regulamentul (UE) 2022/2065 (). Cu toate acestea, Comisia
este hotdratd si asigure eficacitatea deplind a regulamentului mentionat in ceea ce priveste furnizorii acestor servicii.

Pand la data adoptdrii prezentei recomanddri, mai putin de 10 % din statele membre isi desemnaserd deja in mod
oficial coordonatorul serviciilor digitale. In multe state membre, ins4, autorititile de reglementare existente au fost
identificate cu titlu preliminar ca fiind cele care isi vor asuma rolul de coordonator al serviciilor digitale si au fost
iniiate procesele legislative nationale in acest sens. in acest scop, Comisia incurajeaz statele membre ca, pand cand
structura de guvernantd previzutd de Regulamentul (UE) 20222065 va fi pe deplin operationald, si numeascd o
autoritate independentd care si facd parte dintr-o retea informald de viitori coordonatori ai serviciilor digitale,
intrucat rolul lor este esential in identificarea si abordarea incidentelor, in special a celor survenite ca urmare a
disemindrii de continut ilegal, ce prezintd un risc clar de intimidare a unor grupuri ale populatiei si un risc de
destabilizare a structurilor politice si sociale din Uniune sau din parti ale acesteia, inclusiv a celor care risci si ducd
la o amenintare gravi la adresa securitdtii publice sau a sdnatdtii publice in Uniune sau in parti semnificative ale
acesteia. Acestea sunt incurajate si se intalneascd periodic intre ele si cu Comisia in cadrul unei retele informale
pentru a discuta despre astfel de incidente survenite ca urmare a disemindrii de continut ilegal pe platformele online
foarte mari si prin intermediul motoarelor de ciutare online foarte mari cirora li se aplicd deja regulamentul
mentionat. Astfel de incidente pot include, in special, diseminarea de continut ilegal in legiturd cu conflicte
internationale, acte de terorism, urgente de sdnitate publicd, procese electorale etc.

Comisia recomandd, de asemenea, organizarea unor reuniuni specifice atunci cand are loc un incident, pentru a se
asigura un rdspuns flexibil, coordonat i proportional in lumina aplicirii Regulamentului (UE) 2022/2065 de citre
furnizori, precum si intre institutiile Uniunii §i statele membre, pentru a rationaliza comunicarea in situatiile de
urgentd si a permite o constientizare pe scard largd a situatiei.

A se vedea articolul 49 alineatul (3) din Regulamentul (UE) 2022/2065.

In temeiul articolului 56 alineatul (2) din Regulamentul (UE) 2022/2065, Comisia are competenta exclusivi de a monitoriza si a
asigura respectarea capitolului III sectiunea 5 din Regulamentul (UE) 2022/2065, care contine obligatii de diligentd suplimentare
aplicabile platformelor online foarte mari si motoarelor de cdutare online foarte mari desemnate. in temeiul articolului 56 alineatul (3)
din regulamentul mentionat, Comisia are, de asemenea, competenta de a monitoriza §i a asigura respectarea obligatiilor de diligentd
prevazute in regulamentul respectiv, altele decat cele din capitolul III sectiunea 5 din regulament, care le revin furnizorilor de
platforme online foarte mari si furnizorilor de motoare de ciutare online foarte mari.

Conform articolului 61 din Regulamentul (UE) 2022/2065, comitetul este un grup consultativ independent, alcituit din coordonatorii
serviciilor digitale, care supravegheaza furnizorii de servicii intermediare.

In temeiul articolului 63 din Regulamentul (UE) 2022/2065, printre atributiile comitetului se numari consilierea Comisiei si a
coordonatorilor serviciilor digitale cu privire la masurile adecvate de investigare si de asigurare a respectdrii normelor, mai ales in ceea
ce priveste furnizorii de platforme online foarte mari sau furnizorii de motoare de cdutare online foarte mari si tindnd seama, in
special, de libertatea de a presta servicii in intreaga Uniune a furnizorilor de servicii intermediare.
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JO L, 26.10.2023

RO

(10)

(11)
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De asemenea, statele membre sunt incurajate si sprijine Comisia sd isi indeplineascd sarcina de monitorizare si de
asigurare a respectdrii Regulamentului (UE) 2022/2065 in ceea ce priveste platformele online foarte mari si
motoarele de ciutare online foarte mari desemnate. In acest context, statele membre sunt incurajate si strangd
dovezi cu privire la diseminarea de continut ilegal prin intermediul platformelor online foarte mari i al motoarelor
de cdutare online foarte mari pe teritoriul lor si si comunice dovezile respective Comisiei, astfel incat aceasta sd
poatd lua masuri corespunzitoare si rapide ca rdspuns la un astfel de continut.

Regulamentul (UE) 2022/2065 nu stabileste dacd un anumit tip de continut se califici drept continut ilegal.
Caracterul ilegal al continutului este stabilit de legislatia nationald sau, in cazul in care dispozitiile in acest domeniu
au fost armonizate, de normele europene. Mai multe acte legislative ale Uniunii prevdd un cadru juridic pentru
anumite tipuri specifice de continut ilegal care sunt prezentate si diseminate online §i armonizeaza la nivelul intregii
Uniuni ceea ce trebuie considerat ilegal. In special, Directiva (UE) 2017/541 a Parlamentului European si a
Consiliului (%) stabileste norme minime privind definirea infractiunilor si a sanctiunilor in domeniul infractiunilor
de terorism, al infractiunilor legate de grupuri teroriste si al infractiunilor legate de activitdti de terorism, precum si
mdsuri de protectie, de sprijin si de asistentd a victimelor actelor de terorism.

In plus, Regulamentul (UE) 2021/784 al Parlamentului European si al Consiliului (°) defineste in mod specific ceea ce
constituie ,continut online cu caracter terorist”, si anume: materialele care instigd la sdvarsirea unei infractiuni de
terorism, care glorificd actele teroriste, care pledeazd pentru sdvarsirea unor astfel de infractiuni, care solicitd
savarsirea, contribuirea sau participarea la activititi legate de infractiuni de terorism, care oferd instructiuni cu
privire la fabricarea anumitor tipuri de arme in scopul savarsirii infractiunii de terorism sau care constituie o
amenintare de sivarsire a unei infractiuni de terorism. Acesta oferd, de asemenea, cadrul juridic necesar pentru ca
statele membre sd transmitd ordine de eliminare a continutului ilegal furnizorilor de servicii de gdzduire,
obligandu-i sd elimine continutul in termen de o ord. Regulamentul mentionat le impune, de asemenea, furnizorilor
de servicii de gdzduire obligatia de a pune in aplicare masuri specifice pentru a impiedica utilizarea serviciilor lor in
cazul expunerii lor la continut cu caracter terorist.

In mod similar, Decizia-cadru 2008/913/JAI a Consiliului (**) le impune statelor membre si incrimineze o serie de
comportamente intentionate legate de incitarea publicd la violentd sau la urd impotriva unui grup de persoane sau a
unui membru al unui astfel de grup definit pe criterii de rasd, culoare, religie, descendentd sau origine nationald ori
etnici. Aceasta le impune, de asemenea, statelor membre si incrimineze comportamentul intentionat care consta in
apologia, negarea sau minimizarea vaditd a crimelor de genocid, a crimelor contra umanitatii, a crimelor de razboi si
a crimelor impotriva pdcii sdvarsite impotriva unui grup de persoane sau a unui membru al unui astfel de grup
definit pe criterii de ras3, culoare, religie, descendentd sau origine nationald ori etnici atunci cAnd comportamentul
respectiv este susceptibil sd incite la violentd sau la urd impotriva unui astfel de grup sau a unui membru al unui
astfel de grup.

Comisia reaminteste, de asemenea, faptul ci este deja posibil ca autoritdtile nationale competente si emitd ordine de
incetare Impotriva furnizorilor de servicii intermediare ale ciror servicii sunt utilizate pentru a disemina continut
ilegal online. In contextul actual, este crucial ca autorititile nationale competente s3 identifice rapid un astfel de
continut online ilegal si s3 emitd rapid ordine de eliminare a acestuia in temeiul sistemelor lor nationale. Articolul 9
din Regulamentul (UE) 2022/2065 clarifica faptul ci astfel de ordine pot fi emise la nivel transfrontalier. Avand in
vedere riscul de incidente, este extrem de important ca autorititile competente si stringd toate dovezile necesare
pentru a putea lua misuri eficace impotriva amplificdrii continutului ilegal online legat de infractiuni care sunt
adesea ingrozitoare §i a putea utiliza competentele care le sunt conferite de diferitele instrumente ale dreptului
Uniunii pentru a combate continutul ilegal.

Multitudinea actelor legislative nationale si ale Uniunii si diferitele forme de coordonare in ceea ce priveste
continutul ilegal sporesc necesitatea asigurdrii coordondrii intre statele membre in etapa premergitoare aplicdrii
depline a Regulamentului (UE) 2022/2065. Luarea de mdsuri rapide si coordonate este esentiald pentru a preveni
circulatia online a continutului ilegal, in special a continutului cu caracter terorist si a discursurilor ilegale de
incitare la urd, inclusiv pentru a nu permite ca acestea si devind virale. Necoordonarea actiunilor intreprinse la nivel

() Directiva (UE) 2017/541 a Parlamentului European si a Consiliului din 15 martie 2017 privind combaterea terorismului si de inlocuire
a Deciziei-cadru 2002/475[JAl a Consiliului si de modificare a Deciziei 2005/671[JAl a Consiliului (O L 88, 31.3.2017, p. 6).

() Regulamentul (UE) 2021784 al Parlamentului European si al Consiliului din 29 aprilie 2021 privind prevenirea diseminarii
continutului online cu caracter terorist O L 172, 17.5.2021, p. 79).

(") Decizia-cadru 2008/913[JAI a Consiliului din 28 noiembrie 2008 privind combaterea anumitor forme si expresii ale rasismului si
xenofobiei prin intermediul dreptului penal (JO L 328, 6.12.2008, p. 55).
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national pentru a contracara amplificarea continutului ilegal online poate spori riscul de fragmentare si insecuritate
juridicd, poate spori frictiunile si impiedica un rispuns rapid. in plus, astfel cum se recunoaste in Regulamentul
(UE) 2022/2065, Comisia este mai in mdsurd sd asigure respectarea regulamentului mentionat in ceea ce priveste
furnizorii de platforme online foarte mari si furnizorii de motoare de ciutare online foarte mari. in acest sens, este
de dorit ca statele membre sd actioneze in mod coordonat in sprijinul oricdror actiuni de asigurare a respectdrii
normelor pe care Comisia le poate intreprinde atunci cind isi exercitd competentele prevdzute in capitolul IV
sectiunea 4 din Regulamentul (UE) 2022/2065.

Comisia reaminteste, de asemenea, cd existd mai multe cadre de cooperare voluntard care abordeazd problema
disemindrii de continut ilegal online.

Pentru a preveni diseminarea virald online a continutului ilegal, in special a continutului cu caracter terorist i a
discursurilor ilegale de incitare la urd, este esential s se ia masuri rapide si coordonate in situatii de criza. Protocolul
UE pentru situatii de criz, elaborat in 2019 in contextul Forumului UE pentru internet si actualizat in 2023,
prevede un mecanism voluntar care asigurd un raspuns transfrontalier coordonat si rapid al furnizorilor de servicii
online si al autoritdtilor de aplicare a legii in cazul suspectdrii unei crize in spatiul online cauzate de un act terorist
sau extremist violent. Protocolul UE pentru situatii de crizd stabileste procedurile, rolurile si responsabilitatile
actorilor-cheie, in special pentru a impiedica perturbarea investigatiilor si pentru a asigura stringerea dovezilor si se
bazeazd pe cooperarea voluntard intre membrii Forumului UE pentru internet. Statele membre pot activa protocolul
in consultare cu Unitatea UE de semnalare a continutului online (IRU) din cadrul Europol. EU IRU are un rol de prim-
plan in asigurarea coordondrii intre autorititile nationale de aplicare a legii si furnizorii de servicii online.
Conservarea continutului eliminat este, de asemenea, esentiald pentru a permite reintroducerea continutului
eliminat in mod nejustificat si protejarea libertitilor fundamentale.

In contextul Codului de conduiti privind combaterea discursurilor de incitare la urd in mediul online, principalele
platforme de comunicare sociald, dintre care unele au fost desemnate drept platforme online foarte mari in temeiul
Regulamentului (UE) 2022/2065, s-au angajat sd evalueze si, dacd este necesar, si elimine continuturile care constau
in discursuri de incitare la urd ce le-au fost notificate, in majoritatea cazurilor in 24 de ore; respectarea acestei
obligatii este evaluatd de o regea de notificatori de incredere. Comisia si semnatarii revizuiesc in prezent Codul de
conduitd, tot in contextul intrdrii in vigoare a articolului 45 din Regulamentul (UE) 2022/2065, pentru a introduce
o serie de angajamente care pot contribui la atenuarea riscurilor sistemice si la anticiparea amenintarii reprezentate
de aparitia unui val de discursuri ilegale de incitare la urd inainte ca respectivul continut si devind viral online.

Regulamentul (UE) 2022/2065 prevede mecanisme de coordonare pentru a rispunde in situatii de urgenta. Insa, asa
cum o demonstreazi evenimentele recente, suntem deja martorii unor circumstante extraordinare care afecteazd
spatiul digital european, si aceasta inainte de data de 17 februarie 2024. Astfel de circumstante extraordinare,
declansate de anumite incidente sau crize survenite ca urmare a disemindrii de continut ilegal, prezintd un risc clar
de intimidare a anumitor grupuri ale populatiei si de destabilizare a structurilor politice si sociale din Uniunea
Europeand in ansamblul sdu sau din pdrti ale acesteia. Aceastd situatie necesitd o actiune coordonatd la nivelul
Uniunii acum, cu mult inainte de data aplicdrii dispozitiilor relevante din Regulamentul (UE) 2022/2065 (si anume
17 februarie 2024).

In ceea ce priveste astfel de amenintari care necesitd un raspuns urgent, actiunile intreprinse la nivel national pentru
a contracara amplificarea continutului ilegal online pot risca si nu fie coordonate, sd sporeascd fragmentarea si
insecuritatea juridica, si sporeascd frictiunile si sa impiedice un raspuns rapid. In plus, astfel cum se recunoaste in
Regulamentul (UE) 2022/2065, Comisia este mai in masurd sd asigure respectarea dispozitiilor regulamentului din
perspectiva aplicdrii sistemice a normelor de citre furnizorii de platforme online foarte mari si furnizorii de
motoare de cidutare online foarte mari. in lumina acestor considerente, statele membre ar trebui incurajate si
actioneze in mod coordonat in sprijinul eventualelor actiuni de asigurare a respectirii normelor pe care Comisia le
poate intreprinde in contextul exercitdrii rolului sdu prevdzut in Regulamentul (UE) 2022/2065.

Este important ca autoritdtile de aplicare a legii sd fie implicate in planificarea raspunsului la nivel national de
combatere a continutului ilegal, astfel incat masurile deja intreprinse sau cele avute in vedere sd nu interfereze cu
activitatea acestora, in special atunci cind existd o amenintare iminenta la adresa vietii.

Avand in vedere perioada fird precedent, marcati de conflicte si instabilitate, pe care o traverseazd in prezent
Uniunea, prezenta recomandare stabileste mecanisme de pregitire, cooperare si coordonare intre Comisie si statele
membre in perioada de dinainte de data de la care Regulamentul (UE) 2022/2065 va deveni pe deplin aplicabil, si
anume 17 februarie 2024, intr-un spirit de cooperare loiald, pentru a permite o tranzitie rapidd citre aplicarea
regulamentului respectiv §i pentru a asigura eficacitatea deplind a acestuia incd de la inceput. Prezenta recomandare
nu isi propune sd inlocuiascd sau si completeze mecanismele de asigurare a respectdrii normelor si cadrul de
obligatii care sunt prevdzute in Regulamentul (UE) 2022/2065.

ELL http://data.europa.eu/elijreco/2023/2425/oj
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Comisia va evalua experienta dobanditi in aplicarea prezentei recomandari la momentul expirdrii acesteia, si anume
atunci cand Regulamentul (UE) 2022/2065 va deveni pe deplin aplicabil.

Prezenta recomandare ar trebui si se aplice pand la 17 februarie 2024,

ADOPTA PREZENTA RECOMANDARE:

OBIECTIVUL RECOMANDARII

Prezenta recomandare incurajeazd statele membre si raspundd in mod coordonat si consecvent, inainte de data de
17 februarie 2024, la incidentele, in special cele survenite ca urmare a disemindrii de continut ilegal, ce prezintd un risc

clar

de intimidare a anumitor grupuri ale populatiei si de destabilizare a structurilor politice si sociale din Uniune sau din

parti ale acesteia, inclusiv cele care risci sd ducd la o amenintare grava la adresa securititii publice sau a sdndtatii publice in
Uniune sau in pdrti semnificative ale acesteia, pe platformele online foarte mari si motoarele de ciutare online foarte mari
desemnate in temeiul Regulamentului (UE) 2022/2065.

DEFINITII

In sensul prezentei recomandari, se aplicd urmétoarele definitii:

(@)

(b)

,coordonator al serviciilor digitale” inseamnd coordonatorul serviciilor digitale desemnat de fiecare stat membru in
temeiul articolului 49 din Regulamentul (UE) 2022/2065;

,comitet” inseamnd Comitetul european pentru servicii digitale instituit in temeiul articolului 61 din Regulamentul
(UE) 2022/2065;

,platforme online foarte mari” si ,motoare de cdutare online foarte mari” inseamna platformele online si motoarele de
cdutare online desemnate in temeiul articolului 33 alineatul (4) din Regulamentul (UE) 2022/2065.

RECOMANDARI SPECIFICE

Reteaua informald a viitorilor coordonatori ai serviciilor digitale, menitd si asigure cooperarea si
coordonarea inainte de data de 17 februarie 2024

Statele membre sunt incurajate ca, inainte de data de 17 februarie 2024, si isi coordoneze actiunile in raport cu
diseminarea de continut ilegal pe platformele online foarte mari si pe motoarele de ciutare online foarte mari care au
fost deja desemnate in temeiul articolului 33 alineatul (4) din regulamentul mentionat, prin intermediul unei retele
informale (denumitd in continuare ,reteaua informald”).

Statele membre care au numit deja sau cel putin au identificat un coordonator independent al serviciilor digitale in
temeiul articolului 49 din Regulamentul (UE) 2025/2065 sunt incurajate s comunice Comisiei datele de contact ale
autoritdtii responsabile care a fost sau va fi desemnatd. Toate celelalte state membre sunt incurajate si identifice un
astfel de coordonator cat mai curdnd posibil, inclusiv ad-hoc, astfel incat acesta sd poatd participa la reteaua viitorilor
coordonatori ai serviciilor digitale, in conformitate cu punctul 1.

Celelalte state membre sunt incurajate sd numeascd un inalt functionar care s participe la reteaua informald i si
comunice Comisiei datele de contact ale autoritdtii pe care functionarul respectiv o reprezintd si care poate servi drept
punct de contact pand la momentul desemndrii unui coordonator al serviciilor digitale.

Reuniuni specifice pentru coordonarea rispunsurilor

Comisia ar putea convoca reteaua informald a viitorilor coordonatori ai serviciilor digitale din proprie initiativa sau la
recomandarea unuia sau a mai multor membri ai retelei informale a viitorilor coordonatori ai serviciilor digitale. Se
recomandd ca reteaua informald sd coopereze cu Comisia pentru a rispunde, prin organizarea de reuniuni specifice, la
incidentele, in special cele survenite ca urmare a disemindrii de continut ilegal, care prezintd un risc clar de intimidare a
anumitor grupuri ale populatiei si de destabilizare a structurilor politice si sociale din Uniune sau din parti ale acesteia,
inclusiv cele care riscd sd ducd la 0 amenintare gravi la adresa securitdtii publice sau a sdndtatii publice in Uniune sau in
parti semnificative ale acesteia.

ELL http://data.europa.eu/elijreco/2023/2425/0j
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Comisia Incurajeaza statele membre sd participe activ la reuniunile retelei informale.

Rispunsul coordonat de reteaua informald ar putea include urmitoarele instrumente:

Reuniuni periodice de raspuns la incidente

In contextul unor astfel de incidente, Comisia recomanda retelei viitorilor coordonatori ai serviciilor digitale si se
reuneascd la intervale regulate, pentru a avea o intelegere coordonati a evolutiei circumstantelor extraordinare la nivel
national §i pentru a propune un cadru pentru orice actiune ulterioard care ar putea fi consideratd necesard in lumina
circumstantelor extraordinare identificate.

Aceste reuniuni ar trebui sd acopere urmatoarele aspecte:

(@) schimbul de informatii, de bune practici, de metodologii, de sisteme tehnice si instrumente, cu scopul de a sprijini
eforturile de supraveghere a platformelor online foarte mari si a motoarelor de ciutare online foarte mari intr-un
context de crizi;

(b) schimbul de informatii stranse la nivel national de la autorititile nationale competente in ceea ce priveste
identificarea continutului ilegal online legat de situatia de crizd si amplificarea acestuia de citre platformele online
foarte mari si motoarele de cdutare online foarte mari, inclusiv, dacd sunt disponibile, informatii referitoare la
efectul acestui continut asupra opiniei publice locale.

Strangerea de informatii

Reteaua viitorilor coordonatori ai serviciilor digitale ar putea, in misura in care acest lucru este relevant, si furnizeze
informatii utile cu privire la functionarea si modul in care sunt proiectate platformele online foarte mari si motoarele
de ciutare online foarte mari, stranse in exercitarea atributiilor lor §i a competentelor care le-au fost incredintate in
temeiul Regulamentului (UE) 2022/2065 sau de la alte autoritdti competente din statul lor membru.

Sprijinirea Comisiei in ceea ce priveste monitorizarea si asigurarea respectirii Regulamentului
(UE) 2022/2065

Statele membre sunt incurajate ca, inainte de data de 17 februarie 2024, si acorde asistentd Comisiei in exercitarea
competentelor sale previzute in capitolul IV sectiunea 4 din Regulamentul (UE) 2022/2065 in ceea ce priveste
diseminarea de continut ilegal, in raport cu furnizorii de platforme online foarte mari si de motoare de ciutare online
foarte mari care au fost deja desemnate in temeiul articolului 33 alineatul (4) din regulamentul mentionat.

Aceastd asistentd poate consta in:

(a) acordarea de asistentd Comisiei in desfisurarea de interviuri in temeiul articolului 68 din Regulamentul
(UE) 2022/2065;

(b) acordarea de asistentd Comisiei in efectuarea de inspectii pe teritoriul lor in temeiul articolului 69 din
Regulamentul (UE) 2022/2065, in conformitate cu legislatia si procedurile nationale aplicabile.

Incurajarea participirii la cadrele de cooperare voluntari existente

Statele membre sunt incurajate, de asemenea, sd participe la cadrele de cooperare voluntari existente pentru a combate
diseminarea continutului ilegal online. Printre astfel de cadre de cooperare voluntard se numdrd, in special, Protocolul
UE pentru situatii de crizd, care prevede un mecanism voluntar de rdspuns in cazul suspectdrii unei crize in spatiul
online cauzate de un act terorist sau extremist violent. In plus, statele membre sunt incurajate s se coordoneze intre
ele prin intermediul forurilor internationale pentru combaterea terorismului, cum ar fi Apelul de la Christchurch si
Forumul mondial al internetului pentru combaterea terorismului, care este o initiativa a intreprinderilor din sector.
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Perioada de aplicare
13. Prezenta recomandare se aplicd pand la 17 februarie 2024.

14. Prezenta recomandare se adreseazd statelor membre.

Adoptati la Bruxelles, 20 octombrie 2023.

Pentru Comisie
Thierry BRETON
Membru al Comisiei
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