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DOCUMENT DE LUCRU AL SERVICIILOR COMISIEI
REZUMAT AL EVALUARII IMPACTULUI

care insoteste documentul

Regulament al Parlamentului European si al Consiliului privind protectia persoanelor
fizice referitor la prelucrarea datelor cu caracter personal si libera circulatie a acestor
date (Regulament general privind protectia datelor)
si
Directiva a Parlamentului European si a Consiliului privind protectia persoanelor fizice
referitor la prelucrarea datelor cu caracter personal de citre autoritatile competente in
scopul prevenirii, identificarii, investigarii sau urmaririi penale a infractiunilor sau al
executarii pedepselor, precum si libera circulatie a acestor date

1. INTRODUCERE

De la adoptarea, in 1995, a cadrului juridic actual al UE cu privire la protectia datelor,
evolutiile rapide tehnologice si ale mediului de afaceri au adus noi provocéri in ceea ce
priveste protectia datelor cu caracter personal. Amploarea schimbului de date si a colectarii
acestora a crescut in mod semnificativ. Tehnologia permite atit societdtilor private, cat si
autoritatilor publice sa utilizeze datele cu caracter personal la o scara fara precedent pentru a-
si continua activitatile. Din ce in ce mai mult, cetdtenii isi fac publice la nivel mondial
informatiile personale, fard a fi pe deplin constienti de riscurile implicate.

Consolidarea increderii In mediul online este esentiald pentru dezvoltarea economica. Din
cauza lipsei de incredere, consumatori ezitd sa facd cumparaturi online si sd adopte noi
servicii, inclusiv servicii publice de e-guvernare. Dacd nu se raspunde acestei lipse de
incredere, ea va continua si incetineasca dezvoltarea de utilizari inovatoare ale noilor
tehnologii, sd actioneze ca un obstacol in calea cresterii economice si sd impiedice sectorul
public s se bucure de beneficiile potentiale ale digitizarii serviciilor sale.

In plus, prin articolul 16 din TFUE, Tratatul de la Lisabona a creat o bazi juridici noud pentru
o abordare modernizatd si globald a protectiei datelor si a liberei circulatii a datelor cu
caracter personal, care acopera, de asemenea, cooperarea politieneasca si judiciard in materie
penala.

2. DEFINIREA PROBLEMEI

Evaluarea impactului prezinta si analizeaza trei domenii problematice principale:
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2.1. Problema 1: Obstacole pentru intreprinderi si autorititi publice ca urmare a
fragmentarii, incertitudinii juridice si aplicarii inconsecvente a legii

In pofida obiectivului directivei de a asigura un nivel echivalent de protectie a datelor in
cadrul UE, exista inca diferente considerabile intre normele in vigoare in statele membre. Prin
urmare, operatorii de date s-ar putea sa se gaseasca in situatia in care sa se confrunte cu 27 de
legislatii nationale si cerinte diferite la nivelul UE. Rezultatul este un mediu juridic
fragmentat care a generat un context de incertitudine juridicd si de protectie inegala a
persoanelor. Acest lucru a cauzat costuri si sarcini administrative inutile (reprezentand
aproximativ 3 miliarde de euro pe an in scenariul de bazd) pentru intreprinderi si constituie
un factor de descurajare pentru intreprinderile, inclusiv IMM-uri, care isi desfasoarad
activitatea pe piata unica si care doresc sa 1si extinda activitatile si la nivel transfrontalier.

In plus, resursele si competentele autoritatilor nationale responsabile cu protectia datelor
variaza considerabil intre statele membre. Aceasta inseamna cd, in unele cazuri, autoritatile
respective nu sunt Tn masurd sd isi indeplineasca sarcinile de aplicare a legii in mod
satisfacator. Cooperarea dintre aceste autoritati la nivel european — prin intermediul grupului
consultativ existent (Grupul de lucru articolul 29) — nu conduce intotdeauna la respectarea
consecventd a legii si, prin urmare, trebuie, de asemenea, sa fie Imbunatatita.

2.2. Problema 2: Dificultiti pentru persoanele fizice in ceea ce priveste pastrarea
controlului asupra datelor lor cu caracter personal

Avand in vedere lipsa de armonizare in legislatiile nationale in ceea ce priveste protectia
datelor si competentele divergente ale autoritatilor nationale de protectie a datelor, este mai
dificil pentru persoanele fizice sa isi exercite drepturile in unele state membre decat in altele,
in special in contextul online.

Persoanele fizice au pierdut, de asemenea, controlul asupra propriilor date, ca urmare a
volumului considerabil de date care sunt transmise in fiecare zi si din cauza faptului ca
utilizatorii nu sunt intotdeauna pe deplin constienti ca propriile lor date sunt colectate. Desi
numerosi europeni considera ca divulgarea de date cu caracter personal face din ce in ce mai
mult parte din viata modernd', 72 % dintre utilizatorii de internet din Europa inci se tem ca li
se cer prea multe date cu caracter personal online si adesea acestia nu stiu cum sa isi exercite
drepturile n acest context.

2.3. Problema 3: Lacune si inconsecvente in ceea ce priveste protectia datelor cu
caracter personal in domeniul cooperirii politienesti si judiciare in materie
penala

Domeniul de aplicare al directivei, care se baza pe un temei juridic din domeniul pietei
interne, a exclus in mod explicit cooperarea politieneascd si judiciard in materie penala.
Decizia-cadru adoptatda in 2008 pentru a reglementa prelucrarea datelor in domeniul
cooperdrii politienesti si al cooperarii judiciare in materie penald reflectd caracteristicile
specifice ale structurii UE bazate pe ,,piloni”, anterioare Tratatului de la Lisabona, si este
caracterizatd de un domeniu de aplicare limitat si de diverse alte lacune, conducand adesea
la incertitudine juridica pentru persoane si pentru autoritatile de aplicare a legii, precum si la
dificultati practice legate de punerea in aplicare a legislatiei. Mai mult, decizia-cadru ofera

A se vedea Eurobarometrul special 359 — Atitudini privind protectia datelor si identitatea electronica in
Uniunea Europeana, unie 2011, p. 23.
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posibilitati largi de derogare de la principiile generale de protectie a datelor la nivel national,
acestea ramanand astfel nearmonizate. Aceasta riscd nu numai sd contracareze insusi
obiectivul acestor principii si, prin urmare, sd afecteze dreptul fundamental al persoanelor
fizice la protectia datelor lor cu caracter personal In acest domeniu, ci si sd Impiedice buna
desfasurare a schimbului de date cu caracter personal intre autoritatile nationale relevante.

3. ANALIZA SUBSIDIARITAIT sI PROPOR{IONALITA¢IT

In lumina problemelor subliniate mai sus, analiza subsidiaritatii indicd necesitatea unor
madsuri la nivelul UE, pe baza urmatoarelor motive:

e dreptul la protectia datelor cu caracter personal este consacrat la articolul 8 din Carta
drepturilor fundamentale. Articolul 16 din TFUE reprezintd temeiul juridic pentru
adoptarea normelor UE privind protectia datelor;

e datele cu caracter personal pot fi transferate din ce in ce mai rapid peste granitele nationale,
atat in cadrul UE, cét si citre tari terte. In plus, exista dificultiti practice in ceea ce priveste
controlul aplicarii legislatiei privind protectia datelor, fiind necesard o cooperare intre
statele membre si autoritdtile acestora, care s fie organizata la nivelul UE, pentru a asigura
coerenta necesara si un nivel ridicat de protectie in cadrul Uniunii;

e un stat membru nu poate reduce in mod individual problemele in situatia actuala. Acesta
este 1n special cazul acelor probleme care provin din fragmentarea legislatiei nationale de
punere 1n aplicare a cadrului de reglementare al UE privind protectia datelor;

e desi ar fi posibil ca statele membre sa adopte politici care s garanteze cd acest drept nu
este incdlcat, acest obiectiv nu ar putea fi atins in mod uniform in absenta unor norme UE
comune $i ar crea restrictii privind fluxurile transfrontaliere de date cu caracter personal.

Actiunile avute in vedere sunt proportionale, dat fiind ca intrd sub incidenta competentelor
Uniunii, astfel cum sunt definite in tratate, si sunt necesare pentru a asigura uniformitatea
aplicarii legislatiei UE, asigurand o protectie egala si eficace a drepturilor fundamentale ale
persoanelor. Este esential ca masurile sd fie luate la nivelul UE, pentru a se garanta in
continuare credibilitatea si un nivel ridicat de protectie a datelor in contextul globalizarii,
mentinandu-se, in acelasi timp, libera circulatie a datelor. Pentru buna functionare a pietei
interne, este necesar ca dispozitiile sa asigure conditii de concurentd echitabile pentru
operatorii economici.

4. OBIECTIVE

Principalele obiective de politica sunt urmatoarele:

J consolidarea dimensiunii pietei interne de protectie a datelor, prin reducerea
fragmentarii, cresterea coerentei si simplificarea cadrului de reglementare, ceea ce

duce la eliminarea unor costuri inutile si la reducerea sarcinii administrative;

. cresterea gradului de eficacitate al exercitarii dreptului fundamental la
protectia datelor si abilitarea persoanelor pentru ca acestea si isi poata controla
propriile date;
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J sporirea coerentei cadrului UE de protectie a datelor, inclusiv in domeniul
cooperdrii politienesti si al cooperarii judiciare in materie penald, tindnd seama pe
deplin de intrarea in vigoare a Tratatului de la Lisabona.

5. OP{IUNI DE POLITICA
5.1. Optiunea 1: Masuri de mica amploare

Aceasta optiune ar consta in principal in elaborarea de comunicéri interpretative de catre
Comisie, crearea de instrumente de asistentd tehnica si furnizarea de fonduri, precum si
incurajarea standardizarii si autoreglementirii, pentru a consolida punerea in practica a
normelor existente de catre operatorii de date si pentru a creste nivelul de informare a
cetatenilor. Comisia ar propune doar modificari legislative foarte limitate pentru a clarifica
conceptele actuale din directiva si ar viza anumite aspecte care nu pot fi abordate eficient in
niciun alt mod. Aceasta optiune de politica ar fi relevantd doar pentru problemele 1 si 2.

Modificarile legislative limitate ar introduce in mod explicit principiile de transparenta si de
minimizare a datelor, precum si un temei juridic pentru ,regulile corporatiste obligatorii”
privind transferurile internationale.

5.2. Optiunea 2: Un cadru legislativ modernizat

Comisia ar prezenta propuneri legislative pentru a armoniza mai mult normele materiale,
a clarifica dispozitiile specifice si a trata inconsecventele cauzate de abordarile diferite din
statele membre. Aceste propuneri ar aborda problemele 1 si 2, dat fiind ca, pe de o parte, ar
facilita fluxurile de date in cadrul UE si dinspre UE spre tari terte si, pe de altad parte, ar
clarifica si ar consolida drepturile persoanelor fizice (de exemplu, dreptul de acces,
»dreptul de a fi uitat”, elaborarea de modalitati mai clare de exprimare a consimtamantului si
de notificare a cazurilor de incdlcare a securitatii datelor cu caracter personal) si ar consolida
responsabilitatea si ,,gradul de raspundere” al operatorilor de date si al persoanelor
imputernicite de citre acestia [de exemplu, prin introducerea, daca este cazul, a obligatiei
de a numi responsabili cu protectia datelor (RPD) sau de a efectua evaluari ale impactului
asupra protectiei datelor]. Aceasta optiune ar institui, In special, un ,,ghiseu unic” pentru
operatorii de date (adica o legislatie unica si o singura autoritate de protectie a datelor, APD).
Cerintele generale privind notificarea ar fi simplificate (printr-o ,,inregistrare de baza”). De
asemenea, aceastd optiune ar consolida independenta APD si ar armoniza competentele
acestora. Cooperarea si asistenta reciprocd intre APD ar fi consolidate, inclusiv prin
intermediul unui nou ,,mecanism pentru asigurarea coerentei’, la care ar participa atat
Comitetul european pentru protectia datelor (care ar urma sa fie infiintat), cat si Comisia.

In ceea ce priveste protectia datelor in domeniul cooperirii politienesti si judiciare in materie
penala (problema 3), Comisia ar prezenta propuneri pentru a inlocui decizia-cadru cu un nou
instrument cu un domeniu de aplicare extins si ar aborda cele mai importante lacune si
deficiente, atit pentru a consolida drepturile persoanelor fizice, cat si pentru a facilita
cooperarea 1intre autoritdtile de aplicare a legii, ludnd in acelasi timp in considerare
caracteristicile specifice ale sectorului aplicarii legii.
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5.3. Optiunea 3: Norme juridice detaliate la nivelul UE

Aceasta optiune ar include majoritatea elementelor din optiunea 2, precum si o legislatie UE
mult mai detaliata, inclusiv la nivel sectorial (de exemplu, 1n sectorul sanatatii si in sectorul
medical) si o structura de aplicare a legii centralizatd la nivelul UE (de exemplu, prin
infiintarea unei autoritati UE de protectie a datelor). De asemenea, ea ar presupune eliminarea
cerintelor de notificare generald (cu exceptia verificarii prealabile a operatiunilor riscante de
prelucrare a datelor), infiintarea unui sistem de certificare la nivelul UE pentru procesele si
produsele care se conformeazd normelor de protectie a datelor si definirea unor sanctiuni
penale armonizate la nivelul UE pentru incélcari ale normelor de protectie a datelor.
Consimtamantul ar fi definit drept ,,conditia prealabild” pentru prelucrarea datelor.

In ceea ce priveste cooperarea politieneasci si judiciard in materie penald, pe langa masurile
substantiale din cadrul optiunii 2, aceasta ar include elaborarea unor norme detaliate pentru
dreptul de acces al persoanelor fizice (intotdeauna direct). De asemenea, ea ar implica
modificarea dispozitiilor relevante ale tuturor instrumentelor existente pentru fostii
piloni, pentru a le alinia complet cu noile norme armonizate extinse.

6. EVALUAREA IMPACTULUI
6.1. Optiunea de politica 1: Masuri de mica amploare

Comunicarile Comisiei privind interpretarea dispozitiilor directivei nu ar fi obligatorii si, prin
urmare, ar avea doar un impact limitat asupra reducerii incertitudinii juridice si a
costurilor. Un grad mai ridicat de autoreglementare la nivelul UE ar putea contribui la
cresterea claritatii juridice pentru operatorii de date in anumite sectoare, insd nu ar fi
suficient pentru a garanta aplicarea eficientd si consecventa a normelor in absenta unui cadru
juridic de baza clar si armonizat al UE.

Campaniile de sensibilizare ar ajuta persoanele fizice sa 1si cunoascd mai bine drepturile in
materie de protectia datelor si sa inteleagd mai bine modalitdtile practice de a le exercita.
Acest lucru nu ar fi totusi suficient pentru ca persoanele fizice sa isi cunoascd drepturile, In
cazul In care aceste drepturi nu sunt clar definite in lege. Clarificarile legislative ale
principiilor legate de transparentd, minimizarea datelor, caracterul adecvat si regulile
corporatiste obligatorii ar contribui la cresterea gradului de armonizare si de securitate
juridica pentru persoane fizice si intreprinderi.

in ceea ce priveste controlul apliciirii legislatiei, comunicarile Comisiei nu ar elimina
reticenta statelor membre de a modifica normele nationale, pentru a oferi o mai mare
independentd si competente armonizate autoritatilor de protectie a datelor. O coordonare
consolidata prin Grupul de lucru articolul 29 si schimburile dintre APD ar avea un impact
pozitiv asupra cresterii gradului de coerenta a aplicdrii normelor; cu toate acestea,
divergentele persistente intre legislatiile nationale si intre interpretirile acestora ar
limita efectul ameliorarii cooperarii dintre APD.

Impactul financiar si economic preconizat al acestei optiuni de politica este limitat, iar
problemele identificate ar rimane, In mare masura, nerezolvate.
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6.2. Optiunea de politica 2: Un cadru legislativ modernizat

Incertitudinea juridicd pentru societatile private si autoritdtile publice se va reduce
semnificativ. Dispozitiile problematice vor fi clarificate, iar gradul de coerentd va creste,
gratie reducerii marjei de interpretare, precum si masurilor de punere 1n aplicare si/sau actelor
delegate adoptate de catre Comisie.

Inlocuirea notificarii generale a activitatilor de prelucrare a datelor cu un sistem de
»inregistrare” simplificat si armonizat si pastrarea, In acelasi timp, a verificérilor prealabile
pentru datele sensibile si operatiunile riscante de prelucrare a datelor va scuti operatorii de
date de o obligatie care este In prezent pusd in aplicare In mod divergent. Consolidarea
responsabilitatii operatorilor de date si a persoanelor Tmputernicite de acestia, prin
introducerea, In anumite cazuri si cu praguri bine definite si specifice, de responsabili cu
protectia datelor sau de evaluari ale impactului asupra protectiei datelor si prin introducerea
principiului de protectie a datelor incepand cu momentul conceperii, va oferi modalitati mai
simple de a asigura si de a demonstra respectarea normelor.

Clarificarea si simplificarea normelor, prin definirea unei legislatii unice aplicabile pe
intreg teritoriul UE si infiintarea unui ,,ghiseu unic” pentru supravegherea procesului
de protectie a datelor va consolida piata interna, inclusiv prin Inlaturarea diferentelor
dintre formalitatile administrative ale APD. Aceasta va duce la economii globale de 2,3
miliarde EUR pe an, numai la nivelul sarcinii administrative.

Aplicarea legislatiei va deveni, de asemenea, mai coerentd, prin consolidarea si
armonizarea competentelor APD si prin crearea unui mecanism solid de cooperare si asistenta
reciprocd pentru cazurile care au o dimensiune europeand, precum si prin armonizarea
infractiunilor care fac obiectul unor sanctiuni administrative.

Instituirea unei obligatii armonizate la nivelul UE de notificare a cazurilor de incélcare a
securitatii datelor va proteja mai bine persoanele fizice, va asigura coerenta Intre sectoare si
va evita dezavantajele concurentiale.

Drepturile persoanelor vizate si capacitatea de control a persoanelor fizice in ceea ce
priveste propriile date ar fi consolidate considerabil prin introducerea de noi drepturi,
precum si prin imbunatatirea si clarificarea celor existente. Minorii vor beneficia de masuri
care sa tind seama Tn mod specific de vulnerabilitatea acestora. Asociatiile vor avea mai multe
posibilitati de a sprijini persoanele vizate in exercitarea drepturilor lor, inclusiv prin actiuni in
fata instantelor.

Aplicarea principiilor generale privind protectia datelor in domeniul cooperarii

politienesti si al cooperarii judiciare in materie penald ar consolida coerenta globala a

cadrului UE de protectie a datelor, respectand in acelasi timp elementele specifice inerente

aplicarii legii. Drepturile persoanelor fizice ar fi consolidate in special prin extinderea sferei

de aplicare a normelor de protectie a datelor in acest domeniu pentru a cuprinde si prelucrarea
5

»interna”, stabilindu-se conditiile necesare pentru a garanta dreptul de acces si elaborandu-se
norme mai stricte privind limitarea scopului.

In ceea ce priveste impactul financiar si economic, obligatia societitilor economice mai
mari (peste 250 de angajati) de a desemna responsabili cu protectia datelor nu va crea costuri
disproportionate, dat fiind ca, in general, in aceste societati exista deja astfel de responsabili.
Costurile de conformitate s-ar ridica la 320 de milioane EUR pe an. Obligatia ar acoperi un
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sector minim necesar de operatori de date, intrucat IMM-urile ar fi in general scutite de
aceasta obligatie, cu exceptia cazului in care activitatilor lor de prelucrare a datelor implica
riscuri semnificative legate de protectia datelor. Autoritdtile si organismele publice ar avea
dreptul sd numeascd un singur RPD pentru mai multe entitdti (de exemplu, un responsabil
pentru mai multe filiere, departamente, birouri), in functie de structura organizatorica a
acestora.

Simplificarea normelor pentru transferurile internationale (de pilda, prin extinderea
domeniului de aplicare al ,,regulilor corporatiste obligatorii”) ar avea, de asemenea, un impact
pozitiv asupra competitivitatii pe plan international a intreprinderilor din UE.

Consolidarea independentei si a competentelor APD, corelatd cu obligatia statelor membre de
a le pune acestora la dispozitie suficiente resurse, ar genera costuri suplimentare pentru
autoritatile publice care nu dispun in prezent de competente si resurse adecvate.

Noul mecanism de cooperare si asistentd reciprocd intre APD ar presupune, de asemenea,
costuri suplimentare pentru autoritatile nationale de protectie a datelor si pentru AEPD. De
pilda, sarcinile suplimentare care ar reveni AEPD 1n ceea ce priveste dotarea secretariatului
Comitetului european pentru protectia datelor, care inlocuieste Grupul de lucru articolul 29,
si, in special, participarea la mecanismul pentru asigurarea coerentei ar putea necesita o
crestere a resurselor actuale ale AEPD cu o suma suplimentard de 3 milioane EUR pe an in
medie pentru primii sase ani, inclusiv credite pentru 10 resurse umane suplimentare.

6.3. Optiunea de politica 3: Norme juridice detaliate 1a nivelul UE

Adaugarea unor alte dispozitii juridice detaliate, inclusiv a celor sectoriale, dincolo de
masurile prevazute in cadrul optiunii 2, ar duce la o reducere maxima a diferentelor dintre
statele membre. Cu toate acestea, s-ar putea sda nu existe suficientd flexibilitate pentru ca
statele membre sd poata tine seama de specificul national.

Eliminarea totald a notificarilor, cu exceptia cazului verificarilor prealabile, ar simplifica
foarte mult cadrul de reglementare si ar reduce sarcina administrativa.

Infiintarea unei Agentii de protectic a datelor la nivelul UE ar imbunititi considerabil
coerenta aplicarii legislatiei si ar solutiona inconsecventele pentru cazurile cu o dimensiune
europeana clara, dar competentele unei astfel de agentii europene ar putea fi mult prea extinse
in cadrul legislatiei UE. Aceasta optiune ar fi insd foarte costisitoare pentru bugetul UE.
Armonizarea sanctiunilor penale ar consolida, de asemenea, aplicarea consecventd a
legislatiei, Tnsa s-ar confrunta, la randul lor, cu o opozitie puternicd din partea statelor
membre.

Drepturile persoanelor vizate, inclusiv drepturile copiilor, ar fi consolidate, de exemplu prin
extinderea definitiei datelor sensibile pentru ca aceasta sd cuprinda si datele minorilor, datele
biometrice si cele financiare. Prin introducerea unui drept la ,,actiunile colective” s-ar putea
permite exercitarea deplind a drepturilor pe cale judiciard. Din armonizarea nivelului
sanctiunilor, inclusiv al celor penale, ar trebui sa rezulte o mai mare consolidare a drepturilor
individuale la nivelul UE.

Modificarile explicite ale tuturor instrumentelor care extind normele generale de protectie a
datelor catre domeniul cooperarii politienesti si judiciare Tn materie penald ar avea un impact
pozitiv in ceea ce priveste consecventa si coerenta normelor din acest domeniu si consolidarea
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drepturilor persoanelor fizice. Cu toate acestea, o astfel de abordare radicala ar intdmpina
rezistenta din partea statelor membre si ar fi dificil de realizat din punct de vedere politic.

7. COMPARAREA OP{IUNILOR

Optiunea de politica 1 ar duce la niveluri scazute de conformitate si ar presupune costuri
administrative reduse, in special pentru operatorii de date din sectorul privat, deoarece
majoritatea costurilor suplimentare ar fi suportate de autorititile publice nationale si europene.
In acelasi timp, impactul pozitiv al acesteia in ceea ce priveste problemele identificate si
realizarea obiectivelor de politica ar fi limitat.

In ceea ce priveste fezabilitatea politica, desi propunerile nu sunt susceptibile de a starni
controverse, aceastd optiune de politica risca sa se confrunte cu rezistenta partilor interesate,
ca urmare a domeniului de aplicare si a impactului sdu limitat in ceea ce priveste problemele
identificate, si nu ar fi considerata suficient de ambitioasa.

Optiunea de politici 2 va duce la o reducere semnificativd a fragmentarii si a
incertitudinii juridice. Se preconizeazd cd aceasta va avea un impact mult mai mare in
abordarea problemelor identificate si 1n atingerea obiectivelor de politicd. Se preconizeaza ca
echilibrul dintre realizarea conformitatii si costurile administrative aferente acestei optiuni
de politici va fi rezonabil, avind in vedere beneficiile si economiile in valoare de
2,3 miliarde EUR pe an in ceea ce priveste sarcinile administrative, un aspect foarte
important pentru intreprinderi. Aceastd optiune va asigura o aplicare mai bund si mai
coerentd a normelor, la nivel global. Eliminarea notificarilor in favoarea unui sistem mult mai
simplu de ,inregistrare de bazd” ar permite, de asemenea, simplificarea cadrului de
reglementare si ar reduce sarcina administrativa.

In ceea ce priveste acceptul partilor interesate, aceasti optiune s-ar bucura in general de o
primire pozitiva din partea operatorilor economici si a autoritatilor publice, deoarece le-ar
permite acestora sd isi reduca la nivel global cheltuielile de conformitate, in special cele
generate de fragmentarea actualului regim. Structurile responsabile de protectia datelor si, in
special, APD ar saluta consolidarea drepturilor in materie de protectia datelor. In ceea ce
priveste al treilea obiectiv general, aceasta optiune ar contribui la atingerea obiectivelor
privind garantarea unei mai mari coerente si consecvente a normelor de protectie a
datelor in domeniul cooperarii politienesti si al cooperarii judiciare in materie penala,
prin abrogarea deciziei-cadru si adaptarea continutului acesteia in functie de Tratatul de la
Lisabona, eliminand astfel lacunele acesteia, in special prin extinderea domeniului sau de
aplicare pentru a cuprinde si prelucrarea ,,interna”.

Optiunea de politica 3 include majoritatea masurilor prevazute in optiunea de politicd 2, fiind
in acelasi timp mai ambitioasd in ceea ce priveste mai multe aspecte. Prin urmare, ea ar avea
un impact pozitiv puternic in ceea ce priveste atit reducerea costurilor legate de
fragmentare, cit si consolidarea drepturilor persoanelor fizice. In plus, aceasti optiune ar
spori la maximum consecventa si coerenta normelor de protectie a datelor in cadrul celui de-al
treilea pilon si ar ridica nivelul standardelor de protectie a datelor 1n acest context. Cu toate
acestea, unele dintre masurile incluse in cadrul acestei optiuni au un cost de conformitate
excesiv de ridicat sau risca sa se confrunte cu o opozitie puternica din partea partilor
interesate. In plus, modificarea simultani a tuturor instrumentelor anterioare din cel de-al
treilea pilon ar fi foarte complexa si ar putea crea controverse la nivel politic.
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Optiunea preferata:

Optiunea preferatd este optiunea 2, combinata cu:
— eliminarea obligatiilor de notificare, prevazuta de optiunea 3 si

— unele ,,masuri de micd amploare” din optiunea 1: incurajarea tehnologiilor menite sa
sporeascd protectia vietii private si a sistemelor de certificare, precum si campaniile
de sensibilizare.

Optiunea preferatd este cea care are cele mai multe sanse de a atinge obiectivele de politica
fara a impune costuri de conformitate excesive si reducdnd considerabil sarcina
administrativa.

Se preconizeaza cd normele consolidate de protectie a datelor vor genera unele costuri de
conformitate suplimentare, In special in ceea ce priveste operatorii care realizeaza activitati
riscante de prelucrare a datelor. Cu toate acestea, un regim solid de protectie a datelor poate
oferi un avantaj concurential pentru economia UE, in sensul cd un nivel mai ridicat de
protectie si un numadr redus, conform estimarilor, de incidente si Incélcari legate de protectia
datelor pot spori increderea consumatorilor. Crearea obligatiei pentru intreprinderi de a adopta
standarde inalte de protectie a datelor poate duce, de asemenea, la imbunatétirea pe termen
lung a activitdtii intreprinderilor europene, care ar putea deveni lideri mondiali in domeniul
tehnologiilor menite sd sporeascd protectia vietii private sau in ceea ce priveste solutiile de
protectie a datelor incepand cu momentul conceperii, atrdgand astfel intreprinderi, locuri de
munca si capital spre Uniunea Europeana.

In plus, pentru intreprinderile care isi desfisoard activitatea in cadrul pietei interne a UE,
cresterea armonizarii va simplifica procesul de prelucrare transfrontalierd a datelor cu caracter
personal si 1l va face mai putin costisitor. Acest aspect ar trebui sd ofere un stimulent
considerabil acestui tip de intreprinderi, pentru ca ele sa se extinda la nivel transfrontalier si sa
exploateze pe deplin avantajele pietei interne, ceea ce ar avea efecte benefice atat pentru
consumatori, cat si pentru economia europeand in ansamblul sau.

Optiunea preferata include o solutie echilibrata si in ceea ce priveste problema 3, deoarece
consolideaza drepturile cetateanului, elimind lacunele si reduce inconsecventele in ceea ce
priveste protectia datelor Tn domeniul cooperarii politienesti si judiciare in materie penala,
facilitand in acelasi timp cooperarea in materie de aplicare a legii si respectand elementele
specifice sectorului si necesitatile sale operationale.

8. MONITORIZARE I EVALUARE

Monitorizarea si evaluarea impactului optiunii preferate se va concentra asupra unor elemente
cum ar fi utilizarea instrumentelor noi introduse de reformd, competentele si resursele
autoritatilor nationale de protectie a datelor, sanctiunile aplicate pentru Incalcarea legislatiei
privind protectia datelor, timpul petrecut de operatorii de date in vederea asigurarii
conformitatii si costurile aferente acestui proces, precum si cultivarea Increderii cetdtenilor in
ceea ce priveste protectia propriilor date cu caracter personal in mediul online.
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