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2012/0010 (COD)

KOMUNIKAT KOMISJI
DO PARLAMENTU EUROPEJSKIEGO

na podstawie art. 294 ust. 6 Traktatu o funkcjonowaniu Unii Europejskiej

dotyczacy

stanowiska Rady w sprawie przyjecia dyrektywy Parlamentu Europejskiego i Rady w
sprawie ochrony osob fizycznych w zwiagzku z przetwarzaniem danych osobowych przez
wlasciwe organy do celow zapobiegania przestepstwom, prowadzenia dochodzen w ich
sprawie, wykrywania ich, §cigania lub wykonywania kar kryminalnych oraz w sprawie
swobodnego przeplywu takich danych oraz uchylajacej decyzje ramowa Rady
2008/977/WSiSW
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2012/0010 (COD)

KOMUNIKAT KOMISJI
DO PARLAMENTU EUROPEJSKIEGO

na podstawie art. 294 ust. 6 Traktatu o funkcjonowaniu Unii Europejskiej

dotyczacy

stanowiska Rady w sprawie przyjecia dyrektywy Parlamentu Europejskiego i Rady w
sprawie ochrony oso6b fizycznych w zwigzku z przetwarzaniem danych osobowych przez
wlasciwe organy do celéw zapobiegania przestepstwom, prowadzenia dochodzen w ich
sprawie, wykrywania ich, $cigania lub wykonywania kar kryminalnych oraz w sprawie
swobodnego przeplywu takich danych oraz uchylajacej decyzj¢e ramowa Rady
2008/977/WSiSW

1. PRZEBIEG PROCEDURY

Data przekazania wniosku Parlamentowi Europejskiemu i Radzie 25 stycznia 2012 r.
(dokument COM(2012) 10 final — 2012/0010 COD):

Data wuchwalenia stanowiska Parlamentu Europejskiego w 12 marca 2014 r.
pierwszym czytaniu:

Data przekazania zmienionego wniosku: nie dotyczy
Data przyje¢cia stanowiska Rady: 8 kwietnia 2016 r.
2. PRZEDMIOT WNIOSKU KOMISJI

Dyrektywa o ochronie danych na potrzeby policji i organéw wymiaru sprawiedliwosci w
sprawach karnych stanowi cze$¢ zaproponowanego przez Komisje pakietu regulacji
wprowadzajacych reforme¢ ochrony danych, w ktorego sklad wchodzi réwniez ogolne
rozporzadzenie o ochronie danych.

Pakiet ten ma na celu stworzenie nowoczesnych, solidnych, spdjnych i kompleksowych ram
ochrony danych w Unii Europejskiej. Przyniesie on korzysci osobom fizycznym poprzez
wzmocnienie ich praw podstawowych 1 wolnosci w zakresie przetwarzania danych
osobowych oraz zwigkszenie ich zaufania do srodowiska cyfrowego.

Decyzja ramowa Rady 2008/977/WSiSW z dnia 27 listopada 2008 r. w sprawie ochrony
danych osobowych przetwarzanych w ramach wspotpracy policyjnej i sadowej w sprawach
karnych ma zastosowanie w obszarze wspolpracy wymiaréw sprawiedliwosci w sprawach
karnych 1 wspolpracy policyjnej, przy czym wspotpraca ta byta juz prowadzona przed
wejsciem w zycie traktatu lizbonskiego. Poniewaz jest to decyzja ramowa, do 30 listopada
2014 r. Komisji nie przystugiwaty uprawnienia do egzekwowania przepisow decyzji, co
przyczynilo si¢ do jej niejednolitego wdrozenia. Ponadto zakres decyzji ramowej jest
ograniczony do przetwarzania danych o charakterze transgranicznym. Oznacza to, ze

PL



PL

przetwarzanie danych osobowych, ktore nie byly przedmiotem wymiany informacji miedzy
panstwami cztonkowskimi, nie jest obecnie objete przepisami UE dotyczacymi takiego
przetwarzania i zapewniajacymi ochrong praw podstawowych w zakresie ochrony danych. W
niektorych przypadkach stwarza to rowniez praktyczne trudnosci dla policji 1 innych
organdéw, dla ktérych moze nie by¢ oczywiste, czy przetwarzanie danych ma mie¢ charakter
czysto krajowy czy transgraniczny; organom tym moze by¢ rowniez trudno przewidzie¢, czy
dane ,,krajowe” mogg sta¢ si¢ pdzniej przedmiotem wymiany transgraniczne;.

Zapewnienie spojnego, wysokiego poziomu ochrony danych osobowych oséb fizycznych
oraz ulatwienie wymiany danych osobowych miedzy wlasciwymi organami panstw
cztonkowskich ma zasadnicze znaczenie dla zagwarantowania skutecznej wspdlpracy
policyjnej 1 wymiarow sprawiedliwosci w sprawach karnych. W tym celu konieczne jest
zapewnienie we wszystkich panstwach cztonkowskich réwnorzednego poziomu ochrony
praw 1 wolnosci osob fizycznych w zakresie przetwarzania danych osobowych przez
wlasciwe organy na potrzeby zapobiegania przestepstwom, prowadzenia dochodzen w ich
sprawie, wykrywania ich lub $cigania i w celu wykonywania kar kryminalnych. Aby ochrona
danych osobowych w Unii byla skuteczna, nalezy wzmocni¢ prawa osob, ktorych dane
dotycza, oraz obowigzki podmiotéw przetwarzajacych dane osobowe, ale tez zapewnic
rownorzedne uprawnienia do monitorowania i zapewnienia zgodnosci z przepisami o
ochronie danych osobowych w panstwach cztonkowskich.

Dyrektywa umozliwi organom $cigania i organom wymiaru sprawiedliwo$ci prowadzenie
szybszej 1 skuteczniejszej wspolpracy. Dyrektywa sprzyja budowaniu zaufania i zapewnia
pewnos¢ prawng.

3. UWAGI DOTYCZACE STANOWISKA RADY

Stanowisko Rady odzwierciedla porozumienie polityczne osiggnigte przez Parlament
Europejski i Rad¢ w dniu 15 grudnia 2015 r. w ramach nieformalnych rozmoéw trojstronnych,
ktoére zostato nastgpnie zatwierdzone przez Rade w dniu 8 kwietnia 2016 r.

Komisja popiera to porozumienie, poniewaz jest ono zgodne z celami przedstawionego przez
nig wniosku.

W porozumieniu zachowano og6lny cel, jakim jest zapewnienie wysokiego poziomu ochrony
danych osobowych w dziedzinie wspodtpracy policyjnej i wymiardw sprawiedliwosci w
sprawach karnych, oraz ufatwianie wymiany danych osobowych migdzy organami
policyjnymi i wymiarami sprawiedliwo$ci panstw czltonkowskich poprzez zastosowanie
zharmonizowanych przepisow takze do operacji przetwarzania danych na szczeblu krajowym.
W porozumieniu utrzymano ogolne zasady ochrony danych w ramach wspdtpracy policyjne;j i
wymiaréw sprawiedliwosci w sprawach karnych przy jednoczesnym poszanowaniu
szczegllnego charakteru tych dziedzin.

Porozumienie okre§la zakres przedmiotowy zastosowania tej dyrektywy poprzez
doprecyzowanie, ze cele zapobiegania przestepstwom, ich $cigania, wykrywania lub karania
albo wykonywania kar kryminalnych obejmujg ,,ochron¢ przed zagrozeniami dla
bezpieczenstwa publicznego i zapobieganie takim zagrozeniom”. Porozumienie obejmuje
réwniez niektore podmioty prawa prywatnego uznawane za ,,wlasciwe organy”, ale takie
rozwigzanie jest $cisle ograniczone do podmiotow, ktérym na podstawie prawa krajowego
powierzono wykonywanie wtadzy publicznej lub uprawnien publicznych na potrzeby
dyrektywy. Ze wzgledu na praktyke w panstwach cztonkowskich polegajaca na zlecaniu
sektorowi prywatnemu niektorych okreslonych dziatan wcze$niej prowadzonych wylacznie
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przez panstwo (np. prowadzenie zaktadéw karnych przez podmioty prawa prywatnego) takie
rozwigzanie wprowadza pewien stopien elastycznosci do dyrektywy, tym samym
umozliwiajac dostosowywanie jej do zmieniajacych si¢ okolicznosci.

Porozumienie przewiduje ponadto minimalne zharmonizowane kryteria 1 warunki
ewentualnych ograniczen stosowania przepisOw ogdlnych. Dotyczy to w szczegdlnosci praw
0s0b fizycznych do bycia poinformowanymi, kiedy policja i organy wymiaru sprawiedliwos$ci
przetwarzaja ich dane lub uzyskuja do nich dostep. Takie ograniczenia sg niezbedne w celu
zagwarantowania skuteczno$ci zapobiegania przestepstwom, prowadzenia dochodzen w ich
sprawie, ich wykrywania 1 $cigania. Wprowadza si¢ rowniez przepisy szczegdtowe
uwzgledniajace szczegdlny charakter dziatan zwigzanych z egzekwowaniem prawa, w tym
rozroznienie kategorii osob, ktorych dane dotycza (takie jak $wiadkowie 1 podejrzani), a
prawa tych os6b moga si¢ roznic.

Porozumienie wzmacnia podej$cie oparte na ocenie ryzyka poprzez wprowadzenie nowego
obowigzku administratora  polegajacego na  przeprowadzeniu —  w okre$lonych
okolicznosciach — oceny skutkéw dla ochrony danych przy jednoczesnym zachowaniu
obowigzkow dotyczacych ochrony danych w fazie projektowania oraz jako wariantu
domyslnego oraz dotyczacych wyznaczenia inspektora ochrony danych.

Porozumienie = okre$la zasady regulujace przekazywanie danych na poziomie
migdzynarodowym panstwom trzecim przez organy uznane za wlasciwe do celow niniejszej
dyrektywy do wlasciwych organéw w panstwach trzecich, przewidujac jednoczesnie
mozliwo$¢ przekazywania danych podmiotom prawa prywatnego, z zastrzezeniem szeregu
szczegllnych warunkow.

4. PODSUMOWANIE

Komisja popiera wyniki negocjacji miedzyinstytucjonalnych 1 moze zatem przyjacé
stanowisko Rady w pierwszym czytaniu.
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