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KOMUNIKAT KOMISJI DO PARLAMENTU EUROPEJSKIEGO I RADY

Skuteczniejsza walka z terroryzmem

L. Zagrozenie

W dzisiejszych czasach terroryzm ma charakter migdzynarodowy. Chociaz poczyniono
znaczne postepy w zwalczaniu zagrozen terrorystycznych na $wiecie oraz w UE, globalne
zagrozenie terroryzmem migdzynarodowym jest nadal realne. Organizacje terrorystyczne
przystosowuja si¢ do nowych warunkow bedacych wynikiem globalnych dziatan
antyterrorystycznych. Grupy terrorystyczne moga by¢ rozproszone w roznych krajach i
prowadzi¢ dziatalno§¢ ponad ustalonymi granicami panstw, korzystajac z ogromnych
mozliwosci, jakie stwarzaja im technologie komunikacyjne, takie jak Internet czy telefonia
komoérkowa. Internet jest powszechnie wykorzystywany przez terrorystow do prowadzenia
propagandy, szkolen, indoktrynacji, rekrutowania nowych cztonkéw oraz zdobywania
srodkow finansowych. Niektore organizacje terrorystyczne wykorzystuja rowniez Internet do
planowania operacji oraz publicznego przyznawania si¢ do zamachow.

Zaréwno Europol jak 1 Eurojust moga - i powinny - uczestniczy¢ w zwalczaniu tych zagrozen,
jednak najwigksze znaczenie ma wspotpraca panstw czlonkowskich i ich organow krajowych.
Wspotpraca ta znacznie si¢ rozwingta w ostatnich latach, poniewaz zdano sobie sprawe, ze
zagrozenie dotyczy wszystkich.

Terrorysci moga zaatakowa¢ w dowolnym momencie, miejscu i za pomoca dowolnych
srodkow, ktore w ich przekonaniu bgda miaty najwigkszy skutek. Na $wiecie jest dzi$
dostegpna bron chemiczna, biologiczna, radiologiczna i jadrowa. Z wyjatkiem materiatow
jadrowych, wszystkie te rodzaje broni sa stosunkowo niedrogie, a tradycyjny sprzet wojskowy
jest wobec nich w znacznym stopniu nieskuteczny.

Nie mozemy lekcewazy¢ zagrozenia. Zachowanie mieszkancow miast, ktére w ostatnich
latach zaatakowali terrorysci, jest dla nas wszystkich przykladem. Pomimo negatywnych
doswiadczen oraz §wiadomi, ze radykalne sity moga planowa¢ nowe ataki, nie poddali sig,
nadal swobodnie korzystaja z przystugujacych im praw podstawowych i chronia je, poniewaz
na tych prawach opieraja si¢ nasze. Musimy mie¢ $wiadomos¢, ze zagrozenie istnieje, oraz
podejmowaé odpowiednie i1 proporcjonalne kroki zapobiegawcze, ale roéwnocze$nie nie
mozemy pozwoli¢, aby to zagrozenie zdominowalo nasze codzienne zycie. Gtownym celem
terrorystow jest wprowadzenie zamgtu w spoteczenstwie.

II. Kontekst dzialan UE: glowne $rodki

Unia Europejska wspiera panstwa cztonkowskie w stawianiu czota globalnym zagrozeniom.
Mozemy skutecznie chroni¢ naszych obywateli tylko dziatajac wspdlnie w obliczu tego
wspolnego zagrozenia. Nie mozemy czuc si¢ bezpieczni, nie biorac odpowiedzialnosci za
zapewnienie takiego bezpieczenstwa.

Dlatego tez Europa tworzy bezpieczne otoczenie; moze i powinna robi¢ coraz wigcej w tym
kierunku. Nie mozemy przyjac, ze nasze warto$ci i nasz styl zycia sa nam dane raz na zawsze
- stanowia one delikatng konstrukcje, ktora nieustannie trzeba chroni¢. Terroryzm musi by¢
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zwalczany przy pelnym poszanowaniu praw podstawowych. Terrorys$ci zagrazaja naszym
prawom podstawowym. i to wlasnie w ochrong i promowanie tych praw zaangazowana jest
Komisja. W ramach zgodnych z tymi prawami powinniSmy opracowaé¢ konieczne i
praworzadne $rodki bezpieczenstwa.

Musimy zjednoczy¢ si¢ przeciwko terroryzmowi w catej Unii. Musimy dziala¢ solidarnie.
Terroryzm zagraza nam wszystkim — naszemu bezpieczenstwu, stylowi zycia i ideatom.
Potrzebujemy wspdlnej odpowiedzi na wyzwanie, ktére dotyczy wszystkich.

Zagrozenie terrorystyczne powinno by¢ zwalczane na szczeblu krajowym — nawet jesli
obecnie wiemy, ze zagrozenie to ma charakter migdzynarodowy. Dziatania na szczeblu UE
powinny uzupelnia¢ te wysitki i koncentrowaé si¢ na zapobieganiu atakom, ochronie
obywateli, $ciganiu terrorystow i reagowaniu w przypadku ataku. Te cztery aspekty tworza
rdzen unijnej strategii antyterrorystycznej, ktora zostala pierwotnie przyjeta w 2001 r., a
ostatnio uaktualniona w grudniu 2005 r. Plan dziatan stuzacych realizacji strategii zostal po
raz ostatni uaktualniony wiosna 2007 r.

Poniewaz terroryzm jest zjawiskiem globalnym, Unia wspotpracuje $cisle z krajami
partnerskimi  oraz organizacjami migdzynarodowymi w zakresie prawodawstwa
antyterrorystycznego, Scigania przestepstw oraz wspotpracy sadowej. Zwalczanie terroryzmu
w jego roznych aspektach jest stalym punktem obrad na spotkaniach ministréw
sprawiedliwo$ci 1 spraw wewngtrznych z partnerami strategicznymi oraz na innych forach
takich jak ONZ lub szczyt G8. Wspoélpraca ta zaowocowata w szczegolnosci zawarciem
porozumien ze Stanami Zjednoczonymi i Kanada w sprawie przekazywania danych
dotyczacych rezerwacji pasazera (tzw. dane PNR), pozwalajacych skuteczniej wykrywac
zagrozenia terrorystyczne przy rownoczesnym zapewnieniu ochrony danych osobowych.
Unia udziela najwigkszej pomocy technicznej krajom trzecim na calym $wiecie, pomagajac
im wdraza¢ rezolucj¢ Rady Bezpieczenstwa ONZ nr 1373 (2001).

Strategia antyterrorystyczna UE okresla, w jaki sposob UE moze przyczyni¢ si¢ do
zwalczania terroryzmu. Gtownymi dziataniami opisanymi w strategii sa:

e zatrzymanie gwaltownej radykalizacji postaw;
e ochrona unijnej infrastruktury krytycznej;

e lepsza wymiana informacji migdzy organami krajowymi oraz wspdtpraca migdzy
wszystkimi zainteresowanymi podmiotami w stosownym przypadku;

e reagowanie na niekonwencjonalne zagrozenia;
e lepsze wykrywanie zagrozen;

e pozbawienie terrorystow zasobow finansowych;
e wsparcie dla ofiar;

e badania i rozw6j technologiczny.

Komisja przedstawita w czerwcu 2006 r. propozycje ramowych zasad okreslajacych, w jaki
sposob  przeprowadza¢ ocen¢ polityki w obszarze wolnoSci, bezpieczenstwa i
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sprawiedliwo$ci'. Ocena strategii antyterrorystycznej ma znaczenie szczegdlne, biorac pod
uwage mozliwo$¢ zmian w ocenie zagrozenia oraz wpltyw strategii na prawa podstawowe 1
funkcjonowanie rynkow. Komisja ciagle ocenia przyjgte strategie antyterrorystyczne oraz
srodki przedstawione w przyjetym dzisiaj pakiecie.

1. GWALTOWNA RADYKALIZACJA POSTAW

Kluczowym elementem dziatah prewencyjnych jest zrozumienie motywacji terrorystow.
Komisja opracowuje obecnie strategi¢ dotyczaca wykrywania czynnikow przyczyniajacych
sic do gwaltownej radykalizacji postaw oraz przeciwdziatania im’. Badania w tej
skomplikowanej dziedzinie sa bardzo istotne, dlatego Komisja sponsoruje prace badawcze,
konferencje 1 projekty stuzace wymianie do$wiadczen 1 lepszemu zrozumieniu tych
zagadnien. W tym roku zlecono na przyklad wykonanie badan nad czynnikami powodujacymi
gwaltowna radykalizacje postaw, ideologia radykalnych ugrupowan oraz metodami
werbowania uzywanymi do zwigkszenia wsparcia dla terroryzmu. Wszystkie te dziatania
prowadzone sa w ramach specjalnej unijnej strategii antyradykalizacji postaw i planu dziatan
w tym zakresie. W strategii przypomniano, ze ,,Komisja wspiera te dziatlania poprzez
skuteczne ukierunkowanie swoich strategii, w tym poprzez inwestycj¢ srodkow na badania,
organizacj¢ konferencji, wsparcie edukacji i dialogu migdzykulturowego oraz monitoring na
szczeblu paneuropejskim”.

2. OCHRONA INFRASTRUKTURY KRYTYCZNEJ

Istotne znaczenie ma ochrona infrastruktury krytycznej, tj. drog, torow kolejowych, mostow,
infrastruktury informacyjno-komunikacyjnej oraz elektrowni. Taka infrastruktura jest wysoce
wspotzalezna w catej UE oraz globalnie: poziom bezpieczenstwa kazdego pojedynczego
panstwa zalezy od bezpieczenstwa zapewnianego przez innych.

Dziatania Unii Europejskiej przynosza korzy$ci poprzez ustanowienie minimalnych
standardow bezpieczenstwa oraz wyeliminowanie, na ile to mozliwe, stabych punktow i
powiazan®. Dzialania na szczeblu UE stanowia wsparcie dla pafstw cztonkowskich, przy
réwnoczesnym przestrzeganiu zasady proporcjonalnosci. To na panstwach cztonkowskich
spoczywa odpowiedzialno$§¢ za zapewnienie ochrony infrastruktury krytycznej w obrebie
wlasnych granic.

Wniosek w sprawie ogolnych ram strategicznych w zakresie ochrony infrastruktury
krytycznej jest obecnie przedmiotem dyskusji w Radzie, a Komisja ma nadziejg, ze wkrotce
zostana osiagnig¢te konkretne wyniki. Powinno to pozwoli¢ na skoncentrowanie si¢ na
aktywach i sektorach, ktore wymagaja wigkszej uwagi.

Komunikat w sprawie oceny polityki UE w obszarze wolnosci, bezpieczenstwa i sprawiedliwosci
(COM (2006) 332) z 28 czerwca 2006 t.

2 Patrz np. komunikat z wrze$nia 2005 r. COM (2005)313.

Komisja przyjeta dnia 12 grudnia 2006 r. komunikat w sprawie europejskiego programu ochrony
infrastruktury krytycznej (EPCIP) [COM(2006)786 wersja ostateczna] i wniosek dotyczacy dyrektywy
W sprawie rozpoznania i wyznaczenia europejskiej infrastruktury krytycznej oraz oceny potrzeb w
zakresie zwigkszenia jej ochrony [COM(2006) 787 wersja ostateczna]
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3. BEZPIECZENSTWO TRANSPORTU MIEJSKIEGO

W odpowiedzi na wezwanie szefow panstw i rzadow UE* Komisja przeprowadzita oceng, w
jaki sposéb Wspolnota Europejska moze najlepiej przyczyni¢ si¢ do zabezpieczenia
europejskiego transportu miejskiego® przed atakami terrorystycznymi.

Poprawa bezpieczenstwa w systemie transportu miejskiego, przy rownoczesnej ciaglosci
Swiadczenia pelnych i1 nieograniczonych ustug, stanowi ogromne wyzwanie. Z niewielkimi
wyjatkami sprzet i1 infrastruktura transportu miejskiego nie byly pierwotnie dobierane i
konstruowane z mys$la o kwestiach bezpieczenstwa. Aby zagwarantowaé wyzszy poziom
bezpieczenstwa w europejskich systemach transportu miejskiego, konieczna jest bliska
wspoOtpraca panstw cztonkowskich 1 wszystkich zaangazowanych organow krajowych oraz
przewoznikow na szczeblu europejskim. Aby ulatwi¢ taka wspotpracg, Komisja powota
specjalng ekspercka grupg robocza ds. bezpieczenstwa transportu miejskiego, ktéra bedzie
blisko wspolpracowala z innymi specjalnymi grupami roboczymi w ramach ogdlnej ramowe;j
polityki w zakresie ochrony infrastruktury krytycznej. Opis tego szczegdlnego dzialania
mozna znalez¢ w zalaczniku do niniejszego komunikatu.

4. WYMIANA INFORMACJI

Wymiana informacji — przy rownoczesnej zgodno$ci z prawami podstawowymi i ochrona
danych — stanowi jedna z najwazniejszych kwestii. Wniosek w sprawie danych dotyczacych
rezerwacji pasazera, stanowiacy czg$¢ niniejszego pakietu, jest na to dowodem. Komisja
wiele zrobita w tej sprawie. W nastepstwie przyjecia dyrektywy w sprawie przechowywania
danych operatorzy telefonii oraz dostawcy ustug internetowych maja obecnie obowiazek
przechowywania danych. Pierwsze kroki w zakresie wdrozenia zasady dostgpnosci podjeto w
ramach Traktatu z Priim: niedtugo wszystkie bazy danych panstw cztonkowskich zawierajace
odciski palcow, kody DNA oraz dane rejestracyjne pojazdéw beda udostepnione organom
innych panstw cztonkowskich.

Komisja planuje finansowa¢ dzialania stuzace wdrozeniu tego mechanizmu lub usprawnieniu
jego dziatania. Osiagnigto porozumienie w zakresie udzielenia organom $cigania dostgpu do
systemu informacji wizowej po jego uruchomieniu. Dostep do systemu pozwoli policji i
innym organom $cigania, jak réwniez Europolowi, przeglada¢ zawarte w nim dane. W
systemie przechowywane beda dane dotyczace ponad 70 min ludzi zwiazane z wizami
pobytowymi i tranzytowymi w obszarze Schengen. Wsér6d danych beda fotografie i odciski
dziesigciu palcoéw wnioskodawcy. System informacji wizowej stanie si¢ najwigksza baza
zestawow wszystkich dziesigciu odciskow palcoOw na §wiecie.

Wszystkie te dziatania musza by¢ oparte na solidnych ramach stuzacych ochronie danych.
Rada spodziewa si¢ do konca biezacego roku w zadowalajacy sposob zakonczy¢ dyskusje nad
wnioskiem Komisji dotyczacym dyrektywy ramowej w tej sprawie.

Rada Unii Europejskiej — Deklaracja w sprawie zwalczania terroryzmu z dnia 29 marca 2004 r.
(dokument 07906/04)

Okreslonego jako ladowy zbiorowy transport pasazerski obslugiwany za pomoca autobusow, pociagoéw,
metra i tramwajow (,,kolej lekka™).
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5. BRON CHEMICZNA, BIOLOGICZNA, RADIOLOGICZNA I JADROWA

Chociaz materialty wybuchowe to bron najczSciej uzywana przez terrorystow, kwestia
niezwykle wazna jest odcigcie terrorystom dostgpu do broni chemicznej, biologicznej,
radiologicznej i jadrowej. Uzycie niektorych z takich materialow moze doprowadzi¢ do
zakazenia tysiecy ludzi, skazenia gleby, budynkéw i1 zasobow transportowych, zniszczenia
rolnictwa 1 zakazenia poglowia zwierzat, a w rezultacie wptyna¢ na tancuch zaopatrzenia
zywnosciowego. Zielona ksigga w sprawie gotowosci do przeciwdzialania biozagrozeniom
zostala przyjeta w lipcu 2007 r.

Przeprowadzane sg warsztaty z fachowcami w dziedzinie egzekwowania prawa, zdrowia oraz
badan naukowych, ktorych celem jest opracowanie przewodnika po najlepszych praktykach w
zakresie gotowosci i reagowania na biozagrozenia. Trudno$¢ polega na sklonieniu do
wspoOtpracy organdéw dziatajacych w wielu roznych obszarach: organéw celnych, policyjnych,
wojskowych, biotechnologicznych, instytucji sanitarnych, os$rodkow akademickich 1
osrodkow badan biologicznych. Komisja gromadzi rowniez wiedzg fachowa w zakresie broni
radiologicznej i nuklearnej. Spoleczenstwo oraz osoby odpowiedzialne za ochrong obywateli
wciaz obawiaja si¢ brudnych bomb i terroryzmu nuklearnego. Terrorysci i inni przestgpcy
pokazali juz, ze sa zainteresowani tego rodzaju bronia. Gospodarki i spoleczenstwa tworzace
sie¢ wzajemnych potaczen sa nie tylko podstawa globalnego rozwoju i wspodlpracy, ale
réwniez ulatwiaja nielegalny handel materiatami radioaktywnymi i nuklearnymi. Komisja
zamierza przedstawi¢ pakiet wnioskOw politycznych w sprawie broni chemicznej,
biologicznej, radiologicznej i nuklearnej na poczatku 20009 r.

6. TECHNOLOGIE WYKRYWCZE

Sprawne, sprawdzone, dostgpne, niedrogie oraz wzajemnie uznawane technologie wykrywcze
sa niezbednym atutem w zwalczaniu terroryzmu. Nowe technologie nie powinny by¢ tylko
domeng terrorystow. Narzedzia wykrywcze odgrywaja istotna rol¢ w dziataniach organow
odpowiedzialnych za bezpieczenstwo. Wazna rol¢ odgrywa wspdlpraca z sektorem
prywatnym, dlatego Komisja stara si¢ ja ulatwiac. Zielona ksigga w sprawie technologii
wykrywczych zostata opublikowana w 2006 r., a odpowiedzi sa obecnie analizowane.
Kwestie wykrywania sa rowniez szeroko oméwione w planie dziatan UE w zakresie
materiatlow wybuchowych, przyjetym w ramach niniejszego pakietu.

7. POZBAWIENIE TERRORYSTOW ZASOBOW FINANSOWYCH

Nalezy kontynuowac 1 zwigksza¢ wysitki majace na celu pozbawienie terrorystow zasobow
finansowych. Obecnie istnieje juz stosowne prawodawstwo WE, ale wzrasta potrzeba
podjecia szerszych dziatan nielegislacyjnych, np. dziatan zapewniajacych przejrzystos¢, aby
zapewni¢ panstwom cztonkowskim UE odpowiednie narz¢dzia do zwalczania finansowania
terroryzmu. Komisja nadal wspoétpracuje z panstwami cztonkowskimi w celu poprawy metod
zamrazania 1 konfiskaty mienia terrorystow i dochodoéw pochodzacych z przestgpstwa, jak
roOwniez ustalenia wspolnych minimalnych standardow wyszkolenia dla urz¢dnikow
prowadzacych $ledztwa finansowe oraz promuje skuteczna wspotpracg z jednostkami
wywiadu finansowego na poziomie UE.
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8. OFIARY TERRORYZMU

Komisja angazuje si¢ w propagowanie solidarno$ci z ofiarami terroryzmu i niesienia im
pomocy.

Komisja przekazuje pomoc finansowa® organizacjom, ktore reprezentuja interesy ofiar.
Finansuje ona innowacyjne i ponadgraniczne projekty, ktore pomagaja ofiarom wiesé, w
miar¢ mozliwosci, takie zycie, jakie prowadzity przed atakiem terrorystycznym.

9. BADANIA NAUKOWE I ROZWOJ TECHNOLOGICZNY

W 2004 r. Komisja wdrozyta trzyletni ,,Plan przygotowawczy w dziedzinie badan nad
bezpieczenstwem (PASR)”. Plan ten, z corocznym budzetem w wysokosci 15 min EUR, byt
pierwszym krokiem w kierunku nowego obszaru bezpieczenstwa w ramach siédmego
programu ramowego UE na rzecz badan i rozwoju technologicznego (7.PR).

W ramach planu przygotowawczego sfinansowano 39 projektow’. W oparciu o plan
przygotowawczy, w 7. programie ramowym (7.PR na lata 2007-2013) zwigkszono budzet na
badania nad bezpieczenstwem do 1,4 mld EUR, przy czym uwzglgdniono réwniez takie
obszary, jak wykrywanie materiatbw wybuchowych, ochrona przed terroryzmem
chemicznym, biologicznym, radioaktywnym i nuklearnym, zarzadzanie kryzysowe oraz
ochrona infrastruktury krytyczne;.

Roéwnoczesnie stworzone zostalo europejskie forum badan 1 innowacji w dziedzinie
bezpieczenstwa®. Dziatalno$é forum bedzie opierala si¢ na dziataniach podjetych juz przez
Grupe Osobistosci’ oraz Europejski Komitet Konsultacyjny ds. Badan nad
Bezpieczenstwem .

Decyzja Rady z dnia 12 lutego 2007 r. ustanawiajaca na lata 2007-2013, jako czg$¢ programu ogdlnego
»Prawa podstawowe i sprawiedliwo$¢”, szczegdtowy program ,,Sadownictwo karne”.

Opis 39 projektéw badawczych w ramach planu przygotowawczego, w tym wynikow posrednich i
koncowych, mozna znalez¢ na stronie: http://ec.europa.eu/enterprise/security/articles/article 2007-02-
23 en.htm.

Stworzenie europejskiego forum badan i innowacji w dziedzinie bezpieczenstwa zostalo ogltoszone w
komunikacie Komisji w sprawie publiczno-prywatnego dialogu w zakresie badan i innowacji w
dziedzinie bezpieczenstwa (COM(2007)511 wersja ostateczna) z dnia 11.9.2007 r.

Grupa Osobistosci zostata utworzona w 2003 r. W swoim koncowym sprawozdaniu (Badania na rzecz
bezpiecznej Europy: sprawozdanie Grupy Osobistosci w zakresie badan nad bezpieczenstwem, 15
marca 2004 r., http://ec.europa.eu/enterprise/security/doc/gop_en.pdf.), Grupa Osobistosci zalecila
uwzglednienie w 7.PR obszaru badan nad bezpieczenstwem o minimalnym rocznym budzecie
wynoszacym 1 mld euro, a takze stworzenie ,,Europejskiego Komitetu Konsultacyjnego ds. Badan nad
Bezpieczenstwem” (ESRAB).

Komitet ESRAB zostal utworzony decyzja Komisji 2005/516/WE dnia 22 kwietnia 2005 r., a swoje
sprawozdanie koncowe opublikowat 22 wrzesnia 2006 r. Zaleca on podjecie wielodyscyplinarnych
badan zorientowanych na konkretne zadania. Powinny one uwzglednia¢ wkiad uzytkownikow
docelowych i dostawcéw w opracowywaniu i realizacji projektu. Sprawozdanie okreslito kilka
obszarow, w tym bezpieczenstwo infrastruktury, ktdore powinny pobudzi¢ innowacje i poprawié
wykorzystanie badan w zamdéwionych produktach i uslugach. Ponadto sprawozdaniec ESRAB
sugerowato rowniez ,.stworzenie Europejskiej Rady Bezpieczenstwa (pdzniejszego Europejskiego
forum badan nad bezpieczenstwem i innowacjami) w celu wsparcia szerszego dialogu i wymiany
pogladow w odniesieniu do europejskich potrzeb w zakresie bezpieczenstwa. Rada powinna
zgromadzi¢, w niebiurokratyczny sposob, wysokiej rangi cieszacych si¢ powszechnym autorytetem
przedstawicieli §rodowisk publicznych i prywatnych w celu wspdlnego opracowania strategicznego
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Celem europejskiego forum badan i innowacji w dziedzinie bezpieczenstwa jest wspieranie
tworzenia strategii bezpieczenstwa cywilnego za pomoca odpowiedniej technologii i bazy
naukowej poprzez ustanawianie §rednio- i dlugoterminowego wspdlnego programu badan nad
bezpieczenstwem, ktory obejmie wszystkie europejskie zainteresowane strony, zar6wno ze
strony podazy, jak i popytu. Program ten powinien zawiera¢ harmonogram badan oparty na
przysztych potrzebach docelowych uzytkownikéw publicznych 1 prywatnych oraz
najnowoczesniejszych technologiach z zakresu bezpieczenstwa.

Wspdlny program badan nad bezpieczenstwem bedzie stanowit dokument odniesienia dla
planowania badan nad bezpieczenstwem w nadchodzacych latach, na poziomie krajowym,
regionalnym i przemystowym, biorac pod uwage badania, ktore zostana przeprowadzone na
poziomie europejskim zgodnie z 7. programem ramowym na rzecz badan i rozwoju
technologicznego. Komisja zadba, aby powstaly konieczne powiazania migdzy réznymi
dzialaniami antyterrorystycznymi i odpowiednimi grupami roboczymi europejskiego forum
badan i innowacji w dziedzinie bezpieczenstwa.

III.  Nowy pakiet wnioskéow: skuteczniejsza walka z terroryzmem

Rézne elementy pakietu stanowig odpowiedZ na wyrazne wezwania do podjgcia dziatan przez
Komisje - szczegdlnie ze strony Rady Europejskiej oraz podczas spotkan Rady WSiSW.
Zaproponowane S$rodki sa wynikiem starannie przygotowanych dziatan obejmujacych
szerokie konsultacje z zainteresowanymi stronami, w tym przedstawicielami panstw
cztonkowskich, organizacjami pozarzadowymi oraz innymi organami publicznymi i
prywatnymi. Ataki udaremnione ostatnio w Niemczech, Danii i Austrii przypominaja nam
wszystkim, ze zagrozenie terrorystyczne jest niestety ciagle realne i konieczne sa dalsze
dziatania. Oprocz wdrazania strategii antyterrorystycznej UE planowane dziatania
przyczyniaja si¢ rowniez do wdrazania ogdlnej strategii antyterrorystycznej ONZ, przyjete]
podczas Zgromadzenia Ogdlnego we wrzesniu 2006 r.

Niniejszy pakiet bezpieczenstwa ma na celu poprawe bezpieczenstwa w Europie oraz
zmierzenie si¢ z zagrozeniem terrorystycznym poprzez nast¢pujace srodki:

o Dzialania wobec 0s6b _wspierajacych terroryzm. Rozpowszechnianie
propagandy terrorystycznej, szkolenie terrorystow, finansowanie terroryzmu,
przekazywanie informacji o konstruowaniu bomb i o materiatach wybuchowych,
a takze publiczne nawotywanie do przeprowadzania atakow terrorystycznych
powinny zosta¢ uznane za przestepstwa i podlega¢ odpowiednim karom w catej
Unii Europejskiej. Proponowane zmiany do decyzji ramowej z 2002 r. zapewnia
okreslenie tych dziatan jako przestgpstw we wszystkich panstwach cztonkowskich
1 stosowanie sankcji karnych, w tym kary pozbawienia wolno$ci, wobec
sprawcow tych przestepstw. Europejski nakaz aresztowania oraz europejski nakaz
dowodowy powinny by¢ w pelni wykorzystywane w tym celu.

e Praktyczne dzialania sluzace ograniczeniu wykorzystywania materialow
wybuchowych. Prowadzona begdzie znaczna liczba roéznych dziatan shuzacych
utrudnieniu terrorystom dost¢pu do materiatow wybuchowych i ich prekursorow
oraz wzmocnieniu narzedzi, ktérymi dysponuja organy wymiaru sprawiedliwos$ci
w celu zapobiegania atakom terrorystycznym przy uzyciu materiatow

programu bezpieczenstwa i dziatania jako mozliwy organ referencyjny dla realizacji istniejacych
programow i inicjatyw”.
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wybuchowych, zaréwno dostgpnych w handlu jak 1 skonstruowanych
samodzielnie. Obejmuja one system szybkiego ostrzegania o zagubionych lub
skradzionych materiatach wybuchowych i podejrzanych transakcjach, sie¢
ekspertow do spraw usuwania bomb i ich rozbrajania oraz sprawdzanie
pracownikow przemyshu materiatow wybuchowych. Istotna jest wspotpraca
migdzy sektorem publicznym i prywatnym.

e Ustanowienie europejskiego systemu wymiany danych dotyczacych
rezerwacji pasazera (,,danych PNR”). Panstwa cztonkowskie musza gromadzi¢
te dane, przetwarza¢ je, a w stosownych przypadkach wzajemnie je sobie
przekazywaé. Dane PNR kojarzone sa zwykle z negocjacjami poza UE,
szczegblnie ze Stanami Zjednoczonymi. Unia jest potencjalnym celem ataku w
stopniu porownywalnym ze Stanami Zjednoczonymi. Dane dotyczace rezerwacji
pasazera sa wazne, poniewaz dotychczasowe do$wiadczenie pokazuje, ze wiele
akcji terrorystycznych wiaze si¢ na ktoryms$ z etapdéw z podrézami migdzy UE a
krajem trzecim.

e Komisja przyjmuje rowniez swoje sprawozdanie na temat wdrozZenia
obowiazujacej decyzji ramowej w sprawie terroryzmu. Panstwa cztonkowskie
powinny w bardziej zdecydowany sposob dziala¢ na rzecz wlaczenia systemu
przyjetego w 2002 r. do prawa krajowego, aby wspiera¢ dziatania swoich
organow policyjnych, prokuratury oraz sedziow.

Whiosek:

Musimy nadal wspdlnie dziata¢ na szczeblu UE w celu zwalczania zagrozenia terroryzmem,
przy rdbwnoczesnym nalezytym rozwijaniu zewngtrznego wymiaru tych dzialan. Nie ma innej
alternatywy, gdyz terroryzm stanowi zagrozenie o charakterze migdzynarodowym i
ponadgranicznym, a na skutek udanego rozwoju UE interesy panstw cztonkowskich sa
wspodlne. Unia odgrywa wazna rol¢ poprzez wspieranie panstw czlonkowskich i1 dziatania w
kwestiach transgranicznych. Jednak to gltéwnie panstwa cztonkowskie sa odpowiedzialne za
ochrong swoich obywateli. Polityka bezpieczenstwa musi mie¢ na celu zaro6wno ochrong
obywateli UE, jak i przestrzeganie praw podstawowych. Terroryzm jest wyzwaniem
ztozonym 1 wieloptaszczyznowym. Dzialania na szczeblu UE stanowia probg odpowiedzi na
wszystkie aspekty tego wyzwania - zapobieganie atakom, ochrona obywateli, $ciganie
terrorystow 1 reagowanie w przypadku ataku. Obecny pakiet pokazuje zaangazowanie
Komisji Europejskiej w dalsze dzialania zwiazane z tymi wyzwaniami oraz jest kolejnym
etapem wzmacniania naszej ochrony przed terroryzmem.
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ZALACZNIK: Zapewnienie bezpieczenstwa transportu miejskiego

Transport miejski stanowi ztozone zagadnienie, obejmujace licznych przewoznikdéw, lokalny
przemyst uslugowy oraz codzienny przewdz milionow pasazerow. Jest tatwo dostepny dzigki
wielu przystankom i punktom przesiadkowym. Jesli chodzi o bezpieczenstwo, zasadniczo nie
ma kontroli pasazeréw, a kontrola dostepu, jesli jest przeprowadzana, to w bardzo
ograniczonym zakresie. Ponadto oceny zagrozenia i1 podatno$ci na atak rdznia si¢ bardzo w
zalezno$ci od réznych rodzajow transportu. W zwiazku z ta zlozono$cia uniwersalne
podejscie do kwestii bezpieczenstwa nie jest wlasciwe.

Obecnie bezpieczenstwo transportu miejskiego zapewniaja przewoznicy oraz wtadze lokalne i
krajowe. Na szczeblu europejskim istnieja odpowiednie $rodki w zakresie transportu
lotniczego, morskiego 1 migdzynarodowego przewozu towarowego, nie ma jednak
porownywalnych $rodkéw w zakresie transportu miejskiego. Ponadto $rodki w zakresie
transportu lotniczego i morskiego opieraja si¢ na zasadach okreslonych w odpowiednich
organizacjach migdzynarodowych, nie istnieja jednak Zadne migdzynarodowe zasady ani
organizacje w zakresie miejskiego transportu pasazerskiego.

Jak wskazano w pkt 3 niniejszego komunikatu, Komisja ustanowi ekspercka grupg robocza
ds. bezpieczenstwa transportu miejskiego, ktéra bedzie si¢ zajmowata tymi kwestiami. Dzigki
niej mozliwa stanie si¢ wymiana najlepszych praktyk i zdobytych doswiadczen -
pozytywnych i negatywnych - w czterech kluczowych obszarach, obejmujacych: srodki
organizacyjne; nadzor i wykrywanie, odporniejszy sprzet i urzqdzenia; oraz postegpowanie w
przypadkach naglych. W perspektywie dlugoterminowej moze to doprowadzi¢ do
ustanowienia  wspdlnie  uzgodnionych kryteriow 1 wskaznikow  bezpieczenstwa,
pozwalajacych wtadzom i przewoznikom na przeprowadzanie oceny wlasnych systeméw oraz
opracowywanie planow bezpieczenstwa.

Komisja zachgca panstwa cztonkowskie do mianowania koordynatoréw krajowych, ktorych
zadaniem bedzie utatwienie dziatan eksperckiej grupy roboczej ds. bezpieczenstwa transportu
miejskiego, zapewnianie jasnych celow, spdjnosci wkladoéw krajowych oraz procedury
monitorowania. Krajowym koordynatorem powinien by¢ przedstawiciel odpowiednich
organdéw panstwa cztonkowskiego czuwajacych nad bezpieczenstwem transportu.

Zacheca si¢ panstwa cztonkowskie, jak réwniez odpowiednie wiadze 1 przewoznikow, do
wprowadzania 1 testowania nowych koncepcji bezpieczenstwa, technologii i nowych
rozwiazan w sprz¢cie i oprogramowaniu. Wszystkie zdobyte doswiadczenia moga przynies¢
wielkie korzys$ci Wspolnocie, jesli nastapi ich wymiana w ramach eksperckiej grupy roboczej
ds. bezpieczenstwa transportu miejskiego oraz europejskiego rejestru technologii lub poprzez
biezace inicjatywy szkoleniowe bgdace wynikiem wspolpracy migdzy przewoznikami.
Ponadto Komisja ustanowi stala list¢ projektow badawczych i1 rozwojowych finansowanych
ze srodkoéw publicznych w tej dziedzinie, zachgcajac szczego6lnie do skoncentrowania si¢ na
czynnikach ludzkich 1 nowych technologiach. Przedstawiciele bgda zachecani do wlaczenia
si¢ do dziatan i wskazywania, w stosowych przypadkach, nowych potrzeb w zakresie badan
zwiazanych z bezpieczenstwem.

Komisja podejmie wilasciwe dziatania, promujace uwzglednianie w projektach transportu
miejskiego finansowanych przez UE, tam gdzie to konieczne, wlasciwego wymiaru
bezpieczenstwa.
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