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UZASADNIENIE

1. KONTEKST WNIOSKU
. Przyczyny i cele wniosku

Od czasu przyjecia dyrektywy 2000/3 1/WE! (,,dyrektywa o handlu elektronicznym’) pojawity
si¢ nowe 1innowacyjne (cyfrowe) ustugi spoteczenstwa informacyjnego, ktére zmieniaja
codzienne zycie obywateli Unii oraz ksztattujg i modyfikuja sposoby komunikacji, tacznosci,
konsumpcji i prowadzenia dziatalnosci gospodarczej przez obywateli. Ustugi te w duzym
stopniu przyczynity si¢ do transformacji spolecznej i ekonomicznej w Unii i na $wiecie.
Jednoczesnie ich wykorzystanie wigze si¢ z nowymi zagrozeniami i wyzwaniami zaréwno dla
calego spoteczenstwa, jak i dla poszczegolnych osob korzystajacych z takich ustug. Ustugi
cyfrowe moga wspiera¢ proces osiggniecia celow zrdwnowazonego rozwoju, przyczyniajac
si¢ do zrownowazonego wzrostu gospodarczego 1 rozwoju spotecznego oraz zréwnowazenia
srodowiskowego. Kryzys zwigzany z koronawirusem uwidocznit znaczenie technologii
cyfrowych we wszystkich sferach wspotczesnego zycia. Wyraznie ukazat uzaleznienie naszej
gospodarki i naszego spoteczenstwa od ustug cyfrowych i uwypuklit zarowno korzysci, jak
i zagrozenia wynikajace z obowigzujagcych ram dotyczacych funkcjonowania ustug
cyfrowych.

W komunikacie pt. ,,Ksztaltowanie cyfrowej przysztosci Europy”2 Komisja zobowigzala si¢
do aktualizacji przepisbw horyzontalnych, w ktorych okre§lono zadania i obowigzki
dostawcow ustug cyfrowych, w szczegdlnosci platform internetowych.

W ten sposob Komisja uwzglednita kwestie zidentyfikowane w sprawozdaniach z wtasnej
inicjatywy Parlamentu Europejskiego i przeanalizowala zawarte w nich wnioski. Parlament
Europejski przyjat dwie rezolucje na podstawie art. 225 Traktatu o funkcjonowaniu Unii
Europejskiej (TFUE) pt. ,,Akt prawny o ustugach cyfrowych: poprawa funkcjonowania
jednolitego rynku”3 1 ,,Akt prawny o ustugach cyfrowych: dostosowanie przepiséw prawa
handlowego icywilnego do podmiotow gospodarczych prowadzacych dziatalnosc
internetowq”“. Parlament Europejski przyjal roéwniez rezolucje w ramach procedury
nieustawodawczej pt. ,,Akt prawny o ustugach cyfrowych i zwigzane z nim kwestie z zakresu
praw podstawowych™. Zasadniczo rezolucje te pod wieloma wzgledami wzajemnie sig
uzupehiaja. Zdecydowanie wzywa si¢ wnich do zachowania podstawowych zasad
okreslonych w dyrektywie o handlu elektronicznym oraz do ochrony praw podstawowych
w $rodowisku internetowym, atakze ochrony anonimowos$ci w internecie w kazdym
przypadku, gdy jest to technicznie mozliwe. W rezolucjach tych Parlament wzywa do
zapewnienia przejrzystosci, obowigzkéw informacyjnych i rozliczalnosci w odniesieniu do
dostawcow ustug cyfrowych oraz opowiada si¢ za skutecznymi zobowigzaniami do
zwalczania nielegalnych tresci w internecie. Opowiedziano si¢ w nich rdwniez za nadzorem
publicznym na szczeblu unijnym i krajowym oraz wspotpracg migdzy whasciwymi organami

! Dyrektywa 2000/31/WE Parlamentu Europejskiego i Rady z dnia 8 czerwca 2000 r. w sprawie niekt6rych
aspektow prawnych ustug spoleczenstwa informacyjnego, w szczegdlnosci handlu elektronicznego w ramach
rynku wewngtrznego (dyrektywa o handlu elektronicznym) (Dz.U. L 178 7z 17.7.2000, s. 1).

2 https://ec.europa.eu/info/sites/info/files/communication-shaping-europes-digital-future-feb2020_en_4.pdf

® Parlament Europejski, rezolucja w sprawie poprawy funkcjonowania jednolitego rynku (2020/2018(INL)).

* Parlament Europejski, rezolucja w sprawie dostosowania przepiséw prawa handlowego i cywilnego do
podmiotéw gospodarczych prowadzacych dziatalnos$¢ internetowa (2020/2019(INL)).

® parlament Europejski, rezolucja w sprawie aktu prawnego o ustugach cyfrowych i zwiazanych z nim kwestii
z zakresu praw podstawowych (2020/2022(IN1)).
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roznych  jurysdykcji ~ w zakresie egzekwowania prawa, szczegOlnie w sprawach
transgranicznych.

W rezolucji pt. ,,Akt prawny o ustlugach cyfrowych: poprawa funkcjonowania jednolitego
rynku” wezwano do przeprowadzenia ambitnej reformy obowigzujacych unijnych ram
prawnych dotyczacych handlu elektronicznego z zachowaniem podstawowych zasad
przewidzianego w nich systemu odpowiedzialno$ci, zakazu naktadania ogdlnego obowigzku
nadzoru oraz klauzuli dotyczacej rynku wewnetrznego, ktore uznaje si¢ w rezolucji za nadal
aktualne. Potwierdzajac cele okreslone w dyrektywie o handlu elektronicznym, w rezolucji tej
wzywa si¢ do wprowadzenia $rodkéw z mys$lg o ochronie konsumentow przez dodanie
szczegblowe] sekcji poswigcone] internetowym platformom handlowym, ktore to $rodki
zapewnig zaufanie konsumentéw do gospodarki cyfrowej przy jednoczesnym poszanowaniu
praw podstawowych uzytkownikéw. W rezolucji opowiedziano si¢ rowniez za zasadami
stanowigcymi  podstawe¢ konkurencyjnego $rodowiska cyfrowego w Europie oraz
przewidziano przyjecie aktu o ustugach cyfrowych bedacego wzorem do nasladowania dla
reszty §wiata.

W rezolucji pt. ,,Akt prawny o uslugach cyfrowych: dostosowanie przepisow prawa
handlowego icywilnego do podmiotow gospodarczych prowadzacych dziatalnosé
internetowa” wzywa si¢ do zwigkszenia poziomu sprawiedliwo$ci, przejrzystosci
I odpowiedzialnosci w zakresie procedur moderowania tresci ustug cyfrowych, zapewnienia
poszanowania praw podstawowych oraz zagwarantowania niezaleznych §rodkow zaskarzenia.
Rezolucja zawiera rowniez wniosek dotyczacy ustanowienia szczegdétowego mechanizmu
zglaszania iusuwania nielegalnych tre$ci, kompleksowych przepisow w sprawie reklam
internetowych, wtym reklam ukierunkowanych, oraz umozliwienia opracowywania
i uzytkowania inteligentnych kontraktow.

W rezolucji nieustawodawczej pt. ,,Akt prawny o ustugach cyfrowych izwigzane z nim
kwestie z zakresu praw podstawowych” podkreslono konieczno$¢ zapewnienia jasnosci prawa
na potrzeby platform i uzytkownikow oraz poszanowania praw podstawowych z uwagi na
szybki rozwoj technologii. W rezolucji tej wezwano do przyjecia zharmonizowanych
przepisbw w celu zwalczania nielegalnych treSci w internecie oraz zasad dotyczgcych
wylaczen odpowiedzialnosci oraz moderowania tresci. W rezolucji tej przewidziano rowniez
wyrazne obowigzki platform iorganéw w zakresie sktadania sprawozdan i przejrzystosci.
W konkluzjach Rady® przyjeto rowniez z zadowoleniem ogloszenie przez Komisje aktu
prawnego o ustugach cyfrowych i podkreslono ,potrzebe jasnych izharmonizowanych
opartych na faktach przepisow dotyczacych odpowiedzialnosci i rozliczalnosci w odniesieniu
do uslug cyfrowych, ktore to przepisy gwarantowalyby posrednikom ustug internetowych
odpowiedni poziom pewnosci prawa” oraz zwrdcono uwage na ,,potrzebe zwiekszenia
europejskich zdolnosci 1 wzmocnienia wspotpracy organow krajowych, przy jednoczesnym
zachowaniu iwzmocnieniu podstawowych zasad jednolitego rynku, atakze na potrzebe
zwickszenia bezpieczenstwa obywateli i ochrony ich praw w otoczeniu cyfrowym na calym
jednolitym rynku”. To wezwanie do dziatania powtorzono w konkluzjach Rady z dnia 2
pazdziernika 2020 r.”

Bazujac na podstawowych zasadach okreslonych w dyrektywie o handlu elektronicznym,
ktore nadal sg aktualne, niniejszy wniosek ma na celu zapewnienie najlepszych warunkow do

® Konkluzje Rady w sprawie ksztaltowania cyfrowej przysztosci Europy 8711/20 z dnia 9 czerwca 2020 r.,
https://data.consilium.europa.eu/doc/document/ST-8711-2020-INIT/pl/pdf
" https://www.consilium.europa.eu/media/45927/021020-euco-final-conclusions-pl.pdf
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Swiadczenia innowacyjnych ustug cyfrowych na rynku wewngtrznym, zwigkszenie
bezpieczenstwa w internecie oraz ochron¢ praw podstawowych, a takze ustanowienie solidnej
I trwaltej struktury zarzadzania na potrzeby skutecznego nadzoru nad dostawcami ustug
posrednich.

We wniosku wyraznie okresla si¢ zakres odpowiedzialnosci i rozliczalnosci dostawcow ustug
posrednich, w szczegoOlnosci platform internetowych, takich jak media spotecznosciowe
I platformy handlowe. Poprzez okreslenie jasnych obowigzkow w zakresie nalezytej
staranno$ci w odniesieniu do niektorych ustug posrednich, w tym procedur zgtaszania
I usuwania nielegalnych tresci oraz mozliwos$ci zaskarzenia podjetych przez platformy decyzji
dotyczacych moderowania tresci, niniejszy wniosek ma na celu poprawe bezpieczenstwa
uzytkownikéw w internecie w catej Unii oraz podniesienie poziomu ochrony ich praw
podstawowych. Ponadto natozenie na niektore platformy internetowe obowigzku
pozyskiwania, przechowywania i czgsciowej weryfikacji i publikacji informacji na temat
przedsiebiorcow  korzystajacych zustug tych platform zapewni wyzszy poziom
bezpieczenstwa i przejrzystosci Srodowiska internetowego dla konsumentow. Uznajac
szczegolny wptyw bardzo duzych platform internetowych na nasza gospodarke i nasze
spoteczenstwo, we wniosku okresla si¢ wyzszag norm¢ przejrzystosci i rozliczalno$ci
w kwestii sposobu moderowania treSci przez dostawcow takich platform, w kwestii reklam
oraz procesow algorytmicznych. We wniosku ustanawia si¢ obowigzki oceny ryzyka
stwarzanego przez ich systemy w celu opracowania odpowiednich narzedzi zarzadzania
ryzykiem, aby chroni¢ integralno$§¢ $§wiadczonych ustug przed wykorzystaniem technik
manipulacyjnych. Jezeli chodzi o prog operacyjny dotyczacy dostawcoOw ustug, obowiazki te
majg zastosowanie do platform internetowych o znacznym zasiegu w Unii, obecnie
szacowanym na ponad 45 min odbiorcow ustugi. Taki prog jest proporcjonalny do ryzyka
zwigzanego z zasi¢giem platform w Unii. Jezeli liczba ludnosci w Unii zmieni si¢ o okreslong
warto$¢ procentowa, Komisja skoryguje liczbe odbiorcow uwzglednianych na potrzeby tego
progu, aby zawsze stanowita ona 10 % ludnos$ci Unii. Ponadto w akcie o ustugach cyfrowych
zostanie okreslony wspotregulacyjny mechanizm ochronny bazujacy na istniejacych
inicjatywach dobrowolnych.

We wniosku utrzymano zasady odpowiedzialnosci dostawcow ustug posrednich okreslone
w dyrektywie o0 handlu elektronicznym, ktore staly si¢ juz podstawa gospodarki cyfrowej
i maja zasadnicze znaczenie dla ochrony praw podstawowych w internecie. Trybunatu
Sprawiedliwo$ci Unii Europejskiej dokonatl wyktadni tych zasad, zapewniajac tym samym
cenne wyjasnienia i wytyczne. Aby zapewni¢ skuteczng harmonizacj¢ w catej Unii 1 uniknaé
fragmentacji prawnej, zasady te nalezy uja¢ w formie rozporzadzenia. Nalezy rowniez
wyjasni¢ niektore aspekty tych zasad, aby wyeliminowa¢ wystgpujace czynniki zniechecajace
do podejmowania witasnych dobrowolnych dochodzen przez dostawcoéw ustug posrednich
W celu zapewnienia bezpieczenstwa uzytkownikoéw ich ustug, a takze aby wyjasni¢ ich rolg
z punktu widzenia konsumentow w okreslonych okolicznosciach. Wyjasnienia te przyniosa
wiekszg pewno$¢ prawa, co powinno ulatwi¢ mniejszym, innowacyjnym dostawcom rozwoj
I zwigkszenie skali swojej dziatalnosci.

Glebszy, pozbawiony granic jednolity rynek uslug cyfrowych wymaga $cislejszej wspotpracy
miedzy panstwami cztonkowskimi w celu zagwarantowania skutecznego nadzoru
I egzekwowania nowych przepisow okreslonych w proponowanym rozporzadzeniu. We
wniosku okresla si¢ wyrazny zakres odpowiedzialnosci panstw cztonkowskich nadzorujacych
przestrzeganie obowigzkoéw ustanowionych w proponowanym rozporzadzeniu przez
dostawcoOw ustug zsiedzibg na ich terytorium. W ten sposéb zapewnia si¢ najszybsze
i najskuteczniejsze egzekwowanie przepisdéw i chroni si¢ wszystkich obywateli Unii. Celem
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jest zapewnienie prostych ijasnych procesow, dzieki ktorym zardwno obywatele, jak
i dostawcy ustug otrzymajg wsparcie w kontaktach z organami nadzoru. W przypadku
pojawiania si¢ ryzyka systemowego na terenie catej Unii w proponowanym rozporzadzeniu
przewiduje si¢ nadzor i egzekwowanie na szczeblu unijnym.

. Spéjnosé z przepisami obowiazujacymi w tej dziedzinie polityki

Obowigzujace unijne ramy prawne regulujace ustugi cyfrowe opierajg si¢ przede wszystkim
na dyrektywie o handlu elektronicznym. Rozporzadzenie, ktérego dotyczy niniejszy wniosek,
nie narusza przepisow dyrektywy o handlu elektronicznym, tylko je rozwija, w szczegdlnosci
jezeli chodzi ozasade rynku wewnetrznego okreslong wart. 3. W proponowanym
rozporzadzeniu przewiduje si¢ mechanizm wspoétpracy i koordynacji na potrzeby nadzoru nad
wykonaniem okreslonych w nim obowigzkéw. Jezeli chodzi o ramy horyzontalne dotyczace
zwolnienia od odpowiedzialnosci dostawcow ustug posrednich, w niniejszym rozporzadzeniu
uchyla si¢ art. 12-15 dyrektywy o handlu elektronicznym, a nastgpnie odtwarza si¢ je,
zachowujac zwolnienia od odpowiedzialno$ci takich dostawcéw zgodnie z wyktadnig
dokonang przez Trybunat Sprawiedliwosci Unii Europejskie;.

W zaleznosci od systemu prawnego kazdego panstwa cztonkowskiego i1 odnosnej dziedziny
prawa krajowe organy sadowe lub administracyjne moga nakaza¢ dostawcom ustug
posrednich podjecie dziatan przeciwko pewnym okreslonym nielegalnym tresciom. Takie
nakazy, w szczegélnosci gdy dotycza one =zapobiegania przez dostawce ponownemu
pojawieniu si¢ danych nielegalnych tresci, nalezy wydawacé zgodnie z prawem Unii,
zwlaszcza zzakazem nakltadania ogoélnych obowiazkéw nadzoru, zgodnie z wyktadnig
Trybunatu Sprawiedliwosci Unii Europejskiej®. Niniejszy wniosek, w szczegélnosci jego
art. 8, pozostaje bez wplywu na to orzecznictwo. Niniejszy wniosek powinien stanowic
odpowiednia podstaw¢ na potrzeby rozwoju niezawodnych technologii uniemozliwiajacych
ponowne pojawianie si¢ nielegalnych informacji, ktorym to technologiom musza towarzyszy¢
najwyzszego poziomu zabezpieczenia, aby zapobiega¢ omytkowemu usuwaniu legalnych
tresci; narzedzia takie nalezy opracowac na podstawie umowy dobrowolnej negocjowanej
miedzy wszystkimi zainteresowanymi stronami i powinny by¢ one wspierane przez panstwa
czlonkowskie; przyjecie oraz zastosowanie takich procedur lezy w interesie wszystkich stron,
ktére uczestnicza w $wiadczeniu ushug posrednich; przepisy niniejszego rozporzadzenia
odnoszace si¢ do odpowiedzialno$ci nie powinny stanowi¢ przeszkody w rozwoju
i wskutecznym ~ wykorzystywaniu, przez roézne zainteresowane strony, Systemow
technicznych ochrony i identyfikacji, jak rowniez automatycznego rozpoznawania mozliwych
dzigki technologiom cyfrowym wramach ograniczen ustanowionych w drodze
rozporzadzenia 2016/679.

. Spéjnos¢ z innymi politykami Unii

W rozporzadzeniu, ktérego dotyczy niniejszy wniosek, wprowadza si¢ ramy horyzontalne
obejmujace wszystkie kategorie tresci, produktow, ustug i dzialalno$ci w zakresie ustug
posrednich. Niniejsze rozporzadzenie nie zawiera definicji nielegalnego charakteru takich
tresci, produktow lub ustug, ktory wynika z prawa Unii lub prawa krajowego zgodnie
z prawem Unii.

W ramach instrumentow sektorowych nie eliminuje si¢ wszystkich luk regulacyjnych
wskazanych w sprawozdaniu z oceny skutkéw: instrumenty takie nie zawierajg
kompleksowych zasad dotyczacych obowigzkéw proceduralnych zwigzanych z nielegalnymi

8 Na przyktad wyrok z dnia 3 pazdziernika 2019 r., Glawischnig-Piesczek, C-18/18.
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tre$ciami, a jedynie podstawowe zasady dotyczace przejrzystosci i rozliczalnosci dostawcoOw
ushug oraz ograniczone mechanizmy nadzoru. Ponadto przepisy sektorowe majg zastosowanie
w sytuacjach wymagajacych przyjecia dostosowanych podejsé. Jezeli chodzi o zakres
zastosowania, przepisy sektorowe sg ograniczone zdwoch wzgledow. Po pierwsze,
interwencje sektorowe dotycza niewielkiego podzbioru kwestii (np. naruszen prawa
autorskiego, tresci o charakterze terrorystycznym, materialow przedstawiajgcych niegodziwe
traktowanie dzieci w celach seksualnych Iub nielegalnego nawolywania do nienawisci,
niektorych nielegalnych produktow). Po drugie, obejmuja one wytacznie rozpowszechnianie
takich tresci w ramach okreslonych rodzajow ustug (np. podzbior platform internetowych
W zakresie naruszen prawa autorskiego, wylacznie platformy udostepniania plikow wideo
I wylacznie w zakresie audiowizualnych tresci o charakterze terrorystycznym lub
nawotywania do nienawisci). Konieczne jest jednak wyjasnienie zwigzku miedzy nowym
proponowanym rozporzadzeniem a instrumentami sektorowymi.

Rozporzadzenie, ktérego dotyczy niniejszy wniosek, stanowi uzupelnienie obowigzujacych
przepiséw sektorowych i nie wptywa na stosowanie obowigzujacych przepisow prawa Unii
regulujacych okreslone aspekty swiadczenia ushug spoteczenstwa informacyjnego, ktére maja
zastosowanie jako lex specialis. Przyktadowo nadal bgda mialy zastosowanie obowigzki
dotyczace tresci audiowizualnych ihandlowych przekazow audiowizualnych okre$lone
w dyrektywie 2010/13/WE, zmienionej dyrektywa (UE) 2018/1808, dotyczacej dostawcow
platformy udostepniania wideo (,,dyrektywa o0 audiowizualnych ustugach medialnych”).
Niniejsze rozporzadzenie ma jednak zastosowanie do takich dostawcow w stopniu, w jakim
nie majg do nich zastosowania bardziej szczegdétowe przepisy okreslone w dyrektywie
0 audiowizualnych ustugach medialnych lub innych unijnych aktach prawnych, takich jak
wniosek dotyczacy rozporzadzenia w sprawie zapobiegania rozpowszechnianiu w internecie
treSci o charakterze terrorystycznym.

Ramy ustanowione w rozporzadzeniu (UE) 2019/1150 w sprawie propagowania
sprawiedliwosci i przejrzystosci dla uzytkownikéw biznesowych korzystajacych z ustug
posrednictwa internetowego w celu zapewnienia, aby uzytkownikom biznesowym
korzystajacym z takich ustug i uzytkownikom korzystajacym ze strony internetowej w celach
biznesowych w odniesieniu do wyszukiwarek internetowych zapewniono odpowiednig
przejrzystos¢, sprawiedliwo$¢ i mozliwosci skutecznego dochodzenia roszczen, beda mialy
zastosowanie jako lex specialis.

Ponadto przepisy okreslone w niniejszym wniosku beda stanowié¢ uzupetnienie dorobku
prawnego UE w zakresie ochrony konsumentéw, w szczegdlnosci w odniesieniu do
dyrektywy (UE) 2019/2161 zmieniajacej dyrektywe Rady 93/13/EWG i dyrektyw 98/6/WE,
2005/29/WE oraz 2011/83/UE, ktore ustanawiajg przepisy szczegdtowe w celu zwigkszenia
przejrzystosci w zakresie niektorych funkcji oferowanych w ramach okreslonych ustug
spoleczenstwa informacyjnego.

Niniejszy wniosek nie narusza przepisow rozporzadzenia (UE) 2016/679 (ogdlne
rozporzadzenie o ochronie danych) ani innych przepisow Unii dotyczacych ochrony danych
osobowych i prywatno$ci w zakresie lacznosci. Przyktadowo s$rodki dotyczace reklam
zamieszczanych na platformach internetowych stanowia uzupeilienie, ale nie zmieniajg
obowigzujacych przepisow dotyczacych zgody na przetwarzanie danych osobowych i prawa
sprzeciwu wobec przetwarzania danych osobowych. W drodze takich $rodkéw naktada sie
obowigzki w zakresie przejrzystosci wobec uzytkownikow platform internetowych, ktorzy,
uzyskujac takie informacje, beda w stanie skorzysta¢ zpraw przystugujacych im jako
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osobom, ktorych dane dotyczga. Ponadto §rodki takie umozliwiajg organom i zweryfikowanym
badaczom nadzorowanie sposobu wyswietlania i ukierunkowania reklam.

Uzupelnieniem niniejszego wniosku bedg dalsze dziatania podejmowane w ramach
europejskiego planu dziatania na rzecz demokracji (COM(2020) 790 final) w celu
wzmocnienia pozycji obywateli izbudowania odporniejszych demokracji w catej Unii.
W szczegolnosci jako podstawa moga postuzy¢ przepisy dotyczace kodeksow postgpowania
ustanowione W niniejszym  rozporzadzeniu, ktéore mozna uzupetlnié¢ o zmieniony
i udoskonalony kodeks postepowania w zakresie zwalczania dezinformacji na podstawie
wytycznych Komisji.

Niniejszy wniosek jest rowniez w petni zgodny ze strategiami na rzecz réwnosci przyjetymi
przez Komisje w kontekscie Unii réwnos$ci. Niniejszy wniosek pozostaje bez uszczerbku dla
inicjatywy Komisji majacej na celu poprawe warunkdéw pracy osob pracujgcych za
posrednictwem platform cyfrowych.

Ponadto proponowane rozporzadzenie bazuje na zaleceniu z 2018 r. dotyczacym nielegalnych
tresci’. W rozporzadzeniu uwzglednia si¢ doswiadczenia zdobyte w ramach dziatan
samoregulacyjnych prowadzonych przy wsparciu Komisji, takich jak system dobrowolnych
zobowiazan do zapewnienia bezpieczefistwa produktow (Product Safety Pledge)™, Protokot
ustalen w sprawie sprzedazy podrobionych towaréw w internecie’’, kodeks postepowania
dotyczacy nielegalnego nawolywania do nienawiSci w internecie’? oraz Forum UE ds.
Internetu w odniesieniu do tresci o charakterze terrorystycznym.

2. PODSTAWA PRAWNA, POMOCNICZOSC | PROPORCJONALNOSC
. Podstawa prawna

Podstawe prawng niniejszego wniosku stanowi art. 114 Traktatu o funkcjonowaniu Unii
Europejskiej, ktory przewiduje ustanowienie $rodkow majacych na celu zapewnienie
funkcjonowania rynku wewnetrznego.

Gléwnym celem niniejszego wniosku jest zapewnienie prawidlowego funkcjonowania rynku
wewnetrznego, w szczegolnosci pod wzgledem $wiadczenia transgranicznych ustug
cyfrowych (w szczegdlnosci ustug posrednich). Aby to osiggna¢, niniejszy wniosek ma na
celu zapewnienie zharmonizowanych warunkdéw rozwoju innowacyjnych ustug
transgranicznych w Unii dzigki usunigciu przeszkod i zapobieganiu pojawianiu si¢ przeszkod
w prowadzeniu takiej dzialalno$ci gospodarczej wynikajacych z réznic w sposobie, w jaki
opracowywane s3 przepisy krajowe, uwzgledniajac fakt, ze szereg panstw czlonkowskich
przyjeto lub zamierza przyjac przepisy dotyczace takich kwestii, jak usuwanie nielegalnych
tresci w internecie, nalezyta starannos$¢, procedury zglaszania i dziatania oraz przejrzystosc.
Jednoczesnie we wniosku przewiduje si¢ odpowiedni nadzér nad ustugami cyfrowymi oraz
wspoOtprace miedzy organami na szczeblu unijnym, co zwicksza poziom zaufania, innowacji
I rozwoju na rynku wewngtrznym.

® Zalecenie Komisji z dnia 1 marca 2018 r. w sprawie dzialan na rzecz skutecznego zwalczania nielegalnych
tresci w internecie (C(2018) 1177 final).

Ohttps://ec.europa.eu/info/business-economy-euro/product-safety-and-requirements/product-safety/product-
safety-pledge_en

Yhttps://ec.europa.eu/growth/industry/policy/intellectual -property/enforcement/memorandum-understanding-
sale-counterfeit-goods-internet_en

Lhttps://ec.europa.eulinfo/policies/justice-and-fundamental-rights/combatting-discrimination/racism-and-
xenophobia/eu-code-conduct-countering-illegal-hate-speech-online en
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. Pomocniczosé

Poniewaz internet z natury ma charakter transgraniczny, dziatania legislacyjne na szczeblu
krajowym, o ktorych mowa powyzej, utrudniaja Swiadczenie i odbidr ustug na terytorium
calej Unii i sg nieskuteczne, jezeli chodzi o zapewnienie bezpieczenstwa i jednakowego
poziomu ochrony praw obywateli Unii i unijnych przedsigbiorstw w internecie. Harmonizacja
warunkoéw rozwoju innowacyjnych transgranicznych ustug cyfrowych w Unii z zachowaniem
bezpiecznego srodowiska internetowego jest mozliwa wylacznie na szczeblu unijnym.

Podjecie dziatania na szczeblu unijnym zapewnia przewidywalno$¢ i pewnos$¢ prawa oraz
ogranicza koszty przestrzegania przepisow w catej Unii. Jednocze$nie rozwigzanie takie
sprzyja zapewnieniu jednakowego poziomu ochrony wszystkich obywateli Unii, dzigki
zagwarantowaniu, aby dostawcy ustug posrednich — niezaleznie od tego, gdzie maja siedzibe
— podejmowali spojne dziatania majace na celu zwalczanie nielegalnych treSci w internecie.
Ponadto w ramach odpowiednio skoordynowanego systemu nadzoru, wzmocnionego na
szczeblu unijnym, zapewnia si¢ spojne podejScie majace zastosowanie do dostawcoOw ustug
posrednich prowadzacych dziatalno$¢ we wszystkich panstwach cztonkowskich.

Aby skutecznie chroni¢ uzytkownikéw w internecie iunikng¢ sytuacji, w ktorej dostawcy
ustug cyfrowych z siedziba w Unii znajduja si¢ w niekorzystnej sytuacji konkurencyjnej,
konieczne jest uwzglgdnienie réwniez odpowiednich dostawcow ustug z siedzibg poza Unig,
ktorzy prowadza dziatalno$¢ na rynku wewngtrznym.

. Proporcjonalnosé

Niniejszy wniosek ma promowaé odpowiedzialne zachowanie 1 dziatanie znalezyta
staranno$cig dostawcow ustug posrednich w celu zapewnienia bezpiecznego Srodowiska
internetowego, ktore umozliwia obywatelom Unii i innym osobom swobodne korzystanie
z przystugujacych im praw podstawowych, w szczegolnosci z wolnosci wypowiedzi
i informacji. Za sprawa kluczowych elementéw niniejszego wniosku rozporzadzenie
ogranicza si¢ do tego, co jest $ci§le niezbedne do osiggnigcia tych celow.

W szczegbdlnosci we wniosku okresla si¢ asymetryczne obowigzki w zakresie nalezytej
starannosci  w odniesieniu do poszczegdlnych rodzajow dostawcow ustug cyfrowych
w zalezno$ci od charakteru $wiadczonych przez nich ustlug iich wielkosci w celu
zapewnienia, aby ich uslugi nie byly niewlasciwie wykorzystywane do celow nielegalnej
dziatalnos$ci, a dostawcy prowadzili swoja dziatalno$§¢ w sposéb odpowiedzialny. Za pomoca
tego podejs$cia rozwigzuje si¢ niektore zidentyfikowane problemy wytacznie tam, gdzie takie
problemy si¢ pojawiaja, bez naktadania nadmiernego obcigzenia na dostawcow, ktorych takie
problemy nie dotycza. Niektore istotne obowigzki sa ograniczone wylacznie do bardzo
duzych platform internetowych, ktore ze wzgledu na swoj zasieg petnig centralng, systemowg
role w utatwianiu debaty publicznej i transakcji ekonomicznych. Bardzo mali dostawcy sa
catkowicie zwolnieni z tych obowigzkow.

Jezeli chodzi o dostawcow ustug cyfrowych z siedzibg poza Unia, ktorzy oferuja ustugi
w Unii, w rozporzadzeniu wymaga si¢ wyznaczenia przedstawiciela prawnego w Unii, co
stuzy zapewnieniu skutecznego nadzoru i, w razie potrzeby, egzekwowania.

W stopniu proporcjonalnym do obowigzkéw i uwzgledniajac transgraniczny charakter ustug
cyfrowych, we wniosku zostanie wprowadzony mechanizm wspolpracy migdzy panstwami
cztonkowskimi zapewniajacy wyzszy poziom nadzoru na szczeblu unijnym nad bardzo
duzymi platformami internetowymi. Ponadto we wniosku nie zmienia si¢ przepiséw
sektorowych ani ustanowionych na mocy tych przepisow mechanizmow egzekwowania
i zarzadzania, ale zapewnia si¢ ramy horyzontalne stanowigce podstawe w zakresie aspektow
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wykraczajacych poza konkretne treSci lub podkategorie ustug regulowane w aktach
sektorowych.

Przez ustanowienie wyraznych ram, ktérym towarzyszy wspOtpraca z panstwami
cztonkowskimi i miedzy nimi, a takze w drodze samoregulacji niniejszy wniosek ma na celu
osiggnigcie wyzszego poziomu pewnosci prawa i zaufania, a zarazem zapewnienie znaczenia
i skutecznosci okre§lonych w nim przepisow w perspektywie dlugoterminowej dzieki
elastycznosci tych ram wspodtpracy.

. Wybor instrumentu

Na podstawie art. 114 Traktatu o funkcjonowaniu Unii Europejskiej prawodawca moze
przyjmowac rozporzadzenia i dyrektywy.

Komisja podjeta decyzje o przedstawieniu wniosku dotyczacego rozporzadzenia w celu
zapewnienia spéjnego poziomu ochrony w catej Unii i uniknigcia rozbieznosci utrudniajacych
swobodne $wiadczenie odno$nych ustug na rynku wewngtrznym, atakze w celu
zagwarantowania jednakowej ochrony praw oraz jednakowych obowigzkow przedsigbiorstw
I konsumentéw na catym rynku wewngtrznym. Jest to konieczne do zapewnienia pewnos$ci
prawa i przejrzystosci zaro6wnO podmiotom  gospodarczym, jak i konsumentom.
Rozporzadzenie, ktérego dotyczy niniejszy wniosek, zapewnia ponadto spojne monitorowanie
praw i obowigzkéw oraz rownowazne sankcje we wszystkich panstwach cztonkowskich,
atakze skuteczng wspolprace miedzy organami nadzorczymi poszczegdlnych panstw
cztonkowskich i na szczeblu unijnym.

3. WYNIKI OCEN EX POST, KONSULTACJI Z ZAINTERESOWANYMI
STRONAMI | OCEN SKUTKOW
. Oceny ex post/oceny adekwatnos$ci obowigzujacego prawodawstwa

Niniejszy wniosek bazuje na ocenie dyrektywy o handlu elektronicznym przeprowadzonej
rownolegle z towarzyszagcg mu oceng skutkow. Cele szczegdtowe dyrektywy o handlu
elektronicznym to zapewnienie: (i) prawidtowo funkcjonujacego wewnetrznego rynku ustug
cyfrowych, (ii) skutecznego usuwania nielegalnych tresci w internecie przy pelnym
poszanowaniu praw podstawowych oraz (iii) odpowiedniego poziomu informacji
i przejrzystosci na potrzeby konsumentow.

Jezeli chodzi o skutecznosé¢ dyrektywy o handlu elektronicznym, z oceny wynika, ze mimo iz
dyrektywa ta zapewnita istotny bodziec do rozwoju wewnetrznego rynku ustug cyfrowych
i umozliwita nowym dostawcom takich ustug wejscie na rynek izwigkszenie skali
dziatalnosci, poczatkowe cele nie zostaty w petni osiagniete.

W szczegblnosci dynamiczny rozwdj gospodarki cyfrowej 1 pojawienie si¢ nowych rodzajow
dostawcow ustug przyniosty pewne nowe wyzwania, w odpowiedzi na ktorych panstwa
czlonkowskie przyjmuja rozne podejscia w obszarach wymagajacych wyjasnienia
poczatkowego zestawu celow. Ponadto zmiany takie dodatkowo utrudniajg osiggnigcie juz
okreslonych celow, o czym $wiadczy zwigkszona fragmentacja prawna.

Z oceny wynika réwniez, ze chociaz szereg nowych instrumentow regulacyjnych w istotny
sposob przyczynia si¢ do osiggniecia niektorych celow polityki okreslonych w dyrektywie
0 handlu elektronicznym, zapewniaja one jedynie sektorowe rozwigzania niektorych
podstawowych problemow (np. rozwigzanie problemu rosngcej liczby konkretnych rodzajow
nielegalnej dziatalno$ci). Takie instrumenty nie zapewniaja zatem spdjnego rozwigzania
problemow w odniesieniu do catego ekosystemu cyfrowego, gdyz ograniczaja si¢ do
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okreslonych rodzajow ustug lub okreslonych rodzajow nielegalnych tre$ci. Ponadto mimo iz
zasadniczo inicjatywy samoregulacyjne przynosza pozytywne rezultaty, nie ma mozliwosci
ich prawnego wyegzekwowania, a zakres ich zastosowania nie obejmuje wszystkich
uczestnikow gospodarki cyfrowej. Jezeli chodzi o efektywnosé dyrektywy o handlu
elektronicznym, natozono w niej jedynie ograniczone koszty dodatkowe na administracje
panstw cztonkowskich i1 dostawcoéw ustug spoteczenstwa informacyjnego. Ocena nie ujawnita
zadnych szczegblnie wysokich ani nieproporcjonalnych kosztéw; nie zgloszono réwniez
zadnych istotnych obaw dotyczacych wpltywu na mate i §rednie przedsi¢biorstwa. Gtéwna
obawa w tym zakresie dotyczy braku jasnos$ci, jezeli chodzi o mechanizm wspotpracy miedzy
panstwami cztonkowskimi, co powoduje tworzenie obcigzen i powielanie kosztow, czyli efekt
przeciwny do celu dyrektywy, w szczegoélnosci w przypadku nadzoru nad platformami
internetowymi. Spowodowalo to znaczne ograniczenie efektywnosci tej dyrektywy pod
wzgledem utrzymania funkcjonowania rynku wewnetrznego.

Jezeli chodzi o watpliwo$ci dotyczace dalszej adekwatnosci celow okreslonych
w dyrektywie o handlu elektronicznym, z oceny wynika, ze sa one nadal aktualne, chociaz
jednoczesnie nastgpito szereg nowych zmian, ktére nie sa dobrze odzwierciedlone
W obowigzujacych celach polityki publiczne;.

Po pierwsze, fakt, ze obowigzujace zasady i cele dyrektywy o handlu elektronicznym sg nadal
aktualne, potwierdzaja wyniki otwartych konsultacji publicznych, uwagi na ten temat
przekazane przez zainteresowane strony, sprawozdania wydane przez Parlament Europejski’?,
a takze konkluzje Rady™. Od czasu wejscia w zycie tej dyrektywy powstaly jednak nowa
asymetria informacji i nowe rodzaje ryzyka, w szczegélnosci w zwigzku z pojawieniem si¢
platform internetowych, zwlaszcza bardzo duzych platform, oraz w zwiazku ze skalg
transformacji cyfrowej. Dotyczy do na przyktad obszarow, w ktorych decyzje podejmuje si¢
na podstawie algorytmow (co ma wptyw na przeptyw informacji za posrednictwem internetu),
lub systemow reklam internetowych.

Z oceny wynika, ze dyrektywa o handlu elektronicznym jest spOjna z pozostatymi
interwencjami UE, ktore przeprowadzono od czasu jej przyjecia. W toku oceny nie
zidentyfikowano rowniez zadnych wewnetrznych niespojnosci w tekscie dyrektywy o handlu
elektronicznym.

Ponadto co najmniej cze$¢ faktycznych korzy$ci wynikajgcych z dyrektywy o handlu
elektronicznym, ustalonych w toku oceny, mozna uzna¢ za unijng warto$¢ dodana. Panstwa
cztonkowskie prawdopodobnie nadal stosowatyby wlasne systemy regulacyjne, gdyby nie
obowigzywat Zzaden wspdlny zestaw zasad, a W niektorych panstwach czlonkowskich nadal
nie obowigzywatyby zadne zasady horyzontalne. W zwiazku z brakiem solidnych dowodow
nie mozna jednak sformutowaé jednoznacznych wnioskéw na temat zakresu wspomnianej
unijnej wartosci dodane;j.

. Konsultacje z zainteresowanymi stronami

Na przestrzeni ostatnich pigciu lat Komisja przeprowadzita konsultacje z szerokim gronem
roznych zainteresowanych stron, w tym z dostawcami ustug cyfrowych, takimi jak platformy
internetowe iinni dostawcy ustug posrednich, przedsigbiorstwami prowadzacymi handel
W internecie, wydawcami mediéw, wilascicielami marek 1iinnymi przedsi¢biorstwami,

Bparlament Europejski, ibidem.
YK sztattowanie cyfrowej przysztosci Europy, dokument dostgpny pod adresem:
https://data.consilium.europa.eu/doc/document/ST-8711-2020-INIT/pl/pdf
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partnerami spotecznymi, uzytkownikami ustug cyfrowych, organizacjami spoteczenstwa
obywatelskiego, organami krajowymi, $rodowiskiem akademickim, S$rodowiskiem
technicznym, organizacjami mi¢dzynarodowymi i przedstawicielami ogoéhu spoteczenstwa.
W ciggu ostatnich lat przeprowadzono szereg ukierunkowanych dziatan konsultacyjnych,
w ramach ktoérych skrupulatnie gromadzono opinie zainteresowanych stron dotyczace
zagadnien zwigzanych z ustugami cyfrowymi i platformami.

Otwarte konsultacje publiczne dotyczace aktu o ustugach cyfrowych trwaly 14 tygodni — od
dnia 2 czerwca do dnia 8 wrze$nia; otrzymano 2 863 odpowiedzi i okoto 300 stanowisk
przestanych przez zrdéznicowane grono zainteresowanych stron. Wigkszo$¢ informacji
zwrotnych otrzymano od przedstawicieli ogotu spoteczenstwa (66 % od obywateli Unii, 8 %
od obywateli spoza UE), przedsigbiorstw/organizacji biznesowych (7,4 %), stowarzyszen
przedsi¢biorcow (6 %) i organizacji pozarzadowych (5,6 %). Na kolejnych miejscach
uplasowaly si¢ organy publiczne (2,2 %), instytucje akademickie/naukowe (1,2 %), zwiazki
zawodowe (0,9 %) oraz organizacje konsumenckie i srodowiskowe (0,4 %).

Zasadniczo zainteresowane strony sa zgodne co do koniecznosci podjecia dziatania zarowno
w celu rozwigzania kwestii bezpieczenstwa w internecie, jak iw celu dalszego rozwoju
wewnetrznego rynku ustug cyfrowych.

Zainteresowane strony zgadzajg si¢, ze glowne zasady okreslone w dyrektywie o handlu
elektronicznym, migdzy innymi zasada rynku wewnetrznego dotyczaca nadzoru nad ustugami
cyfrowymi, system odpowiedzialno$ci oraz zakaz nakladania ogdlnych obowigzkow
w zakresie nadzoru, sg nadal adekwatne i powinny zostaé utrzymane.

Wsrdd zainteresowanych stron panuje ponadto powszechna zgoda co do koniecznosci
aktualizacji ram w swietle wystgpujacych obecnie wyzwan przez natozenie na dostawcow
ustug wyraznych obowigzkéw zharmonizowanych na szczeblu unijnym. Wigkszos¢
respondentow ze wszystkich kategorii wskazala, ze spotkali si¢ oni zar6wno ze szkodliwymi,
jak i nielegalnymi tre§ciami, produktami lub ustugami w internecie, a takze w szczeg6lnosci
zasygnalizowata alarmujacy wzrost w tym zakresie w okresie pandemii COVID-19. Duza
czg$¢ respondentow, ktorzy twierdza, ze zglosili nielegalne tresci lub towary dostawcom
ushug cyfrowych, wyrazila niezadowolenie spowodowane reakcjg 1 brakiem skutecznosSci
mechanizméw zglaszania po ujawnieniu takich tresci lub towarOw. Ponadto w odczuciu
uzytkownikéw konkretne dziatania podejmowane przez dostawcow nie odpowiadajg
deklarowanej przez nich polityce.

Panuje powszechna zgoda, w tym wsrod dostawcow ustug biorgcych udziat w konsultacjach,
ze potrzebne sa proste, standardowe i przejrzyste obowiazki w zakresie zgtaszania i dziatania,
zharmonizowane na calym rynku wewnetrznym. Uznaje sig, ze jest to kluczowe dla
umozliwienia szybkiego reagowania na nielegalne tresci i zwigkszenia jasno$ci prawa dla
uzytkownikéw platform oraz dla matych platform zamierzajacych zwigkszy¢ skale swojej
dziatalnosci na rynku wewnetrznym. Respondenci s3 rowniez zgodni co do znaczenia
mechanizmow dochodzenia roszczen.

Jezeli chodzi o internetowe platformy handlowe, szereg zainteresowanych stron
zasygnalizowato konieczno$¢ wprowadzenia bardziej ukierunkowanych srodkow, takich jak
identyfikacja sprzedawcow.

Respondenci byli rowniez zasadniczo zgodni, ze zasigg terytorialny tych obowigzkow
powinien obejmowac wszystkie podmioty oferujace towary, informacje lub ushugi w Unii,
niezaleznie od miejsca potozenia jednostki organizacyjnej. Wielu respondentéw podkreslito
ponadto znaczenie tych kwestii szczeg6lnie w kontekscie duzych platform.
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Wisrdd zainteresowanych stron panuje zasadnicza zgoda, ze tresci ,,szkodliwe” (cho¢ nie, lub
przynajmniej nickoniecznie, niclegalne) nie powinny by¢ zdefiniowane w akcie 0 ustlugach
cyfrowych inie powinny podlegaé obowigzkom usuni¢cia, gdyz jest to delikatny obszar
0 powaznych konsekwencjach dla ochrony wolno$ci wypowiedzi.

Dla szerokiego grona zainteresowanych stron kwestig budzaca obawy jest jednak sposob,
w jaki systemy algorytmiczne ksztattujg przeptywy informacji w internecie. Szereg
zainteresowanych stron, w szczegdlnosci przedstawicieli spoteczenstwa obywatelskiego
i srodowiska akademickiego, zwrocito uwage na konieczno$¢ prowadzenia audytow
dotyczacych rozliczalnosci i przejrzystosci  w przypadku  korzystania z algorytmow,
w szczegblnos$ci w zakresie okre$lania priorytetow i ukierunkowania informacji. Podobnie,
jezeli chodzi oreklamy internetowe, opinie zainteresowanych stron odzwierciedlajg
powszechne obawy dotyczace braku upodmiotowienia uzytkownikéw i braku znaczacego
nadzoru i egzekwowania.

Jezeli chodzi o egzekwowanie, zainteresowane strony sa zasadniczo zgodne co do
koniecznoéci  zacie$nienia wspoOlpracy miedzy organami zarOwno na  szczeblu
transgranicznym, jak i w poszczegdlnych panstwach czlonkowskich. Uznaje si¢, ze nadzor
UE ma zasadnicze znaczenie, a wigkszo$¢ respondentow wydaje si¢ opowiada¢ za wspolnym
podmiotem nadzorujacym.

. Gromadzenie i wykorzystanie wiedzy eksperckiej

Dziatania przygotowawcze na potrzeby wniosku opieraja si¢ na wielu analizach i opiniach
ekspertow, w tym na szeregu zleconych analiz prawnych, w ktorych skoncentrowano si¢ na
wdrazaniu dyrektywy o handlu elektronicznym i stanie fragmentacji prawnej®, analizach
dotyczacych przejrzystosci i rozliczalnosci w przypadku korzystania z algorytméw™, jak
roOwniez na wewnetrznych analizach dotyczacych kosztéw moderowania tresci, systemow
odpowiedzialno$ci posrednikow i kosztow ponoszonych przez podmioty spoza Europy,
przeprowadzonych przy wsparciu Wspdlnego Centrum Badawczego Komisji Europejskiej.
Aby zebra¢ opinie i spostrzezenia ogdtu spoleczenstwa, w 2018 r. Komisja przeprowadzita
badanie Eurobarometr na reprezentatywnej probie ponad 33 000 respondentéw ze wszystkich
panstw cztonkowskich'’.

Analiza prawna opiera si¢ roOwniez na bogatym zbiorze orzecznictwa, w szczegoOlnosci
Trybunalu Sprawiedliwosci Unii  Europejskiej, kilku przepisach dyrektywy o handlu
elektronicznym i powigzanych aktow prawnych, takich jak przepisy dotyczace wyktadni
pojecia ,,ustugi spoleczenstwa informacyjnego™® lub przepisy dotyczace odpowiedzialnosci

“Van Hoboken J. i in. (2018), »Hosting Intermediary Services and Illegal Content Online” [Hosting ushug
posrednich i nielegalnych tresci w internecie] oraz Schwemer, S., Mahler, T. i Styri, H. (2020), ,,Legal analysis
of the intermediary service providers of non-hosting nature” [Analiza prawna dostawcow ustug posrednich
o charakterze niehostingowym], ICF, Grimaldi, ,,The Liability Regime and Notice-and-Action Procedures”
[System odpowiedzialnosci oraz procedury zgtaszania i usuwania nielegalnych tresci], SMART 2016/0039.

®Optimity Advisors, SMART 2017/ 0055 , Algorithmic Awareness building — State of the art report”
[Budowanie $§wiadomosci w zakresie algorytméw — sprawozdanie dotyczgce najnowszego stanu wiedzy] oraz
LNE, ,,Governance and Accountability Mechanisms for Algorithmic Systems” [Mechanizmy zarzadzania
i rozliczalno$ci w odniesieniu do systeméw algorytmicznych] (w przygotowaniu). SMART 2018/37

"Eurobarometr TNS (lipiec 2018 r.). Badanie Eurobarometr Flash 469: Nielegalne tresci w internecie.

®Na przyktad sprawa C-108/09, Ker-Optika, ECLI:EU:C:2010:725, sprawa C-291/13, Papasavvas,
ECLI:EU:C:2014:2209, sprawa C-484/14, Tobias McFadden/Sony Music, ECLI:EU:C:2016:689; sprawa C-
434/15, Asociacion Profesional Elite Taxi, ECLI:EU:C:2017:981 lub sprawa C-390/18, Airbnb Ireland UC,
ECLI:EU:C:2019:1112.
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dostawcow ushug posrednich®®. Komisja zgromadzita réwniez wiedze ekspercka i opinie
w drodze ukierunkowanych konsultacji i dziatan aktywizujacych, w tym cyklu warsztatow,
konferencji, wywiadow z ekspertami i s¢dziami, konsultacji z grupa ekspertéw ds. handlu
elektronicznego, a takze licznych spotkan dwustronnych i analiz stanowisk ad hoc oraz prac
badawczych organizacji, przedstawicieli branzy, spoteczenstwa obywatelskiego i srodowiska
akademickiego.

Ponadto analiza opiera si¢ na dodatkowym przegladzie publikacji, analizach i pracach
badawczych przedstawionych przez przedstawicieli $rodowisk akademickich w toku
otwartych konsultacji publicznych oraz na innych niezaleznych badaniach, w tym na zbiorze
analiz przeprowadzonych dla Parlamentu Europejskiego®.

. Ocena skutkow

Rada ds. Kontroli Regulacyjnej wydata pozytywna opini¢ z zastrzezeniami w Sprawie oceny
skutkéw, w tym sugestic dotyczace ulepszen?’. Sprawozdanie z oceny skutkéw poddano
dalszemu przegladowi zgodnie ztymi zalozeniami, w szczegdlno$ci w celu wyjasnienia
powiazan migdzy aktem o ushugach cyfrowych a szerzej zakrojonymi ramami regulacyjnymi,
przedstawienia bardziej szczegdlowych opisOw wariantow strategicznych oraz bardziej
szczegblowe] analizy podstawowych dowodéw, o ktérych mowa w zmienionym
sprawozdaniu z oceny skutkow.

Znaczenie ustug cyfrowych w naszej gospodarce i spoteczenstwie, ale takze rosnace ryzyko
Z nimi zwigzane beda si¢ nadal zwigksza¢. W scenariuszu odniesienia Komisja bedzie nadal
egzekwowaé obowigzujace przepisy, wtym przepisy dotyczace kwestii sektorowych,
i wspiera¢ prowadzone dzialania samoregulacyjne. W obliczu zmieniajacych si¢ problemow
panstwa cztonkowskie bedg jednak nadal uchwalaé przepisy krajowe. Fragmentacja prawna
i wynikajaca z niej mozaika srodkow krajowych nie tylko nie rozwiaza skutecznie problemu
nielegalnej dziatalnosci i nie ochronig praw podstawowych obywateli w calej UE, ale takze
utrudnig zwigkszanie skali nowych, innowacyjnych ustug na rynku wewnetrznym, umacniajac
pozycje nielicznych podmiotéw, ktore moga pozwoli¢ sobie na poniesienie dodatkowych
kosztéw przestrzegania przepisOw. Prowadzi to do ustalania i egzekwowania przepiséw
glownie przez bardzo duze przedsigbiorstwa prywatne, czego skutkiem jest poglebiajaca si¢
asymetria informacji migdzy dostawcami ustug online, uzytkownikami tych ustug i organami
publicznymi.

Oproécz scenariusza odniesienia oceniono trzy glowne warianty strategiczne. Pierwszy wariant
polegalby na skodyfikowaniu zalecenia z 2018 r.: ustanowiono by szereg obowigzkow
proceduralnych dla platform internetowych w celu zwalczania nielegalnej dziatalnosci
prowadzonej przez ich uzytkownikéw. Obowigzki te obejmowalyby rowniez niezbegdne

YSprawy od C-236/08 do C-238/08, Google France i Google/Vuitton, ECLI:EU:C:2010:159; sprawa C-324/09,
eBay, ECLI:EU:C:2011:474; sprawa C-70/10, Scarlet, ECLI:EU:C:2011:771; sprawa C-360/10, Netlog,
ECLI:EU:C:2012:85; sprawa C-314/12, UPC Telekabel Wien, EU:C:2014:192; sprawa C-484/14, Tobias
McFadden/Sony Music, ECLI:EU:C:2016:689 lub sprawa C-18/18, Glawischnig, ECLI:EU:C:2019:821.

Akt prawny o ustugach cyfrowych: poprawa funkcjonowania jednolitego rynku, dostepny pod adresem:
https://www.europarl.europa.eu/doceo/document/TA-9-2020-0272_PL .html Akt  prawny o ustugach
cyfrowych:dostosowanie przepisdw prawa handlowego i cywilnego do podmiotdw gospodarczych
prowadzgcych dziatalno$é internetowa, dostepny pod adresem:
https://www.europarl.europa.eu/doceo/document/TA-9-2020-0273 PL.html Akt prawny o ustugach cyfrowych
i zwigzane  z nim kwestie  z zakresu praw  podstawowych,  dostepny  pod  adresem:
https://www.europarl.europa.eu/doceo/document/TA-9-2020-0274 PL.html

Linki do streszczenia oceny skutkéw i pozytywnej opinii Rady ds. Kontroli Regulacyjnej zostang
zamieszczone po ich opublikowaniu.
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zabezpieczenia, aby chroni¢ prawa podstawowe uzytkownikow 1 zapewni¢ przejrzystosé.
Wzmocnitoby to réowniez mechanizmy wspotpracy administracyjnej organdéw w celu
rozwigzywania problemow transgranicznych za posrednictwem cyfrowej platformy
koordynacyjnej, ulatwiajacej przeptyw informacji. W drugim wariancie, oprocz srodkow
przewidzianych w pierwszym wariancie, usunigto by czynniki znieche¢cajace dostawcow
uslug do dobrowolnego przyjmowania §rodkéw w celu zwalczania nielegalnych tresci oraz
wprowadzono by $rodki majace zwigkszy¢ przejrzystosé systemow rekomendacji i reklamy.
Mechanizm egzekwowania i wspotpracy =zostatlby wzmocniony dzigki wyznaczeniu
W kazdym panstwie cztonkowskim centralnego koordynatora. Trzeci wariant, opierajacy si¢
na $rodkach przedstawionych w poprzednich wariantach, obejmuje ukierunkowane,
asymetryczne $rodki wigzace si¢ z bardziej restrykcyjnymi obowigzkami dla bardzo duzych
platform internctowych, ktére stwarzajg najwicksze ryzyko dla spoteczenstwa i gospodarki
UE, atakze pewne ograniczone wyjasnienia dotyczace systemu odpowiedzialno$ci
dostawcow ustug posrednich oraz unijnego systemu zarzadzania wigzacego si¢ ze
zwigkszonymi uprawnieniami w zakresie nadzoru i egzekwowania.

Ocena zidentyfikowanych skutkow gospodarczych i spotecznych poszczegdlnych wariantow
oraz poréwnanie ich skutecznosci, efektywnosci, spojnosci i proporcjonalnosci wykazaty, ze
trzeci wariant spetnitby cele interwencji w najskuteczniejszy sposob, dzigki ustanowieniu
proporcjonalnych ram, ktore mozna dostosowa¢ do wyzwan pojawiajacych si¢
W dynamicznym $wiecie cyfrowym. Elementy zawarte w trzecim wariancie cieszg si¢
rébwniez szerokim poparciem zainteresowanych stron, biorgc pod uwage stanowiska
Parlamentu Europejskiego i panstw cztonkowskich.

Wskutek zmniejszenia kosztow zwigzanych z fragmentacja prawng preferowany wariant
wspieralby dostep dostawcdéw ustug posrednich z Unii Europejskiej do rynku wewnetrznego
oraz ich zdolno$¢ do zwigkszenia skali dzialalnosci. Chociaz oczekuje sig¢, ze pojawig si¢
koszty zwigzane z przestrzeganiem obowiazkdw w zakresie nalezytej starannosci, szacuje sig,
ze zostang one zniwelowane dzigki zmniejszeniu obecnej fragmentacji za pomoca
harmonizacji. Oczekuje si¢, ze wywrze to pozytywny wplyw na konkurencyjnos¢,
innowacyjno$¢ i inwestycje w ustugi cyfrowe, w szczegolnosci na przedsigbiorstwa typu
start-up i przedsigbiorstwa scale-up z Unii Europejskiej oferujace modele biznesowe
wykorzystujace platformy, ale takze, w r6znym stopniu, na sektory bazujace na handlu
elektronicznym i rozwijajace si¢ dzigki niemu.

Celem preferowanego wariantu jest okreslenie odpowiedniego podziatu obowigzkéw w walce
Z nielegalnymi tre$ciami w internecie miedzy dostawcow ustug posrednich, odbiorcéw tych
ustug i organy. W tym celu wprowadzono asymetryczne podejscie do obowigzkow w zakresie
nalezytej starannosci nalozonych na bardzo duze platformy internetowe: jest to nadzorowane
podejscie do zarzadzania ryzykiem, w ktorym wazng rolg¢ odgrywa system zarzadzania
dotyczacy egzekwowania przepisow. Asymetryczne obowigzki naklada si¢ wylacznie na
bardzo duze platformy internetowe, ktore zgodnie z aktualnymi danymi maja nie tylko
najszerszy zasieg, ale sg rowniez duzymi przedsigbiorstwami osiggajacymi znaczace obroty.
W zwigzku ztym, oile ukierunkowane $rodki sg bardziej restrykcyjne niz w przypadku
innych przedsigbiorstw, sa one proporcjonalne do zdolnosci tych duzych przedsigbiorstw do
przestrzegania przepisow.

W przypadku organdéw publicznych proponowany wariant ograniczytby koszty wynikajace
Z nieefektywnos$ci 1 powielania dzialan w ramach istniejacej struktury wspotpracy organow.
Chociaz panstwa cztonkowskie poniostyby koszty powotania nowego lub juz istniejacego
wlasciwego organu, oczekuje si¢, ze przewyzszg je korzysci ze zwigkszenia efektywnosci:
w przypadku poszczegdlnych organdéw wynikajace z wzajemnego udostgpniania zasobow,
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lepszego przeptywu informacji i jasnych procesdéw interakcji z innymi organami na catym
rynku wewnetrznym, a takze z dostawcami ustug.

. Sprawnos¢ regulacyjna i uproszczenie

W ocenie skutkow towarzyszacej niniejszemu wnioskowi okreslono jedyng warto§¢ dodang
interwencji Unii, ktorej celem jest przeciwdzialanie ryzyku fragmentacji prawnej
spowodowanej rozbieznymi podejSciami regulacyjnymi i nadzorczymi (zatem bez
uwzglednienia zwigkszenia bezpieczenstwa i zaufania do ushug cyfrowych) w zwigzku
z mozliwym  wzrostem transgranicznego handlu  elektronicznego o 1-1,8 %, {].
odpowiadajgcym wzrostowi obrotdw generowanych w ujeciu transgranicznym o 8,6 mld EUR
do 15,5 mld EUR.

Jesli chodzi o warto$¢ dodang ptynaca z egzekwowania srodkéw, inicjatywa ta przyczynia si¢
do znacznych korzysci ze zwickszenia skutecznosci wynikajacych ze wspotpracy miedzy
panstwami cztonkowskimi oraz wzajemnego udostepniania niektérych zasobow na potrzeby
pomocy technicznej na szczeblu UE, kontroli iaudytu systeméw moderowania tresci,
systemOw rekomendacji ireklam internetowych na bardzo duzych platformach
internetowych. To z kolei prowadzi do zwigkszenia skutecznosci $rodkow egzekwowania
I nadzoru, podczas gdy obecny system opiera si¢ w duzej mierze na ograniczonej zdolnosci
nadzoru w niewielkiej liczbie panstw cztonkowskich.

. Prawa podstawowe

Obywatele Unii i inne osoby sa narazeni na coraz wigksze ryzyko i szkody w internecie — od
rozpowszechniania nielegalnych treéci i dziatan po ograniczenia w wyrazaniu opinii i inne
szkody spoteczne. Srodki polityczne przewidziane w niniejszym wniosku ustawodawczym
Znaczaco poprawig t¢ sytuacje, zapewniajac nowoczesne ramy zarzadzania dostosowane do
przysztych wyzwan i skutecznie chronigce prawa i prawnie uzasadnione interesy wszystkich
zaangazowanych stron, przede wszystkim obywateli Unii. We wniosku wprowadzono wazne
zabezpieczenia, aby umozliwi¢ obywatelom swobodne wyrazanie opinii przy jednoczesnym
wzmocnieniu pozycji uzytkownika w Srodowisku internetowym, atakze ulatwic
wykonywanie innych praw podstawowych, takich jak prawo do skutecznego S$rodka
odwotawczego, niedyskryminacja, prawa dziecka, jak rowniez ochrona danych osobowych
I prywatnosci w internecie.

Rozporzadzenie, ktorego dotyczy niniejszy wniosek, ograniczy ryzyko btednego Ilub
nieuzasadnionego blokowania wypowiedzi, zlagodzi efekt mrozacy w odniesieniu do
wypowiedzi, bedzie stymulowa¢ swobod¢ otrzymywania informacji i wyrazania opinii,
a takze zwiekszy mozliwo$ci dochodzenia roszczen przez uzytkownikow. Okreslone grupy
lub osoby, korzystajac z ustug online, moga by¢ podatne na zagrozenia lub mogg znajdowac
si¢ w niekorzystnej sytuacji ze wzgledu na plec, ras¢ lub pochodzenie etniczne, religi¢ lub
przekonania, niepelnosprawnos¢, wiek lub orientacje seksualng. Nieproporcjonalnie duzy
wplyw moga wywiera¢ na nie ograniczenia i $rodki polegajace na usuwaniu tresci wynikajace
z (nieswiadomych lub $§wiadomych) wuprzedzen potencjalnie wpisanych w systemy
zawiadamiania przez uzytkownikéw i0soby trzecie, atakze powielane w narzedziach
zautomatyzowanego moderowania tresci wykorzystywanych przez platformy. Wniosek
pomoze ztagodzi¢ ryzyko dyskryminacji, zwlaszcza w odniesieniu do tych grup lub osob,
I przyczyni si¢ do ochrony praw dziecka i prawa do godno$ci ludzkiej w internecie. Zgodnie
z wnioskiem wymagane bedzie jedynie usuwanie nielegalnych tre$ci i wprowadzone zostang
obowigzkowe zabezpieczenia W przypadku usunig¢cia informacji uzytkownika, w tym
udzielenie mu wyjas$nien, mechanizmy sktadania skarg wspierane przez dostawcéw uslug,
atakze zewnetrzny mechanizm pozasgdowego rozwigzywania sporoOw. Ponadto wniosek
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zapewni obywatelom Unii ochrong rowniez w przypadku korzystania z ustug $wiadczonych
przez dostawcdéw nieposiadajgcych jednostki organizacyjnej w Unii, ale prowadzacych
dziatalno$¢ na rynku wewngtrznym, poniewaz ci dostawcy sg takze objeci zakresem wniosku.

Jesli chodzi o wolno$¢ prowadzenia dziatalnosci gospodarczej przez dostawcow ustug, koszty
ponoszone przez przedsi¢biorstwa niweluje zmniejszenie fragmentacji rynku wewngtrznego.
We wniosku wprowadzono zabezpieczenia, ktorych celem jest zmniejszenie obcigzenia
spoczywajacego na dostawcach ustug, wtym $rodki przeciwko powtarzajacym si¢
nieuzasadnionym  zgloszeniom i uprzednie weryfikowanie zaufanych podmiotow
sygnalizujacych przez organy publiczne. Ponadto niektore obowiazki dotycza bardzo duzych
platform internetowych, na ktoérych czg¢sto wystepuje najpowazniejsze ryzyko i ktore sa
W stanie ponie$¢ dodatkowe obcigzenie.

W proponowanych przepisach zachowany zostanie zakaz naktadania ogolnych obowiazkow
nadzoru przewidziany w dyrektywie o handlu elektronicznym, ktéry sam w sobie ma
zasadnicze znaczenie dla zapewnienia wymaganej sprawiedliwej réwnowagi praw
podstawowych w srodowisku internetowym. W nowym rozporzadzeniu zakazano naktadania
og6lnych obowiazkéw nadzoru, poniewaz moglyby one nieproporcjonalnie ograniczac
wolno$¢ wypowiedzi uzytkownikdw i swobode otrzymywania przez nich informacji oraz
nadmiernie obcigza¢ dostawcoOw ustug, a tym samym nadmiernie ingerowa¢ w ich wolnos¢
prowadzenia dziatalno$ci gospodarczej. Zakaz ogranicza rowniez zachety do nadzoru online i
ma pozytywny wptyw na ochrone danych osobowych 1 prywatnosci.

Wszystkie §rodki przewidziane we wniosku sa w pelni zgodne z okreslonym w przepisach UE
wysokim standardem ochrony danych osobowych oraz ochrony prywatno$ci w zakresie
tacznosci i zycia prywatnego oraz do niego dostosowane.

4, WPLYW NA BUDZET

Wplyw wniosku na budzet zostanie pokryty ze srodkdéw przewidzianych w WRF na lata
20212027 w ramach puli srodkéw finansowych programu ,,Cyfrowa Europa” i Programu na
rzecz jednolitego rynku, jak przedstawiono szczegétowo w ocenie skutkéw finansowych
regulacji towarzyszacej niniejszemu wnioskowi dotyczacemu rozporzadzenia. Skutki te
wymagajg rowniez przeprogramowania dzialu 7 perspektywy finansowe;.

Ocena skutkéw finansowych regulacji towarzyszaca niniejszemu wnioskowi dotyczacemu
rozporzadzenia obejmuje wptyw na budzet samego rozporzadzenia.

5. ELEMENTY FAKULTATYWNE
. Plany wdrozenia i monitorowanie, ocena i sprawozdania

Komisja ustanowi kompleksowe ramy stalego monitorowania rezultatu, wynikéw i skutkow
przedmiotowego instrumentu legislacyjnego od dnia rozpoczecia jego stosowania. Przewiduje
si¢, ze ocena instrumentu zostanie przeprowadzona w terminie pigciu lat od jego wejscia
W zycie na podstawie ustanowionego programu monitorowania.

. Szczegoélowe objasnienia poszczegdlnych przepisow wniosku

W rozdziale 1 ustanowiono przepisy ogolne, wtym dotyczace przedmiotu i zakresu
stosowania rozporzadzenia (art.1) oraz definicje najwazniejszych poje¢ stosowanych
W rozporzadzeniu (art. 2).
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Rozdziat II zawiera przepisy dotyczace wylaczenia odpowiedzialnos$ci dostawcoOw ustug
posrednich. W szczegdlnosci okreslono w nim warunki wyltgczenia dostawcow ustug
,»Zzwyktego przekazu” (art. 3), ,,cachingu” (art. 4) i hostingu (art. 5) od odpowiedzialnosci za
przekazywane i przechowywane informacje o0sob trzecich. Przewidziano w nim réwniez
zaprzestanie stosowania wylaczen odpowiedzialnos$ci, w przypadku gdy dostawcy ustug
posrednich prowadzg dobrowolne dochodzenia z wlasnej inicjatywy lub przestrzegaja
przepiséw (art. 6) oraz ustanowiono zakaz nakltadania ogodlnych obowigzkow nadzoru lub
aktywnego ustalania faktéw na tych dostawcow (art. 7). Ponadto na dostawcow ustug
posrednich naklada si¢ obowigzek wykonywania nakazoéw podjecia dzialan przeciwko
nielegalnym tre$ciom (art. 8) iudzielenia informacji (art. 9) wydawanych przez krajowe
organy sadowe lub administracyjne.

W rozdziale 1l w pigciu réznych sekcjach okres§lono obowigzki w zakresie nalezytej
starannosci na potrzeby przejrzystego i bezpiecznego srodowiska internetowego.

W sekcji 1 okreslono obowigzki majace zastosowanie do wszystkich dostawcow ushug
posrednich, w szczegolnosci: obowigzek ustanowienia pojedynczego punktu kontaktowego
W celu ulatwienia bezposredniej komunikacji z organami panstw czlonkowskich, Komisja
i Radg (art. 10); obowigzek wyznaczenia przedstawiciela prawnego w Unii przez dostawcow
nieposiadajacych jednostki organizacyjnej w zadnym panstwie cztonkowskim, ale
oferujacych swoje ustugi w Unii (art. 11); obowigzek okreslenia w ich warunkach korzystania
z ustug wszelkich ograniczen, jakie moga nalozy¢ na korzystanie zich ustug, oraz
odpowiedzialnego dzialania w zakresie stosowania i egzekwowania tych ograniczen (art. 12);
oraz obowigzki sprawozdawcze w zakresie przejrzystosci w odniesieniu do usuwania
I uniemozliwiania dostepu do informacji uznawanych za nielegalne tresci lub tresci sprzeczne
z warunkami korzystania z ustug dostawcow (art. 13).

W sekcji 2 ustanowiono dodatkowe obowigzki, oprocz obowigzkow okreslonych w sekcji 1,
majace zastosowanie do dostawcoOw ustug hostingu. W szczegolnosci w sekcji tej dostawcow
tych zobowigzano do wprowadzenia mechanizméw umozliwiajacych osobom trzecim
zglaszanie obecnosci domniemanych nielegalnych tresci (art. 14). Ponadto, jesli taki dostawca
zdecyduje si¢ usung¢ okreslone informacje przekazane przez odbiorce ustugi lub
uniemozliwi¢ do nich dostgp, naktada si¢ na niego obowigzek przedstawienia odbiorcy
uzasadnienia (art. 15).

W sekcji 3 okreslono obowiazki majace zastosowanie do wszystkich platform internetowych,
oprocz obowigzkéw wymienionych w sekcjach 1 i2. W sekeji tej okreslono, ze nie ma ona
zastosowania do platform internetowych, ktore sa mikroprzedsigbiorstwami lub matymi
przedsigbiorstwami W rozumieniu zatgcznika do zalecenia 2003/361/WE (art. 16). W sekcji
tej na platformy internetowe natozono obowigzek zapewnienia wewngtrznego systemu
rozpatrywania skarg w odniesieniu do decyzji podjetych w zwigzku z domniemanymi
nielegalnymi tresciami lub informacjami niezgodnymi z warunkami korzystania z ich ustug
(art. 17). Nalozono w niej réwniez obowigzek wspotpracy platform internetowych
z certyfikowanymi organami pozasagdowego rozstrzygania sporow w celu rozwigzywania
wszelkich sporow z uzytkownikami ich ustug (art. 18). Platformy internetowe zobowigzano
ponadto do zapewnienia priorytetowego traktowania zgtoszen skladanych przez podmioty,
ktorym przyznano status zaufanych podmiotéw sygnalizujacych (art. 19), oraz okreslono
srodki, ktore platformy internetowe maja przyja¢ w celu przeciwdziatania niewlasciwemu
korzystaniu (art. 20). Ponadto sekcja ta zawiera wymog informowania przez platformy
internetowe wlasciwych organdéw $cigania w przypadku uzyskania informacji dajacej
podstawe do podejrzenia powaznych przestepstw, ktore moga stanowi¢ zagrozenie dla zycia
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lub bezpieczenstwa osob (art. 21). W sekcji tej platformy internetowe zobowigzano réwniez
do otrzymywania, przechowywania, dokladania nalezytych staran w celu oceny
wiarygodno$ci i publikowania okreslonych informacji na temat przedsigbiorcow
korzystajacych zich ustug, w przypadku gdy te platformy internetowe umozliwiajg
konsumentom zawieranie z tymi przedsigbiorcami umow na odlegltosé (art. 22). Wspomniane
platformy internetowe sg rOwniez zobowigzane do zorganizowania swojego interfejsu tak, aby
umozliwial on przedsigbiorcom przestrzeganie unijnego prawa ochrony konsumentow
i unijnych przepisow dotyczacych bezpieczenstwa produktow (art. 22a). Platformy
internetowe s3 rowniez zobowigzane do publikowania sprawozdan ze swoich dziatan
zwigzanych z usuwaniem i uniemozliwianiem dost¢pu do informacji uznawanych za
nielegalne tredci lub tresci sprzeczne z warunkami korzystania z ich ustug (art. 23). Sekcja ta
zawiera rowniez spoczywajgce na platformach internectowych obowigzki w zakresie
przejrzystosci w odniesieniu do reklam internetowych (art. 24).

W sekcji 4, oprocz obowigzkéw okreslonych w sekcjach 1-3, okre§lono obowigzki
w zakresie zarzadzania ryzykiem systemowym przez bardzo duze platformy internetowe (w
rozumieniu art. 25). Bardzo duze platformy internetowe sa zobowigzane do przeprowadzania
ocen ryzyka zwigzanego z ryzykiem systemowym spowodowanym funkcjonowaniem ich
ustug i korzystaniem z nich lub odnoszacym si¢ do tego funkcjonowania i korzystania
(art. 26) oraz do podejmowania nalezytych i skutecznych $rodkdw majacych na celu
zmniejszanie tego ryzyka (art. 27). Maja one réwniez obowigzek poddaé si¢ niezaleznym
audytom zewnetrznym (art. 28). Sekcja ta zawiera rowniez szczegdlny obowigzek
w przypadku korzystania przez bardzo duze platformy internetowe z systemow rekomendacji
(art. 29) lub wyswietlania na ich interfejsie internetowym reklam internetowych (art. 30).
Ponadto w sekcji tej okreslono warunki, na ktorych bardzo duze platformy internetowe
zapewniaja dostep do danych koordynatorowi ds. ustug cyfrowych miejsca siedziby lub
Komisji oraz zweryfikowanym badaczom (art. 31), obowigzek wyznaczenia jednego
pracownika lub kilku pracownikow ds. zgodnos$ci z prawem w celu zapewnienia zgodnosci
z obowigzkami okreSlonymi w rozporzadzeniu (art. 32) oraz szczegblne, dodatkowe
obowigzki sprawozdawcze w zakresie przejrzystosci (art. 33).

Sekcja 5 zawiera przepisy przekrojowe dotyczace obowigzkow w zakresie nalezytej
starannos$ci, a mianowicie proceséw, w odniesieniu do ktorych Komisja bedzie wspieraé
| promowa¢ opracowywanie i wdrazanie zharmonizowanych norm europejskich (art. 34);
ramy opracowywania kodekséw postepowania (art. 35) oOraz ramy opracowywania
szczegbtlowych kodeksow postepowania w zakresie reklamy internetowej (art. 36).
Przewidziano roéwniez przepis dotyczacy protokotdw kryzysowych w przypadku
nadzwyczajnych okoliczno$ci majacych wpltyw na bezpieczenstwo publiczne lub zdrowie
publiczne (art. 37).

Rozdzial IV zawiera przepisy dotyczace wdrazania 1iegzekwowania niniejszego
rozporzadzenia.

W sekcji 1 ustanowiono przepisy dotyczace wilasciwych organow krajowych, w tym
koordynatorow ds. ustug cyfrowych, ktorzy sg gtdbwnymi organami krajowymi wyznaczonymi
przez panstwa cztonkowskie w celu spojnego stosowania niniejszego rozporzadzenia (art. 38).
Koordynatorzy ds. ustug cyfrowych, podobnie jak inne wyznaczone wtasciwe organy, sa
niezalezni i wykonujg swoje zadania w Sposob bezstronny, przejrzysty i terminowy (art. 39).
Panstwa cztonkowskie, w ktorych znajduje si¢ glowna jednostka organizacyjna dostawcy,
maja jurysdykcje w zakresie egzekwowania niniejszego rozporzadzenia (art. 40).
Koordynatorom ds. ustug cyfrowych przyznaje si¢ szczegolne uprawnienia (art. 41). Panstwa
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czlonkowskie majg ustanowi¢ przepisy dotyczace kar majacych zastosowanie w przypadku
naruszen obowigzkow przez dostawcéw ustug posrednich na podstawie niniejszego
rozporzadzenia (art. 42). Koordynatorzy ds. ustug cyfrowych moga otrzymywaé skargi na
dostawcow ustug posrednich w przypadku naruszenia obowigzkow okreslonych w niniejszym
rozporzadzeniu (art. 43). Koordynatorzy ds. uslug cyfrowych sa zobowigzani do
publikowania rocznych sprawozdan ze swojej dziatalnosci (art. 44) oraz do wspotpracy
z koordynatorami ds. ushug cyfrowych zinnych panstw czlonkowskich (art. 45).
Koordynatorzy ds. uslug cyfrowych moga réwniez uczestniczy¢ we wspoOlnych
dochodzeniach dotyczacych kwestii objetych rozporzadzeniem (art. 46).

W sekcji 2 ustanowiono przepisy dotyczace Europejskiej Rady ds. Ustug Cyfrowych,
niezaleznej grupy doradczej zlozonej z koordynatoréw ds. ustug cyfrowych (art. 47).
Okreslono w niej rowniez strukture tej Rady (art. 48) i jej zadania (art. 49).

Sekcja 3 dotyczy nadzoru, dochodzenia, egzekwowania i monitorowania w odniesieniu do
bardzo duzych platform internetowych. Przewidziano w niej wzmozony nadzor w przypadku
naruszania przez takie platformy przepisow rozdziatu III sekcja 4 (art. 50). Przewidziano
roéwniez mozliwo$¢ interwencji Komisji wzgledem bardzo duzych platform internetowych
w przypadku utrzymujacych si¢ naruszen (art. 51). W takich przypadkach Komisja moze
przeprowadza¢ dochodzenia, w tym w formie wnioskdéw o przekazanie informacji (art. 52),
przestuchan (art. 53) i kontroli na miejscu (art. 54), moze przyjmowac $rodki tymczasowe
(art. 55) inadawa¢ moc wiazaca zobowigzaniom bardzo duzych platform internetowych
(art. 56), atakze monitorowaé przestrzeganie przez nie przepisOw rozporzadzenia (art. 57).
W przypadku nieprzestrzegania przepisow Komisja moze przyja¢ decyzje stwierdzajace
niezgodno$¢ z przepisami (art. 58), jak rowniez natozy¢ grzywny (art. 59) i okresowe kary
pienigzne (art. 60) w przypadku naruszenia przepisdOw rozporzadzenia przez bardzo duze
platformy internetowe, jak rowniez w przypadku udzielenia nieprawidtowych,
niekompletnych lub wprowadzajacych w btad informacji w kontekécie dochodzenia.
Rozporzadzenie okresla rowniez termin przedawnienia dotyczacy naktadania kar (art. 61)
i ich egzekwowania (art. 62). Ponadto w rozporzadzeniu ustanowiono gwarancje proceduralne
wobec Komisji, w szczegdlnosci prawo do bycia wystuchanym i dostepu do akt (art. 63) oraz
do publikacji decyzji (art. 64). W sekcji tej przewidziano rowniez wspoOtprace Komisji
Zz sadami krajowymi (art. 65) oraz przyjmowanie aktéw wykonawczych dotyczacych
praktycznych ustalen w zakresie postgpowan (art. 66).

Sekcja 4 zawiera wspolne przepisy dotyczace egzekwowania. W pierwszej kolejnosci
okreslono wniej przepisy dotyczace systemu wymiany informacji wspierajacego
komunikacje migdzy koordynatorami ds. ustug cyfrowych, Komisja i1 Radg (art. 67).
Przewidziano w niej rowniez prawo odbiorcéw ustug posrednich do umocowania podmiotu,
organizacji i zrzeszenia do wykonywania ich praw w ich imieniu (art. 68).

Sekcja 5 dotyczy przyjmowania aktdw delegowanych i wykonawczych zgodnie
z odpowiednio art. 290 i 291 Traktatu o funkcjonowaniu Unii Europejskiej (art. 69 i 70).

Wreszcie rozdzial V zawiera przepisy koncowe niniejszego rozporzadzenia, ktore dotycza
uchylenia art. 12-15 dyrektywy o handlu elektronicznym, poniewaz wiaczono je do
niniejszego rozporzadzenia (art. 71), zmiany dyrektywy 2020/XX/WE (art. 72), oceny
niniejszego rozporzadzenia (art. 73) oraz jego wejscia w zycie i stosowania (art. 74).
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2020/0361 (COD)
Whiosek
ROZPORZADZENIE PARLAMENTU EUROPEJSKIEGO I RADY

w sprawie jednolitego rynku ustlug cyfrowych (akt o ustugach cyfrowych) i zmieniajace
dyrektywe 2000/31/WE

(Tekst majacy znaczenie dla EOG)

PARLAMENT EUROPEJSKI I RADA UNII EUROPEJSKIEJ,

uwzgledniajgc Traktat o funkcjonowaniu Unii Europejskiej, w szczeg6lnosci jego art. 114,
uwzgledniajac wniosek Komisji Europejskie;j,

po przekazaniu projektu aktu ustawodawczego parlamentom narodowym,

uwzgledniajac opinie Europejskiego Komitetu Ekonomiczno-Spotecznego?,
uwzgledniajac opini¢ Komitetu Regionéw23,

uwzgledniajac opinie Europejskiego Inspektora Ochrony Danych?,
stanowigc zgodnie ze zwykla procedurg ustawodawcza,

a takze majac na uwadze, co nastgpuje:

(1) Ustugi spoleczenstwa informacyjnego, zwlaszcza ustugi posrednie, staty si¢ wazna
czescig unijnej gospodarki 1 zycia codziennego obywateli Unii. Dwadziescia lat po
przyjeciu obowigzujacych ram prawnych majacych zastosowanie do takich ustug
ustanowionych w dyrektywie 2000/31/WE Parlamentu Europejskiego i Rady* nowe
i innowacyjne modele biznesowe iustugi, takie jak internetowe serwisy
spotecznosciowe 1 platformy handlowe, umozliwily uzytkownikom biznesowym
I konsumentom przekazywanie i uzyskiwanie dostgpu do informacji oraz zawieranie
transakcji na nowe sposoby. Wigkszo$¢ obywateli Unii korzysta obecnie z tych ushug
na co dzien. Transformacja cyfrowa i wzmozone korzystanie z tych uslug przyniosty
jednak rowniez nowe zagrozenia iwyzwania zaréwno dla indywidualnych
uzytkownikow, jak i dla catego spoteczenstwa.

2 Panstwa czlonkowskie coraz czesciej wprowadzaja przepisy krajowe dotyczace
kwestii objetych niniejszym rozporzadzeniem lub rozwazaja wprowadzenie takich
przepisoOw, nakladajac w szczegdlnosci wymogi w zakresie nalezytej starannos$ci
obowiazujace dostawcoOw ustug posrednich. Takie rozbiezne przepisy krajowe maja
negatywny wptyw na rynek wewngtrzny, ktory zgodnie z art. 26 Traktatu obejmuje
obszar bez granic wewnetrznych, w ktorym jest zapewniony swobodny przeptyw

ZpzU.C[..0z[...]1,s. [...].

2pzU.C[..]1z[...]1,s. [...].

“DzU.C[..]z[...]1,s. [...].

“Dyrektywa 2000/31/WE Parlamentu Europejskiego i Rady z dnia 8 czerwca 2000 r. w sprawie niektérych
aspektow prawnych ustug spoleczenstwa informacyjnego, w szczegdlnosci handlu elektronicznego w ramach
rynku wewngtrznego (dyrektywa o handlu elektronicznym) (Dz.U. L 178 z 17.7.2000, s. 1).
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towardw iustug oraz swoboda przedsigbiorczosci, biorgc pod uwage z natury
transgraniczny charakter internetu, ktory jest powszechnie wykorzystywany w celu
swiadczenia tych ustug. Konieczna jest harmonizacja warunkow $wiadczenia ustug
posrednich na calym rynku wewnetrznym, aby zapewni¢ przedsigbiorstwom dostep do
nowych rynkdw imozliwosci czerpania korzysci zrynku wewnetrznego,
a jednoczesnie zapewni¢ konsumentom i innym odbiorcom ustug wigkszy wybor.

3) Odpowiedzialne zachowanie i dzialanie znalezyta staranno$cig dostawcow ustug
posrednich ma zasadnicze znaczenie dla bezpiecznego, przewidywalnego i budzacego
zaufanie $rodowiska internetowego oraz dla umozliwienia obywatelom Unii i innym
osobom korzystania z przystugujacych im praw podstawowych zagwarantowanych
w Karcie praw podstawowych Unii Europejskiej (,,Karta”), w szczegdlnoSci
Z wolnosci  wypowiedzi iinformacji oraz wolnosci prowadzenia dzialalnosci
gospodarczej, a takze prawa do niedyskryminacji.

(4 W zwigzku ztym wcelu ochrony rynku wewnetrznego i usprawnienia jego
funkcjonowania nalezy ustanowi¢ zestaw jednolitych, skutecznych i proporcjonalnych
obowigzkowych zasad na poziomie Unii. Niniejsze rozporzadzenie zapewnia warunki
umozliwiajace pojawianie si¢ innowacyjnych ustug cyfrowych na rynku wewnetrznym
I zwigkszanie ich skali. Zblizenie krajowych $rodkéw regulacyjnych na poziomie Unii
dotyczacych wymogéw obowigzujacych dostawcow ustug posrednich jest konieczne
W celu uniknigcia fragmentacji rynku wewnetrznego 1 potozenia jej kresu oraz
zapewnienia pewno$ci prawa, atym samym ograniczenia niepewno$ci po stronie
dostawcOw i wspierania interoperacyjnosci. Stosowanie wymogow, ktore sa neutralne
pod wzgledem technologicznym, nie powinno utrudniaé innowacji, lecz je
stymulowac.

(5) Niniejsze rozporzadzenie powinno mie¢ zastosowanie do dostawcoéw niektorych ustug
spoteczenstwa informacyjnego w rozumieniu dyrektywy Parlamentu Europejskiego
i Rady (UE) 2015/1535®°, tj. kazdej ustugi normalnie $wiadczonej za
wynagrodzeniem, na odleglo$¢, droga elektroniczng i na indywidualne zadanie
odbiorcy. W szczegdlnosci niniejsze rozporzadzenie powinno mie¢ zastosowanie do
dostawcow ustug posrednich, zwlaszcza ustug posrednich polegajacych na
$wiadczeniu ushug znanych jako ustugi ,,zwyktego przekazu”, ,,cachingu” i hostingu,
bioragc pod uwage, ze wykladniczy wzrost wykorzystania tych ustug, gtownie we
wszelkiego rodzaju zgodnych z prawem i uzytecznych spotecznie celach, zwigkszyt
rowniez ich rolg w posrednictwie w zakresie niezgodnych z prawem lub w inny
sposdb szkodliwych informacji i dziatan oraz ich rozpowszechnianiu.

(6) W praktyce niektorzy dostawcy ustug posrednich posredniczag w $wiadczeniu ushug,
ktore moga, ale nie muszg by¢ $wiadczone droga elektroniczna, takich jak zdalne
ustugi informatyczne, transport, zakwaterowanie lub ustugi dorgczen. Niniejsze
rozporzadzenie powinno mie¢ zastosowanie wylgcznie do ustug posrednich i nie
powinno mie¢ wptywu na wymogi okreslone w prawie Unii lub prawie krajowym
dotyczace produktow lub ushug, ktorych $wiadczenie odbywa si¢ poprzez ustugi
posrednie, w tym w sytuacjach, w ktorych ustuga posrednia stanowi integralng czes$¢
innej ustugi, ktora nie jest ustlugg posrednia, jak okreslono w orzecznictwie Trybunatu
Sprawiedliwosci Unii Europejskiej.

*Dyrektywa (UE) 2015/1535 Parlamentu Europejskiego i Rady z dnia 9 wrzeénia 2015 r. ustanawiajaca
procedur¢ udzielania informacji w dziedzinie przepisow technicznych oraz zasad dotyczacych ustug
spoteczenstwa informacyjnego (Dz.U. L 241 z 17.9.2015, s. 1).
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(7)

(8)

9)

Aby zapewni¢ skuteczno$¢ przepisdw ustanowionych w niniejszym rozporzadzeniu
oraz roOwne warunki dziatania na rynku wewnetrznym, przepisy te powinny mieé
zastosowanie do dostawcow ustug posrednich, niezaleznie od ich miejsca prowadzenia
dziatalnosci lub miejsca pobytu, o ile swiadczg oni ustugi w Unii, 0 czym $wiadczy
Scisty zwigzek z Unia.

Taki $cisty zwigzek z Unig powinno si¢ stwierdzac, jezeli dostawca ustug ma miejsce
prowadzenia dziatalno$ci w Unii lub, jesli nie, $cisty zwigzek ustala sig¢, jezeli znaczna
liczba uzytkownikow znajduje si¢ w co najmniej jednym panstwie czlonkowskim lub
jezeli dziatalno$¢ jest ukierunkowania na co najmniej jedno panstwo czionkowskie.
To, czy dzialalno$¢ jest kierowana do jednego panstwa cztonkowskiego lub wigkszej
ich liczby, mozna ustali¢ na podstawie wszelkich istotnych okoliczno$ci, w tym takich
czynnikéw, jak stosowanie jezyka lub postugiwanie si¢ waluta danego panstwa
cztonkowskiego lub mozliwo$¢ skladania zaméwien na produkty lub ustugi czy
korzystanie z krajowej domeny najwyzszego poziomu. Kierowanie dziatalnosci do
ktérego§ z panstw cztonkowskich moze rowniez wynika¢ z dostgpnosci aplikacji
w danym krajowym sklepie z aplikacjami, z obecnosci reklam na rynku lokalnym lub
z postugiwania si¢  wreklamach jezykiem stosowanym wtym panstwie
cztonkowskim, lub z zarzadzania relacjami z klientem polegajacego np. na obstudze
Klientow w jezyku powszechnie uzywanym wtym panstwie cztonkowskim.
W przypadku gdy dostawca ustug kieruje swoja dziatalno$¢ do co najmniej jednego
panstwa cztonkowskiego, jak okreslono w art. 17 ust. 1 lit. ¢) rozporzadzenia (UE)
nr 1215/2012 Parlamentu Europejskiego i Rady, nalezy rowniez zatozy¢ S$cisty
zwiazek?’. Z drugiej strony sama tylko techniczna dostgpno$é strony internetowej
z Unii nie moze, wylacznie na tej podstawie, shuzy¢ do ustalenia Scistego zwigzku
z Unia.

Niniejsze rozporzadzenie powinno uzupehlnia¢ przepisy wynikajace z innych aktow
prawa Unii regulujagcych niektore aspekty $wiadczenia wustug posrednich,
W szczegolnosci  z dyrektywy 2000/31/WE, z wyjatkiem zmian wprowadzonych
niniejszym  rozporzadzeniem, dyrektywy Parlamentu Europejskiego i Rady
2010/13/UE z p(’)iniejszg/mi zmianami® oraz rozporzadzenia (UE) .../... Parlamentu
Europejskiego i Rady” — proponowanego rozporzadzenia w sprawie tresci
o charakterze terrorystycznym w internecie, ale nie powinno mie¢ wplywu na
stosowanie tych przepisow. W zwigzku z tym niniejsze rozporzadzenie pozostaje bez
wplywu na te inne akty, ktore nalezy uzna¢ za lex specialis w odniesieniu do ogolnie
obowigzujacych ram okreslonych w niniejszym rozporzadzeniu. Przepisy niniejszego
rozporzadzenia maja jednak zastosowanie w odniesieniu do kwestii, ktorych nie
uwzgledniono lub ktérych nie uwzglgdniono w pelni w tych innych aktach, jak
réwniez do kwestii, W przypadku ktérych te inne akty pozostawiajag panstwom
cztonkowskim mozliwos¢ przyjecia niektorych srodkow na poziomie krajowym.

*"Rozporzadzenie Parlamentu Europejskiego i Rady (UE) nr 1215/2012 z dnia 12 grudnia 2012 r. w sprawie
jurysdykcji iuznawania orzeczen sadowych oraz ich wykonywania w sprawach cywilnych i handlowych
(Dz.U. L 351z720.12.2012, s. 1).

“Dyrektywa Parlamentu Europejskiego i Rady 2010/13/UE z dnia 10 marca 2010 r. w sprawie koordynacji
niektorych przepiséw ustawowych, wykonawczych i administracyjnych panstw cztonkowskich dotyczacych
$wiadczenia audiowizualnych ustug medialnych (dyrektywa o audiowizualnych ustugach medialnych) (tekst
majacy znaczenie dla EOG), Dz.U. L 95 z 15.4.2010, s. 1.

»Rozporzadzenie Parlamentu Europejskiego i Rady (UE) .../.. — proponowane rozporzadzenie w sprawie tresci
o0 charakterze terrorystycznym w internecie.
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(10) W celu zapewnienia jasno$ci nalezy rowniez doprecyzowal, ze niniejsze
rozporzadzenie nie narusza rozporzadzenia Parlamentu Europejskiego i Rady (UE)
2019/1148% oraz rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2019/1150*",
dyrektywy 2002/58/WE Parlamentu Europejskiego i Rady* oraz rozporzadzenia
[.../...] wsprawie tymczasowego odstepstwa od niektorych przepisow dyrektywy
2002/58/WE*®, jak réwniez prawa Unii dotyczacego ochrony konsumentow,
w szczeg6lnosci  dyrektywy 2005/29/WE  Parlamentu Eurogejskiego i Rady*,
dyrektywy Parlamentu Europejskiego i Rady 2011/83/UE® oraz dyrektywy
Parlamentu Europejskiego i Rady 93/13/EWG* zmienionej dyrektywa Parlamentu
Europejskiego i Rady (UE) 2019/2161%, oraz prawa Unii dotyczacego ochrony
danych osobowych, w szczegolnosci rozporzadzenia Parlamentu Europejskiego i Rady
(UE) 2016/679%. Ochrona o0s6b fizycznych w zakresie przetwarzania danych
osobowych podlega wylacznie przepisom prawa Unii wtej dziedzinie,
W szczeg6lnosci rozporzadzeniu (UE) 2016/679 i dyrektywie 2002/58/WE. Niniejsze
rozporzadzenie nie narusza réwniez przepisow prawa Unii dotyczacych warunkow

pracy.

(11) Nalezy wyjasni¢, ze niniejsze rozporzadzenie nie narusza przepisOw prawa Unii
dotyczacych prawa autorskiego i praw pokrewnych, ktére ustanawiajg szczegodtowe
zasady i procedury, ktore powinny pozosta¢ nienaruszone.

(12) Aby osiagna¢ cel polegajacy na zapewnieniu bezpiecznego, przewidywalnego
I budzacego zaufanie srodowiska internetowego, do celéw niniejszego rozporzadzenia
nalezy zdefiniowaé szeroko pojecie ,,nielegalnych tresci”, ktére obejmuje rowniez
informacje dotyczace nielegalnych tresci, produktéw, ustug i dziatan. Pojecie to nalezy
rozumie¢ w szczegolnosci jako odniesienie do informacji, niezaleznie od ich formy,

%Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2019/1148 w sprawie wprowadzania do obrotu
i stosowania prekursoréw materiatdw wybuchowych, zmieniajgce rozporzadzenie (WE) nr 1907/2006
i uchylajace rozporzadzenie (UE) nr 98/2013 (Dz.U. L 186 z 11.7.2019, s. 1).

$1Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2019/1150 z dnia 20 czerwca 2019 r. w sprawie
propagowania sprawiedliwosci 1 przejrzystosci dla uzytkownikow biznesowych korzystajacych z ustug
posrednictwa internetowego (Dz.U. L 186 z 11.7.2019, s. 57).

%2Dyrektywa 2002/58/WE Parlamentu Europejskiego i Rady z dnia 12 lipca 2002 r. dotyczaca przetwarzania
danych osobowych iochrony prywatnosci w sektorze tacznosci elektronicznej (dyrektywa o prywatnosci
i tacznosci elektronicznej), Dz.U. L 201 z 31.7.2002, s. 37.

*Rozporzadzenie [.../...] w sprawie tymczasowego odstepstwa od niektorych przepisow dyrektywy 2002/58/WE.

*Dyrektywa 2005/29/WE Parlamentu Europejskiego i Rady z dnia 11 maja 2005 r. dotyczaca nieuczciwych
praktyk handlowych stosowanych przez przedsigbiorstwa wobec konsumentow na rynku wewnetrznym oraz
zmieniajaca dyrektywe Rady 84/450/EWG, dyrektywy 97/7/WE, 98/27/WE i 2002/65/WE Parlamentu
Europejskiego i Rady oraz rozporzadzenie (WE) nr 2006/2004 Parlamentu Europejskiego i Rady (,.dyrektywa
0 nieuczciwych praktykach handlowych”).

%Dyrektywa Parlamentu Europejskiego i Rady 2011/83/UE z dnia 25 pazdziernika 2011 r. w sprawie praw

konsumentdw, zmieniajaca dyrektywe Rady 93/13/EWG i dyrektywe 1999/44/WE Parlamentu Europejskiego

i Rady oraz uchylajaca dyrektywe Rady 85/577/EWG i dyrektywe 97/7/WE Parlamentu Europejskiego i Rady.

Dyrektywa Rady 93/13/EWG z dnia 5 kwietnia 1993 r. w sprawie nieuczciwych warunkéw w umowach
konsumenckich.

¥"Dyrektywa Parlamentu Europejskiego iRady (UE) 2019/2161 zdnia 27 listopada 2019 r. zmieniajaca
dyrektywe Rady 93/13/EWG i dyrektywy Parlamentu Europejskiego i Rady 98/6/WE, 2005/29/WE oraz
2011/83/UE w odniesieniu do lepszego egzekwowania i unowocze$nienia unijnych przepisow dotyczacych
ochrony konsumenta.

%¥Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie
ochrony o0s6b fizycznych w zwiazku z przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu
takich danych oraz uchylenia dyrektywy 95/46/WE (ogoélne rozporzadzenie o ochronie danych) (Dz.U. L 119
24.5.2016, s. 1).
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ktore zgodnie z obowigzujacym prawem sa albo same w sobie nielegalne, takich jak
niclegalne nawotywanie do nienawisci lub treSci o charakterze terrorystycznym
I niezgodne z prawem treéci dyskryminujace, albo odnoszg si¢ do dziatan, ktore sa
nielegalne, takich jak udostepnianie obrazow przedstawiajacych niegodziwe
traktowanie dzieci w celach seksualnych, bezprawne udostepnianie prywatnych
obrazow bez zgody, cyberstalking, sprzedaz produktow niespelniajgcych wymogow
lub podrobionych, nieuprawnione wykorzystanie materiatdbw chronionych prawem
autorskim lub dziatania wigzace si¢ z naruszeniem prawa ochrony konsumentow.
W tym zakresie nie ma znaczenia, czy nielegalny charakter informacji lub dziatania
wynika z prawa Unii czy z prawa krajowego, ktore jest zgodne z prawem Unii, oraz
jaki jest doktadny charakter lub przedmiot danego prawa.

(13) Biorgc pod uwage szczeg6lne cechy przedmiotowych ustug i zwigzang z nimi potrzebe
nalozenia na dostawcow tych uslug okreslonych szczegodlnych obowigzkow, nalezy
wyodrebni¢ w ramach okres$lonej w niniejszym rozporzadzeniu szerszej kategorii
dostawcow ustug hostingu podkategori¢ platform internetowych. Platformy
internetowe, takie jak serwisy spotecznosciowe lub internetowe platformy handlowe,
nalezy zdefiniowa¢ jako dostawcow ustug hostingu, ktorzy nie tylko przechowuja
informacje przekazane przez odbiorcow ustugi na ich Zzadanie, ale takze
rozpowszechniaja publicznie te informacje, ponownie na ich zadanie. Aby jednak
unikng¢ naktadania zbyt szerokiego zakresu obowiazkow, dostawcodw ustug hostingu
nic nalezy uznawa¢ za platformy internctowe, w przypadku gdy publiczne
rozpowszechnianie jest zaledwie nieznaczng i wylacznie poboczng funkcjg innej
ustugi, ktorej to funkcji z obiektywnych wzgledéw technicznych nie mozna
wykorzystywa¢ bez tej innej gldwnej ustugi, a wlaczenie takiej funkcji nie jest
sposobem na obej$cie stosowania przepisOw niniejszego rozporzadzenia majacych
zastosowanie do platform internetowych. Na przyktad taka funkcj¢ moze stanowic
sekcja gazety internetowej przeznaczona na komentarze, w przypadku ktorej jest
oczywiste, ze ma ona charakter poboczny w stosunku do gtownej ustugi, jaka jest
publikowanie wiadomosci, za ktore odpowiedzialnos$¢ redakcyjng ponosi wydawca.

(14) Stosowane w niniejszym rozporzadzeniu pojgcie ,,publicznego rozpowszechniania”
powinno obejmowac udostepnianie informacji potencjalnie nieograniczonej liczbie
0sOb, to znaczy zapewnienie latwego dostepu do informacji ogdtowi uzytkownikoéw
bez koniecznosci podejmowania dalszych dzialan przez odbiorce ustugi, niezaleznie
od tego, czy osoby te faktycznie maja dostep do odnos$nych informacji. Sama
mozliwos¢ tworzenia grup uzytkownikow danej ustugi nie powinna jako taka
oznacza¢, ze informacje rozpowszechniane w ten sposob nie sa rozpowszechniane
publicznie. Pojecie to powinno jednak wyklucza¢ rozpowszechnianie informacji
w zamknietych grupach sktadajacych si¢ z okreslonej liczby wczeéniej ustalonych
osob. Ustugi 1tgcznosci interpersonalnej, w rozumieniu dyrektywy Parlamentu
Europejskiego i Rady (UE) 2018/1972%, takie jak poczta elektroniczna lub ushugi
przesytania wiadomo$ci prywatnych, nie s3 objete zakresem niniejszego
rozporzadzenia. Informacje nalezy uznawa¢ za publicznie rozpowszechniane
W rozumieniu niniejszego rozporzadzenia wylacznie wowczas, gdy dzieje si¢ tak na
bezposrednie zadanie odbiorcy ustugi, ktéry przekazat te informacje.

(15) W przypadku gdy tylko niektore z ustug $wiadczonych przez dostawce sa objete
zakresem niniejszego rozporzadzenia lub gdy ushugi $wiadczone przez dostawce sa

¥Dyrektywa Parlamentu Europejskiego i Rady (UE) 2018/1972 zdnia 11 grudnia 2018 r. ustanawiajaca
Europejski kodeks tacznoéci elektronicznej (wersja przeksztalcona), Dz.U. L 321 z 17.12.2018, s. 36.
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objete roznymi sekcjami niniejszego rozporzadzenia, odpowiednie przepisy
niniejszego rozporzadzenia powinny mie¢ zastosowanie wylacznie w odniesieniu do
tych ustug, ktore sg objete ich zakresem.

Pewnos¢ prawa wynikajaca z horyzontalnych ram warunkowych wylaczen
odpowiedzialnoéci dostawcow ustug posrednich, ustanowionych w dyrektywie
2000/31/WE, pozwolita na pojawienie si¢ wielu nowych uslug na calym rynku
wewngetrznym i zwigkszenie ich skali. Ramy te nalezy zatem zachowac. Z uwagi na
rozbiezno$ci w transpozycji i stosowaniu odpowiednich przepisow na szczeblu
krajowym oraz w celu zapewnienia jasnos$ci i spdjnosci ramy te nalezy jednak wiaczy¢
do niniejszego rozporzadzenia. Nalezy rowniez wyjasni¢ niektore elementy tych ram,
uwzgledniajac orzecznictwo Trybunatu Sprawiedliwo$ci Unii Europejskie;.

Odpowiednie przepisy rozdziatu II powinny okresla¢ jedynie sytuacje, w ktdérych
dostawca danych ustug posrednich nie moze ponosi¢ odpowiedzialnosci za nielegalne
tre$ci dostarczane przez odbiorcoOw ushlugi. Przepisow tych nie nalezy rozumieé jako
stanowigcych pozytywna podstawe do ustalenia odpowiedzialnosci dostawcy, ktora
nalezy okresli¢ w majacych zastosowanie przepisach prawa Unii lub prawa krajowego.
Ponadto wylaczenia odpowiedzialnosci ustanowione w niniejszym rozporzadzeniu
powinny mie¢ zastosowanie w odniesieniu do kazdego rodzaju odpowiedzialno$ci
w zakresie dowolnego rodzaju nielegalnych tresci, niezaleznie od doktadnego
przedmiotu lub charakteru tych przepisow.

Wylaczenia odpowiedzialnos$ci ustanowione w niniejszym rozporzadzeniu nie
powinny mie¢ zastosowania, w przypadku gdy zamiast ogranicza¢ si¢ do §wiadczenia
ustug w spos6b neutralny poprzez czysto techniczne iautomatyczne przetwarzanie
informacji przekazanych przez odbiorce ustug, dostawca ustug posrednich odgrywa
aktywna role, ktora moze pozwoli¢ mu na powzigcie wiedzy o tych informacjach lub
sprawowanie nad nimi kontroli. Wylaczenia te nie powinny zatem by¢ dostgpne
w przypadku odpowiedzialnosci za informacje przekazane nie przez odbiorce ustugi,
lecz przez samego dostawce ustugi posredniej, wtym w przypadku gdy
odpowiedzialnos$¢ redakcyjng za opracowanie tych informacji ponosi dany dostawca.

Ze wzgledu na odmienny charakter dzialan z zakresu ,,zwyklego przekazu”,
»cachingu” 1 hostingu oraz rdzne polozenie 1 mozliwosci dostawcow odnos$nych ustug
nalezy rozr6zni¢ przepisy majace zastosowanie do tych rodzajow dziatan w zakresie,
W jakim na podstawie niniejszego rozporzadzenia podlegajg one réznym wymogom
I warunkom, aich zakres rozni si¢, zgodnie z wyktadnig Trybunatu Sprawiedliwosci
Unii Europejskiej.

Dostawca ustug posrednich, ktory umyslnie wspotpracuje z odbiorca ustugi w celu
podjecia niclegalnej dziatalno$ci, nie $wiadczy swojej ustugi w sposob neutralny
I wzwigzku ztym nie powinien mie¢ mozliwosci Kkorzystania z wylaczen
odpowiedzialnos$ci przewidzianych w niniejszym rozporzadzeniu.

Dostawca powinien mie¢ mozliwo$¢ korzystania z wylaczen odpowiedzialno$ci
W odniesieniu do ustug ,,zwyktego przekazu” i ,,cachingu”, jezeli nie ma on zadnego
zwigzku z przekazywanymi informacjami. Wymaga to mi¢dzy innymi, aby dostawca
nie modyfikowat informacji, ktore przekazuje. Nie nalezy jednak rozumie¢, ze wymog
ten obejmuje czynnosci o charakterze technicznym, ktére maja miejsce podczas
przekazu, jesli takie czynnos$ci nie wplywaja na integralno$¢ przekazywanych
informacji.
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W celu skorzystania z wytaczenia odpowiedzialnosci dotyczacego ustug hostingu
dostawca powinien, od chwili uzyskania wiarygodnej wiadomosci lub wiedzy
0 nielegalnych tre§ciach, niezwlocznie podja¢ dziatania w celu usunigcia tych tresci
lub uniemozliwienia dostepu do nich. Usuwanie lub uniemozliwianie dostepu musi
by¢ przeprowadzane z poszanowaniem zasady wolno$ci wypowiedzi. Dostawca moze
uzyska¢ takg wiarygodng wiadomo$¢ Ilub wiedze w szczegdlnosci w drodze
dochodzenia z wlasnej inicjatywy lub zgloszen przekazanych mu przez osoby lub
podmioty zgodnie z niniejszym rozporzadzeniem, o ile zgloszenia te sg wystarczajgco
precyzyjne iodpowiednio uzasadnione, aby umozliwi¢ dzialajgcemu z nalezyta
staranno$cig  podmiotowi  gospodarczemu rozsagdng identyfikacje 1 ocen¢
domniemanych nielegalnych tresci oraz, w stosownych przypadkach, podjecie
przeciwko nim dziatan.

Aby zapewni¢ skuteczng ochrong konsumentéw dokonujacych transakcji handlowych
w internecie z udziatem posrednikow, niektorzy dostawcy ustug hostingu, mianowicie
platformy  internetowe,  ktére = umozliwiaja =~ konsumentom  zawieranie
Z przedsigbiorcami umoéw na odleglos¢, nie powinni mie¢ mozliwosci korzystania
z wylaczen odpowiedzialnosci dla dostawcow wushlug hostingu ustanowionych
W niniejszym rozporzadzeniu w zakresie, w jakim te platformy internetowe prezentuja
istotne informacje dotyczace odno$nych transakcji w sposéb wzbudzajacy
U konsumentéw przekonanie, ze przekazaly je same platformy internetowe lub
odbiorcy ustugi dzialajacy z ich upowaznienia lub pod ich kontrolg, a zatem ze te
platformy internetowe posiadaja wiedz¢ na temat tych informacji lub sprawujg nad
nimi kontrole, nawet jesli w rzeczywisto$ci moze by¢ inaczej. W tym zakresie nalezy
obiektywnie ustali¢, na podstawie wszystkich istotnych okoliczno$ci, czy prezentacja
moze prowadzi¢ do takiego przekonania u przeci¢tnego i rozsadnie poinformowanego
konsumenta.

Wytaczenia odpowiedzialno$ci ustanowione w niniejszym rozporzadzeniu nie
powinny mie¢ wplywu na mozliwo$§¢ wydawania r6znego rodzaju nakazéw wobec
dostawcOw ustug posrednich, nawet jezeli spetniajg oni warunki okreslone jako
element tych wylaczen. Nakazy takie moga przede wszystkim przybiera¢ forme
nakazéw sadoéw lub organdéw administracyjnych wymagajacych, aby usung¢ kazde
naruszenie prawa lub mu zapobiec, lacznie z usunigciem nielegalnych tresci
okreslonych ~ w takich nakazach, wydanych zgodnie zprawem Unii, lub
uniemozliwieniem dostepu do nich.

Aby stworzy¢ pewno$¢ prawa inie zniecheca¢ do dziatan majacych na celu
wykrywanie, identyfikacj¢ izwalczanie nielegalnych tresci, ktore to dziatania
dostawcy ustug posrednich moga podejmowac dobrowolnie, nalezy wyjasni¢, ze sam
fakt, iz dostawcy podejmujg takie dziatania, nie prowadzi do niedostgpnosci wytaczen
odpowiedzialnosci okreslonych w niniejszym rozporzadzeniu, pod warunkiem Zze
dziatania te sa prowadzone w dobrej wierze iz zachowaniem nalezytej starannoSci.
Ponadto nalezy wyjasni¢, ze sam fakt, iz dostawcy ci przyjmujag w dobrej wierze
srodki wcelu spetnienia wymogoéw prawa Unii, wtym wymogéw okreslonych
W niniejszym rozporzadzeniu w odniesieniu do wdrozenia warunkéw korzystania z ich
ustug, nie powinien prowadzi¢ do niedostgpnosci tych wylaczen odpowiedzialnos$ci.
W zwigzku z tym przy ustalaniu, czy dostawca moze powotywac si¢ na wylaczenie
odpowiedzialnosci, W szczeg6lnosci w odniesieniu do tego, czy $wiadczy on swoje
ustugi  wsposéb neutralny iwzwigzku ztym moze by¢é objety zakresem
odpowiedniego przepisu, nie nalezy bra¢ pod uwage takich dziatan i srodkéw, ktore
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dany dostawca moégt podjaé, co nie oznacza jednak, ze dostawca musi si¢ koniecznie
na takie wylaczenie powotac.

Chociaz w przepisach rozdziatlu II niniejszego rozporzadzenia skoncentrowano si¢ na
wytaczeniu odpowiedzialnosci dostawcoéw ustug posrednich, nalezy przypomnieé, ze
pomimo ogolnie istotnej roli, jakg odgrywajg ci dostawcy, problemu nielegalnych
treSci 1dziatan w internecie nie nalezy rozwigzywaé, skupiajac si¢ wylacznie na
odpowiedzialnosci i obowigzkach takich dostawcow. W miar¢ mozliwo$ci osoby
trzecie, ktorych dotycza niclegalne tresci przekazywane lub przechowywane
W internecie, powinny stara¢ si¢ rozwigzywac konflikty zwigzane z takimi treSciami
bez angazowania odno$nych dostawcow ustug posrednich. Odbiorcow ustugi nalezy
pocigga¢ do odpowiedzialnosci, jezeli stanowig tak majace zastosowanie przepisy
prawa Unii i prawa krajowego okreslajace takg odpowiedzialno$¢, za nielegalne tresci,
ktére dostarczaja 1moga rozpowszechnia¢ za pomoca ustug posrednich.
W stosownych przypadkach w zapobieganiu rozpowszechnianiu nielegalnych tresci
w internecie, zgodnie z majagcymi zastosowanie przepisami prawa, powinny réwniez
pomaga¢ inne podmioty, takie jak moderatorzy grup w zamknigtych srodowiskach
internetowych, w szczegdlnosci w przypadku duzych grup. Ponadto w przypadku gdy
konieczny jest udzial dostawcow uslug spoleczenstwa informacyjnego, w tym
dostawcow ustug posrednich, wszelkie wnioski lub nakazy dotyczace takiego udziatu
nalezy co do zasady kierowa¢ do podmiotu posiadajacego techniczng i operacyjng
mozliwo$¢ podjecia dzialan przeciwko okreslonym nielegalnych tresciom, aby
zapobiec ewentualnym negatywnym skutkom dostepnos$ci i osiggalnosci informacji,
ktdre nie stanowig nielegalnych tresci, oraz je zminimalizowac.

Od 2000 r. pojawity si¢ nowe technologie, ktore poprawiaja dostepnos¢, efektywnosé,
szybkos¢, niezawodno$¢, zdolno$¢ 1bezpieczenstwo systemow stuzacych do
przesytania i przechowywania danych w internecie, co prowadzi do coraz bardziej
ztozonego ekosystemu cyfrowego. W tym zakresie nalezy przypomnie¢, ze dostawcy
ustug tworzacy i ulatwiajacy podstawowa architekture logiczng 1 wilasciwe
funkcjonowanie internetu, w tym pomocnicze funkcje techniczne, moga roéwniez
korzysta¢ z wylaczen odpowiedzialnosci okreslonych w niniejszym rozporzadzeniu
w zakresie, w jakim ich ustugi kwalifikujg si¢ jako ustugi ,,zwyklego przekazu”,
»cachingu” lub hostingu. Ustugi takie obejmuja, w zaleznosci od przypadku, lokalne
sieci radiowe, ustugi systemu nazw domen (DNS), rejestry nazw domen najwyzszego
poziomu, organy certyfikacji wydajace certyfikaty cyfrowe lub sieci dostarczania
tresci, ktore umozliwiajg lub ulepszaja funkcje innych dostawcoOw ustug posrednich.
Podobnie znaczaco rozwingly si¢ roéwniez uslugi wykorzystywane na potrzeby
lacznosci oraz techniczne Srodki ich $wiadczenia, co doprowadzito do powstania ustug
online, takich jak telefonia internetowa, ushugi przesytania wiadomosci i ustugi
aplikacji webmail, w ktorych tacznos¢ odbywa si¢ za posrednictwem ustugi dostepu
do internetu. Rowniez te ushugi moga by¢ objete wylaczeniami odpowiedzialnosci
w zakresie, w jakim kwalifikuja si¢ jako ustuga ,,zwyklego przekazu”, ,,cachingu” lub
hostingu.

Dostawcy uslug posrednich nie powinni podlega¢ obowigzkowi nadzoru
W odniesieniu do obowigzkéw o charakterze ogdlnym. Nie dotyczy to obowigzkoéw
nadzoru majacych zastosowanie do przypadkdw szczegdlnych oraz, w szczegolnosci,
nie ma wplywu na decyzje wladz krajowych podjete zgodnie z ustawodawstwem
krajowym, stosownie do warunkéw ustanowionych w niniejszym rozporzadzeniu.
Zadnego z przepisOw niniejszego rozporzadzenia nie nalezy interpretowaé jako
natozenia ogdlnego obowiazku nadzoru ani obowigzku aktywnego ustalania faktow
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ani tez jako nalozenia na dostawcoOw ogdlnego obowiazku podejmowania aktywnych
dziatan w odniesieniu do nielegalnych tresci.

W zaleznoséci od systemu prawnego kazdego panstwa cztonkowskiego i odnos$nej
dziedziny prawa krajowe organy sagdowe lub administracyjne mogg nakazaé
dostawcom uslug posrednich podjecie dziatan przeciwko pewnym okreslonym
nielegalnym treSciom Iub udzielenie pewnych okreslonych informacji. Przepisy
krajowe, na podstawie ktorych wydaje si¢ takie nakazy, znacznie si¢ od siebie roznia,
anakazy te coraz czeSciej dotyczg sytuacji transgranicznych. W celu zapewnienia
skutecznego i efektywnego stosowania si¢ do tych nakazow, tak aby zainteresowane
organy publiczne mogly wykonywa¢ swoje zadania, a dostawcy nie podlegali zadnym
nieproporcjonalnym obcigzeniom, bez nadmiernego naruszania praw i prawnie
uzasadnionych interesow osob trzecich, nalezy okresli¢ pewne warunki, ktore nakazy
te powinny spetia¢, oraz pewne dodatkowe wymogi dotyczace przetwarzania tych
nakazow.

Nakazy podjecia dziatan przeciwko nielegalnym tre$ciom lub udzielenia informacji
powinny by¢ wydawane zgodnie z prawem Unii, W szczegdlnosci z rozporzadzeniem
(UE) 2016/679 oraz zakazem nakladania ogolnych obowigzkow nadzorowania
informacji lub aktywnego ustalania faktow lub okolicznosci wskazujacych na
nielegalng dzialalno$¢ ustanowionym w niniejszym rozporzadzeniu. Warunki
i wymogi okreslone w niniejszym rozporzadzeniu, ktore majg zastosowanie do
nakazow podjecia dzialan przeciwko nielegalnym tre$ciom, nie naruszajg przepisow
innych aktow Unii, w ktorych przewidziano podobne systemy podejmowania dziatan
przeciwko konkretnym rodzajom nielegalnych tresci, takich jak rozporzadzenie (UE)
...l.... [proponowane rozporzadzenie w sprawie rozpowszechniania tresci o charakterze
terrorystycznym w internecie] lub rozporzadzenie (UE) 2017/2394, w ktorym
przyznano szczego6lne uprawnienia do wydawania nakazu udzielenia informacji
organom egzekwowania prawa ochrony konsumentéw panstw czionkowskich, za$
warunki i wymogi majace zastosowanie do nakazow udzielenia informacji nie
naruszajg przepisOw innych aktéw Unii przewidujacych podobne odpowiednie
przepisy dla poszczegdlnych sektoréw. Wspomniane warunki i wymogi nie powinny
narusza¢ przepiséw dotyczacych zatrzymania i zabezpieczenia na podstawie majacego
zastosowanie prawa krajowego, zgodnie z prawem Unii oraz wnioskami organéw
$cigania o zachowanie poufno$ci zwigzanych z nieujawnianiem informacji.

Zakres terytorialny takich nakazoéw podjgcia dziatan przeciwko nielegalnym treSciom
powinien by¢ jasno okreslony na podstawie majacych zastosowanie przepisOw prawa
Unii lub prawa krajowego umozliwiajacych wydanie nakazu i nie powinien wykraczaé¢
poza zakres $cisle niezb¢dny do osiggniecia celow nakazu. W tym zakresie krajowy
organ sadowy lub administracyjny wydajacy nakaz powinien zrownowazy¢ cel, ktory
nakaz ma osiggnaé, zgodnie z podstawg prawng umozliwiajacg jego wydanie,
z prawami i prawnie uzasadnionymi interesami wszystkich osob trzecich, na ktore
nakaz moze mie¢ wplyw, w szczegolnosci zich prawami podstawowymi
wynikajacymi z Karty. Ponadto w przypadku gdy skutki nakazu odnoszacego si¢ do
konkretnych informacji moga wykracza¢ poza terytorium panstwa cztonkowskiego
danego organu, organ ten powinien oceni¢, czy przedmiotowe informacje moga
stanowi¢ nielegalne tresci w innych zainteresowanych panstwach cztonkowskich oraz,
w stosownych przypadkach, uwzgledni¢ odpowiednie przepisy prawa Unii lub prawa
miedzynarodowego oraz wzgledy kurtuazji migdzynarodowe;.

Nakazy udzielenia informacji regulowane niniejszym rozporzadzeniem dotycza
przedstawienia konkretnych informacji na temat poszczegolnych odbiorcéw danej
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ustugi posredniej wskazanych w tych nakazach w celu ustalenia, czy odbiorcy ushug
przestrzegaja majacych zastosowanie przepisow Unii lub przepiséw krajowych.
W zwiazku z tym przepisy niniejszego rozporzadzenia dotyczace udzielenia informacji
nie powinny mie¢ wplywu na nakazy odnoszgce si¢ do informacji na temat grupy
odbiorcow ustugi, ktorzy nie s3 wyraznie wskazani, wtym na nakazy udzielenia
zbiorczych informacji wymaganych do celow statystycznych lub ksztaltowania
polityki opartej na dowodach.

Nakazy podjecia dziatan przeciwko nielegalnym tre$ciom i udzielenia informacji
podlegaja przepisom zabezpieczajacym kompetencje panstwa cztonkowskiego,
w ktorym dostawca, do ktorego skierowany jest nakaz, ma siedzibe, 1 ustanawiajgcym
w niektorych przypadkach mozliwe odstgpstwa od tych kompetencji, okreslone
w art. 3 dyrektywy 2000/31/WE, 0 ile spelniono warunki wymienione w tym artykule.
Biorac pod uwage, ze przedmiotowe nakazy odnoszg si¢ odpowiednio do okreslonych
nielegalnych tresci i informacji, w przypadku gdy sa skierowane do dostawcoéw ustug
posrednich z siedzibg w innym panstwie cztonkowskim, co do zasady nie ograniczaja
one swobody tych dostawcOw w zakresie transgranicznego S$wiadczenia ustug.
W zwigzku z tym zasady okre§lone w art. 3 dyrektywy 2000/31/WE, w tym zasady
dotyczace konieczno$ci uzasadnienia $rodkow stanowigcych odstepstwo od
kompetencji panstwa czlonkowskiego, w ktorym dostawca uslug ma siedzibe,
Z pewnych okreslonych powodow oraz w zakresie zglaszania takich srodkow, nie maja
zastosowania do tych nakazow.

Aby osiggna¢ cele okreslone w niniejszym rozporzadzeniu, w szczegdlnosci poprawic
funkcjonowanie rynku wewngtrznego oraz zapewnié bezpieczne i przejrzyste
srodowisko  internetowe, nalezy ustanowi¢ jasny 1wywazony  zestaw
zharmonizowanych obowigzkow w zakresie nalezytej starannosci dla dostawcow
ustug posrednich. Celem tych obowigzkow powinno by¢é w szczegodlnosci
zagwarantowanie osiggniecia roznych celow polityki publicznej, takich jak
bezpieczenstwo 1 zaufanie odbiorcow uslugi, wtym maloletnich iuzytkownikow
podatnych na zagrozenia, ochrona odpowiednich praw podstawowych zapisanych
w Karcie, zapewnienie faktycznej rozliczalnosci tych dostawcoéw oraz wzmocnienie
pozycji odbiorcow i innych zainteresowanych stron przy jednoczesnym ufatwieniu
niezbednego nadzoru przez wlasciwe organy.

W zwigzku z tym wazne jest, aby obowigzki w zakresie nalezytej starannosci byty
dostosowane do rodzaju i charakteru danej ustugi posredniej. Niniejsze rozporzadzenie
okresla zatem podstawowe obowigzki majgce zastosowanie do wszystkich dostawcow
ustug posrednich, atakze dodatkowe obowigzki dostawcéw ustug hostingu,
W szczegolnosci platform internetowych 1bardzo duzych platform internetowych.
W zakresie, w jakim dostawcy ustug posrednich moga naleze¢ do tych rdéznych
kategorii z uwagi na charakter $wiadczonych ustug i wielko$¢é, powinni oni
przestrzega¢ wszystkich odpowiednich obowiazkow wynikajacych z niniejszego
rozporzadzenia. Wspomniane zharmonizowane obowigzki w zakresie nalezytej
starannosci, ktore powinny by¢ rozsadne i niearbitralne, sa potrzebne, aby zaradzi¢
zidentyfikowanym obawom dotyczacym porzadku publicznego, takim jak ochrona
prawnie uzasadnionych intereséw odbiorcéw ustugi, zwalczanie nielegalnych praktyk
i ochrona praw podstawowych w internecie.

Aby ufatwi¢ sprawna i Skuteczng komunikacj¢ w kwestiach objg¢tych niniejszym
rozporzadzeniem, dostawcy ustug posrednich powinni by¢ zobowigzani do
ustanowienia pojedynczego punktu kontaktowego oraz do publikowania
odpowiednich informacji dotyczacych ich punktu kontaktowego, w tym jezykow,
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ktorych nalezy uzywaé¢ w takiej komunikacji. Z punktu kontaktowego moga rowniez
korzysta¢ zaufane podmioty sygnalizujace oraz profesjonalisci majacy szczegolne
relacje z dostawca ustug posrednich. W odrdéznieniu od przedstawiciela prawnego
punkt kontaktowy powinien stuzy¢ celom operacyjnym inie musi mie¢ fizycznej
lokalizacji.

Dostawcy ustug posrednich, ktorzy maja siedzibe w panstwie trzecim i oferujg ustugi
w Unii, powinni wyznaczy¢ dysponujagcego wystarczajagcymi uprawnieniami
przedstawiciela prawnego w Unii i udzieli¢ informacji dotyczacych ich przedstawicieli
prawnych, aby umozliwi¢ skuteczny nadzor i, w razie potrzeby, egzekwowanie
niniejszego rozporzgdzenia w odniesieniu do tych dostawcow. Przedstawiciel prawny
powinien mie¢ mozliwo$¢ petnienia réwniez funkcji punktu kontaktowego, pod
warunkiem ze spetniono odpowiednie wymogi niniejszego rozporzadzenia.

Chociaz zasadniczo nalezy przestrzega¢ swobody umow przystugujacej dostawcom
ustug posrednich, nalezy ustanowi¢ pewne zasady dotyczace tresci, stosowania
i egzekwowania warunkéw Kkorzystania z ustug tych dostawcoéw w celu zapewnienia
przejrzystosci, ochrony odbiorcow ustugi oraz unikania nieuczciwych lub arbitralnych
wynikow.

Aby zapewni¢ odpowiedni poziom przejrzystosci i rozliczalnosci, dostawcy ustug
posrednich powinni co roku sktada¢ sprawozdanie, zgodnie ze zharmonizowanymi
wymogami zawartymi w niniejszym rozporzadzeniu, dotyczace moderowania tresci,
w ktorym brali udzial, wtym S$rodkéw wprowadzonych w rezultacie stosowania
i egzekwowania warunkow korzystania z ich ustug. Aby unikna¢ nieproporcjonalnych
obcigzen, wspomniane obowigzki sprawozdawcze w zakresie przejrzystosci nie
powinny mie¢ jednak zastosowania do dostawcow bedacych mikroprzedsiebiorstwami
lub matymi przedsigbiorstwami w rozumieniu zalecenia Komisji 2003/361/WE.

Dostawcy ustug hostingu odgrywaja szczegblnie wazng role w zwalczaniu
nielegalnych tresci w internecie, poniewaz przechowuja informacje przekazane przez
odbiorcow ustugi 1 na ich zadanie oraz zazwyczaj umozliwiaja innym odbiorcom
dostep do tych informacji, niekiedy na duza skale. Wazne jest, aby wszyscy dostawcy
ustug hostingu, niezaleznie od wielko$ci, wprowadzili przyjazne dla uzytkownika
mechanizmy zglaszania i dzialania, ktore utatwiajg zglaszanie danemu dostawcy ustug
hostingu okreslonych informacji uznanych przez stron¢ zglaszajaca za nielegalne
tresci (,,zgloszenie”), zgodnie z ktorymi dostawca ten moze podja¢ decyzje, czy
zgadza si¢ ztaka oceng oraz czy chce usunaé nielegalne tresci lub uniemozliwi¢
dostep do nich (,,dziatanie”). Z zastrzezeniem spelnienia wymogoéw dotyczacych
zgloszen osoby lub podmioty powinny mie¢ mozliwos¢ zglaszania wielu
przypuszczalnie nielegalnych tresci w jednym zgloszeniu. Obowigzek wprowadzenia
mechanizmoéw zglaszania i dzialania powinien mie¢ zastosowanie na przyktad do
uslug przechowywania i udostepniania plikéw, ustug hostingu stron internetowych,
serwerow reklamowych i ustug typu pastebin, oile kwalifikuja si¢ one jako ushugi
hostingu objete niniejszym rozporzadzeniem.

Przepisy dotyczace takich mechanizméw zglaszania i dziatania powinny by¢
zharmonizowane na poziomie Unii, aby zapewni¢ terminowe i obiektywne
przetwarzanie zgloszen zzachowaniem nalezytej staranno$ci na podstawie
jednolitych, przejrzystych ijasnych zasad, ktore zapewniaja solidne gwarancje

“0Zalecenie Komisji 2003/361/WE z dnia 6 maja 2003 r. dotyczace definicji mikroprzedsigbiorstw oraz matych
i Srednich przedsiebiorstw (Dz.U. L 124 z 20.5.2003, s. 36).
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ochrony praw i prawnie uzasadnionych intereséw wszystkich zainteresowanych stron,
W szczegolnosci ich praw podstawowych zagwarantowanych w Karcie, niezaleznie od
panstwa czlonkowskiego, w ktorym strony te majg siedzibe lub miejsce pobytu, oraz
niezaleznie od odno$nej dziedziny prawa. Prawa podstawowe obejmuja, w zalezno$ci
od przypadku, prawo do wolnosci wypowiedzi i informacji, prawo do poszanowania
zycia prywatnego irodzinnego, prawo do ochrony danych osobowych, prawo do
niedyskryminacji oraz prawo do skutecznego $rodka odwotawczego przystugujace
odbiorcom ustugi; wolno$¢ prowadzenia dzialalnosci gospodarczej, w tym swobode
zawierania uméw, przystugujaca dostawcom ustug; jak rowniez prawo do godnosci
ludzkiej, prawa dziecka, prawo do ochrony wlasnosci, w tym wiasnos$ci intelektualne;j,
oraz prawo do niedyskryminacji przyslugujace stronom, ktérych dotycza nielegalne
tresci.

W przypadku gdy dostawca ustug hostingu decyduje si¢ usunaé lub zablokowaé
informacje przekazane przez odbiorceg ustugi, na przyktad po otrzymaniu zgloszenia
lub dziatajac z wlasnej inicjatywy, wtym przy wykorzystaniu $Srodkéw
zautomatyzowanych, dostawca ten powinien poinformowa¢ odbiorcg o swojej decyzji,
powodach jej podjecia oraz dostgpnych mozliwosciach odwotania si¢ od tej decyz;ji,
majac na uwadze negatywne konsekwencje, jakie takie decyzje moga mie¢ dla
odbiorcy, wtym dla mozliwosci wykonania przez niego prawa podstawowego do
wolnosci wypowiedzi. Obowigzek ten powinien mie¢ zastosowanie niezaleznie od
powoddéw podjecia decyzji, w szczegdlnosci niezaleznie od tego, czy dziatanie podjgto
ze wzgledu na uznanie zgloszonych informacji za nielegalne tresci czy za informacje
niezgodne z majagcymi zastosowanie warunkami korzystania zustug. Dostepne
mozliwos$ci odwotania si¢ od decyzji dostawcy ustug hostingu powinny zawsze
obejmowac $rodki zaskarzenia.

Aby unikna¢ nieproporcjonalnych obcigzen, dodatkowe obowiazki natozone na mocy
niniejszego rozporzadzenia na platformy internetowe nie powinny mie¢ zastosowania
do mikroprzedsiebiorstw ani matych przedsi¢biorstw w rozumieniu zalecenia Komisji
2003/361/WE™, chyba ze ich zasicg i oddziatywanie sa na tyle duze, Ze spelniaja
kryteria pozwalajace uzna¢ je za bardzo duze platformy internetowe w rozumieniu
niniejszego rozporzadzenia. Przepisy konsolidacyjne ustanowione w tym zaleceniu
pomagaja w zapewnieniu zapobiegania przypadkom obchodzenia tych dodatkowych
obowigzkow. Zwolnienia mikroprzedsi¢biorstw i matych przedsigbiorstw z tych
dodatkowych obowigzkoéw nie nalezy rozumie¢ jako majacego wptyw na ich zdolnosé
do ustanowienia, na zasadzie dobrowolnos$ci, systemu spetniajagcego co najmniej jeden
Z tych obowigzkow.

Odbiorcy ustugi powinni mie¢ mozliwos$¢ tatwego i skutecznego kwestionowania
niektorych decyzji platform internetowych, ktére maja na nich negatywny wplyw.
W zwigzku z tym platformy internetowe powinny by¢ zobowigzane do zapewnienia
wewnetrznych systemow rozpatrywania skarg, ktore spetniaja okre$lone warunki
majgce na celu zapewnienie tatwego dostepu do tych systemow i doprowadzenie do
szybkiego i sprawiedliwego rozstrzygnigcia. Ponadto nalezy przewidzie¢ mozliwos¢
pozasagdowego rozstrzygania sporéw, wtym sporow, ktorych zadowalajace
rozstrzygnigcie z wykorzystaniem wewnetrznych systemow rozpatrywania skarg nie
byto mozliwe, przez certyfikowane organy, ktoére dysponuja niezbgdng niezaleznoscia,
srodkami iwiedza ekspercka, aby wykonywaé swoje dziatania w SposOb

“1Zalecenie Komisji 2003/361/WE z dnia 6 maja 2003 r. dotyczace definicji mikroprzedsigbiorstw oraz matych
i Srednich przedsiebiorstw (Dz.U. L 124 z 20.5.2003, s. 36).
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sprawiedliwy, szybki i oszczgdny. Stworzone w ten sposdb mozliwoséci odwolania si¢
od decyzji platform internetowych powinny uzupetnia¢ mozliwos¢ skorzystania ze
srodkdw zaskarzenia zgodnie zprawem danego panstwa czlonkowskiego, nie
naruszajgc jednak tej mozliwosci pod zadnym wzgledem.

W  przypadku spordw o charakterze umownym mi¢dzy konsumentami
a przedsiebiorstwami dotyczacych zakupu towaréw lub ustug dyrektywa Parlamentu
Europejskiego i Rady  2013/11/UE**  zapewnia  unijnym  konsumentom
| przedsiebiorstwom w Unii dostep do posiadajgcych certyfikaty jakosci podmiotow
zajmujacych si¢ alternatywnym rozstrzyganiem sporow. W tym zakresie nalezy
wyjasni¢, ze przepisy niniejszego rozporzadzenia dotyczace pozasgdowego
rozstrzygania sporOw nie naruszajg przepisow tej dyrektywy, w tym wynikajacego
Z niej prawa konsumentow do wycofania si¢ z postegpowania na dowolnym etapie,
jezeli nie beda niezadowoleni ze skutecznosci lub z przebiegu postepowania.

Dziatanie przeciwko nielegalnym tresciom mozna podejmowaé szybciej i jest ono
rzetelniejsze, jesli platformy internetowe wprowadza niezbedne s$rodki w celu
zapewnienia priorytetowego traktowania zgloszen przekazywanych przez zaufane
podmioty sygnalizujagce za posrednictwem mechanizmoéw zglaszania i dzialania
wymaganych na podstawie niniejszego rozporzadzenia, bez uszczerbku dla wymogu
przetwarzania wszystkich zgloszen przekazywanych w ramach tych mechanizmow
i podejmowania decyzji wich sprawie w sposob terminowy i obiektywny oraz
z zachowaniem nalezytej staranno$ci. Status zaufanego podmiotu sygnalizujacego
nalezy przyznawaé¢ wylacznie podmiotom, a nie osobom, ktoére wykazaly miedzy
innymi, ze posiadaja szczegélng wiedze ekspercka i1kompetencje w zakresie
zwalczania nielegalnych treéci, ze reprezentuja interesy zbiorowe oraz ze dzialaja
w sposéb obiektywny i z nalezytg starannoscig. Podmioty takie moga mie¢ charakter
publiczny, np. w przypadku tresci o charakterze terrorystycznym moga to by¢
jednostki ds. zglaszania podejrzanych tresci w internecie krajowych organow §$cigania
lub Agencji Unii Europejskiej ds. Wspotpracy Organdéw Scigania (,,Europol”); moga
by¢ to takze organizacje pozarzadowe i podmioty mieszane, takie jak organizacje
nalezace do sieci goracych linii stowarzyszenia INHOPE shuzacych do zglaszania
materialow przedstawiajacych niegodziwe traktowanie dzieci w celach seksualnych
oraz organizacje zajmujace si¢ zglaszaniem nielegalnych treSci rasistowskich
I ksenofobicznych  w internecie. W przypadku praw wlasnosci intelektualnej
organizacjom branzowym i posiadaczom praw mozna przyzna¢ status zaufanego
podmiotu sygnalizujacego, jezeli wykaza, ze spetniajag majace zastosowanie warunki.
PrzepisOw niniejszego  rozporzadzenia dotyczacych zaufanych podmiotow
sygnalizujacych nie nalezy rozumie¢ jako uniemozliwiajace platformom internetowym
podobne traktowanie zgloszen przekazywanych przez podmioty lub osoby, ktérym nie
przyznano statusu zaufanego podmiotu sygnalizujgcego na podstawie niniejszego
rozporzadzenia, lub podejmowanie innego rodzaju wspodtpracy z innymi podmiotami
zgodnie z majgcymi zastosowanie przepisami, w tym z niniejszym rozporzadzeniem
oraz z rozporzadzeniem Parlamentu Europejskiego i Rady (UE) 2016/794%,

“Dyrektywa Parlamentu Europejskiego i Rady 2013/11/UE z dnia 21 maja 2013 r. w sprawie alternatywnych
metod rozstrzygania spor6éw konsumenckich oraz zmiany rozporzadzenia (WE) nr 2006/2004 i dyrektywy
2009/22/WE (Dz.U. L 165 z 18.6.2013, s. 63).

“*Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/794 z dnia 11 maja 2016 r. w sprawie Agencji
Unii Europejskiej ds. Wspolpracy Organéw Scigania (Europol), zastepujace iuchylajace decyzje Rady
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(47) Niewlasciwe korzystanie z ustug $wiadczonych przez platformy internetowe poprzez
czeste przekazywanie ewidentnie nielegalnych tresci lub czeste sktadanie ewidentnie
bezzasadnych zgtoszen lub skarg w ramach odpowiednio mechanizméw i systeméw
ustanowionych na podstawie niniejszego rozporzadzenia ostabia zaufanie oraz szkodzi
prawom i prawnie uzasadnionym interesom zainteresowanych stron. Dlatego tez
konieczne jest wprowadzenie odpowiednich i proporcjonalnych zabezpieczen przed
takim niewlasciwym korzystaniem. Informacje nalezy uwaza¢ za ewidentnie
nielegalne tresci, a zgloszenia lub skargi nalezy uwaza¢ za ewidentnie bezzasadne,
jesli dla osoby nieposiadajacej wiedzy fachowej jest oczywiste, bez przeprowadzenia
jakiejkolwiek merytorycznej analizy, ze odpowiednio treSci te sg nielegalne,
a zgloszenia lub skargi — bezzasadne. Pod pewnymi warunkami platformy internetowe
powinny tymczasowo zawiesi¢ dziatania podejmowane w odniesieniu do osoby
dopuszczajacej si¢ naduzy¢. Pozostaje to bez uszczerbku dla swobody okreslania przez
platformy internetowe warunkow korzystania z ich ustug i przyjmowania bardziej
rygorystycznych s$rodkow w przypadku ewidentnie nielegalnych tresci zwigzanych
Z powaznymi przestepstwami. W celu zapewnienia przejrzysto$ci mozliwos¢ te nalezy
jasno i wystarczajaco szczegotowo okreslic w warunkach korzystania z ustug platform
internetowych. Od decyzji podejmowanych wtym zakresie przez platformy
internetowe powinna zawsze przystugiwa¢ mozliwos¢ odwotania si¢ i decyzje takie
powinny podlega¢ nadzorowi wtasciwego koordynatora ds. ustlug cyfrowych. Przepisy
niniejszego rozporzadzenia dotyczace niewlasciwego korzystania nie powinny
uniemozliwia¢ platformom internetowym wprowadzania innych srodkéw w celu
rozwigzania problemu dostarczania nielegalnych tresci przez odbiorcow ich ustug lub
innego rodzaju niewtasciwego korzystania zich uslug zgodnie z majacym
zastosowanie prawem Unii | prawem krajowym. Przepisy te pozostaja bez uszczerbku
dla  jakiejkolwiek mozliwo$ci  pociagnigcia do  odpowiedzialno$ci  0sob
dopuszczajacych sie niewlasciwego korzystania, w tym za szkody, ktorg przewidziano
w prawie Unii lub prawie krajowym.

(48) Platforma internetowa moze w niektorych przypadkach uzyskaé, na przyktad w drodze
zgloszenia przez strone zglaszajaca lub za pomoca srodkow zastosowanych z wilasnej
inicjatywy, informacje dotyczace okreslonej dziatalnosci odbiorcy ushugi, takiej jak
przekazywanie niektorych rodzajow nielegalnych tresci, ktore racjonalnie uzasadniaja
— uwzgledniajgc wszystkie istotne okoliczno$ci, ktorych platforma internetowa ma
swiadomos$¢ — podejrzenie, ze odbiorca mdgl popetni¢, moze popenia¢ lub moze
popetni¢ powazne przestepstwo zagrazajace zyciu lub bezpieczenstwu osoby, takie jak
przestepstwa okreslone w dyrektywie Parlamentu Europejskiego i Rady 2011/93/UE*.
W takich przypadkach platforma internetowa powinna niezwtocznie poinformowac
wlasciwe organy $cigania o takim podejrzeniu, podajac wszelkie dostepne jej istotne
informacje, w tym, w stosownych przypadkach, przedmiotowg tre$¢ oraz wyjasnienie
swoich podejrzen. Niniejsze rozporzadzenie nie stanowi podstawy prawnej
profilowania odbiorcow ustug w celu mozliwego identyfikowania przestepstw przez
platformy internetowe. Informujac organy $cigania, platformy internetowe powinny
rowniez przestrzega¢ innych majacych zastosowanie przepisOw prawa Unii lub prawa
krajowego dotyczacych ochrony praw i wolno$ci 0sob.

2009/371/WSiSW, 2009/934/WSiSW, 2009/935/WSiSW, 2009/936/WSiSW i 2009/968/WSiSW, Dz.U. L 135
2 24.5.20186, s. 53.

“Dyrektywa Parlamentu Europejskiego i Rady 2011/93/UE z dnia 13 grudnia 2011 r. w sprawie zwalczania
niegodziwego traktowania w celach seksualnych i wykorzystywania seksualnego dzieci oraz pornografii
dziecigcej, zastepujaca decyzje ramowa Rady 2004/68/WSiSW (Dz.U. L 335 z 17.12.2011, s. 1).
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(49) Aby przyczyni¢ si¢ do tworzenia bezpiecznego, godnego zaufania i przejrzystego
srodowiska internetowego dla konsumentow, a takze dla innych zainteresowanych
stron, takich jak konkurujacy przedsigbiorcy i posiadacze praw wlasnosci
intelektualnej, oraz aby zniecheci¢ przedsiebiorcéw do sprzedawania produktow lub
ustug z naruszeniem majacych zastosowanie przepisow, platformy internetowe
umozliwiajagce konsumentom zawieranie z przedsiebiorcami umow na odleglos¢
powinny zapewnia¢ identyfikowalno$¢ takich przedsiebiorcow. W zwigzku ztym
przedsigbiorca powinien by¢ zobowigzany do przekazywania platformie internetowej
niektorych istotnych informacji, migdzy innymi do celow propagowania wiadomosci
na temat produktéw lub ich oferowania. Wymog ten powinien mie¢ rowniez
zastosowanie do przedsigbiorcow, ktoérzy na podstawie umoéw bazowych propaguja
wiadomosci o produktach Iub ustugach w imieniu marek. Takie platformy internetowe
powinny przechowywaé wszystkie informacje w sposob bezpieczny przez rozsadny
okres, ktory nie przekracza niezbg¢dnego czasu umozliwiajgcego organom publicznym
I podmiotom prywatnym majacym prawnie uzasadniony interes uzyskanie dostgpu do
nich, migdzy innymi w drodze nakazOow udzielenia informacji, o ktérych mowa
W niniejszym rozporzadzeniu, zgodnie Z majagcym zastosowanie prawem, w tym
Z przepisami dotyczacymi ochrony danych osobowych.

(50) Aby zapewni¢ skuteczne i odpowiednie stosowanie tego obowigzku bez naktadania
nieproporcjonalnych obcigzen, platformy internetowe objete tym obowigzkiem
powinny dotozy¢ nalezytych staran w celu zweryfikowania wiarygodnosci informacji
przekazywanych przez zainteresowanych przedsiebiorcow, w szczegodlnosci
wykorzystujac  ogolnodostgpne oficjalne internetowe bazy danych i interfejsy
internetowe, takie jak krajowe rejestry handlowe isystem wymiany informacji o
VAT®, lub zwracajac sic do zainteresowanych przedsigbiorcow o dostarczenie
wiarygodnych dokumentow potwierdzajacych, takich jak kopie dokumentow
tozsamosci, uwierzytelnione wyciggi bankowe, zaswiadczenia o prowadzeniu
dziatalno$ci gospodarczej i zaswiadczenia z rejestrow handlowych. Aby spetnié¢ ten
obowigzek, mogg rowniez korzysta¢ zinnych zrodet, dostepnych do uzytku na
odlegtos¢, ktore oferuja podobny stopien wiarygodnosci. Nie nalezy jednak wymagaé
od platform internetowych objetych tym obowigzkiem, aby angazowaly si¢
w nadmierne lub kosztowne dziatania polegajace na ustalaniu faktow w internecie lub
przeprowadzaniu weryfikacji na miejscu. Nie nalezy rowniez rozumieé, ze takie
platformy internetowe, ktore podjety uzasadnione starania wymagane w niniejszym
rozporzadzeniu, gwarantujg wiarygodno$¢ informacji skierowanych do konsumentow
lub innych zainteresowanych stron. Takie platformy internetowe powinny rowniez
projektowacé 1organizowa¢ swoj interfejs internetowy W sposdb umozliwiajacy
przedsigbiorcom  wypetnianie = obowiazkoéw  wynikajacych  z prawa  Unii,
W szczegdlnosci wymogow okreslonych wart. 6 18 dyrektywy Parlamentu
Europejskiego i Rady 2011/83/UE*, art.7 dyrektywy 2005/29/WE Parlamentu
Europejskiego i Rady*’ oraz art. 3 dyrektywy 98/6/WE Parlamentu Europejskiego
I Rady™.

*https://ec.europa.eu/taxation_customs/vies/vieshome.do?selectedl anguage=en

*®Dyrektywa Parlamentu Europejskiego i Rady 2011/83/UE z dnia 25 pazdziernika 2011 r. w sprawie praw
konsumentéw, zmieniajaca dyrektywe Rady 93/13/EWG i dyrektywe 1999/44/WE Parlamentu Europejskiego
i Rady oraz uchylajgca dyrektywe Rady 85/577/EWG i dyrektywe 97/7/WE Parlamentu Europejskiego i Rady.

“’Dyrektywa 2005/29/WE Parlamentu Europejskiego i Rady z dnia 11 maja 2005 r. dotyczaca nieuczciwych
praktyk handlowych stosowanych przez przedsigbiorstwa wobec konsumentéw na rynku wewng¢trznym oraz
zmieniajaca dyrektywe Rady 84/450/EWG, dyrektywy 97/7/WE, 98/27/WE 1 2002/65/WE Parlamentu
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(51) Ze wzgledu na szczegodlne obowiazki i zobowigzania platform internetowych powinny
one podlega¢ obowigzkom sprawozdawczym w zakresie przejrzystosci, ktoére maja
zastosowanie oprocz obowigzkow sprawozdawczych w zakresie przejrzystosci
majacych zastosowanie do wszystkich dostawcéw ustug posrednich na mocy
niniejszego rozporzadzenia. Do celow ustalenia, czy platformy internetowe moga by¢
bardzo duzymi platformami internetowymi, ktore podlegaja okreslonym dodatkowym
obowigzkom na mocy niniejszego rozporzadzenia, obowigzki sprawozdawcze
W zakresie przejrzystosci dotyczace platform internetowych powinny obejmowac
okreslone obowiazki zwigzane z publikowaniem i przekazywaniem informacji na
temat Sredniej liczby aktywnych odbiorcow ustugi miesigcznie w Unii.

(52) Reklama internectowa odgrywa wazng role w Srodowisku internetowym, w tym
W odniesieniu do $wiadczenia ustug platform internetowych. Reklama internetowa
moze jednak przyczynia¢ si¢ do powstania znaczacych zagrozen, poczawszy od
reklamy, ktora sama w sobie stanowi nielegalne tresci, poprzez zapewnianie zachgt
finansowych do publikowania lub propagowania nielegalnych lub w inny sposéb
szkodliwych tresci i1 dziatan w internecie, az po dyskryminujace wyswietlanie reklam,
ktére ma wplyw na rowne traktowanie i rownos¢ szans obywateli. Oprocz wymogow
wynikajacych zart. 6 dyrektywy 2000/31/WE platformy internetowe nalezy
zobowigza¢  zatem  do  zapewnienia  odbiorcom  uslugi  okreSlonych
zindywidualizowanych informacji niezbednych do zrozumienia, kiedy i w czyim
imieniu wys$wietlana jest reklama. Ponadto odbiorcy ustugi powinni dysponowac
informacjami na temat gldéwnych parametrow wykorzystywanych do ustalenia, czy
okreslone reklamy powinny by¢é im wyswietlane, stanowigcych zrozumiale
wyjasnienie stojacej za tym logiki, rowniez w przypadku gdy reklamy sg wyswietlane
na podstawie profilowania. Okre§lone w niniejszym rozporzadzeniu wymogi
dotyczace udzielania informacji zwigzanych z reklamg pozostaja bez uszczerbku dla
stosowania odpowiednich przepisow rozporzadzenia (UE) 2016/679, zwlaszcza
przepisow dotyczacych prawa do sprzeciwu, zautomatyzowanego podejmowania
decyzji w indywidualnych przypadkach, wtym profilowania, aw szczegdlno$ci
potrzeby uzyskania zgody osoby, ktoérej dane dotycza, przed przetwarzaniem danych
osobowych do celow ukierunkowania reklam. Podobnie nie naruszajg one przepisow
ustanowionych w dyrektywie 2002/58/WE, w szczegolnosci przepisow dotyczacych
przechowywania informacji w urzadzeniach koncowych i dostepu do informacji
w nich przechowywanych.

(53) Biorgc pod uwage znaczenie bardzo duzych platform internetowych ze wzgledu na ich
zasieg, w szczegblno$ci wyrazony liczba odbiorcow ustugi, dla utatwiania debaty
publicznej, transakcji gospodarczych irozpowszechniania informacji, opinii
| pomystow oraz dla wywierania wplywu na sposéb, w jaki odbiorcy uzyskuja
I przekazujg informacje w internecie, konieczne jest natozenie na te platformy
szczegblnych obowigzkéw, oprocz obowigzkow majacych zastosowanie do
wszystkich platform internetowych. Te dodatkowe obowiazki spoczywajace na bardzo
duzych platformach internetowych sa konieczne, aby zaradzi¢ takim obawom
dotyczacym porzadku publicznego, poniewaz brakuje alternatywnych i mniej
restrykcyjnych $rodkéw, ktore pozwolityby skutecznie osiggnaé ten sam rezultat.

Europejskiego i Rady oraz rozporzadzenie (WE) nr 2006/2004 Parlamentu Europejskiego i Rady (,,dyrektywa
0 nieuczciwych praktykach handlowych”).

*®Dyrektywa 98/6/WE Parlamentu Europejskiego i Rady zdnia 16 lutego 1998r. wsprawie ochrony
konsumenta przez podawanie cen produktéw oferowanych konsumentom.
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(54)

(55)

(56)

(57)

Bardzo duze platformy internetowe moga powodowac¢ zagrozenia spoleczne, ktorych
zakres i skutki sg inne niz w przypadku mniejszych platform. Gdy liczba odbiorcéw
platformy osiaggnie znaczacy udziat w populacji Unii, ryzyko systemowe, jakie stwarza
platforma, ma nieproporcjonalnie negatywny wplyw na Uni¢. Nalezy uznac, ze taki
znaczny zasieg wystepuje, w przypadku gdy liczba odbiorcow przekracza prog
operacyjny ustalony na poziomie 45 min oséb, co odpowiada 10 % populacji Unii.
Ten prog operacyjny powinien by¢ aktualizowany w drodze zmian wprowadzanych
W razie potrzeby aktami delegowanymi. Takie bardzo duze platformy internetowe
powinny zatem spelniaé najwyzszy standard obowigzkow w zakresie nalezytej
staranno$ci, proporcjonalne do wywolywanych przez nie skutkéw spolecznych
I sSrodkow, jakimi dysponuja.

Ze wzgledu na efekty sieciowe charakteryzujace gospodarke platform baza
uzytkownikow platformy internetowej moze szybko si¢ powigkszy¢ i osiggnaé wymiar
bardzo duzej platformy internetowej, co wiaze si¢ z oddzialywaniem na rynek
wewnetrzny. Moze si¢ tak sta¢ w przypadku wzrostu wykladniczego nastepujacego
w krotkich okresach lub duzej globalnej obecnosci 1obrotow pozwalajacych
platformie internetowej na pelne wykorzystanie efektow sieciowych oraz korzysci
skali i zakresu. Wysoki roczny obrot lub kapitalizacja rynkowa moga w szczegdlnosci
wskazywaé na szybka skalowalno$¢ pod wzgledem dotarcia do uzytkownikdw.
W takich przypadkach koordynator ds. uslug cyfrowych powinien mie¢ mozliwo$¢
wnioskowania o czestsze sktadanie przez platforme sprawozdan dotyczacych bazy
uzytkownikow, aby moc w odpowiednim czasie okresli¢ moment, w ktérym platforme
te nalezy uzna¢ za bardzo duza platform¢ internetowa do celow niniejszego
rozporzadzenia.

Bardzo duze platformy internetowe sg wykorzystywane w sposob, ktéry ma istotny
wplyw na bezpieczenstwo w internecie, ksztattowanie opinii publicznej i dyskursu,
atakze na handel w internecie. Sposob, w jaki projektuja one swoje ustugi, jest
zasadniczo zoptymalizowany pod katem przynoszenia korzy$ci ich modelom
biznesowym, ktore czesto opieraja si¢ na reklamie, 1 moze wywotywa¢ obawy
spoteczne. W przypadku braku skutecznych regulacji iegzekwowania przepisow
platformy takie mogg ustala¢ reguty gry, bez skutecznego rozpoznania i ograniczenia
ryzyka oraz szkod spolecznych i gospodarczych, ktéore moga powodowaé. Zgodnie
Z niniejszym rozporzadzeniem bardzo duze platformy internetowe powinny zatem
ocenia¢ ryzyko systemowe wynikajace z ich funkcjonowania i korzystania z ich ustug,
atakze z potencjalnego niewtasciwego korzystania przez odbiorcéw ustugi, oraz
powinny wprowadza¢ odpowiednie srodki zmniejszajace to ryzyko.

Doglebnej oceny wymagaja trzy kategorie ryzyka systemowego. Pierwsza kategoria
dotyczy ryzyka zwigzanego z niewlasciwym Kkorzystaniem zich uslug poprzez
rozpowszechnianie nielegalnych tresci, m.in. rozpowszechnianie materialow
przedstawiajacych niegodziwe traktowanie dzieci w celach seksualnych lub nielegalne
nawotywanie do nienawisci, a takze prowadzenie nielegalnej dziatalnos$ci, takiej jak
sprzedaz produktéw lub ustug zakazanych prawem Unii lub prawem krajowym, w tym
produktéw  podrobionych. Na przyklad, bez uszczerbku dla osobistej
odpowiedzialnosci odbiorcy ustugi bardzo duzych platform internetowych za
ewentualng nielegalno$¢ jego dzialalno$ci na mocy majacego zastosowanie prawa,
takie rozpowszechnianie lub dzialania mogg stwarza¢ znaczace ryzyko systemowe,
jezeli dostep do takich tresci moze rozszerzy¢ si¢ poprzez konta o0 szczegoOlnie
szerokim zasi¢gu. Druga kategoria dotyczy wptywu ustugi na wykonywanie praw
podstawowych, chronionych Kartg praw podstawowych, w tym wolnos$ci wypowiedzi
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I informacji, prawa do zycia prywatnego, prawa do niedyskryminacji i praw dziecka.
Takie ryzyko moze wystapi¢ na przyktad w zwigzku ze strukturg systemoéw
algorytmicznych wykorzystywanych przez bardzo duza platforme internetowa lub
Z niewlasciwym korzystaniem z uslug takiej platformy polegajacym na sktadaniu
zgloszen stanowigcych naduzycie lub stosowaniu innych metod thumienia wypowiedzi
lub ograniczania konkurencji. Trzecia kategoria ryzyka dotyczy celowej i czesto
skoordynowanej manipulacji ustugami platformy, ktéra ma przewidywalny wplyw na
zdrowie, dyskurs obywatelski, procesy wyborcze, bezpieczenstwo publiczne i ochrong
maloletnich, uwzgledniajac potrzebe ochrony porzadku publicznego, ochrony
prywatno$ci i zwalczania nielegalnych i zwodniczych praktyk handlowych. Ryzyko
takie moze powsta¢ na przyktad w wyniku zaktadania fatszywych kont, korzystania
Zbotdow oraz innych zautomatyzowanych lub cze$ciowo zautomatyzowanych
zachowan, ktore mogg prowadzi¢ do szybkiego i Szerokiego rozpowszechniania
informacji stanowigcych nielegalne tresci lub tresci niezgodne z warunkami
korzystania z ustug platformy internetowej.

Bardzo duze platformy internetowe powinny wdrozy¢ niezbedne srodki w celu
nalezytego ograniczania ryzyka systemowego okreslonego w ocenie ryzyka. Bardzo
duze platformy internetowe powinny w ramach takich $rodkow zmniejszajacych
ryzyko rozwazyé na przyktad wzmocnienie lub inne dostosowanie struktury
i funkcjonowania moderowania tresci, algorytmicznych systeméw rekomendacji
I interfejsow internetowych, tak aby zniechecaty do rozpowszechniania nielegalnych
tre$ci iograniczaly takie rozpowszechnianie, dostosowanie swoich procesow
decyzyjnych lub dostosowanie warunkéw korzystania z ustug. Srodki takie moga
rowniez obejmowac $rodki naprawcze, takie jak pozbawienie wplywow z reklam
w przypadku okreslonych tresci, lub inne dziatania, takie jak poprawa widoczno$ci
autorytatywnych zrodet informacji. Bardzo duze platformy internetowe moga
wzmocni¢ wewngetrzne procesy lub nadzor nad wszelkimi swoimi dziataniami,
W szczegdlnosci w zakresie wykrywania ryzyka systemowego. Moga one rowniez
inicjowa¢ lub zacie$nia¢ wspodlpracge z zaufanymi podmiotami sygnalizujgcymi,
organizowa¢ sesje szkoleniowe i1wymiang¢ z organizacjami bedacymi zaufanymi
podmiotami sygnalizujgcymi oraz wspotpracowac z innymi dostawcami ustug, miedzy
innymi inicjujac opracowanie kodeksow postgpowania lub innych $rodkéw
samoregulacyjnych lub przylaczajac si¢ do juz istniejacych kodeksow lub srodkow.
Wszelkie przyjete $rodki powinny by¢ zgodne z wymogami nalezytej starannos$ci
okreslonymi w niniejszym rozporzadzeniu oraz skuteczne i odpowiednie do
zmniejszenia stwierdzonego szczegOlnego ryzyka w interesie ochrony porzadku
publicznego, ochrony prywatnosci i zwalczania nielegalnych i zwodniczych praktyk
handlowych, atakze proporcjonalne w $wietle mozliwosci ekonomicznych bardzo
duzej platformy internetowej ipotrzeby unikania niepotrzebnych ograniczen
w korzystaniu z jej ustug, z nalezytym uwzglednieniem potencjalnego negatywnego
wptywu na prawa podstawowe odbiorcow ustugi.

Bardzo duze platformy internetowe powinny w Stosownych przypadkach
przeprowadza¢ oceny ryzyka i opracowywac srodki zmniejszajace ryzyko z udziatem
przedstawicieli odbiorcow ustugi, przedstawicieli grup, na ktére ich ushugi moga
wywiera¢  wplyw, niezaleznych  ekspertow 1 organizacji  spoteczenstwa
obywatelskiego.

Biorac pod uwagg potrzebe zapewnienia weryfikacji przez niezaleznych ekspertow,
bardzo duze platformy internetowe powinny by¢ rozliczane, w drodze niezaleznych
audytow, z wypetiania obowigzkow okreslonych w niniejszym rozporzadzeniu oraz,
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w stosownych przypadkach, wszelkich zobowigzan uzupetniajacych podjetych
zgodnie z kodeksami postepowania i protokotami kryzysowymi. Powinny zapewnié
audytorowi dostep do wszystkich istotnych danych niezbednych do prawidtowego
przeprowadzenia audytu. Audytorzy powinni posiada¢ rowniez mozliwos$¢ korzystania
z innych zrédel obiektywnych informacji, wtym zbadan prowadzonych przez
zweryfikowanych  badaczy. Audytorzy powinni zagwarantowaé poufnos¢,
bezpieczenstwo i integralnos$¢ informacji, takich jak tajemnice przedsigbiorstwa, Ktore
uzyskuja podczas wykonywania swoich zadan, oraz dysponowa¢ niezbedng wiedza
ekspercka w dziedzinie zarzadzania ryzykiem oraz kompetencje techniczne w zakresie
algorytméw audytu. Audytorzy powinni by¢ niezalezni, aby mogli wykonywaé¢ swoje
zadania w odpowiedni igodny zaufania sposob. Jezeli ich niezalezno$¢ budzi
watpliwos$ci, powinni zrezygnowaé z wykonania zlecenia audytu lub powstrzymac sie¢
od jego wykonania.

Sprawozdanie z audytu powinno by¢ poparte dowodami, tak aby przedstawiato
wymierny obraz podjetych dzialan i wyciagnietych wnioskow. Powinno stanowic¢
dodatkowa podstawe — a w stosownych przypadkach zawiera¢ propozycje ulepszenia
— $rodkéw przyjmowanych przez bardzo duzg platform¢ internctowa w celu
wypelnienia obowigzkéw wynikajacych z niniejszego rozporzadzenia. Sprawozdanie
nalezy niezwlocznie przekaza¢ koordynatorowi ds. ustug cyfrowych miejsca siedziby
oraz Radzie, wraz z oceng ryzyka i srodkami zmniejszajacymi ryzyko, a takze planami
platformy dotyczacymi zastosowania si¢ do zalecen audytu. Sprawozdanie powinno
zawiera¢ opini¢ audytowa opartg na wnioskach wyciagnietych z uzyskanych dowodow
audytowych. Pozytywna opinia powinna zosta¢ wydana wowczas, gdy wszystkie
dowody wskazuja na to, ze bardzo duza platforma internetowa wypetnia obowigzki
okreslone w niniejszym rozporzadzeniu lub, w stosownych przypadkach, wypetnia
wszelkie zobowigzania podjete zgodnie z kodeksem postepowania lub protokotem
kryzysowym, w szczegdlnosci przez okreslenie, ocen¢ izmniejszenie ryzyka
systemowego stwarzanego przez jej system i ustugi. W przypadku gdy audytor chce
przekaza¢ uwagi, ktoére nie maja istotnego wpltywu na wynik audytu, pozytywnag
opini¢ nalezy opatrzy¢ uwagami. Negatywna opinia powinna zosta¢ wydana, jesli
audytor uzna, ze bardzo duza platforma internetowa nie spelnia warunkow
okreslonych w niniejszym rozporzadzeniu lub nie wypetnia podjetych zobowigzan.

Podstawowa czescig dziatalnos$ci bardzo duzej platformy internetowej jest sposob
szeregowania i prezentowania informacji na jej interfejsie internetowym, aby utatwi¢
I zoptymalizowa¢ dostep do informacji odbiorcom ustugi. Odbywa si¢ to na przyktad
poprzez algorytmiczne sugerowanie, plasowanie i szeregowanie informacji,
wyrdznianie za pomocg tekstu lub innych przedstawien graficznych lub w inny sposob
selekcjonowanie informacji przekazywanych przez odbiorcow. Takie systemy
rekomendacji mogg mie¢ znaczacy wplyw na zdolno$¢ odbiorcow do pozyskiwania
informacji w internecie i interakcji z nimi. Odgrywaja one roéwniez wazng rolg
w akcentowaniu pewnych wiadomosci, wirusowym rozpowszechnianiu informacji
I stymulowaniu zachowan w internecie. W zwigzku ztym bardzo duze platformy
internetowe powinny zapewniaé, aby odbiorcy byli odpowiednio poinformowani
I mieli wptyw na prezentowane im informacje. Powinny one jasno przedstawiac
gléwne parametry takich systemow rekomendacji w tatwo zrozumialy sposob, aby
upewnic si¢, ze odbiorcy rozumiejg, w jaki sposdb szeregowane sg przedstawiane im
informacje. Platformy takie powinny rowniez zapewni¢ odbiorcom mozliwos¢
korzystania z alternatywnych wariantow w odniesieniu do gléwnych parametrow,
W tym wariantow, ktore nie sg oparte na profilowaniu odbiorcy.
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Systemy reklamowe wykorzystywane przez bardzo duze platformy internetowe
stwarzaja  szczegOlne ryzyko 1wymagaja dalszego nadzoru publicznego
I regulacyjnego ze wzgledu na ich skalg izdolno$¢ ukierunkowania ushugi na
odbiorcow i docierania do nich na podstawie ich zachowania w ramach interfejsu
internetowego tej platformy i poza nim. Bardzo duze platformy internetowe powinny
zapewnia¢ publiczny dostep do repozytoriow reklam wyswietlanych na ich
interfejsach internetowych w celu utatwienia nadzoru i badan nad pojawiajacymi si¢
zagrozeniami wynikajacymi  z dystrybucji reklam w internecie, na przyktad
w odniesieniu do nielegalnych reklam lub technik manipulacyjnych i dezinformacii,
ktora w sposob realny i przewidywalny wpltywa negatywnie na zdrowie publiczne,
bezpieczenstwo publiczne, dyskurs obywatelski, udziat w zyciu politycznym
i rownos¢. Repozytoria powinny zawiera¢ tres¢ reklam izwigzane znimi dane
dotyczace reklamodawcy i dostarczania reklam, w szczegdlnosci w przypadku
ukierunkowania reklam.

Aby odpowiednio nadzorowa¢ wypehianie przez bardzo duze platformy internetowe
obowigzkow okre§lonych w niniejszym rozporzadzeniu, koordynator ds. ustug
cyfrowych miejsca siedziby lub Komisja moga zazada¢ dostgpu do okreslonych
danych lub ich zgtaszania. Wymog taki moze obejmowac na przyktad dane niezbgdne
do oceny ryzyka i mozliwych szkéd powodowanych przez systemy platformy, dane
dotyczace doktadnosci, funkcjonowania i testowania systemow algorytmicznych
stuzacych do moderowania tresci, systemow rekomendacji lub systemow
reklamowych lub dane dotyczace procesow i wynikow moderowania tresci lub
wewnetrznych — systemOw  rozpatrywania  skarg ~ w rozumieniu  niniejszego
rozporzadzenia. Prowadzone przez badaczy analizy ewolucji ipowagi ryzyka
systemowego W internecie maja szczegoélne znaczenie dla niwelowania asymetrii
informacji i tworzenia odpornego systemu zmniejszania ryzyka, poniewaz dostarczajg
informacji platformom internetowym, koordynatorom ds. ustug cyfrowych, innym
wilasciwym organom, Komisji ispoteczenstwu. Niniejsze rozporzadzenie stanowi
zatem ramy zapewniajace zweryfikowanym badaczom dostep do danych z bardzo
duzych platform internetowych. Wszystkie wymogi dotyczace dostgpu do danych na
podstawie tych ram powinny by¢ proporcjonalne i1 odpowiednio chroni¢ prawa
| prawnie uzasadnione interesy, w tym tajemnice przedsigbiorstwa i inne informacje
poufne, platformy iwszelkich innych zainteresowanych stron, w tym odbiorcow
ustugi.

Ze wzgledu na zlozono$¢ funkcjonowania wdrozonych systemOw oraz ryzyko
systemowe stwarzane dla spoteczenstwa bardzo duze platformy internetowe powinny
wyznaczy¢ pracownikow ds. zgodnosci z prawem, ktérzy powinni posiadac
kwalifikacje niezbedne do stosowania §rodkéw w praktyce i monitorowania zgodnosci
z niniejszym rozporzadzeniem w ramach organizacji platformy. Bardzo duze
platformy internetowe powinny zapewni¢, by pracownik ds. zgodnos$ci z prawem byt
wilasciwie iniezwlocznie wlaczany we wszystkie sprawy zwigzane z niniejszym
rozporzadzeniem. Ze wzgledu na dodatkowe ryzyko zwigzane zich dziatalno$cia
i dodatkowe obowiagzki wynikajace z niniejszego rozporzadzenia pozostate wymogi
dotyczace przejrzystosci okreslone w niniejszym rozporzadzeniu nalezy uzupetnié
0 dodatkowe wymogi dotyczace przejrzystosci majace zastosowanie W szczegdlnosci
do bardzo duzych platform internetowych, zwlaszcza w celu sktadania sprawozdan
z przeprowadzonych ocen ryzyka ip6zniejszych $rodkéw przyjetych zgodnie
Z niniejszym rozporzadzeniem.
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Aby utatwi¢ skuteczne ispdjne stosowanie obowigzkow okreslonych w niniejszym
rozporzadzeniu, zgodnie z ktorymi moze by¢ wymagane wdrozenie za pomocg
srodkéw technologicznych, wazne jest promowanie dobrowolnych norm branzowych
obejmujgcych niektore procedury techniczne, w przypadku gdy branza moze pomoc
W opracowaniu znormalizowanych $rodkow stuzacych zapewnieniu zgodnoSci
Z niniejszym rozporzadzeniem, takich jak umozliwienie sktadania zgloszen, w tym za
pomoca interfejséw programu aplikacyjnego, lub dotyczacych interoperacyjnosci
repozytoriow reklam. Takie normy mogg by¢ szczegdlnie przydatne w przypadku
stosunkowo malych dostawcéw ustug posrednich. W normach tych mozna by
odpowiednio rozr6zni¢ poszczegélne rodzaje nielegalnych tresci lub poszczegdlne
rodzaje ustug posrednich.

Komisja i Rada powinny zacheca¢ do opracowywania kodeksow postepowania
majacych przyczyni¢ si¢ do stosowania niniejszego rozporzadzenia. Wdrazanie
kodekséw postgpowania powinno by¢ wymierne i podlega¢ nadzorowi publicznemu,
nie powinno jednak narusza¢ dobrowolnego charakteru takich kodeksow i swobody
zainteresowanych stron w podejmowaniu decyzji 0 przystapieniu do kodeksu.
W pewnych okoliczno$ciach wazne jest, aby bardzo duze platformy internetowe
wspotpracowaly przy opracowywaniu i przestrzeganiu konkretnych kodeksow
postepowania. Zaden z przepiséw niniejszego rozporzadzenia nie uniemozliwia innym
dostawcom ushlug przestrzegania tych samych norm w zakresie nalezytej starannosci,
przyjmowania najlepszych praktyk i korzystania z wytycznych przedstawionych przez
Komisj¢ 1 Rade przez przystapienie do tych samych kodekséw postepowania.

Nalezy okresli¢ w niniejszym rozporzadzeniu pewne obszary wymagajace
uwzglednienia przy opracowywaniu takich kodeksow postepowania. W szczegdlnosci
nalezy zbada¢ s$rodki zmniejszajace ryzyko zwigzane z okreslonymi rodzajami
nielegalnych tre$ci za pomoca porozumien samoregulacyjnych i wspotregulacyjnych.
Innym obszarem, ktory nalezy uwzgledni¢, jest mozliwy negatywny wptyw ryzyka
systemowego na spoleczenstwo 1demokracje, uwzgledniajac dezinformacj¢ lub
dziatania manipulacyjne i naduzycia. Obszar ten obejmuje skoordynowane dzialania
ukierunkowane na  wzmocnienie informacji, wtym dezinformacje, np.
wykorzystywanie botow lub falszywych kont do tworzenia nieprawdziwych lub
wprowadzajacych w btad  informacji, niekiedy wcelu wuzyskania korzysci
ekonomicznych, ktore sg szczeg6lnie szkodliwe dla odbiorcow ustugi podatnych na
zagrozenia, takich jak dzieci. W przypadku takich obszaréw przestrzeganie
I stosowanie danego kodeksu postgpowania przez bardzo duzg platforme internetowa
mozna uzna¢ za odpowiedni S$rodek zmniejszajacy ryzyko. Przy ustalaniu, czy
platforma internetowa naruszyla obowigzki okreslone w niniejszym rozporzadzeniu,
w stosownych przypadkach mozna wzia¢ pod uwage odrzucenie przez dang platforme
internetowa, bez odpowiednich wyjasnien, zaproszenia Komisji do stosowania takiego
kodeksu postepowania.

Przepisy dotyczace kodekséw postepowania w ramach niniejszego rozporzadzenia
moglyby shuzy¢ jako podstawa podjetych juz dziatan samoregulacyjnych na poziomie
Unii, wtym systemu dobrowolnych zobowigzan do zapewnienia bezpieczenstwa
produktow (Product Safety Pledge), Protokotu ustaleh w sprawie sprzedazy
podrobionych towardw w internecie, kodeksu postgpowania dotyczacego nielegalnego
nawolywania do nienawisci w internecie oraz kodeksu postgpowania w zakresie
zwalczania dezinformacji. W szczegdlnosci  w odniesieniu do tego ostatniego
dokumentu Komisja wyda wytyczne dotyczace wzmocnienia kodeksu praktyk
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w zakresie zwalczania dezinformacji zgodnie z zapowiedzig zawarta w europejskim
planie dziatania na rzecz demokracji.

Udostepnianie reklam internetowych odbywa si¢ na ogo6t z udziatem kilku podmiotow,
wtym z wykorzystaniem uslug posrednich, ktore 1lacza wydawcow reklam
z reklamodawcami. Kodeksy postgpowania powinny wspiera¢ i uzupeinia¢ okreslone
W niniejszym rozporzadzeniu obowiazki w zakresie przejrzystosci dotyczace reklamy
spoczywajace na platformach internetowych ibardzo duzych platformach
internetowych, aby zapewni¢ elastyczne iskuteczne mechanizmy ulatwiajgce
I zwickszajace przestrzeganie tych obowigzkow, w szczegdlnosci w zakresie
sposobow przekazywania odpowiednich informacji. Udzial wielu zainteresowanych
stron powinien zapewni¢ szerokie poparcie dla tych kodeksow postepowania, ich
wykonalno$¢ pod wzgledem technicznym, skuteczno$¢ 1inajwyzszy poziom
przyjaznosci dla uzytkownika, aby zapewni¢ osiggni¢cie celow wynikajacych
Z obowiagzkoéw w zakresie przejrzystosci.

W przypadku wystapienia nadzwyczajnych okolicznosci majacych wplyw na
bezpieczenstwo publiczne lub zdrowie publiczne Komisja moze wystapi¢ z inicjatywa
opracowania protokotow kryzysowych w celu skoordynowania szybkiej, zbiorowej
i transgranicznej reakcji w srodowisku internetowym. Nadzwyczajne okolicznosci
moga oznacza¢ wszelkie nieprzewidziane zdarzenia, takie jak trzesienia ziemi,
huragany, pandemie iinne powazne transgraniczne zagrozenia dla zdrowia
publicznego, wojne i akty terrorystyczne, w przypadku ktorych platformy internetowe
moga zosta¢ na przyklad niewtasciwie wykorzystane do szybkiego rozpowszechniania
nielegalnych tresci lub dezinformacji Ilub gdy zachodzi potrzeba szybkiego
rozpowszechnienia wiarygodnych informacji. W $wietle waznej roli bardzo duzych
platform internetowych w rozpowszechnianiu informacji w naszych spoteczenstwach
I w kontekscie transgranicznym platformy te nalezy zacheca¢ do opracowywania
| stosowania konkretnych protokotow kryzysowych. Takie protokoty kryzysowe
powinny by¢ aktywowane tylko na ograniczony okres, a przyjete srodki powinny by¢
roOwniez ograniczone do tego, co jest absolutnie konieczne do zaradzenia
nadzwyczajnym okolicznosciom. Srodki te powinny byé zgodne z ninigjszym
rozporzadzeniem 1inie powinny sprowadza¢ si¢ do spoczywajacego na
uczestniczacych wnich bardzo duzych platformach internetowych ogolnego
obowigzku nadzorowania informacji, ktore dostawcy ci przekazuja lub przechowuja,
ani do aktywnego ustalania faktow lub okoliczno$ci wskazujacych na nielegalne tresci.

Zadanie zapewnienia odpowiedniego nadzoru i egzekwowania obowigzkow
ustanowionych w niniejszym rozporzadzeniu nalezy co do zasady powierzy¢
panstwom cztonkowskim. W tym celu powinny one wyznaczy¢ co najmniej jeden
organ, ktorego zadaniem byloby stosowanie iegzekwowanie niniejszego
rozporzadzenia. Panstwa cztonkowskie powinny jednak mie¢ mozliwo$¢ powierzenia
szczegdlnych zadan i1 kompetencji w zakresie nadzorowania lub egzekwowania
stosowania niniejszego rozporzadzenia, na przyktad w odniesieniu do okreslonych
sektorow, wiecej niz jednemu wilasciwemu organowi, w tym organom regulacyjnym
ds. tacznosci elektronicznej, organom regulacyjnym ds. mediow lub organom ochrony
konsumentow, stosownie do krajowej struktury konstytucyjnej, organizacyjnej
I administracyjnej.

Ze wzgledu na transgraniczny charakter przedmiotowych ustug oraz horyzontalny
zakres obowiazkow wprowadzonych niniejszym rozporzadzeniem na koordynatora ds.
ustug cyfrowych w kazdym panstwie cztonkowskim nalezy wyznaczy¢ organ,
ktoremu powierzono zadanie nadzorowania stosowania i, w stosownych przypadkach,
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egzekwowania niniejszego rozporzadzenia. Je§li do stosowania iegzekwowania
niniejszego rozporzadzenia wyznaczono wigcej niz jeden wilasciwy organ, na
koordynatora ds. ustug cyfrowych w tym panstwie cztonkowskim nalezy wyznaczy¢
tylko jeden taki organ. Koordynator ds. ustlug cyfrowych powinien dziata¢ jako
pojedynczy punkt kontaktowy w odniesieniu do wszystkich kwestii zwigzanych ze
stosowaniem niniejszego rozporzadzenia dla Komisji, Rady, koordynatorow ds. ustug
cyfrowych zinnych panstw cztonkowskich, jak rowniez dla innych wiasciwych
organdbw danego panstwa czlonkowskiego. W szczegdlnosci, w przypadku gdy
w danym panstwie cztonkowskim zadania wynikajace z niniejszego rozporzadzenia
powierzono kilku wiasciwym organom, koordynator ds. ustug cyfrowych powinien
pehi¢ funkcje koordynacyjne i wspotpracowaé z tymi organami zgodnie z prawem
krajowym okreslajacym ich odpowiednie zadania oraz powinien zapewni¢ skuteczne
zaangazowanie wszystkich odpowiednich organéw w nadzorowanie i egzekwowanie
na szczeblu Unii.

Koordynator ds. ustug cyfrowych, jak réwniez inne wlasciwe organy wyznaczone na
podstawie niniejszego rozporzadzenia, odgrywaja kluczowa role w zapewnianiu
skutecznosci praw i obowiazkow ustanowionych w niniejszym rozporzadzeniu oraz
realizacji jego celéw. W zwigzku z tym konieczne jest zapewnienie, aby organy te
dziataly w petni niezaleznie od podmiotow prywatnych i publicznych, bez obowigzku
lub mozliwoséci zwracania si¢, miedzy innymi do rzadu, o instrukcje lub ich
otrzymywania oraz bez uszczerbku dla szczegdlnych obowigzkow w zakresie
wspotpracy z innymi wilasciwymi organami, koordynatorami ds. ustug cyfrowych,
Radg i Komisjg. Z drugiej strony niezaleznos$¢ tych organéw nie powinna oznaczaé, ze
nie moga one podlegac, zgodnie z konstytucjami krajowymi i bez zagrazania realizacji
celow okreslonych w niniejszym rozporzadzeniu, krajowym mechanizmom kontroli
lub monitorowania w odniesieniu do ich wydatkéw finansowych lub kontroli sadowe;j
ani ze nie powinny one mie¢ mozliwosci konsultowania si¢ z innymi organami
krajowymi, wtym w stosownych przypadkach organami $cigania lub organami
zarzadzania kryzysowego.

Panstwa cztonkowskie moga wyznaczy¢ istniejacy organ krajowy pehniacy funkcje
koordynatora ds. ustug cyfrowych lub wykonujagcy okreslone zadania w celu
stosowania i egzekwowania niniejszego rozporzadzenia, pod warunkiem ze taki
wyznaczony organ spetnia wymogi okre§lone w niniejszym rozporzadzeniu, w tym
w zakresie jego niezaleznos$ci. Ponadto nic nie stoi zasadniczo na przeszkodzie, aby
panstwa cztonkowskie taczyly funkcje w ramach istniejagcego organu, zgodnie
z prawem Unii. Srodki w tym zakresie moga obejmowaé migdzy innymi wykluczenie
odwotania prezesa lub cztonka zarzadu organu kolegialnego istniejacego organu przed
uptywem kadencji wytacznie z powodu przeprowadzenia reformy instytucjonalnej
polegajacej na potaczeniu réznych funkcji w ramach jednego organu w przypadku
braku przepisow gwarantujacych, ze takie odwotania nie zagroza niezalezno$ci
I bezstronnosci tych cztonkow.

W przypadku braku ogoélnego wymogu, aby dostawcy ustlug posrednich zapewniali
fizyczng obecno$¢ na terytorium jednego z panstw cztonkowskich, nalezy zapewnié
jasno$¢ co do kwestii jurysdykcji panstwa czionkowskiego, ktorej podlegaja ci
dostawcy do celow egzekwowania przepisOw okreslonych w rozdziatach 111 1 IV przez
wlasciwe organy krajowe. Dostawca powinien podlega¢ jurysdykcji panstwa
cztonkowskiego, w ktérym znajduje si¢ jego gltowna jednostka organizacyjna, to
znaczy, w ktorym ma on swojg siedzib¢ gtéwng lub statutowa, w ramach ktorej
wykonywane sg glowne funkcje finansowe isprawowany jest nadzor operacyjny.
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W przypadku dostawcow, ktdrzy nie majg siedziby w Unii, ale oferuja ustugi w Unii
i wzwigzku ztym sg objeci zakresem stosowania niniejszego rozporzadzenia,
jurysdykcje powinno posiada¢ panstwo cztonkowskie, w ktorym dostawcy ci
wyznaczyli swojego przedstawiciela prawnego, bioragc pod uwage funkcje
przedstawicieli prawnych w rozumieniu niniejszego rozporzadzenia. W interesie
skutecznego stosowania niniejszego rozporzadzenia wszystkie panstwa cztonkowskie
powinny jednak mie¢ jurysdykcje w odniesieniu do dostawcow, ktorzy nie wyznaczyli
przedstawiciela prawnego, pod warunkiem przestrzegania zasady ne bis in idem.
W tym celu kazde panstwo cztonkowskie majace jurysdykcje w odniesieniu do takich
dostawcoOw powinno bez zbgdnej zwloki poinformowaé wszystkie pozostate panstwa
cztonkowskie o srodkach wdrozonych przez nie wramach wykonywania tej
jurysdykcji.

Panstwa czlonkowskie powinny zapewni¢ koordynatorowi ds. uslug cyfrowych oraz
kazdemu innemu wlasciwemu organowi wyznaczonemu na podstawie niniejszego
rozporzadzenia uprawnienia i$rodki wystarczajagce do zapewnienia skutecznego
dochodzenia i egzekwowania przepisow. Koordynatorzy ds. ustug cyfrowych powinni
W szczegolnosci mie¢ mozliwo$é wyszukiwania i uzyskiwania informacji, ktore
znajduja si¢ na ich terytorium, wtym W kontek$cie wspdlnych dochodzen,
z nalezytym uwzglednieniem faktu, ze $rodki nadzoru iegzekwowania dotyczace
dostawcy podlegajacego jurysdykcji innego panstwa cztonkowskiego powinien
przyja¢ koordynator ds. ustug cyfrowych tego innego panstwa czlonkowskiego,
w stosownych przypadkach zgodnie z procedurami dotyczacymi wspotpracy
transgranicznej.

Panstwa cztonkowskie powinny okresli¢ w prawie krajowym, zgodnie z prawem Unii,
aw szczegoOlnosci  z niniejszym rozporzadzeniem 1 Kartg, szczegotowe warunki
i ograniczenia wykonywania uprawnien dochodzeniowych i egzekucyjnych przez
swoich koordynatorow ds. ustug cyfrowych oraz, w stosownych przypadkach, inne
wlasciwe organy na podstawie niniejszego rozporzadzenia.

W trakcie wykonywania tych uprawnien wiasciwe organy powinny stosowac si¢ do
majacych zastosowanie przepisow krajowych dotyczacych procedur i kwestii, takich
jak konieczno$¢ uzyskania uprzedniej zgody organu sadowego na wejscie do
niektérych pomieszczen oraz prawnicza tajemnica zawodowa. Przepisy te powinny
W szczegolnosci zapewniac poszanowanie praw podstawowych do skutecznego srodka
prawnego i dostepu do bezstronnego sadu, w tym prawa do obrony, a takze prawa do
poszanowania zycia prywatnego. W zwigzku ztym gwarancje przewidziane
W odniesieniu do postgpowan Komisji na podstawie niniejszego rozporzadzenia
moglyby stuzy¢ jako wiasciwy punkt odniesienia. Przed podjeciem jakiejkolwiek
ostatecznej decyzji nalezy zagwarantowal przeprowadzenie uprzedniego,
sprawiedliwego i bezstronnego postgpowania, w tym prawo do bycia wystuchanym
przystugujace zainteresowanym osobom oraz prawo dostegpu do akt, przy
jednoczesnym poszanowaniu poufnos$ci oraz tajemnicy zawodowej i handlowej, jak
roOwniez obowigzku nalezytego uzasadnienia podjetej decyzji. Przeprowadzenie
takiego postepowania nie powinno jednak wykluczaé przyjecia srodkéw w nalezycie
uzasadnionych, pilnych przypadkach oraz z zastrzezeniem odpowiednich warunkow
i ustalen proceduralnych. Wykonywanie uprawnien powinno by¢ rdéwniez
proporcjonalne miedzy innymi do charakteru i ogdlnej faktycznej lub potencjalnej
szkody spowodowanej naruszeniem lub podejrzeniem naruszenia. Witasciwe organy
powinny co do zasady uwzglednia¢ wszystkie istotne fakty i okolicznosci sprawy,
W tym informacje zebrane przez wtasciwe organy w innych panstwach cztonkowskich.
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Panstwa cztonkowskie powinny zapewni¢ mozliwo$¢ naktadania sankcji za naruszenia
obowigzkow okreslonych w niniejszym rozporzadzeniu w SposOb  skuteczny,
proporcjonalny i odstraszajacy, uwzgledniajac charakter, powage, powtarzalnosé
i czas trwania naruszenia oraz majgc na uwadze interes publiczny, zakres i rodzaj
prowadzonej dziatalnosci, jak roéwniez mozliwosci ekonomiczne podmiotu
dopuszczajacego si¢ naruszenia. W szczegolnosci w przypadku naktadania kar nalezy
uwzgledni¢, czy dany dostawca ustug posrednich systematycznie lub w sposob
powtarzajacy si¢ nie wypelnia swoich obowigzkow wynikajgcych z niniejszego
rozporzadzenia, atakze, w stosownych przypadkach, czy dostawca prowadzi
dziatalno$¢ w kilku panstwach cztonkowskich.

Aby zapewni¢ skuteczne egzekwowanie niniejszego rozporzadzenia, osoby lub
organizacje przedstawicielskie powinny mie¢ mozliwo$¢ wnoszenia dowolnych skarg
dotyczacych zgodno$ci z niniejszym rozporzadzeniem do koordynatora ds. ustug
cyfrowych na terytorium, na ktérym otrzymaly ustuge, nie naruszajac przepisow
niniejszego rozporzadzenia dotyczacych jurysdykcji. Skargi powinny zawieraé
rzetelny przeglad obaw zwigzanych z przestrzeganiem przepisow przez danego
dostawce uslug posrednich; moga takze dostarczy¢é koordynatorowi ds. ustug
cyfrowych informacji o bardziej przekrojowych kwestiach. Je$li odnosna kwestia
wymaga wspolpracy transgranicznej, koordynator ds. uslug cyfrowych powinien
zaangazowaé inne wlasciwe organy krajowe, jak rowniez koordynatora ds. ustug
cyfrowych  innego  panstwa  czlonkowskiego, = w szczegdlnos$ci  panstwa
cztonkowskiego, w ktdrym dany dostawca ustug posrednich ma siedzibe.

Panstwa cztonkowskie powinny zadbaé, aby koordynatorzy ds. ustug cyfrowych mogli
wprowadza¢ $rodki, ktore sa skuteczne w zwalczaniu niektérych szczegolnie
powaznych 1 uporczywych naruszen oraz do nich proporcjonalne. W szczegolnosci
w przypadku gdy $rodki te mogag mie¢ wptyw na prawa i interesy osob trzecich, co
moze mie¢ miejsce zwlaszcza w przypadku ograniczenia dostepu do interfejséw
internetowych, nalezy nalozy¢ wymodg, aby o zastosowaniu tych §rodkéw decydowat
wlasciwy organ sgdowy na wniosek koordynatorow ds. ustug cyfrowych i aby
podlegaly one dodatkowym zabezpieczeniom. Przede wszystkim potencjalnie
poszkodowanym osobom trzecim nalezy zapewni¢ mozliwo$¢ wystuchania, a takie
nakazy nalezy wydawac jedynie wowczas, gdy w innych aktach prawa Unii lub prawa
krajowego nie przewidziano uprawnien do wprowadzania takich srodkéw, na przyktad
w celu ochrony zbiorowych interesbw konsumentdéw, zapewnienia szybkiego
usuni¢cia stron internetowych zawierajacych lub rozpowszechniajacych pornografie
dziecigcg lub uniemozliwienia dostgpu do ustug, ktore osoba trzecia wykorzystuje, aby
narusza¢ prawo wlasnosci intelektualne;.

Taki nakaz ograniczenia dostgpu nie powinien wykracza¢ poza to, co jest konieczne
do osiagniecia okreslonego w nim celu. Z tego wzgledu powinien on mie¢ charakter
tymczasowy 1 co do zasady dotyczy¢ dostawcy ustug posrednich, takiego jak
odpowiedni dostawca uslug hostingu, dostawca ustug internetowych lub rejestr lub
rejestrator domen, ktory jest w stanie w uzasadniony sposob osiggnaé ten cel bez
nadmiernego ograniczania dostepu do zgodnych z prawem informacji.

Koordynator ds. ustug cyfrowych powinien regularnie publikowa¢ sprawozdanie
Z dziatan przeprowadzonych na podstawie niniejszego rozporzadzenia. Biorgc pod
uwage, ze koordynator ds. ustug cyfrowych rowniez otrzymuje, za posrednictwem
wspoblnego systemu wymiany informacji, informacje o nakazach podjecia dziatan
przeciwko nielegalnym tresciom lub udzielenia informacji regulowanych niniejszym
rozporzadzeniem, powinien umieszcza¢ w swoim sprawozdaniu rocznym liczbe
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I kategorie takich nakazoéw skierowanych do dostawcow ustug posrednich, wydanych
przez organy sgdowe i administracyjne w jego panstwie cztonkowskim.

W przypadku gdy koordynator ds. ustug cyfrowych zwrdci si¢ do innego koordynatora
ds. ushug cyfrowych zwnioskiem o podjecie dzialania, koordynator ds. ustug
cyfrowych, ktory wystapit z wnioskiem, lub Rada, w przypadku gdy wydata ona
zalecenie dotyczace oceny kwestii dotyczacych wigcej niz trzech panstw
cztonkowskich, powinni mie¢ mozliwo$¢ skierowania sprawy do Komisji w razie
jakiegokolwiek nieporozumienia co do ocen, zastosowanych lub proponowanych
srodkdéw lub nieprzyjecia zadnych $rodkéw. Na podstawie informacji udostepnionych
przez zainteresowane organy Komisja powinna odpowiednio mie¢ mozliwosé
zwrocenia si¢ do wlasciwego koordynatora ds. ushug cyfrowych z wnioskiem
0 ponowng ocen¢ sprawy i wprowadzenie niezbednych $rodkéw w celu zapewnienia
zgodnosci  z przepisami  w okreslonym terminie. Mozliwo$¢ ta pozostaje bez
uszczerbku dla ogdlnego obowigzku Komisji dotyczacego nadzoru stosowania —
I w stosownych przypadkach egzekwowania — prawa Unii pod kontrola Trybunatlu
Sprawiedliwosci  Unii  Europejskiej zgodnie z Traktatami. Nieprzyjecie przez
koordynatora ds. ustug cyfrowych miejsca siedziby $rodkéw w odpowiedzi na taki
wniosek moze takze doprowadzi¢ do interwencji Komisji na podstawie rozdziatu IV
sekcja 3 niniejszego rozporzadzenia, jezeli podmiotem podejrzanym o dopuszczenie
si¢ naruszenia jest bardzo duza platforma internetowa.

Aby ufatwi¢ transgraniczny nadzor idochodzenia obejmujace kilka panstw
cztonkowskich, koordynator ds. ustug cyfrowych powinien moc uczestniczy¢, stale
lub tymczasowo, we wspélnych dziataniach w zakresie nadzoru i dochodzenia
dotyczacych spraw objetych zakresem niniejszego rozporzadzenia. W dziataniach tych
moga uczestniczy¢ inne wilasciwe organy i moga one obejmowacé rézne kwestie od
skoordynowanego gromadzenia danych po wnioski o udzielenie informacji lub
kontrole obiektow w granicach iw zakresie uprawnien kazdego organu
uczestniczacego w takich dziataniach. Rada moze zosta¢ poproszona o udzielenie
porady w zwigzku z tymi dzialaniami, na przyktad polegajacej na zaproponowaniu
planéw dziatania i harmonograméw dziatan lub zaproponowaniu utworzenia grup
zadaniowych ad hoc z udziatem zaangazowanych organow.

Biorac pod uwage poszczegélne wyzwania, ktdre moga si¢ pojawi¢ w zwigzku z oceng
I zapewnieniem zgodnosci z przepisami bardzo duzej platformy internetowe;j,
zwigzane na przyktad ze skala lub ztozono$cia podejrzenia naruszenia badz potrzeba
dysponowania szczegolng wiedza specjalistyczng lub zdolno$ciami na szczeblu
unijnym, koordynatorzy ds. ushug cyfrowych powinni mie¢ mozliwos¢ dobrowolnego
ubiegania si¢ o interwencje Komisji iwykonanie przez nig jej uprawnien
dochodzeniowych i egzekucyjnych na mocy niniejszego rozporzadzenia.

Aby zapewni¢ spdjne stosowanie niniejszego rozporzadzenia, nalezy ustanowi
niezalezng grupe doradcza na szczeblu unijnym, ktéra to grupa powinna wspieraé
Komisje 1 pomaga¢ w koordynowaniu dziatan koordynatorow ds. ustug cyfrowych.
Europejska Rada ds. Uslug Cyfrowych powinna sktada¢ si¢ z koordynatoréw ds. ustug
cyfrowych, bez uszczerbku dla mozliwos$ci zapraszania przez koordynatorow ds. ustug
cyfrowych na jej posiedzenia lub wyznaczania przez nich delegatow ad hoc z innych
wlasciwych organdw, ktorym powierzono okreslone zadania na podstawie niniejszego
rozporzadzenia, jezeli jest to wymagane zgodnie zich krajowym podzialem zadan
i kompetencji. W przypadku kilku uczestnikow z jednego panstwa cztonkowskiego
prawo do glosowania powinno ogranicza¢ si¢ do jednego przedstawiciela na panstwo
cztonkowskie.
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Rada powinna wspotuczestniczy¢ w osiggnieciu wspolnej unijnej perspektywy
w zakresie Spojnego stosowania niniejszego rozporzadzenia oraz we wspolpracy
migdzy wlasciwymi organami, m.in. udzielajagc Komisji i koordynatorom ds. ustug
cyfrowych  porad dotyczacych odpowiednich  §rodkéw  dochodzeniowych
I egzekucyjnych, w szczegdlnosci w odniesieniu  do bardzo duzych platform
internetowych. Rada powinna takze wspoétuczestniczy¢ w opracowywaniu
odpowiednich wzoréw i kodeksow postepowania oraz analizowaé pojawiajace si¢
0golne tendencje w rozwoju ustug cyfrowych w Unii.

W tym celu Rada powinna mie¢ mozliwo$¢ przyjmowania opinii, wnioskow i zalecen
kierowanych do koordynatorow ds. ustug cyfrowych lub innych wtasciwych organéow
krajowych. Cho¢ wspomniane opinie, wnioski i zalecenia nie sa prawnie wigzace,
decyzja 0 odstgpstwie od zastosowania si¢ do nich powinna by¢ odpowiednio
uzasadniona i moze zosta¢ uwzglgedniona przez Komisj¢ przy ocenie przestrzegania
przez dane panstwo czlonkowskie przepisdw niniejszego rozporzadzenia.

W Radzie powinni zasiada¢ przedstawiciele koordynatorow ds. ustug cyfrowych oraz
ewentualnych innych wilasciwych organéow pod przewodnictwem Komisji w celu
zapewnienia oceny spraw przedtozonych Radzie w pelni europejskim wymiarze.
Biorgc pod uwage mozliwe elementy przekrojowe, ktoére moga by¢ istotne dla innych
ram regulacyjnych na szczeblu unijnym, Rada — w zakresie niezbgdnym do
wykonywania swoich zadan — powinna mie¢ mozliwo$¢ wspdlpracy z innymi
organami, jednostkami organizacyjnymi i grupami doradczymi Unii, ktorych
obowiazki dotyczg takich dziedzin, jak rowno$¢, w tym rOwnouprawnienie pici, oraz
niedyskryminacja, ochrona danych, taczno$¢ elektroniczna, ushugi audiowizualne,
wykrywanie naduzy¢ finansowych przynoszacych szkod¢ budzetowi UE
w odniesieniu do nalezno$ci celnych oraz prowadzenie dochodzen w ich sprawie czy
ochrona konsumentow.

Komisja, za posrednictwem przewodniczacego, powinna by¢ cztonkiem Rady bez
praw do glosowania. Za posrednictwem przewodniczacego Komisja powinna
zapewnia€, aby porzadek obrad ustalano zgodnie z wnioskami czionkéw Rady, jak
okreslono w regulaminie wewnetrznym oraz zgodnie z obowigzkami Rady
okreslonymi w niniejszym rozporzadzeniu.

Biorac pod uwage potrzebg zapewnienia wsparcia dla dzialan Rady, Rada powinna
mie¢ mozliwos$¢ polegania na wiedzy specjalistycznej i zasobach ludzkich Komisji
oraz wilasciwych organow krajowych. Specjalne ustalenia operacyjne dotyczace
wewnetrznego  funkcjonowania Rady nalezy uszczegotowi¢  w regulaminie
wewnetrznym Rady.

Uwzgledniajac znaczenie bardzo duzych platform internetowych oraz ich zasigg
| wptyw, niewypelnianie przez nie spoczywajacych na nich obowigzkow moze
wptywaé na duzg liczbe odbiorcow ustug w réznych panstwach cztonkowskich oraz
moze powodowa¢ ogromne szkody spoteczne, przy czym zidentyfikowanie
niewypetniania takich obowigzkéw oraz zaradzenie temu problemowi moze takze by¢
wyjatkowo trudne.

Aby zaradzi¢ tym obawom dotyczacym porzadku publicznego, konieczne jest zatem
zapewnienie wspolnego systemu wzmochionego nadzoru i egzekwowania na szczeblu
unijnym. W przypadku zidentyfikowania naruszenia jednego z przepisow majacych
zastosowanie wylacznie do bardzo duzych platform internetowych, na przyklad na
skutek indywidualnych lub wspolnych dochodzen, audytow lub skarg, koordynator ds.
ustug cyfrowych miejsca siedziby powinien — zZ wilasnej inicjatywy lub kierujac sie
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opinig Rady — monitorowa¢ wszelkie pozniejsze srodki przyjete przez odnosng bardzo
duzg platform¢ internetowa, okreslone w jej planie dziatania. Koordynator ds. ustug
cyfrowych powinien mie¢ mozliwos¢ wniesienia, w stosownych przypadkach,
o dobrowolne przeprowadzenie dodatkowego specjalnego audytu w celu ustalenia, czy
przyjete srodki sa wystarczajace, aby zaradzi¢ naruszeniu. Na koniec tej procedury
koordynator powinien informowa¢ Rade, Komisje i zainteresowana platforme o swojej
opinii na temat tego, czy platforma zaradzita naruszeniu, okreslajac w szczegolnosci
odnosne praktyki oraz przedstawiajac swoja ocen¢ wszelkich przyjetych $rodkow.
Koordynator ds. ustug cyfrowych powinien wykonywaé¢ swoje zadania w ramach tego
wspblnego systemu w sposéb terminowy, uwzgledniajgc w jak najwiekszym stopniu
wszelkie opinie i inne wskazowki Rady.

Jezeli dana platforma nie rozwigze skutecznie izgodnie z planem dziatania kwestii
naruszenia przepisu, ktory ma zastosowanie wylacznie do bardzo duzych platform
internetowych, wytacznie Komisja moze — z wlasnej inicjatywy lub kierujac si¢ opinia
Rady — podja¢ decyzje o przeprowadzeniu dalszego dochodzenia w sprawie danego
naruszenia oraz w sprawie $rodkow, ktore taka platforma nastgpnie przyjela,
z pominigciem koordynatora ds. ustug cyfrowych miejsca siedziby. Po
przeprowadzeniu niezbednych dochodzen Komisja powinna mie¢ mozliwo$¢ wydania
decyzji stwierdzajacych naruszenie i — jezeli jest to uzasadnione — naktadajgcych
sankcje w odniesieniu do bardzo duzych platform internetowych. Powinna ona takze
mie¢ mozliwos$¢ interweniowania w sytuacjach transgranicznych, w ktérych pomimo
wniosku Komisji koordynator ds. uslug cyfrowych miejsca siedziby nie wdrozyt
zadnych $rodkéw, lub w sytuacjach, w ktérych sam koordynator ds. ustug cyfrowych
miejsca siedziby zwrdcit si¢ do Komisji o interwencje¢ w odniesieniu do naruszenia
jakiegokolwiek innego przepisu niniejszego rozporzadzenia, ktorego dopuscilta si¢
bardzo duza platforma internetowa.

Komisja powinna w dalszym ciggu mie¢ swobode decydowania o tym, czy zamierza
interweniowac w ktorejkolwiek z sytuacji, w ktorych jest do tego uprawniona na mocy
niniejszego rozporzadzenia. Po wszczeciu przez Komisje postepowania nalezy
pozbawi¢ zainteresowanych koordynatoréw ds. ustug cyfrowych miejsca siedziby
mozliwo$ci wykonywania ich uprawnien dochodzeniowych i egzekucyjnych
W odniesieniu do danych praktyk odno$nej bardzo duzej platformy internetowej, aby
unikngé¢ naktadania si¢ dziatan, niespojnosci oraz ryzyka naruszenia zasady ne bis in
idem. Majac na wzgledzie skuteczno$¢, takich koordynatorow ds. ustug cyfrowych nie
nalezy jednak pozbawia¢ mozliwosci wykonywania uprawnien w celu udzielenia
wsparcia Komisji — na jej wniosek — w wykonywaniu jej zadan nadzorczych albo
w odniesieniu do innych praktyk, w tym praktyk tej samej bardzo duzej platformy
internetowej, co do ktérych podejrzewa sig, ze stanowia ono nowe naruszenie. Tacy
koordynatorzy ds. ustug cyfrowych, a takze Rada i w stosownych przypadkach inni
koordynatorzy ds. ushug cyfrowych, powinni przekaza¢ Komisji wszelkie niezbedne
informacje oraz udzieli¢ jej wsparcia, aby umozliwi¢ jej skuteczne wykonywanie
zadan, a z drugiej strony Komisja powinna w stosownych przypadkach na biezaco
informowa¢ ich o wykonywaniu swoich uprawnien. W zwigzku ztym Komisja
powinna, Ww stosownych przypadkach, uwzglednia¢ wszelkie istotne oceny
przeprowadzone przez Rade lub przez zainteresowanych koordynatoréw ds. ustug
cyfrowych, a takze wszelkie istotne dowody i informacje przez nich zgromadzone bez
uszczerbku dla uprawnien i obowigzkéw Komisji zwigzanych z przeprowadzaniem,
w miarg¢ potrzeby, dodatkowych dochodzen.

46

PL



PL

(98)

(99)

(100)

(101)

(102)

Bioragc pod uwage zarowno szczegdlne wyzwania, ktére moga wynikna¢ z dazenia do
zapewnienia zgodno$ci z przepisami bardzo duzych platform internetowych, jak
I znaczenie skutecznos$ci takich dziatan, uwzgledniajac rozmiar oraz wptyw takich
platform, a takze szkody, jakie moga one spowodowaé, Komisja powinna dysponowac
szerokimi uprawnieniami dochodzeniowymi i egzekucyjnymi, aby méc prowadzi¢
dochodzenia oraz egzekwowac i monitorowaé pewne przepisy okreslone w niniejszym
rozporzadzeniu z pelnym poszanowaniem dla zasady proporcjonalno$ci oraz praw
I interesOw zainteresowanych stron.

Komisja powinna mie¢ w szczegdlnosci dostgp do istotnych dokumentéw, danych
i informacji niezb¢dnych do wszczecia i prowadzenia dochodzen oraz monitorowania
wypetniania odpowiednich obowigzkéw okre§lonych w niniejszym rozporzadzeniu
niezaleznie od tego, ktory podmiot znajduje si¢ w posiadaniu odno$nych dokumentow,
danych lub informacji, oraz niezaleznie od tego, w jakiej sa formie lub w jakim
formacie, na jakim nos$niku sg przechowywane lub w jakim dokladnie miejscu.
Komisja powinna mie¢ mozliwo$¢ bezposredniego wymagania od odno$nej bardzo
duzej platformy internetowej lub odpowiednich oséb trzecich, lub nastepnie 0sob
fizycznych przekazania wszelkich istotnych dowodow, danych i informacji. Ponadto
na potrzeby niniejszego rozporzadzenia Komisja powinna mie¢ mozliwos$¢ zwrdcenia
si¢ o wszelkie istotne informacje do dowolnego organu publicznego, podmiotu lub
agencji w panstwie cztonkowskim lub do dowolnej osoby fizycznej lub prawne;.
Komisji nalezy nada¢ uprawnienia do zgdania dostepu do baz danych i algorytméw
odpowiednich 0s6b oraz wyjasnien z nimi zwigzanych, a takze do przeprowadzania —
za ich zgoda — przestuchan z wszelkimi osobami, ktéore mogg by¢ w posiadaniu
uzytecznych informacji, oraz do rejestrowania ich o$wiadczen. Komisji nalezy takze
nada¢ uprawnienia do przeprowadzania kontroli niezbednych do egzekwowania
odpowiednich przepisow niniejszego rozporzadzenia. Celem tych uprawnien
dochodzeniowych jest uzupelnienie mozliwosci zwrocenia si¢ przez Komisje
o0 wsparcie do koordynatorow ds. ustug cyfrowych iorganéw innych panstw
cztonkowskich o pomoc, na przyklad poprzez przekazanie informacji lub wsparcie
W wykonywaniu tych uprawnien.

Przestrzeganie odpowiednich obowigzkéw nalozonych na mocy niniejszego
rozporzadzenia powinno by¢ mozliwe do wyegzekwowania za posrednictwem
grzywien iokresowych Kkar pienigznych. W tym celu nalezy okresli¢ takze
odpowiednie poziomy grzywien i okresowych kar pieni¢znych za nieprzestrzeganie
obowigzkow i naruszanie przepisow proceduralnych z zastrzezeniem odpowiednich
terminéw przedawnienia.

Zainteresowane bardzo duze platformy internetowe oraz inne osoby, ktore podlegaja
wykonywaniu przez Komisj¢ jej uprawnien iktorych intereséw moze dotyczyé
decyzja, powinny mie¢ mozliwo$¢ uprzedniego przediozenia uwag, za$ podjete
decyzje powinny zosta¢ podane do wiadomosci publicznej. W celu zapewnienia
zainteresowanym stronom prawa do obrony, w szczegolnosci prawa dostepu do akt,
istotne jest, aby informacje poufne podlegaty ochronie. Ponadto, zachowujac poufnosé
informacji, Komisja powinna zapewni¢, aby wszelkie informacje, na ktorych opiera
si¢ jej decyzja, ujawniano w zakresie, ktory umozliwia adresatowi decyzji zrozumienie
faktow i wzgledow, ktore doprowadzity do jej podjecia.

Majac na wzgledzie skuteczno$¢ i efektywnosé, poza ogodlng oceng rozporzadzenia,
ktéra ma zosta¢ przeprowadzona w ciggu pigciu lat od jego wejscia w zycie, po
wstepnej fazie rozruchu i na podstawie pierwszych trzech lat stosowania niniejszego
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rozporzadzenia Komisja powinna takze przeprowadzi¢ ocen¢ dziatan Rady i jej
struktury.

(103) W celu zapewnienia jednolitych warunkéw wykonywania niniejszego rozporzadzenia
nalezy powierzy¢ Komisji uprawnienia wykonawcze. Uprawnienia te powinny by¢
wykonywane zgodnie z rozporzadzeniem Parlamentu Europejskiego i Rady (UE)
nr 182/2011%,

(104) Aby osiagna¢ cele okreslone w niniejszym rozporzadzeniu, nalezy przekaza¢ Komisji
uprawnienia do przyjecia aktow zgodnie z art. 290 Traktatu w celu uzupelnienia
niniejszego rozporzadzenia. Akty delegowane nalezy w szczego6lnosci przyjmowaé
z poszanowaniem kryteriow identyfikacji bardzo duzych platform internetowych
I specyfikacji technicznych dotyczacych wnioskéw o dostep. Szczegodlnie wazne jest,
aby Komisja prowadzita stosowne konsultacje oraz aby konsultacje te prowadzone
byly zgodnie z zasadami okreslonymi w Porozumieniu migdzyinstytucjonalnym z dnia
13 kwietnia 2016 r. w sprawie lepszego stanowienia prawa. W szczegolnosci, aby
zapewni¢ udzial na rownych zasadach Parlamentu Europejskiego 1 Rady
W przygotowaniu aktow delegowanych, instytucje te otrzymujg wszelkie dokumenty
w tym samym czasie co eksperci panstw cztonkowskich, a eksperci tych instytucji
moga systematycznie bra¢ udziat w posiedzeniach grup eksperckich Komisji
zajmujacych si¢ przygotowaniem aktéw delegowanych.

(105) Niniejsze rozporzadzenie nie narusza praw podstawowych uznanych w Karcie praw
podstawowych ani praw podstawowych stanowigcych ogdlne zasady prawa Unii.
W zwigzku z tym niniejsze rozporzadzenie powinno by¢ interpretowane i Stosowane
zgodnie z tymi prawami podstawowymi, w tym dotyczacymi wolno$ci wypowiedzi
i informacji oraz wolnosci i pluralizmu mediéw. Wykonujac uprawnienia okreslone
W niniejszym rozporzadzeniu, wszystkie zaangazowane organy publiczne powinny
dazy¢ — wsytuacjach, w ktorych wystepuje konflikt odpowiednich praw
podstawowych — do osiggnigcia wilasciwej rownowagi migdzy danymi prawami
zgodnie z zasadg proporcjonalnosci.

(106) Poniewaz cel niniejszego rozporzadzenia, mianowicie prawidtowe funkcjonowanie
rynku wewngtrznego oraz zapewnienie bezpiecznego, przewidywalnego i budzacego
zaufanie Srodowiska internetowego, w ktérym prawa podstawowe zapisane w Karcie
praw podstawowych sa odpowiednio chronione, nie moze zosta¢ osiagnigty w Sposob
wystarczajacy przez panstwa cztonkowskie, gdyz dziatajac samodzielnie, nie mogag
one osiggna¢ niezbednej harmonizacji | wspotpracy, natomiast ze wzglgdu na zakres
terytorialny i podmiotowy celu mozliwe jest jego lepsze osiggni¢cie na poziomie Unii,
moze ona podja¢ dzialania zgodnie z zasada pomocniczosci okreslong wart. 5
Traktatu o Unii Europejskiej. Zgodnie z zasada proporcjonalnosci okreslong w tym
artykule niniejsze rozporzadzenie nie wykracza poza to, co jest konieczne do
osiggniecia tego celu,

“Rozporzadzenie Parlamentu Europejskiego i Rady (UE) nr 182/2011 z dnia 16 lutego 2011 r. ustanawiajace
przepisy izasady ogoélne dotyczace trybu kontroli przez panstwa czilonkowskie wykonywania uprawnien
wykonawczych przez Komisje (Dz.U. L 55 z 28.2.2011, s. 13).
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PRZYJMUJA NINIEJSZE ROZPORZADZENIE:

Rozdzial I — Przepisy ogoélne

Artykut 1
Przedmiot i zakres stosowania

W niniejszym rozporzadzeniu ustanawia si¢ zharmonizowane przepisy dotyczace
Swiadczenia uslug posrednich na rynku wewngtrznym. Ustanawia si¢
W szczegdlnosci:

a) ramy warunkowego wylaczenia odpowiedzialnosci dostawcow ustug
posrednich;

b)  przepisy dotyczace szczegdlnych obowigzkow w zakresie nalezytej staranno$ci
dostosowane do pewnych szczegdlnych kategorii dostawcoOw ustug posrednich;

C) przepisy dotyczace wdrazania iegzekwowania niniejszego rozporzadzenia,
wtym w odniesieniu do wspotpracy ikoordynacji migdzy wlasciwymi
organami.

Celem niniejszego rozporzadzenia jest:

a)  przyczynienie si¢ do wlasciwego funkcjonowania rynku wewngtrznego ustug
posrednich;

b)  okreslenie jednolitych przepisdOw na potrzeby bezpiecznego, przewidywalnego
i budzacego zaufanie srodowiska internetowego, w ktorym prawa podstawowe
zapisane w Karcie praw podstawowych sg skutecznie chronione.

Niniejsze rozporzadzenie ma zastosowanie do ustug posrednich, ktore sa Swiadczone
odbiorcom ustugi majagcym siedzibe lub zamieszkaltym w Unii, niezaleznie od
siedziby dostawcow tych ustug.

Niniejsze rozporzadzenie nie ma zastosowania do zadnej ustugi, ktora nie jest ustuga
posrednia, ani do Zzadnych wymogoéw naktadanych w odniesieniu do takiej ushugi
niezaleznie od tego, czy taka ustuga jest $wiadczona za posrednictwem korzystania
Z ustugi posrednie;.

Niniejsze rozporzadzenie nie narusza przepisow:

a)  dyrektywy 2000/31/WE;

b)  dyrektywy 2010/13/WE;

c)  prawa Unii dotyczacego praw autorskich i pokrewnych;

d) rozporzadzenia (UE) .../.... wsprawie zapobiegania rozpowszechnianiu
w internecie tresci o charakterze terrorystycznym [po przyjeciu: w sprawie
tresci o charakterze terrorystycznym w internecie];

e) rozporzadzenia (UE) ..../.... wsprawie europejskiego nakazu wydania
dowodow dotyczacego elektronicznego materiatu dowodowego w sprawach
karnych i europejskiego nakazu zabezpieczenia dowodow dotyczacego
elektronicznego materialu dowodowego w sprawach karnych oraz dyrektywy
(UE) ..../.... ustanawiajacej zharmonizowane przepisy dotyczace mianowania
przedstawicieli prawnych wcelu gromadzenia dowodéw na potrzeby
postepowan karnych [po przyjeciu: w sprawie elektronicznych materialow
dowodowychl];
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f)  rozporzadzenia (UE) 2019/1148;
g) rozporzadzenia (UE) 2019/1150;

h)  prawa Unii dotyczacego ochrony konsumentdéw i bezpieczenstwa produktow,
W tym rozporzadzenia (UE) 2017/2394;

i) prawa Unii dotyczacego ochrony danych osobowych, w szczegdlnoSci
rozporzadzenia (UE) 2016/679 i dyrektywy 2002/58/WE.

Artykut 2
Definicje

Do celow niniejszego rozporzadzenia stosuje si¢ nastgpujace definicje:

a)

b)

c)

d)

9)

PL

,ushugi spoteczenstwa informacyjnego” oznaczaja ustugi w rozumieniu art. 1 ust. 1
lit. b) dyrektywy (UE) 2015/1535;

,odbiorca ustugi” oznacza kazda osobe¢ fizyczng lub prawng, ktora korzysta z danej
ustugi posredniej;

,konsument” oznacza kazda osobe fizyczng, ktéra dziala w celach innych niz jej
dziatalno$¢ handlowa, gospodarcza lub zawodowa;

,oferowa¢ ustugi w Unii” oznacza umozliwia¢ osobom prawnym lub fizycznym w
co najmniej jednym panstwie czlonkowskim korzystanie z ustug dostawcy ustug
spoteczenstwa informacyjnego, ktory posiada $cisty zwigzek z Unia; uznaje sig, ze
taki Scisty zwigzek istnieje, jezeli dostawca posiada siedzibe w Unii; w przypadku
braku takiej siedziby ocena $cistego zwigzku opiera si¢ na konkretnych kryteriach
faktycznych, takich jak:

— znaczaca liczba uzytkownikéw w jednym panstwie cztonkowskim lub wigkszej
ich liczbie lub

—  ukierunkowanie prowadzonej dziatalnosci na jedno panstwo cztonkowskie lub
wigkszg ich liczbe;

,»przedsigbiorca” oznacza kazdg osobg fizyczng lub prawna, niezaleznie od tego, czy
jest to podmiot publiczny czy prywatny, ktéora dziata — wtym réwniez za
posrednictwem kazdej osoby dziatajacej w jej imieniu lub na jej rzecz — w celach
zwigzanych z jej dzialalnoscig handlowa, gospodarcza, rzemieslnicza lub zawodowa;

,»usluga posrednia” oznacza jedng z nastepujacych ustug:

—  ustluge ,zwyklego przekazu”, ktoéra polega na transmisji W SiecCi
telekomunikacyjnej informacji przekazanych przez odbiorce ustugi lub na
zapewnianiu dostepu do sieci telekomunikacyjnej;

— ushuge ,,cachingu”, ktéra polega na transmisji w sieci telekomunikacyjnej
informacji przekazanych przez odbiorcg uslugi, obejmujaca automatyczne,
posrednie i krotkotrwate przechowywanie tej informacji wylacznie w celu
usprawnienia pozniejszej transmisji informacji na zgdanie innych odbiorcow;

— ustuge ,,hostingu”, ktéra polega na przechowywaniu informacji przekazanych
przez odbiorce ustugi oraz na jego zadanie;

,»hielegalne tresci” oznaczaja wszelkie informacje, ktore same w sobie lub przez
odniesienie do dziatania, w tym sprzedazy produktéw lub $wiadczenia ustug, nie sg
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h)

)

k)

P)

q)

PL

zgodne z prawem Unii lub z prawem danego panstwa cztonkowskiego niezaleznie od
konkretnego przedmiotu lub charakteru tego prawa;

»platforma internetowa” oznacza dostawce ustugi hostingu, ktéry na zadanie
odbiorcy ustugi przechowuje 1 rozpowszechnia publicznie informacje, chyba ze takie
dzialanie jest nieznaczng i wylacznie poboczng funkcja innej ushugi, i ze wzgledow
obiektywnych i technicznych nie mozna go wykorzysta¢ bez takiej innej ustugi,
a wlaczenie takiej funkcji wtaka inng ustuge nie jest sposobem na obejscie
stosowania niniejszego rozporzadzenia,

,publiczne rozpowszechnianie” oznacza udost¢pnianie informacji na zadanie
odbiorcy ustugi, ktory przekazal informacje, potencjalnie nieograniczonej liczbie
0s0b trzecich;

,2umowa zawierana na odleglo$¢” oznacza umowe w rozumieniu art. 2 pkt7

dyrektywy 2011/83/UE;

»interfejs internetowy” oznacza kazde oprogramowanie komputerowe, w tym strone
internetowg lub jej czgs¢, oraz aplikacje, w tym aplikacje mobilne;

,koordynator ds. ustug cyfrowych miejsca siedziby” oznacza koordynatora ds. ustug
cyfrowych panstwa cztonkowskiego, w ktorym dostawca ustugi posredniej ma
siedzibe lub w ktorym rezyduje lub ma siedzibg jego przedstawiciel prawny;

,,koordynator ds. ustug cyfrowych miejsca przeznaczenia” oznacza koordynatora ds.
ustlug cyfrowych panstwa cztonkowskiego, w ktorym s$wiadczona jest ustuga
posrednia;

»reklama” oznacza informacj¢ przeznaczona do propagowania przekazu osoby
prawnej lub fizycznej, niezaleznie od tego, czy w celach komercyjnych czy
niekomercyjnych, ipokazywang przez platform¢ internetowa na jej interfejsie
internetowym za wynagrodzeniem konkretnie za propagowanie_tej informacji;

»system rekomendacji” oznacza W petni lub czg$ciowo zautomatyzowany system
wykorzystywany przez platforme internetowg w celu sugerowania odbiorcom ustugi
w jej interfejsie internetowym konkretnych informacji, wtym na skutek
wyszukiwania wykonanego przez odbiorce lub winny sposéb determinujacego
wzgledng kolejnos¢ lub eksponowanie pokazywanych informacji;

,moderowanie tresci” oznacza dzialania podejmowane przez dostawcoOw ustug
posrednich, ktorych celem jest wykrywanie, identyfikowanie i zwalczanie
nielegalnych tresci lub informacji niezgodnych z ich warunkami korzystania z ustug
przekazywanych przez odbiorcow ustugi, w tym wdrazane $rodki, ktore wptywaja na
dostepnos¢, widocznos$¢ 1 osiggalnos¢ takich nielegalnych tresci lub informacji, takie
jak nieeksponowanie takich tre$ci lub informacji, uniemozliwienie dostgpu do nich
lub ich usunigcie, lub ktore wptywaja na mozliwos¢ przekazywania takich informacji
przez odbiorcow, takie jak usunigcie lub zawieszenie konta odbiorcy;

,warunki korzystania z uslug” oznaczajg wszystkie warunki korzystania z ustug lub
specyfikacje niezaleznie od ich nazwy lub formy, ktére reguluja stosunek umowny
miedzy dostawcg ustug posrednich a odbiorcami ustug.
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Rozdzial I — Odpowiedzialno$¢ dostawcow ushug posrednich

Artykut 3
 Iwykly przekaz”

W przypadku $wiadczenia ustugi spoleczenstwa informacyjnego polegajacej na
transmisji w sieci telekomunikacyjnej informacji przekazanych przez odbiorce ustugi
lub na zapewnianiu dostepu do sieci telekomunikacyjnej dostawca ustug nie ponosi

odpowiedzialnos$ci za przekazywane informacje, pod warunkiem ze dostawca:
a)  nie jest inicjatorem transmisji;

b)  nie wybiera odbiorcy transmisji; oraz

c)  nie wybiera ani nie modyfikuje informacji zawartych w transmisji.

Czynnos$ci polegajace na transmisji oraz zapewnianiu dostepu, 0 ktdrych mowa
wust. 1, obejmuja automatyczne, posrednie i krotkotrwate przechowywanie
przekazywanych informacji w zakresie, w jakim stuzy to wytacznie wykonywaniu
transmisji w sieci telekomunikacyjnej, oraz ze okres przechowywania nie przekracza

czasu rozsadnie koniecznego do transmisji.

Niniejszy artykul nie ma wplywu na mozliwos¢ wymagania od dostawcy ustug przez
sady lub organy administracyjne, zgodnie zsystemem prawnym panstw

cztonkowskich, zeby przerwal naruszanie prawa lub mu zapobiegt.

Artykut 4
,,Caching”

W przypadku $wiadczenia ustugi spoleczenstwa informacyjnego polegajacej na
transmisji w sieci telekomunikacyjnej informacji przekazanych przez odbiorce ushugi
dostawca ustug nie ponosi odpowiedzialnosci z tytutu automatycznego, posredniego
I krotkotrwatego przechowywania tej informacji, dokonywanego wylacznie w celu
usprawnienia pdzniejszej transmisji informacji na zadanie innych odbiorcéw ushugi,

pod warunkiem ze:
a)  dostawca nie modyfikuje informacii;
b)  dostawca przestrzega warunkow dostepu do informacji;

c) dostawca przestrzega zasad dotyczacych aktualizowania informacji,

okreslonych w sposéb szeroko uznany i stosowany w branzy;

d) dostawca nie zaktéca zgodnego z prawem poslugiwania si¢ technologia
szeroko uznang i stosowang w branzy w celu uzyskania danych o korzystaniu

z informacji; oraz

e) dostawca podejmuje bezzwlocznie odpowiednie dzialania w celu usunigcia
przechowywanych informacji lub uniemozliwienia dostepu do nich, gdy
uzyska wiarygodng wiadomo$¢, ze informacje zostaly usuniete
Z poczatkowego zrddta transmisji lub dostep do nich zostat uniemozliwiony,
albo gdy sad lub organ administracyjny nakazal usunigcie informacji lub

uniemozliwienie dostepu do nie;j.

Niniejszy artykut nie ma wptywu na mozliwos¢ wymagania od dostawcy ustug przez
sady lub organy administracyjne, zgodnie z systemem prawnym panstw

cztonkowskich, zeby przerwal naruszanie prawa lub mu zapobiegt.
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Artykut 5
Hosting

1. W przypadku $wiadczenia ushugi spoteczenstwa informacyjnego polegajacej na
przechowywaniu informacji przekazanych przez odbiorce ustugi dostawca ustug nie
ponosi odpowiedzialno$ci za informacje przechowywane na wniosek odbiorcy
ushugi, pod warunkiem ze dostawca:

a) nie ma wiarygodnych wiadomosci o nielegalnej dziatalnosci lub nielegalnych
tresciach, a w odniesieniu do roszczen odszkodowawczych — nie wie o stanie
faktycznym lub okoliczno$ciach, ktore w sposdb oczywisty $wiadcza
0 nielegalnej dziatalno$ci lub nielegalnych tre$ciach; lub

b) podejmuje bezzwlocznie odpowiednie dziatania w celu usunigcia lub
uniemozliwienia dostepu do nielegalnych tresci, gdy uzyska takie wiadomosci
lub zostanie o nich powiadomiony.

2. Przepisy ust. 1 nie majg zastosowania, jezeli odbiorca ustugi dziata z upowaznienia
lub pod kontrolg dostawcy.

3. Przepisy ust. 1 nie majg zastosowania w odniesieniu do odpowiedzialnosci na mocy
prawa ochrony konsumentéw platform internetowych umozliwiajacych
konsumentom zawieranie z przedsi¢biorcami umoéw na odlegltos¢, w przypadku gdy
taka platforma internetowa przedstawia okreslong informacje lub w inny sposob
umozliwia zawarcie danej transakcji w sposob, ktory wzbudzatby u przecietnego
I odpowiednio poinformowanego konsumenta przekonanie, ze informacja, produkt
lub usluga bedace przedmiotem transakcji sg dostarczane albo przez sama platforme
internetowa, albo przez odbiorce ustugi dziatajacego z jej upowaznienia lub pod jej
kontrola.

4, Niniejszy artykut nie ma wptywu na mozliwo$¢ wymagania od dostawcy ustug przez
sagdy lub organy administracyjne, zgodnie z systemem prawnym pafnstw
cztonkowskich, zeby przerwat naruszanie prawa lub mu zapobiegt.

Artykut 6
Dobrowolne dochodzenia z wlasnej inicjatywy i zgodnosé z przepisami

Dostawcow ushug posrednich nie uwaza si¢ za niekwalifikujacych si¢ do wylaczen
odpowiedzialnosci, o ktérych mowa wart. 3, 4 i5, tylko ztego powodu, ze prowadza
dobrowolne dochodzenia z wlasnej inicjatywy lub inne dziatania majace na celu wykrycie,
identyfikacj¢ 1 usunigcie nielegalnych tresci lub uniemozliwienie do nich dostepu, lub z tego
powodu, ze wdrazaja niezbedne $rodki, aby wypetni¢ wymogi prawa Unii, w tym wymogi
okreslone w niniejszym rozporzadzeniu.

Artykut 7
Brak ogolnych obowigzkow nadzoru lub aktywnego ustalania faktow

Na dostawcow ustug posrednich nie naktada si¢ ogoélnego obowigzku nadzorowania
informacji, ktore dostawcy ci przekazujg lub przechowuja, ani aktywnego ustalania faktow
lub okolicznosci wskazujacych na nielegalng dziatalnos¢.
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Artykut 8
Nakaz podjecia dzialan przeciwko nielegalnym tresciom

Dostawcy ustug posrednich po otrzymaniu nakazu podjecia dziatan przeciwko
okreslonym nielegalnym tresciom wydanego zgodnie z prawem Unii przez wlasciwe
organy sagdowe lub administracyjne na podstawie majacego zastosowanie prawa Unii
lub prawa krajowego, niezwlocznie informuja organ, ktory wydat nakaz, o skutkach
nakazu, wskazujac podjete dziatania oraz czas ich podjgcia.

Panstwa cztonkowskie zapewniajg, aby nakazy, o ktorych mowa w ust. 1, spetniaty
nastepujace warunki:

a)  nakaz musi zawiera¢ nast¢pujgce elementy:

— uzasadnienie wyjasniajace, dlaczego odnos$ne informacje stanowig
nielegalne tresci, przez odniesienie do naruszonego przepisu
szczegotowego Unii lub prawa krajowego;

— co najmniej jeden doktadny ujednolicony adres zasobow (URL) oraz,
w stosownych przypadkach, dodatkowe informacje umozliwiajace
identyfikacje odno$nych nielegalnych tresci;

— informacje na temat $rodkow zaskarzenia przystugujacych dostawcy
ustugi i odbiorcy ustugi, ktéry przekazat tresci,

b)  zakres terytorialny nakazu na podstawie majacych zastosowanie przepiséw
Unii iprawa krajowego, wtym Karty praw podstawowych, oraz -
w stosownych przypadkach — og6lnych zasad prawa mi¢dzynarodowego nie
moze wykracza¢ poza zakres $ci§le niezbedny do osiggnigcia celu nakazu;

C) nakaz musi zosta¢ sporzadzony w jezyku zadeklarowanym przez dostawce
i wystany do punktu kontaktowego wyznaczonego przez dostawce zgodnie
z art. 10.

Koordynator ds. ustug cyfrowych z panstwa czlonkowskiego organu sadowego lub
administracyjnego wydajacego nakaz niezwlocznie przekazuje kopi¢ nakazow,
o ktorych  mowa wust.1, wszystkim pozostatym koordynatorom ds. ustug
cyfrowych za posrednictwem systemu ustanowionego zgodnie z art. 67.

Warunki i wymogi okreslone w niniejszym artykule pozostaja bez uszczerbku dla
wymogow na mocy krajowych przepisow postepowania karnego zgodnie z prawem
Unii.

Artykut 9
Nakazy udzielenia informacji

Dostawcy ustug posrednich po otrzymaniu nakazu przekazania okreslonej informacji
na temat co najmniej jednego okreslonego odbiorcy ustugi, ktéry to nakaz wydaty
zgodnie z prawem Unii wiasciwe organy sgdowe lub administracyjne na podstawie
majacego zastosowanie prawa Unii lub prawa krajowego, niezwlocznie informuja
organ, ktory wydal nakaz, o jego otrzymaniu oraz o skutku tego nakazu.

Panstwa cztonkowskie zapewniaja, aby nakazy, o ktérych mowa w ust. 1, spetniaty
nastepujace warunki:

a)  nakaz musi zawiera¢ nast¢pujace elementy:
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— uzasadnienie wyjasniajace cel, dla ktérego wymaga sie przekazania
informacji oraz dla ktérego wymdg przekazania informacji jest
niezbedny i proporcjonalny w celu okreslenia, czy odbiorcy ustug
posrednich przestrzegaja majacych zastosowanie przepisoOw unijnych lub
krajowych, chyba Ze nie mozna poda¢ takiego uzasadnienia z przyczyn
zwigzanych z zapobieganiem przestepczosci, prowadzeniem postepowan
przygotowawczych, wykrywaniem lub $ciganiem przestepstw;

— informacje na temat $rodkow zaskarzenia przystugujacych dostawcy
I zainteresowanym odbiorcom danej ustugi;

b) w nakazie wymaga si¢ wylacznie, aby dostawca przekazal informacje juz
zgromadzone na potrzeby $wiadczenia uslugi iznajdujace sie¢ pod jego
kontrola;

C) nakaz musi zosta¢ sporzadzony w jezyku zadeklarowanym przez dostawce
i wystany do punktu kontaktowego wyznaczonego przez danego dostawce
zgodnie z art. 10.

Koordynator ds. ustug cyfrowych z panstwa czlonkowskiego krajowego organu
sadowego lub administracyjnego wydajacego nakaz niezwlocznie przekazuje kopie
nakazu, o ktorym mowa w ust. 1, wszystkim koordynatorom ds. ustug cyfrowych za
posrednictwem systemu ustanowionego zgodnie z art. 67.

Warunki i wymogi okre$lone W niniejszym artykule pozostaja bez uszczerbku dla
wymogow na mocy krajowych przepisow postepowania karnego zgodnie z prawem
Unii.
Rozdzial 111
Obowiazki w zakresie nalezytej starannosci na potrzeby
przejrzystego i bezpiecznego Srodowiska internetowego

SEKCcJIA L
OBOWIAZKI MAJACE ZASTOSOWANIE DO WSZYSTKICH DOSTAWCOW USLUG
POSREDNICH

Artykut 10
Punkty kontaktowe

Dostawcy ustug posrednich ustanawiaja pojedynczy punkt kontaktowy
umozliwiajagcy bezposrednig komunikacje — droga elektroniczng — z organami
panstw cztonkowskich, Komisja iRada, o ktdrej mowa w art. 47, na potrzeby
stosowania niniejszego rozporzadzenia.

Dostawcy ushug posrednich udostgpniaja publicznie informacje niezbe¢dne do
tatwego zidentyfikowania ich pojedynczych punktow kontaktowych i kontaktowania
si¢ z nimi.

W informacjach, o ktorych mowa w ust. 2, dostawcy ustug posrednich okreslaja
jezyk lub jezyki urzedowe Unii, ktore mozna wykorzystywaé¢ do celow komunikacji
z ich punktami kontaktowymi i ktoére muszg obejmowac co najmniej jeden z jezykow
urzgdowych panstwa cztonkowskiego, w ktorym dostawca ustug posrednich ma
swoja gléwna jednostke organizacyjng lub w ktorym rezyduje lub ma siedzibe jego
przedstawiciel prawny.
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Artykut 11
Przedstawiciele prawni

Dostawcy ustug posrednich, ktérzy nie majg siedziby w Unii, ale oferuja ustugi
w Unii, wyznaczajg na pismie osob¢ prawng lub fizyczng na swojego przedstawiciela
prawnego w jednym z panstw cztonkowskich, w ktérych dostawca oferuje swoje
ushugi.

Dostawcy ustug posrednich upowazniajg swoich przedstawicieli prawnych do tego,
aby organy panstw cztonkowskich, Komisja oraz Rada zwracaly si¢ do nich —
zamiast do dostawcy lub dodatkowo — w odniesieniu do wszystkich Kkwestii
niezb¢dnych do otrzymywania decyzji wydawanych w zwigzku z niniejszym
rozporzadzeniem oraz stosowania si¢ do nich i ich egzekwowania. Dostawcy ustug
posrednich przekazuja swojemu przedstawicielowi prawnemu uprawnienia oraz
zasoby niezbedne do wspotpracy z organami panstw cztonkowskich, Komisjg i Rada
oraz zastosowania si¢ do wspomnianych decyz;ji.

Wyznaczony przedstawiciel prawny moze zosta¢ pociagnicty do odpowiedzialno$ci
Ztytulu niewywigzania si¢  z obowigzkéw  wynikajacych  z niniejszego
rozporzadzenia bez uszczerbku dla odpowiedzialno$ci dostawcy ushug posrednich
I postgpowan, ktore mogg zosta¢ przeciwko niemu wszczete.

Dostawcy ustug posrednich zglaszajg koordynatorowi ds. ustug cyfrowych
w panstwie cztonkowskim, w ktérym ich przedstawiciel prawny rezyduje lub ma
siedzibg, imi¢ i nazwisko lub nazwe, adres, adres e-mail oraz numer telefonu tego
przedstawiciela prawnego. Dostawcy zapewniaja, aby wspomniane informacje byty
aktualne.

Wyznaczenie przedstawiciela prawnego na terytorium Unii zgodnie z ust. 1 nie jest
rownoznaczne z posiadaniem siedziby w Unii.

Artykut 12
Warunki korzystania z ustug

W warunkach Kkorzystania zustug dostawcy ustug posrednich uwzgledniaja
informacje na temat wszelkich ograniczen, ktére nakladaja w zwigzku
z korzystaniem zich ustug, w odniesieniu do informacji przekazywanych przez
odbiorcow ustugi. Informacje te obejmujg informacje na temat wszelkich polityk,
procedur, §rodkoéw inarzedzi wykorzystywanych na potrzeby moderowania tresci,
w tym na temat algorytmicznego podejmowania decyzji i przegladu dokonywanego
przez cztowieka. Informacje te formutuje si¢ jasno i w Sposob jednoznaczny oraz
podaje do wiadomosci publicznej w fatwo dostepnym formacie.

Dostawcy ustug posrednich, stosujac i egzekwujac ograniczenia, o ktérych mowa
w ust. 1, dziataja z nalezytg starannoscig, w Sposob obiektywny i proporcjonalny
oraz znalezytym uwzglednieniem praw iprawnie uzasadnionych intereséw
wszystkich  zaangazowanych stron, Wtym majacych zastosowanie praw
podstawowych odbiorcéw ustugi, zapisanych w Karcie praw podstawowych.
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Artykut 13
Obowigzki sprawozdawcze w zakresie przejrzystosci spoczywajgce na dostawcach ustug
posrednich

Co najmniej raz wroku dostawcy ustug posrednich publikujg jasne, zrozumiate
I szczegotowe sprawozdania dotyczace wszelkiego moderowania tresci, ktore
przeprowadzili w danym okresie. Stosownie do przypadku sprawozdania te
zawieraja w szczegblnosci nastepujace informacje:

a)  liczb¢ nakazoéw otrzymanych od organdow panstw cztonkowskich w podziale na
rodzaj odnosnych nielegalnych tre$ci, wtym nakazow wydanych zgodnie
zart.8 19, oraz $redni czas potrzebny na podjecie dziatania okreslonego
w tych nakazach;

b) liczbe zgloszen przekazanych zgodnie zart.14 w podziale na rodzaj
odnos$nych domniemanych nielegalnych tresci, wszelkie dziatania podjete
zgodnie ze zgloszeniami w podziale ze wzglgdu na to, czy dziatanie podjeto na
podstawie przepisow prawa czy warunkow korzystania z ustug dostawcy, oraz
sredni czas potrzeby na podjecie dzialania;

c) moderowanie tre$ci przeprowadzone z inicjatywy dostawcow, w tym liczbg
i rodzaj przyjetych Srodkow, ktore wplywaja na dostgpnosé, widoczno$é
I osiggalnos¢ informacji przekazanych przez odbiorcow ustugi oraz na
zdolno$¢ odbiorcow do przekazywania informacji, w podziale na rodzaj
przyczyny i podstawe przyjecia takich srodkow;

d) liczb¢ skarg otrzymanych za posrednictwem wewngtrznego systemu
rozpatrywania skarg, o ktorym mowa w art. 17, podstawe tych skarg, podjete
w odniesieniu do nich decyzje oraz $redni czas potrzebny na podjecie takich
decyzji, a takze liczbe przypadkéw, w ktorych decyzje uchylono.

Przepisy ust. 1 nie majg zastosowania do dostawcow ustug posrednich, ktorzy
kwalifikuja si¢ jako mikroprzedsi¢biorstwa lub mate przedsi¢biorstwa w rozumieniu
zalacznika do zalecenia 2003/361/WE.

SEKCJA 2
DODATKOWE PRZEPISY MAJACE ZASTOSOWANIE DO DOSTAWCOW USLUG
HOSTINGU, W TYM PLATFORM INTERNETOWYCH

Artykut 14
Mechanizmy zgtaszania i dzialania

Dostawcy ustug hostingu wdrazaja mechanizmy umozliwiajace dowolnej osobie lub
dowolnemu podmiotowi zgloszenie im obecnosci wich usludze okreslonych
informacji, ktore dana osoba lub dany podmiot uwazaja za nielegalne tresci.
Mechanizmy te muszg by¢ tatwo dostepne i przyjazne dla uzytkownika oraz musza
pozwala¢ na sktadanie zgloszen wylacznie drogg elektroniczna.

Mechanizmy, o ktdrych mowa w ust. 1, musza by¢ mechanizmami ulatwiajacymi
przekazywanie wystarczajaco doktadnych i odpowiednio uzasadnionych zgtoszen, na
podstawie Kktorych dziatajacy z nalezytg starannos$cig podmiot gospodarczy moze
zidentyfikowa¢ nielegalny charakter odnosnych tresci. W tym celu dostawcy
przyjmuja niezbgdne $rodki umozliwiajace im 1 utatwiajgce przekazywanie zgloszen
zawierajacych wszystkie ponizsze elementy:
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a)  wyjasnienie powodow, dla ktorych dana osoba lub dany podmiot uwazaja
odnos$ne informacje za nielegalne tresci;

b) jasne wskazanie elektronicznej lokalizacji informacji, w szczegoélnosci
doktadnych adresow URL, oraz, w stosownych przypadkach, dodatkowe
informacje umozliwiajace identyfikacje nielegalnych tresci;

C) imi¢ inazwisko lub nazwe oraz adres e-mail osoby lub podmiotu
przekazujacych zgloszenie, z wyjatkiem zgloszenia dotyczacego informacji
uznawanych za zwigzane z jednym z przestepstw, 0 ktérych mowa w art. 3-7
dyrektywy 2011/93/UE;

d)  os$wiadczenie potwierdzajace powziete w dobrej wierze przekonanie osoby lub
podmiotu przekazujacych zgtoszenie, ze informacje i zarzuty w nim zawarte sg
prawidtowe i kompletne.

Zgloszenia, ktore obejmuja elementy, o ktérych mowa w ust. 2, uznaje si¢ za bedace
podstawa uzyskania wiarygodnej wiadomos$ci lub wiedzy do celow art. 5
W odniesieniu do okreslonej informacji, ktorej dotycza.

Jezeli zgloszenie zawiera imi¢ i nazwisko lub nazwe¢ oraz adres e-mail osoby lub
podmiotu, ktére przekazaly zgloszenie, dostawca ushlug hostingu bezzwlocznie
przesyta takiej osobie lub takiemu podmiotowi potwierdzenie otrzymania zgtoszenia.

Dostawca powiadamia takze niezwlocznie takg osobe lub taki podmiot o Swojej
decyzji w odniesieniu do informacji, ktérych dotyczy zgloszenie, przekazujac
informacje na temat mozliwosci odwotania si¢ od podjetej decyzji.

Dostawcy uslug hostingu przetwarzaja wszystkie zgloszenia, ktére otrzymuja
w ramach mechanizméw, o ktérych mowa wust. 1, oraz podejmujg decyzje
w odniesieniu do informacji, ktorych dotycza zgloszenia, w SposOb terminowy
i obiektywny oraz z zachowaniem nalezytej staranno$ci. Jezeli na potrzeby takiego
przetwarzania lub podejmowania decyzji korzystaja oni ze zautomatyzowanych
srodkow, uwzgledniajg informacje na ten temat w zawiadomieniu, o ktérym mowa
w ust. 4.

Artykut 15
Uzasadnienie

Jezeli dostawca ustug hostingu podejmie decyzj¢ o usunieciu okreslonych informacji
przekazywanych przez odbiorcow ustugi lub uniemozliwieniu dostepu do takich
informacji, niezaleznie od $rodkow zastosowanych w celu wykrycia, identyfikacji
lub usuniecia takich informacji badz uniemozliwienia dostepu do nich oraz od
powodu podjecia takiej decyzji, najpdzniej W momencie usunigcia lub
uniemozliwienia dostepu informuje odbiorcg o Swojej decyzji i przedstawia jasne
I szczegotowe uzasadnienie takiej decyzji.

Uzasadnienie, o ktorym mowa w ust. 1, musi zawiera¢ co najmniej nast¢pujace
informacje:

a)  wskazanie, czy decyzja obejmuje usunigcie informacji albo uniemozliwienie
dostepu do nich, oraz, w stosownych przypadkach, zakres terytorialny objety
uniemozliwieniem dostepu do informacji;
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b) fakty iokolicznosci, na podstawie ktorych podjeto decyzje, w tym
w stosownych przypadkach informacje, czy decyzj¢ podjeto na podstawie
zgloszenia przekazanego zgodnie z art. 14;

c) w stosownych przypadkach informacje na temat Kkorzystania ze
zautomatyzowanych $rodkow podczas podejmowania decyzji, w tym jezeli
decyzje podjeto w odniesieniu do tresci wykrytych lub zidentyfikowanych
Z wykorzystaniem zautomatyzowanych srodkow;

d) jezeli decyzja dotyczy przypuszczalnie nielegalnych tresci, odniesienie do
podstawy prawnej, na ktorej opiera si¢ decyzja oraz wyjasnienia dotyczace
powodow, dla ktorych na tej podstawie uznaje si¢ dane informacje za
nielegalne tresci;

e) jezeli decyzja opiera si¢ na domniemanej niezgodnosci informacji z warunkami
korzystania z ustug dostawcy, odniesienie do podstawy umownej, na ktorej
opiera si¢ decyzja, oraz wyjasnienia dotyczace powodow, dla ktérych uznaje
si¢ dane informacje za niezgodne z tg podstawa;

f)  informacje na temat przystugujacych odbiorcy ustugi mozliwosci odwotania
si¢ od decyzji, w szczegdlnosci za posrednictwem wewnetrznych
mechanizmow rozpatrywania skarg, pozasgdowego rozstrzygania sporéw
I sSrodkoéw zaskarzenia.

3. Informacje przekazane przez dostawcow ustug hostingu zgodnie z niniejszym
artykutem musza by¢ jasne | zrozumiale oraz na tyle doktadne i szczegotowe, na ile
jest to racjonalnie mozliwe w danych okolicznosciach. Informacje musza
W szczeg6lnosci w rozsadny sposob umozliwia¢ zainteresowanemu odbiorcy danej
ustugi skuteczne wykonywanie mozliwo$ci odwotania sie, o ktorych mowa w ust. 2

lit. f).
4. Dostawcy ustug hostingu publikuja decyzje i uzasadnienia, o ktérych mowa w ust. 1,

W publicznie dostgpnej bazie danych zarzadzanej przez Komisje. Informacje te nie
moga zawiera¢ danych osobowych.

SEKCJA 3
DODATKOWE PRZEPISY MAJACE ZASTOSOWANIE DO PLATFORM
INTERNETOWYCH

Artykut 16
Wylgczenie dotyczqce mikroprzedsigbiorstw i matych przedsiebiorstw

Niniejsza sekcja nie ma zastosowania do platform internetowych, ktore kwalifikuja si¢ jako

mikroprzedsigbiorstwa lub mate przedsigbiorstwa w rozumieniu zalgcznika do zalecenia
2003/361/WE.

Artykut 17
Wewnetrzny system rozpatrywania skarg

1. Platformy internetowe zapewniajg odbiorcom uslugi — przez okres co najmniej
sze$ciu miesiecy od podjecia decyzji, o ktérej mowa w niniejszym ustepie — dostep
do skutecznego wewnetrznego systemu rozpatrywania skarg, ktory umozliwia
elektroniczne i bezptatne sktadanie skarg na nastepujace decyzje podjete przez
platforme¢ internetowg ze wzgledu na fakt, ze informacje przekazane przez
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odbiorcdw stanowig nielegalne tresci lub sg niezgodne z warunkami korzystania
Z ustug dostawcy:

a)  decyzje o usunigciu informacji lub uniemozliwieniu do nich dostepu;

b)  decyzje 0 zawieszeniu lub zakonczeniu $wiadczenia ushugi, w petni lub
cze$Sciowo, na rzecz odbiorcow;

c)  decyzje 0 zawieszeniu lub usunieciu konta odbiorcow.

Platformy internetowe zapewniaja, aby ich wewnetrzne systemy rozpatrywania skarg
byly tatwo dostepne, przyjazne dla uzytkownikéw oraz aby umozliwialy 1 utatwiaty
przekazywanie wystarczajaco doktadnych i odpowiednio uzasadnionych skarg.

Platformy internetowe rozpatruja skargi przekazane za posrednictwem ich
wewnetrznego systemu rozpatrywania skarg w sposob terminowy i obiektywny oraz
z zachowaniem nalezytej starannoS$ci. Jezeli skarga zawiera wystarczajaca podstawe,
aby platforma internetowa uznata, ze informacje, ktorych dotyczy skarga, nie sg
nielegalne i niezgodne z warunkami korzystania z jej ustug lub zawierajg informacje
wskazujace, ze dzialanie skarzacego nie daje podstaw do zawieszenia lub
zakonczenia $§wiadczenia ustugi badz zawieszenia lub usunigcia konta, platforma
internetowa niezwlocznie uchyla swojg decyzje, o ktérej mowa w ust. 1.

Platformy internetowe niezwtocznie informuja skarzacych o decyzji podjetej
w zwigzku zinformacjami, do ktorych odnosi si¢ skarga, atakze informuja
skarzacych o mozliwosci pozasadowego rozstrzygania sporow, o Ktorym mowa
w art. 18, oraz o innych dostepnych mozliwos$ciach zaskarzenia.

Platformy internetowe zapewniaja, aby decyzje, o ktorych mowa w ust. 4, nie byly
podejmowane wylacznie na podstawie zautomatyzowanych srodkow.

Artykut 18
Pozasgdowe rozstrzyganie sporow

Odbiorcy ustugi, ktorych dotycza decyzje, o ktorych mowa w art. 17 ust. 1, maja
prawo wyboru dowolnego mechanizmu pozasgdowego rozstrzygania sporow
certyfikowanego zgodnie z ust. 2 w celu rozstrzygnigcia sporow dotyczacych tych
decyzji, wtym w odniesieniu do skarg, ktorych rozstrzygnigcie nie jest mozliwe
w ramach wewngetrznego systemu rozpatrywania skarg, o ktorym mowa w tym
artykule. Platformy internetowe podejmujg wspolprace w dobrej wierze z wybranym
organem W celu rozstrzygnigcia sporu, a decyzje podjete przez ten organ sa dla nich
wigzace.

Akapit pierwszy pozostaje bez uszczerbku dla prawa zainteresowanego odbiorcy do
zaskarzenia decyzji przed sadem zgodnie z majagcymi zastosowanie przepisami
prawa.

Koordynator ds. ustug cyfrowych panstwa czlonkowskiego, w ktorym znajduje si¢
siedziba organu pozasadowego rozstrzygania spordw, na wniosek organu dokonuje
jego certyfikacji, jezeli organ ten wykazat, ze spetnia wszystkie nastepujgce warunki:

a) organ jest bezstronny i niezalezny od platform internetowych i odbiorcéw
ushugi swiadczonej przez te platformy internetowe;

b) organ dysponuje niezbedng wiedza ekspercka na temat problemow
wystepujacych w co najmniej jednym konkretnym obszarze z zakresu
nielegalnych tre$ci lub w odniesieniu do stosowania iegzekwowania
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warunkoéw korzystania z ustug co najmniej jednego rodzaju platformy
internetowej, ktora to wiedza pozwala organowi na skuteczne rozstrzyganie
sporow;

C)  rozstrzyganie sporéw jest latwo dostepne za posrednictwem technologii
tacznosci elektronicznej;

d) organ ma mozliwos¢ rozstrzygania sporow w SposOb szybki, skuteczny
I 0szczgdny oraz w co najmniej jednym jezyku urzedowym Unii;

e)  rozstrzyganie sporéw odbywa si¢ zgodnie =z jasnym i sprawiedliwym
regulaminem wewngetrznym.

Koordynator ds. ustug cyfrowych w stosownych przypadkach okresla w certyfikacie
konkretne kwestie, w zakresie ktorych dany organ dysponuje wiedza ekspercka,
atakze jezyk urzedowy lub jezyki urzedowe Unii, w ktérych dany organ moze
rozstrzygaé spory, o czym mowa odpowiednio w akapicie pierwszym lit. b) i d).

Jezeli organ rozstrzygnie spér na korzy$¢ odbiorcy ustugi, platforma internetowa
musi zwréci¢ odbiorcy wszelkie optaty i inne uzasadnione wydatki, ktore odbiorca
poniost lub ma ponies¢ wzwigzku zrozstrzygnigciem sporu. Jezeli organ
rozstrzygnie spor na korzy$¢ platformy internetowej, odbiorca nie ma obowigzku
zwrdcenia zadnych optat ani innych wydatkow, ktore platforma internetowa poniosta
lub ma ponie$¢ w zwigzku z rozstrzygnigciem sporu.

Naliczane przez organ oplaty za rozstrzygnigcie sporu musza by¢ rozsadne
I w zadnym wypadku nie moga by¢ wyzsze niz koszty tego rozstrzygnigcia.

Przed przystapieniem do rozstrzygania sporu certyfikowane organy pozasadowego
rozstrzygania sporoOw informuja zainteresowanego odbiorce ustugi 1 zainteresowang
platforme internetowa o wysokosci optat lub o mechanizmach stosowanych do
ustalenia wysokosci optat.

Panstwa czlonkowskie mogg ustanowi¢ organy pozasadowego rozstrzygania Sporow
do celéw okreslonych wust. 1 lub moga wspiera¢ dziatania niektorych lub
wszystkich organow pozasadowego rozstrzygania sporoéw, ktore panstwa te
certyfikowaty zgodnie z ust. 2.

Panstwa cztonkowskie zapewniaja, aby zadne z ich dziatan podjetych na podstawie
akapitu pierwszego nie wplywato na mozliwos¢ certyfikowania zainteresowanych
organow zgodnie z ust. 2 przez ich koordynatoréw ds. ustug cyfrowych.

Koordynatorzy ds. ustug cyfrowych zglaszaja Komisji organy pozasgdowego
rozstrzygania sporéw certyfikowane zgodnie zust.2, wtym w stosownych
przypadkach przekazujg specyfikacje, o ktérych mowa w akapicie drugim tego
ustgpu. Komisja publikuje wykaz tych organdw wraz ze specyfikacjami na specjalnej
stronie internetowej i aktualizuje go.

Niniejszy artykul nie narusza przepisow dyrektywy 2013/11/UE oraz pozostaje bez
uszczerbku dla postepowan i podmiotow ADR dla konsumentéw ustanowionych na
mocy tej dyrektywy.

Artykut 19
Zaufane podmioty sygnalizujgce

Platformy internetowe wprowadzajg niezbedne s$rodki techniczne i organizacyjne
w celu zapewnienia priorytetowego i niezwtocznego przetwarzania zgloszen
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sktadanych przez zaufane podmioty sygnalizujace za posrednictwem mechanizmow,
o ktérych mowa w art. 14, oraz priorytetowego i niezwlocznego podejmowania
decyzji w odniesieniu do tych zgloszen.

Status zaufanego podmiotu sygnalizujacego na podstawie niniejszego rozporzadzenia
przyznaje na wniosek dowolnego podmiotu koordynator ds. ustug cyfrowych
panstwa cztonkowskiego, w ktorym wnioskodawca ma swojg siedzibe, jezeli
wnioskodawca wykaze, ze spetnia wszystkie nastepujace warunki:

a) dysponuje konkretng wiedza ekspercka i kompetencjami do celow
wykrywania, identyfikowania i zgtaszania nielegalnych tresci;

b)  reprezentuje zbiorowe interesy i jest niezalezny od jakiejkolwick platformy
internetowej;

C) prowadzi dziatania majgce na celu sktadanie zgloszen w sposéb terminowy
i obiektywny oraz z zachowaniem nalezytej starannoSci.

Koordynatorzy ds. ustug cyfrowych przekazuja Komisji i Radzie nazwy, adresy oraz
adresy poczty elektronicznej podmiotéw, ktérym przyznali status zaufanego
podmiotu sygnalizujacego zgodnie z ust. 2.

Komisja publikuje informacje, o ktérych mowa w ust. 3, w publicznie dostepnej
bazie danych i aktualizuje t¢ baze danych.

W przypadku gdy platforma internetowa dysponuje informacjami wskazujacymi, ze
zaufany podmiot sygnalizujacy zlozyt za posrednictwem mechanizméw, o Ktorych
mowa w art. 14, znaczng liczbe niewystarczajgco precyzyjnych lub nieodpowiednio
uzasadnionych  zgloszen, = wtym  informacji  pozyskanych  w zwigzku
z przetwarzaniem skarg w ramach wewnetrznego systemu rozpatrywania skarg,
o ktérym mowa w art. 17 ust. 3, platforma internetowa przekazuje te informacje
koordynatorowi ds. ustug cyfrowych, ktory przyznat danemu podmiotowi status
zaufanego podmiotu sygnalizujacego, wraz zniezbednymi wyjasnieniami
I dokumentami potwierdzajacymi.

Koordynator ds. ustug cyfrowych, ktéry przyznat danemu podmiotowi status
zaufanego podmiotu sygnalizujacego, cofa taki status, jezeli w wyniku dochodzenia
wszczetego z wlasnej inicjatywy albo na podstawie informacji otrzymanych przez
osoby trzecie, w tym informacji udzielonych przez platforme internetowg zgodnie
z ust. 5, ustali, ze dany podmiot nie spetnia juz warunkéw okre§lonych w ust. 2.
Przed cofnigciem tego statusu koordynator ds. ustug cyfrowych zapewnia
podmiotowi mozliwos$¢ ustosunkowania si¢ do ustalen prowadzonego dochodzenia
oraz do zamiaru cofnigcia jego statusu zaufanego podmiotu sygnalizujacego.

Po konsultacji z Rada Komisja moze wyda¢ wytyczne w celu wsparcia platform
internetowych i koordynatorow ds. ustug cyfrowych w stosowaniu ust. 5 i 6.

Artykut 20

Dziatania podejmowane przeciwko niewtasciwemu korzystaniu i ochrona przed niewtasciwym

korzystaniem

Platformy internetowe zawieszaja na rozsadny okres i po wydaniu uprzedniego
ostrzezenia $wiadczenie ustug na rzecz odbiorcow ustugi czesto przekazujacych
ewidentnie nielegalne tresci.
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Platformy internetowe zawieszaja na rozsadny okres i po wydaniu uprzedniego
ostrzezenia przetwarzanie zgloszen 1iskarg zlozonych za posrednictwem
mechanizmow zglaszania i dzialania oraz wewngtrznych systemow rozpatrywania
skarg, o ktorych mowa odpowiednio wart. 14 i17, przez osoby fizyczne lub
podmioty Ilub przez skarzacych czgsto sktadajacych ewidentnie bezzasadne
zgltoszenia lub skargi.

Platformy internetowe oceniaja w poszczegOlnych przypadkach i w sposéb
terminowy i obiektywny oraz z zachowaniem nalezytej starannosci, czy odbiorca,
osoba fizyczna, podmiot lub skarzacy dopuszcza si¢ niewlasciwego korzystania,
o ktérym mowa wust.1 i2, zuwzglednieniem wszystkich istotnych faktow
I okolicznos$ci wynikajacych z informacji dostepnych platformie internetowe;.
Okoliczno$ci takie obejmujg co najmniej:

a) liczb¢ bezwzgledng przekazanych w ciggu ostatniego roku ewidentnie
nielegalnych tresci lub ewidentnie bezzasadnych zgtoszen lub skarg;

b)  wzgledny stosunek takiej liczby do catkowitej liczby informacji lub zgtoszen
przekazanych w ciggu ostatniego roku;

C)  powage niewlasciwego korzystania i jego konsekwencje;
d)  zamiar odbiorcy, osoby fizycznej, podmiotu lub skarzacego.

Platformy internetowe jasno i szczegotowo okreslaja w warunkach Kkorzystania
z ustug swoja polityke dotyczaca niewtasciwego korzystania, o ktdrym mowa
wust. 1 i2, wtym w odniesieniu do faktow i okolicznosci, ktore uwzgledniajg przy
ocenie tego, czy dana praktyka stanowi niewlasciwe korzystanie, oraz w odniesieniu
do okresu zawieszenia.

Artykut 21
Zawiadomienie 0 podejrzeniu popefnienia przestepstwa

W przypadku gdy platforma internetowa powezmie jakiekolwiek informacje dajace
podstawe do podejrzenia popetlienia lub prawdopodobienstwa popelnienia
powaznego przestgpstwa, ktére moze stanowi¢ zagrozenie dla zZycia lub
bezpieczenstwa 0s0b, natychmiast informuje o swoich podejrzeniach organy $cigania
lub organy wymiaru sprawiedliwo$ci zainteresowanych panstw czlonkowskich
I przekazuje wszystkie dostgpne informacje na ten temat.

W przypadku gdy platforma internetowa nie moze =z dostateczng pewnoS$cia
zidentyfikowa¢ zainteresowanego panstwa czlonkowskiego, informuje organy
scigania panstwa czlonkowskiego, w ktorym ma siedzib¢ lub przedstawiciela
prawnego, lub Europol.

Do celow niniejszego artykulu zainteresowanym panstwem cztonkowskim jest
panstwo  cztonkowskie, = wktorym  podejrzewa  si¢  popelnienie  lub
prawdopodobienstwo popetnienia przestepstwa, lub panstwo cztonkowskie,
w ktorym przebywa lub znajduje si¢ osoba podejrzana o popetnienie przestgpstwa,
lub panstwo cztonkowskie, w ktorym przebywa lub znajduje si¢ domniemana ofiara
takiego przestepstwa.
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Artykut 22
Identyfikowalnos¢ przedsiebiorcow

1. W przypadku gdy platforma internetowa umozliwia konsumentom zawieranie
Z przedsigcbiorcami umow na odleglos¢, zapewnia, aby przedsiebiorcy mogli
korzysta¢ zjej ushug jedynie w celu propagowania wiadomosci o produktach lub
ustugach lub oferowania ustug lub produktow konsumentom znajdujgcym si¢ w Unii,
jezeli przed takim skorzystaniem platforma internetowa pozyskata nastepujace
informacje:

a)  imig¢ i nazwisko lub nazwe, adres, numer telefonu i adres poczty elektronicznej
przedsigbiorcy;

b) kopi¢ dokumentu tozsamo$ci przedsigbiorcy lub jakakolwiek inng
identyfikacj¢ elektroniczng w rozumieniu art. 3 rozporzadzenia Parlamentu
Europejskiego i Rady (UE) nr 910/2014°;

c) dane rachunku bankowego przedsigbiorcy, jezeli przedsigbiorca jest osoba
fizyczna;

d)  imie i nazwisko lub nazwe, adres, numer telefonu i adres poczty elektronicznej
podmiotu gospodarczego w rozumieniu art. 3 pkt 13 iart. 4 rozporzadzenia
Parlamentu Europejskiego i Rady (UE) 2019/1020°" lub wszelkich stosownych
aktow prawa Unii;

e) w przypadku gdy przedsigbiorca jest wpisany do rejestru handlowego lub
podobnego rejestru publicznego — rejestr handlowy, w ktérym przedsigbiorca
jest wpisany, oraz jego numer rejestracyjny lub rownowazne Srodki
pozwalajgce na ustalenie tozsamosci znajdujace si¢ w rejestrze;

f)  wlasne poswiadczenie przedsigbiorcy, w ktorym zobowigzuje si¢ on do
oferowania wylacznie produktow lub ushug zgodnych z majacymi
zastosowanie przepisami prawa Unii.

2. Po otrzymaniu tych informacji platforma internetowa podejmuje rozsadne dziatania
w celu oceny, czy informacje, o ktorych mowa w ust. 1 lit. a), d) i e), s3 wiarygodne,
korzystajac z wszelkich ogdlnodostepnych oficjalnych internetowych baz danych lub
interfejsow internetowych udostepnianych przez panstwa czlonkowskie lub Unig¢ lub
zwracajac si¢ do przedsigbiorcy o przekazanie dokumentow potwierdzajacych
pochodzacych z wiarygodnych Zrodet.

3. W przypadku uzyskania przez platformg¢ internetowa informacji wskazujacych, ze
ktorakolwiek z informacji, o ktérych mowa wust. 1, przekazanych przez
zainteresowanego przedsigbiorce jest nieprawidlowa lub niekompletna, platforma
zada, aby przedsigbiorca niezwtocznie lub w terminie okreslonym w prawie Unii lub
prawie krajowym poprawit takie informacje, o ile jest to konieczne do zapewnienia,
aby wszystkie informacje byly prawidtowe i kompletne.

*Rozporzadzenie Parlamentu Europejskiego i Rady (UE) nr910/2014 zdnia 23 lipca 2014 r. w sprawie
identyfikacji elektronicznej iustug zaufania w odniesieniu do transakcji elektronicznych na rynku
wewngetrznym oraz uchylajace dyrektywe 1999/93/WE.

*'Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2019/1020 z dnia 20 czerwca 2019 r. w sprawie
nadzoru rynku i zgodnosci produktoéw oraz zmieniajace dyrektywe 2004/42/WE oraz rozporzadzenia (WE)
nr 765/2008 i (UE) nr 305/2011 (Dz.U. L 169 z 25.6.2019, s. 1).
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Jezeli przedsigbiorca nie poprawi lub nie uzupeini takich informacji, platforma
internctowa zawiesza $wiadczenie ushug na rzecz tego przedsigbiorcy do czasu
wypetnienia zadania.

Platforma internetowa przechowuje informacje pozyskane zgodnie zust.1 i2
w sposéb bezpieczny przez okres trwania stosunku umownego z zainteresowanym
przedsigbiorcg. Po zakonczeniu tego okresu platforma usuwa te informacije.

Nie naruszajac przepisow ust. 2, platforma ujawnia wspomniane informacje osobom
trzecim jedynie wowczas, gdy jest to wymagane zgodnie z majagcym zastosowanie
prawem, w tym z nakazami, o ktérych mowa w art. 9, a takze wszelkimi nakazami
wydanymi przez wilasciwe organy panstw cztonkowskich lub Komisje do celow
wykonywania ich zadan na podstawie niniejszego rozporzadzenia.

Platforma internetowa udostepnia odbiorcom ustugi informacje, o ktérych mowa
w ust. 1 lit. @), d) e) i f), w sposob jasny, fatwo dostepny i zrozumiaty.

Platforma internetowa projektuje iorganizuje swoj interfejs internetowy w taki
sposob, aby umozliwi¢ przedsigbiorcom wypeknianie obowigzkéw dotyczacych
informacji przed zawarciem umowy iinformacji na temat bezpieczenstwa
produktow, wynikajacych z majacego zastosowanie prawa Unii.

Artykut 23

Obowiqgzki sprawozdawcze w zakresie przejrzystosci spoczywajqce na dostawcach platform

internetowych

Oprocz informacji, o ktérych mowa w art. 13, platformy internetowe zawieraja
w sprawozdaniach, o ktérych mowa w tym artykule, nast¢pujace informacje:

a)  liczbg sporéw przekazanych do organdow pozasgdowego rozstrzygania sporow,
o0 ktorych mowa w art. 18, wyniki rozstrzygnigcia tych sporow oraz $redni czas
potrzebny na przeprowadzenie postepowania w zakresie rozstrzygania sporow;

b) liczb¢ przypadkow zawieszenia $wiadczenia ustug na podstawie art. 20
Z podzialem na zawieszenia dokonane w zwigzku =z przekazywaniem
ewidentnie nielegalnych tresci, sktadaniem ewidentnie bezzasadnych zgtoszen
oraz sktadaniem ewidentnie bezzasadnych skarg;

c)  wszelkie przypadki wykorzystania zautomatyzowanych srodkow do celow
moderowania tresci, w tym wyszczegolnienie konkretnych celow, wskaznikow
precyzji zautomatyzowanych $rodkéw w osigganiu tych celow oraz
zastosowanych zabezpieczen.

Platformy internetowe publikuja co najmniej raz na sze$¢ miesigcy informacje na
temat Sredniej liczby aktywnych odbiorcéw ustugi miesiecznie w kazdym panstwie
cztonkowskim, obliczonej jako $rednia liczba w okresie poprzednich szeSciu
miesiecy, zgodnie z metodyka okreslong w aktach delegowanych przyjetych na
podstawie art. 25 ust. 2.

Platformy internetowe przekazuja koordynatorowi ds. ustug cyfrowych miejsca
siedziby — na jego wniosek — informacje, o ktérych mowa w ust. 2, zaktualizowane
do chwili zlozenia takiego wniosku. Koordynator ds. ustug cyfrowych moze zazadac,
aby platforma internetowa przedstawila dodatkowe informacje dotyczace obliczenia,
o ktorym mowa w tym ustepie, W tym wyjasnienia i uzasadnienie odno$nie do
wykorzystanych danych. Informacje te nie moga zawiera¢ danych osobowych.
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Komisja moze przyja¢ akty wykonawcze w celu ustanowienia wzorow okreslajacych
forme, tre$¢ 1 inne szczegoty sprawozdan zgodnie z ust. 1.

Artykut 24
Przejrzystos¢ reklam internetowych

Platformy internetowe, ktore wyswietlaja reklamy na swoich interfejsach internetowych,
zapewniaja, aby odbiorcy ustugi — W odniesieniu do kazdej konkretnej reklamy wyswietlonej
kazdemu poszczegdlnemu odbiorcy — byli w stanie w sposéb jasny i jednoznaczny oraz
W czasie rzeczywistym wskazac:

a)

c)

ze wyswietlone informacje sg reklama;
osobe fizyczng lub prawng, w imieniu ktorej reklama jest wyswietlana;

znaczace informacje na temat gldownych parametrow wykorzystanych do okreslenia
odbiorcy, ktoremu reklama jest wyswietlana.

SEKCJA 4
DODATKOWE OBOWIAZKI W ZAKRESIE ZARZADZANIA RYZYKIEM
SYSTEMOWYM PRZEZ BARDZO DUZE PLATFORMY INTERNETOWE

Artykut 25
Bardzo duze platformy internetowe

Niniejsza sekcja ma zastosowanie do platform internetowych, ktore $wiadcza ustugi
na rzecz $redniej liczby aktywnych odbiorcow ustugi w Unii miesi¢cznie wynoszacej
co najmniej 45 min os6b, obliczonej zgodnie z metodyka okreslong w aktach
delegowanych, o ktérych mowa w ust. 3.

Komisja przyjmuje akty delegowane zgodnie z art. 69 w celu dostosowania $rednie;j
liczby odbiorcéw ustugi w Unii miesiecznie, o ktérej mowa w ust. 1, w przypadku
gdy populacja Unii zmaleje lub wzro$nie o co najmniej 5% w porownaniu
z populacjg w 2020 r. lub, po dostosowaniu tej liczby na mocy aktu delegowanego,
w poréwnaniu z populacja w roku, w ktorym przyjeto najnowszy akt delegowany.
W takim przypadku Komisja dostosowuje t¢ liczbe w taki sposdb, aby odpowiadata
ona 10 % populacji Unii w roku, w ktorym Komisja przyjeta akt delegowany,
w zaokragleniu w gore lub w dot, tak aby liczba ta byta wyrazona w milionach.

Komisja przyjmuje akty delegowane zgodnie z art. 69 po konsultacji z Rada, aby
okresli¢ konkretng metodyke obliczania $redniej liczby aktywnych odbiorcéw ustugi
w Unii miesigcznie do celow ust. 1. Metodyka powinna okreslaé¢ w szczegdlnosci
sposob ustalenia wielkosci populacji Unii oraz kryteria, na podstawie ktorych okresla
si¢ $rednig liczbe aktywnych odbiorcéw uslugi  w Unii  miesigcznie,
Z uwzglednieniem réznych kryteriow dostgpnosci.

Koordynator ds. ustug cyfrowych miejsca siedziby weryfikuje co najmniej raz na
szes¢ miesigcy, czy w przypadku platformy internetowej podlegajace; jego
jurysdykcji $rednia liczba aktywnych odbiorcow ustugi w Unii miesigcznie jest
rowna liczbie wskazanej wust. 1 lub wyzsza od tej liczby. Na podstawie tej
weryfikacji koordynator przyjmuje decyzj¢ o uznaniu danej platformy internetowej
za bardzo duza platforme internetowg do celow niniejszego rozporzadzenia lub
0 zaprzestaniu uznawania jej za taka platforme i niezwlocznie przekazuje t¢ decyzje
odnosnej platformie internetowej i Komisji.
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Komisja zapewnia, aby wykaz platform uznanych za bardzo duze platformy
internetowe byt publikowany w Dzienniku Urzedowym Unii Europejskiej, oraz
aktualizuje ten wykaz. Obowigzki okreslone w niniejszej sekcji maja zastosowanie
lub przestaja mie¢ zastosowanie do odnosnych bardzo duzych platform
internetowych w terminie czterech miesi¢cy od publikacji wykazu.

Artykut 26
Ocena ryzyka

Poczawszy od daty rozpoczecia stosowania, o ktorej mowa w art. 25 ust. 4 akapit
drugi, co najmniej raz w roku bardzo duze platformy internetowe okreslaja, analizuja
i oceniajg wszelkie znaczace ryzyko systemowe wynikajace z funkcjonowania ich
ustug i korzystania z nich w Unii. Taka ocena ryzyka musi odzwierciedla¢ specyfike
ich ustug 1 uwzglednia¢ nastepujace rodzaje ryzyka systemowego:

a)  ryzyko rozpowszechniania nielegalnych tresci za posrednictwem ich ustug;

b) ryzyko wszelkich negatywnych skutkbw dla wykonywania praw
podstawowych dotyczacych poszanowania zycia prywatnego irodzinnego,
wolnosci wypowiedzi i informacji, zakazu dyskryminacji oraz praw dziecka,
zapisanych odpowiednio w art. 7, 11, 21 i 24 Karty;

C) ryzyko zamierzonej manipulacji ich ustugi, wtym za pomocg falszywego
korzystania zushugi lub zautomatyzowanego wykorzystywania ustugi,
majacego faktyczne Ilub przewidywane negatywne skutki dla zdrowia
publicznego, matoletnich, dyskursu publicznego lub faktyczne lub
przewidywane skutki w odniesieniu do procesow wyborczych i bezpieczenstwa
publicznego.

Przeprowadzajac ocen¢ ryzyka, bardzo duze platformy internetowe uwzgledniaja
W szczeglOlnosci  wplyw swoich systemow moderowania tresci, systemow
rekomendacji oraz systemow wyboru i wy$wietlania reklam na jakikolwiek rodzaj
ryzyka systemowego, o ktorym mowa wust. 1, wtym na potencjalnie szybkie
i szerokie rozpowszechnienie nielegalnych tresci i informacji, ktoére sa niezgodne
z ich warunkami korzystania z ustug.

Artykut 27
Zmniejszanie ryzyka

Bardzo duze platformy internetowe wprowadzaja rozsadne, proporcjonalne
i skuteczne $rodki zmniejszajace ryzyko, dopasowane do konkretnego ryzyka
systemowego zidentyfikowanego na podstawie art. 26. W stosownych przypadkach
takie srodki moga obejmowac:

a)  dostosowanie systemOw moderowania tresci i SystemOw rekomendacji,
procesOw podejmowania decyzji tych platform, cech lub funkcjonowania ich
ustug lub ich warunkéw korzystania z ushug;

b)  ukierunkowane $rodki majgce na celu ograniczenie wyswietlania reklam
w zwiazku z ushuga $wiadczong przez te platformy;

C)  wzmocnienie wewngtrznych proceséw lub nadzoru nad wszelkimi swoimi
dziataniami, w szczeg6lnosci w zakresie wykrywania ryzyka systemowego;

d) inicjowanie lub dostosowanic wspolpracy zzaufanymi podmiotami
sygnalizujacymi zgodnie z art. 19;
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e)  inicjowanie lub dostosowanie wspotpracy z innymi platformami internetowymi
za pomocg kodekséw postepowania i protokotéw kryzysowych, o ktorych
mowa odpowiednio w art. 351 37.

Rada, we wspotpracy z Komisjg, raz w roku publikuje kompleksowe sprawozdania
zawierajace nastgpujace elementy:

a) identyfikacje iocene najwaznicjszego 1ipowtarzajgcego si¢  ryzyka
systemowego zgloszonego przez bardzo duze platformy internetowe lub
zidentyfikowanego na podstawie innych zrodet informacji, w szczegdlnosci
tych przekazanych zgodnie z art. 31 i 33;

b)  najlepsze praktyki bardzo duzych platform internetowych w zakresie
zmniejszania zidentyfikowanego ryzyka systemowego.

Komisja, we wspotpracy z koordynatorami ds. ustug cyfrowych, moze sporzadzaé
ogbélne wytyczne dotyczace stosowania ust. 1 w odniesieniu do konkretnych
rodzajow ryzyka, w szczegoélnosci w celu przedstawienia najlepszych praktyk
I zalecenia mozliwych $rodkéw, znalezytym uwzglednieniem mozliwych
konsekwencji tych $rodkow dla zapisanych w Karcie praw podstawowych
wszystkich zainteresowanych stron. W trakcie prac nad tymi wytycznymi Komisja
organizuje konsultacje publiczne.

Artykut 28
Niezalezny audyt

Bardzo duze platformy internetowe na wlasny koszt co najmniej raz w roku poddaja
si¢ audytom, ktérych celem jest ocena zgodnosci z:

a)  obowigzkami okre§lonymi w rozdziale IlI;

b)  wszelkimi zobowigzaniami podjetymi na podstawie kodeksow postgpowania,
o0 ktérych mowa w art. 35 i 36, oraz protokotéw kryzysowych, o ktérych mowa
wart. 37.

Audyty przeprowadzane zgodnie z ust. 1 przeprowadzajg organizacje, ktore:
a)  dzialajg niezaleznie od odnosnej bardzo duzej platformy internetowe;j;

b)  dysponujg potwierdzong wiedzg ekspercka w obszarze zarzadzania ryzykiem
oraz kompetencjami i mozliwosciami technicznymi;

C) stosujg potwierdzone zasady obiektywizmu ietyki zawodowej, oparte
W szczeg6lno$ci na stosowaniu si¢ do kodeksow zawodowych lub
odpowiednich norm.

Organizacje, ktore przeprowadzaja audyty, przygotowuja w odniesieniu do kazdego
audytu sprawozdanie z audytu. Sprawozdanie to ma forme pisemng i zawiera cO
najmniej nastepujace informacje:

a)  nazwe, adres i punkt kontaktowy bardzo duzej platformy internetowej objetej
audytem oraz okres, ktorego audyt dotyczy;

b)  nazwe i adres organizacji przeprowadzajacej audyt;

c) opis poszczegblnych elementdw poddanych audytowi oraz zastosowanej
metodyki;

d)  opis gtdwnych wnioskow wyciagnietych z audytu;
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e)  opini¢ audytowa dotyczaca tego, czy bardzo duza platforma internetowa objeta
audytem wypetnia obowiazki i zobowigzania, o ktérych mowa w ust. 1, ktora
to opinia moze by¢ pozytywna, pozytywna z uwagami albo negatywna;

f) w przypadku wydania opinii audytowej innej niz pozytywna — zalecenia
operacyjne dotyczace konkretnych $rodkéw umozliwiajacych zapewnienie
zgodnosci.

Bardzo duze platformy internetowe, ktore otrzymujg sprawozdanie z audytu
z wynikiem innym niz pozytywny, nalezycie uwzgledniajg skierowane do nich
zalecenia operacyjne w celu wprowadzenia Srodkow niezbednych do wdrozenia tych
zalecen. Wspomniane platformy w ciggu jednego miesigca od otrzymania tych
zalecen przyjmuja sprawozdanie z wdrazania audytu, w ktorym okreslaja
wprowadzone S$rodki. Jezeli platformy nie wdroza zalecen operacyjnych,
przedstawiaja w sprawozdaniu z wdrazania audytu powody, dla ktérych nie
wdrozyly tych zalecen, oraz okre$laja ewentualne $rodki alternatywne, ktore
wdrozyly w celu zaradzenia wszelkim zidentyfikowanym przypadkom braku
zgodnosci.

Artykut 29
System rekomendacji

Bardzo duze platformy internetowe, ktore korzystaja z systemow rekomendacji,
W sposOb jasny, dostepny itatwo zrozumialy okreslaja w swoich warunkach
korzystania z ustug gléwne parametry stosowane w ich systemach rekomendacji,
atakze wszelkie ewentualne dostepne opcje modyfikacji tych parametrow przez
odbiorcow ustugi lub wptywu na nie, w tym co najmniej jedng opcje, ktora nie jest
oparta na profilowaniu w rozumieniu art. 4 ust. 4 rozporzadzenia (UE) 2016/679.

W przypadku gdy dostgpnych jest szereg mozliwosci na podstawie ust. 1, bardzo
duze platformy internetowe zapewniajag w swoim interfejsie internetowym fatwo
dostgpng funkcjonalno$¢ umozliwiajaca odbiorcom ustugi wybor i1 modyfikacje
w dowolnym momencie W odniesieniu do kazdego systemu rekomendacji ich
preferowanej opcji okreslajacej kolejnos¢ przedstawianych im informacji.

Artykut 30
Dodatkowa przejrzystosc reklam internetowych

Bardzo duze platformy internetowe, ktore wyswietlaja reklamy na swoich
interfejsach, zbieraja 1udostepniajg za posrednictwem interfejsow programu
aplikacyjnego repozytorium zawierajace informacje, o ktérych mowa w ust. 2, przez
okres do roku po ostatnim wyswietleniu reklamy na ich interfejsach internetowych.
Platformy te zapewniaja, aby w repozytorium nie znalazty si¢ zadne dane osobowe
odbiorcow ustugi, ktérym reklama byta lub mogta by¢ wyswietlana.

Repozytorium to zawiera co najmniej wszystkie nastgpujace informacje:
a)  tres¢ reklamy;

b)  wskazanie osoby fizycznej lub prawnej, w imieniu ktorej reklama jest
wyswietlana;

c)  okres, w ktorym reklama byta wyswietlana;
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d) informacj¢ o tym, czy zamierzano wyswietli¢ reklame konkretnie co najmniej
jednej wskazanej grupie odbiorcow ustugi, ajesli tak — glowne parametry
zastosowane do tego celu;

e) calkowitg liczbe odbiorcow ustugi, do ktéorych reklama dotarta, oraz —
w stosownych przypadkach — zagregowana liczb¢ w przypadku grupy lub grup
odbiorcow, do ktorych reklama byta skierowana.

Artykut 31
Dostep do danych i kontrola danych

Na uzasadniony wniosek koordynatora ds. ustug cyfrowych miejsca siedziby lub
Komisji i w rozsgdnym terminie wskazanym we wniosku bardzo duze platformy
internetowe zapewniaja koordynatorowi lub Komisji dostep do danych, ktore sa
niezbedne do monitorowania ioceny zgodno$ci z niniejszym rozporzadzeniem.
Wspomniany koordynator ds. ustug cyfrowych i Komisja wykorzystujg te dane
jedynie do tych celow.

Na uzasadniony wniosek koordynatora ds. ustug cyfrowych miejsca siedziby lub
Komisji w rozsgdnym terminie wskazanym we wniosku bardzo duze platformy
internetowe zapewniaja dostep do danych zweryfikowanym badaczom, ktérzy
spelniaja wymogi okreSlone w ust. 4 niniejszego artykutu, jedynie do celu
przeprowadzenia badan, ktore przyczynig si¢ do zidentyfikowania i zrozumienia
ryzyka systemowego okreslonego w art. 26 ust. 1.

Bardzo duze platformy internetowe zapewniajg dostep do danych na podstawie ust. 1
i 2 za posrednictwem internetowych baz danych lub, w stosownych przypadkach,
interfejséw programu aplikacyjnego.

Aby zosta¢ zweryfikowanym badaczem, badacz musi by¢ powigzany z instytucjami
akademickimi, dziata¢ niezaleznie od interesow handlowych, dysponowa¢ dowodami
potwierdzajagcymi jego wiedze ekspercka w dziedzinach zwigzanych z badanym
ryzykiem lub w zakresie powigzanych metodyk badawczych, atakze musi
zobowigza¢ si¢ do spelnienia konkretnych wymogoéw dotyczacych bezpieczenstwa
I poufnosci danych w odniesieniu do kazdego wniosku.

Po konsultacji z Rada Komisja przyjmuje akty delegowane okreslajace warunki
techniczne, zgodnie z ktorymi bardzo duze platformy internetowe majg udostepniac
dane zgodnie z ust. 1 i 2, a takze cele, do ktorych dane te mogg by¢ wykorzystywane.
W tych aktach delegowanych okre$la si¢ szczegdlne warunki, na ktorych dane moga
by¢ udostepniane zweryfikowanym badaczom zgodnie z rozporzadzeniem (UE)
2016/679, z uwzglgdnieniem praw i interesOw zainteresowanych bardzo duzych
platform internetowych oraz odbiorcow danej ustugi, w tym ochrony informacji
poufnych, w szczegolnoséci tajemnic przedsigbiorstwa, oraz przy zachowaniu
bezpieczenstwa ich ustug.

W ciagu 15 dni od otrzymania wniosku, o ktorym mowa w ust. 1 i 2, bardzo duza
platforma internetowa moze zwrdci¢ si¢ do koordynatora ds. ustug cyfrowych
miejsca siedziby lub, w stosownych przypadkach, do Komisji 0 zmian¢ wniosku,
jezeli uzna, ze nie jest w Stanie udzieli¢ dostgpu do zadanych danych z jednego
Z dwéch nastgpujacych powodow:

a)  platforma ta nie ma dostgpu do danych;
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b)  udzielenie dostepu do danych doprowadzi do znacznych podatnosci w zakresie
bezpieczenstwa ustug $wiadczonych przez te platforme lub ochrony informacji
poufnych, w szczegdlnosci tajemnic przedsigbiorstwa.

Whioski 0 zmiang¢ zgodnie z ust. 6 lit. b) zawierajg propozycje co najmniej jednego
srodka alternatywnego, za pomocg ktérego mozna udzieli¢ dostepu do zadanych
danych lub innych danych, ktére sg odpowiednie i wystarczajgce do celow wniosku.

Koordynator ds. ustug cyfrowych miejsca siedziby lub Komisja podejmuja decyzj¢
w sprawie wniosku 0 zmiane w ciggu 15 dni iinformujg bardzo duzag platforme
internetowa o swojej decyzji, a w stosownych przypadkach przekazuja jej zmieniony
wniosek wraz z nowym terminem wyznaczonym na zastosowanie si¢ do wniosku.

Artykut 32
Pracownicy ds. zgodnosci z prawem

Bardzo duze platformy internetowe wyznaczaja co najmniej jednego pracownika ds.
zgodnosci z prawem odpowiedzialnego za monitorowanie ich zgodnoS$ci
Z niniejszym rozporzadzeniem.

Bardzo duze platformy internetowe wyznaczaja na pracownikdéw ds. zgodnoS$ci
zprawem wyltacznie osoby, ktore maja kwalifikacje zawodowe, wiedze,
doswiadczenie iumiej¢tnosci niezbedne do wykonywania zadan, o ktérych mowa
wust. 3. Pracownik ds. zgodno$ci zprawem moze by¢ czlonkiem personelu
odno$nej bardzo duzej platformy internetowej albo moze wykonywac te zadania na
podstawie umowy zawartej z taka platforma.

Zadania pracownikow ds. zgodno$ci z prawem sg nastepujace:

a)  wspolpraca z koordynatorem ds. ustug cyfrowych miejsca siedziby i Komisja
do celow niniejszego rozporzadzenia;

b)  organizacja dzialan bardzo duzej platformy internetowej zwigzanych
Z niezaleznym audytem zgodnie z art. 28 oraz nadzor nad tymi dziataniami;

c) przekazywanie informacji i doradzanie kierownictwu i pracownikom bardzo
duzej platformy internetowej w odniesieniu do obowigzkow spoczywajacych
na niej na mocy niniejszego rozporzadzenia;

d) monitorowanie wypelniania przez bardzo duzg platforme¢ internetowa
obowigzkow spoczywajacych na niej na mocy niniejszego rozporzadzenia.

Bardzo duze platformy internetowe wprowadzaja $rodki niezbgdne do zapewnienia,
aby pracownicy ds. zgodnosci z prawem wykonywali swoje zadania w sposob
niezalezny.

Bardzo duze platformy internetowe przekazuja koordynatorom ds. ustug cyfrowych
miejsca siedziby i Komisji imi¢ i nazwisko oraz dane do kontaktu pracownika ds.
zgodnosci z prawem.

Bardzo duze platformy internetowe wspieraja pracownika ds. zgodnosci z prawem
W wykonywaniu jego zadan i zapewniajg mu zasoby niezbedne do odpowiedniego
wykonywania tych zadan. Pracownik ds. zgodnoS$ci z prawem bezposrednio podlega
najwyzszemu kierownictwu platformy.
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Artykut 33

Obowiqgzki sprawozdawcze w zakresie przejrzystosci spoczywajgce na bardzo duzych

platformach internetowych

Bardzo duze platformy internetowe publikujg sprawozdania, o ktérych mowa
w art. 13, w ciggu sze$ciu miesi¢cy od daty rozpoczecia stosowania, o ktdrej mowa
w art. 25 ust. 4, a nastepnie co szes¢ miesiecy.

Oproécz sprawozdan przewidzianych w art. 13 bardzo duze platformy internetowe —
co najmniej raz w roku iw ciggu 30 dni od przyjecia sprawozdania z wdrazania
audytu przewidzianego w art. 28 ust. 4 — udostepniajg publicznie i przekazuja
koordynatorowi ds. ustug cyfrowych miejsca siedziby i Komisji:

a) sprawozdanie zawierajace wyniki oceny ryzyka przeprowadzonej zgodnie
zZ art. 26;

b)  powigzane $rodki zmniejszajace ryzyko zidentyfikowane i wdrozone zgodnie
zart. 27;

c)  sprawozdanie z audytu przewidziane w art. 28 ust. 3;
d)  sprawozdanie z wdrazania audytu przewidziane w art. 28 ust. 4.

W przypadku gdy bardzo duza platforma internetowa uwaza, ze opublikowanie
informacji zgodnie z ust. 2 moze spowodowa¢ ujawnienie informacji poufnych tej
platformy lub odbiorcéw ustugi, prowadzi¢ do znacznych luk w zabezpieczeniach
ustug $wiadczonych przez t¢ platforme, stworzy¢ zagrozenie dla bezpieczenstwa
publicznego lub zaszkodzi¢ odbiorcom, platforma moze usung¢ takie informacje ze
sprawozdania. W takim przypadku platforma ta przekazuje koordynatorowi ds. ustug
cyfrowych miejsca siedziby i Komisji kompletne sprawozdania, ktérym towarzyszy
uzasadnienie usunigcia tych informacji ze sprawozdan udostepnionych publicznie.

SEKCJAS

INNE PRZEPISY DOTYCZACE OBOWIAZKOW W ZAKRESIE NALEZYTEJ

STARANNOSCI

Artykut 34
Normy

Komisja wspiera ipromuje opracowywanie iwdrazanie dobrowolnych norm
branzowych ustanawianych przez odpowiednie europejskie 1 miedzynarodowe
jednostki normalizacyjne co najmniej w odniesieniu do:

a) skladania zgloszen na podstawie art. 14 droga elektroniczng;

b)  skladania zgloszen przez zaufane podmioty sygnalizujace na podstawie art. 19
droga elektroniczng, wtym za posrednictwem interfejsow programu
aplikacyjnego;

c)  specjalnych interfejsow, wtym interfejsow programu aplikacyjnego,
utatwiajacych zapewnienie zgodno$ci z obowigzkami okreslonymi w art. 30
i 31;

d) audytéw bardzo duzych platform internetowych zgodnie z art. 28;

e) interoperacyjnosci repozytoriow reklam, o ktorych mowa w art. 30 ust. 2;
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f)  przekazywania danych migdzy posrednikami reklamowymi w celu wsparcia
realizacji obowigzkow w zakresie przejrzystosci zgodnie z art. 24 lit. b) i ).

Komisja wspiera aktualizowanie norm w swietle rozwoju technologicznego
i zachowania odbiorcow odnos$nych ustug.

Artykut 35
Kodeksy postepowania

Komisja i Rada wspierajg i ulatwiajg opracowywanie na szczeblu unijnym kodeksoéw
postepowania, ktore majg przyczyni¢ si¢ do wilasciwego stosowania niniejszego
rozporzadzenia, uwzgledniajac w szczegdlnosci specyficzne wyzwania zwigzane ze
zwalczaniem roéznych rodzajow nielegalnych tresci i ryzyka systemowego, zgodnie
z przepisami prawa Unii, w szczegolnos$ci dotyczacymi konkurencji i ochrony
danych osobowych.

W przypadku wystapienia znaczacego ryzyka systemowego w rozumieniu art. 26
ust. 1 dotyczacego szeregu bardzo duzych platform internetowych Komisja moze
zaprosi¢ zainteresowane bardzo duze platformy internetowe, inne bardzo duze
platformy internetowe, inne platformy internetowe iinnych dostawcow ustug
posrednich, w stosownych przypadkach, atakze organizacje spoteczenstwa
obywatelskiego iinne zainteresowane strony do udzialu w opracowywaniu
kodeksOw postgpowania, wtym poprzez okre§lenie zobowigzan w zakresie
wprowadzania konkretnych $§rodkéw zmniejszajacych ryzyko, jak réwniez ram
regularnej sprawozdawczosci w zakresie wszelkich wprowadzanych $rodkow i ich
wynikow.

Nadajgc skuteczno$é przepisom ust. 1 i 2, Komisja i Rada dgzg do zapewnienia, aby
kodeksy postepowania zawieraly jasno okreslono cele, kluczowe wskazniki
skutecznos$ci dzialania stuzace do pomiaru stopnia osiggniecia tych celow oraz aby
nalezycie uwzgledniono w nich potrzeby i interesy wszystkich zainteresowanych
stron, wtym obywateli, na szczeblu unijnym. Komisja i Rada dazg réwniez do
zapewnienia, aby uczestnicy regularnie zglaszali Komisji i swoim odpowiednim
koordynatorom ds. ustug cyfrowych miejsca siedziby wszelkie wprowadzone srodki
iich wyniki mierzone w stosunku do kluczowych wskaznikéw skutecznosci
dziatania przewidzianych w tych srodkach.

Komisja i Rada oceniaja, czy kodeksy postepowania spetniaja cele okreslone w ust. 1
i 3, oraz regularnie monitorujg i oceniajg stopien osiggniecia celow tych kodeksow.
Whioski z tych dziatan sg podawane do wiadomosci publiczne;.

Rada regularnie monitoruje iocenia stopien osiggnigcia celdow kodeksow
postepowania,  z uwzglednieniem  ewentualnych  kluczowych  wskaZnikéw
skutecznos$ci dziatania zawartych w tych kodeksach.

Artykut 36
Kodeksy postegpowania w odniesieniu do reklam internetowych

Komisja wspiera i utatwia opracowywanie kodeksow postgpowania na szczeblu
unijnym migdzy platformami internetowymi iinnymi odpowiednimi dostawcami
ustug, takimi jak dostawcy ustug posrednich w zakresie reklam internetowych, lub
organizacjami reprezentujacymi odbiorcoOw ustugi 1organizacjami spoteczenstwa
obywatelskiego lub odpowiednimi organami w celu przyczynienia si¢ do wigkszej
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przejrzystosci reklam internetowych wykraczajacej poza wymogi okreslone w art. 24
i 30.

Komisja dazy do zapewnienia, aby kodeksy postgpowania przyczyniaty si¢ do
skutecznego przekazywania informacji, z pelnym poszanowaniem praw i intereséw
wszystkich zaangazowanych stron, atakze do utworzenia konkurencyjnego,
przejrzystego i sprawiedliwego $rodowiska reklam internetowych zgodnie
Z przepisami prawa unijnego i krajowego, w szczegolnosci dotyczacymi konkurencji
i ochrony danych osobowych. Komisja dazy do zapewnienia, aby w kodeksach
postgpowania uwzgledniono co najmnie;j:

a)  przesylanie informacji bedgcych w posiadaniu dostawcoéw ustug posrednich
w zakresie reklam internetowych odbiorcom ustugi w odniesieniu do
wymogow okreslonych w art. 24 lit. b) i ¢);

b)  przesylanie informacji bedacych w posiadaniu dostawcow ustug posrednich
w zakresie reklam internetowych do repozytoriow zgodnie z art. 30.

Komisja zacheca do opracowania kodeksow postepowania w ciggu jednego roku od
daty rozpoczecia stosowania niniejszego rozporzadzenia oraz do rozpoczecia
stosowania tych kodeksOw nie pdzniej niz w ciggu szesciu miesiecy po tej dacie.

Artykut 37
Protokoly kryzysowe

Rada moze zaleci¢ Komisji zainicjowanie opracowania protokotow kryzysowych
zgodnie zust.2, 3 i4 wcelu przeciwdzialania sytuacjom kryzysowym $cisle
ograniczonym do nadzwyczajnych okolicznosci majacych wptyw na bezpieczenstwo
publiczne lub zdrowie publiczne.

Komisja wspiera i utatwia uczestnictwo bardzo duzych platform internetowych oraz,
w stosownych przypadkach, innych platform internetowych w opracowywaniu,
testowaniu i stosowaniu tych protokotow kryzysowych, z udziatem Komisji, ktore to
dziatania obejmujg co najmniej jeden z nastgpujacych srodkow:

a)  wyswietlanie w widoczny sposéb informacji na temat sytuacji kryzysowej
przekazanych przez organy panstw cztonkowskich lub na szczeblu unijnym;

b)  zapewnienie, aby punkt kontaktowy, o ktorym mowa wart. 10, byt
odpowiedzialny za zarzadzanie kryzysowe;

c) w stosownych przypadkach dostosowanie zasobow przewidzianych na
zapewnienie zgodnosci z obowigzkami okreslonymi w art. 14, 17, 19, 20 i 27
do potrzeb powstatych w wyniku sytuacji kryzysowe.

W proces opracowywania, testowania inadzorowania stosowania protokotow
kryzysowych Komisja moze wlaczyé — w stosownych przypadkach — organy panstw
cztonkowskich oraz organy ijednostki organizacyjne Unii. W stosownych
przypadkach iwrazie potrzeby Komisja moze rdéwniez wiaczy¢é w proces
opracowywania protokotow kryzysowych organizacje spoteczenstwa obywatelskiego
lub inne odpowiednie organizacje.

Komisja dazy do zapewnienia, aby w protokotach kryzysowych jasno okreslono
wszystkie nastepujace elementy:
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a)  konkretne parametry pozwalajace okresli¢c, co stanowi szczegodlne
nadzwyczajne okolicznosci, ktorym protokét kryzysowy ma zaradzi¢, i jakie sg
cele tego protokotu;

b)  role kazdego uczestnika i srodkow, ktore majg zosta¢ wprowadzone w trakcie
przygotowywania i po uruchomieniu protokotu kryzysowego;

C)  jasng procedure okre$lania, kiedy nalezy uruchomi¢ protokot kryzysowy;

d) jasng procedur¢ okre§lania okresu, w ktorym nalezy wprowadzi¢ $rodki
przewidziane do wprowadzenia po uruchomieniu protokotu kryzysowego,
ktore to Srodki sg Scisle ograniczone do tego, co konieczne do zaradzenia
odno$nym konkretnym nadzwyczajnym okoliczno$ciom,;

e) zabezpieczenia pozwalajace zapobiec wszelkim negatywnym skutkom dla
wykonywania praw podstawowych zapisanych w Karcie, w szczegdlno$ci
wolnosci wypowiedzi i informacji oraz prawa do niedyskryminacji;

f)  proces publicznego udostepniania sprawozdan dotyczacych wszelkich
wprowadzonych srodkéw, czasu ich stosowania i ich wynikéw po zakonczeniu
sytuacji kryzysowe;j.

Jezeli Komisja uzna, ze protokot kryzysowy nie pozwala skutecznie zaradzi¢ sytuacji
kryzysowej lub nie zabezpiecza wykonywania praw podstawowych, o ktérym mowa
w ust. 4 lit. e), moze zazadac, aby uczestnicy zmienili protokét kryzysowy, migdzy
innymi wprowadzajac dodatkowe $rodki.

Rozdzial IV
Wdrazanie, wspoélpraca, sankcje i egzekwowanie

SEKCJA L
WELASCIWE ORGANY I KRAJOWI KOORDYNATORZY DS. USLUG CYFROWYCH

Artykut 38
Wiasciwe organy i koordynatorzy ds. ustug cyfrowych

Pafstwa cztonkowskie wyznaczaja co najmniej jeden wlasciwy organ
odpowiedzialny za stosowanie iegzekwowanie niniejszego rozporzadzenia
(,,whasciwy organ”).

Panstwa cztonkowskie wyznaczaja jeden ze swoich wiasciwych organdow na
koordynatora ds. ustug cyfrowych. Koordynator ds. ushug cyfrowych odpowiada za
wszystkie kwestie zwigzane ze stosowaniem iegzekwowaniem niniejszego
rozporzadzenia w danym panstwie cztonkowskim, chyba Ze zainteresowane panstwo
cztonkowskie przydzielito niektore szczegdlne zadania lub sektory innym
wilasciwym organom. Koordynator ds. ustlug cyfrowych w kazdym wypadku
odpowiada za zapewnienie na szczeblu krajowym koordynacji w zakresie tych
kwestii, atakze za przyczynianie si¢ do skutecznego i Spdjnego stosowania
I egzekwowania niniejszego rozporzadzenia w catej Unii.

W tym celu koordynatorzy ds. ustug cyfrowych wspotpracuja ze sobg, z innymi
wlasciwymi organami krajowymi, z Rada iKomisja, bez uszczerbku dla
przyshugujacej panstwom czlonkowskim mozliwosci prowadzenia regularnej
wymiany opinii  z innymi organami, w stosownych przypadkach, w celu
wykonywania zadan tych innych organéw oraz koordynatora ds. ustug cyfrowych.
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W przypadku gdy panstwo cztonkowskie oprocz koordynatora ds. ustug cyfrowych
wyznaczy wigcej wlasciwych organdéw niz jeden, wowczas panstwo to zapewnia, aby
odpowiednie zadania tych organdw i koordynatora ds. ustug cyfrowych byly jasno
zdefiniowane oraz aby te organy i koordynator $cisle i skutecznie wspotpracowali ze
sobg podczas wykonywania swoich zadan. Zainteresowane panstwo cztonkowskie
przekazuje Komisji i Radzie nazwe wyznaczonych innych wlasciwych organéw oraz
ich odpowiednie zadania.

Panstwa cztonkowskie wyznaczaja koordynatorow ds. ustug cyfrowych w ciagu
dwodch miesiecy od daty wej$cia w zycie niniejszego rozporzadzenia.

Panstwa czlonkowskie udostepniajg publicznie oraz przekazuja Komisji i Radzie
nazwe swojego wlasciwego organu wyznaczonego na koordynatora ds. ustug
cyfrowych wraz z jego danymi do kontaktu.

Wymogi majace zastosowanie do koordynatorow ds. ustug cyfrowych okreslone
wart. 39, 40 i41 maja rowniez zastosowanie do wszelkich innych wilasciwych
organOw wyznaczonych przez panstwa cztonkowskie zgodnie z ust. 1.

Artykut 39
Wymogi dotyczgce koordynatorow ds. ustug cyfrowych

Panstwa cztonkowskie zapewniaja, aby koordynatorzy ds. ustug cyfrowych
wykonywali swoje zadania na podstawie niniejszego rozporzadzenia w SpPoOsOb
bezstronny, przejrzysty iterminowy. Panstwa czlonkowskie zapewniaja, aby
koordynatorzy ds. ustug cyfrowych dysponowali odpowiednimi zasobami
technicznymi, finansowymi i ludzkimi w celu wykonywania swoich zadan.

Podczas wypeliania swoich zadan iwykonywania swoich uprawnien zgodnie
Z niniejszym rozporzadzeniem koordynatorzy ds. ustug cyfrowych dziataja w sposob
W pelni niezalezny. Pozostajg oni wolni od jakichkolwiek bezposrednich 1 posrednich
wplywow zewnetrznych, nie zwracaja si¢ do zadnego innego organu publicznego ani
podmiotu prywatnego o instrukcje ani nie przyjmuja takich instrukcji.

Przepisy ust.2 pozostaja bez uszczerbku dla zadan koordynatoréw ds. ustug
cyfrowych  wramach systemu nadzoru iegzekwowania przewidzianego
W niniejszym rozporzadzeniu oraz wspotpracy z innymi wiasciwymi organami
zgodnie z art. 38 ust. 2. Przepisy ust. 2 nie stanowig przeszkody dla prowadzenia
przez zainteresowane organy nadzoru zgodnie z krajowym prawem konstytucyjnym.

Artykut 40
Jurysdykcja

Do celéow rozdziatow I1I 1 IV niniejszego rozporzadzenia jurysdykcje maja panstwa
cztonkowskie, w ktorych znajduje si¢ glowna jednostka organizacyjna dostawcy
ustug posrednich.

Do celéw rozdziatow III 1 IV dostawce ustug posrednich, ktéry nie ma siedziby
w Unii, ale oferuje ustugi w Unii, uznaje si¢ za podlegajacego jurysdykcji panstwa
cztonkowskiego, w ktorym rezyduje lub ma siedzibe jego przedstawiciel prawny.

W przypadku gdy dostawca ustug posrednich nie wyznaczy przedstawiciela
prawnego zgodnie z art. 11, do celow rozdziatow 1111 IV jurysdykcje majg wszystkie

panstwa cztonkowskie. W przypadku gdy panstwo cztonkowskie zdecyduje
0 wykonaniu jurysdykcji na podstawie niniejszego ustepu, informuje o tym
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wszystkie pozostate panstwa czlonkowskie i zapewnia przestrzeganie zasady ne bis
in idem.

Przepisy ust. 1, 2 i 3 nie naruszaja przepiséw art. 50 ust. 4 akapit drugi oraz art. 51
ust. 2 akapit drugi i pozostaja bez uszczerbku dla zadan i uprawnien Komisji na
podstawie sekcji 3.

Artykut 41
Uprawnienia koordynatorow ds. ustug cyfrowych

W przypadku gdy jest to konieczne do wykonywania ich zadan, koordynatorom ds.
ustug cyfrowych przystuguja co najmniej nastgpujace uprawnienia do
przeprowadzania dochodzenia, w odniesieniu do postepowania dostawcow ushug
posrednich podlegajacych jurysdykcji ich panstwa cztonkowskiego:

a)  uprawnienie do wymagania od takich dostawcow, a takze wszelkich innych
osOb dziatajacych w celach zwigzanych zich dziatalnoscia handlowa,
gospodarczg, rzemie$lnicza lub zawodowa, ktore moga w racjonalny sposob
dysponowa¢ informacjami zwigzanymi z podejrzeniem naruszenia niniejszego
rozporzadzenia, w tym od organizacji przeprowadzajacych audyty, o ktérych
mowa w art. 28 iart. 50 ust. 3, udzielenia takich informacji w rozsadnym
terminie;

b)  uprawnienie do prowadzenia kontroli na miejscu we wszelkich obiektach,
ktorych tacy dostawcy lub takie osoby uzywaja do celow zwigzanych z ich
dziatalnoscig handlowa, gospodarcza, rzemie$lniczg lub zawodowa, lub do
zadania tego od innych organdw publicznych w celu zbadania, zajgcia,
wykonania lub uzyskania kopii informacji zwigzanych z podejrzeniem
naruszenia w jakiejkolwiek postaci, niezaleznie od no$nika;

C) uprawnienie do zadania, aby jakikolwiek cztonek personelu lub przedstawiciel
takich dostawcow lub osob ztozyt wyjasnienia w odniesieniu do wszelkich
informacji zwigzanych z podejrzeniem naruszenia oraz do rejestracji
odpowiedzi.

W przypadku gdy jest to konieczne do wykonywania ich zadan, koordynatorom ds.
ustug cyfrowych przystuguja co najmniej nastgpujace uprawnienia egzekucyjne
W odniesieniu do dostawcow ustug posrednich podlegajacych jurysdykcji ich
panstwa czlonkowskiego:

a) uprawnienie do zatwierdzania zobowigzan proponowanych przez takich
dostawcOw  w zwigzku  z przestrzeganiem  przez  nich  niniejszego
rozporzadzenia oraz do nadawania mocy wigzacej takim zobowigzaniom;

b) uprawnienie do nakazywania zaprzestania naruszen i, Ww Stosownych
przypadkach, nakladania §$rodkéw naprawczych proporcjonalnych do
naruszenia i niezb¢dnych do skutecznego potozenia kresu naruszeniu;

c) uprawnienie do nakladania grzywien zgodnie zart.42 za naruszenie
niniejszego rozporzadzenia, wtym za pomocg jakiegokolwiek nakazu
wydanego na podstawie ust. 1;

d) uprawnienie do naktadania okresowych kar pieni¢znych zgodnie z art. 42, aby
zapewni¢ zaniechanie naruszenia zgodnie z nakazem wydanym na podstawie
niniejszego ustgpu lit. b) lub za niewykonanie jakiegokolwiek nakazu
wydanego na podstawie ust. 1;
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e) uprawnienie do przyjmowania $rodkéw tymczasowych, aby zapobiec ryzyku
wyrzadzenia powaznych szkod.

Jezeli chodzi o akapit pierwszy lit.c) i d), koordynatorom ds. ustug cyfrowych
rowniez przystuguja uprawnienia egzekucyjne okreslone wtych literach
w odniesieniu do innych oséb, o ktéorych mowa wust. 1, za niewykonanie
jakiegokolwiek nakazu wydanego wobec nich na podstawie tego ustepu. Moga oni
wykonywa¢ te uprawnienia egzekucyjne wylacznie po przekazaniu takim innym
0sobom z odpowiednim wyprzedzeniem wszystkich informacji zwigzanych z takimi
nakazami, w tym informacji dotyczacych obowigzujacego terminu, grzywien lub
okresowych kar, ktore moga zosta¢ natozone za niewykonanie nakazu, oraz
mozliwos$ci zaskarzenia.

W przypadku gdy jest to konieczne do wykonywania ich zadan, koordynatorom ds.
ustug cyfrowych w odniesieniu do dostawcéw ustug posrednich podlegajacych
jurysdykeji ich panstwa czlonkowskiego — gdy wszystkie inne uprawnienia
przewidziane w niniejszym artykule majace na celu doprowadzenie do zaprzestania
naruszenia zostaly wyczerpane, a naruszenie utrzymuje si¢ i wyrzadza powazne
szkody, ktorych nie mozna unikng¢ w drodze wykonania innych uprawnien
dostgpnych na gruncie prawa Unii lub prawa krajowego — przystuguje uprawnienie
do przyjecia nastgpujacych srodkoéw:

a) wymagania, aby organ zarzadczy dostawcow w rozsadnym terminie zbadat
sytuacj¢, przyjal iprzedtozyt plan dziatania okreslajacy niezbedne s$rodki
majace na celu zaniechanie naruszenia, zapewnit przyjecie takich $rodkéw
przez dostawce i przedtozyt sprawozdanie z przyjetych srodkéw;

b) w przypadku gdy koordynator ds. ustug cyfrowych uzna, ze dostawca nie
spelnil w wystarczajacy sposdb wymogow przewidzianych w tiret pierwszym,
Ze naruszenie utrzymuje si¢ 1 wyrzadza powazne szkody oraz Ze naruszenie
wigze si¢ z powaznym przestepstwem stwarzajagcym zagrozenie dla zycia lub
bezpieczenstwa o0sob — wystgpienia z wnioskiem, aby organ sadowy tego
panstwa czlonkowskiego zarzadzil tymczasowe ograniczenie dostgpu przez
odbiorcow ustugi do ustugi, ktorej dotyczy naruszenie, lub — wylacznie gdy nie
jest to wykonalne z przyczyn technicznych — do interfejsu internetowego
dostawcy ustug posrednich, na ktérym dochodzi do naruszenia.

Koordynator ds. ustug cyfrowych — z wyjatkiem sytuacji, w ktorej dziata na wniosek
Komisji, o ktdrym mowa w art. 65 — przed ztozeniem wniosku, o ktorym mowa
w akapicie pierwszym lit. b) zaprasza zainteresowane strony do sktadania pisemnych
uwag W wyznaczonym terminie nie krétszym niz dwa tygodnie, opisujac $rodki,
0 ktére ma zamiar wnie$¢, 1 okreSlajac zamierzonego adresata lub zamierzonych
adresatow tych srodkéw. Dostawca, zamierzony adresat lub zamierzeni adresaci oraz
jakakolwiek osoba trzecia wykazujaca prawnie uzasadniony interes sg uprawnieni do
udziatu w postgpowaniu przed wlasciwym organem sagdowym. Jakikolwiek nakazany
srodek musi by¢ proporcjonalny do charakteru, powagi, powtarzalnosci i czasu
trwania naruszenia i nie moze ogranicza¢ w nienalezyty sposob dostepu odbiorcow
danej ustugi do zgodnych z prawem informaciji.

Ograniczenie obowigzuje przez cztery tygodnie, z zastrzezeniem mozliwosci, ktora
dysponuje wiasciwy organ sadowy 1ktora polega na umozliwieniu za pomoca
wydanego nakazu koordynatorowi ds. ustug cyfrowych przedtuzenia tego okresu
0 kolejne okresy tej samej dtugosci, z zastrzezeniem maksymalnej liczby przediuzen
okreslonej przez ten organ sagdowy. Koordynator ds. ustug cyfrowych przedtuza taki
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okres wylacznie wowczas, gdy uzna, ze uwzgledniajagc prawa i interesy wszystkich
stron, ktorych dotyczy ograniczenie, oraz wszystkie majace znaczenie okolicznosci,
w tym wszelkie informacje, jakie moga mu przekaza¢ dostawca, adresat lub adresaci
oraz jakakolwiek inna osoba trzecia, ktéra wykazata prawnie uzasadniony interes,
spelnione zostaty oba ponizsze warunki:

a)  dostawca nie przyjat niezbednych srodkéw w celu zaniechania naruszenia;

b) tymczasowe ograniczenie nie ogranicza W nienalezyty sposob dostepu
odbiorcow ustugi do zgodnych z prawem informacji, biorgc pod uwage liczbe
odbiorcow, ktérych ograniczenie dotyczy, oraz to, czy istniejg jakiekolwiek
odpowiednie i tatwo dost¢pne rozwigzania alternatywne.

Jezeli koordynator ds. ustug cyfrowych uzna, ze oba warunki zostaty spetnione, lecz
nie moze dokona¢ kolejnego przedtuzenia okresu na podstawie akapitu trzeciego,
sktada nowy wniosek do wlasciwego organu sgdowego, o ktdrym mowa w akapicie
pierwszym lit. b).

Uprawnienia wymienione w ust. 1, 2 i 3 nie naruszajg przepisow sekcji 3.

Srodki przyjete przez koordynatoréw ds. ustug cyfrowych w wykonaniu uprawnien
wymienionych wust. 1, 2 i 3 muszg by¢ skuteczne, odstraszajace i proporcjonalne,
biorgc pod uwage w szczegolnosci charakter, powage, powtarzalnos$¢ i czas trwania
naruszenia lub podejrzenia naruszenia, ktorego dotycza te srodki, a w stosownych
przypadkach takze zdolno$¢ ekonomiczng, techniczng 1 operacyjng dostawcy
okreslonych ustug posrednich.

Panstwa czlonkowskie zapewniaja, aby kazde wykonanie uprawnien okreslonych
w ust. 1, 2 i 3 podlegato odpowiednim zabezpieczeniom przewidzianym w majgcym
zastosowanie prawie krajowym zgodnie z Kartg oraz z ogélnymi zasadami prawa
Unii. W szczegdlnosci takie srodki przyjmuje si¢ wylgcznie w zgodnosci z prawem
do poszanowania zycia prywatnego i prawem do obrony, w tym z prawem do bycia
wysluchanym 1 prawem dostgpu do akt, oraz z zastrzezeniem prawa do skutecznego
srodka prawnego przystugujacych wszystkim stronom, ktorych srodki dotycza.

Artykut 42
Kary

Panstwa czlonkowskie ustanawiajg przepisy dotyczace kar majacych zastosowanie
w przypadku naruszen niniejszego rozporzadzenia przez dostawcow ustug
posrednich podlegajacych ich jurysdykcji oraz przyjmujg wszelkie srodki niezbgdne
do zapewnienia ich wdroZenia zgodnie z art. 41.

Kary muszg by¢ skuteczne, proporcjonalne i odstraszajgce. Panstwa cztonkowskie
powiadamiaja Komisje otych przepisach i srodkach, atakze niezwlocznie
powiadamiajg jg o wszelkich pozniejszych zmianach majacych na nie wptyw.

Panstwa czltonkowskie zapewniaja, aby maksymalna warto$¢ kar natozonych za
uchybienie obowigzkom przewidzianym w niniejszym rozporzadzeniu nie
przekraczala 6 % rocznego przychodu lub obrotu danego dostawcy ustug posrednich.
Kary za udzielenie nieprawidlowych, niekompletnych lub wprowadzajacych w btad
informacji, nieudzielenie odpowiedzi lub niepoprawienie nieprawidlowych Iub
wprowadzajacych w btad informacji oraz niepoddanie si¢ kontroli na miejscu nie
przekraczaja 1 % rocznego przychodu lub obrotu danego dostawcy.
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4. Panstwa cztonkowskie zapewniaja, aby maksymalna warto§¢ okresowej kary
pieni¢znej nie przekraczata 5 % $redniego dziennego obrotu danego dostawcy ustug
posrednich w poprzednim roku obrotowym w ujeciu rok do roku, liczonego
poczawszy od daty wskazanej w odnosnej decyzji.

Artykut 43
Prawo do wniesienia skargi

Odbiorcom ustugi przystuguje prawo do wniesienia skargi na dostawcéw uslug posrednich
W zwigzku z domniemanym naruszeniem niniejszego rozporzadzenia do koordynatora ds.
ustug cyfrowych panstwa cztonkowskiego, w ktorym odbiorca zamieszkuje lub ma siedzibg.
Koordynator ds. ustug cyfrowych dokonuje oceny skargi i, w stosownych przypadkach,
przekazuje ja koordynatorowi ds. ustug cyfrowych miejsca siedziby. Jezeli skarga podlega
kompetencji innego wiasciwego organu w jego panstwie czlonkowskim, koordynator ds.
ustug cyfrowych otrzymujacy skarge przekazuje ja temu organowi.

Artykut 44
Sprawozdania z dziatalnosci

1. Koordynatorzy ds. ustug cyfrowych sporzadzaja sprawozdanie roczne ze swojej
dziatalnosci na podstawie niniejszego rozporzadzenia. Podaja takie sprawozdania
roczne do wiadomosci publicznej oraz przekazuja je Komisji i Radzie.

2. Sprawozdanie roczne zawiera co najmniej nast¢pujace informacje:

a)  liczbe i przedmiot nakazow podjecia dziatan przeciwko nielegalnym tresciom
oraz nakazow udzielenia informacji wydanych zgodnie zart.8 i9 przez
krajowy organ sagdowy lub administracyjny w panstwie cztonkowskim danego
koordynatora ds. ustug cyfrowych;

b)  skutek tych nakazow, zgodnie z informacjg przekazang koordynatorowi ds.
ustug cyfrowych na podstawie art. 8 i 9.

3. Jezeli panstwo cztonkowskie wyznaczylo kilka wtasciwych organdow na podstawie
art. 38, zapewnia, aby koordynator ds. uslug cyfrowych sporzadzit jedno
sprawozdanie obejmujace dziatalno$¢ wszystkich wiasciwych organdow oraz aby
koordynator ds. ustug cyfrowych otrzymal wszystkie niezbedne w tym celu
informacje oraz wsparcie od innych odnosnych wtasciwych organow.

Artykut 45
Wspotpraca transgraniczna miedzy koordynatorami ds. ustug cyfrowych

1. Jezeli koordynator ds. ustug cyfrowych ma podstawy, aby podejrzewac, ze dostawca
ustugi posredniej niepodlegajacy jurysdykcji danego panstwa czlonkowskiego
naruszyt niniejsze rozporzadzenie, zwraca si¢ do koordynatora ds. ustug cyfrowych
miejsca siedziby z wnioskiem o dokonanie oceny sprawy oraz przyjecie niezbgdnych
srodkow  dochodzeniowych 1 egzekucyjnych celem zapewnienia zgodnoSci
Z niniejszym rozporzadzeniem.

Jezeli Rada ma podstawy, aby podejrzewac, ze dostawca ustug posrednich naruszyt
niniejsze rozporzadzenie w sposéb dotyczacy co najmniej trzech panstw
cztonkowskich, moze skierowa¢ do koordynatora ds. uslug cyfrowych miejsca
siedziby zalecenie dokonania oceny sprawy oraz przyjecia niezbednych srodkéw
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dochodzeniowych i egzekucyjnych celem zapewnienia zgodnosci z niniejszym
rozporzadzeniem.

Whiosek lub zalecenie, o ktérych mowa w ust. 1, muszg zawiera¢ co najmnie;j:

a) informacje na temat punktu kontaktowego danego dostawcy ustug posrednich,
0 ktoérym to punkcie mowa w art. 10;

b)  opis stanu faktycznego, odno$ne przepisy niniejszego rozporzadzenia oraz
powody, dla ktéorych koordynator ds. ustug cyfrowych, ktory skierowat
wniosek, lub Rada podejrzewa, ze dostawca naruszyl niniejsze rozporzadzenie;

c) jakiekolwiek inne informacje, ktore koordynator ds. ustug cyfrowych, ktory
skierowal wniosek, lub Rada uznaje za adekwatne, wtym w stosownych
przypadkach informacje zgromadzone z wiasnej inicjatywy Iub sugestie
dotyczace przyjecia  konkretnych  $rodkéw  dochodzeniowych  lub
egzekucyjnych, w tym srodkow tymczasowych.

Koordynator ds. ustug cyfrowych miejsca siedziby uwzglednia w najwigkszym
mozliwym stopniu wniosek lub zalecenie, o ktérych mowa w ust. 1. Jezeli stwierdzi,
ze dysponuje niewystarczajagcymi informacjami, aby uwzgledni¢ wniosek lub
zalecenie, oraz ze ma podstawy, aby uznaé, ze koordynator ds. ustug cyfrowych,
ktéry skierowat wniosek, lub Rada moglyby przekaza¢ dodatkowe informacje, moze
wnies$¢ o takie informacje. Bieg terminu okreslonego w ust. 4 ulega zawieszeniu do
czasu udzielenia takich dodatkowych informaciji.

Koordynator ds. ustug cyfrowych miejsca siedziby, bez zbednej zwtoki 1 w kazdym
wypadku nie pézniej niz w terminie dwoch miesiecy od otrzymania wniosku lub
zalecenia, przekazuje koordynatorowi ds. ustug cyfrowych, ktory skierowat wniosek,
lub Radzie swoja ocen¢ podejrzenia naruszenia lub, w stosownych przypadkach,
ocen¢ jakiegokolwiek innego wlasciwego organu na podstawie prawa krajowego
oraz wyjasnienie dotyczace jakichkolwiek §rodkow dochodzeniowych Ilub
egzekucyjnych przyjetych lub planowanych w zwigzku ztym naruszeniem celem
zapewnienia zgodnosci z niniejszym rozporzadzeniem.

Jezeli koordynator ds. ustug cyfrowych, ktory skierowat wniosek, lub w stosownych
przypadkach Rada, nie otrzymal odpowiedzi w terminie przewidzianym w ust. 4 lub
jezeli nie zgadza si¢ z oceng koordynatora ds. ustlug cyfrowych miejsca siedziby,
moze skierowa¢ sprawe¢ do Komisji, przekazujac jej wszystkie istotne informacje.
Informacje te obejmuja co najmniej wniosek lub zalecenie skierowane do
koordynatora ds. ustug cyfrowych miejsca siedziby, wszelkie dodatkowe informacje
przekazane na podstawie ust. 3 oraz oceng¢ przekazang na podstawie ust. 4.

Komisja dokonuje oceny sprawy w terminie trzech miesigcy od przekazania sprawy
zgodnie zust. 5, po konsultacji z koordynatorem ds. ustlug cyfrowych miejsca
siedziby oraz z Rada, chyba ze Rada sama przekazata sprawe.

Jezeli na podstawie ust. 6 Komisja stwierdzi, ze ocena lub przyjete lub planowane
srodki dochodzeniowe lub egzekucyjne, o ktérych mowa w ust. 4, sa niezgodne
Z niniejszym rozporzadzeniem, kieruje do koordynatora ds. ustlug cyfrowych miejsca
siedziby wniosek o dokonanie dalszej oceny sprawy i przyjecie niezbednych
srodkow dochodzeniowych lub egzekucyjnych celem zapewnienia zgodnosci
Z niniejszym rozporzadzeniem oraz o poinformowanie Komisji o takich przyjetych
srodkach w terminie dwoch miesiecy od ztozenia takiego wniosku.
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Artykut 46
Wspolne dochodzenia i wnioski 0 interwencje Komisji

Koordynator ds. uslug cyfrowych moze uczestniczy¢ we wspdlnych dochodzeniach,
ktore mogg by¢ koordynowanie przy wsparciu Rady, w odniesieniu do spraw
objetych zakresem niniejszego rozporzadzenia i dotyczacych dostawcow ushug
posrednich prowadzacych dziatalno$¢ w kilku panstwach cztonkowskich.

Takie wspolne dochodzenia pozostaja bez uszczerbku dla zadan iuprawnien
uczestniczacych koordynatorow ds. wustug cyfrowych oraz przewidzianych
W niniejszym rozporzadzeniu wymogow majacych zastosowanie do realizowania
tych zadan i1 wykonywania tych uprawnien. Uczestniczacy koordynatorzy ds. ustug
cyfrowych udostgpniaja wyniki wspolnych dochodzen innym koordynatorom ds.
ustug cyfrowych, Komisji oraz Radzie za posrednictwem systemu, o ktorym mowa
w art. 67, w celu wypelnienia swoich obowigzkéw przewidzianych w niniejszym
rozporzadzeniu.

Jezeli koordynator ds. ustug cyfrowych miejsca siedziby ma podstawy, aby
podejrzewaé, ze bardzo duza platforma internetowa naruszyla niniejsze
rozporzadzenie, moze skierowa¢ do Komisji wniosek o przyjecie niezbgdnych
srodkow  dochodzeniowych i egzekucyjnych celem zapewnienia zgodnoS$ci
Z niniejszym rozporzadzeniem, zgodnie z sekcja 3. Taki wniosek musi zawierad
wszystkie informacje wymienione w art. 45 ust.2 oraz okreslenie powodow
zwrécenia si¢ do Komisji o interwencje.

SEKCJA 2
EUROPEJSKA RADA DS. USLUG CYFROWYCH

Artykut 47
Europejska Rada ds. Ustug Cyfrowych

Ustanawia si¢ niezalezng grup¢ doradcza koordynatorow ds. uslug cyfrowych do
celow nadzoru dostawcow ustug posrednich o nazwie ,,Europejska Rada ds. Ustug
Cyfrowych” (,,Rada”).

Rada doradza koordynatorom ds. ustug cyfrowych i Komisji zgodnie z niniejszym
rozporzadzeniem, aby osiggna¢ ponizsze cele:

a)  przyczynienie si¢ do spdjnego stosowania niniejszego rozporzadzenia
i skutecznej wspotpracy koordynatorow ds. ushug cyfrowych i Komisji
W odniesieniu do spraw objetych zakresem niniejszego rozporzadzenia;

b)  koordynowanie sporzadzania wytycznych i prowadzenia analiz przez Komisje
i koordynatorow ds. ustug cyfrowych oraz inne wlasciwe organy dotyczacych
nowych kwestii pojawiajacych si¢ na rynku wewngtrznym w odniesieniu do
spraw objetych zakresem niniejszego rozporzadzenia oraz wspotudziat
w sporzadzaniu takich wytycznych i prowadzeniu takich analiz;

C)  wspieranie koordynatorow ds. ustlug cyfrowych i Komisji w nadzorowaniu
bardzo duzych platform internetowych.
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Artykut 48
Struktura Rady

Rada sktada si¢ z koordynatorow ds. ustlug cyfrowych, ktérych reprezentujg wysocy
rangg urzednicy. Jezeli przewidziano to w prawie krajowym, w Radzie zasiadajg —
obok koordynatoréow ds. ushlug cyfrowych — inne wlasciwe organy, ktorym
powierzono konkretny zakres odpowiedzialnosci operacyjnej za stosowanie
I egzekwowanie niniejszego rozporzadzenia. Inne organy krajowe mogg by¢
zapraszane na posiedzenia Rady, na ktorych omawia si¢ istotne dla nich kwestie.

Kazde panstwo cztonkowskie ma jeden glos. Komisji nie przystuguja prawa do
glosowania.

Rada przyjmuje akty zwykla wigkszoscig gltosow.

Radzie przewodniczy Komisja. Komisja zwoluje posiedzenia i przygotowuje
porzadek obrad zgodnie zzadaniami Rady okreslonymi  w niniejszym
rozporzadzeniu oraz z jej regulaminem wewnetrznym.

Komisja udziela administracyjnego i analitycznego wsparcia na potrzeby dziatan
Rady zgodnie z niniejszym rozporzadzeniem.

Rada moze zapraszac¢ ekspertow i obserwatoréw do udziatu w swoich posiedzeniach
oraz moze wspOlpracowaé zinnymi organami, jednostkami organizacyjnymi
i grupami doradczymi Unii, aw stosownych przypadkach rowniez z ekspertami
zewnetrznymi. Rada podaje wyniki tej wspotpracy do wiadomosci publiczne;.

Po uzyskaniu zgody Komisji Rada przyjmuje regulamin wewnetrzny.

Artykut 49
Zadania Rady

W stosownych przypadkach, aby osiagna¢ cele okreslone w art. 47 ust. 2, Rada
W szczegblnosci:

a)  wspiera koordynacje wspolnych dochodzen;

b)  wspiera wiasciwe organy w analizowaniu sprawozdan iwynikow audytow
bardzo duzych platform internetowych przekazywanych zgodnie z niniejszym
rozporzadzeniem,;

c) wydaje opinie, zalecenia lub porady koordynatorom ds. ustug cyfrowych
zgodnie z niniejszym rozporzadzeniem;

d) udziela Komisji porad w sprawie przyjmowania $rodkow, o ktorych mowa
w art. 51, oraz — na wniosek Komisji — przyjmuje opinie w sprawie projektow
srodkoéw Komisji dotyczacych bardzo duzych platform internetowych zgodnie
Z niniejszym rozporzadzeniem;

e) wspiera ipromuje opracowywanie i wdrazanie europejskich norm,
wytycznych, sprawozdan, wzorow i1 kodeksoOw postepowania przewidzianych
W niniejszym rozporzadzeniu, atakze identyfikowanie pojawiajacych si¢
kwestii w odniesieniu do spraw objetych zakresem niniejszego rozporzadzenia.

Koordynatorzy ds. ustug cyfrowych i inne wlasciwe organy krajowe niestosujacy si¢
do skierowanych do nich opinii, wnioskéw lub zalecen przyjetych przez Rade¢ podaja
przyczyny takiego wyboru przy skladaniu sprawozdania zgodnie z niniejszym
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rozporzadzeniem lub, w stosownych przypadkach, przy przyjmowaniu wilasnych
decyzji.

SEKCJA 3

NADZOR, DOCHODZENIE, EGZEKWOWANIE | MONITOROWANIE W ODNIESIENIU

DO BARDZO DUZYCH PLATFORM INTERNETOWYCH

Artykut 50
Wzmozony nadzor nad bardzo duzymi platformami internetowymi

Jezeli koordynator ds. ustug cyfrowych miejsca siedziby przyjmie decyzje
stwierdzajaca, ze bardzo duza platforma internetowa naruszyta ktérykolwiek przepis
rozdziatu 1III sekcja 4, stosuje system wzmozonego nadzoru ustanowiony
w niniejszym artykule. Koordynator uwzglednia w najwigkszym mozliwym stopniu
wszelkie opinie i zalecenia Komisji i Rady zgodnie z niniejszym artykutem.

Komisja dziatajaca z wlasnej inicjatywy lub Rada dzialajaca z wlasnej inicjatywy lub
na wniosek co najmniej trzech koordynatorow ds. ushug cyfrowych miejsca
przeznaczenia, jezeli ma podstawy, aby podejrzewaé, ze bardzo duza platforma
internetowa naruszyta ktorykolwiek z tych przepiséw, moze zaleci¢, aby koordynator
ds. ustug cyfrowych miejsca siedziby zbadal podejrzenie naruszenia, w celu
przyjecia przez tego koordynatora ds. ushug cyfrowych takiej decyzji w rozsadnym
terminie.

Informujac o decyzji, o ktorej mowa w ust. 1 akapit pierwszy, odno$ng bardzo duza
platform¢ internetowa, koordynator ds. ustug cyfrowych miejsca siedziby kieruje do
niej wniosek o sporzadzenie i przekazanie koordynatorowi ds. ustug cyfrowych
miejsca siedziby, Komisji i Radzie, w terminie jednego miesigca od podjecia decyzji,
planu dziatania okre$lajacego, w jaki sposob platforma ta ma zamiar zaniechaé
naruszenia lub je usuna¢. Srodki przewidziane w planie dziatania moga obejmowaé
w stosownych przypadkach przystapienie do kodeksu postepowania, o ktdrym mowa
w art. 35.

W terminie jednego miesigca od otrzymania planu dzialania Rada przekazuje
koordynatorowi ds. ustug cyfrowych miejsca siedziby swojg opini¢ w sprawie planu
dziatania. W terminie jednego miesigca od otrzymania tej opinii wspomniany
koordynator ds. ustug cyfrowych decyduje o tym, czy plan dziatania jest odpowiedni
do zaniechania lub usunigcia naruszenia.

Jezeli koordynator ds. ustug cyfrowych miejsca siedziby ma watpliwosci, czy $rodki
te doprowadza do zaniechania lub usunig¢cia naruszenia, moze wnies¢ o to, aby
odnos$na bardzo duza platforma internetowa poddata si¢ dodatkowemu, niezaleznemu
audytowi celem dokonania oceny skutecznosci tych $rodkéw w kontekscie
zaniechania lub usunigcia naruszenia. W takim przypadku platforma przesyta
sprawozdanie z audytu koordynatorowi ds. ustug cyfrowych, Komisji i Radzie
W terminie czterech miesigcy od podjecia decyzji, o ktorej mowa w akapicie
pierwszym. Wnoszac o poddanie si¢ takiemu dodatkowemu audytowi, koordynator
ds. ustug cyfrowych moze wskaza¢ konkretng organizacje przeprowadzajacg audyty,
ktora ma przeprowadzi¢ audyt na koszt danej platformy, wybrang na podstawie
kryteridéw okreslonych w art. 28 ust. 2.

Koordynator ds. ustug cyfrowych miejsca siedziby przekazuje Komisji, Radzie
i odnosnej bardzo duzej platformie internetowej swojg opini¢ w Sprawie tego, czy
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platforma ta zaniechala naruszenia lub usungta je, oraz uzasadnienie tej opinii.
Koordynator dokonuje tego w ponizszych terminach, stosownie do przypadku:

a) w terminie jednego miesigca od otrzymania sprawozdania z audytu, o ktérym
mowa w ust. 3 akapit drugi, jezeli taki audyt zostat przeprowadzony;

b)  w terminie trzech miesigcy od podjecia decyzji w sprawie planu dziatania,
o ktérej mowa wust. 3 akapit pierwszy, jezeli taki audyt nie zostat
przeprowadzony;

C)  niezwlocznie po uplywie terminu okreslonego w ust. 2, jezeli platforma nie
przekazata planu dziatania w tym terminie.

Wskutek przekazania takiej opinii koordynatorowi ds. ustug cyfrowych miejsca
siedziby nie przystuguje juz dtuzej prawo do podejmowania jakichkolwiek $srodkow
dochodzeniowych ani egzekucyjnych w odniesieniu do danych praktyk odno$nej
bardzo duzej platformy internetowej, nie naruszajac przepisow art. 66 lub bez
uszczerbku dla jakichkolwiek innych §rodkéw, ktore koordynator moze przyjmowac
na wniosek Komisji.

Artykut 51
Interwencja Komisji i wszczecie postgpowania

Komisja, dziatajagc na podstawie zalecenia Rady albo z wiasnej inicjatywy po
konsultacji z Rada, moze wszczaé postgpowanie w celu ewentualnego przyjecia
decyzji, o ktérych mowa w art. 58 i 59, w odniesieniu do danych praktyk bardzo
duzej platformy internetowe;:

a)  ktorg podejrzewa si¢ o naruszenie ktoregokolwiek z przepisw niniejszego
rozporzadzenia 1 W odniesieniu do ktorej koordynator ds. ustug cyfrowych
miejsca siedziby nie przyjal zZadnych $rodkéw dochodzeniowych ani
egzekucyjnych w nastgpstwie wniosku Komisji, o ktorym mowa w art. 45
ust. 7, po uptywie terminu okreslonego w tym wniosku;

b)  ktora podejrzewa si¢ o naruszenie ktoregokolwiek z przepiséw niniejszego
rozporzadzenia 1 W odniesieniu do ktorej koordynator ds. uslug cyfrowych
miejsca siedziby skierowat do Komisji wniosek 0 interwencj¢, o Ktrym mowa
w art. 46 ust. 2, po otrzymaniu tego wniosku;

c) w przypadku Kktorej stwierdzono naruszenie ktdregokolwiek z przepiséw
rozdzialu III sekcja 4 po uptywie odpowiedniego terminu na przekazanie
opinii, 0 ktérym mowa w art. 50 ust. 4.

Jezeli Komisja podejmie decyzje o wszczeciu postepowania na podstawie ust. 1,
informuje o tym wszystkich koordynatorow ds. ustug cyfrowych, Rade i odnosng
bardzo duzg platforme internetow3.

Jezeli chodzi oust.1 lit.a) i b), wskutek takiego poinformowania danemu
koordynatorowi ds. ustug cyfrowych miejsca siedziby nie przyshuguje juz prawo do
podejmowania jakichkolwiek §rodkéw dochodzeniowych Ilub egzekucyjnych
W odniesieniu do danych praktyk odno$nej bardzo duzej platformy internetowej, nie
naruszajac przepisow art. 66 lub bez uszczerbku dla jakichkolwiek innych srodkow,
ktore koordynator moze przyjmowac¢ na wniosek Komisji.
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Koordynator ds. ustug cyfrowych, o ktobrym mowa w art. 45 ust. 7, art. 46 ust. 2
iart. 50 ust. 1, stosownie do przypadku, niezwtocznie po otrzymaniu informacji
0 wszczeciu postepowania przekazuje Komisji:

a)  wszelkie informacje, ktore ten koordynator ds. ustug cyfrowych wymienit
w zwigzku z naruszeniem lub podejrzeniem naruszenia, stosownie do
przypadku, z Radg i z odnosng bardzo duzg platformg internetowa;

b)  akta sprawy tego koordynatora ds. ustug cyfrowych dotyczace naruszenia lub
podejrzenia naruszenia, stosownie do przypadku;

c)  wszelkie inne informacje, ktorymi dysponuje koordynator ds. ustug cyfrowych
i ktoére mogg by¢ istotne w postepowaniu wszczetym przez Komisje.

Rada i koordynatorzy ds. ustug cyfrowych sktadajagcy wniosek, o ktorym mowa
w art. 45 ust. 1, niezwlocznie po otrzymaniu informacji o wszczeciu postgpowania
przekazuja Komisji wszelkie informacje, ktorymi dysponujg i ktéore moga by¢ istotne
W postepowaniu wszcze¢tym przez Komisje.

Artykut 52
Whnioski o udzielenie informacji

W celu wykonywania zadan powierzonych jej w niniejszej sekcji Komisja moze,
w drodze zwyklego wniosku lub w drodze decyzji, wymaga¢ od odnos$nych bardzo
duzych platform internetowych, a takze wszelkich innych osob dziatajacych w celach
zwigzanych zich dzialalnoscia handlowa, gospodarcza, rzemie$lnicza lub
zawodowa, ktore moga w racjonalny sposéb dysponowac informacjami zwigzanymi
z naruszeniem lub podejrzeniem naruszenia, stosownie do przypadku, wtym od
organizacji prowadzacych audyty, o ktérych mowa wart.28 iart. 50 ust. 3,
udzielenia takich informacji w rozsagdnym terminie.

Wystepujac ze zwyklym wnioskiem o udzielenie informacji do odnosnej bardzo
duzej platformy internetowej lub innej osoby, o Ktorej mowa w art. 52 ust. 1,
Komisja podaje podstawe prawng i cel wniosku, wskazuje wymagane informacje
oraz okresla termin, w ktorym nalezy udzieli¢ informacji, jak rdéwniez kary
przewidziane wart.59 za wudzielenic informacji nieprawidlowych Iub
wprowadzajacych w blad.

Jezeli Komisja wzywa odno$ng bardzo duzg platform¢ internetowg lub inng osobe,
o0 ktérej mowa w art. 52 ust. 1, do udzielenia informacji w drodze decyzji, podaje
podstawe prawng 1 cel wniosku, wskazuje wymagane informacje oraz okresla termin
na ich udzielenie. Komisja poucza réwniez o karach przewidzianych w art. 59 oraz
poucza o0 okresowych karach pieni¢znych przewidzianych w art. 60 lub naktada takie
kary. Poucza ona roéwniez 0 prawie do kontroli tej decyzji przez Trybunal
Sprawiedliwosci Unii Europejskie;.

Wtasciciele odnosnej bardzo duzej platformy internetowej lub inna osoba, o ktorej
mowa w art. 52 ust. 1, lub ich przedstawiciele oraz, w przypadku osob prawnych,
spotki lub, w przypadku braku osobowos$ci prawnej, osoby upowaznione do ich
reprezentowania z mocy prawa lub na podstawie aktu zatozycielskiego udzielaja
zadanych informacji w imieniu odno$nej bardzo duzej platformy internetowej lub
innej osoby, o ktorej mowa w art. 52 ust. I Prawnicy nalezycie upowaznieni do
dzialania moga przekaza¢ informacje w imieniu swoich klientow. Klienci ci
pozostaja w pelni odpowiedzialni za informacje, jezeli przekazane informacje sa
niekompletne, nieprawidlowe lub wprowadzajace w btad.
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o. Na wniosek Komisji koordynatorzy ds. ustug cyfrowych iinne wlasciwe organy
udzielajg Komisji wszelkich informacji niezbednych do wykonania zadan
powierzonych jej w niniejszej sekcji.

Artykut 53
Uprawnienie do prowadzenia przestuchan i przyjmowania oswiadczen

W celu wykonywania zadan powierzonych jej w niniejszej sekcji Komisja moze przestuchac
kazda osobg fizyczng lub prawna, ktora wyrazi zgode na takie przestuchanie na potrzeby
zgromadzenia informacji dotyczacych przedmiotu dochodzenia zwigzanego z naruszeniem
lub podejrzeniem naruszenia, stosownie do przypadku.

Artykut 54
Uprawnienie do prowadzenia kontroli na miejscu

1. W celu wykonywania zadan powierzonych jej w niniejszej sekcji Komisja moze
prowadzi¢ kontrole na miejscu w siedzibie odnosnej bardzo duzej platformy
internetowej lub innej osoby, o ktorej mowa w art. 52 ust. 1.

2. Kontrole na miejscu mozna réwniez przeprowadzaé przy wsparciu audytorow lub
ekspertow wyznaczonych przez Komisj¢ na podstawie art. 57 ust. 2.

3. Podczas kontroli na miejscu Komisja i wyznaczeni przez nig audytorzy lub eksperci
mogg wymagaé, aby odnosna bardzo duza platforma internetowa lub inna osoba,
o0 ktorej mowa w art. 52 ust. 1, zlozyta wyjasnienia dotyczace swoich organizacji,
funkcjonowania, systemu IT, algorytmoéw, obchodzenia si¢ z danymi oraz praktyk
biznesowych. Komisja i wyznaczeni przez nig audytorzy lub eksperci moga zadawaé
pytania kluczowym pracownikom odnosnej bardzo duzej platformy internetowej lub
innej osoby, o ktérej mowa w art. 52 ust. 1.

4, Odnosna bardzo duza platforma internetowa lub inna osoba, o ktérej mowa w art. 52
ust. 1, ma obowiazek podda¢ si¢ kontroli na miejscu zarzadzonej decyzjg Komisji.
Decyzja zawiera okres$lenie przedmiotu icelu wizyty, termin jej rozpoczecia
I pouczenie o karach przewidzianych w art. 59 i 60 oraz o prawie do kontroli decyzji
przez Trybunal Sprawiedliwos$ci Unii Europejskie;j.

Artykut 55

Srodki tymczasowe

1. W toku postgpowan, ktére moga prowadzi¢ do przyjecia decyzji stwierdzajacej
niezgodnos¢ z przepisami, o ktorej mowa w art. 58 ust. 1, jezeli sprawa jest pilna ze
wzgledu na ryzyko wyrzadzenia powaznej szkody odbiorcom ustugi, Komisja moze
zarzadzi¢ w drodze decyzji przyjecie srodkow tymczasowych wzgledem odnosnej
bardzo duzej platformy internetowej na podstawie Stwierdzenia naruszenia bez
zaglebiania si¢ w sprawe.

2. Decyzja, o ktorej mowa w ust. 1, obowigzuje przez czas oznaczony, ktory moze
zosta¢ przedhuzony, jezeli to konieczne i stosowne.

Artykut 56
Zobowigzania

1. Jezeli w toku postepowania, o ktdrym mowa w niniejszej sekcji, odno$na bardzo
duza platforma internetowa zaproponuje zaciagnigcie zobowigzan majacych na celu
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zapewnienie zgodno$ci z odpowiednimi przepisami niniejszego rozporzadzenia,
Komisja moze w drodze decyzji nada¢ tym zobowigzaniom moc wigzacag wzgledem
odnos$nej bardzo duzej platformy internetowej oraz oswiadczy¢, ze nie ma dalszych
podstaw do prowadzenia postepowania.

Komisja moze, dzialajac z wlasnej inicjatywy Iub na wniosek, wznowié
postepowanie:

a)  jezeli nastgpila istotna zmiana odnosnie do jakiegokolwiek faktu, ktory byt
podstawg do podjecia decyzji;

b)  jezeli odno$na bardzo duza platforma internetowa dziata w sposdb sprzeczny
ze swoimi zobowigzaniami; lub

c) jezeli podstawa decyzji byly niekompletne, nieprawidtowe lub wprowadzajace
W btad informacje udzielone przez odnosng bardzo duzg platforme internetowg
lub inng osobe, o ktorej mowa w art. 52 ust. 1.

Jezeli Komisja uzna, ze zobowigzania zaproponowane przez odnosng bardzo duza
platform¢ internetowa nie s3 wstanie zapewni¢ faktycznej zgodnoSci
Z odpowiednimi przepisami niniejszego rozporzadzenia, odrzuca te zobowigzania
w drodze decyzji z uzasadnieniem wydanej po zakonczeniu postepowania.

Artykut 57
Dziatania z zakresu monitorowania

Do celéw wykonywania zadan powierzonych jej W niniejszej sekcji Komisja moze
podja¢ dziatania niezbedne do monitorowania skutecznego wdrozenia
| przestrzegania niniejszego rozporzadzenia przez odnosng bardzo duza platforme
internetowg. Komisja moze rowniez nakaza¢ platformie udzielenie dostepu do jej baz
danych i algorytmow oraz ztozenie zwigzanych z nimi wyjasnien.

Dziatania, o ktérych mowa w ust. 1, mogg obejmowaé powotanie niezaleznych
zewnetrznych — ekspertow  iaudytorow celem udzielenia Komisji wsparcia

W monitorowaniu zgodnos$ci z odpowiednimi przepisami niniejszego rozporzadzenia
oraz zapewnienia Komisji konkretnej wiedzy, w tym wiedzy specjalistycznej.

Artykut 58
Niezgodnosé z przepisami

Komisja przyjmuje decyzj¢ stwierdzajaca niezgodnos¢ z przepisami, jezeli uzna, ze
odno$na bardzo duza platforma internetowa nie zachowuje zgodnosci z co najmniej
jednym z ponizszych elementow:

a)  odpowiednimi przepisami niniejszego rozporzadzenia;

b)  $rodkami tymczasowymi natozonymi zgodnie z art. 55;

C)  zobowigzaniami, ktorym nadano moc wigzaca zgodnie z art. 56.

Przed przyjeciem decyzji na podstawie ust. 1 Komisja przedstawia swoje wstepne
ustalenia odno$nej bardzo duzej platformie internetowej. We wstgpnych ustaleniach
Komisja wyjasnia srodki, ktorych przyjecie rozwaza lub ktore jej zdaniem odnosna
bardzo duza platforma internetowa powinna przyja¢ w celu skutecznego
zastosowania si¢ do wstepnych ustalen.
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W decyzji przyjetej na podstawie ust. 1 Komisja nakazuje odnos$nej bardzo duzej
platformie internetowej przyjecie $rodkéw niezbgdnych do wykonania decyzji,
o0 ktorej mowa w ust. 1, w rozsadnym terminie oraz udzielenie informacji na temat
srodkow, ktore platforma ta zamierza przyja¢ w celu wykonania decyzji.

Odnos$na bardzo duza platforma internetowa przedstawia Komisji opis $rodkow,
ktore wprowadzita w celu zapewnienia zgodnos$ci z decyzjg na podstawie ust. 1, po
ich wdrozeniu.

Jezeli Komisja stwierdzi, ze warunki okre§lone w ust. 1 nie zostaly speiione,
zamyka dochodzenie, wydajac decyzj¢.

Artykut 59

Grzywny
W drodze decyzji na podstawie art. 58 Komisja moze natozy¢ na odno$ng bardzo
duza platforme¢ internetowa grzywny, ktérych warto$¢ nie przekracza 6 % tacznej

warto$ci obrotu tej platformy w poprzednim roku obrotowym, jezeli Komisja ustali,
ze platforma ta umyslnie lub w wyniku niedbalstwa:

a)  narusza odpowiednie przepisy niniejszego rozporzadzenia;

b)  nie zastosowala si¢ do decyzji zarzadzajacej $rodki tymczasowe, wydanej na
podstawie art. 55; lub

C) nie zastosowala si¢ do $rodka dobrowolnego, ktoremu nadano moc wigzgca
w drodze decyzji wydanej na podstawie art. 56.

W drodze decyzji Komisja moze natozy¢é na odnos$ng bardzo duza platforme
internetowa lub inng osobg, o ktorej mowa w art. 52 ust. 1, grzywny, ktorych wartos$é
nie przekracza 1 % tacznej wartosci obrotu w poprzednim roku obrotowym, jezeli
takie podmioty umyslnie lub w wyniku niedbalstwa:

a)  przekazg nieprawidtowe, niekompletne lub wprowadzajgce w btad informacje
w odpowiedzi na wniosek przedstawiony na podstawie art. 52 lub, jezeli
wniosek o udzielenie informacji jest zawarty w decyzji, nie udzielg na niego
odpowiedzi w wyznaczonym terminie;

b) nie sprostuja w terminie wyznaczonym przez Komisje nieprawidlowych,
niekompletnych lub wprowadzajacych w bfad informacji podanych przez
czlonka personelu lub nie udziela lub odmoéwia udzielenia kompletnych
informacji;

€c) odmoéwig poddania si¢ kontroli na miejscu na podstawie art. 54.

Przed przyjgciem decyzji na podstawie ust. 2 Komisja przedstawia swoje wstepne
ustalenia odnosnej bardzo duzej platformie internetowej lub innej osobie, o ktorej
mowa w art. 52 ust. 1.

Ustalajac kwote grzywny, Komisja uwzglednia charakter, powage, czas trwania
I powtarzalno$¢ naruszenia oraz, w przypadku grzywien naktadanych na podstawie
ust. 2, spowodowane opdznienie w postgpowaniu.
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Artykut 60
Okresowe kary pienigzne

W drodze decyzji Komisja moze nalozy¢ odpowiednio na odno$ng bardzo duza
platformg¢ internetowg lub inng osobe, o ktorej mowa w art. 52 ust. 1, okresowe Kkary
pieni¢zne, ktérych warto$¢ nie przekracza 5 % S$redniego dziennego obrotu
w poprzednim roku obrotowym, liczagc od dnia wskazanego w decyzji, w celu
naktonienia takich podmiotéw do:

a) przedstawienia prawidtlowych i kompletnych informacji w odpowiedzi na
decyzje, w ktorej wymaga si¢ udzielenia informacji zgodnie z art. 52;

b)  poddania si¢ kontroli na miejscu zarzadzonej decyzja Komisji wydang na
podstawie art. 54;

C)  zastosowania si¢ do decyzji wprowadzajacej $rodki tymczasowe, wydanej na
podstawie art. 55 ust. 1;

d) wywigzania si¢ z zobowigzan, ktorym nadano wigzacg moc prawng w drodze
decyzji wydanej na podstawie art. 56 ust. 1;

e)  zastosowania si¢ do decyzji wydanej na podstawie art. 58 ust. 1.

W przypadku gdy odnos$na bardzo duza platforma internetowa lub inna osoba,
o ktérej mowa w art. 52 ust. 1, dopehita obowigzku, w odniesieniu do ktorego
nalozono okresowa kare pieniezng w celu wyegzekwowania jego spelnienia,
Komisja moze ustali¢ ostateczng wysokos¢ okresowej kary pienigznej na poziomie
nizszym niz ten, ktéry wynikalby z pierwotnej decyzji.

Artykut 61
Termin przedawnienia dotyczqcy naktadania kar

Uprawnienia przyznane Komisji na podstawie art. 59 i60 podlegaja terminowi
przedawnienia wynoszgcemu pigc lat.

Bieg terminu przedawnienia rozpoczyna si¢ od dnia, w ktéorym popetniono
naruszenie. W przypadku ciaglych lub powtarzajacych si¢ naruszen bieg terminu
przedawnienia rozpoczyna si¢ jednak od dnia zaniechania naruszenia.

Wszelkie dzialania podjete przez Komisje lub koordynatora ds. uslug cyfrowych
w celu przeprowadzenia dochodzenia lub postgpowania w odniesieniu do naruszenia
przerywaja bieg terminu przedawnienia dotyczacego naktadania grzywien lub
okresowych kar pienigznych. Bieg terminu przedawnienia przerywaja
W szczegblnosci:

a)  wnioski o udzielenie informacji wystosowane przez Komisje lub koordynatora
ds. ushug cyfrowych;

b)  kontrola na miejscu;
C)  wszczecie postepowania przez Komisje na podstawie art. 51 ust. 2.

Kazde przerwanie powoduje, ze termin przedawnienia zaczyna biec od poczatku.
Termin przedawnienia dotyczacy nakladania grzywien Ilub okresowych kar
pieni¢znych uptywa jednak najpézniej w dniu, w ktéorym uptynat okres dwukrotnie
przekraczajacy dlugos¢ terminu przedawnienia bez natozenia przez Komisje
grzywny lub okresowej kary pieni¢znej. Termin ten przedtuza si¢ o okres, na ktory
bieg terminu przedawnienia zostat zawieszony na podstawie ust. 5.
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Bieg terminu przedawnienia dotyczacego nakladania grzywien lub okresowych kar
pienieznych zawiesza si¢ na okres, w Ktorym decyzja Komisji jest przedmiotem
postepowania toczacego si¢ przed Trybunatem Sprawiedliwosci Unii Europejskiej.

Artykut 62
Termin przedawnienia dotyczqcy egzekwowania kar

Uprawnienia Komisji do wykonania decyzji wydanych na podstawie art. 59 i 60
podlegaja terminowi przedawnienia wynoszacemu pi¢¢ lat.

Bieg terminu przedawnienia rozpoczyna si¢ w dniu, w ktérym decyzja stata si¢
ostateczna.

Bieg terminu przedawnienia dotyczacego egzekwowania kar zostaje przerwany:

a)  przez powiadomienie o decyzji o0 zmianie pierwotnej kwoty grzywny lub
okresowej kary pienieznej lub o decyzji oodmowie zastosowania takiej
zmiany;

b)  przez dziatanie Komisji lub panstwa czlonkowskiego dziatajacego na wniosek
Komisji majace na celu wyegzekwowanie zaptaty grzywny lub okresowej kary
pieniezne;j.

Kazde przerwanie powoduje, ze termin przedawnienia zaczyna biec od poczatku.

Bieg terminu przedawnienia dotyczacego egzekwowania kar ulega zawieszeniu:

a)  do uptywu terminu przyznanego na zaptate;

b)  na czas zawieszenia egzekucji ptatnosci na podstawie postanowienia Trybunatu
Sprawiedliwosci Unii Europejskie;.

Artykut 63
Prawo do bycia wystuchanym i prawo dostepu do akt

Przed przyjeciem decyzji na podstawie art. 58 ust. 1 lub tez art. 59 lub 60 Komisja
zapewnia odno$nej bardzo duzej platformie internetowej lub innej osobie, o ktdrej
mowa w art. 52 ust. 1, mozliwos¢ bycia wystuchang w kwestii:

a)  wstepnych ustalen Komisji, wtym w kazdej kwestii, w Ktorej Komisja
przedstawila zarzuty; oraz

b)  s$rodkéw, ktore Komisja moze mie¢ zamiar przyja¢ w Swietle wstepnych
ustalen, o ktorych mowa w lit. a).

Odnosna bardzo duza platforma internetowa lub inna osoba, o ktorej mowa w art. 52
ust. 1, moze przedstawi¢ swoje uwagi do wstepnych ustalen Komisji w rozsadnym
terminie wyznaczonym przez Komisje we wstepnych ustaleniach, przy czym termin
ten nie moze by¢ krotszy niz 14 dni.

Podstawg decyzji wydanej przez Komisje mogg by¢ wylacznie zarzuty, co do
ktérych zainteresowane strony mogty si¢ wypowiedziec.

W toku postgpowania w pelni respektuje si¢ prawo zainteresowanych stron do
obrony. Strony maja prawo dostepu do akt Komisji na warunkach wynegocjowanego
ujawnienia, z zastrzezeniem prawnie uzasadnionego interesu odnosnej bardzo duzej
platformy internetowej lub innej osoby, o ktdérej mowa w art. 52 ust. 1, w zakresie
ochrony ich tajemnic handlowych. Prawo dostepu do akt nie dotyczy informacji
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poufnych i dokumentow wewngtrznych Komisji ani organdow panstw cztonkowskich.
W szczego6lnosci prawo dostepu nie obejmuje korespondencji miedzy Komisjg
atymi organami. Zaden przepis niniejszego ustepu nie uniemozliwia Komisji
ujawnienia i wykorzystania informacji koniecznych do udowodnienia naruszenia.

Informacje zgromadzone zgodnie z art. 52, 53 i 54 wykorzystuje si¢ wylacznie do
celow niniejszego rozporzadzenia.

Bez uszczerbku dla wymiany i wykorzystania informacji, o ktérych mowa w art. 51
ust. 3 iart. 52 ust. 5, Komisja, Rada i organy panstw cztonkowskich, a takze ich
odpowiedni funkcjonariusze, urzgdnicy iinne osoby pracujace pod ich nadzorem,
a takze kazda inna odnosna osoba fizyczna lub prawna, w tym audytorzy i eksperci
wyznaczeni na podstawie art. 57 ust. 2, nie moga ujawnia¢ informacji, ktore uzyskali
lub wymienili na podstawie tej sekcji, ani informacji podlegajacych obowigzkowi
dochowania tajemnicy zawodowe;j.

Artykut 64
Publikacja decyzji

Komisja publikuje decyzje, ktore przyjmuje na podstawie art. 55 ust. 1, art. 56 ust. 1
oraz art. 58, 59 i 60. Taka publikacja zawiera wskazanie stron i gtowna tres¢ decyzji
wraz z okre$leniem wysokos$ci ewentualnych natozonych kar.

Publikacji dokonuje si¢ z poszanowaniem praw i prawnie uzasadnionego interesu
odnos$nej bardzo duzej platformy internetowej, innej osoby, o ktdrej mowa w art. 52
ust. 1, oraz kazdej osoby trzeciej w zakresie ochrony ich informacji poufnych.

Artykut 65
Whioski dotyczgce ograniczen dostepu i wspolpraca z sqgdami krajowymi

W przypadku gdy wszystkie uprawnienia przewidziane w niniejszym artykule
majgce doprowadzi¢ do zaniechania naruszenia niniejszego rozporzadzenia zostaly
wyczerpane, anaruszenie utrzymuje si¢ i wyrzadza powazne szkody, ktérych nie
mozna unikng¢, wykonujac inne uprawnienia dostgpne na gruncie prawa Unii lub
prawa krajowego, Komisja moze zwroci¢ si¢ do koordynatora ds. ustug cyfrowych
miejsca siedziby odnos$nej bardzo duzej platformy internetowej o podjecie dziatania
na podstawie art. 41 ust. 3.

Przed wystgpieniem ztakim wnioskiem do koordynatora ds. ustug cyfrowych
Komisja zaprasza zainteresowane strony do skladania pisemnych uwag
W wyznaczonym terminie nie krotszym niz dwa tygodnie, opisujac $rodki, o ktore
ma zamiar wnie$¢, i okreslajac zamierzonego adresata lub zamierzonych adresatow
tych srodkow.

Komisja, dzialajac =z inicjatywy wlasnej, moze przedstawi¢ pisemne uwagi
wlasciwemu organowi sgdowemu, o Ktorym mowa w art. 41 ust. 3, jezeli jest to
wymagane do zapewnienia spojnego stosowania niniejszego rozporzadzenia. Za
zgoda danego organu sgdowego Komisja moze rowniez przedstawi¢ uwagi ustne.

Wylacznie w celu przygotowania wilasnych uwag Komisja moze zwréci¢ sig¢
z wnioskiem do tego organu sgdowego o przekazanie lub zapewnienie przekazania
jej wszelkich dokumentéw koniecznych do oceny sprawy.
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Artykut 66
Akty wykonawcze dotyczqgce interwencji Komisji

1. W odniesieniu do interwencji Komisji, ktorej dotyczy niniejsza sekcja, Komisja
moze przyjaé akty wykonawcze dotyczace praktycznych ustalen w zakresie:

a)  postgpowania na podstawie art. 54 1 57;
b)  wystuchania przewidzianego w art. 63;
C)  wynegocjowanego ujawnienia informacji przewidzianego w art. 63.

2. Te akty wykonawcze przyjmuje si¢ zgodnie z procedurg doradczg, o ktérej mowa
w art. 70. Przed przyjeciem jakichkolwiek $rodkow na podstawie ust. 1 Komisja
publikuje ich projekt i zaprasza wszystkie zainteresowane strony do przedtozenia
uwag w wyznaczonym W publikacji terminie, ktory nie moze by¢ krétszy niz jeden
miesigc.

SEKCJA 4
WSPOLNE PRZEPISY DOTYCZACE EGZEKWOWANIA

Artykut 67
System wymiany informacji

1. Komisja ustanawia i utrzymuje niezawodny i bezpieczny system wymiany informacji
wspierajacy komunikacje miedzy koordynatorami ds. ustug cyfrowych, Komisja
i Rada.

2. Koordynatorzy ds. ustug cyfrowych, Komisja i Rada korzystaja ztego systemu
wymiany informacji do celow catej komunikacji prowadzonej zgodnie z niniejszym
rozporzadzeniem.

3. Komisja przyjmuje akty wykonawcze okreSlajace rozwigzania praktyczne
i operacyjne na potrzeby funkcjonowania systemu wymiany informacji ijego
interoperacyjnosci z pozostatymi odpowiednimi systemami. Te akty wykonawcze
przyjmuje si¢ zgodnie z procedurg doradcza, o ktérej mowa w art. 70.

Artykut 68
Przedstawicielstwo

Nie naruszajac przepisow dyrektywy Parlamentu Europejskiego i Rady 2020/XX/UE,
odbiorcy ustug posrednich majg prawo umocowa¢ podmiot, organizacj¢ lub zrzeszenie do
wykonania w ich imieniu praw, o ktérych mowa w art. 17, 18 i 19, pod warunkiem ze taki
podmiot, taka organizacja lub takie zrzeszenie spetniajg wszystkie nastepujgce warunki:

a) prowadza dziatalno$¢ nienastawiong na zysk;
b) zostaly nalezycie ustanowione zgodnie z prawem panstwa cztonkowskiego;
C) ich cele statutowe obejmujg prawnie uzasadniony interes polegajacy na zapewnieniu

zgodno$ci z niniejszym rozporzadzeniem.

%2 [Odniesienie]
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SEKCJAS
AKTY DELEGOWANE

Artykut 69
Wykonywanie przekazanych uprawnien

Powierzenie Komisji uprawnien do przyjecia aktow delegowanych podlega
warunkom okre§lonym w niniejszym artykule.

Uprawnienia do przyjecia aktow delegowanych, o ktérych mowa art. 23, 25 i 31,
powierza si¢ Komisji na czas nieokreslony od dnia [data oczekiwanego przyjecia
niniejszego rozporzadzenia] r.

Przekazanie uprawnien, o Ktorym mowa w art. 23, 25 i 31, moze zosta¢ w dowolnym
momencie odwolane przez Parlament Europejski lub przez Rade. Decyzja
0 odwotaniu konczy przekazanie okreSlonych wniej uprawnien. Decyzja
0 odwotaniu staje si¢ skuteczna od nastgpnego dnia po jej opublikowaniu
W Dzienniku Urzedowym Unii Europejskiej lub w okreslonym w tej decyzji
pozniejszym terminie. Nie wplywa ona na wazno$¢ jakichkolwiek juz
obowigzujacych aktow delegowanych.

Niezwlocznie po przyjeciu aktu delegowanego Komisja przekazuje go rownoczesnie
Parlamentowi Europejskiemu i Radzie.

Akt delegowany przyjety na podstawie art. 23, 25 i31 wchodzi w zycie tylko
woweczas, gdy ani Parlament Europejski, ani Rada nie wyrazily sprzeciwu w terminie
trzech miesi¢cy od przekazania tego aktu Parlamentowi Europejskiemu i Radzie lub
gdy, przed uplywem tego terminu, zarowno Parlament Europejski, jak i Rada
poinformowaty Komisje, ze nie wniosg sprzeciwu. Termin ten przedtuza si¢ o trzy
miesigce z inicjatywy Parlamentu Europejskiego lub Rady.

Artykut 70
Komitet

Komisj¢ wspomaga Komitet ds. Ustlug Cyfrowych. Komitet ten jest komitetem
W rozumieniu rozporzadzenia (UE) nr 182/2011.

W przypadku odestania do niniejszego artykulu stosuje si¢ art. 4 rozporzadzenia
(UE) nr 182/2011.

Rozdzial V
Przepisy koncowe

Artykut 71
Uchylenie niektérych przepiséw dyrektywy 2000/31/WE

Uchyla si¢ art. 12—15 dyrektywy 2000/31/WE.

Odestania do art. 12-15 dyrektywy 2000/31/WE odczytuje si¢ jako odestania
odpowiednio do art. 3, 4, 51 7 niniejszego rozporzadzenia.
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Art. 72
Zmiana dyrektywy 2020/XX/WE w sprawie powodztw przedstawicielskich w celu ochrony
zbiorowych intereséw konsumentow

3. W zataczniku I dodaje si¢ nastepujacy punkt:

,»X) Rozporzadzenie Parlamentu Europejskiego i Rady w sprawie jednolitego rynku
ushug cyfrowych (akt o ustugach cyfrowych) i zmieniajace dyrektywe 2000/31/WE.”.

Artykut 73
Ocena

1. Najpdzniej pig¢ lat od daty wejscia w zycie niniejszego rozporzadzenia, a nast¢pnie
co pie¢ lat, Komisja przeprowadza ocen¢ niniejszego rozporzadzenia i przedktada
sprawozdanie Parlamentowi Europejskiemu, Radzie i Europejskiemu Komitetowi
Ekonomiczno-Spotecznemu.

2. Na potrzeby ust. 1 panstwa cztonkowskie i Rada przekazujg informacje na wniosek
Komisji.

3. Dokonujac ocen, o ktérych mowa wust. I, Komisja uwzglednia stanowiska
i ustalenia Parlamentu Europejskiego, Rady oraz innych stosownych podmiotéw lub
zrodet.

4. Najpozniej trzy lata od daty rozpoczecia stosowania niniejszego rozporzadzenia

Komisja, po konsultacji z Europejska Radg ds. Ustug Cyfrowych, przeprowadza
ocen¢ jej funkcjonowania iprzedktada sprawozdanie ztej oceny Parlamentowi
Europejskiemu, Radzie i Europejskiemu Komitetowi Ekonomiczno-Spotecznemu,
uwzgledniajac pierwsze lata stosowania niniejszego rozporzadzenia. Na podstawie
tych ustalen 1z nalezytym uwzglednieniem opinii Europejskiej Rady ds. Ustug
Cyfrowych temu sprawozdaniu w stosownych przypadkach towarzyszy wniosek
dotyczacy zmiany niniejszego rozporzadzenia w odniesieniu do struktury Rady.

Artykut 74
Wejscie w Zycie i stosowanie

1. Niniejsze rozporzadzenie wchodzi w zycie dwudziestego dnia po jego
opublikowaniu w Dzienniku Urzedowym Unii Europejskiej.

2. Rozporzadzenie stosuje si¢ od dnia [data — trzy miesigce po wejSciu w zycie
niniejszego rozporzadzenia] r.

Niniejsze rozporzadzenie wigze w catosci ijest bezposrednio stosowane we wszystkich
panstwach cztonkowskich.

Sporzadzono w Brukseli dnia [...] T.

W imieniu Parlamentu Europejskiego W imieniu Rady
Przewodniczgcy Przewodniczgcy
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OCENA SKUTKOW FINANSOWYCH REGULACJI

STRUKTURA WNIOSKU/INICJATYWY

1.1. Tytul wniosku/inicjatywy

1.2. Dziedziny polityki, ktérych dotyczy wniosek/inicjatywa
1.3.  Wnhniosek/inicjatywa dotyczy:

1.4. Uzasadnienie wniosku/inicjatywy

1.6. Okres trwania dziatania i jego wplyw finansowy

1.7. Planowane tryby zarzadzania

SRODKI ZARZADZANIA
2.1. Zasady nadzoru i sprawozdawczoS$ci
2.2. Systemy zarzadzania i kontroli

2.3. Srodki zapobiegania naduzyciom finansowym 1 nieprawidtowosciom

SZACUNKOWY WPLYW FINANSOWY WNIOSKU/INICJATYWY

3.1. Dzialy wieloletnich ram finansowych i proponowane nowe linie budzetowe po
stronie wydatkow

3.2.  Szacunkowy wplyw na wydatki

3.2.1. Synteza szacunkowego wptywu na wydatki

3.2.2. Podsumowanie szacunkowego wplywu na srodki administracyjne
3.2.3. Udziat 0sob trzecich w finansowaniu

3.3.  Szacunkowy wplyw na dochody
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OCENA SKUTKOW FINANSOWYCH REGULACJI

1. STRUKTURA WNIOSKU/INICJATYWY
1.1. Tytul wniosku/inicjatywy

rozporzadzenie Parlamentu Europejskiego i Rady w sprawie jednolitego rynku ustug
cyfrowych (akt o ustugach cyfrowych) i zmieniajace dyrektywe 2000/31/WE

1.2. Dziedziny polityki w strukturze ABM/ABB, ktorych dotyczy
whniosek/inicjatywa>

Obszar polityki: Sieci komunikacyjne, tresci itechnologie Rynek wewngtrzny,
przemyst, przedsigbiorczos¢ i MSP

Wplyw na budzet wigze si¢ z nowymi zadaniami powierzonymi Komisji, w tym
z zadaniami z zakresu bezposredniego nadzoru i wsparciem dla Europejskiej Rady
ds. Ustug Cyfrowych.

Dziatanie: Ksztattowanie cyfrowej przysztosci Europy

1.3. Whiosek/inicjatywa dotyczy:
M nowego dzialania

O nowego dzialania bedacego nastepstwem projektu pilotazowego/dzialania
przygotowawczego>

O przedluzenia biezacego dzialania

O polaczenia lub przeksztalcenia co najmniej jednego dzialania pod katem
innego/nowego dzialania

1.4, Uzasadnienie wniosku/inicjatywy

1.4.1.  Potrzeby, ktore nalezy zaspokoié w perspektywie krotko- lub diugoterminowej, w tym
szczegotowy terminarz przebiegu realizacji inicjatywy

Rozporzadzenie powinno by¢ bezposrednio stosowane po uptywie [3 miesigcy] od
jego przyjecia, a zanim to nastapi, unijne zarzadzanie powinno umozliwi¢ skuteczny
nadzor nad uslugami cyfrowymi na poziomie transgranicznym. Do tego czasu
panstwa czlonkowskie powinny wyznaczy¢ istniejace organy lub ustanowi¢ nowe
organy do wykonania zadan koordynatoréw ds. ustlug cyfrowych. Jednoczesnie
nalezy ustanowi¢ niezalezng grupe doradczg ad hoc (Rada), ktéra musi rozpoczac
funkcjonowanie, aby moc planowaé swoje dziatania oraz rozpocza¢ otrzymywanie
| przetwarzanie informacji pochodzacych od koordynatorow ds. ustug cyfrowych
i Komisji w celu przedstawiania porad, opinii i zalecen stuzgcych zapewnieniu
spojnego stosowania niniejszego rozporzadzenia. Ponadto Komisja bedzie
uprawniona do ostatecznego sprawowania bezposredniego nadzoru nad okre§lonymi
platformami, zgodnie z procedurami i kryteriami  okreSlonymi  w aktach
delegowanych. Do tego samego czasu powinna w peni funkcjonowaé europejska
platforma wspierajgca wymiang informacji.

>3 ABM: activity-based management — zarzadzanie kosztami dzialan; ABB: activity-based budgeting —

budzet zadaniowy.

5 O ktérym mowa w art. 58 ust. 2 lit. a) lub b) rozporzadzenia finansowego.

07 PL



PL

1.4.2.

W poczatkowej fazie rozruchu do czasu pierwszego krotkookresowego przegladu
niniejszego rozporzadzenia Komisja powinna zapewni¢ dziatania wspierajace
Europejskga Rade ds. Ustlug Cyfrowych, atakze infrastrukture IT 1 aplikacji
wewnetrznych, przy ewentualnym wsparciu/zaangazowaniu réwniez ze strony
krajowych koordynatorow ds. ustug cyfrowych.

Wartos¢ dodana z tytutu zaangazowania Unii Europejskiej (moze wynikac z roznych
czynnikow, na przyktad korzysci koordynacyjnych, pewnosci prawa, wigkszej
efektywnosci lub komplementarnosci). Na potrzeby tego punktu ,,wartos¢ dodang
Z tytulu zaangazowania Unii” nalezy rozumieé jako wartos¢ wynikajgcg z unijnej
interwencji wykraczajgcq poza wartos¢, ktora zostalaby wytworzona przez same
panstwa cztonkowskie.

Przyczyny dziatania na poziomie europejskim (ex ante): Aby zapewni¢ prawidlowe
funkcjonowanie jednolitego rynku, w ramach interwencji przewiduje si¢ mig¢dzy
innymi odpowiedni nadzér nad ushlugami cyfrowymi oraz wspolprace miedzy
organami na szczeblu unijnym, co przyczyni si¢ do wzrostu zaufania, innowacji
i rozwoju na jednolitym rynku. Jest to konieczne do zapewnienia najlepszych
warunkow rozwoju innowacyjnych transgranicznych ustug cyfrowych w Unii ponad
granicami krajowymi ijednoczesnie do zachowania bezpiecznego s$rodowiska
internetowego dla wszystkich obywateli Unii, przy czym cele te mozna osiggnaé
wylacznie na szczeblu europejskim. Ponadto, jezeli chodzi konkretnie o bardzo duze
platformy, $cislejszy nadzor na szczeblu europejskim, zapewniajacy koordynacje
| uzupetnienie dziatan krajowych organdéw regulacyjnych, jest rowniez konieczny
w $wietle ogdlnounijnego zasiegu i wplywu regulowania inadzorowania takich
podmiotow.

Oczekiwana wygenerowana unijna warto$¢ dodana (ex post): W ocenie skutkow
towarzyszacej niniejszemu wnioskowi okreslono jedyna warto$¢ dodang interwencji
Unii, ktorej celem jest przeciwdziatanie ryzyku fragmentacji prawnej spowodowane;j
rozbieznymi podej$ciami regulacyjnymi inadzorczymi (zatem bez uwzglgdnienia
zwigkszenia bezpieczenstwa i zaufania do ustug cyfrowych) w zwigzku z mozliwym
wzrostem transgranicznego handlu elektronicznego o 1-1,8 %, tj. odpowiadajacym
wzrostowi obrotéw generowanych w ujeciu transgranicznym o 8,6 mld EUR do 15,5
mld EUR.

Jesli chodzi o warto$¢ dodang plyngca zegzekwowania srodkow, inicjatywa ta
przyczynia si¢ do znacznych korzysci ze zwigkszenia skuteczno$ci wynikajacych ze
wspotpracy migdzy panstwami cztonkowskimi oraz wzajemnego udostepniania
niektérych zasobow na potrzeby pomocy technicznej na szczeblu UE, kontroli
i audytu systemOw moderowania treSci, systemoéw rekomendacji i reklam
internetowych na bardzo duzych platformach internetowych. To z kolei prowadzi do
zwigkszenia skutecznos$ci $rodkow egzekwowania i nadzoru, podczas gdy obecny
system opiera si¢ w duzej mierze na ograniczonej zdolnosci nadzoru w niewielkiej
liczbie panstw cztonkowskich.
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1.4.3.

1.44.

Gtowne wnioski wyciggniete z podobnych dziatan

W dyrektywie 2000/31/WE o handlu elektronicznym zapewniono podstawowe ramy
funkcjonowania jednolitego rynku ustug cyfrowych i nadzoru nad takimi ustugami
oraz okreslono podstawowa struktur¢ mechanizmu ogoélnej wspdipracy migdzy
panstwami cztonkowskimi, ktora obejmuje zasadniczo wszystkie wymogi majgce
zastosowanie do ushug cyfrowych. W wyniku oceny wspomnianej dyrektywy
zidentyfikowano niedociggni¢cia dotyczace szeregu aspektow tego mechanizmu
wspotpracy, w tym istotnych aspektow proceduralnych, miedzy innymi brak
wyraznych termindw na udzielenie odpowiedzi przez panstwa cztonkowskie
W potaczeniu z 0golnym brakiem reagowania na wnioski ze strony innych panstw.
Na przestrzeni lat doprowadzilo to do braku zaufania miedzy panstwami
cztonkowskimi pod wzgledem rozwigzywania problemow dotyczacych dostawcow
oferujacych transgraniczne ustugi cyfrowe, w szczegdlnosci w odniesieniu do
platform internetowych. Panstwa czlonkowskie zamiast tego wprowadzaly
uregulowania niezaleznie, w szczegdlnosci ustanawiajac rézne przepisy obejmujace
obowigzki platform internetowych iinnych posrednikow internetowych
W odniesieniu do nielegalnych tresci, towaréw lub uslug dostarczanych przez ich
uzytkownikow. Ta fragmentacja prawna ma powazne konsekwencje zaro6wno dla
zdolnosci europejskich dostawcow ustug do zwigkszenia skali swojej dziatalno$ci na
jednolitym rynku, jak idla ochrony i bezpieczenstwa obywateli Unii w internecie.
Z oceny dyrektywy iz oceny skutkéw wynika, ze konieczne jest okreslenie
zroznicowanego zestawu przepisOw i wymogow na szczeblu europejskim, w tym
szczegolnych obowigzkéow dla bardzo duzych platform, co wymagatoby
odpowiednich i sp6jnych narzedzi i mechanizmdéw nadzoru na tym szczeblu. Z tego
wzgledu wypetnienie obowigzkow okreSlonych w niniejszym rozporzadzeniu
wymagatoby szczegdlnego mechanizmu wspotpracy na szczeblu UE, ze strukturg
zarzadzania zapewniajaca funkcje koordynatora okreslonych odpowiedzialnych
organéw na szczeblu UE, oraz wzmocnionego i sprawnego nadzoru na szczeblu UE
nad bardzo duzymi platformami internetowymi.

Spojnosc¢ z innymi wlasciwymi instrumentami oraz mozliwa synergia

W akcie 0 ustugach cyfrowych okre§lono nowe wspdlne ramy dotyczace wymogow
majacych zastosowanie do niektorych ushlug spoleczenstwa informacyjnego
(posrednikow), ktore to ramy znacznie wykraczaja poza podstawowe ramy
ustanowione w dyrektywie o handlu elektronicznym. Ztego wzgledu nalezy
ustanowi¢ niniejszym wnioskiem nowg krajowa 1 europejska funkcj¢ regulacyjng
I nadzorcza.

Jezeli chodzi o mozliwe synergie z obecnym modelem wspolpracy okreslonym
w dyrektywie 0 handlu elektronicznym, niniejsze rozporzadzenie mogloby
doprowadzi¢ do synergii W szczego6lnosci na szczeblu krajowym, na ktorym
koordynatorowi ds. uslug cyfrowych mozna powierzy¢ rowniez zadanie obshlugi
powiadomien dokonanych na podstawie art. 3 dyrektywy o handlu elektronicznym,
chociaz w rozporzadzeniu nie przewidziano takiego obowigzku.
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1.5.

1.6.

Uwagi

Okres trwania dzialania i jego wplyw finansowy
[J Ograniczony czas trwania
— [0 od [DD/MM]RRRR r. do [DD/MM]RRRR 1.

— [ Okres trwania wptywu finansowego: od RRRR r. do RRRR r. w odniesieniu
do $rodkéw na zobowigzania oraz od RRRR r. do RRRR r. w odniesieniu do
srodkow na ptatnosci.

M Nieograniczony czas trwania

— Wprowadzenie w zycie z okresem rozruchu od 2023 r. do 2026 r.,

— po ktoérym nastgpuje faza operacyjna.

Planowane tryby zarzadzania55

M Bezposrednie zarzadzanie przez Komisje

— M w ramach jej stuzb, w tym za posrednictwem jej pracownikow w delegaturach
unii;

— [ przez agencje wykonawcze;

0] Zarzadzanie dzielone z panstwami cztonkowskimi

[0 Zarzadzanie posrednie poprzez przekazanie zadan zwigzanych z wykonaniem
budzetu:

— [ panstwom trzecim lub organom przez nie wyznaczonym;

— [ organizacjom migdzynarodowym i ich agencjom (nalezy wyszczegdlnic);
— [ EBI oraz Europejskiemu Funduszowi Inwestycyjnemu;

— [ organom, o ktérych mowa w art. 208 i 209 rozporzadzenia finansowego;
— [ organom prawa publicznego;

— O podmiotom podlegajacym prawu prywatnemu, ktore $wiadczg ustugi
uzytecznos$ci publicznej, o ile zapewniajg one odpowiednie gwarancje finansowe;
— O podmiotom podlegajagcym prawu prywatnemu panstwa cztonkowskiego,

ktorym powierzono realizacje partnerstwa publiczno-prywatnego oraz ktore
zapewniaja odpowiednie gwarancje finansowe;

— [ osobom odpowiedzialnym za wykonanie okreslonych dziatan w dziedzinie
wspolnej polityki zagranicznej i bezpieczenstwa na mocy tytulu V Traktatu o Unii
Europejskiej oraz okreslonym we wlasciwym podstawowym akcie prawnym.

— W przypadku wskazania wigcej niz jednego trybu nalezy podaé dodatkowe informacje w czesci ,, Uwagi”.

55

Wyjasnienia dotyczace trybow zarzadzania oraz odniesienia do rozporzadzenia finansowego znajduja
si¢ na nastgpujacej stronie: http://www.cc.cec/budg/man/budgmanag/budgmanag_en.html
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2.2.
2.2.1.

2.2.2.

SRODKI ZARZADZANIA

Zasady nadzoru i sprawozdawczoSci

Okresli¢ czestotliwosé i warunki

Rozporzadzenie bedzie okresowo poddawane przegladowi i ocenie w ciggu pigciu lat
od jego wejScia w zycie, anastgpnie co pi¢¢ lat. Ponadto Komisja powinna
przeprowadzi¢ szereg dziatan z zakresu monitorowania, potencjalnie na zalecenie
Europejskiej Rady ds. Ustug Cyfrowych, w ramach cigglej oceny skutecznosci
i efektywnosci $rodkéw w konteks$cie ich stosowania, w tym nadzoru i analizy
pojawiajacych sie kwestii.

Ponadto Komisja powinna w szczegolnosci przeprowadzi¢ ocene krotkookresows,
aby oceni¢ wyniki dzialalnosci Europejskiej Rady ds. Ustug Cyfrowych w stosunku
do jej celéw, mandatu i zadan. W ramach tej oceny uwzgledniona zostanie zwtaszcza
ewentualna potrzeba ustanowienia niezaleznej agencji i skutki finansowe takich
modyfikacji. Komisja musi przedstawi¢ sprawozdanie z wynikOw oceny
Parlamentowi  Europejskiemu, Radzie oraz  Europejskiemu  Komitetowi
Ekonomiczno-Spotecznemu.

System zarzadzania i kontroli

Uzasadnienie dla systemu zarzgdzania, mechanizmow finansowania wykonania,
warunkow platnosci | proponowanej strategii kontroli

W rozporzadzeniu ustanawia si¢ nowa polityke w odniesieniu do zharmonizowanych
przepiséw dotyczacych $wiadczenia ustug spoleczenstwa informacyjnego na rynku
wewngetrznym przy jednoczesnym zapewnieniu bezpieczenstwa i wiarygodnosci
ustug online i praw podstawowych w internecie. W tych nowych przepisach wymaga
si¢ roOwniez ustanowienia mechanizmu spojno$ci w zakresie transgranicznego
stosowania obowiazkow wynikajacych z niniejszego rozporzadzenia, ustanowienia
nowej grupy doradczej koordynujacej dziatania organdéw krajowych i Komisji,
atakze powierzenia Komisji bezposrednich uprawnien egzekucyjnych oraz
utworzenia systemu wymiany informacji ulatwiajacego przeptyw informacji miedzy
koordynatorami ds. ustug cyfrowych.

Konieczne jest zapewnienie stuzbom Komisji odpowiednich zasobdéw, aby mogly
sprosta¢c tym nowym zadaniom. Szacuje si¢, ze egzekwowanie nowego
rozporzadzenia bgdzie wymagato 50 EPC (15 EPC na potrzeby zarzadzania nowymi
zadaniami i decyzjami w zakresie kontroli bezposredniej oraz 35 EPC na potrzeby
wspierania dziatan Europejskiej Rady ds. Ustug Cyfrowych w ramach dochodzen
Komisji lub wspolnych dochodzen koordynatoréw ds. ustug cyfrowych).

Informacje dotyczqce zidentyfikowanego ryzyka isystemow kontroli wewnetrznegj
ustanowionych w celu jego ograniczenia

Aby zapewni¢ wypelnianie przez Europejska Rad¢ ds. Ustug Cyfrowych mandatu
ustanowionego W niniejszym rozporzadzeniu, przewiduje si¢, ze przewodniczacego
Rady powota Komisja, ktéra bedzie mogta opracowywaé porzadek obrad do celow
podjecia decyzji przez czlonkow zgodnie z zadaniami okreslonymi w niniejszym
rozporzadzeniu.

Ponadto aby zapewni¢ cztonkom Europejskiej Rady ds. Ustug Cyfrowych mozliwos¢
podejmowania §wiadomych decyzji na podstawie elementoéw stanu faktycznego
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2.3.

I analizy kontekstu, przewiduje si¢, ze Rad¢ powinna wspiera¢ struktura
administracyjna Komisji.

Srodki zapobiegania naduzyciom finansowym i nieprawidlowos$ciom

Okresli¢ istniejgce lub przewidywane srodki zapobiegania i ochrony.

Dodatkowe potrzeby w zakresie $rodkéw niezbednych do celow niniejszego
rozporzadzenia zostang zaspokojone w ramach istniejagcych srodkow zapobiegania
naduzyciom finansowym majacych zastosowanie do Komisji.
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SZACUNKOWY WPLYW FINANSOWY WNIOSKU/INICJATYWY

3.1. Dzial wieloletnich ram finansowych i proponowane nowe linie budzetowe po
stronie wydatkow
Linia budzetowa ROdZB:j Wkiad
Dziat srodkow
wielolet craid
i , rajow A
n_|ch ram Zrézn. / | panstw k Jd dui panst W rozumieniu art,
finanso | Numer .. | EFTAS | Kahayau] | w [21 ust2 lit b)]
wych Dziat 1 261 czrozn acych trzeci | rozporzadzenia
i finansowego
ch
0204 0501
Program ,Cyfrowa Europa”
wdrazanie, optymalne wykorzystanie
zdolnos$ci cyfrowych
I interoperacyjno$¢
1 Zrozn. TAK NIE NIE NIE
03020101
Program na rzecz jednolitego rynku
— funkcjonowanie irozwdj rynku
wewngtrznego towarow i ustug
03010101
1 Niezrozn. | TAK NIE NIE NIE

Wydatki na wsparcie Programu na
rzecz jednolitego rynku (w tym

MSP)

PL

56
57
58

Srodki zréznicowane / $rodki niezrdéznicowane.

EFTA: Europejskie Stowarzyszenie Wolnego Handlu.
Kraje kandydujace oraz w stosownych przypadkach potencjalne kraje kandydujace Batkanow

Zachodnich.
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3.2. Szacunkowy wplyw na wydatki

Wplyw wniosku na budzet zostanie w catosci pokryty ze srodkow przewidzianych w WRF na lata 2021-2027 w ramach puli srodkow
finansowych programu ,,Cyfrowa Europa” i Programu na rzecz jednolitego rynku. Nie przewiduje si¢ wydatkéw w kontek$cie obecnych

WRF.
3.2.1.  Synteza szacunkowego wptywu na wydatki
Dziat wieloletnich ram )
. Dziat 1
finansowych
Srodki operacyjne Po 5 OGOLE | SUMA
2021 | 2022 | 2023 2024 2025 2026 2027 2027 . M 2023- | CALKO
2027 WITA

204 1 & i
0204050 f;%ﬂlgiqzan;a @ 4526 | 6,076 | 9,802 9,802 9,802 9,802 40,008 49,810
Program ,,Cyfrowa Europa” -
wdrazanie, optymalne wykorzystanie
zdolno$ci cyfrowych | Srodki  na
“t ) Yy y platnosci (%)) 2,525 4,526 5,075 8,800 9,000 19,584 30,226 49,810
I interoperacyjnos¢
03020101 i;"bf)‘\jiqzan;a @ 2600 |5400 | 5400 5,400 5,400 18,800 | 24,200
Program na rzecz jednolitego rynku
— funkcjonowanie irozwdj rynku | ¢rodki

J | rozwoy Ty Srodki — na | 2600 |5400 |54400 5,400 5,400 18,800 | 24,200
wewnetrznego towardéw i ustug platnosci
03010101 Srodki na

B . zobowigzania
Wydatk| na Wsparc|e Programu Na | = 4odki na () 0,025 0,230 0,220 0,220 0,220 0,915 0,915
rzecz jednolitego rynku platnodci
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Wszystkie dane liczbowe w tej kolumnie majg charakter orientacyjny i sg zalezne od kontynuacji programéw oraz dostepnosci srodkow.
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OGOLEM  érodki el f;gf};iiqzanga W+3)+() 4551 | 8906 |15422 |15422 |15422 15202 | 59,723 | 74,925
Srodk1l przydziclonc¢ na
rogram o
prog 3;;?11;61 13 0)+(a)+(5) 2,550 | 7,356 10,695 | 14,420 14,920 24,984 49,941 74,925
:,_?g:;:sowych Wielolemich | 7 ,» Wydatki administracyjne”
w mIn EUR (do trzech miejsc po przecinku)
Po OGOLEM
2021 2022 2023 2024 2025 2026 2027 2027 1. (2023-2027)
Zasoby ludzkie 0,750 |3,750 |6,295 |6,295 |6,295 [6,295 | 23,385
Pozostale wydatki administracyjne 0,140 0,250 0,275 0,300 0,325 0,325 1,290
OGOLEM érodki na DZIAEL 7 | (Srodki na zobowiazania
) ) i h ogélem = ¢rodki na 0,890 |4,000 |6570 |6595 |6620 |6,620 | 24675
wieloletnich ram finansowyc platnoéci ogétem)
w mIn EUR (do trzech miejsc po przecinku)
Po OGOLEM
2021 2022 2023 2024 2025 2026 2027 20071, | (2023-2027)
OGOLEM srodki Srodki na zobowiazania 5,441 12,906 | 21,992 | 22,017 | 22,042 | 21,822 84,398
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Wszystkie dane liczbowe w tej kolumnie majg charakter orientacyjny i sg zalezne od kontynuacji programéw oraz dostepnosci srodkow.
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z wszystkich
wieloletnich ram finansowych

DZIALOW

Srodki na patnosci

3,440

11,356

17,265

21,015

21,540

31,640

74,616

PL
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3.2.2.

Podsumowanie szacunkowego wptywu na srodki administracyjne

— [ Wniosek/inicjatywa nie wigze si¢ z konieczno$cig wykorzystania $rodkow
administracyjnych

— M Whniosek/inicjatywa wigze

w mIn EUR (do trzech miejsc po przecinku)

administracyjnych, jak okreslono ponize;j:

si¢ z koniecznoscig wykorzystania

srodkow

Rok

2021

2022

2023

2024

2025

2026

2027

OGOLEM

DZIAL. 7
wieloletnich ram
finansowych

Zasoby ludzkie

0,75

3,75

6,295

6,295

6,295

23,385

Pozostate wydatki
administracyjne

0,140

0,250

0,275

0,300

0,325

1,290

Suma czastkowa
DZIALU 7
wieloletnich ram
finansowych

0,890

4,000

6,570

6,595

6,620

24,675

wieloletnich ram
finansowych

Poza DZIALEM 7%

Zasoby ludzkie

Inne wydatki
administracyjne

0,025

0,230

0,220

0,220

0,220

0,915

Suma czastkowa

wieloletnich ram
finansowych

poza DZIALEM 7

0,025

0,230

0,220

0,220

0,220

0,915

OGOLEM

0,915

4,230

6,790

6,815

6,840

25,590

Potrzeby w zakresie srodkow na zasoby ludzkie i inne wydatki o charakterze administracyjnym zostang pokryte z zasobdw
dyrekcji generalnej juz przydzielonych na zarzadzanie tym dziataniem lub przesunigtych w ramach dyrekcji generalnej,
uzupetlionych w razie potrzeby wszelkimi dodatkowymi zasobami, ktére moga zosta¢ przydzielone zarza{dzaja,ce%’ dyrekcji
generalnej w ramach procedury rocznego przydziatu srodkow oraz w $wietle istniejacych ograniczen budzetowych®.

o1 Wsparcie techniczne lub administracyjne oraz wydatki na wsparcie w zakresie wprowadzania w zycie
programéw lub dziatan UE (dawne linie ,,BA”), posrednie badania naukowe, bezposrednie badania
naukowe.

62

Poniewaz inicjatywa ma charakter horyzontalny i obejmuje rézne dziedziny kompetencji Komisji, takie

jak kompetencje zwigzane zrynkiem wewnetrznym, ustugami cyfrowymi, ochrong konsumentdw,
ochrong podstawowych wolnosci w internecie, planowane jest pofaczenie zasobow ze wszystkich
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dyrekcji generalnych Komisji, z zastrzezeniem zgody Dyrekcji Generalnej ds. Zasobdw Ludzkich
i Bezpieczenstwa oraz zainteresowanych dyrekcji generalnych, co pozostaje kwestia do omowienia.
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3.2.2.1. Szacowane zapotrzebowanie na zasoby ludzkie

ludzkich.

— M Whniosek/inicjatywa wigze

— [ Whniosek/inicjatywa niec wigze si¢ z koniecznoscig wykorzystania zasobow

si¢ z koniecznoscig wykorzystania zasobow

ludzkich, jak okreslono ponizej:

Wartosci szacunkowe nalezy wyrazi¢ w ekwiwalentach petnego czasu pracy

Rok

2021 2022 2023 2024 2025 2026 2027

e Stanowiska przewidziane w planie zatrudnienia (stanowiska urzednikéw i pracownikéw zatrudnionych na czas okreslony)

w centrali i w biurach przedstawicielstw

Komisji

6 19 32 32 32

w delegaturach

W dziedzinie badan

* Personel zewnetrzny (w ekwiwalentach pelnego czasu pracy: EPC) — CA, LA, SNE, INT i JED %
Dziat 7

Finansowanie z
DZIALU 7
wieloletnich ram
finansowych

—w centrali

11 18 18 18

— w delegaturach

Finansowanie ze
srodkow
przydzielonych na
program &

—w centrali

— w delegaturach

Badania naukowe

Inne (okresli¢)

OGOLEM

6 30 50 50 50

Potrzeby w zakresie zasobow ludzkich zostana pokryte z zasobow DG juz przydzielonych na zarzadzanie tym
dziataniem lub przesunigtych w ramach dyrekcji generalnej, uzupetnionych w razie potrzeby wszelkimi
dodatkowymi zasobami, ktore moga zosta¢ przydzielone zarzadzajacej dyrekcji generalnej w ramach procedury
rocznego przydziatu srodkow oraz w §wietle istniejacych ograniczen budzetowych.

Opis zadan do wykonania:

Urzednicy i pracownicy zatrudnieni
na czas okreslony

Nadzor nad prawidlowa realizacja obowigzkoéw okreslonych w rozporzadzeniu
W odniesieniu do przedsi¢biorstw prywatnych i panstw cztonkowskich

Przygotowywanie i opracowywanie aktow wykonawczych i delegowanych zgodnie
Z niniejszym rozporzadzeniem

Prowadzenie dochodzen, audytéw i innych analiz, w tym analizy danych
Zarzadzanie konsultacjami publicznymi i ukierunkowanymi

Zamawianie badan zewnetrznych zwiagzanych z analiza systemow algorytmicznych,
sztucznej inteligencji i zarzadzania danymi

Wsparcie administracyjne Europejskiej Rady ds. Ustug Cyfrowych oraz organizacja
posiedzen, przygotowywanie opinii i innego rodzaju wsparcie Rady

Personel zewngtrzny

Prowadzenie dochodzen, audytéw i innych analiz
Zarzadzanie konsultacjami publicznymi i ukierunkowanymi

Wsparcie administracyjne Europejskiej Rady ds. Ustug Cyfrowych oraz organizacja

63

CA = personel kontraktowy; LA = personel miejscowy; SNE = oddelegowany ekspert krajowy; INT =

personel tymczasowy; JPD = mtodszy specjalista w delegaturze.

PL

W ramach podpulapu na personel zewngtrzny ze srodkoéw operacyjnych (dawne linie ,,BA”).

109 PL




posiedzen, przygotowywanie opinii i innego rodzaju wsparcie Rady
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3.2.3.  Udziat 0sob trzecich w finansowaniu
— M nie przewiduje wspoétfinansowania ze strony 0sob trzecich

— [ przewiduje wspotfinansowanie ze strony osob trzecich szacowane zgodnie z ponizszymi

szacunkami:
Srodki w mIn EUR (do trzech migjsc po przecinku)
2021 2022 2023 2024 2025 2026 2027 Ogodtem
Okresli¢ organ
wspotfinansujacy
OGOLEM srodki objete
wspolinansowaniem




PL

3.3.

Szacunkowy wplyw na dochody
— M Whniosek/inicjatywa nie ma wptywu finansowego na dochody.
— [ Whniosek/inicjatywa ma wplyw finansowy okreslony ponize;j:
— 0 wplyw na zasoby wiasne
— O wptyw na dochody rézne

Wskazaé, czy dochody sg przypisane do linii budzetowej po stronie wydatkow [

1)
2)
3)

b)

w min EUR (do trzech miejsc po przecinku)

. s 65
Linia  budzetowa  po Wotyw wnoslinicjaywy
tronie dochodd
stronie dochodéw 2021 2022 2023 2024 2025 2026 2027
Artykut ...

do OCENY SKUTKOW FINANSOWYCH REGULACJI

Tytul wniosku/inicjatywy:

Rozporzadzenie Parlamentu Europejskiego 1 Rady w sprawie jednolitego rynku ustug cyfrowych ‘

LICZBA i KOSZT ZASOBOW LUDZKICH UZNANYCH ZA NIEZBEDNE
KOSZT POZOSTALYCH WYDATKOW ADMINISTRACYJNYCH
METODY OBLICZANIA SZACUNKOWYCH KOSZTOW

Zasoby ludzkie

Pozostale wydatki administracyjne

65

W przypadku tradycyjnych zasobow wiasnych (optaty celne, optaty wyréwnawcze od cukru) nalezy wskaza¢ kwoty
netto, tzn. kwoty brutto po odliczeniu 20 % na poczet kosztéw poboru.
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1) Koszt zasobow ludzkich uznanych za niezbedne
L] Wniosek/inicjatywa nie wigze si¢ z konieczno$cig wykorzystania zasobow ludzkich
M Whniosek/inicjatywa wigze sie z koniecznoécia wykorzystania zasobow ludzkich, jak okre§lono ponizej:

w mln EUR (do trzech miejsc po przecinku)

DZIAL 7
wieloletnich ram 2021 2022 2023 2024 2025 2026 2027 OGOLEM

finansowych

EPC | Srodki | EPC | Srodki | EPC |  Srodki EPC Srodki EPC Srodki EPC Srodki EPC Srodki | EPC |  Srodki

» Stanowiska przewidziane w planie zatrudnienia (stanowiska urzednikow i pracownikéw zatrudnionych na czas okre$lony)

w centrali | AD 5 0,60 16 2,4 27 4,05 27 4,05 27 4,05

i w biurach

przedstawicielstw

Komisji AST 1 0,15 3 0,45 5 0,75 5 0,75 5 0,75
AD

w delegaturach

Unii AST

* Personel zewnetrzny

Globalna koperta CA 7 0,56 7 0,56 7 0,56 7 0,56

fnansess SNE 4 0,34 1 0,935 1 0,935 11 0,935

66 CA = personel kontraktowy; LA = personel miejscowy; SNE = oddelegowany ekspert krajowy; INT = personel tymczasowy; JPD = mtodszy specjalista w delegaturze.
Potrzeby w zakresie zasobow ludzkich zostang pokryte z zasobow DG juz przydzielonych na zarzadzanie tym dziataniem lub przesunigtych w ramach dyrekcji generalnej,
uzupelionych w razie potrzeby wszelkimi dodatkowymi zasobami, ktore moga zosta¢ przydzielone zarzadzajacej dyrekcji generalnej w ramach procedury rocznego przydziatu
srodkow oraz w §wietle istniejacych ograniczen budzetowych.




INT

Inna linia
budzetowa
(okreslic)

Suma
czastkowa
DZIALU 7

wieloletnich
ram
finansowych

0,75

30

3,75

50

6,295

50

6,295

50

6,295
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2) Koszt pozostatych wydatkow administracyjnych

[0 Whniosek/inicjatywa nie wigze si¢ z koniecznoscig wykorzystania srodkéw administracyjnych
M Whniosek/inicjatywa wiaze si¢ z konieczno$cig wykorzystania srodkéw administracyjnych, jak okre$lono ponizej:

w mln EUR (do trzech miejsc po przecinku)

DZIAL 7

wieloletnich ram finansowych

2021

2022

2023

2024

2025 2026 2027 Ogotem

W centrali:

Wydatki na podréze stuzbowe i cele reprezentacyjne

0,05

0,075 0,1 0,125 0,35

Koszty konferencji i spotkan

0,1

0,14

0,14 0,14 0,14 0,66

Koszty operacyjne zwigzane z produktami (zob. metody
obliczania)

0,04

0,06

0,06 0,06 0,06 0,28

Inna linia  budzetowa (okredlic  w stosownych
przypadkach)

W delegaturach Unii

Wydatki na podroze stuzbowe, konferencie icele
reprezentacyjne

Dalsze szkolenie personelu

Nabywanie, wynajem i wydatki powigzane

Sprzet, meble, materiaty i ustugi

Suma czastkowa DZIALU 7

wieloletnich ram finansowych

0,140

0,250

0,275 0,300 0,325 1,290
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w mIn EUR (do trzech miejsc po przecinku)

Poza DZIALEM 7

wieloletnich ram finansowych

2021

2022

2023

2024

2025

2026

2027

Ogotem

Wydatki na pomoc techniczng i administracyjng (oprécz
personelu zewnetrznego) ze S$rodkéw operacyjnych
(dawne linie ,BA”)

—w centrali

—w delegaturach Unii

Inne wydatki na zarzadzanie w dziedzinie badan

Inna linia  budzetowa (okredlic  w stosownych
przypadkach)

Dziatania w zakresie komunikacji’konsultacji

0,025

0,230

0,220

0,220

0,220

0,915

Suma czastkowa - poza DZIALEM 7

wieloletnich ram finansowych

OGOLEM
DZIAL 7 i poza DZIALEM 7
wieloletnich ram finansowych

0,165

0,480

0,495

0,520

0,545

2,205

Potrzeby w zakresie srodkéw na zasoby ludzkie i inne wydatki o charakterze administracyjnym zostang pokryte z zasobow dyrekcji generalnej juz przydzielonych na zarzadzanie tym
dziataniem lub przesunigtych w ramach dyrekcji generalnej, uzupetnionych w razie potrzeby wszelkimi dodatkowymi zasobami, ktére moga zosta¢ przydzielone zarzadzajacej dyrekeji
generalnej w ramach procedury rocznego przydziatu srodkow oraz w §wietle istniejacych ograniczen budzetowych.
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3) Metody obliczania szacunkowych kosztow
a) Zasoby ludzkie

W niniejszej czesci okreslono metode obliczania szacunkowych kosztow zasobow ludzkich uznanych za niezbedne
(zalozenia co do obcigzenia pracg, w tym konkretne stanowiska pracy (profile zawodowe wg Sysper 2), kategorie
personelu i odpowiadajgce im Srednie koszty)

DZIAL 7 wieloletnich ram finansowych

Uwaga: $rednie koszty dla poszczegdinych kategorii pracownikow w centrali sa dostepne na stronie BudgWeb:
https://myintracomm.ec.europa.eu/budgweb/EN/pre/legalbasis/Pages/pre-040-020_preparation.aspx

* Urzednicy i pracownicy zatrudnieni na czas okre$lony

Zaktadajac, ze przyjecie rozporzadzenia i rozpoczecie jego stosowania nastapig w 2023 r., Komisja bedzie musiata
stopniowo dokonywa¢ wewnetrznych przesunie¢ zasobdw potrzebnych do zapewnienia realizacji jej nowych zadan do dnia
rozpoczecia stosowania rozporzadzenia, w tym do przyjecia aktow wykonawczych i delegowanych przewidzianych

w rozporzadzeniu. Komisja bedzie musiata takze powota¢ grupe zadaniowa, ktorej zadaniem bedzie nadzér nad
stosowaniem rozporzadzenia w odniesieniu do bardzo duzych platform i zapewnianie wsparcia dla dziatar Europejskiej Rady
ds. Ustug Cyfrowych.

W schemacie organizacyjnym trzeba bedzie przewidzie¢ 15 EPC (13 AD + 2 AST) na potrzeby petnienia przez Komisje
dodatkowych funkcji zwigzanych z aktem o ustugach cyfrowych (rozstrzyganie sporéw, bezpo$redni nadzor, akty
wykonawcze).

Ponadto konieczne bedzie wewnetrzne przesunigcie w Komisji liczby pracownikdéw odpowiadajacej tacznie 35 EPC (14
AD/TA, 3 AST, 7 CAi 11 SNE), aby zapewnia¢ Radzie wsparcie, biorac pod uwage, ze bedzie to wymagato aktywnego
monitorowania ok. 20/25 bardzo duzych platform (w tym monitorowania wszystkich dokumentow regulacyjnych) oraz
zaangazowania w mechanizm spojnosci/dwustronny (jako punkt odniesienia — w IMI rocznie dokonywano ok. 10
powiadomier na podstawie art. 3 dyrektywy o handlu elektronicznym i nie jest wykluczone, ze podobna, jesli nie wigksza,
liczba zgtoszen moze dotyczy¢ nowych obowigzkdw okreslonych w akcie o ustugach cyfrowych w odniesieniu do wszystkich
dostawcdw ustug posrednich dziatajacych w UE).

Poniewaz inicjatywa ma charakter horyzontalny i obejmuje rézne dziedziny kompetencji Komisji, takie jak kompetencje
zwigzane z rynkiem wewnetrznym, ustugami cyfrowymi, ochrong konsumentéw, ochrong podstawowych wolno$ci

w internecie, planowane jest potgczenie zasobdw ze wszystkich dyrekcji generalnych Komisji, z zastrzezeniem zgody
Dyrekcji Generalnej ds. Zasobow Ludzkich i Bezpieczenstwa oraz zainteresowanych dyrekcji generalnych, co pozostaje
kwestig do oméwienia.

* Personel zewnetrzny

Poza DZIALEM 7 wieloletnich ram finansowych

* Jedynie stanowiska finansowane z budzetu na badania naukowe

* Personel zewngtrzny
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b) Pozostate wydatki administracyjne

Nalezy wskazaé¢ metode obliczen zastosowanq w odniesieniu do poszczegolnych linii budzetowych,

a W szczegolnosci zalozenia bedgce podstawq obliczen (np. liczba posiedzen rocznie, srednie koszty itp.)

DZIAL 7 wieloletnich ram finansowych

Wydatki na podréze stuzbowe i cele reprezentacyjne

o W przypadku kontroli na miejscu bardzo duzych platform internetowych: brak takich kontroli przewidzianych na
pierwszy rok (2023 r.), lecz ocenia sie, ze kontrole takie bedg w coraz wigkszym stopniu konieczne po wejsciu
w zycie rozporzadzenia: ich liczbe szacuje sie na 15w 2025 ., 20 w 2026 r. i 25 w 2027 r., w miare intensyfikacji
dziatan egzekucyjnych. Sredni koszt jednej kontroli szacowany jest na 0,005 min EUR, zaktadajac zaangazowanie
maksymalnie 2 pracownikéw na miejscu oraz czas trwania kontroli wynoszacy 5 dni.
Koszty konferencii i spotkan

o  Comiesieczne posiedzenia Europejskiej Rady ds. Ustug Cyfrowych wspierane przez Komisje, 0 szacowanym
koszcie 0,01 min EUR na posiedzenie. Szacuje si¢, ze w 2023 r. odbedzie sig tylko osiem posiedzen.

o Inne spotkania ekspertow: wedtug zachowawczych szacunkow organizowane bytyby maksymalnie cztery
spotkania ekspertéw rocznie, majgce na celu uzyskanie od czotowych specjalistow opinii i porad w kwestiach
technicznych, prawnych i spotecznych.

Koszty operacyjne zwigzane z produktami

e  Przygotowanie i wydanie opinii Europejskiej Rady ds. Ustug Cyfrowych: szacuje sie, ze konieczne i wykonalne
byloby opracowanie jednej takiej opinii na posiedzenie Rady. Szacuie sie, ze co druga opinia wymagataby
wsparcia technicznego w postaci badania ad hoc o koszcie 0,1 min EUR.

Poza DZIALEM 7 wieloletnich ram finansowych (wydatki na wsparcie i operacyjne)

Wydatki na wsparcie

o Komisja i Europejska Rada ds. Ustug Cyfrowych bedg musiaty prowadzi¢ szeroko zakrojone konsultacje
w odniesieniu do wiekszoéci z najwazniejszych wydawanych dokumentéw stanowigcych wynik prac. Sredni koszt
jednostkowy konsultacji szacuje sie na 0,005 min EUR, z uwzglednieniem konsultacji ukierunkowanych i spotkan
fizycznych oraz przy zatoZzeniu, Ze wiekszo$¢ konsultacji bedzie prowadzona przez internet. Konsultacje beda
skoncentrowane na ramach oceny ryzyka (po dwie konsultacje w 2024 r. i 2025 r. oraz jedna w 2026 r.) i projekcie
wytycznych (dwie rocznie w latach 2023-2025, po czym przewiduje sie wzrost liczby konsultacji do trzech rocznie)
oraz bedg poprzedzaty przyjecie aktéw wykonawczych i delegowanych (trzy konsultacje w 2023 r. i dwie
w2024 r.).

e Przewidziany jest budzet na wsparcie ciagtej komunikacji, stuzgcej wspomaganiu zaangazowania
zainteresowanych stron na wszystkich etapach konsultacji, szacowany na 0,2 min EUR rocznie poczawszy
od 2024 r.

Wydatki operacyjne
Analizy i konsultacje

W ramach dziatan wspierajacych Europejska Rade ds. Ustug Cyfrowych oraz w ramach wiasnych zadan bezposrednio
zwigzanych z egzekwowaniem Komisja bedzie musiata by¢ w stanie przeprowadzi¢ dogtebng analize systeméw
algorytmicznych, zarzadzania danymi i sztucznej inteligencji bedacych podstawg ustug Swiadczonych przez bardzo duze
platformy (ok. 20/25 w catej UE). Bedzie to wymagato korzystania z wysoce specjalistycznej wiedzy poprzez badania ad hoc
lub ustugi konsultantéw wspomagajacych analize, w szczegdlnosci:

e Whnioski o dostep do danych na potrzeby oceny ryzyka: wydatki zwigzane z przetwarzaniem danych i zewnetrznym
wsparciem technicznym, szacowane $rednio na 0,025 min EUR na wniosek. Oczekuije sie, ze liczba wnioskéw
wzrosnie i ustabilizuje sig na poziomie ok. dwaoch wnioskéw rocznie na kazdego bardzo duzego dostawce ustug
objetego nadzorem (w odniesieniu do oczekiwanej liczby dostawcdw ustug wynoszacej 20), 1j. 40 takich wnioskdw
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rocznie poczawszy od 2026 r., przy czym pie¢ w 2023 r. i 20 w 2025 .

o Wydatki na badania i ustugi specjalistow w zakresie analizy danych bedg konieczne do ustanowienia ram metodyki
i bazy wiedzy niezbgdnych do identyfikacji ryzyka i budowania zdolnoSci publicznego organu egzekwujacego
prawo, aby chroni¢ obywateli Unii i przedsiebiorstwa europejskie przed nieprzestrzeganiem rozporzadzenia, jak
réwniez do opracowania norm i metodyk stuzacych niwelowaniu tego ryzyka. Uwaza sig, ze badania bedg musiaty
stuzy¢ regularnemu zapewnianiu solidnych metodyk i ram na potrzeby audytu szeregu zmieniajacych sie
systemow algorytmicznych, oceny ryzyka, jak réwniez analizy najistotniejszych zagrozen, wynikajacych
z przegladu sektora (niezwigzanego Scisle z poszczegolinymi platformami/dziataniami egzekucyjnymi, lecz
dotyczacego takze systemdw mogacych ksztattowac okreslone rynki lub rozpowszechnia¢ informacje wéréd
uzytkownikéw w Unii). Szacuje sie, ze w systemie tym przeprowadzane bedzie do 22 ocen ryzyka, badan
technicznych i studiéw wykonalnosci o stopniu zlozonosci od niskiego (50 tys. EUR) po ramowy (1 min EUR).
Zobowigzania dotyczace tych badan majg zosta¢ uregulowane po ukofczeniu badan, tj. $rednio w nastepnym roku
budzetowym po podpisaniu umowy.

e W odniesieniu do indywidualnych kontroli technicznych i audytéw regulacyjnych dotyczacych systeméw
algorytmicznych i sztucznej inteligencji bardzo duzych dostawcow: oczekuije si¢, ze bedg one miaty wysoki
(kontrola ok. o$miu systemow algorytmicznych) lub Sredni stopien ztozonosci (kontrola ok. pieciu systeméw
algorytmicznych). Szacunkowe koszty wynoszg 0,5 min EUR w przypadku audytu o wysokim stopniu ztozonosci
i 0,3 min EUR w przypadku audytéw o niskim stopniu ztozono$ci, przy srednim koszcie kontroli jednego systemu
technicznego wynoszacym 0,075 min EUR (oszacowanym w odniesieniu do zewnetrznych audytow technicznych
w badaniu SMART 2018/0037) oraz niezbednych dodatkowych zasobach na analize ogélna. Koszty obejmujg
ustugi naukowcdw zajmujgcych sie danymi i zewnetrznych wykonawcow oraz zaméwienia dotyczace wsparcia
zewnetrznego. Oczekuije sie, ze w 2023 r. nie zostanie przeprowadzona zadna taka kontrola, lecz zdoInosci
i potrzeby wzrosng do 16 kontroli (trzech o wysokim stopniu ztozonosci i 13 o $rednim stopniu ztozono$ci)

w 2025 r. Kontrole majg by¢ koriczone w terminie krotszym niz badania, a zobowigzania z ich tytutu majg by¢
regulowane $rednio w tym samym roku.

Systemy informacyjne i zarzadzania (IT)

e  Gtéwnym elementem wspierajacym stosowanie rozporzadzenia jest platforma cyfrowa utatwiajaca wymiane
informacji miedzy panstwami cztonkowskimi, Europejskg Radg ds. Ustug Cyfrowych i Komisja, a takze
zapewniajaca funkcje i interoperacyjnos$¢ z innymi funkcjami, jak przewidziano w rozporzadzeniu. Koszty rozwoju
tej platformy szacuje sie na 4,5 min EUR w ciggu czterech lat (2 min EUR w 2023 r. na jej utworzenie, po 1 min
EUR w 2024 r. i 2025 r. na zapewnienie jej petnego rozwoju i interoperacyjnoéci oraz 0,03 EUR w kolejnych latach
na utrzymanie jej aktualnoci i interoperacyjno$ci. Koszty utrzymania i pomocy dla uzytkownikéw sg réwniez
szacowane na 0,001 min EUR w pierwszych dwoch latach, a nastgpnie na bardziej stabilny budzet w wysokosci
0,002 min EUR rocznie. Ptatnoci z tytutu dalszych aktualizaciji i zmian szacuje sie na nastepny rok budzetowy po
wdrozeniu/dostarczeniu platformy.

W zwigzku z powyzszym wydatki operacyjne poza dziatem 7 bylyby istotne dla nastepujacych programéw Komis;ji:

- programu ,,Cyfrowa Europa”: w odniesieniu do dziatan zwigzanych z badaniami og6lnymi i analizami danych, majacych
na celu zwigkszenie zdolno$ci organdw publicznych egzekwujacych prawo w zakresie analizy, identyfikacji i eliminowania
ryzyka wigzacego sie z systemowym nieprzestrzeganiem przepisow przez bardzo duze platformy we wspdlnych ramach

w catej Unii, a takze w odniesieniu do sktadania wnioskéw o dostep do danych i zarzadzania nimi oraz tworzenia i rozwijania
niezbednej informatycznej platformy wymiany informacji, ktéra umozliwi wymiane informacji miedzy wtasciwymi organami

a Komisjg oraz interoperacyjnos¢ baz danych i funkcji przewidzianych w rozporzadzeniu, z nastepujacymi przewidzianymi
wydatkami (w min EUR):

2023 2024 2025 2026 2027

4,526 6,076 9,802 9,802 9,802

- Program na rzecz jednolitego rynku: w odniesieniu do konkretnych dziatan egzekucyjnych, ktére majg by¢ prowadzone
wobec bardzo duzych platform, takich jak indywidualne kontrole techniczne i audyty, a takze zwigzanych z nimi konsultacii
publicznych.

2023 2024 2025 2026 2027
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0,025 2,830 5,620

5,620

5,620

Dodatek: szczegotowy przeglad wydatkow operacyjnych i administracyjnych
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Dodatek: szczegdtowy przeglad wydatkow operacyjnych i zwigzanych z zasobami ludzkimi

2023 2024 2025 2026 2027 | Ogote
m
ilos¢ | koszt ogote | ilos¢ | koszt ogote | ilos¢ | koszt ogole | ilos¢ | koszt ogole | ilos¢ | koszt ogote
jednostko | m jednostko | m jednostko | m jednostko | m jednostko | m
wy wy wy wy wy
Wydatki na | Wydatki na 0 10 0,005 0,05 | 15 0,005 0,075 | 20 0,005 0,1 25 0,005 0,125
podroze podroze stuzbowe
stuzbowe i cele
i cele reprezentacyjne (na
reprezentacy | potrzeby kontroli)
jne
SUMA 0 0,05 0,075 0,1 0,125 | 0,35
CZASTKOWA
Koszty Posiedzenia Rady 8 0,01 0,08 12 0,01 0,12 12 0,01 0,12 12 0,01 0,12 12 0,01 0,12
konferencji
i spotkan
Inne spotkania | 4 0,005 002 |4 0,005 002 |4 0,005 002 |4 0,005 002 |4 0,005 0,02
ekspertow
SUMA 0,1 0,14 0,14 0,14 0,14 | 0,66
CZASTKOWA
Koszty Opinie 8 0,005 0,04 |12 0,005 0,06 | 12 0,005 0,06 | 12 0,005 0,06 | 12 0,005 0,06
operacyjne
zwigzane
z produktami
SUMA 0,04 0,06 0,06 0,06 0,06 | 0,28
CZASTKOWA
PL 12
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Analizy
i konsultacje

Badania ramowe
dotyczace  oceny
ryzyka

Badania techniczne
i ramy audytu
algorytmow

0,3

0,9

0,3

18

12

0,3

3,6

12

0,3

3,6

12

0,3

3,6

Studia
wykonalnosci  na
potrzeby norm
technicznych

0,05

0,1

0,05

0,1

0,05

0,1

0,05

0,1

0,05

0,1

Whioski o dostep
do danych
i przetwarzanie
danych na potrzeby
ocen ryzyka

0,025

0,125

15

0,025

0,375

20

0,025

0,5

40

0,025

40

0,025

Coroczne badanie
istotnych zagrozen

0,4

0,4

0,4

0,8

0,4

1,6

0,4

1,6

0,4

1,6

Kontrole

techniczne i audyty
(o wysokim
stopniu ztozono$ci)

0,5

0,5

0,5

0,5

15

0,5

15

0,5

15

Kontrole
techniczne i audyty
(o $rednim stopniu
ztozonosci)

0,3

0,3

2,1

13

0,3

3,9

13

0,3

3,9

13

0,3

39

Konsultacje
w sprawie
wytycznych

0,005

0,01

0,005

0,01

0,005

0,01

0,005

0,015

0,005

0,015

Konsultacje
w sprawie ram
oceny ryzyka

0,005

0,005

0,01

0,005

0,01

0,005

0,005

0,005

0,005
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Konsultacje 0,005 0,015 0,005 0,01 0,005 0 0,005 0 0,005 0
w sprawie  aktow
wykonawczych
i delegowanych
Komunikacja 0,2 0 0,2 0,2 1 0,2 0,2 0,2 0,2 0,2 0,2
i wsparcie
zaangazowania
zainteresowanych
stron
SUMA 2,55 7,905 14,42 14,92 14,92 | 54,715
CZASTKOWA
Systemy Rozwoj cyfrowych 2 2 1 1 1 1 0,5 0,5 0,5 0,5
informacyjne | platform
i zarzadzania | koordynacyjnych
Utrzymanie 0,001 0,001 0,001 0,001 0,002 0,002 0,002 0,002 0,002 0,002
SUMA 2,001 1,001 1,002 0,502 0,502 | 5,008
CZASTKOWA
SUMA 4,691 9,156 15,69 15,72 15,74 | 61,013
CZASTKO 7 2 7
WA
wydatkow
Budzet na 0,750 3,750 6,295 6,295 6,295 | 23,385
zasoby
ludzkie
SUMA 5,441 12,90 21,99 22,01 22,04 | 84,398
CALKOWI 6 2 7 2
TA
PL 14
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Potrzeby w zakresie $rodkéw na zasoby ludzkie i inne wydatki o charakterze administracyjnym zostang pokryte z zasoboéw dyrekcji generalnej juz przydzielonych na zarzadzanie tym dziataniem lub
przesunigtych w ramach dyrekcji generalnej, uzupetionych w razie potrzeby wszelkimi dodatkowymi zasobami, ktore moga zosta¢ przydzielone zarzadzajacej dyrekcji generalnej w ramach procedury
rocznego przydzialu srodkow oraz w $wietle istniejacych ograniczen budzetowych.
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