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SELETUSKIRI

1. ETTEPANEKU TAUST
e Ettepaneku pbhjused ja eesmérgid

Viimasel aastakiimnel on ELis ja ulg&nud maailmas suurenenud raske ja organiseeritud
kuritegevus, néiteks inim-* ja uimastikaubandus®. Kuritegevuse ja kriminaaldiguse statistika
teabekogumiku andmetel pandi ELi liikmesriikides (vélja arvatud Itaalia ja Portugal, mille
kohta andmeid e avalikustatud) 2007. aastal 100 000 elaniku kohta toime ligikaudu 14 000
kuritegu, kusjuures see arv ulatus 14 465 kuriteost Rootsis 958 kuriteoni Kuprosel. Europoli
2009. aasta ELi organiseeritud kuritegevuse ohtude hinnangus (OCTA 2009) margitakse, et
suurem osa organiseeritud kuritegevusest hdlmab rahvusvahelist reisimist, mille tavapérane
eesmark on inimeste, uimastite ja muu ebaseadusliku kauba ebaseaduslik Ule ELi piiri
toimetamine.

Samal gja tegutsevad terroristid ja nende organisatsioonid nii sees- kui valjaspool ELi piire.
USA 2001. aasta terroririinnakud, 2006. aasta augustis peatatud terroririinnak, mille eesmérk
oli 8hkida mitu Uhendkuningriigist USAsse suunduvat lennukit, ning 2009. aasta detsembris
toimunud terroririnnakukatse Amsterdamist Detroiti teel olnud lennuki pardal néitasid
terroristide vdimet korraldada rahvusvaheliste lendude vastaseid rinnakuid mis tahes riigis.
Ehkki 2009. aastal terrorism ELis véhenes, on selle oht Europoli 2010. aasta aruande
(terrorismi olukorra ja suundumuse kohta ELis) kohaselt endiselt reaalne ja tBsine. Suurem
osa terrorismiilminguid on loomult rahvusvahelised, hélmates rahvusvahelist reisimist® muu
hulgas véjaspool ELi asuvatesse véaljadppelaagritesse, mistbttu nendega vditlemine nduab
0iguskaitseasutuste tihedamat koost6dd.

Rasked kuriteod ja terroriaktid pdhjustavad ohvritele tfsist kahju, tekitavad suurt
majanduslikku kahju ja 60nestavad turvatunnet, ilma milleta el saainimesed tbhusalt kasutada
oma vabadust ja digusi.

Rahvusvahelise To6organisatsiooni  2009. aastal avaldatud uuringu* kohaselt kaotasid
arenenud riigid inimkaubandusest tuleneva aatasustamise t6ttu 2007. aastal 2 508 368 218
USA dollarit ja kogu maailm 19 598 020 343 USA dollarit.

Euroopa Narkootikumide ja Narkomaania Seirekeskuse 2010. aasta aruandes uimastite
olukorra kohta Euroopas osutatakse uimastiprobleemi Uleilmsusele ning selle poolt
tekitatavale jarjest suuremale ja tésisele kahjule. See kujutab endast tdsist ohtu Euroopa
Liidule, ohustades sotsiaalarengut ning toites korruptsiooni ja organiseeritud kuritegevust.
ELis hukkub kokaiini t6ttu ligikaudu tuhat inimest aastas. Tagasihoidlik prognoos hindab
Euroopas opioidide kasutajate arvuks 1,35 miljonit inimest. Uimastite majanduslikuks ja
sotsiaal seks mdjuks hindasid 22 ELi liikmesriiki 2008. aastal kokku 4,2 miljardit eurot.

Uhes teises uuringus® hindas Uhendkuningriigi siseministeerium kuritegevuse &rahoidmisega
seonduvaid kulusid, nditeks kaitseks tehtavad kulutused, Kkuritegevuse tagajargedest

Europoli 2009. aasta ELi organiseeritud kuritegevuse ohtude hinnang.

Eurostat 36/2009.

Europoli 2010. aasta aruanne terrorismi olukorra ja suundumuse kohta EL is.

»Measuring the costs of coercion to workers in forced labour” Vinogradova, De Cock, Belser.
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tulenevaid kulusid, néiteks fuusiline ja emotsionaalne mdju ohvrile ning varastatud vara
vaartus, ja Kuritegevusele reageerimisel tehtud kulusid, sealhulgas kulutused
kriminaal i gussiisteemile. 2003. aastal hinnati nende kulude suuruseks
36 166 000 000 Suurbritannia naela.

Samal agjal soovib viiest eurooplasest neli nédha kaalukamaid ELi tasandi meetmeid
organiseeritud kuritegevuse ja terrorismi vastu®.

Vastusena raskete kuritegude ja terrorismiohule ning kontrolli kaotamisele sisepiiridel
Schengeni konventsiooni raames on EL votnud meetmeid isikuandmete kogumiseks ja
vahetamiseks Giguskaitse- ja muude asutuste vahel. Ehkki kdnealused meetmed on osutunud
kasulikuks, kiputakse nende raames keskenduma andmetele isikute kohta, keda juba
kahtlustatakse, st isikutele, kes on Giguskaitseasutustele , teada”. Selliste meetmete néideteks
on Schengeni infosiisteem (SIS),” teise pdlvkonna Schengeni infosiisteem (SIS 11).°
viisainfosiisteem (V1S)° jakavandatav riiki sisenemise jariigist lahkumise siisteem.

,Ulevaates teabehaldusest vabadusel, turvalisusel ja Gigusel rajaneval adal”™® analilsis
komigon neid meetmeid ja osutas vaadusele Giguskaitseasutuste tihedama koostoo jarele
seoses liikmesriikidesse saabuvate ja neist védjuvate rahvusvaheliste lendude reisijatega,
sealhulgas selliste reisijate broneeringuinfo sustemaatilisemale kasutamisele Giguskaitse
eesmarkidel. Ka ,, Stockholmi programmis — avatud ja turvaline Euroopa kodanike teenistuses
ja nende kaitsel”** kutsutakse komisjoni les esitama ettepanekut broneeringuinfo kasutamise
kohta terroriaktide ja raskete kuritegude ennetamiseks, avastamiseks, uurimiseks ja nende eest
vastutusel e votmiseks.

Broneeringuinfo on reisijate poolt esitatavad kontrollimata andmed, mille lennuettevétjad
koguvad érilistel eesméarkidel oma broneerimis- ja valjumiskontrollisiisteemidesse, kus nad
neid ka séilitavad. Broneeringuinfo hélmab erinevat teavet: lendude kuupéevad, marsruut,
piletiandmed, kontaktandmed, broneeringu teinud reisiagendi nimi, makseviis, istekoha
number ja pagasiandmed.

Oiguskaitseasutused vivad broneeringuinfot kasutada mitmel eesmérgil:

reaktiivselt: andmeid kasutatakse uurimisel, vastutusele votmisel, vorgustike lammutamisel
pérast kuriteo sooritamist. Selleks, et diguskaitseasutustel oleks voimalus gjas piisavalt tagas
minna, peab Giguskaitseasutustel olemavoimalik séilitada andmeid piisavalt pika ajajooksul;

reaalajas. andmeid kasutatakse enne reisijate saabumist voi valjumist kuriteo arahoidmiseks,
isikute jalgimiseks vdi vahistamiseks enne kuriteo toimepanekut voi kuriteo toimepanemise
tottu.  Sellisel  juhul  vOrreldakse broneeringuinfot  eelnevalt  kindlaksméaératud

Kuritegevuse majanduslik ja sotsiaalkulu Uksikisikutel e ja majapidamistele 2003/2004.

Eurobaromestri standarduuring nr 71, lisalk 149.

Konventsioon, millega rakendatakse 14. juuni 1985. aasta Schengeni lepingut Beneluxi Majandudliidu
riikide, Saksamaa Liitvabariigi ja Prantsuse Vabariigi valitsuste vahel nende Uhispiiridel kontrolli
jarkjargulise kaotamise kohta (EUT L 239, 22.9.2000, Ik 19).

8 Maarus (EU) nr 1987/20086, otsus 2007/533/JSK, méarus (EU) nr 1986/2006.

° Noukogu otsus 2004/512/EU, méirus (EU) nr 767/2008, ndukogu otsus 2008/633/JSK. Vt ka
deklaratsioon terrorismivastase vditluse kohta, Euroopa Ulemkogu, 25.3.2004.

10 KOM (2010) 385.

n N&ukogu dokument 17024/09, 2.12.2009.
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hindamiskriteeriumidega, et tuvastada eelnevalt ,tundmatud” kahtlusalused, ning erinevate
tagaotsitavaid isikuid ja esemeid h6lmavate andmebaasi dega;

proaktiivselt: andmeid kasutatakse hindamiskriteeriumide analtiisimisel ja koostamisel ning
neid on segéarel voimalik kasutada reisijate saabumis- ja valjumiseelseks hindamiseks.
Selleks, et selline anallilis oleks asjakohane terroriaktide ja raskete kuritegude ennetamise,
avastamise, uurimise ja nende eest vastutusel e votmise seisukohast, peab 6iguskaitseasutustel
olemavaimalik séilitada andmeid piisavalt pika ajajooksul.

Rahvusvaheliste lendude broneeringuinfo slstemaatilisem kogumine, kasutamine ja
séilitamine, mille suhtes kohal datakse rangeid andmekaitsetagatisi, parandaks terroriaktide ja
raskete kuritegude ennetamist, avastamist, uurimist ja nende eest vastutusele votmist ning see
on, nagu on pohjalikumalt selgitatud allpool, vaaik voitlemiseks konealuste
julgeol ekuohtudega ja nende poolt pdhjustatava kahju véhendamiseks.

Broneeringuinfo kasutamine e ole praegu aga ELi tasandil reguleeritud. Praeguseks on
broneeringuinfostisteemi  kaivitanud vaid piiratud arv liikmesriike ning suurem osa
liikmesriike kasutavad broneeringuinfot terroriaktide ja raskete kuritegude ennetamiseks,
avastamiseks, uurimiseks ja nende eest vastutusele votmiseks ebasiistemaatiliselt voi
politseile ja teistele Oiguskaitseasutustele antud Uldvolituste alusel. ELis on
broneeringuinfosiisteem juba kasutusel Uhendkuningriigis; Prantsusmaa, Taani, Belgia,
Roots ja Madalmaad on kas vastu votnud asaomased Oigusaktid vOi tegelevad praegu
broneeringuinfo  kasutamise testimisega. Mitmed teised liikmesriigid métlevad
broneeringuinfosiisteemide kasutuselevotmisele. Need liikmesriikide meetmed lahknevad
mitmeti, sealhulgas slisteemi eesmargi, andmete séilitamise ajavahemiku, slisteemi struktuuri,
geograafilise ulatuse ja hdlmatud transpordiviiside poolest. Samuti on &rmiselt tdendoline, et
kui broneeringuinfo kasutamise téaielik digusraamistik on neis liikmesriikides 16puks vastu
vOetud, lahknevad eeskirjad andmekaitse ja andmete kaitstud edastamise tagamise meetmete
kisimuses. Selle tulemusel voidakse luua kuni 27 méarkimisvaarselt lahknevat siisteemi. Selle
tulemuseks voivad olla isikuandmete kaitse taseme erinevus ELis, turvaaugud, kulude kasv
ning Giguskindluse puudumine nii lennuettevdtjate kui kareisijate seisukohast.

Ettepaneku eesmark on seega uhtlustada litkmesriikide sdtteid, millega reguleeritakse
kolmanda riigi ja vdhemalt Uhe liikmesriigi vahelisi lende korraldatavate lennuettevotjate
kohustust edastada pédevatele asutustele broneeringuinfot terroriaktide ja raskete kuritegude
ennetamiseks, avastamiseks, uurimiseks ja nende eest vastutusel e votmiseks. Lennuettevotjad
el peareisijatelt koguma mingit tdiendavat teavet ega mingeid andmeid séilitama, samuti ei
peareisijad esitama mingeid tdiendavaid andmeid lisaks neile, mis lennuettevotjaile juba niigi
esitatakse.

Konealused juriidilised kohustused tuleb lennuettevdtjate suhtes kehtestada jéargnevatel
pdhjustel.

Esiteks vOimaldab broneeringuinfo Giguskaitseasutustel véja selgitada isikud, kes olid
eelnevalt ,,tundmatud”, st keda varem ei ole kahtlustatud rasketes kuritegudes ega terrorismis
osalemises, kuid kelle kohta andmete anallilis néitab, et nad vdivad sellistes kuritegudes
osaleda, ja keda padevad asutused peaksid seetOttu tdiendavalt uurima. Selliste isikute
vdljaselgitamine aitab Oiguskaitseasutustel &ra hoida ja avastada raskeid kuritegusid,
sealhulgas terroriakte. Selle saavutamiseks peavad Oiguskaitseasutused kasutama
broneeringuinfot  nii  reaalgas selle  anallusiks eelnevalt  kindlaksméaratud
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hindamiskriteeriumide (mis néditavad, millised eelnevalt ,,tundmatud” isikud vajavad t&psemat
uurimist) pdhjal kui ka proaktiivselt hindamiskriteeriumide anal Gidisimiseks ja koostami seks.

Né&iteks vOivad broneeringuinfo analtisil ilmneda inim- vOi  uimastikaubanduse
enimkasutatud marsruudid, mida vGib hindamiskriteeriumide juures arvesse votta.
Analtlsides broneeringuinfot reaalgjas selliste kriteeriumide pdhjal, on voimalik kuritegusid
dra hoida vOi avastada. Liikmesriigi poolt esitatud konkreetne ndide on juhtum, Kui
broneeringuinfo anal iiisil paljastati rihm inimkaubitsejaid, kesreisisid aati samal marsruudil.
ELi siselennule registreerumiseks kasutasid nad valedokumente, samal gja kolmandasse riiki
suunduvale lennule registreerumiseks aga ehtsaid dokumente. Labinud lennujaamas
turvakontrolli, laksid nad ELi siselennule. Broneeringuinfota ei oleks olnud véimalik seda
inimkaubitsejate vorgustikku paljastada.

Seega saavad Giguskaitseasutused broneeringuinfot proaktiivselt ja reaalajas kombineerituna
kasutada seega raskete kuritegude ja terrorismiohuga voitlemiseks muude isikuandmete
kategooriatega vorreldes erinevast perspektiivist: nagu selgub allpool, ei véimalda selliste
olemasolevate ja kavandatavate ELi tasandi meetmete nagu asaomase direktiivi
(veoettevdtjate kohustuse kohta edastada reisijaid kéasitlevaid andmeid),> Schengeni
infoslisteemi  (SIS) ja teise pdlvkonna Schengeni infosusteemi (SIS 1l) raames
Oiguskaitseasutustele  kéttesaadavate iskuandmete todtlemine neil |, tundmatuid”
kahtlusaluseid vélja selgitada samamoodi, kui see on véimalik broneeringuinfo analtiiisi abil.

Teiseks aitab broneeringuinfo diguskaitseasutustel raskeid kuritegusid, sealhulgas terroriakte,
ennetada, avastada, uurida ja nende eest vastutusele votta parast kuriteo toimepanekut. Selle
saavutamiseks peavad Oiguskaitseasutused kasutama broneeringuinfot readgjas, et seda
vorrelda erinevate tagaotsitavaid ,teadaolevaid” isikuid ja esemeid hOlmavate
andmebaasidega. Nad peavad broneeringuinfot kasutama ka reaktiivselt, et koguda tdendeid
ning vaaduse korral tuvastada kurjategijate kaasosaliss ja paljastada kuritegelikke
vorgustikke.

Néiteks broneeringuinfo hulka kuuluv krediitkaardiinfo voib aidata Oiguskaitseasutustel
tuvastada ja tendada isiku ja teadaoleva kurjategija voi kuritegeliku organisatsiooni vahelisi
sidemeid. Uhe liikmesriigi esitatud néide seondub liikmesriiki ja kolmandaid riike hdlmava
ulatusliku inim- ja uimastikaubandusega. Kartellid importisid uimasteid mitmesse Euroopa
sihtkohta. Nad kasutasid inimkaubanduse ohvreid, kes neelasid uimastid ala. Nad tuvastati
broneeringuinfo abil, millest ilmnes, et nad olid ostnud piletid varastatud krediitkaartidega.
Selle tulemusel vahistati nad liikmesriigis. Selle pdhjal loodi hindamiskriteerium, mis
omakordatdi kaasa mitu téiendavat vahistamist muudes liikmes- ja kolmandates riikides.

Lisaks lubab broneeringuinfo saabumiseelne kasutamine oiguskaitseasutustel hinnata ja
ldhemalt analltsida Uksnes neid isikuid, kes kdige tbendolisemalt (objektiivsete
hindamiskriteeriumide ja eelneva kogemuse pohjal) kujutavad endast julgeolekuohtu. See
lihtsustab kdigi teiste reisijate reisimist ja vahendab ohtu, et ELi sisenemisel kontrollitakse
neid ebaseaduslike kriteeriumide, nditeks kodakondsuse vOi nahavérvi ausel, mida
Oiguskaitseasutused, sealhulgas toll ja piirivave, vbivad ekdikult seostada
julgeol ekuriskidega.

Kavandatavad meetmed hdlmavad broneeringuinfo kogumist ja tootlemist 6iguskaitseasutuste
poolt ning seetdttu mdjutavad need Gigust eraglu puutumatusele ja isikuandmete kaitsele.

12 Direktiiv 2004/82/EU, 29.8.2004.
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Selleks et tagada kooskola proportsionaal suse pohimdttega, on ettepanek (nagu on tapsustatud
alpool) omareguleerimisalalt hoolikalt piiratud ja sisaldab rangeid andmekaitsetagatisi.

Broneeringuinfo piiratud ja rangete andmekaitsetagatistega kaitstud kasutamise vajatust
toetavad mitmed faktid, mis on esitatud kaesoleva ettepaneku mojuhinnangus.
Broneeringuinfo kogumist ja t6otlemist kasitlevate ELi tasandi Uhtlustatud sétete puudumisel
e ole kéttesaadav Uksikagalik statistika selle kohta, millises ulatuses sellised andmed aitavad
raskeid kuritegusid ja terrorismi ennetada, avastada, uurida ja nende eest vastutusele votta.
Broneeringuinfo kasutamise vajadust toetab aga teave, mis on périt kolmandatest riikidest ja
liikmesriikidest, kes juba kasutavad sellist infot 6iguskaitse eesmarkidel.

Nende riikide kogemusest ilmneb, et broneeringuinfo kasutamisega on tehtud otsustava
tahtsusega edusamme voitluses eelkdige uimastite, inimkaubanduse ja terrorismiga ning
joutud paremale arusaamisele terroristlike ja muude kuritegelike vorgustike Ulesehitusest ja
tegevusest. Uimastite osas on liikmesriigid mérkinud, et suurem osa arestimistest toimub tanu
broneeringuinfo reaalgjas ja proaktiivsele kasutamisele. Belgia teatas, et 95 % kdigist
2009. aastal toimunud uimastite arestimistest volgnesid tadnu ainult vOi peamiselt
broneeringuinfo téétlemisele. Roots teatas, et 65—-75% kdigist 2009. aastal toimunud
uimastite arestimistest volgnesid tanu ainult voi peamiselt broneeringuinfo téotlemisele. See
téhendas 278,9 kilo kokaiini ning téiendavaid koguseid heroiini ja teis uimasteid.
Uhendkuningriik teatas, et 2010. aasta kuue kuu jooksul arestiti 212 kilo kokaiini ja 20 kilo
heroiini ainult voi peamiselt tdnu broneeringuinfo tootlemisele.

e Uldinetaust

6. novembril 2007 vottis komigon vastu ndukogu raamotsuse ettepaneku broneeringuinfo
kasutamise kohta Giguskaitse eesmérkidel®® (edaspidi ,2007. aasta ettepanek”). Ettepanekut
arutati ulatuslikult ndukogu t6orihmades ning justiits- ja siseklsimuste ndukogu Kiitis
aruteludel tehtud edusammud heaks 2008. aasta jaanuaris, juulis ja novembris. Ettepaneku
arutamine todriihmades |ubas jéuda konsensusel e suurema osa ettepaneku sitete suhtes™.

1. detsembril 2009 aegus Euroopa Liidu toimimise lepingu joustumisel komisjoni ettepanek,
mida ndukogu ei olnud veel vastu votnud. Kéesolev ettepanek asendab 2007. aasta ettepaneku
ja péhineb Euroopa Liidu toimimise lepingu sétetel. Selles vletakse arvesse Euroopa
Parlamendi soovitusi, mis on esitatud tema 2008. aasta novembri resolutsioonis,™ ja ndukogu
téorihmades peetud arutelude viimast seisu 2009. aastal. Samuti voetakse selles arvesse
Euroopa andmekaitseinspektori,'® artikli 29 alusel asutatud andmekaitse téorihmal’ ja
P&hi6iguste Ameti arvamust™.

e Ettepaneku valdkonnas kehtivad digusnormid

Broneeringuinfo erineb reisijaid kasitlevast eelteabest ja neid el tohiks omavahel segi gjada.
Reisijaid kasitlev eelteave kujutab endast passi masinloetavast osast kogutud isikuandmeid,

13 KOM (2007) 654.

14 Ndukogu dokument 5618/2/09 REV 2, 29.6.2009.

15 P6_TA (2008)0561.

16 ELT C 110, 1.5.2008.

v Arvamus nr 145, 5.12.2007.

18 http://fra.europa.eu/fraWebsite/attachments/FRA_opinion PNR_en.pdf
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mis sisaldavad nime, stinnikohta, isiku kodakondsust, passi numbrit ja kehtivusaega. Seega
erineb see teave broneeringuinfost, olles viimati nimetatust piiratum.

ELisreguleerib reisijaid késitleva eelteabe kasutamist direktiiv veoettevotjate kohustuse kohta
edastada reisijaid kasitlevaid andmeid™. Direktiivi kohaselt tuleks reisijaid késitlev eelteave
iga liikmesriigi taotlusel piirikontrollile kéttesaadavaks teha ELi territooriumile sisenevate
lendude puhul, et t6hustada piirikontrolli ja ebaseadusliku sisserénde vastast vaitlust. Ehkki
direktiivis lubatakse nende kasutamist Giguskaitse eesmérkidel, on see voimalik siiski ainult
juhtudel, kui téidetud on konkreetsed kriteeriumid. Seega, ehkki &iguskaitseasutused mdénel
juhul kasutavad kahtlustatavate ja otsitavate isikute tuvastamiseks reisijaid kasitlevat
eclteavet, kasutatakse seda peamiselt isikutuvastamis- ja piirihaldusinstrumendina. Lisaks el
vOimalda reisijaid kasitlev eelteave diguskaitseasutustel reisijaid hinnata, seega e aita see
tuvastada seni ,,tundmatuid” kurjategijaid egaterroriste.

Schengeni infosiisteemi (SIS) eesmérk on tagada Schengeni aa avalik julgeolek, sealhulgas
riiklik julgeolek. SIS on tsentraliseeritud infostisteem, mis koosneb iga osalisriigi riiklikust
osast ja Prantsusmaal asuvast tehnilise abi tksusest. Liikmesriigid saavad véljaandmise
eesmargil esitada hoiatusteateid tagaotsitavate isikute kohta, valismaalaste kohta, keda ei tohi
riiki lasta, kadunud isikute kohta, tunnistgjate voi isikute kohta, kellele on esitatud kohtukutse,
isikute ja sbidukite kohta, keda/mida tuleb taiendavalt kontrollida, kadunud véi varastatud
sdidukite, dokumentide ja tulirelvade kohta ning kahtlaste rahatéhtede kohta.

Viisainfostisteemi (VIS) abil plitakse lahendada mélemad probleemid: selle eesmérk on
aidata rakendada thist viisapoliitikat, lihtsustades viisataotluste |8bivaatamist ja kontrolli
valispiiridel, aidates samal aga véltida ohtu liikmesriikide sisgjulgeolekule. Tegu on
tsentraliseeritud infoslisteemiga, mis koosneb iga osalisriigi riiklikust osast ja Prantsusmaal
asuvast tehnilise abi Uksusest. VIS hakkab sdrmejdlgede usaldusvédrseks vordlemiseks
kasutama biomestriliste tunnuste tuvastamise susteemi, mida hakatakse kasutama
viisasomanike isikusamasuse kontrollimiseks ELi véalispiiridel. Ststeem hakkab sisaldama
andmeid viisataotluste kohta, fotosid, sormejdlgi, viisasd vdjastavate ametiasutuste
asjaomaseid otsuseid ja seoseid seotud taotluste vahel.

Seega kasutatakse SIS ja VIS nagu reisijaid késitlevat eelteavetki peamiselt isikutuvastamis-
ja piirihaldusinstrumendina, mistéttu neist on kasu tksnes siis, kui kahtlusaluse isik on teada.
Neist instrumentidest e ole kasu e isikute hindamisel ega ,tundmatute” kurjategijate ega
terroristide tuvastamisel.

EL on sOlminud lennureise hdlmavad lepingud broneeringuinfo edastamiseks raske
rahvusvahelise kuritegevuse ja terrorismi vastu vditlemise eesmargil Ameerika Uhendriikide,
Kanada ja Austraaliaga. Lepingutes ndutakse, et lennuettevdtjad, kes koguvad reisijate kohta
broneeringuinfot &rilistel eesmarkidel, on kohustatud selle edastama Ameerika Uhendriikide,
Kanada ja Austraalia padevatele asutustele. 2011. aastal hakatakse kdnealuse kolme lepingu
Ule taas ldbirddkimisi pidama. Selliste lepingute sdlmimist on taotlenud ka teised riigid,
nditeks LounaKorea ja Jagpan. Komigon on konealuse vadkonna ELi poliitika
pohielemendid visandanud oma 21. septembri  2010. aasta teatises broneeringuinfo
kolmandatele riikidele edastamist kéasitleva uldise |dhenemisviisi kohta®. K&esolev ettepanek
on nimetatud teatises visandatud poliitikaga téielikus kooskdl as.

» Direktiiv 2004/82/EU, 29.8.2004.
20 KOM (2010) 492.
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e Kooskdla ELi muude tegevuspdhimotete ja eesmérkidega

Schengeni infoslisteem (S1S),?* teise pdlvkonna Schengeni infosiisteem (SIS 1),
viisainfostisteem (V1S),2® kavandatav riiki sisenemise ja riigist lahkumise siisteem ning
registreeritud reisija programm on ELi meetmed, mis kasitlevad otseselt piiridel fuusiliselt
aset leidvaid meetmeid.

Ehkki broneeringuinfo kujutab endast reisimisega seotud andmeid reisijate kohta, kasutatakse
seda pigem kriminaalluure- kui piirikontrollivahendina. Seda kasutatakse enne piirilletust,
mitte selle gal. Broneeringuinfo kasutamise peamine eesmérk on pigem voideldaterrorismi ja
raske kuritegevusega, mitte voidel da ebaseadudliku sisseréandega voi lihtsustada piirikontrolli.

Ettepanekuga ei muudeta ega mdjutata kehtivaid ELi eeskirju piirkontrolli teostamise ega EL.i
territooriumile sisenemise vOi sealt vajumise kohta. Pigem kehtib ké&esolev ettepanek
nimetatud eeskirjadega paralleel selt ega muuda nende kehtivust.

e MOju pohidigustele

Kéesolev ettepanek on téielikult kooskdlas Uldise eesmérgiga luua Euroopas vabadusel,
turvalisusel ja Oigusel rgjanev ada. Nagu selgub k&esoleva ettepaneku mdjuhinnangust,
analllsiti kéesolevat ettepanekut kavandatavate sétete iseloomu tottu stivitsi, et tagada nende
kooskdla poOhidigustega, eelkdige ELi pohidiguste harta artiklis8 sdtestatud Oigusega
iskuandmete kaitsele. Ettepanek on kooskdlas ka Euroopa Liidu toimimise lepingu
artikliga 16, millega tagatakse igaiihe digus isikuandmete kaitsele.

Ettepanek on kooskflas andmekaitsepdhimotetega ja selle sdtted on kooskélas ndukogu
raamotsusega 2008/977/JSK kriminaal agades tehtava politsei- ja digusalase koostdo raames
toodel davate isikuandmete kaitse kohta® (edaspidi , raamotsus 2008/977/JSK”). See hdlmab
isikute Gigust andmetega tutvuda, neid parandada, kustutada ja blokeerida ning Gigust saada
hivitist ja kasutada 6iguskaitsevahendeid. Lisaks ja et téita proportsionaal suse pdhimétet, on
ettepanekus  valdkond, milles  andmekaitse-eeskirjad  on rangemad kui
raamotsuse 2008/977/JSK omad.

EelkGige on ettepaneku reguleerimisala rangelt piiritletud ja Giguskaitseasutused tohivad
broneeringuinfot kasutada Uksnes vditlemiseks konkreetsete raskete kuritegudega, mis on
kantud ammendavasse loetellu ja mille eest méaratakse liikmesriigis vahemalt kolmeaastane
vanglakaristus. Selleks et tagada, et slutute ja mittekahtlustatavate isikute andmeid
toodeldakse voimalikult piiratud ulatuses, piiritleti hindamiskriteeriumide koostamise ja
rakendamisega seotud ettepaneku reguleerimisala moned aspektid raskete kuritegudega, mis
on olemuselt ka rahvusvahelised, st on lahutamatult seotud reismisega ja seega ka
toodeldavate andmete liigiga. Ettepanekuga lubatakse broneeringuinfot sdilitada kdige
rohkem viis aastat, parast mida tuleb andmed kustutada. Lisaks tuleb andmed pérast vaga
|Ghikest ajavahemikku (30 paeva) muuta anoniimseks, kuna parast kdnealust ajavahemikku
on voimalik broneeringuinfot proaktiivselt kasutada anontiimseks muudetud andmete pdhjal.

2 Konventsioon, millega rakendatakse 14. juuni 1985. aasta Schengeni lepingut Beneluxi Majandusliidu

riikide, Saksamaa Liitvabariigi ja Prantsuse Vabariigi valitsuste vahel nende uhispiiridel kontrolli
jarkjargulise kaotamise kohta (EUT L 239, 22.9.2000, Ik 19).

22 Maarus (EU) nr 1987/20086, otsus 2007/533/JSK, méarus (EU) nr 1986/2006.

= Noukogu otsus 2004/512/EU, méirus (EU) nr 767/2008, ndukogu otsus 2008/633/JSK. Vt ka
deklaratsioon terrorismivastase véitluse kohta, Euroopa Ulemkogu, 25.3.2004.

4 ELT L 350, 30.12.2008, Ik 60.
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Keelatud on koguda ja kasutada tundlikke andmeid, mis otseselt v6i kaudselt paljastavad
inimese rassilise v@i etnilise paritolu, usulised voi filosoofilised tdekspidamised, poliitilised
seisukohad, kuuluvuse ametitihingusse ning tervisliku seisundi vOi seksuaalelu. Lisaks
ndhakse ettepanekus ette, et lilkmesriigi padeva ametiasutuse otsust, mille Giguslik mdju
isikule on negatiivne vOi mis teda oluliselt mGjutab, ei tohi langetada Uksnes broneeringuinfo
automaatse tootlemise pdhjal. Lisaks e tohi selline otsus Uhelgi tingimusel pdhineda inimese
rassilisel voi etnilisel péritolul, usulistel voi filosoofilistel tdekspidamistel, poliitilistel
seisukohtadel, kuuluvusel ametitihingusse ning tervidlikul seisundil voi seksuaalelul. Lisaks
peavad lennuettevdtjad broneeringuinfot edastama tiksnes nn tdukemeetodil, mis tdhendab, et
liikmesriikidel e ole lennuettevétjate |IT-slsteemidele otsest juurdepaésu. Liikmesriigid
voivad broneeringuinfot kolmandatele riikidele edastada Uksnes &rmiselt piiratud juhtudel ja
vaid iga Uksikjuhtumi puhul eraldi. Téhususe ja kérgetasemelise andmekaitse tagamiseks
peavad liikmesriigid tagama, et liikmesriigi sdltumatu jérel evalveasutus (andmekaitseasutus)
vastutaks broneeringuinfo to6tlemisega seonduva ndustamise ja jarelevalve eest.
Liitkmesriigid peavad looma ka the kindlaksméaratud Uksuse (broneeringuinfo Uksus), mis
vastutab andmete kéaitlemise ja kaitsmise eest. Kdnealune broneeringuinfo Uksus peab
broneeringuinfo igasuguse tootlemise registreerima voi dokumenteerima, et kontrollida
andmete to6tlemise digusparasust, |abi viia sisekontroll ning tagada andmete nduetekohane
terviklus ja tootlemise turvalisus. Liikmesriigid peavad tagama ka selle, et reisijad
teavitatakse selgelt ja tépselt broneeringuinfo kogumisest ja nende Gigustest.

Seega, lisaks kooskdlale olemasolevate andmekaitse-eeskirjade ja pOhimdtetega, sisaldab
ettepanek erinevaid kaitsemeetmeid, et tagada tdielik kooskdla proportsionaalsuse
pohimattega ja pohidiguste kdrgetasemeline kaitse.

2. K ONSULTEERIMINE HUVITATUD ISIKUTEGA JA MOJU HINDAMINE

e Konsulteerimine huvitatud isikutega

Konsultatsioonimeetodid, peamised s htvaldkonnad ja vastajate il di sel oomustus

2007. aasta ettepaneku koostamisel konsulteeris komisjon 2006. aasta detsembris kiisimustiku
pohjal koigi sidusrihmadega. Kisimustik saadeti  koigile liikmesriikidele, nende
andmekaitseasutustele, Euroopa andmekaitseinspektorile, Euroopa Lennuettevétjate
Uhendusele, Ameerika Lennutranspordi Uhendusele, Rahvusvahelisele Lennuettevotjate
Uhendusele, Euroopa Piirkondlike Lennuettevotjate Uhendusele ja Rahvusvahelisele
Lennutranspordi Assotsiatsioonile. Vastustest tehti kokkuvote 2007. aasta ettepanekule lisatud
mdjuhinnangus. Selle jarel kutsus komisjon liikmesriigid kohtumisele, millel liikmesriikide
esindajatel oli véimalus arvamusi vahetada.

2007. aasta ettepaneku vastuvotmise jarel avaldasid kdik sidusrihmad selle kohta oma
seisukohad. 20. novembril 2008 vottis Euroopa Parlament vastu ettepanekut késitleva
resolutsiooni®®. Liikmesriigid avaldasid oma seisukohad ndukogu téorihmades peetud

» P6_TA (2008)0561.
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aruteludel®®. Arvamused avaldasid ka Euroopa andmekaitseinspektor,?” artikli 29 alusel
asutatud andmekaitse to6rihm?® ja Pohiiguste Amet.

Vastuste kokkuvote

Euroopa Parlamendi resolutsioonis véljendatud peamiseks kriitikaks oli, et vaadust
kavandatavate meetmete jarele e ole piisavalt pohjendatud. Parlament seadis kahtluse ala,
kas ettepanek vastab tingimustele, mis Gigustaksid sekkumist digusesse andmekaitsele.
Parlament véaljendas resolutsioonis muret, et ettepaneku lisandvéartust ei ole hinnatud muude
piirikisimustealaste algatuste valguses. Andmekaitse osas kutsus parlament Ules eesméargi
konkreetsele piiramisele ja rohutas, et ainult teatavatel asutustel peaks olema Oigus
broneeringuinfoga tutvuda. LOpuks vdaljendas parlament muret, et kavandatav meetod
(broneeringuinfo automaatne hindamine faktidel pohinevate ja eelnevalt kindlaksmaaratud
hindamiskriteeriumide pdhjal) kujutab endast andmete vaga ulatusiikku kasutusviisi, ja
rohutas, et sellise hindamise tulemuseks el tohiks iialgi olla profileerimine tundlike andmete
pohjal.

Artikli 29 ausel asutatud andmekaitse toorihm oli seisukohal, et ettepanek on
ebaproportsionaalne ja et see voib rikkuda 6igust andmekaitsele. T66rihm seadis kahtluse alla
andmekaitsekorra, kuna raamotsus 2008/977/JSK e hélma andmete to6tlemist liikmesriigis.
Toorihm oli seisukohal, et vajadus ettepaneku jarele e ole piisavalt pdhjendatud, andmete
sdilitamise aeg (13 aastat) on ebaproportsionaalne ja andmete edastamisel tuleks kasutada
Uksnes tdukemeetodit.

Kuna ettepanek hdlmab sldtute isikute andmete kogumist, seadis Euroopa
andmekaitseinspektor kahtluse ala, kas ettepaneku vajalikkus ja proportsionaalsus on
tOendatud. Ta kritiseeris ettepanekut, véites, et see atab kaasa jagimisiihiskonna
kujundamisele, ning seadis kahtluse alla ka andmekaitsekorra, kuna raamotsus 2008/977/JSK
e hélma andmete todtlemist liikmesriigis. Konkreetselt soovitas  Euroopa
andmekaitseinspektor  tépsemalt médratleda ametiasutused, kellel  oleks  digus
broneeringuinfoga tutvuda, ja andmete kolmandatesse riikidesse edastamise tingimused.

PGhi 6iguste Amet arvas samuti, et ettepaneku vajalikkus ja proportsionaalsus el ole téendatud,
ning oli seiskohal, et ettepanek peaks sisaldama rohkem tagatisi, et vétida profileerimist
tundlike andmete pdhjal.

Ettepaneku kohta avaldasid arvamust ka moned |ennuettevotjate Uhendused: Rahvusvaheline
Lennuettevétjate Uhendus ja Euroopa Lennuettevétjate Uhendus. Peamiselt kritiseerisid nad
ettepaneku detsentraliseeritud struktuuri ja rohutasid, et tsentraliseeritud andmekogumisel
oleks ettevotjate jaoks rahalised eelised. Samuti kritiseerisid nad tGukemeetodi kasutamist ja
tegid ettepaneku jatta edastamise meetodi valik ettevotjatele.

Konsultatsioonide mdju digusakti ettepanekule on olnud suur. Ehkki mitu sidusrihma ei
olnud broneeringuinfo kasutamise vajaduses veendunud, ndustusid nad koik, et ELi tasandi

Oigusaktide  véljatdotamine on  edistatavam  kui  liikmesriikide  lahknevate
2 N&ukogu dokument 17024/09, 2.12.2009.
27 ELT C 110, 1.5.2008.

8 Uhisarvamus, mis késitleb néukogu raamotsuse ettepanekut broneeringuinfo kasutamise kohta

Oiguskaitse eesmérkidel, mille komison esitas 6. novembril 2007 (WP 145, 5.12.2007),
http://ec.europa.eu/justice/policies/privacy/docs/wpdocs/2007/wpl45_et.pdf.

29 http://fra.europa.eu/fraWebsite/attachments/FRA_opinion PNR_en.pdf
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broneeringuinfosiisteemide arendamine. Konsultatsioonide tulemusel piirati ka andmete
kasutamise eesmark terroririinnakute ja raskete kuritegude vastase vditlusega ning ettepaneku
reguleerimisala Ohutranspordiga. Valiti range andmekaitsekord konkreetse andmete
sdilitamise gjaga ja tundlike (inimese rassilist voi etnilist péritolu, usulisi vai filosoofilis
toekspidamisi, poliitilisi seisukohti, kuuluvust ametithingusse ning tervislikku seisundit voi
seksuaalelu paljastavate) andmete kasutamise keeluga. Eelistati tGukemeetodit ning rangeid
piiranguid andmete kolmandatesse riikidesse edastamisele.

e Eksperdiarvamuste kogumineja kasutamine

Véalisekspertide arvamusi e olnud vaja kasutada.

e Mdju hindamine

K omisjon teostas tédprogrammis kirjeldatud méju hindamise®.

M&ju hindamise raames uuriti nelja peamist alternatiivi, millest igaiiks sisaldab kaht muutujat:
Alternatiiv A, ELi tasandi meetmetest hoidumine ja status quo séilitamine.

Alternatiiv B, broneeringuinfo kogumise ja to6tlemise stisteemi struktuuri kujundamine, mille
juures on aternatiiviks B.1: andmete detsentraliseeritud kogumine ja t66tlemine
liikmesriikide poolt ja alternatiiviks B.2: andmete tsentraliseeritud kogumine ja t66tlemine
ELi tasandil.

Alternatiiv C, kavandatavate meetmete eesmargipiirangu kujundamine, mille juures on
aternatiiviks C.1: juurdepéds ainult terroriaktide ja raskete kuritegude ennetamiseks,
avastamiseks, uurimiseks ja nende eest vastutusele votmiseks, ning alternatiiviks C.2:
juurdepdas terroriaktide ja raskete kuritegude ennetamiseks, avastamiseks, uurimiseks ja
nende eest vastutusel e votmiseks ning muudel poliitikaeesmarkidel.

Alternatiiv D, kavandatavate meetmetega hdlmatavate transpordiliikide kindlaksma&ramine,
mille juures on aternatiiviksD.1: ainult lennuettevdtjad, ja alternatiiviksD.2: lennu-,
mereveo- ja raudteetranspordiettevotjad.

Alternatiive hinnati jargmiste kriteeriumide alusel: ELi julgeolek, isikuandmete Kaitse,
riigiasutuste kulud, ettevotjate kulud/konkurents siseturul ja dleilmse |8henemisviisi
toetamine.

Mdojuhinnangust jéreldus, et parimaks alternatiiviks on oigusakti ettepanek, mille
kohaldamisalaks on o&hutransport ning mille puhul  broneeringuinfot  kogutakse
detsentraliseeritult terroriaktide ja raskete kuritegude ennetamiseks, avastamiseks, uurimiseks
ja nende eest vastutusele votmiseks (kombinatsioon alternatiividest B1, C1 ja D1). See
parandaks ELi julgeolekut, mdjutades samas isikuandmete kaitset minimaalselt ja hoides
kulud vastuvoetaval tasemel.

%0 SEK (2011) 132.
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3. ETTEPANEKU OIGUSLIK KULG
e Kavandatud meetmete kokkuvote

Ettepaneku eesméark on Uhtlustada litkmesriikide sétteid, millega reguleeritakse kolmanda
riigi ja v8hemalt Uhe litkmesriigi vahelis lende korraldatavate lennuettevotjate kohustust
edastada péadevatele asutustele broneeringuinfot terroriaktide ja raskete kuritegude
ennetamiseks, avastamiseks, uurimiseks ja nende eest vastutusele votmiseks. lgasugune
kéesoleva ettepaneku pbhjal toimuv isikuandmete toGtlemine on kooskdlas raamotsuses
2008/977/JSK sétestatud andmekaitse-eeskirjadega.

o Oigudlik alus
ELi toimimise leping, eelkdige selle artikli 82 |Gike 1 punkt d ja artikli 87 16ike 2 punkt a.
e Subsidiaar suse p6himdote

Oiguskaitseasutustele tuleb anda tdhusad vahendid, millega véidelda terrorismi ja raskete
kuritegudega. Kuna suurem osa raskeid kuritegusid ja terroriakte hdlmab mingil kujul
rahvusvahelist reisimist, peavad ametiasutused ELi sisgjulgeoleku kaitseks kasutama
broneeringuinfot. Lisaks sOltub liikmesriikide pé&devate asutuste teostatav uurimine
terroriaktide ja raskete kuritegude ennetamise, avastamise, uurimise ja nende eest vastutusele
votmise eesméargil suuresti rahvusvahelisest ja piiritlesest koost6ost.

Isikute vaba liikumise tottu Schengeni alal peavad turvaaukude valtimiseks broneeringuinfot
koguma, tootlema ja edastama kdik liikmesriigid. Kollektiivselt ja sidusalt tegutsedes
suurendab kdnealune meede ELi julgeolekut.

ELi tasandi meetmed aitavad tagada Uhtlustatud andmekaitsesétteid liikmesriikides.
Samalaadsed mehhanismid juba kehtestanud voi seda tulevikus tegevate liikmesriikide
erinevad ststeemid vOivad avaldada negatiivset moju lennuettevdtjatele, kes peavad téitma
mitmeid vdib-olla lahknevaid riiklikke ndudeid, nditeks seoses isikute kohta edastatava teabe
iseloomuga ning teabe liikmesriikidele edastamise tingimustega. Konealused erinevused
vOivad takistada ka liikmesriikide t6husat koost6dd terroriaktide ja raskete kuritegude
ennetamisel, avastamisel, uurimisel ja nende eest vastutusele votmisel.

Kuna kéesoleva ettepaneku eesmérke ei suuda liikmesriigid piisavalt saavutada ning neid on
parem saavutada ELi tasandil, vOib jareldada, et ELil on volitused vétta meetmeid ja ta on
selleks ka paremas olukorras kui eraldi meetmeid votvad litkmesriigid. Seeparast on ettepanek
kooskdlas Euroopa Liidu lepingu artiklis 5 sdtestatud subsidiaarsuse pdhimdttega.

e Proportsionaalsuse p6himote

Kolmandatest riikidest ELi sisenevate lendude broneeringuinfo kavandatav slistemaatiline
kogumine, analliis ja sallitamine, mille suhtes kohaldatakse rangeid andmekaitsetagatisi,
parandaks terroriaktide ja raskete kuritegude ennetamist, avastamist, uurimist ja nende eest
vastutusele votmist ning see on vgalik voitlemiseks kdneal uste jul geol ekuohtudega.

Ettepaneku reguleerimisala hdlmab ainult neid elemente, mis nbuavad ELi Uhtlustatud
ldhenemisviisi, naiteks broneeringuinfo litkmesriikide poolt kasutamise voimaluste,
kogutavate andmete, andmekasutuse eesmérkide, liikmesriikide broneeringuinfo Uksuste
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omavaheliste andmeedastusviisde ning andmete edastamise tehniliste tingimuste
kindlaksmaaramine.

Kavandatav meede on direktiiv. Detsentraliseeritud slisteemi valimine jatab liikmesriikide
otsustada, kuidas nad broneeringuinfostisteemid sisse seavad, samuti vOivad nad ise otsustada
stisteemi tehniliste aspektide Ule.

Euroopa Liidu lepingu artiklis5 sétestatud proportsionaalsuse pShimdtte kohaselt el |ahe
kdesolev ettepanek oma eesmérkide saavutamiseks vagalikust ja proportsionaalsest
kaugemale.

o Oigusakti valik

Kavandatud 6igusakt: direktiiv.

Muud vahendid ei oleks agakohased jargmisel pdhjusel:

Meetme eesmérk on Uhtlustada liikmesriikide Gigusakte, nii oleks ainus asjakohane 6igusakt
direktiiv.

4, MOJU EELARVELE

Ettepanek ei mdjuta ELi eclarvet.

5. LISATEAVE

e Simulatsioon, katseetapp ja tleminekuperiood

Ettepanekul on ileminekuperiood kaheaastase rakendusperioodi naol. Uleminekuperiood on
ka broneeringuinfo kogumisel, kuguures eesmérk on jouda andmete kogumiseni kdigi
lendude kohta kuue aasta jooksul alates direktiivi jéustumisest.

e Territoriaalne kohaldamisala

Kavandatav  direktiiv. on adresseeritud liikmesriikidele.  Direktiivi  kohaldamine
Uhendkuningriigi, lirimaa ja Taani suhtes méiratakse kindlaks vastavalt Euroopa Liidu
toimimise lepingule lisatud protokollide nr 21 ja 22 asjaomastel e sétetele.

e Ulevaatamis-/l&bivaatamis-/aegumisklausel
Ettepanek sisaldab klaudlit, millega sdtestatakse direktiivi toimimise |&bivaatamine neli aastat

parast selle Ulevitmise kuupdeva ja spetsiaane labivaatamine direktiivi reguleerimisala
vOimalikuks laiendamiseks, et hdlmata ELi siselendude reisijate broneeringuinfo.
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2011/0023 (COD)
Ettepanek:
EUROOPA PARLAMENDI JA NOUKOGU DIREKTIIV,

mis kasitleb broneeringuinfo kasutamist terroriaktide ja raskete kuritegude
ennetamiseks, avastamiseks, uurimiseksja nende eest vastutusele votmiseks

EUROOPA PARLAMENT JA EUROOPA LIIDU NOUKOGU,

vottes arvesse Euroopa Liidu toimimise lepingut, eriti selle artikli 82 16ike1 16ikud ja
artikli 87 |6ike 2 [Giku a,

vottes arvesse komigoni ettepanekut,

olles edastanud seadusandliku akti eelndu riikide parlamentidele,
véittes arvesse Euroopa Majandus- ja Sotsiaalkomitee arvamust™,
véittes arvesse Regioonide K omitee arvamust™,

olles konsulteerinud Euroopa andmekaitsei nspektoriga,

toimides seadusandliku tavamenetluse kohaselt

ning arvestades jargmist:

D 6. novembril 2007 vOttis komison vastu ndukogu raamotsuse ettepaneku
broneeringuinfo kasutamise kohta diguskaitse eesmérkidel®. Kuid 1. detsembril 2009,
Lissaboni lepingu jéustumisel komigioni ettepanek, mida ndukogu e olnud selleks
kuupéevaks vedl vastu votnud, aegus.

2 » Stockholmi programmis — avatud ja turvaline Euroopa kodanike teenistuses ja nende
kaitsel”® kutsutakse komisjoni Ules esitama ettepanekut broneeringuinfo kasutamise
kohta terroriaktide ja raskete kuritegude ennetamiseks, avastamiseks, uurimiseks ja
nende eest vastutusel e votmiseks.

3 Komigon visandas kodnealuse valdkonna ELi poliitika pohielemendid oma
21. septembri 2010. aasta teatises broneeringuinfo kolmandatele riikidele edastamist
kasitleva Uil dise 1ahenemisviisi kohta™.

3 ELTC,,lk.

2 ELTC,,lk.

3 KOM (2007) 654.

i N&ukogu dokument 17024/09, 2.12.2009.
® KOM (2010) 492.
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(%)

(6)

(7)

(8)

9)

(10)

(11)

NGukogu 29. aprilli 2004. aasta direktiiviga 2004/82/EU (veoettevdtjate kohustuse
kohta edastada reisijaid kasitlevaid andmeid)® reguleeritakse reisijaid késitleva
eelteabe edastamist lennuettevdtjate poolt riigi padevatele asutustele piirikontrolli
parandamise ja ebaseadudliku sisserénde vastu voitlemise eesmargil.

Broneeringuinfo on vajalik terroriaktide ja raskete kuritegude thusaks ennetamiseks,
avastamiseks, uurimiseks ja nende eest vastutusel e votmiseks ning seega parandab see
sisgjulgeol ekut.

Broneeringuinfo aitab 6iguskaitseasutustel raskeid kuritegusid, sealhulgas terroriakte,
ennetada, avastada, uurida ja nende eest vastutusele votta, sest Giguskaitseasutused
saavad vorrelda broneeringuinfot tagaotsitavaid isikuid ja esemeid hdlmavate
andmebaasidega, koguda tdendeid ning vagaduse korra tuvastada kurjategijate
kaasosalis ja paljastada kuritegelikke vorgustikke.

Broneeringuinfo viimaldab Oiguskaitseasutustel valja selgitada isikud, kes on olnud
eelnevalt ,tundmatud”, st keda varem e ole kahtlustatud rasketes kuritegudes ega
terrorismis osalemises, kuid kelle kohta broneeringuinfo anal Giis néitab, et nad voivad
sellistes kuritegudes osaleda ja keda padevad asutused peaksid seetfttu téiendavalt
uurima. Oiguskaitseasutused saavad broneeringuinfot kasutada raskete kuritegude ja
terrorismiohuga vOitlemiseks teisest perspektiivist kui muude isikuandmete
kategooriate tootlemise kaudu. Kuid selleks et tagada, et sSlutute ja
mittekahtlustatavate isikute andmeid t66del dakse vBimalikult piiratud ulatuses, tuleks
hindamiskriteeriumide koostamise ja rakendamisega seotud broneeringuinfo
kasutamise aspektid piiritleda raskete kuritegudega, mis on olemuselt ka
rahvusvahelised, st on lahutamatult seotud reisimisega ja seega ka t60deldavate
andmete liigiga.

|sikuandmete t66tlemine peab olema proportsionaalne kéesoleva direktiivi konkreetse
julgeolekueesmargiga.

Teatavatel juhtudel on loonud lisandv&artust broneeringuinfo kasutamine koos
reisjad kasitleva eelteabega, sest see aitab liikmesriikidel tuvastada isikute
isikusamasust ja tugevdada seeldbi nende andmete vadrtust 6iguskaitse seisukohast.

Terroriaktide ja raskete kuritegude ennetamiseks, avastamiseks, uurimiseks ja nende
eest vastutusele vOtmiseks on seega oluline, et liikmesriigid kehtestavad sétted
Euroopa Liidu liikmesriikidesse voi Euroopa Liidu liikmesriikidest rahvusvahelisi
lende korraldavate lennuettevotjate kohustuste kohta.

Lennuettevdtjad juba koguvad ja toétlevad oma reisijate broneeringuinfot arilistel
eesméarkidel. Kéesoleva direktiiviga e tohiks seada lennuettevétjatele kohustust
koguda reigjatelt tdiendavaid andmeid vOi neid séilitada ega seada reisijatele
kohustust esitada taiendavaid andmeid lisaks neile, mis lennuettevdtjaile juba niigi
esitatakse.

36

ELT L 261, 6.08.2004, |k 24.
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(17)

Terroriaktide méaratlus tuleks votta nbukogu  raamotsuse 2002/475/ISK
(terrorismivastase véitluse kohta)®’ artiklitest 1-4. Raske kuriteo magratlus tuleks
votta ndukogu 13.juuni  2002. aasta raamotsuse 2002/584/JSK  (Euroopa
vahistamismadruse ja liikmesriikidevahelise Uleandmiskorra kohta)® artiklist 2.
Liikmesriigid vdivad aga vélja jétta need kergemad sliuteod, mille puhul, vottes
arvesse nende kriminaalGigussiisteemi, e oleks kéesoleva direktiivi alusel toimuv
broneeringuinfo t6Gtlemine kooskdlas proportsionaalsuse pohimdttega. Raskete
rahvusvaheliste kuritegude méaératlus tuleks vétta ndukogu raamotsuse 2002/584/JSK
artiklist2 ja URO rahvusvahelise organiseeritud  kuritegevuse vastasest
konventsioonist.

Broneeringuinfo tuleks edastada asjaomase liikmesriigi Uhte kindlaksmaaratud
Uksusesse (broneeringuinfo Uksus), et tagada selgus ja vahendada lennuettevdtjate
kulusid.

Broneeringuinfo Uksusele esitatavate broneeringuinfo loetelude koostamisel tuleks
votta arvesse riigiasutuste diguspérast nduet ennetada, avastada, uurida ja nende eest
vastutusele votta terroriakte ja raskeid kuritegusid, parandades sellega ELi
sisgulgeolekut ning kaitstes kodanike pohidigusi, eelkdige oigust eraelu
puutumatusele ja isikuandmete kaitsele. Sellised loetelud ei tohiks sisaldada selliseid
isiklikke andmeid, mis paljastavad isiku rassilise vOi etnilise péritolu, tema poliitilisi
vaateid, usulisi voi filosoofilis veendumusi, ja kuuluvust ametithingusse, samuti
andmeid tervisliku seisundi vdi seksuaalelu kohta. Broneeringuinfo peaks sisaldama
reisija broneeringut ja marsruuti kasitlevaid Uksikasju, mis vdimaldavad padevatel
asutustel tuvastada sisejulgeol ekut ohustada voivaid lennureisijaid.

Praegu on olemas kaks vBimalikku andmeedastusmeetodit: tdmbemeetod, mille kaudu
andmeid taotleva liikmesriigi padev asutus padseb |ennuettevotja broneerimissiisteemi
jateeb endale vgjalike andmete koopia, ning tdukemeetod, mille kaudu lennuettevétja
edastab nOutava broneeringuinfo taotlevale padevale asutusele, lubades
lennuettevotjatel seega séilitada kontrolli selle Ule, milliseid andmeid esitatakse.
Toukemeetodit peetakse andmekaitse seisukohast paremaks ja see peaks olema
kohustuslik koigile lennuettevotjatel e.

Komigon toetab broneeringuinfot kasitlevaid Rahvusvahelise Tsiviillennunduse
Organisatsiooni (ICAO) suuniseid. Kdnealused suunised tuleks seega votta aluseks
lennuettevotjate poolt litkmesriikidele broneeringuinfo edastamisel kasutatavate
toetatavate andmevormingute vastuvotmisel. See digustab konealuste toetatavate
andmevormingute ning lennuettevotjatepoolse broneeringuinfo edastamise suhtes
kohaldatavate asjaomaste protokollide vastuvdtmist Euroopa Parlamendi ja ndukogu
[coriiie ] méaruses (EL) nr..... sétestatud nduandemenetluse kohaselt.

Liitkmesriigid peaksid vétma kdik vajalikud meetmed, et voimaldada lennuettevatjatel
taita kdesoleva direktiiviga ettendhtud kohustusi. Liikmesriigid peavad négema
broneeringuinfo edastamise kohustusi eiravate lennuettevdtjate suhtes ette hoiatavad,
tbhusad ja proportsionaalsed karistused, sealhulgas rahalised karistused. Ké&esoleva
direktiivi pdhieesmérke kahjustada voivate korduvate tdsiste rikkumiste korral voivad

37

38

EUT L 164, 2262002, |k 3. Otsust on muudetud ndukogu 28.novembri 2008. aasta
raamotsusega 2008/919/JSK (ELT L 330, 9.12.2008, |k 21).
EUT L 190, 18.7.2002, |k 1.
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karistused erandjuhtudel hélmata sellissid meetmeid nagu transpordivahendi
kasutuselt korvaldamine, arestimine ja konfiskeerimine vdi tegevusloa ajutine
peatamine voi &ravotmine.

Iga liikmesriik peaks vastutama terroriaktide ja raskete kuritegudega seonduvate
vOimalike ohtude hindamise eest.

Vottes taidikult arvesse digust isikuandmete kaitsele ja mittediskrimineerimisele, el
tohiks Uksnes automaatselt to6deldud broneeringuinfo pdhjal langetada otsust, mille
oigusik mdju isikule on negatiivne voi mis teda oluliselt mojutab. Lisaks e tohiks
sellist otsust langetada inimese rassilise voi etnilise péritolu, usuliste voi filosoofiliste
tbekspidamiste, poliitiliste seisukohtade, ametitihingusse kuuluvuse ning tervidliku
seisundi voi seksuaalelu pohjal.

Liikmesriigid peaksid nende poolt saadavat broneeringuinfot jagama teiste
litkmesriikidega, kui see on vaalik terroriaktide ja raskete kuritegude ennetamiseks,
avastamiseks, uurimiseks voi nende eest vastutusele votmiseks. Kéesoleva direktiivi
sitted e tohiks piirata muid ELi Oigusakte politsei ja kohtuasutuste vahelise
teabevahetuse kohta, sealhulgas ndukogu 6. aprilli 2009. aasta otsust 2009/371/JSK,
millega asutatakse Euroopa Politssiamet (Europol),® ega néukogu 18. septembri
2006. aasta raamotsust 2006/960/JSK Euroopa Liidu liikmesriikide
Siguskaitseasutuste vahelise teabe ja jditusteabe vahetamise lihtsustamise kohta®™.
Sellise Giguskaitse- ja kohtuasutuste vahelise broneeringuinfo vahetamise suhtes tuleks
kohal dada politsei- ja 6igusal ase koosto0 eeskirjul.

Ajavahemik, mille véltel broneeringuinfot séilitatakse, peaks olema proportsionaalne
terroriaktide ja raskete kuritegude ennetamise, avastamise, uurimise ja nende eest
vastutusel e votmise eesméarkidega. Andmete iseloomu ja nende kasutusviiside t6ttu on
vagjalik sdilitada neid piisavalt kaua, et teostada analiils ja kasutada neid uurimisel.
Andmete ebaproportsionaalse kasutamise véltimiseks on vaaik muuta need algse
gavahemiku moddudes anonlimseks ja vBimaldada nendega tutvuda ainult vaga
rangetel ja piiratud tingimustel.

Kui konkreetne broneeringuinfo on edastatud p&deval e asutusele ning seda kasutatakse
konkreetse kriminaal uurimise ja vastutusel e vétmise kontekstis, peaks selliste andmete
sdilitamist padeva asutuse poolt reguleerima liikmesriigi Gigusaktidega, sbltumata
ké&esoleva direktiiviga satestatud andmete séilitamise gjavahemikust.

Broneeringuinfo Uksuse ja padevate asutuste poolt liikmesriigis broneeringuinfo
t66tlemi se suhtes tuleks kohaldada litkmesriigi 6igusaktide kohast isikuandmete kaitse
standardit, mis on kooskdlas 27. novembri 2008. aasta raamotsusega 2008/977/JSK
kriminadlagades tehtava politsei- ja Oigusalase koostdd raames t60deldavate
isikuandmete kaitse kohta** (edaspidi , raamotsus 2008/977/JSK”).

Vottes arvesse Gigust isikuandmete kaitsele, peaksid andmesubjektide digused oma
broneeringuinfo tottlemisele, naiteks digus andmetega tutvuda, neid parandada,

39

41

ELT L 121, 15.5.2009, Ik 37.
ELT L 386, 29.12.2006, Ik 89.
ELT L 350, 30.12.2008, Ik 60.
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(32)

kustutada ja blokeerida ning Gigus saada hivitist ja kasutada 6iguskaitsevahendeid
olema kooskdl as raamotsusega 2008/977/JSK.

Vottes arvesse reisijate Gigust olla informeeritud oma isikuandmete t66tlemisest,
peaksid liikmesriigid tagama, et neile antakse tépset teavet broneeringuinfo kogumise
jaselle broneeringuinfo Uksusel e edastamise kohta.

Broneeringuinfo edastamine liikmesriikide poolt kolmandatele riikidele peaks olema
lubatud Uksnes iga  Uksikjuhtumi puhul eradi ja  kooskodlas
raamotsusega 2008/977/JSK. Isikuandmete kaitse tagamiseks tuleks sellise edastamise
suhtes kohaldada téendavaid ndudeid, mis seonduvad edastamise eesmargi,
vastuvltva asutuse staatuse ja kolmandale riigile edastatavate isikuandmete suhtes
kohal datavate kaitsemeetmetega.

Ka liikmesriigi jérelevalveasutus, mis on asutatud raamotsuse 2008/977/JSK
rakendamisel, peaks vastutama k&esoleva direktiivi sdtete kohaldamise ja
rakendamisega seonduva néustamise ning jarelevalve eest.

K&esolev direktiiv @ piira liikmesriikide vimalust ndha oma Gigusaktide alusel ette
susteemi siselende kasitleva broneeringuinfo kogumiseks ja kaitlemiseks muudel
eesmérkidel kui kaesolevas direktiivis sitestatud vOi muudelt veoettevotjatelt kui
direktiivis sitestatud, tingimusel et see on kooskdlas asjaomaste andmekaitsesitetega
ja et konealused oigusaktid on kooskdlas ELi digustikuga. Siselendude
broneeringuinfo kogumist tuleks eraldi kaaluda tulevikus.

Iskuandmete, sealhulgas broneeringuinfo to6tlemist kasitlevate liikmesriikide
Oigusaktide juriidiliste ja tehniliste erinevuste tbttu on lennuettevdtjad praegu ja
tulevikus silmitsi eri nduetega seoses edastatava teabe iseloomuga ning teabe
padevatele asutustele edastamise tingimustega. Konealused erinevused voivad
takistada liikmesriikide padevate asutuste tdhusat koostodd terroriaktide ja raskete
kuritegude ennetamisel, avastamisel, uurimisel ja nende eest vastutusele votmisel.

Kuna kéesoleva direktiivi eesmérke el suuda liikmesriigid piisaval médral saavutada
ning neid on parem saavutada ELi tasandil, vdib EL votta meetmeid kooskodlas
Euroopa Liidu lepingu artiklis5 sétestatud subsidiaarsuse pohimdttega. Konealuses
artiklis sdtestatud proportsionaalsuse pohimotte kohaselt el 18he kdesolev direktiiv
nimetatud eesmérkide saavutamiseks vajalikust kaugemale.

Kéesolevas direktiivis austatakse pohidigusi ja Euroopa Liidu pohidiguste hartas
kajastatud pohimotteid, eelkdige Gigust isikuandmete kaitsele, eraglu puutumatusele ja
mittediskrimineerimisele, mis on sdtestatud harta artiklites 8, 7 ja 21, ning seega tuleb
direktiivi vastavalt rakendada. Direktiiv on kooskdlas andmekaitsepdhimotetega ja
selle sdtted on  kooskdlas raamotsusega 2008/977/JSK. Lisaks ja et téita
proportsionaalsuse pohimotet, on direktiivis konkreetseid valdkondi, mida
regul eerivad andmekaitse-eeskirjad on rangemad kui raamotsuse 2008/977/JSK omad.

EelkGige on direktiivi reguleerimisala nii piiratud kui voimalik: selle raames lubatakse
broneeringuinfot séilitada kdige rohkem viis aastat, mille méédumisel tuleb andmed
kustutada, andmed tuleb muuta anontiimseks pérast vaga lUhikest ajavahemikku ning
tundlike andmete kogumine ja kasutamine on keelatud. Tohususe ja kdrgetasemelise
andmekaitse tagamiseks peavad liikmesriigid tagama, et liikmesriigi sOltumatu
jarelevalveasutus vastutaks broneeringuinfo tottlemisega seonduva ndustamise ja
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jarelevalve eest. Broneeringuinfo igasuguse tootlemise peab registreerima VO
dokumenteerima, et kontrollida andmete toétlemise Giguspédrasust, labi viia
sisekontroll ning tagada andmete nduetekohane terviklus ja tootlemise turvalisus.
Liikmesriigid peavad tagama ka selle, et reisijaid teavitatakse selgelt ja tépselt
broneeringuinfo kogumisest ja nende Gigustest.

[Euroopa Liidu lepingule ja Euroopa Liidu toimimise lepingule lisatud protokolli
(nr 21) (Uhendkuningriigi ja lirimaa seisukoha kohta vabaduse!, turvalisusel ja Gigusel
rgjaneva aa suhtes) artikli 3 kohaselt on Uhendkuningriik ja lirimaa teatanud oma
soovist osaleda kaesoleva direktiivi vastuvdtmisel ja kohaldamisel] VOI [Iima et see
piiraks Euroopa Liidu lepingule ja Euroopa Liidu toimimise lepingule lisatud
protokolli (nr 21) (Uhendkuningriigi ja lirimaa seisukoha kohta vabaduse!, turvalisusel
jadigusel rganeva ala suhtes) artikli 4 kohaldamist, ei osale kdnealused liikmesriigid
ké&esoleva direktiivi vastuvotmisel ning see e ole nende suhtes siduv ega kohaldatav].

Euroopa Liidu lepingule ja Euroopa Liidu toimimise lepingule lisatud Taani
seisukohta kéasitleva protokolli (nr 22) artiklite 1 ja 2 kohaselt ei osale Taani kéesoleva
direktiivi vastuvtmisel, mist6ttu see ei ole tema suhtes siduv ega kohal datav,

ON VASTU VOTNUD KAESOLEVA DIREKTIIVI:

| PEATUKK

ULDSATTED

Artikkel 1
Sisu jareguleerimisala

Kéesolev direktiiv késitleb liikmesriikidesse saabuvate ja neist vdjuvate
rahvusvaheliste lendude reisijate broneeringuinfo edastamist lennuettevdtjate poolt
ning kdnealuse info toGtlemist, sealhulgas selle kogumist, kasutamist ja séilitamist
litkmesriikide poolt ning selle vahetamist litkmesriikide vahel.

Kéesoleva direktiivi kohaselt kogutud broneeringuinfot tohib toodelda Uksnes
jargnevatel eesmérkidel:

@ terroriaktide ja raskete kuritegude ennetamine, avastamine, uurimine ja nende
eest vastutusele vétmine artikli 4 16ike 2 punktide b ja ¢ kohaselt; ning

(b)  terroriaktide ja raskete rahvusvaheliste kuritegude ennetamine, avastamine,
uurimine ja nende eest vastutusele voétmine artikli 4 16ike 2 punktidea jad
kohaselt.

Artikkel 2

M Gisted

Ké&esolevas direktiivis on kasutatud jargmisi mdisteid:
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d)

f)

Q)

h)

.lennuettevdtja’ — Ohuveoettevdtja, kellel on kehtiv lennutegevusiuba Vvoi
samavaarne luba, mis lubab tal teostada reisijate 6huvedu;,

.rahvusvaheline lend” — mis tahes regulaar- vOi mitteregulaarlend, mis on
lennuettevdtja poolt kavandatud saabuma liikmesriigi territooriumile ja mille
l&htekoht on kolmas riik, voi lend, mis véjub liikmesriigi territooriumilt ning mille
|6ppsihtkoht on kolmas riik, sealhulgas mdlemal juhul transfeer- véi transiitlennud;

,broneeringuinfo” — reisijatelt ndutavad vagalikud andmed, mis vdimaldavad
broneeringut tegevatel ja lennutegevuses osalevatel lennuettevdtjatel toddelda ja
kontrollida iga reisi puhul isiku enda voi tema eest tehtud broneeringut. Info voib
asuda broneerimissiisteemides, vajumiste kontrollimise slisteemides vdi samade
funktsioonidega samavaarsetes siisteemides;

.reisja’ —igaisk, véja arvatud meeskonna liikmed, keda transporditakse vdi keda
tuleb transportida lennuki pardal lennuettevdtja ndusolekul;

.oroneerimissiisteem” — lennuettevdtja siseandmebaas, millesse  kogutakse
broneeringuinfot broneeringute kéitlemiseks;

~toukemeetod” — meetod, mille kohaselt lennuettevbtjad edastavad ndutava
broneeringuinfo andmeid taotleva padeva asutuse andmebaasi;

»terroriaktid” — ndukogu raamotsuse 2002/475/JSK  artiklites 1-4 osutatud slititeod
litkmesriigi 6igusaktide téhenduses;

»raske kuritegu” — ndukogu raamotsuse 2002/584/JSK artikli 2 16ikes 2 osutatud
litkmesriigi 6igusaktide kohane stititegu, kui see on litkmesriigi 6igusaktide kohaselt
karistatav vabadusekaotuse vOi vabadust piirava julgeolekumeetmega, mille
maksimaalne pikkus on véhemalt kolm aastat. Liikmesriigid vOivad aga vdlja jétta
need kergemad stititeod, mille puhul, véttes arvesse nende kriminaal 6i gusstisteemi, el
oleks kaesoleva direktiivi alusel toimuv broneeringuinfo t66tlemine kooskolas
proportsionaal suse pdhimottega;

»raske rahvusvaheline kuritegu” — nGukogu raamotsuse 2002/584/JSK artikli 2 16ikes
2 osutatud liikmesriigi digusaktide kohane siltegu, kui see on liikmesriigi
Oigusaktide kohaselt karistatav  vabadusekaotuse vOi vabadust piirava
julgeolekumeetmega, mille maksimaal ne pikkus on véhemalt kolm aastat, ning kui:

1)  seeontoime pandud rohkem kui Uhesriigis,

ii) see on toime pandud Uhes riigis, kuid markimisvééarne osa sele
ettevalmistamisest, kavandamisest, juhtimisest voi kontrollimisest leiab aset teises
rigis,

lii) see on toime pandud uhes riigis, kuid hdlmab organiseeritud kuritegelikku
riohmitust, kes tegeleb kuritegevusega rohkem kui Ghesriigis; vOi

Iv)  seeontoime pandud Uhesriigis, kuid sel on mérkimisvadrne moju teisesriigis.
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Il PEATUKK

LITKMESRIIKIDE KOHUSTUSED

Artikkel 3
Broneeringuinfo Uksus

Iga liikmesriik moodustab vOi nimetab terroriaktide ja raskete kuritegude
ennetamiseks, avastamiseks, uurimiseks ja nende eest vastutusele votmiseks padeva
asutuse voi sellise asutuse allasutuse, kes tegutseb liikmesriigi broneeringuinfo
Uksusena, kes vastutab broneeringuinfo lennuettevétjatelt kogumise, séilitamise,
analllsmise ja anadulsitulemuste artiklis5 osutatud péadevatele asutustele
edastamise eest. Uksuse tootajateks vGib |ahetada padevate riigiasutuste tootajaid.

Kaks voi enam liikmesriiki vBivad sisse seada vOi maérata Uhise broneeringuinfo
Uksuse. Selline broneeringuinfo Uksus asutatakse Uhes osalevas lilkmesriigis ja seda
kasitletakse koigi osalevate liikmesriikide riikliku broneeringuinfo Uksusena.
Osalevad liikmesriigid lepivad kokku broneeringuinfo Uksuse Uksikagalikes
tegevuseeskirjades, pidades kinni k&esolevas direktiivis sitestatud nduetest.

Iga liikmesriik teatab broneeringuinfo Uksuse moodustamisest komisjonile Uhe kuu
jooksul javoib igal gal esitatud teavet gjakohastada. Komisjon avaldab selle teabe,
seal hulgas gjakohastused, Euroopa Liidu Teatajas.

Artikkel 4
Broneeringuinfo tottlemine

L ennuettevdtjate poolt artikli 6 kohaselt edastatavat broneeringuinfot iga litkmesriigi
territooriumile saabuvate ja iga liilkmesriigi territooriumilt valjuvate rahvusvaheliste
lendude kohta kogub asaomase liikmesriigi broneeringuinfo Uksus. Kui
lennuettevdtjate poolt edastatav broneeringuinfo sisaldab rohkem andmeid, kui on
loetletud lisas, kustutab broneeringuinfo Uksus selle kohe parast kéttesaamist.

Broneeringuinfo Uksus to6tleb broneeringuinfot ainult jargnevatel eesmérkidel:

@ reisijate hindamine enne nende graafikujargset saabumist liikmesriiki Vvoi
vajumist liikmesriigist, et tuvastada isikud, kes voivad olla seotud
terroririinnaku voi raske rahvusvahelise kuriteoga ning keda artiklis 5 osutatud
pddevad asutused peavad tdpsemat uurima. Sellisel hindamisel voib
broneeringuinfo Uksus totdelda broneeringuinfot eelnevalt kindlaksméaératud
hindamiskriteeriumide ausel. Liikmesriigid tagavad, et kdik sellise
automaatsel tootlemisel saadavad positiivsed tulemused vaadatakse Ukshaaval
mitteautomaatselt 1&bi, et kontrollida, kas artiklis 5 osutatud padev asutus peab
vOtma meetmeid,;

(b)  reisijate hindamine enne nende graafikujargset saabumist litkmesriiki voi
vajumist liikmesriigist, et tuvastada isikud, kes v@ivad olla seotud
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terroririnnaku voi raske kuriteoga ning keda artiklis5 osutatud padevad
asutused peavad tédpsemalt uurima. Sellisel hindamisel vdib broneeringuinfo
Uksus toodelda broneeringuinfot asaomaste andmebaaside, sealhulgas
rahvusvaheliste ja riiklike andmebaaside ning ELi andmebaaside riiklike
koopiate alusel, kui need on koostatud otsitavaid vOi hoiatusteadet kandvaid
iskuid ja esemeid kasitlevate ELi Oigusaktide alusel kooskdlas selliste
toimikute suhtes kohaldatavate ELi, rahvusvaheliste ja liikmesriikide
eeskirjadega. Liikmesriigid tagavad, et kbik sellisel automaatsel t66tlemisel
saadavad positiivsed tulemused vaadatakse Ukshaaval mitteautomaatselt 18bi, et
kontrollida, kas artiklis 5 osutatud padev asutus peab votma meetmeid;

(© vastamine iga Uksikjuhtumi puhul eraldi paddeva asutuse piisavalt pdhjendatud

taotlusele esitada broneeringuinfo ja seda toddelda konkreetsetel juhtudel
terroriaktide ja raskete kuritegude ennetamiseks, avastamiseks, uurimiseks ja
nende eest vastutusele voétmiseks ning esitada sellise todtlemise tulemused
padevatel e asutustele; ning

(d) broneeringuinfo  analliisimine, et agakohastada vO6i luua uus,

hindamiskriteeriume, mida kasutatakse punkti a kohaselt nende isikute
tuvastamisel, kes voivad olla seotud terroririinnaku voOi raske rahvusvahelise
kuriteoga.

L&ike 2 punktis a osutatud reisijate hindamist enne nende graafikujargset saabumist
litkmesriiki ~ vO&i  valjumist liikmesriigist teostatakse mittediskrimineerivalt
broneeringuinfo  Uksuse poolt kehtestatud hindamiskriteeriumide alusel.
Liikmesriigid tagavad, et hindamiskriteeriumid kehtestavad broneeringuinfo Uksused
koosttos artiklis5 osutatud padevate asutustega. Hindamiskriteeriumid e pdhine
uhelgi tingimusel inimese rassilisel voi etnilisel péritolul, usulistel voi filosoofilistel
tbekspidamistel, poliitilistel seisukohtadel, kuuluvusel ametiihingusse ega tervislikul
seisundil v&i seksuaalelul.

Liikmesriigi broneeringuinfo Uksus edastab [6ike2 punktidea jab kohaselt
tuvastatud isikute broneeringuinfo vOi selle to6tlemise tulemused tépsemaks
uurimiseks sama liikmesriigi asjaomastele padevatele asutustele. Selline edastamine
toimub igal konkreetsel juhul eraldi.
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Artikkel 5
Padevad asutused

Ilga liikmesriik vOtab vastu nimekirja padevatest asutustest, kes on volitatud
broneeringuinfo Uksuselt taotlema v6i saama broneeringuinfot voi selle tottlemise
tulemusi selle info tdiendavaks uurimiseks voi asjakohaste meetmete votmiseks, et
ennetada, avastada ja uurida terroriakte ja raskeid kuritegusid ning nende eest
vastutusel e votta.

Padevad asutused hdlmavad asutusi, kes on padevad ennetama, avastama ja uurima
terroriakte jaraskeid kuritegusid ning nende eest vastutusele votma.

Iga liikmesriik edastab oma padevate asutuste nimekirja komisgjonile hiljemalt the
aasta jooksul pérast kdesoleva direktiivi joustumist ja voib igal ga esitatud teavet
gjakohastada. Komisjon avaldab selle teabe ning agakohastused Euroopa Liidu
Teatajas.

Broneeringuinfo Uksuse saadud reisijate broneeringuinfot ja selle to6tlemise tulemusi
voivad liikmesriikide pédevad asutused to0delda Uksnes terroriaktide ja raskete
kuritegude ennetamiseks, avastamiseks, uurimiseks ja nende eest vastutusele
vOtmiseks.

Lbige4 e piira lilkmesriikide diguskaitse- ja kohtuasutuste volitusi juhul, kui
andmete tottlemisele jargnevate jOustamismeetmete kadigus avastatakse muid
rikkumisi vOi neile osundavaid tdendeid.

Padevad asutused el |angeta otsust, mille diguslik mdju isikule on negatiivne voi mis
teda oluliselt mdjutab, Uksnes automaatselt to6deldud broneeringuinfo pdhjal.
Selliseid otsuseid e langetata inimese rassilise vOi etnilise péritolu, usuliste voi
filosoofiliste tdekspidamiste, poliitiliste seisukohtade, ameti Uihingusse kuuluvuse ega
tervisliku seisundi voi seksuaalelu pohjal.

Artikkel 6
L ennuettevotjate kohustused

Liikmesriigid votavad vastu vajalikud meetmed selle tagamiseks, et lennuettevdtjad
edastaksid (tbukemeetod) artikli 2 punktisc méaaratletud ja lisas tdpsustatud
broneeringuinfo (ulatuses, mil nad selliseid andmeid juba koguvad) rahvusvahelise
lennu saabumis- voi vajumiskohaks oleva liikmesriigi broneeringuinfo Uksuse
andmebaasi. Kui lennu puhul on kood jagatud Uhe v6i mitme lennuettevétja vahel,
vastutab koigi reisijate broneeringuinfo edastamise eest see lennuettevdtja, kes lendu
teostab. Kui lennul on Uks vdi mitu vahepeatust liikmesriikide lennujaamades,
edastavad lennuettevotjad broneeringuinfo  kOigi  agaomaste  liikmesriikide
broneeringuinfo Uksustele.

Lennuettevitjad edastavad broneeringuinfot elektrooniliselt, kasutades Uhiseid
protokolle ja toetatavaid andmevorminguid, mis vOetakse vastu vastavalt artiklites 13
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ja 14 sdtestatud menetlusele, voi tehnilise rikke korral mdnel muul asjakohasdl viisil,
tagades piisava andmeturbe:

a)  24-48tundi enne kavandatud reis valjumisaega;
ning

b) viivitamatult parast pardalemineku [Oppemist, st parast seda, kui reisijad on
lainud vajumiseks valmistuva dhusdiduki pardale ja rohkem reisijaid enam
pardale e lasta.

Liikmesriigid vbivad lubada lennuettevdtjatel piirata 16ike 2 punktisb osutatud
edastamist |8ike 2 punkti a kohaselt edastatud andmete gjakohastusega.

Igal konkreetsel juhul eraldi ja liikmesriigi digusaktidele vastaval broneeringuinfo
Uksuse taotlusel edastavad lennuettevdtjad broneeringuinfo, kui terroriaktide voi
raskete kuritegudega seonduvale konkreetsele ja tegelikule ohule reageerimisele
kaasaaitamiseks on vaalik broneeringuinfoga kiiremini tutvuda, kui on osutatud
|Gike 2 punktis a.

Artikkel 7
Teabevahetusliikmesriikide vahel

Liitkmesriigid tagavad, et broneeringuinfo Uksus edastab tema poolt vastavalt artikli 4
|Gike 2 punktidele aja b tuvastatud isikute broneeringuinfo to6tlemise tulemuse teiste
litkmesriikide broneeringuinfo tUksustele, kui essimesena nimetatud broneeringuinfo
Uksuse hinnangul on see vaalik terroriaktide ja raskete kuritegude ennetamiseks,
avastamiseks, uurimiseks vOi nende eest vastutusele votmiseks. Andmeid saava
liikmesriigi  broneeringuinfo Uksus edastab sellise broneeringuinfo vGi selle
t66tlemi se tulemuse oma agjaomastel e padevatel e asutustel e.

Liikmesriigi broneeringuinfo Uksusel on &igus taotleda vajaduse korral teise
litkmesriigi broneeringuinfo Uksuselt viimati nimetatu andmebaasis artikli 9 16ike 1
kohaselt séilitatavat broneeringuinfot ja vajaduse korral ka selle t6tlemise tulemust.
Taotleda voib Uhe vdi mitme andmevéja saamist vastavalt sellele, mida taotluse
esitanud broneeringuinfo Uksus peab konkreetsel juhul vaalikuks terroriaktide ja
raskete kuritegude ennetamiseks, avastamiseks, uurimiseks vOi nende eest
vastutusele votmiseks. Broneeringuinfo Uksused esitavad voimalikult Kiiresti
taotletud andmed ja, kui see on artikli 4 16ike 2 punktidea jab kohaselt juba ette
valmistatud, ka broneeringuinfo t66tlemise tulemuse.

Liitkmesriigi broneeringuinfo Uksusel on 0Oigus taotleda vaaduse korral teise
liikmesriigi broneeringuinfo Uksuselt viimati nimetatu andmebaasis artikli 9 |6ike 2
kohaselt séilitatavat broneeringuinfot ja vajaduse korral ka selle t66tlemise tulemust.
Broneeringuinfo Uksus vaib taotleda teise lilkmesriigi broneeringuinfo tksuse poolt
séilitatava konkreetse anontiimseks muutmata téieliku broneeringuinfoga tutvumist
Uksnes erakorralistel agjaoludel, reageerides konkreetsele ohule voi teostades
konkreetset uurimist voi esitades konkreetset sliudistust seoses terroriaktide vOi
raskete kuritegudega.

24

ET



4. Liikmesriigi padevad asutused voivad taotleda teise liikmesriigi broneeringuinfo
Uksuse andmebaasis artikli 9 16igete 1 ja2 kohaselt sdilitatavat broneeringuinfot
asaomaselt Uksuselt otse ainult juhtudel, mil see on vajalik avalikku julgeolekut
dhvardava vahetu ja tBsise ohu ennetamiseks. Sellised taotlused peavad seonduma
konkreetsete terroriaktide voi raskete kuritegude uurimisega voi nende eest
vastutusele vBtmisega ja neid tuleb pdhjendada. Broneeringuinfo Uksused vastavad
sellistele taotlustele esmajarjekorras. Koigil teistel juhtudel esitavad pédevad
asutused oma taotlused enda liikmesriigi broneeringuinfo Uksusele.

5. Erandjuhtudel, kui varajane broneeringuinfoga tutvumine on vaalik reageerimiseks
terroriaktide vOi raskete kuritegudega seonduval e konkreetsele ja tegelikule ohule, on
litkmesriigi broneeringuinfo Uksusel iga aa Oigus taotleda teise liikmesriigi
broneeringuinfo Uksuselt viimati nimetatu territooriumile saabuvate voi sealt
véjuvate lendude broneeringuinfot.

6. Info vahetamine kédesoleva artikli kohaselt vdib toimuda mis tahes olemasolevaid,
rahvusvaheliseks Oiguskaitsealaseks koostooks kasutatavaid kanaleid kasutades.
Taotlemiseks ja teabe vahetamiseks kasutatakse konkreetse kanali puhul kasutatavat
keelt. Liikmesriigid esitavad komigonile artikli 3 |6ike 3 kohase teabe esitamisel
nende Uksuste kontaktandmed, kellele taotlused kiireloomuliste juhtumite korral
saata vOib. Komigon teatab liikmesriikidele saadud teabest.

Artikkel 8

Andmete edastamine kolmandateleriikidele

Liikmesriik vBib broneeringuinfo ja selle to6tlemise tulemused edastada kolmandale riigile
Uksnesigal konkreetsel juhul eraldi jakui on téidetud jargnevad tingimused:

a) tdidetud on nBukogu raamotsuse 2008/977/JSK  artiklis13 sdtestatud
tingimused,

b) edastamine on vaalik kaesoleva direktiivi artikli 1 16ikes2 satestatud
eesmérkide saavutamiseks, ning

c¢) kolmasriik nBustub edastama andmeid teisele kolmandale riigile Uksnes juhul,
kui see on vaalik ké&esoleva direktiivi artikli 1 16ikes 2 sétestatud eesmérkide
saavutamiseks ja Uksnes liikmesriigi selgesonalisel loal.

Artikkel 9

Andmete sdilitamise aeg

1 Liitkmesriigid tagavad, et lennuettevitjate edastatud broneeringuinfo séilitatakse
broneeringuinfo Uksuse andmebaasis 30 pdeva parast seda, kui see on edastatud
esimese liikmesriigi  broneeringuinfo  Uksusele, Kkelle territooriumile VO
territooriumilt rahvusvaheline lend saabub voi véljub.

2. Parast 10ikes1l osutatud 30 pdeva moddumist broneeringuinfo edastamisest
broneeringuinfo Uksusele, sdilitab broneeringuinfo Uksus andmeid ved viis aastat.
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Selle gjavahemiku jooksul muudetakse kbik andmevéljad, mis voiksid paljastada
reisija, keda broneeringuinfo kasitleb, anontimseks. Sellise anontiimseks muudetud
broneeringuinfoga saab tutvuda Uksnes piiratud hulk broneeringuinfo Uksuse
tootajaid, kes on konkreetselt volitatud artikli 4 16ike2 punkti d kohaselt
broneeringuinfot analliisima  ja  hindamiskriteeriume  koostama.  Téieliku
broneeringuinfoga on véimalik tutvuda tksnes broneeringuinfo Uksuse juhatgja loal
artikli 4 16ike 2 punktisc séatestatud eesmérkidel ja kui on aust arvata, et see on
vajalik uurimise teostamiseks ning reageerimiseks konkreetsele ja tegelikule ohule
vOI konkreetse uurimise teostamiseks vOi konkreetse stitidi stuse esitami seks.

Kéesoleva direktiivi kohaldamisel on andmevdjad, mis voiksid paljastada reisija,
keda broneeringuinfo kasitleb, ning mis tuleks filtreerida ja muuta anontimseks,
jargmised:

— nimi (nimed), sealhulgas broneeringuinfos sisalduvad teiste reisijate nimed ja
koosreisivatereisijate arv;

— aadress ja kontaktandmed;

— Uldised mérkused selle kohta, et broneeringuinfo sisaldab teavet, mis vdiks
paljastadareisija, keda see kéasitleb; ning

— igasugune reisijaid kasitlev eclteave.

Liikmesriigid tagavad, et |0ikes2 osutatud gavahemiku  moodumisel
broneeringuinfo kustutatakse. Kénealune kohustus ei piira juhtumeid, mil konkreetne
broneeringuinfo on edastatud pédevale asutusele ning seda kasutatakse konkreetse
kriminaaluurimise ja stiidimaéistmise kontekstis, millisel juhul reguleeritakse selliste
andmete sdilitamist padeva asutuse poolt liikmesriigi 6igusaktidega.

Broneeringuinfo Uksus séilitab artikli 4 16ike 2 punktidesa jab osutatud positiivset
tulemust Uksnes niikaua, kui see on vagalik padevate asutuste positiivsest tulemusest
informeerimiseks. Kui automaatse tuvastamise tulemus osutub aga mitteautomaatse
individuaalse l&bivaatamise jarel negatiivseks, séilitatakse tulemus siiski kdige
rohkem kolme aasta jooksul, et véaltida ,valesid” positiivseid tulemusi tulevikus,
vdlja arvatud juhul, kui tuvastamise aluseks olevaid andmeid ei ole I6ike 3 kohaselt
viieaasta moodumisel juba kustutatud, millisel juhul séilitatakse logiandmeid
tuvastamise aluseks ol evate andmete kustutamiseni.

26

ET



ET

Artikkel 10
L ennuettevotjate suhtes kohaldatavad karistused

Liitkmesriigid tagavad, et kooskdlas siseriikliku Gigusega ndhakse ette hoiatavad, t6husad ja
proportsionaalsed karistused, sealhulgas rahalised karistused lennuettevdtjatele, kes el edasta
kdesoleva direktiiviga nOutavaid ja nende poolt juba kogutud andmeid voi e tee seda
ndutavas vormingus voi kes muul viisil rikuvad vastavalt kdesolevale direktiivile vastuvoetud
litkmesriigi sétteid.

Artikkel 11
Isikuandmete kaitse

1 Iga liikmesriik tagab, et igasugusel ké&esoleva direktiivi kohasel isikuandmete
tootlemisel on iga reisijal samasugune Gigus andmetega tutvuda, neid parandada,
kustutada ja blokeerida, ning 8igus saada hivitist ja kasutada 6iguskaitsevahendeid
kui nBukogu raamotsuse 2008/977/JSK  artiklite 17—20 rakendamiseks vastuvoetud
liikmesriikide  digusaktide — alusel. Seetbttu kohaldatakse ndukogu
raamotsuse 2008/977/JSK artiklite 17—20 sétteid.

2. Iga liikmesriik tagab, et lilkmesriikide digusaktide kohaseid sétteid, mis vOetakse
ndukogu raamotsuse 2008/977/JSK  t6otlemise konfidentsiaalsust ja andmete
turvalisust kasitlevate artiklite 21-22 rakendamiseks, kohaldatakse ka igasuguse
ké&esoleva direktiivi kohase isikuandmete t66tlemi se suhtes.

3. Keelatud on toddelda isikuandmeid, mis paljastavad inimese rassilise v@i etnilise
paritolu, usulised voi filosoofilised tdekspidamised, poliitilised seisukohad,
kuuluvuse ametithingusse ning tervisliku seisundi voi seksuaalelu. Sellist teavet
paljastava broneeringuinfo saamisel kustutab broneeringuinfo Uksus selle kohe.

4, Broneeringuinfo Uksused ja padevad asutused registreerivad voi dokumenteerivad
broneeringuinfo igasuguse to6tlemise lennuettevitjate poolt, selle igasuguse
edastamise broneeringuinfo Uksuste poolt ning teiste liikmesriikide ja kolmandate
riikide padevate asutuste vOi broneeringuinfo tUksuste kdik taotlused, isegi kui neile
vastatakse eitavalt, et kontrollida andmete to6tlemise Giguspédrasust, ldbi viia
sisekontroll ning tagada andmete nduetekohane terviklus ja t66tlemise turvalisus,
eelkdige liikmesriikide andmekaitse jarelevalveasutuste puhul. Koénealused
logiandmed sdilitatakse viie aasta jooksul, vélja arvatud juhul, kui tuvastamise
aluseks olevaid andmeid e ole artikli 9 [6ike3 kohaselt nimetatud viie aasta
mooddumisel juba kustutatud, millisel juhul sdilitatakse logiandmed tuvastamise
aluseks olevate andmete kustutamiseni.

5. Liikmesriigid tagavad, et lennuettevétjad, nende reisiagendid ja muud lennuteenuse
broneerimisel ja pileti ostmisel selgelt ja tdpselt broneeringuinfo edastamisest
broneeringuinfo Uksusele, andmete to6tlemise pohjustest, andmete séilitamise agjast,
andmete voimalikust kasutamisest terroriaktide ja raskete kuritegude ennetamiseks,
avastamiseks, uurimiseks vOi nende eest vastutusele votmiseks, andmete vahetamise
ja jagamise vBimalusest ning nende andmekaitsedigustest, eelkdige Gigusest esitata
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kaebus vabalt valitud liikmesriigi andmekaitse jarelevalveasutusele. Liikmesriigid
avaldavad samateabe avalikkusele.

6. Keelatud on broneeringuinfo igasugune edastamine broneeringuinfo Uksustelt voi
padevatelt asutustelt litkmes- voi kolmandates riikides asuvatele eraisikutele.

7. [Ima et see piiraks artikli 10 kohaldamist, votavad liikmesriigid sobivaid meetmeid,
et tagada kaesoleva direktiivi sétete téielik rakendamine, ja sitestavad eelkdige
tbhusad, proportsionaalsed ja hoiatavad karistused, mida kohaldatakse kaesoleva
direktiivi kohaselt vastuvfetud sétete rikkumise puhul.

Artikkel 12
Riiklik j&relevalveasutus

lga litkmesriik tagab, et raamotsuse 2008/977/JSK artikli 25 rakendamiseks moodustatud
riiklik jarelevalveasutus vastutab ka tema territooriumil kaéesoleva direktiivi kohaselt
litkmesriikide poolt vastuvdetud sétete kohaldamisega seonduva ndustamise ja jarelevalve
eest. Kohaldatakse ka raamotsuse 2008/977/JSK artikli 25 muid sétteid.

|V PEATUKK

RAKENDUSMEETMED

Artikkel 13
Uhised protokollid ja toetatavad andmevor mingud

1 Uhe aasta jooksul alates (histe protokollide ja toetatavate andmevormingute
vastuvotmisest artikli 14 kohaselt edastavad lennuettevotjad kaesoleva direktiivi
kohaldamisel broneeringuinfo broneeringuinfo Uksustele elektrooniliselt vai tehnilise
rikke korral mdnel muul asjakohasel viisil.

2. Uhe aasta mooddumisel uhiste protokollide ja toetatavate andmevormingute
vastuvotmisest edastavad lennuettevdtjad kéesoleva direktiivi  kohaldamisel
broneeringuinfo broneeringuinfo Uksustele elektrooniliselt, kasutades aktsepteeritud
uhiste protokollide vormis turvameetodeid, mis on thesugused kdikide edastamiste
korral, et tagada andmete edastamisel nende turvalisus, ning toetatavates
andmevormingutes, et tagada nende loetavus kdikide asaomaste poolte jaoks. Koik
lennuettevotjad peavad valima ja broneeringuinfo Uksusele teatama thise protokolli
jaandmevormingu, mida nad kavatsevad andmete edastamisel kasutada.

3. Komigjon koostab aktsepteeritud Uhiste protokollide ja toetatavate andmevormingute
nimekirja ja vajaduse korral ajakohastab seda vastavalt artikli 14 16ikes 2 satestatud
menetlusele.

4. Kuni 16igetes 2—3 osutatud thised protokollid voi toetatavad andmevormingud ei ole

kattesaadavad, kohaldatakse 16iget 1.
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5. Ilga liikmesriik tagab, et Uhiste protokollide ja andmevormingute kasutamiseks

vaaikud tehnilised meetmed voetakse vastu Uhe aasta jooksul alates Uhiste
protokollide ja andmevormingute vastuvotmisest.

Artikkel 14

K omiteemenetlus

1 Komigjoni abistab komitee (edaspidi , komitee”). Kdnealune komitee on komitee
16. veebruari 2011. aastamédaruse [ .../2011/EL ] tdhenduses.
2. Kéesolevale |Gikele viitamisel kohaldatakse 16.veebruari 2011. aasta maéruse
[.../2011/EL] artiklit 4.
V PEATUKK
LOPPSATTED
Artikkel 15
Ulevdtmine
1. Liikmesriigid joustavad ké&esoleva direktiivi taitmiseks vaaikud 6Oigus- ja

haldusnormid hiljemalt kaks aastat pérast selle joustumist. Nad edastavad kdnealuste
normide teksti ning kd&nealuste normide ja kaesoleva direktiivi vahelise
vastavustabeli viivitamata komisjonile.

Kui liikmesriigid need normid vastu votavad, lisavad nad nendesse normidesse voi
nende normide ametliku avaldamise korral nende juurde viite kéesolevale
direktiivile. Sellise viitamise viisi ndevad ette liikmesriigid.

2. Liikmesriigid edastavad komigonile ké&esoleva direktiiviga reguleeritavas
valdkonnas nende poolt vastuvdetavate pohiliste siseriiklike 6igusnormide teksti.

Artikkel 16
Uleminekusitted

Artikli 15 16ikes1 osutatud kuupdevaks, st kahe aasta moodumisel kéesoleva direktiivi
jOustumisest tagavad liikmesriigid, et broneeringuinfot kogutakse vahemalt 30 % artikli 6
|6ikes1 osutatud lendude kohta. Kuni kahe aasta modddumiseni artiklis15 osutatud
kuupéevast tagavad liikmesriigid, et broneeringuinfot kogutakse vahemalt 60 % artikli 6
|6ikes 1 osutatud lendude kohta. Liikmesriigid tagavad, et alates nelja aasta méodumisest
artiklis 15 osutatud kuupéevast kogutakse broneeringuinfot koigi artikli 6 16ikes 1 osutatud
lendude kohta.
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Artikkel 17
L &bivaatamine
Liikmesriikide antud teabe pdhjal komisjon:

a) vaatab siselendude broneeringuinfot koguvate liikmesriikide kogemuse
valguses labi siselendude kéesoleva direktiivi reguleerimisalasse lisamise
teostatavuse ja vaaikkuse. Kahe aasta jooksul pérast artikli 15 |16ikes 1
osutatud kuupéeva esitab komison Euroopa Parlamendile ja ndukogule
aruande;

b) vaatab lébi k&esoleva direktiivi toimimise ning nelja aasta jooksul pérast
artikli 15 16ikes1 osutatud kuupdeva esitab Euroopa Parlamendile ja
ndukogule aruande. L&bivaatamine hdlmab ké&esoleva direktiivi kdiki os,
kusuures erilist téhelepanu poodratakse isikuandmete kaitse standardi
jargimisele, andmete séilitamise ga pikkusele ja hinnangute kvaliteedile.
L 8bivaatamine sisaldab ka artikli 18 kohaselt kogutud statistikat.

Artikkel 18

Statistilised andmed

1 Liikmesriigid koguvad  statistikat ~ broneeringuinfo  Uksustele  edastatud
broneeringuinfo kohta. Kdnealune statistika hélmab vahemalt nende artikli 4 [8ike 2
kohaselt tuvastatud isikute arvu, kes vdivad olla seotud terroririinnaku voi raske
rahvusvahelise kuriteoga, ning broneeringuinfot kasutades vOetud seonduvate
0iguskaitsemeetmete arvu lennuettevdtjate ja sihtkoha | Gikes.

2. Selline statistika e sisalda iskuandmeid. Need esitatakse komisjonile Uks kord
aastas.
Artikkel 19
Seos muude digusaktidega
1 Liikmesriigid voivad jatkata kaesoleva direktiivi vastuvGtmise agal kehtivate
padevate asutuste vahelist teabevahetust kasitlevate kahe- vOi  mitmepoolsete

lepingute vOi kokkulepete kohaldamist, kui need lepingud ja kokkulepped on
kooskolas kéesoleva direktiiviga.

2. Kéaesolev direktiiv ei mdjuta ELi ja kolmandate riikide kahe- ja/vdi mitmepool setest
lepingutest tulenevaid kohustusi.
Artikkel 20
Joustumine

Kéesolev direktiiv joustub kahekimnendal péeval pérast selle avaldamist Euroopa Liidu
Teatajas.
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Ké&esolev direktiiv on adresseeritud litkmesriikidel e kooskdl as al uslepingutega.

Brissel,
Euroopa Parlamendi nimel Noukogu nimel
president eesistuja
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Q)
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(11)
(12)

(13)

(14)
(15)
(16)
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(19)
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L ennuettevotjate poolt kogutav broneeringuinfo

broneeringu number

broneeringu / pileti valjaandmise kuupaev

kavandatav(ad) reisikuupéev(ad)

nimi (nimed)

aadress ja kontaktandmed (telefoninumber, e-posti aadress)

kdikvoimalikke makseviise kéasitlev teave, sealhulgas arve saatmise aadress
konkreetse broneeringu téielik marsruut

pUsikliendi staatust kasitlev teave

reisiblroo/reisiagent

reisija staatus, sealhulgas kinnitused ja lennule registreerimine, teave viimasel hetkel
broneeringuta pileti ostmise kohta, teave ilmumata jatmise kohta

jagatud broneeringuinfo

Uldised méarkused (sealhulgas kogu kéttesaadav teave ilma saatjata reisiva ala 18-
aastase alaedlise kohta, nagu alaealise nimi ja sugu, vanus, kasutatav(ad) keel(ed),
|&htepunktis oleva hooldaja nimi ja kontaktandmed ning seos alaealisega, sihtpunktis
oleva hooldgja nimi ja kontaktandmed ning seos alaealisega, saatev ja vastuvottev
lennujaama t66ta) )

piletimtlgiinfo, kaasa arvatud pileti number, pileti valjastamise kuupéev ja Uhe suuna
piletid, automaatne hinnaparing

istekoha number ja muu teave istekoha kohta

teave lennukoodi jagamise kohta

kdik pagasiandmed

kaasreisijate arv ja nende nimed konkreetse broneeringu raames

igasugune reisijaid kasitlev eelteave

kdik punktides 1-18 nimetatud broneeringuinfos tehtud hilisemad muudatused
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