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I 

(Legislative acts) 

REGULATIONS 

REGULATION (EU) No 603/2013 OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL 

of 26 June 2013 

on the establishment of 'Eurodac' for the comparison of fingerprints for the effective application of 
Regulation (EU) No 604/2013 establishing the criteria and mechanisms for determining the Member 
State responsible for examining an application for international protection lodged in one of the 
Member States by a third-country national or a stateless person and on requests for the comparison 
with Eurodac data by Member States' law enforcement authorities and Europol for law 
enforcement purposes, and amending Regulation (EU) No 1077/2011 establishing a European 
Agency for the operational management of large-scale IT systems in the area of freedom, 

security and justice (recast) 

THE EUROPEAN PARLIAMENT AND THE COUNCIL OF THE 
EUROPEAN UNION, 

Having regard to the Treaty on the Functioning of the European 
Union, and in particular Articles 78 (2)(e), 87(2)(a) and 88(2)(a) 
thereof, 

Having regard to the proposal from the European Commission 

Having regard to the opinion of the European Data Protection 
Supervisor ( 1 ), 

Acting in accordance with the ordinary legislative procedure ( 2 ), 

Whereas: 

(1) A number of substantive changes are to be made to 
Council Regulation (EC) No 2725/2000 of 11 December 
2000 concerning the establishment of 'Eurodac' for the 
comparison of fingerprints for the effective application of 
the Dublin Convention ( 3 ) and to Council Regulation (EC) 
No 407/2002 of 28 February 2002 laying down certain 
rules to implement Regulation (EC) No 2725/2000 

concerning the establishment of "Eurodac" for the 
comparison of fingerprints for the effective application 
of the Dublin Convention ( 4 ). In the interest of clarity, 
those Regulations should be recast. 

(2) A common policy on asylum, including a Common 
European Asylum System, is a constituent part of the 
European Union's objective of progressively establishing 
an area of freedom, security and justice open to those 
who, forced by circumstances, seek international 
protection in the Union. 

(3) The European Council of 4 November 2004 adopted The 
Hague Programme which set the objectives to be imple
mented in the area of freedom, security and justice in the 
period 2005-2010. The European Pact on Immigration 
and Asylum endorsed by the European Council of 15- 
16 October 2008 called for the completion of the estab
lishment of a Common European Asylum System by 
creating a single procedure comprising common guar
antees and a uniform status for refugees and for 
persons eligible for subsidiary protection. 

(4) For the purposes of applying Regulation (EU) No 
604/2013 of the European Parliament and of the 
Council of 26 June 2013 establishing the criteria and 
mechanisms for determining the Member State 
responsible for examining an application for international 
protection lodged in one of the Member States by a 
third-country national or a stateless person ( 5 ), it is 
necessary to establish the identity of applicants for inter
national protection and of persons apprehended in
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connection with the unlawful crossing of the external 
borders of the Union. It is also desirable, in order effec
tively to apply Regulation (EU) No 604/2013, and in 
particular Article 18(1)(b) and (d) thereof, to allow each 
Member State to check whether a third-country national 
or stateless person found illegally staying on its territory 
has applied for international protection in another 
Member State. 

(5) Fingerprints constitute an important element in estab
lishing the exact identity of such persons. It is 
necessary to set up a system for the comparison of 
their fingerprint data. 

(6) To that end, it is necessary to set up a system known as 
'Eurodac', consisting of a Central System, which will 
operate a computerised central database of fingerprint 
data, as well as of the electronic means of transmission 
between the Member States and the Central System, here
inafter the "Communication Infrastructure". 

(7) The Hague Programme called for the improvement of 
access to existing data filing systems in the Union. In 
addition, The Stockholm Programme called for well 
targeted data collection and a development of 
information exchange and its tools that is driven by 
law enforcement needs. 

(8) It is essential in the fight against terrorist offences and 
other serious criminal offences for the law enforcement 
authorities to have the fullest and most up-to-date 
information if they are to perform their tasks. The 
information contained in Eurodac is necessary for the 
purposes of the prevention, detection or investigation 
of terrorist offences as referred to in Council 
Framework Decision 2002/475/JHA of 13 June 2002 
on combating terrorism ( 1 ) or of other serious criminal 
offences as referred to in Council Framework Decision 
2002/584/JHA of 13 June 2002 on the European arrest 
warrant and the surrender procedures between Member 
States ( 2 ). Therefore, the data in Eurodac should be 
available, subject to the conditions set out in this Regu
lation, for comparison by the designated authorities of 
Member States and the European Police Office (Europol). 

(9) The powers granted to law enforcement authorities to 
access Eurodac should be without prejudice to the right 
of an applicant for international protection to have his or 
her application processed in due course in accordance 
with the relevant law. Furthermore, any subsequent 
follow-up after obtaining a 'hit' from Eurodac should 
also be without prejudice to that right. 

(10) The Commission outlines in its Communication to the 
Council and the European Parliament of 24 November 
2005 on improved effectiveness, enhanced interoper
ability and synergies among European databases in the 
area of Justice and Home Affairs that authorities 
responsible for internal security could have access to 
Eurodac in well defined cases, when there is a 
substantiated suspicion that the perpetrator of a 
terrorist or other serious criminal offence has applied 
for international protection. In that Communication the 
Commission also found that the proportionality principle 
requires that Eurodac be queried for such purposes only 
if there is an overriding public security concern, that is, if 
the act committed by the criminal or terrorist to be 
identified is so reprehensible that it justifies querying a 
database that registers persons with a clean criminal 
record, and it concluded that the threshold for authorities 
responsible for internal security to query Eurodac must 
therefore always be significantly higher than the 
threshold for querying criminal databases. 

(11) Moreover, Europol plays a key role with respect to 
cooperation between Member States' authorities in the 
field of cross-border crime investigation in supporting 
Union-wide crime prevention, analyses and investigation. 
Consequently, Europol should also have access to 
Eurodac within the framework of its tasks and in 
accordance with Council Decision 2009/371/JHA of 
6 April 2009 establishing the European Police Office 
(Europol) ( 3 ). 

(12) Requests for comparison of Eurodac data by Europol 
should be allowed only in specific cases, under specific 
circumstances and under strict conditions. 

(13) Since Eurodac was originally established to facilitate the 
application of the Dublin Convention, access to Eurodac 
for the purposes of preventing, detecting or investigating 
terrorist offences or other serious criminal offences 
constitutes a change of the original purpose of 
Eurodac, which interferes with the fundamental right to 
respect for the private life of individuals whose personal 
data are processed in Eurodac. Any such interference 
must be in accordance with the law, which must be 
formulated with sufficient precision to allow individuals 
to adjust their conduct and it must protect individuals 
against arbitrariness and indicate with sufficient clarity 
the scope of discretion conferred on the competent auth
orities and the manner of its exercise. Any interference 
must be necessary in a democratic society to protect a 
legitimate and proportionate interest and proportionate 
to the legitimate objective it aims to achieve. 

(14) Even though the original purpose of the establishment of 
Eurodac did not require the facility of requesting 
comparisons of data with the database on the basis of
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a latent fingerprint, which is the dactyloscopic trace 
which may be found at a crime scene, such a facility is 
fundamental in the field of police cooperation. The possi
bility to compare a latent fingerprint with the fingerprint 
data which is stored in Eurodac in cases where there are 
reasonable grounds for believing that the perpetrator or 
victim may fall under one of the categories covered by 
this Regulation will provide the designated authorities of 
the Member States with a very valuable tool in 
preventing, detecting or investigating terrorist offences 
or other serious criminal offences, when for example 
the only evidence available at a crime scene are latent 
fingerprints. 

(15) This Regulation also lays down the conditions under 
which requests for comparison of fingerprint data with 
Eurodac data for the purposes of preventing, detecting or 
investigating terrorist offences or other serious criminal 
offences should be allowed and the necessary safeguards 
to ensure the protection of the fundamental right to 
respect for the private life of individuals whose 
personal data are processed in Eurodac. The strictness 
of those conditions reflects the fact that the Eurodac 
database registers fingerprint data of persons who are 
not presumed to have committed a terrorist offence or 
other serious criminal offence. 

(16) With a view to ensuring equal treatment for all 
applicants and beneficiaries of international protection, 
as well as in order to ensure consistency with the 
current Union asylum acquis, in particular with 
Directive 2011/95/EU of the European Parliament and 
of the Council of 13 December 2011 on standards for 
the qualification of third-country nationals or stateless 
persons as beneficiaries of international protection, for 
a uniform status for refugees or for persons eligible for 
subsidiary protection, and for the content of the 
protection granted ( 1 ) and Regulation (EU) No 
604/2013, it is appropriate to extend the scope of this 
Regulation in order to include applicants for subsidiary 
protection and persons eligible for subsidiary protection. 

(17) It is also necessary to require the Member States 
promptly to take and transmit the fingerprint data of 
every applicant for international protection and of 
every third-country national or stateless person who is 
apprehended in connection with the irregular crossing of 
an external border of a Member State, if they are at least 
14 years of age. 

(18) It is necessary to lay down precise rules for the trans
mission of such fingerprint data to the Central System, 
the recording of such fingerprint data and of other 
relevant data in the Central System, their storage, their 
comparison with other fingerprint data, the transmission 
of the results of such comparison and the marking and 
erasure of the recorded data. Such rules may be different 

for, and should be specifically adapted to, the situation of 
different categories of third-country nationals or stateless 
persons. 

(19) Member States should ensure the transmission of 
fingerprint data of an appropriate quality for the 
purpose of comparison by means of the computerised 
fingerprint recognition system. All authorities with a 
right of access to Eurodac should invest in adequate 
training and in the necessary technological equipment. 
The authorities with a right of access to Eurodac 
should inform the European Agency for the operational 
management of large-scale IT systems in the area of 
freedom, security and justice established by Regulation 
(EU) No 1077/2011 of the European Parliament and of 
the Council ( 2 ) (the "Agency") of specific difficulties 
encountered with regard to the quality of data, in order 
to resolve them. 

(20) The fact that it is temporarily or permanently impossible 
to take and/or to transmit fingerprint data, due to 
reasons such as insufficient quality of the data for appro
priate comparison, technical problems, reasons linked to 
the protection of health or due to the data subject being 
unfit or unable to have his or her fingerprints taken 
owing to circumstances beyond his or her control, 
should not adversely affect the examination of or the 
decision on the application for international protection 
lodged by that person. 

(21) Hits obtained from Eurodac should be verified by a 
trained fingerprint expert in order to ensure the 
accurate determination of responsibility under Regulation 
(EU) No 604/2013 and the exact identification of the 
criminal suspect or victim of crime whose data might 
be stored in Eurodac. 

(22) Third-country nationals or stateless persons who have 
requested international protection in one Member State 
may have the option of requesting international 
protection in another Member State for many years to 
come. Therefore, the maximum period during which 
fingerprint data should be kept by the Central System 
should be of considerable length. Given that most 
third-country nationals or stateless persons who have 
stayed in the Union for several years will have 
obtained a settled status or even citizenship of a 
Member State after that period, a period of ten years 
should be considered a reasonable period for the 
storage of fingerprint data. 

(23) The storage period should be shorter in certain special 
situations where there is no need to keep fingerprint data 
for that length of time. Fingerprint data should be erased 
immediately once third-country nationals or stateless 
persons obtain citizenship of a Member State.
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(24) It is appropriate to store data relating to those data 
subjects whose fingerprints were initially recorded in 
Eurodac upon lodging their applications for international 
protection and who have been granted international 
protection in a Member State in order to allow data 
recorded upon lodging an application for international 
protection to be compared against them. 

(25) The Agency has been entrusted with the Commission's 
tasks relating to the operational management of Eurodac 
in accordance with this Regulation and with certain tasks 
relating to the Communication Infrastructure as from the 
date on which the Agency took up its responsibilities on 
1 December 2012. The Agency should take up the tasks 
entrusted to it under this Regulation, and the relevant 
provisions of Regulation (EU) No 1077/2011 should be 
amended accordingly. In addition, Europol should have 
observer status at the meetings of the Management Board 
of the Agency when a question in relation to the appli
cation of this Regulation concerning access for consul
tation of Eurodac by designated authorities of Member 
States and by Europol for the purposes of the prevention, 
detection or investigation of terrorist offences or of other 
serious criminal offences is on the agenda. Europol 
should be able to appoint a representative to the 
Eurodac Advisory Group of the Agency. 

(26) The Staff Regulations of Officials of the European Union 
(Staff Regulations of Officials) and the Conditions of 
Employment of Other Servants of the European Union 
('Conditions of Employment'), laid down in Regulation 
(EEC, Euratom, ECSC) No 259/68 of the Council ( 1 ) 
(together referred to as the 'Staff Regulations') should 
apply to all staff working in the Agency on matters 
pertaining to this Regulation. 

(27) It is necessary to lay down clearly the respective respon
sibilities of the Commission and the Agency, in respect 
of the Central System and the Communication Infra
structure, and of the Member States, as regards data 
processing, data security, access to, and correction of, 
recorded data. 

(28) It is necessary to designate the competent authorities of 
the Member States as well as the National Access Point 
through which the requests for comparison with Eurodac 
data are made and to keep a list of the operating units 
within the designated authorities that are authorised to 
request such comparison for the specific purposes of the 
prevention, detection or investigation of terrorist offences 
or of other serious criminal offences. 

(29) Requests for comparison with data stored in the Central 
System should be made by the operating units within the 
designated authorities to the National Access Point, 
through the verifying authority and should be reasoned. 
The operating units within the designated authorities that 

are authorised to request comparisons with Eurodac data 
should not act as a verifying authority. The verifying 
authorities should act independently of the designated 
authorities and should be responsible for ensuring, in 
an independent manner, strict compliance with the 
conditions for access as established in this Regulation. 
The verifying authorities should then forward the 
request, without forwarding the reasons for it, for 
comparison through the National Access Point to the 
Central System following verification that all conditions 
for access are fulfilled. In exceptional cases of urgency 
where early access is necessary to respond to a specific 
and actual threat related to terrorist offences or other 
serious criminal offences, the verifying authority should 
process the request immediately and only carry out the 
verification afterwards. 

(30) The designated authority and the verifying authority may 
be part of the same organisation, if permitted under 
national law, but the verifying authority should act inde
pendently when performing its tasks under this Regu
lation. 

(31) For the purposes of protection of personal data, and to 
exclude systematic comparisons which should be 
forbidden, the processing of Eurodac data should only 
take place in specific cases and when it is necessary for 
the purposes of preventing, detecting or investigating 
terrorist offences or other serious criminal offences. A 
specific case exists in particular when the request for 
comparison is connected to a specific and concrete 
situation or to a specific and concrete danger associated 
with a terrorist offence or other serious criminal offence, 
or to specific persons in respect of whom there are 
serious grounds for believing that they will commit or 
have committed any such offence. A specific case also 
exists when the request for comparison is connected to a 
person who is the victim of a terrorist offence or other 
serious criminal offence. The designated authorities and 
Europol should thus only request a comparison with 
Eurodac when they have reasonable grounds to believe 
that such a comparison will provide information that will 
substantially assist them in preventing, detecting or inves
tigating a terrorist offence or other serious criminal 
offence. 

(32) In addition, access should be allowed only on condition 
that comparisons with the national fingerprint databases 
of the Member State and with the automated finger
printing identification systems of all other Member 
States under Council Decision 2008/615/JHA of 
23 June 2008 on the stepping up of cross-border 
cooperation, particularly in combating terrorism and 
cross-border crime ( 2 ) did not lead to the establishment 
of the identity of the data subject. That condition requires 
the requesting Member State to conduct comparisons 
with the automated fingerprinting identification systems 
of all other Member States under Decision 
2008/615/JHA which are technically available, unless 
that Member State can justify that there are reasonable

EN L 180/4 Official Journal of the European Union 29.6.2013 

( 1 ) OJ L 56, 4.3.1968, p. 1. ( 2 ) OJ L 210, 6.8.2008, p. 1.



grounds to believe that it would not lead to the estab
lishment of the identity of the data subject. Such 
reasonable grounds exist in particular where the specific 
case does not present any operational or investigative 
link to a given Member State. That condition requires 
prior legal and technical implementation of Decision 
2008/615/JHA by the requesting Member State in the 
area of fingerprint data, as it should not be permitted 
to conduct a Eurodac check for law enforcement 
purposes where those above steps have not been first 
taken. 

(33) Prior to searching Eurodac, designated authorities should 
also, provided that the conditions for a comparison are 
met, consult the Visa Information System under Council 
Decision 2008/633/JHA of 23 June 2008 concerning 
access for consultation of the Visa Information System 
(VIS) by designated authorities of Member States and by 
Europol for the purposes of the prevention, detection 
and investigation of terrorist offences and of other 
serious criminal offences ( 1 ). 

(34) For the purpose of efficient comparison and exchange of 
personal data, Member States should fully implement and 
make use of the existing international agreements as well 
as of Union law concerning the exchange of personal 
data already in force, in particular of Decision 
2008/615/JHA. 

(35) The best interests of the child should be a primary 
consideration for Member States when applying this 
Regulation. Where the requesting Member State estab
lishes that Eurodac data pertain to a minor, these data 
may only be used for law enforcement purposes by the 
requesting Member State in accordance with that State's 
laws applicable to minors and in accordance with the 
obligation to give primary consideration to the best 
interests of the child. 

(36) While the non-contractual liability of the Union in 
connection with the operation of the Eurodac system 
will be governed by the relevant provisions of the 
Treaty on the Functioning of the European Union 
(TFEU), it is necessary to lay down specific rules for 
the non-contractual liability of the Member States in 
connection with the operation of the system. 

(37) Since the objective of this Regulation, namely the 
creation of a system for the comparison of fingerprint 
data to assist the implementation of Union asylum 
policy, cannot, by its very nature, be sufficiently 
achieved by the Member States and can therefore be 
better achieved at Union level, the Union may adopt 
measures in accordance with the principle of subsidiarity 
as set out in Article 5 of the Treaty on European Union 

(TEU). In accordance with the principle of propor
tionality, as set out in that Article, this Regulation does 
not go beyond what is necessary in order to achieve that 
objective. 

(38) Directive 95/46/EC of the European Parliament and of 
the Council of 24 October 1995 on the protection of 
individuals with regard to the processing of personal data 
and on the free movement of such data ( 2 ) applies to the 
processing of personal data by the Member States carried 
out in application of this Regulation unless such 
processing is carried out by the designated or verifying 
authorities of the Member States for the purposes of the 
prevention, detection or investigation of terrorist offences 
or of other serious criminal offences. 

(39) The processing of personal data by the authorities of the 
Member States for the purposes of the prevention, 
detection or investigation of terrorist offences or of 
other serious criminal offences pursuant to this Regu
lation should be subject to a standard of protection of 
personal data under their national law which complies 
with Council Framework Decision 2008/977/JHA of 
27 November 2008 on the protection of personal data 
processed in the framework of police and judicial co- 
operation in criminal matters ( 3 ). 

(40) The principles set out in Directive 95/46/EC regarding 
the protection of the rights and freedoms of individuals, 
notably their right to privacy, with regard to the 
processing of personal data should be supplemented or 
clarified, in particular as far as certain sectors are 
concerned. 

(41) Transfers of personal data obtained by a Member State or 
Europol pursuant to this Regulation from the Central 
System to any third country or international organisation 
or private entity established in or outside the Union 
should be prohibited, in order to ensure the right to 
asylum and to safeguard applicants for international 
protection from having their data disclosed to a third 
country. This implies that Member States should not 
transfer information obtained from the Central System 
concerning: the Member State(s) of origin; the place 
and date of application for international protection; the 
reference number used by the Member State of origin; 
the date on which the fingerprints were taken as well as 
the date on which the Member State(s) transmitted the 
data to Eurodac; the operator user ID; and any 
information relating to any transfer of the data subject 
under Regulation (EU) No 604/2013. That prohibition 
should be without prejudice to the right of Member 
States to transfer such data to third countries to which 
Regulation (EU) No 604/2013 applies, in order to ensure 
that Member States have the possibility of cooperating 
with such third countries for the purposes of this Regu
lation.
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(42) National supervisory authorities should monitor the 
lawfulness of the processing of personal data by the 
Member States, and the supervisory authority set up by 
Decision 2009/371/JHA should monitor the lawfulness 
of data processing activities performed by Europol. 

(43) Regulation (EC) No 45/2001 of the European Parliament 
and of the Council of 18 December 2000 on the 
protection of individuals with regard to the processing 
of personal data by the Community institutions and 
bodies and on the free movement of such data ( 1 ), and 
in particular Articles 21 and 22 thereof concerning 
confidentiality and security of processing, applies to the 
processing of personal data by Union institutions, bodies, 
offices and agencies carried out in application of this 
Regulation. However, certain points should be clarified 
in respect of the responsibility for the processing of 
data and of the supervision of data protection, bearing 
in mind that data protection is a key factor in the 
successful operation of Eurodac and that data security, 
high technical quality and lawfulness of consultations are 
essential to ensure the smooth and proper functioning of 
Eurodac as well as to facilitate the application of Regu
lation (EU) No 604/2013. 

(44) The data subject should be informed of the purpose for 
which his or her data will be processed within Eurodac, 
including a description of the aims of Regulation (EU) 
No 604/2013, and of the use to which law enforcement 
authorities may put his or her data. 

(45) It is appropriate that national supervisory authorities 
monitor the lawfulness of the processing of personal 
data by the Member States, whilst the European Data 
Protection Supervisor, as referred to in Regulation (EC) 
No 45/2001, should monitor the activities of the Union 
institutions, bodies, offices and agencies in relation to the 
processing of personal data carried out in application of 
this Regulation. 

(46) Member States, the European Parliament, the Council and 
the Commission should ensure that the national and 
European supervisory authorities are able to supervise 
the use of and access to Eurodac data adequately. 

(47) It is appropriate to monitor and evaluate the 
performance of Eurodac at regular intervals, including 
in terms of whether law enforcement access has led to 
indirect discrimination against applicants for inter
national protection, as raised in the Commission's 
evaluation of the compliance of this Regulation with 

the Charter of Fundamental Rights of the European 
Union ('the Charter'). The Agency should submit an 
annual report on the activities of the Central System to 
the European Parliament and to the Council. 

(48) Member States should provide for a system of effective, 
proportionate and dissuasive penalties to sanction the 
processing of data entered in the Central System 
contrary to the purpose of Eurodac. 

(49) It is necessary that Member States be informed of the 
status of particular asylum procedures, with a view to 
facilitating the adequate application of Regulation (EU) 
No 604/2013. 

(50) This Regulation respects the fundamental rights and 
observes the principles recognised in particular by the 
Charter. In particular, this Regulation seeks to ensure 
full respect for the protection of personal data and for 
the right to seek international protection, and to promote 
the application of Articles 8 and 18 of the Charter. This 
Regulation should therefore be applied accordingly. 

(51) In accordance with Articles 1 and 2 of Protocol No 22 
on the position of Denmark, annexed to the TEU and to 
the TFEU, Denmark is not taking part in the adoption of 
this Regulation and is not bound by it or subject to its 
application. 

(52) In accordance with Article 3 of Protocol No 21 on the 
position of the United Kingdom and Ireland in respect of 
the Area of Freedom, Security and Justice, annexed to the 
TEU and to the TFEU, the United Kingdom has notified 
its wish to take part in the adoption and application of 
this Regulation. 

(53) In accordance with Article 1 and 2 of Protocol No 21 on 
the position of the United Kingdom and Ireland in 
respect of the Area of Freedom, Security and Justice, 
annexed to the TEU and to the TFEU, and without 
prejudice to Article 4 of that Protocol, Ireland is not 
taking part in the adoption of this Regulation and is 
not bound by it or subject to its application. 

(54) It is appropriate to restrict the territorial scope of this 
Regulation so as to align it on the territorial scope of 
Regulation (EU) No 604/2013,
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HAVE ADOPTED THIS REGULATION: 

CHAPTER I 

GENERAL PROVISIONS 

Article 1 

Purpose of "Eurodac" 

1. A system known as "Eurodac" is hereby established, the 
purpose of which shall be to assist in determining which 
Member State is to be responsible pursuant to Regulation 
(EU) No 604/2013 for examining an application for inter
national protection lodged in a Member State by a third- 
country national or a stateless person, and otherwise to facilitate 
the application of Regulation (EU) No 604/2013 under the 
conditions set out in this Regulation. 

2. This Regulation also lays down the conditions under 
which Member States' designated authorities and the European 
Police Office (Europol) may request the comparison of 
fingerprint data with those stored in the Central System for 
law enforcement purposes. 

3. Without prejudice to the processing of data intended for 
Eurodac by the Member State of origin in databases set up 
under the latter's national law, fingerprint data and other 
personal data may be processed in Eurodac only for the 
purposes set out in this Regulation and Article 34(1) of Regu
lation (EU) No 604/2013. 

Article 2 

Definitions 

1. For the purposes of this Regulation: 

(a) 'applicant for international protection' means a third- 
country national or a stateless person who has made an 
application for international protection as defined in 
Article 2(h) of Directive 2011/95/EU in respect of which 
a final decision has not yet been taken; 

(b) 'Member State of origin' means: 

(i) in relation to a person covered by Article 9(1), the 
Member State which transmits the personal data to 
the Central System and receives the results of the 
comparison; 

(ii) in relation to a person covered by Article 14(1), the 
Member State which transmits the personal data to the 
Central System; 

(iii) in relation to a person covered by Article 17(1), the 
Member State which transmits the personal data to the 
Central System and receives the results of the 
comparison; 

(c) 'beneficiary of international protection' means a third- 
country national or a stateless person who has been 
granted international protection as defined in Article 2(a) 
of Directive 2011/95/EU; 

(d) 'hit' means the existence of a match or matches established 
by the Central System by comparison between fingerprint 
data recorded in the computerised central database and 
those transmitted by a Member State with regard to a 
person, without prejudice to the requirement that Member 
States shall immediately check the results of the comparison 
pursuant to Article 25(4); 

(e) 'National Access Point' means the designated national 
system which communicates with the Central System; 

(f) 'Agency' means the Agency established by Regulation (EU) 
No 1077/2011; 

(g) 'Europol' means the European Police Office established by 
Decision 2009/371/JHA; 

(h) 'Eurodac data' means all data stored in the Central System in 
accordance with Article 11 and Article 14(2); 

(i) 'law enforcement' means the prevention, detection or inves
tigation of terrorist offences or of other serious criminal 
offences; 

(j) 'terrorist offences' means the offences under national law 
which correspond or are equivalent to those referred to in 
Articles 1 to 4 of Framework Decision 2002/475/JHA; 

(k) 'serious criminal offences' means the forms of crime which 
correspond or are equivalent to those referred to in 
Article 2(2) of Framework Decision 2002/584/JHA, if they 
are punishable under national law by a custodial sentence or 
a detention order for a maximum period of at least three 
years; 

(l) 'fingerprint data' means the data relating to fingerprints of 
all or at least the index fingers, and if those are missing, the 
prints of all other fingers of a person, or a latent fingerprint.
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2. The terms defined in Article 2 of Directive 95/46/EC shall 
have the same meaning in this Regulation in so far as personal 
data are processed by the authorities of the Member States for 
the purposes laid down in Article 1(1) of this Regulation. 

3. Unless stated otherwise, the terms defined in Article 2 of 
Regulation (EU) No 604/2013 shall have the same meaning in 
this Regulation. 

4. The terms defined in Article 2 of Framework Decision 
2008/977/JHA shall have the same meaning in this Regulation 
in so far as personal data are processed by the authorities of the 
Member States for the purposes laid down in Article 1(2) of this 
Regulation. 

Article 3 

System architecture and basic principles 

1. Eurodac shall consist of: 

(a) a computerised central fingerprint database ("Central 
System") composed of: 

(i) a Central Unit, 

(ii) a Business Continuity Plan and System; 

(b) a communication infrastructure between the Central System 
and Member States that provides an encrypted virtual 
network dedicated to Eurodac data ("Communication Infra
structure"). 

2. Each Member State shall have a single National Access 
Point. 

3. Data on persons covered by Articles 9(1), 14(1) and 17(1) 
which are processed in the Central System shall be processed on 
behalf of the Member State of origin under the conditions set 
out in this Regulation and separated by appropriate technical 
means. 

4. The rules governing Eurodac shall also apply to operations 
carried out by the Member States as from the transmission of 
data to the Central System until use is made of the results of the 
comparison. 

5. The procedure for taking fingerprints shall be determined 
and applied in accordance with the national practice of the 

Member State concerned and in accordance with the safeguards 
laid down in the Charter of Fundamental Rights of the 
European Union, in the Convention for the Protection of 
Human Rights and Fundamental Freedoms and in the United 
Nations Convention on the Rights of the Child. 

Article 4 

Operational management 

1. The Agency shall be responsible for the operational 
management of Eurodac. 

The operational management of Eurodac shall consist of all the 
tasks necessary to keep Eurodac functioning 24 hours a day, 7 
days a week in accordance with this Regulation, in particular 
the maintenance work and technical developments necessary to 
ensure that the system functions at a satisfactory level of oper
ational quality, in particular as regards the time required for 
interrogation of the Central System. A Business Continuity 
Plan and System shall be developed taking into account main
tenance needs and unforeseen downtime of the system, 
including the impact of business continuity measures on data 
protection and security. 

The Agency shall ensure, in cooperation with the Member 
States, that at all times the best available and most secure tech
nology and techniques, subject to a cost-benefit analysis, are 
used for the Central System. 

2. The Agency shall be responsible for the following tasks 
relating to the Communication Infrastructure: 

(a) supervision; 

(b) security; 

(c) the coordination of relations between the Member States 
and the provider. 

3. The Commission shall be responsible for all tasks relating 
to the Communication Infrastructure other than those referred 
to in paragraph 2, in particular: 

(a) the implementation of the budget; 

(b) acquisition and renewal; 

(c) contractual matters.
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4. Without prejudice to Article 17 of the Staff Regulations, 
the Agency shall apply appropriate rules of professional secrecy 
or other equivalent duties of confidentiality to all its staff 
required to work with Eurodac data. This obligation shall also 
apply after such staff leave office or employment or after the 
termination of their duties. 

Article 5 

Member States' designated authorities for law enforcement 
purposes 

1. For the purposes laid down in Article 1(2), Member States 
shall designate the authorities that are authorised to request 
comparisons with Eurodac data pursuant to this Regulation. 
Designated authorities shall be authorities of the Member 
States which are responsible for the prevention, detection or 
investigation of terrorist offences or of other serious criminal 
offences. Designated authorities shall not include agencies or 
units exclusively responsible for intelligence relating to 
national security. 

2. Each Member State shall keep a list of the designated 
authorities. 

3. Each Member State shall keep a list of the operating units 
within the designated authorities that are authorised to request 
comparisons with Eurodac data through the National Access 
Point. 

Article 6 

Member States' verifying authorities for law enforcement 
purposes 

1. For the purposes laid down in Article 1(2), each Member 
State shall designate a single national authority or a unit of such 
an authority to act as its verifying authority. The verifying 
authority shall be an authority of the Member State which is 
responsible for the prevention, detection or investigation of 
terrorist offences or of other serious criminal offences. 

The designated authority and the verifying authority may be 
part of the same organisation, if permitted under national 
law, but the verifying authority shall act independently when 
performing its tasks under this Regulation. The verifying 
authority shall be separate from the operating units referred 
to in Article 5(3) and shall not receive instructions from 
them as regards the outcome of the verification. 

Member States may designate more than one verifying authority 
to reflect their organisational and administrative structures, in 
accordance with their constitutional or legal requirements. 

2. The verifying authority shall ensure that the conditions for 
requesting comparisons of fingerprints with Eurodac data are 
fulfilled. 

Only duly empowered staff of the verifying authority shall be 
authorised to receive and transmit a request for access to 
Eurodac in accordance with Article 19. 

Only the verifying authority shall be authorised to forward 
requests for comparison of fingerprints to the National Access 
Point. 

Article 7 

Europol 

1. For the purposes laid down in Article 1(2), Europol shall 
designate a specialised unit with duly empowered Europol 
officials to act as its verifying authority, which shall act indepen
dently of the designated authority referred to in paragraph 2 of 
this Article when performing its tasks under this Regulation and 
shall not receive instructions from the designated authority as 
regards the outcome of the verification. The unit shall ensure 
that the conditions for requesting comparisons of fingerprints 
with Eurodac data are fulfilled. Europol shall designate in 
agreement with any Member State the National Access Point 
of that Member State which shall communicate its requests for 
comparison of fingerprint data to the Central System. 

2. For the purposes laid down in Article 1(2), Europol shall 
designate an operating unit that is authorised to request 
comparisons with Eurodac data through its designated 
National Access Point. The designated authority shall be an 
operating unit of Europol which is competent to collect, 
store, process, analyse and exchange information to support 
and strengthen action by Member States in preventing, 
detecting or investigating terrorist offences or other serious 
criminal offences falling within Europol's mandate. 

Article 8 

Statistics 

1. The Agency shall draw up statistics on the work of the 
Central System every quarter, indicating in particular: 

(a) the number of data sets transmitted on persons referred to 
in Articles 9(1), 14(1) and 17(1); 

(b) the number of hits for applicants for international 
protection who have lodged an application for international 
protection in another Member State; 

(c) the number of hits for persons referred to in Article 14(1) 
who have subsequently lodged an application for inter
national protection;
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(d) the number of hits for persons referred to in Article 17(1) 
who had previously lodged an application for international 
protection in another Member State; 

(e) the number of fingerprint data which the Central System 
had to request more than once from the Member States of 
origin because the fingerprint data originally transmitted did 
not lend themselves to comparison using the computerised 
fingerprint recognition system; 

(f) the number of data sets marked, unmarked, blocked and 
unblocked in accordance with Article 18(1) and (3); 

(g) the number of hits for persons referred to in Article 18(1) 
for whom hits have been recorded under points (b) and (d) 
of this Article; 

(h) the number of requests and hits referred to in Article 20(1); 

(i) the number of requests and hits referred to in Article 21(1). 

2. At the end of each year, statistical data shall be established 
in the form of a compilation of the quarterly statistics for that 
year, including an indication of the number of persons for 
whom hits have been recorded under paragraph 1(b), (c) and 
(d). The statistics shall contain a breakdown of data for each 
Member State. The results shall be made public. 

CHAPTER II 

APPLICANTS FOR INTERNATIONAL PROTECTION 

Article 9 

Collection, transmission and comparison of fingerprints 

1. Each Member State shall promptly take the fingerprints of 
all fingers of every applicant for international protection of at 
least 14 years of age and shall, as soon as possible and no later 
than 72 hours after the lodging of his or her application for 
international protection, as defined by Article 20(2) of Regu
lation (EU) No 604/2013, transmit them together with the data 
referred to in Article 11(b) to (g) of this Regulation to the 
Central System. 

Non-compliance with the 72-hour time-limit shall not relieve 
Member States of the obligation to take and transmit the finger
prints to the Central System. Where the condition of the 
fingertips does not allow the taking of the fingerprints of a 
quality ensuring appropriate comparison under Article 25, the 
Member State of origin shall retake the fingerprints of the 
applicant and resend them as soon as possible and no later 
than 48 hours after they have been successfully retaken. 

2. By way of derogation from paragraph 1, where it is not 
possible to take the fingerprints of an applicant for international 

protection on account of measures taken to ensure his or her 
health or the protection of public health, Member States shall 
take and send such fingerprints as soon as possible and no later 
than 48 hours after those health grounds no longer prevail. 

In the event of serious technical problems, Member States may 
extend the 72-hour time-limit in paragraph 1 by a maximum of 
a further 48 hours in order to carry out their national 
continuity plans. 

3. Fingerprint data within the meaning of Article 11(a) trans
mitted by any Member State, with the exception of those trans
mitted in accordance with Article 10(b), shall be compared 
automatically with the fingerprint data transmitted by other 
Member States and already stored in the Central System. 

4. The Central System shall ensure, at the request of a 
Member State, that the comparison referred to in paragraph 3 
covers the fingerprint data previously transmitted by that 
Member State, in addition to the data from other Member 
States. 

5. The Central System shall automatically transmit the hit or 
the negative result of the comparison to the Member State of 
origin. Where there is a hit, it shall transmit for all data sets 
corresponding to the hit the data referred to in Article 11(a) to 
(k) along with, where appropriate, the mark referred to in 
Article 18(1). 

Article 10 

Information on the status of the data subject 

The following information shall be sent to the Central System 
in order to be stored in accordance with Article 12 for the 
purpose of transmission under Article 9(5): 

(a) when an applicant for international protection or another 
person as referred to in Article 18(1)(d) of Regulation (EU) 
No 604/2013 arrives in the Member State responsible 
following a transfer pursuant to a decision acceding to a 
take back request as referred to in Article 25 thereof, the 
Member State responsible shall update its data set recorded 
in conformity with Article 11 of this Regulation relating to 
the person concerned by adding his or her date of arrival; 

(b) when an applicant for international protection arrives in the 
Member State responsible following a transfer pursuant to a 
decision acceding to a take charge request according to 
Article 22 of Regulation (EU) No 604/2013, the Member 
State responsible shall send a data set recorded in 
conformity with Article 11 of this Regulation relating to 
the person concerned and shall include his or her date of 
arrival;
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(c) as soon as the Member State of origin establishes that the 
person concerned whose data was recorded in Eurodac in 
accordance with Article 11 of this Regulation has left the 
territory of the Member States, it shall update its data set 
recorded in conformity with Article 11 of this Regulation 
relating to the person concerned by adding the date when 
that person left the territory, in order to facilitate the appli
cation of Articles 19(2) and 20(5) of Regulation (EU) 
No 604/2013; 

(d) as soon as the Member State of origin ensures that the 
person concerned whose data was recorded in Eurodac in 
accordance with Article 11 of this Regulation has left the 
territory of the Member States in compliance with a return 
decision or removal order issued following the withdrawal 
or rejection of the application for international protection as 
provided for in Article 19(3) of Regulation (EU) No 
604/2013, it shall update its data set recorded in 
conformity with Article 11 of this Regulation relating to 
the person concerned by adding the date of his or her 
removal or when he or she left the territory; 

(e) the Member State which becomes responsible in accordance 
with Article 17(1) of Regulation (EU) No 604/2013 shall 
update its data set recorded in conformity with Article 11 of 
this Regulation relating to the applicant for international 
protection by adding the date when the decision to 
examine the application was taken. 

Article 11 

Recording of data 

Only the following data shall be recorded in the Central System: 

(a) fingerprint data; 

(b) Member State of origin, place and date of the application 
for international protection; in the cases referred to in 
Article 10(b), the date of application shall be the one 
entered by the Member State who transferred the applicant; 

(c) sex; 

(d) reference number used by the Member State of origin; 

(e) date on which the fingerprints were taken; 

(f) date on which the data were transmitted to the Central 
System; 

(g) operator user ID; 

(h) where applicable in accordance with Article 10(a) or (b), the 
date of the arrival of the person concerned after a successful 
transfer; 

(i) where applicable in accordance with Article 10(c), the date 
when the person concerned left the territory of the Member 
States; 

(j) where applicable in accordance with Article 10(d), the date 
when the person concerned left or was removed from the 
territory of the Member States; 

(k) where applicable in accordance with Article 10(e), the date 
when the decision to examine the application was taken. 

Article 12 

Data storage 

1. Each set of data, as referred to in Article 11, shall be 
stored in the Central System for ten years from the date on 
which the fingerprints were taken. 

2. Upon expiry of the period referred to in paragraph 1, the 
Central System shall automatically erase the data from the 
Central System. 

Article 13 

Advance data erasure 

1. Data relating to a person who has acquired citizenship of 
any Member State before expiry of the period referred to in 
Article 12(1) shall be erased from the Central System in 
accordance with Article 27(4) as soon as the Member State of 
origin becomes aware that the person concerned has acquired 
such citizenship. 

2. The Central System shall, as soon as possible and no later 
than after 72 hours, inform all Member States of origin of the 
erasure of data in accordance with paragraph 1 by another 
Member State of origin having produced a hit with data 
which they transmitted relating to persons referred to in 
Article 9(1) or 14(1). 

CHAPTER III 

THIRD-COUNTRY NATIONALS OR STATELESS PERSONS 
APPREHENDED IN CONNECTION WITH THE IRREGULAR 

CROSSING OF AN EXTERNAL BORDER 

Article 14 

Collection and transmission of fingerprint data 

1. Each Member State shall promptly take the fingerprints of 
all fingers of every third-country national or stateless person of 
at least 14 years of age who is apprehended by the competent 
control authorities in connection with the irregular crossing by 
land, sea or air of the border of that Member State having come 
from a third country and who is not turned back or who 
remains physically on the territory of the Member States and 
who is not kept in custody, confinement or detention during 
the entirety of the period between apprehension and removal 
on the basis of the decision to turn him or her back.
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2. The Member State concerned shall, as soon as possible 
and no later than 72 hours after the date of apprehension, 
transmit to the Central System the following data in relation 
to any third-country national or stateless person, as referred to 
in paragraph 1, who is not turned back: 

(a) fingerprint data; 

(b) Member State of origin, place and date of the apprehension; 

(c) sex; 

(d) reference number used by the Member State of origin; 

(e) date on which the fingerprints were taken; 

(f) date on which the data were transmitted to the Central 
System; 

(g) operator user ID. 

3. By way of derogation from paragraph 2, the data specified 
in paragraph 2 relating to persons apprehended as described in 
paragraph 1 who remain physically on the territory of the 
Member States but are kept in custody, confinement or 
detention upon their apprehension for a period exceeding 72 
hours shall be transmitted before their release from custody, 
confinement or detention. 

4. Non-compliance with the 72-hour time-limit referred to 
in paragraph 2 of this Article shall not relieve Member States of 
the obligation to take and transmit the fingerprints to the 
Central System. Where the condition of the fingertips does 
not allow the taking of fingerprints of a quality ensuring appro
priate comparison under Article 25, the Member State of origin 
shall retake the fingerprints of persons apprehended as 
described in paragraph 1 of this Article, and resend them as 
soon as possible and no later than 48 hours after they have 
been successfully retaken. 

5. By way of derogation from paragraph 1, where it is not 
possible to take the fingerprints of the apprehended person on 
account of measures taken to ensure his or her health or the 
protection of public health, the Member State concerned shall 
take and send such fingerprints as soon as possible and no later 
than 48 hours after those health grounds no longer prevail. 

In the event of serious technical problems, Member States may 
extend the 72-hour time-limit in paragraph 2 by a maximum of 

a further 48 hours in order to carry out their national 
continuity plans. 

Article 15 

Recording of data 

1. The data referred to in Article 14(2) shall be recorded in 
the Central System. 

Without prejudice to Article 8, data transmitted to the Central 
System pursuant to Article 14(2) shall be recorded solely for the 
purposes of comparison with data on applicants for inter
national protection subsequently transmitted to the Central 
System and for the purposes laid down in Article 1(2). 

The Central System shall not compare data transmitted to it 
pursuant to Article 14(2) with any data previously recorded in 
the Central System, or with data subsequently transmitted to the 
Central System pursuant to Article 14(2). 

2. As regards the comparison of data on applicants for inter
national protection subsequently transmitted to the Central 
System with the data referred to in paragraph 1, the procedures 
provided for in Article 9(3) and (5) and in Article 25(4) shall 
apply. 

Article 16 

Storage of data 

1. Each set of data relating to a third-country national or 
stateless person as referred to in Article 14(1) shall be stored 
in the Central System for 18 months from the date on which 
his or her fingerprints were taken. Upon expiry of that period, 
the Central System shall automatically erase such data. 

2. The data relating to a third-country national or stateless 
person as referred to in Article 14(1) shall be erased from the 
Central System in accordance with Article 28(3) as soon as the 
Member State of origin becomes aware of one of the following 
circumstances before the 18 month period referred to in 
paragraph 1 of this Article has expired: 

(a) the third-country national or stateless person has been 
issued with a residence document; 

(b) the third-country national or stateless person has left the 
territory of the Member States;
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(c) the third-country national or stateless person has acquired 
the citizenship of any Member State. 

3. The Central System shall, as soon as possible and no later 
than after 72 hours, inform all Member States of origin of the 
erasure of data for the reason specified in paragraph 2(a) or (b) 
of this Article by another Member State of origin having 
produced a hit with data which they transmitted relating to 
persons referred to in Article 14(1). 

4. The Central System shall, as soon as possible and no later 
than after 72 hours, inform all Member States of origin of the 
erasure of data for the reason specified in paragraph 2(c) of this 
Article by another Member State of origin having produced a 
hit with data which they transmitted relating to persons referred 
to in Article 9(1) or 14(1). 

CHAPTER IV 

THIRD-COUNTRY NATIONALS OR STATELESS PERSONS 
FOUND ILLEGALLY STAYING IN A MEMBER STATE 

Article 17 

Comparison of fingerprint data 

1. With a view to checking whether a third-country national 
or a stateless person found illegally staying within its territory 
has previously lodged an application for international protection 
in another Member State, a Member State may transmit to the 
Central System any fingerprint data relating to fingerprints 
which it may have taken of any such third-country national 
or stateless person of at least 14 years of age together with 
the reference number used by that Member State. 

As a general rule there are grounds for checking whether the 
third-country national or stateless person has previously lodged 
an application for international protection in another Member 
State where: 

(a) the third-country national or stateless person declares that 
he or she has lodged an application for international 
protection but without indicating the Member State in 
which he or she lodged the application; 

(b) the third-country national or stateless person does not 
request international protection but objects to being 
returned to his or her country of origin by claiming that 
he or she would be in danger, or 

(c) the third-country national or stateless person otherwise 
seeks to prevent his or her removal by refusing to 
cooperate in establishing his or her identity, in particular 
by showing no, or false, identity papers. 

2. Where Member States take part in the procedure referred 
to in paragraph 1, they shall transmit to the Central System 
the fingerprint data relating to all or at least the index fingers 
and, if those are missing, the prints of all the other fingers, of 
third-country nationals or stateless persons referred to in 
paragraph 1. 

3. The fingerprint data of a third-country national or a 
stateless person as referred to in paragraph 1 shall be trans
mitted to the Central System solely for the purpose of 
comparison with the fingerprint data of applicants for inter
national protection transmitted by other Member States and 
already recorded in the Central System. 

The fingerprint data of such a third-country national or a 
stateless person shall not be recorded in the Central System, 
nor shall they be compared with the data transmitted to the 
Central System pursuant to Article 14(2). 

4. Once the results of the comparison of fingerprint data 
have been transmitted to the Member State of origin, the 
record of the search shall be kept by the Central System only 
for the purposes of Article 28. Other than for those purposes, 
no other record of the search may be stored either by Member 
States or by the Central System. 

5. As regards the comparison of fingerprint data transmitted 
under this Article with the fingerprint data of applicants for 
international protection transmitted by other Member States 
which have already been stored in the Central System, the 
procedures provided for in Article 9(3) and (5) and in 
Article 25(4) shall apply. 

CHAPTER V 

BENEFICIARIES OF INTERNATIONAL PROTECTION 

Article 18 

Marking of data 

1. For the purposes laid down in Article 1(1), the Member 
State of origin which granted international protection to an 
applicant for international protection whose data were 
previously recorded in the Central System pursuant to Article 11 
shall mark the relevant data in conformity with the 
requirements for electronic communication with the Central 
System established by the Agency. That mark shall be stored 
in the Central System in accordance with Article 12 for the 
purpose of transmission under Article 9(5). The Central 
System shall inform all Member States of origin of the 
marking of data by another Member State of origin having 
produced a hit with data which they transmitted relating to 
persons referred to in Article 9(1) or 14(1). Those Member 
States of origin shall also mark the corresponding data sets.
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2. The data of beneficiaries of international protection stored 
in the Central System and marked pursuant to paragraph 1 of 
this Article shall be made available for comparison for the 
purposes laid down in Article 1(2) for a period of three years 
after the date on which the data subject was granted inter
national protection. 

Where there is a hit, the Central System shall transmit the data 
referred to in Article 11(a) to (k) for all the data sets 
corresponding to the hit. The Central System shall not 
transmit the mark referred to in paragraph 1 of this Article. 
Upon the expiry of the period of three years, the Central System 
shall automatically block such data from being transmitted in 
the event of a request for comparison for the purposes laid 
down in Article 1(2), whilst leaving those data available for 
comparison for the purposes laid down in Article 1(1) until 
the point of their erasure. Blocked data shall not be transmitted, 
and the Central System shall return a negative result to the 
requesting Member State in the event of a hit. 

3. The Member State of origin shall unmark or unblock data 
concerning a third-country national or stateless person whose 
data were previously marked or blocked in accordance with 
paragraphs 1 or 2 of this Article if his or her status is 
revoked or ended or the renewal of his or her status is 
refused under Articles 14 or 19 of Directive 2011/95/EU. 

CHAPTER VI 

PROCEDURE FOR COMPARISON AND DATA TRANSMISSION 
FOR LAW ENFORCEMENT PURPOSES 

Article 19 

Procedure for comparison of fingerprint data with Eurodac 
data 

1. For the purposes laid down in Article 1(2), the designated 
authorities referred to in Articles 5(1) and 7(2) may submit a 
reasoned electronic request as provided for in Article 20(1) 
together with the reference number used by them, to the 
verifying authority for the transmission for comparison of 
fingerprint data to the Central System via the National Access 
Point. Upon receipt of such a request, the verifying authority 
shall verify whether all the conditions for requesting a 
comparison referred to in Articles 20 or 21, as appropriate, 
are fulfilled. 

2. Where all the conditions for requesting a comparison 
referred to in Articles 20 or 21 are fulfilled, the verifying 
authority shall transmit the request for comparison to the 
National Access Point which will process it to the Central 
System in accordance with Article 9(3) and (5) for the 
purpose of comparison with the data transmitted to the 
Central System pursuant to Articles 9(1) and 14(2). 

3. In exceptional cases of urgency where there is a need to 
prevent an imminent danger associated with a terrorist offence 

or other serious criminal offence, the verifying authority may 
transmit the fingerprint data to the National Access Point for 
comparison immediately upon receipt of a request by a 
designated authority and only verify ex-post whether all the 
conditions for requesting a comparison referred to in Article 20 
or Article 21 are fulfilled, including whether an exceptional case 
of urgency actually existed. The ex-post verification shall take 
place without undue delay after the processing of the request. 

4. Where an ex-post verification determines that the access 
to Eurodac data was not justified, all the authorities that have 
accessed such data shall erase the information communicated 
from Eurodac and shall inform the verifying authority of such 
erasure. 

Article 20 

Conditions for access to Eurodac by designated authorities 

1. For the purposes laid down in Article 1(2), designated 
authorities may submit a reasoned electronic request for the 
comparison of fingerprint data with the data stored in the 
Central System within the scope of their powers only if 
comparisons with the following databases did not lead to the 
establishment of the identity of the data subject: 

— national fingerprint databases; 

— the automated fingerprinting identification systems of all 
other Member States under Decision 2008/615/JHA where 
comparisons are technically available, unless there are 
reasonable grounds to believe that a comparison with 
such systems would not lead to the establishment of the 
identity of the data subject. Such reasonable grounds shall 
be included in the reasoned electronic request for 
comparison with Eurodac data sent by the designated 
authority to the verifying authority; and 

— the Visa Information System provided that the conditions 
for such a comparison laid down in Decision 
2008/633/JHA are met; 

and where the following cumulative conditions are met: 

(a) the comparison is necessary for the purpose of the 
prevention, detection or investigation of terrorist offences 
or of other serious criminal offences, which means that 
there is an overriding public security concern which 
makes the searching of the database proportionate; 

(b) the comparison is necessary in a specific case (i.e. systematic 
comparisons shall not be carried out); and
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(c) there are reasonable grounds to consider that the 
comparison will substantially contribute to the prevention, 
detection or investigation of any of the criminal offences in 
question. Such reasonable grounds exist in particular where 
there is a substantiated suspicion that the suspect, perpe
trator or victim of a terrorist offence or other serious 
criminal offence falls in a category covered by this Regu
lation. 

2. Requests for comparison with Eurodac data shall be 
limited to searching with fingerprint data. 

Article 21 

Conditions for access to Eurodac by Europol 

1. For the purposes laid down in Article 1(2), Europol's 
designated authority may submit a reasoned electronic request 
for the comparison of fingerprint data with the data stored in 
the Central System within the limits of Europol's mandate and 
where necessary for the performance of Europol's tasks only if 
comparisons with fingerprint data stored in any information 
processing systems that are technically and legally accessible 
by Europol did not lead to the establishment of the identity 
of the data subject and where the following cumulative 
conditions are met: 

(a) the comparison is necessary to support and strengthen 
action by Member States in preventing, detecting or inves
tigating terrorist offences or other serious criminal offences 
falling under Europol's mandate, which means that there is 
an overriding public security concern which makes the 
searching of the database proportionate; 

(b) the comparison is necessary in a specific case (i.e. systematic 
comparisons shall not be carried out); and 

(c) there are reasonable grounds to consider that the 
comparison will substantially contribute to the prevention, 
detection or investigation of any of the criminal offences in 
question. Such reasonable grounds exist in particular where 
there is a substantiated suspicion that the suspect, perpe
trator or victim of a terrorist offence or other serious 
criminal offence falls in a category covered by this Regu
lation. 

2. Requests for comparison with Eurodac data shall be 
limited to comparisons of fingerprint data. 

3. Processing of information obtained by Europol from 
comparison with Eurodac data shall be subject to the authori
sation of the Member State of origin. Such authorisation shall 
be obtained via the Europol national unit of that Member State. 

Article 22 

Communication between the designated authorities, the 
verifying authorities and the National Access Points 

1. Without prejudice to Article 26, all communication 
between the designated authorities, the verifying authorities 
and the National Access Points shall be secure and take place 
electronically. 

2. For the purposes laid down in Article 1(2), fingerprints 
shall be digitally processed by the Member States and trans
mitted in the data format referred to in Annex I, in order to 
ensure that the comparison can be carried out by means of the 
computerised fingerprint recognition system. 

CHAPTER VII 

DATA PROCESSING, DATA PROTECTION AND LIABILITY 

Article 23 

Responsibility for data processing 

1. The Member State of origin shall be responsible for 
ensuring that: 

(a) fingerprints are taken lawfully; 

(b) fingerprint data and the other data referred to in Article 11, 
Article 14(2) and Article 17(2) are lawfully transmitted to 
the Central System; 

(c) data are accurate and up-to-date when they are transmitted 
to the Central System; 

(d) without prejudice to the responsibilities of the Agency, data 
in the Central System are lawfully recorded, stored, 
corrected and erased; 

(e) the results of fingerprint data comparisons transmitted by 
the Central System are lawfully processed. 

2. In accordance with Article 34, the Member State of origin 
shall ensure the security of the data referred to in paragraph 1 
before and during transmission to the Central System as well as 
the security of the data it receives from the Central System. 

3. The Member State of origin shall be responsible for the 
final identification of the data pursuant to Article 25(4).
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4. The Agency shall ensure that the Central System is 
operated in accordance with the provisions of this Regulation. 
In particular, the Agency shall: 

(a) adopt measures ensuring that persons working with the 
Central System process the data recorded therein only in 
accordance with the purposes of Eurodac as laid down in 
Article 1; 

(b) take the necessary measures to ensure the security of the 
Central System in accordance with Article 34; 

(c) ensure that only persons authorised to work with the 
Central System have access thereto, without prejudice to 
the competences of the European Data Protection Super
visor. 

The Agency shall inform the European Parliament and the 
Council as well as the European Data Protection Supervisor of 
the measures it takes pursuant to the first subparagraph. 

Article 24 

Transmission 

1. Fingerprints shall be digitally processed and transmitted in 
the data format referred to in Annex I. As far as necessary for 
the efficient operation of the Central System, the Agency shall 
establish the technical requirements for transmission of the data 
format by Member States to the Central System and vice versa. 
The Agency shall ensure that the fingerprint data transmitted by 
the Member States can be compared by the computerised 
fingerprint recognition system. 

2. Member States shall transmit the data referred to in 
Article 11, Article 14(2) and Article 17(2) electronically. The 
data referred to in Article 11 and Article 14(2) shall be auto
matically recorded in the Central System. As far as necessary for 
the efficient operation of the Central System, the Agency shall 
establish the technical requirements to ensure that data can be 
properly electronically transmitted from the Member States to 
the Central System and vice versa. 

3. The reference number referred to in Articles 11(d), 
14(2)(d), 17(1) and 19(1) shall make it possible to relate data 
unambiguously to one particular person and to the Member 
State which is transmitting the data. In addition, it shall make 
it possible to tell whether such data relate to a person referred 
to in Article 9(1), 14(1) or 17(1). 

4. The reference number shall begin with the identification 
letter or letters by which, in accordance with the norm referred 
to in Annex I, the Member State transmitting the data is ident
ified. The identification letter or letters shall be followed by the 
identification of the category of person or request. "1" refers to 
data relating to persons referred to in Article 9(1), "2" to 
persons referred to in Article 14(1), "3" to persons referred to 
in Article 17(1), "4" to requests referred to in Article 20, "5" to 
requests referred to in Article 21 and "9" to requests referred to 
in Article 29. 

5. The Agency shall establish the technical procedures 
necessary for Member States to ensure receipt of unambiguous 
data by the Central System. 

6 The Central System shall confirm receipt of the transmitted 
data as soon as possible. To that end, the Agency shall establish 
the necessary technical requirements to ensure that Member 
States receive the confirmation receipt if requested. 

Article 25 

Carrying out comparisons and transmitting results 

1. Member States shall ensure the transmission of fingerprint 
data of an appropriate quality for the purpose of comparison by 
means of the computerised fingerprint recognition system. As 
far as necessary to ensure that the results of the comparison by 
the Central System reach a very high level of accuracy, the 
Agency shall define the appropriate quality of transmitted 
fingerprint data. The Central System shall, as soon as possible, 
check the quality of the fingerprint data transmitted. If 
fingerprint data do not lend themselves to comparison using 
the computerised fingerprint recognition system, the Central 
System shall inform the Member State concerned. That 
Member State shall then transmit fingerprint data of the appro
priate quality using the same reference number as the previous 
set of fingerprint data. 

2. The Central System shall carry out comparisons in the 
order of arrival of requests. Each request shall be dealt with 
within 24 hours. A Member State may for reasons connected 
with national law require particularly urgent comparisons to be 
carried out within one hour. Where such time-limits cannot be 
respected owing to circumstances which are outside the 
Agency's responsibility, the Central System shall process the 
request as a matter of priority as soon as those circumstances 
no longer prevail. In such cases, as far as is necessary for the 
efficient operation of the Central System, the Agency shall 
establish criteria to ensure the priority handling of requests. 

3. As far as necessary for the efficient operation of the 
Central System, the Agency shall establish the operational 
procedures for the processing of the data received and for trans
mitting the result of the comparison.
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4. The result of the comparison shall be immediately 
checked in the receiving Member State by a fingerprint expert 
as defined in accordance with its national rules, specifically 
trained in the types of fingerprint comparisons provided for 
in this Regulation. For the purposes laid down in Article 1(1) 
of this Regulation, final identification shall be made by the 
Member State of origin in cooperation with the other 
Member States concerned, pursuant to Article 34 of Regulation 
(EU) No 604/2013. 

Information received from the Central System relating to other 
data found to be unreliable shall be erased as soon as the 
unreliability of the data is established. 

5. Where final identification in accordance with paragraph 4 
reveals that the result of the comparison received from the 
Central System does not correspond to the fingerprint data 
sent for comparison, Member States shall immediately erase 
the result of the comparison and communicate this fact as 
soon as possible and no later than after three working days 
to the Commission and to the Agency. 

Article 26 

Communication between Member States and the Central 
System 

Data transmitted from the Member States to the Central System 
and vice versa shall use the Communication Infrastructure. As 
far as is necessary for the efficient operation of the Central 
System, the Agency shall establish the technical procedures 
necessary for the use of the Communication Infrastructure. 

Article 27 

Access to, and correction or erasure of, data recorded in 
Eurodac 

1. The Member State of origin shall have access to data 
which it has transmitted and which are recorded in the 
Central System in accordance with this Regulation. 

No Member State may conduct searches of the data transmitted 
by another Member State, nor may it receive such data apart 
from data resulting from the comparison referred to in 
Article 9(5). 

2. The authorities of Member States which, pursuant to 
paragraph 1 of this Article, have access to data recorded in 
the Central System shall be those designated by each Member 
State for the purposes laid down in Article 1(1). That desig
nation shall specify the exact unit responsible for carrying out 
tasks related to the application of this Regulation. Each Member 
State shall without delay communicate to the Commission and 
the Agency a list of those units and any amendments thereto. 

The Agency shall publish the consolidated list in the Official 
Journal of the European Union. Where there are amendments 
thereto, the Agency shall publish once a year an updated 
consolidated list online. 

3. Only the Member State of origin shall have the right to 
amend the data which it has transmitted to the Central System 
by correcting or supplementing such data, or to erase them, 
without prejudice to erasure carried out in pursuance of 
Article 12(2) or 16(1). 

4. If a Member State or the Agency has evidence to suggest 
that data recorded in the Central System are factually inaccurate, 
it shall advise the Member State of origin as soon as possible. 

If a Member State has evidence to suggest that data were 
recorded in the Central System in breach of this Regulation, it 
shall advise the Agency, the Commission and the Member State 
of origin as soon as possible. The Member State of origin shall 
check the data concerned and, if necessary, amend or erase 
them without delay. 

5. The Agency shall not transfer or make available to the 
authorities of any third country data recorded in the Central 
System. This prohibition shall not apply to transfers of such 
data to third countries to which Regulation (EU) No 604/2013 
applies. 

Article 28 

Keeping of records 

1. The Agency shall keep records of all data processing oper
ations within the Central System. These records shall show the 
purpose, date and time of access, the data transmitted, the data 
used for interrogation and the name of both the unit entering 
or retrieving the data and the persons responsible. 

2. The records referred to in paragraph 1 of this Article may 
be used only for the data protection monitoring of the admissi
bility of data processing as well as to ensure data security 
pursuant to Article 34. The records must be protected by 
appropriate measures against unauthorised access and erased 
after a period of one year after the storage period referred to 
in Article 12(1) and in Article 16(1) has expired, unless they are 
required for monitoring procedures which have already begun. 

3. For the purposes laid down in Article 1(1), each Member 
State shall take the necessary measures in order to achieve the 
objectives set out in paragraphs 1 and 2 of this Article in 
relation to its national system. In addition, each Member State 
shall keep records of the staff duly authorised to enter or 
retrieve the data.
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Article 29 

Rights of the data subject 

1. A person covered by Article 9(1), Article 14(1) or 
Article 17(1) shall be informed by the Member State of origin 
in writing, and where necessary, orally, in a language that he or 
she understands or is reasonably supposed to understand, of the 
following: 

(a) the identity of the controller within the meaning of 
Article 2(d) of Directive 95/46/EC and of his or her repre
sentative, if any; 

(b) the purpose for which his or her data will be processed in 
Eurodac, including a description of the aims of Regulation 
(EU) No 604/2013, in accordance with Article 4 thereof 
and an explanation in intelligible form, using clear and 
plain language, of the fact that Eurodac may be accessed 
by the Member States and Europol for law enforcement 
purposes; 

(c) the recipients of the data; 

(d) in relation to a person covered by Article 9(1) or 14(1), the 
obligation to have his or her fingerprints taken; 

(e) the right of access to data relating to him or her, and the 
right to request that inaccurate data relating to him or her 
be corrected or that unlawfully processed data relating to 
him or her be erased, as well as the right to receive 
information on the procedures for exercising those rights 
including the contact details of the controller and the 
national supervisory authorities referred to in Article 30(1). 

2. In relation to a person covered by Article 9(1) or 14(1), 
the information referred to in paragraph 1 of this Article shall 
be provided at the time when his or her fingerprints are taken. 

In relation to a person covered by Article 17(1), the 
information referred to in paragraph 1 of this Article shall be 
provided no later than at the time when the data relating to that 
person are transmitted to the Central System. That obligation 
shall not apply where the provision of such information proves 
impossible or would involve a disproportionate effort. 

Where a person covered by Article 9(1), Article 14(1) and 
Article 17(1) is a minor, Member States shall provide the 
information in an age-appropriate manner. 

3. A common leaflet, containing at least the information 
referred to in paragraph 1 of this Article and the information 

referred to in Article 4(1) of Regulation (EU) No 604/2013 shall 
be drawn up in accordance with the procedure referred to in 
Article 44(2) of that Regulation. 

The leaflet shall be clear and simple, drafted in a language that 
the person concerned understands or is reasonably supposed to 
understand. 

The leaflet shall be established in such a manner as to enable 
Member States to complete it with additional Member State- 
specific information. This Member State-specific information 
shall include at least the rights of the data subject, the possibility 
of assistance by the national supervisory authorities, as well as 
the contact details of the office of the controller and the 
national supervisory authorities. 

4. For the purposes laid down in Article 1(1) of this Regu
lation, in each Member State any data subject may, in 
accordance with the laws, regulations and procedures of that 
State, exercise the rights provided for in Article 12 of Directive 
95/46/EC. 

Without prejudice to the obligation to provide other 
information in accordance with Article 12(a) of Directive 
95/46/EC, the data subject shall have the right to obtain 
communication of the data relating to him or her recorded in 
the Central System and of the Member State which transmitted 
them to the Central System. Such access to data may be granted 
only by a Member State. 

5. For the purposes laid down in Article 1(1), in each 
Member State, any person may request that data which are 
factually inaccurate be corrected or that data recorded 
unlawfully be erased. The correction and erasure shall be 
carried out without excessive delay by the Member State 
which transmitted the data, in accordance with its laws, regu
lations and procedures. 

6. For the purposes laid down in Article 1(1), if the rights of 
correction and erasure are exercised in a Member State other 
than that, or those, which transmitted the data, the authorities 
of that Member State shall contact the authorities of the 
Member State or States which transmitted the data so that 
the latter may check the accuracy of the data and the lawfulness 
of their transmission and recording in the Central System. 

7. For the purposes laid down in Article 1(1), if it emerges 
that data recorded in the Central System are factually inaccurate 
or have been recorded unlawfully, the Member State which 
transmitted them shall correct or erase the data in accordance 
with Article 27(3). That Member State shall confirm in writing 
to the data subject without excessive delay that it has taken 
action to correct or erase data relating to him or her.
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8. For the purposes laid down in Article 1(1), if the Member 
State which transmitted the data does not agree that data 
recorded in the Central System are factually inaccurate or 
have been recorded unlawfully, it shall explain in writing to 
the data subject without excessive delay why it is not 
prepared to correct or erase the data. 

That Member State shall also provide the data subject with 
information explaining the steps which he or she can take if 
he or she does not accept the explanation provided. This shall 
include information on how to bring an action or, if appro
priate, a complaint before the competent authorities or courts 
of that Member State and any financial or other assistance that 
is available in accordance with the laws, regulations and 
procedures of that Member State. 

9. Any request under paragraphs 4 and 5 shall contain all 
the necessary particulars to identify the data subject, including 
fingerprints. Such data shall be used exclusively to permit the 
exercise of the rights referred to in paragraphs 4 and 5 and shall 
be erased immediately afterwards. 

10. The competent authorities of the Member States shall 
cooperate actively to enforce promptly the rights laid down 
in paragraphs 5, 6 and 7. 

11. Whenever a person requests data relating to him or her 
in accordance with paragraph 4, the competent authority shall 
keep a record in the form of a written document that such a 
request was made and how it was addressed, and shall make 
that document available to the national supervisory authorities 
without delay. 

12. For the purposes laid down in Article 1(1) of this Regu
lation, in each Member State, the national supervisory authority 
shall, on the basis of his or her request, assist the data subject in 
accordance with Article 28(4) of Directive 95/46/EC in 
exercising his or her rights. 

13. For the purposes laid down in Article 1(1) of this Regu
lation, the national supervisory authority of the Member State 
which transmitted the data and the national supervisory 
authority of the Member State in which the data subject is 
present shall assist and, where requested, advise him or her in 
exercising his or her right to correct or erase data. Both national 
supervisory authorities shall cooperate to this end. Requests for 
such assistance may be made to the national supervisory 
authority of the Member State in which the data subject is 
present, which shall transmit the requests to the authority of 
the Member State which transmitted the data. 

14. In each Member State any person may, in accordance 
with the laws, regulations and procedures of that State, bring an 

action or, if appropriate, a complaint before the competent 
authorities or courts of the State if he or she is refused the 
right of access provided for in paragraph 4. 

15. Any person may, in accordance with the laws, regu
lations and procedures of the Member State which transmitted 
the data, bring an action or, if appropriate, a complaint before 
the competent authorities or courts of that State concerning the 
data relating to him or her recorded in the Central System, in 
order to exercise his or her rights under paragraph 5. The 
obligation of the national supervisory authorities to assist and, 
where requested, advise the data subject in accordance with 
paragraph 13 shall subsist throughout the proceedings. 

Article 30 

Supervision by the national supervisory authorities 

1. For the purposes laid down in Article 1(1) of this Regu
lation, each Member State shall provide that the national super
visory authority or authorities designated pursuant to 
Article 28(1) of Directive 95/46/EC shall monitor indepen
dently, in accordance with its respective national law, the 
lawfulness of the processing, in accordance with this Regulation, 
of personal data by the Member State in question, including 
their transmission to the Central System. 

2. Each Member State shall ensure that its national super
visory authority has access to advice from persons with 
sufficient knowledge of fingerprint data. 

Article 31 

Supervision by the European Data Protection Supervisor 

1. The European Data Protection Supervisor shall ensure that 
all the personal data processing activities concerning Eurodac, in 
particular by the Agency, are carried out in accordance with 
Regulation (EC) No 45/2001 and with this Regulation. 

2. The European Data Protection Supervisor shall ensure that 
an audit of the Agency's personal data processing activities is 
carried out in accordance with international auditing standards 
at least every three years. A report of such audit shall be sent to 
the European Parliament, the Council, the Commission, the 
Agency, and the national supervisory authorities. The Agency 
shall be given an opportunity to make comments before the 
report is adopted. 

Article 32 

Cooperation between national supervisory authorities and 
the European Data Protection Supervisor 

1. The national supervisory authorities and the European 
Data Protection Supervisor shall, each acting within the scope 
of their respective competences, cooperate actively in the 
framework of their responsibilities and shall ensure coordinated 
supervision of Eurodac.

EN 29.6.2013 Official Journal of the European Union L 180/19



2. Member States shall ensure that every year an audit of the 
processing of personal data for the purposes laid down in 
Article 1(2) is carried out by an independent body, in 
accordance with Article 33(2), including an analysis of a 
sample of reasoned electronic requests. 

The audit shall be attached to the annual report of the Member 
States referred to in Article 40(7). 

3. The national supervisory authorities and the European 
Data Protection Supervisor shall, each acting within the scope 
of their respective competences, exchange relevant information, 
assist each other in carrying out audits and inspections, examine 
difficulties of interpretation or application of this Regulation, 
study problems with the exercise of independent supervision 
or in the exercise of the rights of data subjects, draw up 
harmonised proposals for joint solutions to any problems and 
promote awareness of data protection rights, as necessary. 

4. For the purpose laid down in paragraph 3, the national 
supervisory authorities and the European Data Protection 
Supervisor shall meet at least twice a year. The costs and 
servicing of these meetings shall be for the account of the 
European Data Protection Supervisor. Rules of procedure shall 
be adopted at the first meeting. Further working methods shall 
be developed jointly as necessary. A joint report of activities 
shall be sent to the European Parliament, the Council, the 
Commission and the Agency every two years. 

Article 33 

Protection of personal data for law enforcement purposes 

1. Each Member State shall provide that the provisions 
adopted under national law implementing Framework 
Decision 2008/977/JHA are also applicable to the processing 
of personal data by its national authorities for the purposes laid 
down in Article 1(2) of this Regulation. 

2. The monitoring of the lawfulness of the processing of 
personal data under this Regulation by the Member States for 
the purposes laid down in Article 1(2) of this Regulation, 
including their transmission to and from Eurodac, shall be 
carried out by the national supervisory authorities designated 
pursuant to Framework Decision 2008/977/JHA. 

3. The processing of personal data by Europol pursuant to 
this Regulation shall be in accordance with Decision 
2009/371/JHA and shall be supervised by an independent 
external data protection supervisor. Articles 30, 31 and 32 of 
that Decision shall be applicable to the processing of personal 
data by Europol pursuant to this Regulation. The independent 
external data protection supervisor shall ensure that the rights 
of the individual are not violated. 

4. Personal data obtained pursuant to this Regulation from 
Eurodac for the purposes laid down in Article 1(2) shall only be 

processed for the purposes of the prevention, detection or 
investigation of the specific case for which the data have been 
requested by a Member State or by Europol. 

5. The Central System, the designated and verifying auth
orities and Europol shall keep records of the searches for the 
purpose of permitting the national data protection authorities 
and the European Data Protection Supervisor to monitor the 
compliance of data processing with Union data protection rules, 
including for the purpose of maintaining records in order to 
prepare the annual reports referred to in Article 40(7). Other 
than for such purposes, personal data, as well as the records of 
the searches, shall be erased in all national and Europol files 
after a period of one month, unless the data are required for the 
purposes of the specific ongoing criminal investigation for 
which they were requested by a Member State or by Europol. 

Article 34 

Data security 

1. The Member State of origin shall ensure the security of 
the data before and during transmission to the Central System. 

2. Each Member State shall, in relation to all data processed 
by its competent authorities pursuant to this Regulation, adopt 
the necessary measures, including a security plan, in order to: 

(a) physically protect the data, including by making 
contingency plans for the protection of critical infra
structure; 

(b) deny unauthorised persons access to national installations in 
which the Member State carries out operations in 
accordance with the purposes of Eurodac (checks at 
entrance to the installation); 

(c) prevent the unauthorised reading, copying, modification or 
removal of data media (data media control); 

(d) prevent the unauthorised input of data and the unauthorised 
inspection, modification or erasure of stored personal data 
(storage control); 

(e) prevent the unauthorised processing of data in Eurodac and 
any unauthorised modification or erasure of data processed 
in Eurodac (control of data entry); 

(f) ensure that persons authorised to access Eurodac have 
access only to the data covered by their access authori
sation, by means of individual and unique user IDs and 
confidential access modes only (data access control);
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(g) ensure that all authorities with a right of access to Eurodac 
create profiles describing the functions and responsibilities 
of persons who are authorised to access, enter, update, erase 
and search the data, and make those profiles and any other 
relevant information which those authorities may require 
for supervisory purposes available to the national super
visory authorities referred to in Article 28 of Directive 
95/46/EC and in Article 25 of Framework Decision 
2008/977/JHA without delay at their request (personnel 
profiles); 

(h) ensure that it is possible to verify and establish to which 
bodies personal data may be transmitted using data 
communication equipment (communication control); 

(i) ensure that it is possible to verify and establish what data 
have been processed in Eurodac, when, by whom and for 
what purpose (control of data recording); 

(j) prevent the unauthorised reading, copying, modification or 
erasure of personal data during the transmission of personal 
data to or from Eurodac or during the transport of data 
media, in particular by means of appropriate encryption 
techniques (transport control); 

(k) monitor the effectiveness of the security measures referred 
to in this paragraph and take the necessary organisational 
measures related to internal monitoring in order to ensure 
compliance with this Regulation (self-auditing) and to auto
matically detect within 24 hours any relevant events arising 
from the application of measures listed in points (b) to (j) 
that might indicate the occurrence of a security incident. 

3. Member States shall inform the Agency of security 
incidents detected on their systems. The Agency shall inform 
the Member States, Europol and the European Data Protection 
Supervisor in case of security incidents. The Member States 
concerned, the Agency and Europol shall collaborate during a 
security incident. 

4. The Agency shall take the necessary measures in order to 
achieve the objectives set out in paragraph 2 as regards the 
operation of Eurodac, including the adoption of a security plan. 

Article 35 

Prohibition of transfers of data to third countries, 
international organisations or private entities 

1. Personal data obtained by a Member State or Europol 
pursuant to this Regulation from the Central System shall not 

be transferred or made available to any third country, inter
national organisation or private entity established in or 
outside the Union. This prohibition shall also apply if those 
data are further processed at national level or between 
Member States within the meaning of Article 2(b) of 
Framework Decision 2008/977/JHA. 

2. Personal data which originated in a Member State and are 
exchanged between Member States following a hit obtained for 
the purposes laid down in Article 1(2) shall not be transferred 
to third countries if there is a serious risk that as a result of 
such transfer the data subject may be subjected to torture, 
inhuman and degrading treatment or punishment or any 
other violation of his or her fundamental rights. 

3. The prohibitions referred to in paragraphs 1 and 2 shall 
be without prejudice to the right of Member States to transfer 
such data to third countries to which Regulation (EU) No 
604/2013 applies. 

Article 36 

Logging and documentation 

1. Each Member State and Europol shall ensure that all data 
processing operations resulting from requests for comparison 
with Eurodac data for the purposes laid down in Article 1(2) 
are logged or documented for the purposes of checking the 
admissibility of the request, monitoring the lawfulness of the 
data processing and data integrity and security, and self-moni
toring. 

2. The log or documentation shall show in all cases: 

(a) the exact purpose of the request for comparison, including 
the concerned form of a terrorist offence or other serious 
criminal offence and, for Europol, the exact purpose of the 
request for comparison; 

(b) the reasonable grounds given not to conduct comparisons 
with other Member States under Decision 2008/615/JHA, in 
accordance with Article 20(1) of this Regulation; 

(c) the national file reference; 

(d) the date and exact time of the request for comparison by 
the National Access Point to the Central System; 

(e) the name of the authority having requested access for 
comparison, and the person responsible who made the 
request and processed the data;
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(f) where applicable, the use of the urgent procedure referred 
to in Article 19(3) and the decision taken with regard to the 
ex-post verification; 

(g) the data used for comparison; 

(h) in accordance with national rules or with Decision 
2009/371/JHA, the identifying mark of the official who 
carried out the search and of the official who ordered the 
search or supply. 

3. Logs and documentation shall be used only for moni
toring the lawfulness of data processing and for ensuring data 
integrity and security. Only logs containing non-personal data 
may be used for the monitoring and evaluation referred to in 
Article 40. The competent national supervisory authorities 
responsible for checking the admissibility of the request and 
monitoring the lawfulness of the data processing and data 
integrity and security shall have access to these logs at their 
request for the purpose of fulfilling their duties. 

Article 37 

Liability 

1. Any person who, or Member State which, has suffered 
damage as a result of an unlawful processing operation or 
any act incompatible with this Regulation shall be entitled to 
receive compensation from the Member State responsible for 
the damage suffered. That State shall be exempted from its 
liability, in whole or in part, if it proves that it is not 
responsible for the event giving rise to the damage. 

2. If the failure of a Member State to comply with its 
obligations under this Regulation causes damage to the 
Central System, that Member State shall be liable for such 
damage, unless and insofar as the Agency or another Member 
State failed to take reasonable steps to prevent the damage from 
occurring or to minimise its impact. 

3. Claims for compensation against a Member State for the 
damage referred to in paragraphs 1 and 2 shall be governed by 
the provisions of national law of the defendant Member State. 

CHAPTER VIII 

AMENDMENTS TO REGULATION (EU) NO 1077/2011 

Article 38 

Amendments to Regulation (EU) No 1077/2011 

Regulation (EU) No 1077/2011 is amended as follows: 

(1) Article 5 is replaced by the following: 

"Article 5 

Tasks relating to Eurodac 

In relation to Eurodac, the Agency shall perform: 

(a) the tasks conferred on it by Regulation (EU) No 
603/2013 of the European Parliament and of the 
Council of 26 June 2013 on the establishment of 
'Eurodac' for the comparison of fingerprints for the 
effective application of Regulation (EU) No 604/2013 
establishing the criteria and mechanisms for determining 
the Member State responsible for examining an appli
cation for international protection lodged in one of the 
Member States by a third-country national or a stateless 
person), and on requests for the comparison with 
Eurodac data by Member States' law enforcement auth
orities and Europol for law enforcement purposes (*); 
and 

(b) tasks relating to training on the technical use of 
Eurodac. 

___________ 
(*) OJ L 180, 29.6.2013, p. 1."; 

(2) Article 12(1) is amended as follows: 

(a) points (u) and (v) are replaced by the following: 

"(u) adopt the annual report on the activities of the 
Central System of Eurodac pursuant to Article 40(1) 
of Regulation (EU) No 603/2013; 

(v) make comments on the European Data Protection 
Supervisor's reports on the audits pursuant to 
Article 45(2) of Regulation (EC) No 1987/2006, 
Article 42(2) of Regulation (EC) No 767/2008 
and Article 31(2) of Regulation (EU) No 
603/2013 and ensure appropriate follow-up of 
those audits;"; 

(b) point (x) is replaced by the following: 

"(x) compile statistics on the work of the Central 
System of Eurodac pursuant to Article 8(2) of 
Regulation (EU) No 603/2013;";
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(c) point (z) is replaced by the following: 

"(z) ensure annual publication of the list of units 
pursuant to Article 27(2) of Regulation (EU) 
No 603/2013;"; 

(3) Article 15(4) is replaced by the following: 

"4. Europol and Eurojust may attend the meetings of the 
Management Board as observers when a question 
concerning SIS II, in relation to the application of 
Decision 2007/533/JHA, is on the agenda. Europol may 
also attend the meetings of the Management Board as 
observer when a question concerning VIS, in relation to 
the application of Decision 2008/633/JHA, or a question 
concerning Eurodac, in relation to the application of Regu
lation (EU) No 603/2013, is on the agenda."; 

(4) Article 17 is amended as follows: 

(a) in paragraph 5, point (g) is replaced by the following: 

"(g) without prejudice to Article 17 of the Staff Regu
lations, establish confidentiality requirements in 
order to comply with Article 17 of Regulation 
(EC) No 1987/2006, Article 17 of Decision 
2007/533/JHA, Article 26(9) of Regulation (EC) 
No 767/2008 and Article 4(4) of Regulation (EU) 
No 603/2013;"; 

(b) in paragraph 6, point (i) is replaced by the following: 

"(i) reports on the technical functioning of each large- 
scale IT system referred to in Article 12(1)(t) and the 
annual report on the activities of the Central System 
of Eurodac referred to in Article 12(1)(u), on the 
basis of the results of monitoring and evaluation."; 

(5) Article 19(3) is replaced by the following: 

"3. Europol and Eurojust may each appoint a represen
tative to the SIS II Advisory Group. Europol may also 
appoint a representative to the VIS and Eurodac Advisory 
Groups.". 

CHAPTER IX 

FINAL PROVISIONS 

Article 39 

Costs 

1. The costs incurred in connection with the establishment 
and operation of the Central System and the Communication 

Infrastructure shall be borne by the general budget of the 
European Union. 

2. The costs incurred by national access points and the costs 
for connection to the Central System shall be borne by each 
Member State. 

3. Each Member State and Europol shall set up and maintain 
at their expense the technical infrastructure necessary to 
implement this Regulation, and shall be responsible for 
bearing its costs resulting from requests for comparison with 
Eurodac data for the purposes laid down in Article 1(2) 

Article 40 

Annual report: monitoring and evaluation 

1. The Agency shall submit to the European Parliament, the 
Council, the Commission and the European Data Protection 
Supervisor an annual report on the activities of the Central 
System, including on its technical functioning and security. 
The annual report shall include information on the management 
and performance of Eurodac against pre-defined quantitative 
indicators for the objectives referred to in paragraph 2. 

2. The Agency shall ensure that procedures are in place to 
monitor the functioning of the Central System against 
objectives relating to output, cost-effectiveness and quality of 
service. 

3. For the purposes of technical maintenance, reporting and 
statistics, the Agency shall have access to the necessary 
information relating to the processing operations performed 
in the Central System. 

4. By 20 July 2018 and every four years thereafter, the 
Commission shall produce an overall evaluation of Eurodac, 
examining the results achieved against objectives and the 
impact on fundamental rights, including whether law 
enforcement access has led to indirect discrimination against 
persons covered by this Regulation, and assessing the 
continuing validity of the underlying rationale and any impli
cations for future operations, and shall make any necessary 
recommendations. The Commission shall transmit the 
evaluation to the European Parliament and the Council. 

5. Member States shall provide the Agency and the 
Commission with the information necessary to draft the 
annual report referred to in paragraph 1.
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6. The Agency, Member States and Europol shall provide the 
Commission with the information necessary to draft the overall 
evaluation provided for in paragraph 4. This information shall 
not jeopardise working methods or include information that 
reveals sources, staff members or investigations of the 
designated authorities. 

7. While respecting the provisions of national law on the 
publication of sensitive information, each Member State and 
Europol shall prepare annual reports on the effectiveness of 
the comparison of fingerprint data with Eurodac data for law 
enforcement purposes, containing information and statistics on: 

— the exact purpose of the comparison, including the type of 
terrorist offence or serious criminal offence, 

— grounds given for reasonable suspicion, 

— the reasonable grounds given not to conduct comparison 
with other Member States under Decision 2008/615/JHA, in 
accordance with Article 20(1) of this Regulation, 

— number of requests for comparison, 

— the number and type of cases which have ended in 
successful identifications, and 

— the need and use made of the exceptional case of urgency, 
including those cases where that urgency was not accepted 
by the ex post verification carried out by the verifying auth
ority. 

Member States' and Europol annual reports shall be transmitted 
to the Commission by 30 June of the subsequent year. 

8. On the basis of Member States and Europol annual 
reports provided for in paragraph 7 and in addition to the 
overall evaluation provided for in paragraph 4, the Commission 
shall compile an annual report on law enforcement access to 
Eurodac and shall transmit it to the European Parliament, the 
Council and the European Data Protection Supervisor. 

Article 41 

Penalties 

Member States shall take the necessary measures to ensure that 
any processing of data entered in the Central System contrary to 

the purposes of Eurodac as laid down in Article 1 is punishable 
by penalties, including administrative and/or criminal penalties 
in accordance with national law, that are effective, propor
tionate and dissuasive. 

Article 42 

Territorial scope 

The provisions of this Regulation shall not be applicable to any 
territory to which Regulation (EU) No 604/2013 does not 
apply. 

Article 43 

Notification of designated authorities and verifying 
authorities 

1. By 20 October 2013, each Member State shall notify the 
Commission of its designated authorities, of the operating units 
referred to in Article 5(3) and of its verifying authority, and 
shall notify without delay any amendment thereto. 

2. By 20 October 2013, Europol shall notify the 
Commission of its designated authority, of its verifying 
authority and of the National Access Point which it has desig
nated, and shall notify without delay any amendment thereto. 

3. The Commission shall publish the information referred to 
in paragraphs 1 and 2 in the Official Journal of the European 
Union on an annual basis and via an electronic publication 
that shall be available online and updated without delay. 

Article 44 

Transitional provision 

Data blocked in the Central System in accordance with 
Article 12 of Regulation (EC) No 2725/2000 shall be 
unblocked and marked in accordance with Article 18(1) of 
this Regulation on 20 July 2015. 

Article 45 

Repeal 

Regulation (EC) No 2725/2000 and Regulation (EC) 
No 407/2002 are repealed with effect from 20 July 2015. 

References to the repealed Regulations shall be construed as 
references to this Regulation and shall be read in accordance 
with the correlation table in Annex III.
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Article 46 

Entry into force and applicability 

This Regulation shall enter into force on the twentieth day following that of its publication in the Official 
Journal of the European Union. 

This Regulation shall apply from 20 July 2015. 

Member States shall notify the Commission and the Agency as soon as they have made the technical 
arrangements to transmit data to the Central System, and in any event no later than 20 July 2015. 

This Regulation shall be binding in its entirety and directly applicable in the Member States in 
accordance with the Treaties. 

Done at Brussels, 26 June 2013. 

For the European Parliament 
The President 
M. SCHULZ 

For the Council 
The President 
A. SHATTER
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ANNEX I 

Data format and fingerprint form 

Data format for the exchange of fingerprint data 

The following format is prescribed for the exchange of fingerprint data: 

ANSI/NIST-ITL 1a-1997, Ver.3, June 2001 (INT-1) and any future further developments of this standard. 

Norm for Member State identification letters 

The following ISO norm will apply: ISO 3166 - 2 letters code.
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ANNEX II 

Repealed Regulations (referred to in Article 45) 

Council Regulation (EC) No 2725/2000 (OJ L 316, 15.12.2000, p. 1.) 

Council Regulation (EC) No 407/2002 (OJ L 62, 5.3.2002 p. 1.)
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ANNEX III 

Correlation table 

Regulation (EC) No 2725/2000 This Regulation 

Article 1(1) Article 1(1) 

Article 1(2), first subparagraph, points (a) and (b) Article 3(1)(a) 

Article 1(2), first subparagraph, point (c) — 

Article 1(2), second subparagraph Article 3(4) 

Article 1(3) Article 1(3) 

Article 2(1)(a) — 

Article 2(1)(b) to (e) Article 2(1)(a) to (d) 

— Article 2(1)(e) to (j) 

Article 3(1) — 

Article 3(2) Article 3(3) 

Article 3(3)(a) to (e) Article 8(1)(a) to (e) 

— Article 8(1)(f) to (i) 

Article 3(4) — 

Article 4(1) Article 9(1) and Article 3(5) 

Article 4(2) — 

Article 4(3) Article 9(3) 

Article 4(4) Article 9(4) 

Article 4(5) Article 9(5) 

Article 4(6) Article 25(4) 

Article 5(1), points (a) to (f) Article 11, points (a) to (f) 

— Article 11, points (g) to (k) 

Article 5(1), points (g) and (h) — 

Article 6 Article 12 

Article 7 Article 13 

Article 8 Article 14 

Article 9 Article 15 

Article 10 Article 16 

Article 11(1) to (3) Article 17(1) to (3) 

Article 11(4) Article 17(5) 

Article 11(5) Article 17(4) 

Article 12 Article 18 

Article 13 Article 23 

Article 14 —
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Regulation (EC) No 2725/2000 This Regulation 

Article 15 Article 27 

Article 16 Article 28(1) and (2) 

— Article 28(3) 

Article 17 Article 37 

Article 18 Article 29(1), (2), (4) to (10) and (12) to (15) 

— Article 29(3) and (11) 

Article 19 Article 30 

— Articles 31 to 36 

Article 20 — 

Article 21 Article 39(1) and (2) 

Article 22 — 

Article 23 — 

Article 24(1) and (2) Article 40(1) and (2) 

— Article 40(3) to (8) 

Article 25 Article 41 

Article 26 Article 42 

— Articles 43 to 45 

Article 27 Article 46 

Regulation 407/2002/EC This Regulation 

Article 2 Article 24 

Article 3 Article 25(1) to (3) 

— Article 25(4) and (5) 

Article 4 Article 26 

Article 5(1) Article 3(3) 

Annex I Annex I 

Annex II —
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REGULATION (EU) No 604/2013 OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL 

of 26 June 2013 

establishing the criteria and mechanisms for determining the Member State responsible for 
examining an application for international protection lodged in one of the Member States by a 

third-country national or a stateless person (recast) 

THE EUROPEAN PARLIAMENT AND THE COUNCIL OF THE 
EUROPEAN UNION, 

Having regard to the Treaty on the Functioning of the European 
Union, and in particular Article 78(2)(e) thereof, 

Having regard to the proposal from the European Commission, 

Having regard to the opinion of the European Economic and 
Social Committee ( 1 ), 

Having regard to the opinion of the Committee of the 
Regions ( 2 ), 

Acting in accordance with the ordinary legislative procedure ( 3 ), 

Whereas: 

(1) A number of substantive changes are to be made to 
Council Regulation (EC) No 343/2003 of 18 February 
2003 establishing the criteria and mechanisms for deter
mining the Member State responsible for examining an 
asylum application lodged in one of the Member States 
by a third-country national ( 4 ). In the interests of clarity, 
that Regulation should be recast. 

(2) A common policy on asylum, including a Common 
European Asylum System (CEAS), is a constituent part 
of the European Union’s objective of progressively estab
lishing an area of freedom, security and justice open to 
those who, forced by circumstances, legitimately seek 
protection in the Union. 

(3) The European Council, at its special meeting in Tampere 
on 15 and 16 October 1999, agreed to work towards 
establishing the CEAS, based on the full and inclusive 
application of the Geneva Convention Relating to the 
Status of Refugees of 28 July 1951, as supplemented 
by the New York Protocol of 31 January 1967 (‘the 
Geneva Convention’), thus ensuring that nobody is sent 
back to persecution, i.e. maintaining the principle of non- 
refoulement. In this respect, and without the responsibility 
criteria laid down in this Regulation being affected, 
Member States, all respecting the principle of non- 
refoulement, are considered as safe countries for third- 
country nationals. 

(4) The Tampere conclusions also stated that the CEAS 
should include, in the short-term, a clear and workable 
method for determining the Member State responsible 
for the examination of an asylum application. 

(5) Such a method should be based on objective, fair criteria 
both for the Member States and for the persons 
concerned. It should, in particular, make it possible to 
determine rapidly the Member State responsible, so as to 
guarantee effective access to the procedures for granting 
international protection and not to compromise the 
objective of the rapid processing of applications for inter
national protection. 

(6) The first phase in the creation of a CEAS that should 
lead, in the longer term, to a common procedure and a 
uniform status, valid throughout the Union, for those 
granted international protection, has now been 
completed. The European Council of 4 November 
2004 adopted The Hague Programme which set the 
objectives to be implemented in the area of freedom, 
security and justice in the period 2005-2010. In this 
respect, The Hague Programme invited the European 
Commission to conclude the evaluation of the first- 
phase legal instruments and to submit the second-phase 
instruments and measures to the European Parliament 
and to the Council with a view to their adoption 
before 2010. 

(7) In the Stockholm Programme, the European Council 
reiterated its commitment to the objective of establishing 
a common area of protection and solidarity in 
accordance with Article 78 of the Treaty on the Func
tioning of the European Union (TFEU), for those granted
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international protection, by 2012 at the latest. 
Furthermore it emphasised that the Dublin system 
remains a cornerstone in building the CEAS, as it 
clearly allocates responsibility among Member States for 
the examination of applications for international 
protection. 

(8) The resources of the European Asylum Support Office 
(EASO), established by Regulation (EU) No 439/2010 of 
the European Parliament and of the Council ( 1 ), should 
be available to provide adequate support to the relevant 
services of the Member States responsible for imple
menting this Regulation. In particular, EASO should 
provide solidarity measures, such as the Asylum Inter
vention Pool with asylum support teams, to assist 
those Member States which are faced with particular 
pressure and where applicants for international 
protection (‘applicants’) cannot benefit from adequate 
standards, in particular as regards reception and 
protection. 

(9) In the light of the results of the evaluations undertaken 
of the implementation of the first-phase instruments, it is 
appropriate, at this stage, to confirm the principles 
underlying Regulation (EC) No 343/2003, while 
making the necessary improvements, in the light of 
experience, to the effectiveness of the Dublin system 
and the protection granted to applicants under that 
system. Given that a well-functioning Dublin system is 
essential for the CEAS, its principles and functioning 
should be reviewed as other components of the CEAS 
and Union solidarity tools are built up. A comprehensive 
‘fitness check’ should be foreseen by conducting an 
evidence-based review covering the legal, economic and 
social effects of the Dublin system, including its effects 
on fundamental rights. 

(10) In order to ensure equal treatment for all applicants and 
beneficiaries of international protection, and consistency 
with the current Union asylum acquis, in particular with 
Directive 2011/95/EU of the European Parliament and of 
the Council of 13 December 2011 on standards for the 
qualification of third-country nationals or stateless 
persons as beneficiaries of international protection, for 
a uniform status for refugees or for persons eligible for 
subsidiary protection, and for the content of the 
protection granted ( 2 ), the scope of this Regulation 
encompasses applicants for subsidiary protection and 
persons eligible for subsidiary protection. 

(11) Directive 2013/33/EU of the European Parliament and of 
the Council of 26 June 2013 laying down standards for 
the reception of applicants for international protection ( 3 ) 

should apply to the procedure for the determination of 
the Member State responsible as regulated under this 
Regulation, subject to the limitations in the application 
of that Directive. 

(12) Directive 2013/32/EU of the European Parliament and of 
the Council of 26 June 2013 on common procedures for 
granting and withdrawing international protection ( 4 ) 
should apply in addition and without prejudice to the 
provisions concerning the procedural safeguards 
regulated under this Regulation, subject to the limitations 
in the application of that Directive. 

(13) In accordance with the 1989 United Nations Convention 
on the Rights of the Child and with the Charter of 
Fundamental Rights of the European Union, the best 
interests of the child should be a primary consideration 
of Member States when applying this Regulation. In 
assessing the best interests of the child, Member States 
should, in particular, take due account of the minor’s 
well-being and social development, safety and security 
considerations and the views of the minor in accordance 
with his or her age and maturity, including his or her 
background. In addition, specific procedural guarantees 
for unaccompanied minors should be laid down on 
account of their particular vulnerability. 

(14) In accordance with the European Convention for the 
Protection of Human Rights and Fundamental Freedoms 
and with the Charter of Fundamental Rights of the 
European Union, respect for family life should be a 
primary consideration of Member States when applying 
this Regulation. 

(15) The processing together of the applications for inter
national protection of the members of one family by a 
single Member State makes it possible to ensure that the 
applications are examined thoroughly, the decisions 
taken in respect of them are consistent and the 
members of one family are not separated. 

(16) In order to ensure full respect for the principle of family 
unity and for the best interests of the child, the existence 
of a relationship of dependency between an applicant 
and his or her child, sibling or parent on account of 
the applicant’s pregnancy or maternity, state of health 
or old age, should become a binding responsibility 
criterion. When the applicant is an unaccompanied 
minor, the presence of a family member or relative on 
the territory of another Member State who can take care 
of him or her should also become a binding responsi
bility criterion.
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(17) Any Member State should be able to derogate from the 
responsibility criteria, in particular on humanitarian and 
compassionate grounds, in order to bring together family 
members, relatives or any other family relations and 
examine an application for international protection 
lodged with it or with another Member State, even if 
such examination is not its responsibility under the 
binding criteria laid down in this Regulation. 

(18) A personal interview with the applicant should be 
organised in order to facilitate the determination of the 
Member State responsible for examining an application 
for international protection. As soon as the application 
for international protection is lodged, the applicant 
should be informed of the application of this Regulation 
and of the possibility, during the interview, of providing 
information regarding the presence of family members, 
relatives or any other family relations in the Member 
States, in order to facilitate the procedure for determining 
the Member State responsible. 

(19) In order to guarantee effective protection of the rights of 
the persons concerned, legal safeguards and the right to 
an effective remedy in respect of decisions regarding 
transfers to the Member State responsible should be 
established, in accordance, in particular, with Article 47 
of the Charter of Fundamental Rights of the European 
Union. In order to ensure that international law is 
respected, an effective remedy against such decisions 
should cover both the examination of the application 
of this Regulation and of the legal and factual situation 
in the Member State to which the applicant is transferred. 

(20) The detention of applicants should be applied in 
accordance with the underlying principle that a person 
should not be held in detention for the sole reason that 
he or she is seeking international protection. Detention 
should be for as short a period as possible and subject to 
the principles of necessity and proportionality. In 
particular, the detention of applicants must be in 
accordance with Article 31 of the Geneva Convention. 
The procedures provided for under this Regulation in 
respect of a detained person should be applied as a 
matter of priority, within the shortest possible deadlines. 
As regards the general guarantees governing detention, as 
well as detention conditions, where appropriate, Member 
States should apply the provisions of Directive 
2013/33/EU also to persons detained on the basis of 
this Regulation. 

(21) Deficiencies in, or the collapse of, asylum systems, often 
aggravated or contributed to by particular pressures on 
them, can jeopardise the smooth functioning of the 
system put in place under this Regulation, which could 
lead to a risk of a violation of the rights of applicants as 
set out in the Union asylum acquis and the Charter of 

Fundamental Rights of the European Union, other inter
national human rights and refugee rights. 

(22) A process for early warning, preparedness and 
management of asylum crises serving to prevent a 
deterioration in, or the collapse of, asylum systems, 
with EASO playing a key role using its powers under 
Regulation (EU) No 439/2010, should be established in 
order to ensure robust cooperation within the framework 
of this Regulation and to develop mutual trust among 
Member States with respect to asylum policy. Such a 
process should ensure that the Union is alerted as soon 
as possible when there is a concern that the smooth 
functioning of the system set up by this Regulation is 
being jeopardised as a result of particular pressure on, 
and/or deficiencies in, the asylum systems of one or 
more Member States. Such a process would allow the 
Union to promote preventive measures at an early 
stage and pay the appropriate political attention to 
such situations. Solidarity, which is a pivotal element in 
the CEAS, goes hand in hand with mutual trust. By 
enhancing such trust, the process for early warning, 
preparedness and management of asylum crises could 
improve the steering of concrete measures of genuine 
and practical solidarity towards Member States, in order 
to assist the affected Member States in general and the 
applicants in particular. In accordance with Article 80 
TFEU, Union acts should, whenever necessary, contain 
appropriate measures to give effect to the principle of 
solidarity, and the process should be accompanied by 
such measures. The conclusions on a Common 
Framework for genuine and practical solidarity towards 
Member States facing particular pressures on their asylum 
systems, including through mixed migration flows, 
adopted by the Council on 8 March 2012, provide for 
a ‘tool box’ of existing and potential new measures, 
which should be taken into account in the context of a 
mechanism for early warning, preparedness and crisis 
management. 

(23) Member States should collaborate with EASO in the 
gathering of information concerning their ability to 
manage particular pressure on their asylum and 
reception systems, in particular within the framework 
of the application of this Regulation. EASO should 
regularly report on the information gathered in 
accordance with Regulation (EU) No 439/2010. 

(24) In accordance with Commission Regulation (EC) No 
1560/2003 ( 1 ), transfers to the Member State responsible 
for examining an application for international protection 
may be carried out on a voluntary basis, by supervised 
departure or under escort. Member States should 
promote voluntary transfers by providing adequate 
information to the applicant and should ensure that 
supervised or escorted transfers are undertaken in a 
humane manner, in full compliance with fundamental 
rights and respect for human dignity, as well as the
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best interests of the child and taking utmost account of 
developments in the relevant case law, in particular as 
regards transfers on humanitarian grounds. 

(25) The progressive creation of an area without internal 
frontiers in which free movement of persons is guar
anteed in accordance with the TFEU and the estab
lishment of Union policies regarding the conditions of 
entry and stay of third-country nationals, including 
common efforts towards the management of external 
borders, makes it necessary to strike a balance between 
responsibility criteria in a spirit of solidarity. 

(26) Directive 95/46/EC of the European Parliament and of 
the Council of 24 October 1995 on the protection of 
individuals with regard to the processing of personal data 
and on the free movement of such data ( 1 ) applies to the 
processing of personal data by the Member States under 
this Regulation. 

(27) The exchange of an applicant’s personal data, including 
sensitive data on his or her health, prior to a transfer, 
will ensure that the competent asylum authorities are in a 
position to provide applicants with adequate assistance 
and to ensure continuity in the protection and rights 
afforded to them. Special provisions should be made to 
ensure the protection of data relating to applicants 
involved in that situation, in accordance with Directive 
95/46/EC. 

(28) The application of this Regulation can be facilitated, and 
its effectiveness increased, by bilateral arrangements 
between Member States for improving communication 
between competent departments, reducing time limits 
for procedures or simplifying the processing of requests 
to take charge or take back, or establishing procedures 
for the performance of transfers. 

(29) Continuity between the system for determining the 
Member State responsible established by Regulation 
(EC) No 343/2003 and the system established by this 
Regulation should be ensured. Similarly, consistency 
should be ensured between this Regulation and Regu
lation (EU) No 603/2013 of the European Parliament 
and of the Council of 26 June 2013 on the establishment 
of ‘Eurodac’ for the comparison of fingerprints for the 
effective application of Regulation (EU) No 604/2013 
establishing the criteria and mechanisms for determining 
the Member State responsible for examining an appli
cation for international protection lodged in one of the 
Member States by a third-country national or a stateless 

person and on requests for the comparisons with 
Eurodac data by Member States’ law enforcement auth
orities and Europol for law enforcement purposes ( 2 ). 

(30) The operation of the Eurodac system, as established by 
Regulation (EU) No 603/2013, should facilitate the appli
cation of this Regulation. 

(31) The operation of the Visa Information System, as estab
lished by Regulation (EC) No 767/2008 of the European 
Parliament and of the Council of 9 July 2008 concerning 
the Visa Information System (VIS) and the exchange of 
data between Member States on short-stay visas ( 3 ), and 
in particular the implementation of Articles 21 and 22 
thereof, should facilitate the application of this Regu
lation. 

(32) With respect to the treatment of persons falling within 
the scope of this Regulation, Member States are bound 
by their obligations under instruments of international 
law, including the relevant case-law of the European 
Court of Human Rights. 

(33) In order to ensure uniform conditions for the implemen
tation of this Regulation, implementing powers should be 
conferred on the Commission. Those powers should be 
exercised in accordance with Regulation (EU) No 
182/2011 of the European Parliament and of the 
Council of 16 February 2011 laying down the rules 
and general principles concerning mechanisms for 
control by the Member States of the Commission’s 
exercise of implementing powers ( 4 ). 

(34) The examination procedure should be used for the 
adoption of a common leaflet on Dublin/Eurodac, as 
well as a specific leaflet for unaccompanied minors; of 
a standard form for the exchange of relevant information 
on unaccompanied minors; of uniform conditions for the 
consultation and exchange of information on minors and 
dependent persons; of uniform conditions on the prep
aration and submission of take charge and take back 
requests; of two lists of relevant elements of proof and 
circumstantial evidence, and the periodical revision 
thereof; of a laissez passer; of uniform conditions for the 
consultation and exchange of information regarding 
transfers; of a standard form for the exchange of data 
before a transfer; of a common health certificate; of 
uniform conditions and practical arrangements for the 
exchange of information on a person’s health data 
before a transfer, and of secure electronic transmission 
channels for the transmission of requests.
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(35) In order to provide for supplementary rules, the power to 
adopt acts in accordance with Article 290 TFEU should 
be delegated to the Commission in respect of the identi
fication of family members, siblings or relatives of an 
unaccompanied minor; the criteria for establishing the 
existence of proven family links; the criteria for 
assessing the capacity of a relative to take care of an 
unaccompanied minor, including where family 
members, siblings or relatives of the unaccompanied 
minor stay in more than one Member State; the 
elements for assessing a dependency link; the criteria 
for assessing the capacity of a person to take care of a 
dependent person and the elements to be taken into 
account in order to assess the inability to travel for a 
significant period of time. In exercising its powers to 
adopt delegated acts, the Commission shall not exceed 
the scope of the best interests of the child as provided for 
under Article 6(3) of this Regulation. It is of particular 
importance that the Commission carry out appropriate 
consultations during its preparatory work, including at 
expert level. The Commission, when preparing and 
drawing up delegated acts, should ensure a simultaneous, 
timely and appropriate transmission of relevant 
documents to the European Parliament and to the 
Council. 

(36) In the application of this Regulation, including the prep
aration of delegated acts, the Commission should consult 
experts from, among others, all relevant national auth
orities. 

(37) Detailed rules for the application of Regulation (EC) No 
343/2003 have been laid down by Regulation (EC) No 
1560/2003. Certain provisions of Regulation (EC) No 
1560/2003 should be incorporated into this Regulation, 
either for reasons of clarity or because they can serve a 
general objective. In particular, it is important, both for 
the Member States and the applicants concerned, that 
there should be a general mechanism for finding a 
solution in cases where Member States differ over the 
application of a provision of this Regulation. It is 
therefore justified to incorporate the mechanism 
provided for in Regulation (EC) No 1560/2003 for the 
settling of disputes on the humanitarian clause into this 
Regulation and to extend its scope to the entirety of this 
Regulation. 

(38) The effective monitoring of the application of this Regu
lation requires that it be evaluated at regular intervals. 

(39) This Regulation respects the fundamental rights and 
observes the principles which are acknowledged, in 
particular, in the Charter of Fundamental Rights of the 
European Union. In particular, this Regulation seeks to 
ensure full observance of the right to asylum guaranteed 
by Article 18 of the Charter as well as the rights 
recognised under Articles 1, 4, 7, 24 and 47 thereof. 
This Regulation should therefore be applied accordingly. 

(40) Since the objective of this Regulation, namely the estab
lishment of criteria and mechanisms for determining the 
Member State responsible for examining an application 
for international protection lodged in one of the Member 
States by a third-country national or a stateless person, 
cannot be sufficiently achieved by the Member States and 
can therefore, by reason of the scale and effects of this 
Regulation, be better achieved at Union level, the Union 
may adopt measures in accordance with the principle of 
subsidiarity as set out in Article 5 of the Treaty on 
European Union (TEU). In accordance with the 
principle of proportionality, as set out in that Article, 
this Regulation does not go beyond what is necessary 
in order to achieve that objective. 

(41) In accordance with Article 3 and Article 4a(1) of 
Protocol No 21 on the position of the United 
Kingdom and Ireland in respect of the Area of 
Freedom, Security and Justice, annexed to the TEU and 
to the TFEU, those Member States have notified their 
wish to take part in the adoption and application of 
this Regulation. 

(42) In accordance with Articles 1 and 2 of Protocol No 22 
on the position of Denmark, annexed to the TEU and to 
the TFEU, Denmark is not taking part in the adoption of 
this Regulation and is not bound by it or subject to its 
application, 

HAVE ADOPTED THIS REGULATION: 

CHAPTER I 

SUBJECT MATTER AND DEFINITIONS 

Article 1 

Subject matter 

This Regulation lays down the criteria and mechanisms for 
determining the Member State responsible for examining an 
application for international protection lodged in one of the 
Member States by a third-country national or a stateless 
person (‘the Member State responsible’). 

Article 2 

Definitions 

For the purposes of this Regulation: 

(a) ‘third-country national’ means any person who is not a 
citizen of the Union within the meaning of Article 20(1) 
TFEU and who is not national of a State which participates 
in this Regulation by virtue of an agreement with the 
European Union;
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(b) ‘application for international protection’ means an appli
cation for international protection as defined in Article 2(h) 
of Directive 2011/95/EU; 

(c) ‘applicant’ means a third-country national or a stateless 
person who has made an application for international 
protection in respect of which a final decision has not 
yet been taken; 

(d) ‘examination of an application for international protection’ 
means any examination of, or decision or ruling 
concerning, an application for international protection by 
the competent authorities in accordance with Directive 
2013/32/EU and Directive 2011/95/EU, except for 
procedures for determining the Member State responsible 
in accordance with this Regulation; 

(e) ‘withdrawal of an application for international protection’ 
means the actions by which the applicant terminates the 
procedures initiated by the submission of his or her appli
cation for international protection, in accordance with 
Directive 2013/32/EU, either explicitly or tacitly; 

(f) ‘beneficiary of international protection’ means a third- 
country national or a stateless person who has been 
granted international protection as defined in Article 2(a) 
of Directive 2011/95/EU; 

(g) ‘family members’ means, insofar as the family already 
existed in the country of origin, the following members 
of the applicant’s family who are present on the territory 
of the Member States: 

— the spouse of the applicant or his or her unmarried 
partner in a stable relationship, where the law or 
practice of the Member State concerned treats 
unmarried couples in a way comparable to married 
couples under its law relating to third-country 
nationals, 

— the minor children of couples referred to in the first 
indent or of the applicant, on condition that they are 
unmarried and regardless of whether they were born in 
or out of wedlock or adopted as defined under national 
law, 

— when the applicant is a minor and unmarried, the 
father, mother or another adult responsible for the 
applicant, whether by law or by the practice of the 
Member State where the adult is present, 

— when the beneficiary of international protection is a 
minor and unmarried, the father, mother or another 
adult responsible for him or her whether by law or 

by the practice of the Member State where the bene
ficiary is present; 

(h) ‘relative’ means the applicant’s adult aunt or uncle or 
grandparent who is present in the territory of a Member 
State, regardless of whether the applicant was born in or 
out of wedlock or adopted as defined under national law; 

(i) ‘minor’ means a third-country national or a stateless person 
below the age of 18 years; 

(j) ‘unaccompanied minor’ means a minor who arrives on the 
territory of the Member States unaccompanied by an adult 
responsible for him or her, whether by law or by the 
practice of the Member State concerned, and for as long 
as he or she is not effectively taken into the care of such an 
adult; it includes a minor who is left unaccompanied after 
he or she has entered the territory of Member States; 

(k) ‘representative’ means a person or an organisation 
appointed by the competent bodies in order to assist and 
represent an unaccompanied minor in procedures provided 
for in this Regulation with a view to ensuring the best 
interests of the child and exercising legal capacity for the 
minor where necessary. Where an organisation is appointed 
as a representative, it shall designate a person responsible 
for carrying out its duties in respect of the minor, in 
accordance with this Regulation; 

(l) ‘residence document’ means any authorisation issued by the 
authorities of a Member State authorising a third-country 
national or a stateless person to stay on its territory, 
including the documents substantiating the authorisation 
to remain on the territory under temporary protection 
arrangements or until the circumstances preventing a 
removal order from being carried out no longer apply, 
with the exception of visas and residence authorisations 
issued during the period required to determine the 
Member State responsible as established in this Regulation 
or during the examination of an application for inter
national protection or an application for a residence 
permit; 

(m) ‘visa’ means the authorisation or decision of a Member 
State required for transit or entry for an intended stay in 
that Member State or in several Member States. The nature 
of the visa shall be determined in accordance with the 
following definitions: 

— ‘long-stay visa’ means an authorisation or decision 
issued by one of the Member States in accordance 
with its national law or Union law required for entry 
for an intended stay in that Member State of more than 
three months,
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— ‘short-stay visa’ means an authorisation or decision of a 
Member State with a view to transit through or an 
intended stay on the territory of one or more or all 
the Member States of a duration of no more than three 
months in any six-month period beginning on the date 
of first entry on the territory of the Member States, 

— ‘airport transit visa’ means a visa valid for transit 
through the international transit areas of one or more 
airports of the Member States; 

(n) ‘risk of absconding’ means the existence of reasons in an 
individual case, which are based on objective criteria 
defined by law, to believe that an applicant or a third- 
country national or a stateless person who is subject to a 
transfer procedure may abscond. 

CHAPTER II 

GENERAL PRINCIPLES AND SAFEGUARDS 

Article 3 

Access to the procedure for examining an application for 
international protection 

1. Member States shall examine any application for inter
national protection by a third-country national or a stateless 
person who applies on the territory of any one of them, 
including at the border or in the transit zones. The application 
shall be examined by a single Member State, which shall be the 
one which the criteria set out in Chapter III indicate is respon
sible. 

2. Where no Member State responsible can be designated on 
the basis of the criteria listed in this Regulation, the first 
Member State in which the application for international 
protection was lodged shall be responsible for examining it. 

Where it is impossible to transfer an applicant to the Member 
State primarily designated as responsible because there are 
substantial grounds for believing that there are systemic flaws 
in the asylum procedure and in the reception conditions for 
applicants in that Member State, resulting in a risk of inhuman 
or degrading treatment within the meaning of Article 4 of the 
Charter of Fundamental Rights of the European Union, the 
determining Member State shall continue to examine the 
criteria set out in Chapter III in order to establish whether 
another Member State can be designated as responsible. 

Where the transfer cannot be made pursuant to this paragraph 
to any Member State designated on the basis of the criteria set 
out in Chapter III or to the first Member State with which the 
application was lodged, the determining Member State shall 
become the Member State responsible. 

3. Any Member State shall retain the right to send an 
applicant to a safe third country, subject to the rules and safe
guards laid down in Directive 2013/32/EU. 

Article 4 

Right to information 

1. As soon as an application for international protection is 
lodged within the meaning of Article 20(2) in a Member State, 
its competent authorities shall inform the applicant of the appli
cation of this Regulation, and in particular of: 

(a) the objectives of this Regulation and the consequences of 
making another application in a different Member State as 
well as the consequences of moving from one Member State 
to another during the phases in which the Member State 
responsible under this Regulation is being determined and 
the application for international protection is being 
examined; 

(b) the criteria for determining the Member State responsible, 
the hierarchy of such criteria in the different steps of the 
procedure and their duration, including the fact that an 
application for international protection lodged in one 
Member State can result in that Member State becoming 
responsible under this Regulation even if such responsibility 
is not based on those criteria; 

(c) the personal interview pursuant to Article 5 and the possi
bility of submitting information regarding the presence of 
family members, relatives or any other family relations in 
the Member States, including the means by which the 
applicant can submit such information; 

(d) the possibility to challenge a transfer decision and, where 
applicable, to apply for a suspension of the transfer; 

(e) the fact that the competent authorities of Member States 
can exchange data on him or her for the sole purpose of 
implementing their obligations arising under this Regu
lation; 

(f) the right of access to data relating to him or her and the 
right to request that such data be corrected if inaccurate or 
be deleted if unlawfully processed, as well as the procedures 
for exercising those rights, including the contact details of 
the authorities referred to in Article 35 and of the national 
data protection authorities responsible for hearing claims 
concerning the protection of personal data. 

2. The information referred to in paragraph 1 shall be 
provided in writing in a language that the applicant understands 
or is reasonably supposed to understand. Member States shall 
use the common leaflet drawn up pursuant to paragraph 3 for 
that purpose. 

Where necessary for the proper understanding of the applicant, 
the information shall also be supplied orally, for example in 
connection with the personal interview as referred to in 
Article 5.
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3. The Commission shall, by means of implementing acts, 
draw up a common leaflet, as well as a specific leaflet for 
unaccompanied minors, containing at least the information 
referred to in paragraph 1 of this Article. This common 
leaflet shall also include information regarding the application 
of Regulation (EU) No 603/2013 and, in particular, the purpose 
for which the data of an applicant may be processed within 
Eurodac. The common leaflet shall be established in such a 
manner as to enable Member States to complete it with 
additional Member State-specific information. Those imple
menting acts shall be adopted in accordance with the exam
ination procedure referred to in Article 44(2) of this Regulation. 

Article 5 

Personal interview 

1. In order to facilitate the process of determining the 
Member State responsible, the determining Member State shall 
conduct a personal interview with the applicant. The interview 
shall also allow the proper understanding of the information 
supplied to the applicant in accordance with Article 4. 

2. The personal interview may be omitted if: 

(a) the applicant has absconded; or 

(b) after having received the information referred to in Article 4, 
the applicant has already provided the information relevant 
to determine the Member State responsible by other means. 
The Member State omitting the interview shall give the 
applicant the opportunity to present all further information 
which is relevant to correctly determine the Member State 
responsible before a decision is taken to transfer the 
applicant to the Member State responsible pursuant to 
Article 26(1). 

3. The personal interview shall take place in a timely manner 
and, in any event, before any decision is taken to transfer the 
applicant to the Member State responsible pursuant to 
Article 26(1). 

4. The personal interview shall be conducted in a language 
that the applicant understands or is reasonably supposed to 
understand and in which he or she is able to communicate. 
Where necessary, Member States shall have recourse to an inter
preter who is able to ensure appropriate communication 
between the applicant and the person conducting the personal 
interview. 

5. The personal interview shall take place under conditions 
which ensure appropriate confidentiality. It shall be conducted 
by a qualified person under national law. 

6. The Member State conducting the personal interview shall 
make a written summary thereof which shall contain at least the 

main information supplied by the applicant at the interview. 
This summary may either take the form of a report or a 
standard form. The Member State shall ensure that the 
applicant and/or the legal advisor or other counsellor who is 
representing the applicant have timely access to the summary. 

Article 6 

Guarantees for minors 

1. The best interests of the child shall be a primary 
consideration for Member States with respect to all procedures 
provided for in this Regulation. 

2. Member States shall ensure that a representative represents 
and/or assists an unaccompanied minor with respect to all 
procedures provided for in this Regulation. The representative 
shall have the qualifications and expertise to ensure that the best 
interests of the minor are taken into consideration during the 
procedures carried out under this Regulation. Such represen
tative shall have access to the content of the relevant 
documents in the applicant’s file including the specific leaflet 
for unaccompanied minors. 

This paragraph shall be without prejudice to the relevant 
provisions in Article 25 of Directive 2013/32/EU. 

3. In assessing the best interests of the child, Member States 
shall closely cooperate with each other and shall, in particular, 
take due account of the following factors: 

(a) family reunification possibilities; 

(b) the minor’s well-being and social development; 

(c) safety and security considerations, in particular where there 
is a risk of the minor being a victim of human trafficking; 

(d) the views of the minor, in accordance with his or her age 
and maturity. 

4. For the purpose of applying Article 8, the Member State 
where the unaccompanied minor lodged an application for 
international protection shall, as soon as possible, take appro
priate action to identify the family members, siblings or relatives 
of the unaccompanied minor on the territory of Member States, 
whilst protecting the best interests of the child. 

To that end, that Member State may call for the assistance of 
international or other relevant organisations, and may facilitate 
the minor’s access to the tracing services of such organisations. 

The staff of the competent authorities referred to in Article 35 
who deal with requests concerning unaccompanied minors shall 
have received, and shall continue to receive, appropriate training 
concerning the specific needs of minors.
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5. With a view to facilitating the appropriate action to 
identify the family members, siblings or relatives of the 
unaccompanied minor living in the territory of another 
Member State pursuant to paragraph 4 of this Article, the 
Commission shall adopt implementing acts including a 
standard form for the exchange of relevant information 
between Member States. Those implementing acts shall be 
adopted in accordance with the examination procedure 
referred to in Article 44(2). 

CHAPTER III 

CRITERIA FOR DETERMINING THE MEMBER STATE 
RESPONSIBLE 

Article 7 

Hierarchy of criteria 

1. The criteria for determining the Member State responsible 
shall be applied in the order in which they are set out in this 
Chapter. 

2. The Member State responsible in accordance with the 
criteria set out in this Chapter shall be determined on the 
basis of the situation obtaining when the applicant first 
lodged his or her application for international protection with 
a Member State. 

3. In view of the application of the criteria referred to in 
Articles 8, 10 and 16, Member States shall take into 
consideration any available evidence regarding the presence, 
on the territory of a Member State, of family members, 
relatives or any other family relations of the applicant, on 
condition that such evidence is produced before another 
Member State accepts the request to take charge or take back 
the person concerned, pursuant to Articles 22 and 25 respect
ively, and that the previous applications for international 
protection of the applicant have not yet been the subject of a 
first decision regarding the substance. 

Article 8 

Minors 

1. Where the applicant is an unaccompanied minor, the 
Member State responsible shall be that where a family 
member or a sibling of the unaccompanied minor is legally 
present, provided that it is in the best interests of the minor. 
Where the applicant is a married minor whose spouse is not 
legally present on the territory of the Member States, the 
Member State responsible shall be the Member State where 
the father, mother or other adult responsible for the minor, 
whether by law or by the practice of that Member State, or 
sibling is legally present. 

2. Where the applicant is an unaccompanied minor who has 
a relative who is legally present in another Member State and 
where it is established, based on an individual examination, that 

the relative can take care of him or her, that Member State shall 
unite the minor with his or her relative and shall be the 
Member State responsible, provided that it is in the best 
interests of the minor. 

3. Where family members, siblings or relatives as referred to 
in paragraphs 1 and 2, stay in more than one Member State, the 
Member State responsible shall be decided on the basis of what 
is in the best interests of the unaccompanied minor. 

4. In the absence of a family member, a sibling or a relative 
as referred to in paragraphs 1 and 2, the Member State 
responsible shall be that where the unaccompanied minor has 
lodged his or her application for international protection, 
provided that it is in the best interests of the minor. 

5. The Commission shall be empowered to adopt delegated 
acts in accordance with Article 45 concerning the identification 
of family members, siblings or relatives of the unaccompanied 
minor; the criteria for establishing the existence of proven 
family links; the criteria for assessing the capacity of a relative 
to take care of the unaccompanied minor, including where 
family members, siblings or relatives of the unaccompanied 
minor stay in more than one Member State. In exercising its 
powers to adopt delegated acts, the Commission shall not 
exceed the scope of the best interests of the child as provided 
for under Article 6(3). 

6. The Commission shall, by means of implementing acts, 
establish uniform conditions for the consultation and the 
exchange of information between Member States. Those imple
menting acts shall be adopted in accordance with the exam
ination procedure referred to in Article 44(2). 

Article 9 

Family members who are beneficiaries of international 
protection 

Where the applicant has a family member, regardless of whether 
the family was previously formed in the country of origin, who 
has been allowed to reside as a beneficiary of international 
protection in a Member State, that Member State shall be 
responsible for examining the application for international 
protection, provided that the persons concerned expressed 
their desire in writing. 

Article 10 

Family members who are applicants for international 
protection 

If the applicant has a family member in a Member State whose 
application for international protection in that Member State 
has not yet been the subject of a first decision regarding the 
substance, that Member State shall be responsible for examining 
the application for international protection, provided that the 
persons concerned expressed their desire in writing.
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Article 11 

Family procedure 

Where several family members and/or minor unmarried siblings 
submit applications for international protection in the same 
Member State simultaneously, or on dates close enough for 
the procedures for determining the Member State responsible 
to be conducted together, and where the application of the 
criteria set out in this Regulation would lead to their being 
separated, the Member State responsible shall be determined 
on the basis of the following provisions: 

(a) responsibility for examining the applications for inter
national protection of all the family members and/or 
minor unmarried siblings shall lie with the Member State 
which the criteria indicate is responsible for taking charge of 
the largest number of them; 

(b) failing this, responsibility shall lie with the Member State 
which the criteria indicate is responsible for examining the 
application of the oldest of them. 

Article 12 

Issue of residence documents or visas 

1. Where the applicant is in possession of a valid residence 
document, the Member State which issued the document shall 
be responsible for examining the application for international 
protection. 

2. Where the applicant is in possession of a valid visa, the 
Member State which issued the visa shall be responsible for 
examining the application for international protection, unless 
the visa was issued on behalf of another Member State under 
a representation arrangement as provided for in Article 8 of 
Regulation (EC) No 810/2009 of the European Parliament and 
of the Council, of 13 July 2009, establishing a Community 
Code on Visas ( 1 ). In such a case, the represented Member 
State shall be responsible for examining the application for 
international protection. 

3. Where the applicant is in possession of more than one 
valid residence document or visa issued by different Member 
States, the responsibility for examining the application for inter
national protection shall be assumed by the Member States in 
the following order: 

(a) the Member State which issued the residence document 
conferring the right to the longest period of residency or, 
where the periods of validity are identical, the Member State 
which issued the residence document having the latest 
expiry date; 

(b) the Member State which issued the visa having the latest 
expiry date where the various visas are of the same type; 

(c) where visas are of different kinds, the Member State which 
issued the visa having the longest period of validity or, 
where the periods of validity are identical, the Member 
State which issued the visa having the latest expiry date. 

4. Where the applicant is in possession only of one or more 
residence documents which have expired less than two years 
previously or one or more visas which have expired less than 
six months previously and which enabled him or her actually to 
enter the territory of a Member State, paragraphs 1, 2 and 3 
shall apply for such time as the applicant has not left the terri
tories of the Member States. 

Where the applicant is in possession of one or more residence 
documents which have expired more than two years previously 
or one or more visas which have expired more than six months 
previously and enabled him or her actually to enter the territory 
of a Member State and where he has not left the territories of 
the Member States, the Member State in which the application 
for international protection is lodged shall be responsible. 

5. The fact that the residence document or visa was issued 
on the basis of a false or assumed identity or on submission of 
forged, counterfeit or invalid documents shall not prevent 
responsibility being allocated to the Member State which 
issued it. However, the Member State issuing the residence 
document or visa shall not be responsible if it can establish 
that a fraud was committed after the document or visa had 
been issued. 

Article 13 

Entry and/or stay 

1. Where it is established, on the basis of proof or circum
stantial evidence as described in the two lists mentioned in 
Article 22(3) of this Regulation, including the data referred to 
in Regulation (EU) No 603/2013, that an applicant has 
irregularly crossed the border into a Member State by land, 
sea or air having come from a third country, the Member 
State thus entered shall be responsible for examining the appli
cation for international protection. That responsibility shall 
cease 12 months after the date on which the irregular border 
crossing took place. 

2. When a Member State cannot or can no longer be held 
responsible in accordance with paragraph 1 of this Article and 
where it is established, on the basis of proof or circumstantial 
evidence as described in the two lists mentioned in Article 22(3), 
that the applicant — who has entered the territories of the 
Member States irregularly or whose circumstances of entry 
cannot be established — has been living for a continuous 
period of at least five months in a Member State before 
lodging the application for international protection, that 
Member State shall be responsible for examining the application 
for international protection. 

If the applicant has been living for periods of time of at least 
five months in several Member States, the Member State where 
he or she has been living most recently shall be responsible for 
examining the application for international protection.
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Article 14 

Visa waived entry 

1. If a third-country national or a stateless person enters into 
the territory of a Member State in which the need for him or 
her to have a visa is waived, that Member State shall be 
responsible for examining his or her application for inter
national protection. 

2. The principle set out in paragraph 1 shall not apply if the 
third-country national or the stateless person lodges his or her 
application for international protection in another Member State 
in which the need for him or her to have a visa for entry into 
the territory is also waived. In that case, that other Member 
State shall be responsible for examining the application for 
international protection. 

Article 15 

Application in an international transit area of an airport 

Where the application for international protection is made in 
the international transit area of an airport of a Member State by 
a third-country national or a stateless person, that Member State 
shall be responsible for examining the application. 

CHAPTER IV 

DEPENDENT PERSONS AND DISCRETIONARY CLAUSES 

Article 16 

Dependent persons 

1. Where, on account of pregnancy, a new-born child, 
serious illness, severe disability or old age, an applicant is 
dependent on the assistance of his or her child, sibling or 
parent legally resident in one of the Member States, or his or 
her child, sibling or parent legally resident in one of the 
Member States is dependent on the assistance of the applicant, 
Member States shall normally keep or bring together the 
applicant with that child, sibling or parent, provided that 
family ties existed in the country of origin, that the child, 
sibling or parent or the applicant is able to take care of the 
dependent person and that the persons concerned expressed 
their desire in writing. 

2. Where the child, sibling or parent referred to in paragraph 
1 is legally resident in a Member State other than the one where 
the applicant is present, the Member State responsible shall be 
the one where the child, sibling or parent is legally resident 
unless the applicant’s health prevents him or her from travelling 
to that Member State for a significant period of time. In such a 
case, the Member State responsible shall be the one where the 
applicant is present. Such Member State shall not be subject to 
the obligation to bring the child, sibling or parent of the 
applicant to its territory. 

3. The Commission shall be empowered to adopt delegated 
acts in accordance with Article 45 concerning the elements to 
be taken into account in order to assess the dependency link, 
the criteria for establishing the existence of proven family links, 
the criteria for assessing the capacity of the person concerned to 
take care of the dependent person and the elements to be taken 
into account in order to assess the inability to travel for a 
significant period of time. 

4. The Commission shall, by means of implementing acts, 
establish uniform conditions for the consultation and exchange 
of information between Member States. Those implementing 
acts shall be adopted in accordance with the examination 
procedure referred to in Article 44(2). 

Article 17 

Discretionary clauses 

1. By way of derogation from Article 3(1), each Member 
State may decide to examine an application for international 
protection lodged with it by a third-country national or a 
stateless person, even if such examination is not its responsi
bility under the criteria laid down in this Regulation. 

The Member State which decides to examine an application for 
international protection pursuant to this paragraph shall 
become the Member State responsible and shall assume the 
obligations associated with that responsibility. Where applicable, 
it shall inform, using the ‘DubliNet’ electronic communication 
network set up under Article 18 of Regulation (EC) No 
1560/2003, the Member State previously responsible, the 
Member State conducting a procedure for determining the 
Member State responsible or the Member State which has 
been requested to take charge of, or to take back, the applicant. 

The Member State which becomes responsible pursuant to this 
paragraph shall forthwith indicate it in Eurodac in accordance 
with Regulation (EU) No 603/2013 by adding the date when 
the decision to examine the application was taken. 

2. The Member State in which an application for inter
national protection is made and which is carrying out the 
process of determining the Member State responsible, or the 
Member State responsible, may, at any time before a first 
decision regarding the substance is taken, request another 
Member State to take charge of an applicant in order to 
bring together any family relations, on humanitarian grounds 
based in particular on family or cultural considerations, even 
where that other Member State is not responsible under the 
criteria laid down in Articles 8 to 11 and 16. The persons 
concerned must express their consent in writing.
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The request to take charge shall contain all the material in the 
possession of the requesting Member State to allow the 
requested Member State to assess the situation. 

The requested Member State shall carry out any necessary 
checks to examine the humanitarian grounds cited, and shall 
reply to the requesting Member State within two months of 
receipt of the request using the ‘DubliNet’ electronic communi
cation network set up under Article 18 of Regulation (EC) No 
1560/2003. A reply refusing the request shall state the reasons 
on which the refusal is based. 

Where the requested Member State accepts the request, respon
sibility for examining the application shall be transferred to it. 

CHAPTER V 

OBLIGATIONS OF THE MEMBER STATE RESPONSIBLE 

Article 18 

Obligations of the Member State responsible 

1. The Member State responsible under this Regulation shall 
be obliged to: 

(a) take charge, under the conditions laid down in Articles 21, 
22 and 29, of an applicant who has lodged an application 
in a different Member State; 

(b) take back, under the conditions laid down in Articles 23, 
24, 25 and 29, an applicant whose application is under 
examination and who made an application in another 
Member State or who is on the territory of another 
Member State without a residence document; 

(c) take back, under the conditions laid down in Articles 23, 
24, 25 and 29, a third-country national or a stateless person 
who has withdrawn the application under examination and 
made an application in another Member State or who is on 
the territory of another Member State without a residence 
document; 

(d) take back, under the conditions laid down in Articles 23, 
24, 25 and 29, a third-country national or a stateless person 
whose application has been rejected and who made an 
application in another Member State or who is on the 
territory of another Member State without a residence 
document. 

2. In the cases falling within the scope of paragraph 1(a) and 
(b), the Member State responsible shall examine or complete the 
examination of the application for international protection 
made by the applicant. 

In the cases falling within the scope of paragraph 1(c), when the 
Member State responsible had discontinued the examination of 
an application following its withdrawal by the applicant before 
a decision on the substance has been taken at first instance, that 
Member State shall ensure that the applicant is entitled to 
request that the examination of his or her application be 

completed or to lodge a new application for international 
protection, which shall not be treated as a subsequent appli
cation as provided for in Directive 2013/32/EU. In such cases, 
Member States shall ensure that the examination of the appli
cation is completed. 

In the cases falling within the scope of paragraph 1(d), where 
the application has been rejected at first instance only, the 
Member State responsible shall ensure that the person 
concerned has or has had the opportunity to seek an effective 
remedy pursuant to Article 46 of Directive 2013/32/EU. 

Article 19 

Cessation of responsibilities 

1. Where a Member State issues a residence document to the 
applicant, the obligations specified in Article 18(1) shall be 
transferred to that Member State. 

2. The obligations specified in Article 18(1) shall cease where 
the Member State responsible can establish, when requested to 
take charge or take back an applicant or another person as 
referred to in Article 18(1)(c) or (d), that the person 
concerned has left the territory of the Member States for at 
least three months, unless the person concerned is in possession 
of a valid residence document issued by the Member State 
responsible. 

An application lodged after the period of absence referred to in 
the first subparagraph shall be regarded as a new application 
giving rise to a new procedure for determining the Member 
State responsible. 

3. The obligations specified in Article 18(1)(c) and (d) shall 
cease where the Member State responsible can establish, when 
requested to take back an applicant or another person as 
referred to in Article 18(1)(c) or (d), that the person 
concerned has left the territory of the Member States in 
compliance with a return decision or removal order issued 
following the withdrawal or rejection of the application. 

An application lodged after an effective removal has taken place 
shall be regarded as a new application giving rise to a new 
procedure for determining the Member State responsible. 

CHAPTER VI 

PROCEDURES FOR TAKING CHARGE AND TAKING BACK 

SECTION I 

Start of the procedure 

Article 20 

Start of the procedure 

1. The process of determining the Member State responsible 
shall start as soon as an application for international protection 
is first lodged with a Member State.
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2. An application for international protection shall be 
deemed to have been lodged once a form submitted by the 
applicant or a report prepared by the authorities has reached 
the competent authorities of the Member State concerned. 
Where an application is not made in writing, the time 
elapsing between the statement of intention and the preparation 
of a report should be as short as possible. 

3. For the purposes of this Regulation, the situation of a 
minor who is accompanying the applicant and meets the defi
nition of family member shall be indissociable from that of his 
or her family member and shall be a matter for the Member 
State responsible for examining the application for international 
protection of that family member, even if the minor is not 
individually an applicant, provided that it is in the minor’s 
best interests. The same treatment shall be applied to children 
born after the applicant arrives on the territory of the Member 
States, without the need to initiate a new procedure for taking 
charge of them. 

4. Where an application for international protection is 
lodged with the competent authorities of a Member State by 
an applicant who is on the territory of another Member State, 
the determination of the Member State responsible shall be 
made by the Member State in whose territory the applicant is 
present. The latter Member State shall be informed without 
delay by the Member State which received the application and 
shall then, for the purposes of this Regulation, be regarded as 
the Member State with which the application for international 
protection was lodged. 

The applicant shall be informed in writing of this change in the 
determining Member State and of the date on which it took 
place. 

5. An applicant who is present in another Member State 
without a residence document or who there lodges an appli
cation for international protection after withdrawing his or her 
first application made in a different Member State during the 
process of determining the Member State responsible shall be 
taken back, under the conditions laid down in Articles 23, 24, 
25 and 29, by the Member State with which that application for 
international protection was first lodged, with a view to 
completing the process of determining the Member State 
responsible. 

That obligation shall cease where the Member State requested to 
complete the process of determining the Member State 
responsible can establish that the applicant has in the 
meantime left the territory of the Member States for a period 
of at least three months or has obtained a residence document 
from another Member State. 

An application lodged after the period of absence referred to in 
the second subparagraph shall be regarded as a new application 
giving rise to a new procedure for determining the Member 
State responsible. 

SECTION II 

Procedures for take charge requests 

Article 21 

Submitting a take charge request 

1. Where a Member State with which an application for 
international protection has been lodged considers that 
another Member State is responsible for examining the appli
cation, it may, as quickly as possible and in any event within 
three months of the date on which the application was lodged 
within the meaning of Article 20(2), request that other Member 
State to take charge of the applicant. 

Notwithstanding the first subparagraph, in the case of a Eurodac 
hit with data recorded pursuant to Article 14 of Regulation (EU) 
No 603/2013, the request shall be sent within two months of 
receiving that hit pursuant to Article 15(2) of that Regulation. 

Where the request to take charge of an applicant is not made 
within the periods laid down in the first and second subpara
graphs, responsibility for examining the application for inter
national protection shall lie with the Member State in which the 
application was lodged. 

2. The requesting Member State may ask for an urgent reply 
in cases where the application for international protection was 
lodged after leave to enter or remain was refused, after an arrest 
for an unlawful stay or after the service or execution of a 
removal order. 

The request shall state the reasons warranting an urgent reply 
and the period within which a reply is expected. That period 
shall be at least one week. 

3. In the cases referred to in paragraphs 1 and 2, the request 
that charge be taken by another Member State shall be made 
using a standard form and including proof or circumstantial 
evidence as described in the two lists mentioned in Article 22(3) 
and/or relevant elements from the applicant’s statement, 
enabling the authorities of the requested Member State to 
check whether it is responsible on the basis of the criteria 
laid down in this Regulation. 

The Commission shall, by means of implementing acts, adopt 
uniform conditions on the preparation and submission of take 
charge requests. Those implementing acts shall be adopted in 
accordance with the examination procedure referred to in 
Article 44(2). 

Article 22 

Replying to a take charge request 

1. The requested Member State shall make the necessary 
checks, and shall give a decision on the request to take 
charge of an applicant within two months of receipt of the 
request. 

2. In the procedure for determining the Member State 
responsible elements of proof and circumstantial evidence 
shall be used.
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3. The Commission shall, by means of implementing acts, 
establish, and review periodically, two lists, indicating the 
relevant elements of proof and circumstantial evidence in 
accordance with the criteria set out in points (a) and (b) of 
this paragraph. Those implementing acts shall be adopted in 
accordance with the examination procedure referred to in 
Article 44(2). 

(a) Proof: 

(i) this refers to formal proof which determines responsi
bility pursuant to this Regulation, as long as it is not 
refuted by proof to the contrary; 

(ii) the Member States shall provide the Committee 
provided for in Article 44 with models of the 
different types of administrative documents, in 
accordance with the typology established in the list of 
formal proofs; 

(b) Circumstantial evidence: 

(i) this refers to indicative elements which while being 
refutable may be sufficient, in certain cases, according 
to the evidentiary value attributed to them; 

(ii) their evidentiary value, in relation to the responsibility 
for examining the application for international 
protection shall be assessed on a case-by-case basis. 

4. The requirement of proof should not exceed what is 
necessary for the proper application of this Regulation. 

5. If there is no formal proof, the requested Member State 
shall acknowledge its responsibility if the circumstantial 
evidence is coherent, verifiable and sufficiently detailed to 
establish responsibility. 

6. Where the requesting Member State has pleaded urgency 
in accordance with the provisions of Article 21(2), the requested 
Member State shall make every effort to comply with the time 
limit requested. In exceptional cases, where it can be demon
strated that the examination of a request for taking charge of an 
applicant is particularly complex, the requested Member State 
may give its reply after the time limit requested, but in any 
event within one month. In such situations the requested 
Member State must communicate its decision to postpone a 
reply to the requesting Member State within the time limit 
originally requested. 

7. Failure to act within the two-month period mentioned in 
paragraph 1 and the one-month period mentioned in paragraph 
6 shall be tantamount to accepting the request, and entail the 
obligation to take charge of the person, including the obligation 
to provide for proper arrangements for arrival. 

SECTION III 

Procedures for take back requests 

Article 23 

Submitting a take back request when a new application has 
been lodged in the requesting Member State 

1. Where a Member State with which a person as referred to 
in Article 18(1)(b), (c) or (d) has lodged a new application for 

international protection considers that another Member State is 
responsible in accordance with Article 20(5) and Article 18(1)(b), 
(c) or (d), it may request that other Member State to take back 
that person. 

2. A take back request shall be made as quickly as possible 
and in any event within two months of receiving the Eurodac 
hit, pursuant to Article 9(5) of Regulation (EU) No 603/2013. 

If the take back request is based on evidence other than data 
obtained from the Eurodac system, it shall be sent to the 
requested Member State within three months of the date on 
which the application for international protection was lodged 
within the meaning of Article 20(2). 

3. Where the take back request is not made within the 
periods laid down in paragraph 2, responsibility for 
examining the application for international protection shall lie 
with the Member State in which the new application was 
lodged. 

4. A take back request shall be made using a standard form 
and shall include proof or circumstantial evidence as described 
in the two lists mentioned in Article 22(3) and/or relevant 
elements from the statements of the person concerned, 
enabling the authorities of the requested Member State to 
check whether it is responsible on the basis of the criteria 
laid down in this Regulation. 

The Commission shall, by means of implementing acts, adopt 
uniform conditions for the preparation and submission of take 
back requests. Those implementing acts shall be adopted in 
accordance with the examination procedure referred to in 
Article 44(2). 

Article 24 

Submitting a take back request when no new application 
has been lodged in the requesting Member State 

1. Where a Member State on whose territory a person as 
referred to in Article 18(1)(b), (c) or (d) is staying without a 
residence document and with which no new application for 
international protection has been lodged considers that 
another Member State is responsible in accordance with 
Article 20(5) and Article 18(1)(b), (c) or (d), it may request 
that other Member State to take back that person. 

2. By way of derogation from Article 6(2) of Directive 
2008/115/EC of the European Parliament and of the Council 
of 16 December 2008 on common standards and procedures in 
Member States for returning illegally staying third-country
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nationals ( 1 ), where a Member State on whose territory a person 
is staying without a residence document decides to search the 
Eurodac system in accordance with Article 17 of Regulation 
(EU) No 603/2013, the request to take back a person as 
referred to in Article 18(1)(b) or (c) of this Regulation, or a 
person as referred to in its Article 18(1)(d) whose application 
for international protection has not been rejected by a final 
decision, shall be made as quickly as possible and in any 
event within two months of receipt of the Eurodac hit, 
pursuant to Article 17(5) of Regulation (EU) No 603/2013. 

If the take back request is based on evidence other than data 
obtained from the Eurodac system, it shall be sent to the 
requested Member State within three months of the date on 
which the requesting Member State becomes aware that 
another Member State may be responsible for the person 
concerned. 

3. Where the take back request is not made within the 
periods laid down in paragraph 2, the Member State on 
whose territory the person concerned is staying without a 
residence document shall give that person the opportunity to 
lodge a new application. 

4. Where a person as referred to in Article 18(1)(d) of this 
Regulation whose application for international protection has 
been rejected by a final decision in one Member State is on 
the territory of another Member State without a residence 
document, the latter Member State may either request the 
former Member State to take back the person concerned or 
carry out a return procedure in accordance with Directive 
2008/115/EC. 

When the latter Member State decides to request the former 
Member State to take back the person concerned, the rules laid 
down in Directive 2008/115/EC shall not apply. 

5. The request for the person referred to in Article 18(1)(b), 
(c) or (d) to be taken back shall be made using a standard form 
and shall include proof or circumstantial evidence as described 
in the two lists mentioned in Article 22(3) and/or relevant 
elements from the person’s statements, enabling the authorities 
of the requested Member State to check whether it is 
responsible on the basis of the criteria laid down in this Regu
lation. 

The Commission shall, by means of implementing acts, 
establish and review periodically two lists indicating the 
relevant elements of proof and circumstantial evidence in 
accordance with the criteria set out in Article 22(3)(a) and (b), 
and shall adopt uniform conditions for the preparation and 
submission of take back requests. Those implementing acts 
shall be adopted in accordance with the examination 
procedure referred to in Article 44(2). 

Article 25 

Replying to a take back request 

1. The requested Member State shall make the necessary 
checks and shall give a decision on the request to take back 
the person concerned as quickly as possible and in any event no 
later than one month from the date on which the request was 

received. When the request is based on data obtained from the 
Eurodac system, that time limit shall be reduced to two weeks. 

2. Failure to act within the one month period or the two 
weeks period mentioned in paragraph 1 shall be tantamount to 
accepting the request, and shall entail the obligation to take 
back the person concerned, including the obligation to 
provide for proper arrangements for arrival. 

SECTION IV 

Procedural safeguards 

Article 26 

Notification of a transfer decision 

1. Where the requested Member State accepts to take charge 
of or to take back an applicant or other person as referred to in 
Article 18(1)(c) or (d), the requesting Member State shall notify 
the person concerned of the decision to transfer him or her to 
the Member State responsible and, where applicable, of not 
examining his or her application for international protection. 
If a legal advisor or other counsellor is representing the person 
concerned, Member States may choose to notify the decision to 
such legal advisor or counsellor instead of to the person 
concerned and, where applicable, communicate the decision 
to the person concerned. 

2. The decision referred to in paragraph 1 shall contain 
information on the legal remedies available, including on the 
right to apply for suspensive effect, where applicable, and on 
the time limits applicable for seeking such remedies and for 
carrying out the transfer, and shall, if necessary, contain 
information on the place where, and the date on which, the 
person concerned should appear, if that person is travelling to 
the Member State responsible by his or her own means. 

Member States shall ensure that information on persons or 
entities that may provide legal assistance to the person 
concerned is communicated to the person concerned together 
with the decision referred to in paragraph 1, when that 
information has not been already communicated. 

3. When the person concerned is not assisted or represented 
by a legal advisor or other counsellor, Member States shall 
inform him or her of the main elements of the decision, 
which shall always include information on the legal remedies 
available and the time limits applicable for seeking such 
remedies, in a language that the person concerned understands 
or is reasonably supposed to understand. 

Article 27 

Remedies 

1. The applicant or another person as referred to in 
Article 18(1)(c) or (d) shall have the right to an effective 
remedy, in the form of an appeal or a review, in fact and in 
law, against a transfer decision, before a court or tribunal. 

2. Member States shall provide for a reasonable period of 
time within which the person concerned may exercise his or 
her right to an effective remedy pursuant to paragraph 1.
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3. For the purposes of appeals against, or reviews of, transfer 
decisions, Member States shall provide in their national law that: 

(a) the appeal or review confers upon the person concerned the 
right to remain in the Member State concerned pending the 
outcome of the appeal or review; or 

(b) the transfer is automatically suspended and such suspension 
lapses after a certain reasonable period of time, during 
which a court or a tribunal, after a close and rigorous 
scrutiny, shall have taken a decision whether to grant 
suspensive effect to an appeal or review; or 

(c) the person concerned has the opportunity to request within 
a reasonable period of time a court or tribunal to suspend 
the implementation of the transfer decision pending the 
outcome of his or her appeal or review. Member States 
shall ensure that an effective remedy is in place by 
suspending the transfer until the decision on the first 
suspension request is taken. Any decision on whether to 
suspend the implementation of the transfer decision shall 
be taken within a reasonable period of time, while 
permitting a close and rigorous scrutiny of the suspension 
request. A decision not to suspend the implementation of 
the transfer decision shall state the reasons on which it is 
based. 

4. Member States may provide that the competent authorities 
may decide, acting ex officio, to suspend the implementation of 
the transfer decision pending the outcome of the appeal or 
review. 

5. Member States shall ensure that the person concerned has 
access to legal assistance and, where necessary, to linguistic 
assistance. 

6. Member States shall ensure that legal assistance is granted 
on request free of charge where the person concerned cannot 
afford the costs involved. Member States may provide that, as 
regards fees and other costs, the treatment of applicants shall 
not be more favourable than the treatment generally accorded 
to their nationals in matters pertaining to legal assistance. 

Without arbitrarily restricting access to legal assistance, Member 
States may provide that free legal assistance and representation 
not be granted where the appeal or review is considered by the 
competent authority or a court or tribunal to have no tangible 
prospect of success. 

Where a decision not to grant free legal assistance and repre
sentation pursuant to this paragraph is taken by an authority 
other than a court or tribunal, Member States shall provide the 
right to an effective remedy before a court or tribunal to 
challenge that decision. 

In complying with the requirements set out in this paragraph, 
Member States shall ensure that legal assistance and 

representation is not arbitrarily restricted and that the appli
cant’s effective access to justice is not hindered. 

Legal assistance shall include at least the preparation of the 
required procedural documents and representation before a 
court or tribunal and may be restricted to legal advisors or 
counsellors specifically designated by national law to provide 
assistance and representation. 

Procedures for access to legal assistance shall be laid down in 
national law. 

SECTION V 

Detention for the purpose of transfer 

Article 28 

Detention 

1. Member States shall not hold a person in detention for 
the sole reason that he or she is subject to the procedure 
established by this Regulation. 

2. When there is a significant risk of absconding, Member 
States may detain the person concerned in order to secure 
transfer procedures in accordance with this Regulation, on the 
basis of an individual assessment and only in so far as detention 
is proportional and other less coercive alternative measures 
cannot be applied effectively. 

3. Detention shall be for as short a period as possible and 
shall be for no longer than the time reasonably necessary to 
fulfil the required administrative procedures with due diligence 
until the transfer under this Regulation is carried out. 

Where a person is detained pursuant to this Article, the period 
for submitting a take charge or take back request shall not 
exceed one month from the lodging of the application. The 
Member State carrying out the procedure in accordance with 
this Regulation shall ask for an urgent reply in such cases. Such 
reply shall be given within two weeks of receipt of the request. 
Failure to reply within the two-week period shall be tantamount 
to accepting the request and shall entail the obligation to take 
charge or take back the person, including the obligation to 
provide for proper arrangements for arrival. 

Where a person is detained pursuant to this Article, the transfer 
of that person from the requesting Member State to the 
Member State responsible shall be carried out as soon as prac
tically possible, and at the latest within six weeks of the implicit 
or explicit acceptance of the request by another Member State 
to take charge or to take back the person concerned or of the 
moment when the appeal or review no longer has a suspensive 
effect in accordance with Article 27(3).

EN L 180/46 Official Journal of the European Union 29.6.2013



When the requesting Member State fails to comply with the 
deadlines for submitting a take charge or take back request or 
where the transfer does not take place within the period of six 
weeks referred to in the third subparagraph, the person shall no 
longer be detained. Articles 21, 23, 24 and 29 shall continue to 
apply accordingly. 

4. As regards the detention conditions and the guarantees 
applicable to persons detained, in order to secure the transfer 
procedures to the Member State responsible, Articles 9, 10 and 
11 of Directive 2013/33/EU shall apply. 

SECTION VI 

Transfers 

Article 29 

Modalities and time limits 

1. The transfer of the applicant or of another person as 
referred to in Article 18(1)(c) or (d) from the requesting 
Member State to the Member State responsible shall be 
carried out in accordance with the national law of the 
requesting Member State, after consultation between the 
Member States concerned, as soon as practically possible, and 
at the latest within six months of acceptance of the request by 
another Member State to take charge or to take back the person 
concerned or of the final decision on an appeal or review where 
there is a suspensive effect in accordance with Article 27(3). 

If transfers to the Member State responsible are carried out by 
supervised departure or under escort, Member States shall 
ensure that they are carried out in a humane manner and 
with full respect for fundamental rights and human dignity. 

If necessary, the applicant shall be supplied by the requesting 
Member State with a laissez passer. The Commission shall, by 
means of implementing acts, establish the design of the laissez 
passer. Those implementing acts shall be adopted in accordance 
with the examination procedure referred to in Article 44(2). 

The Member State responsible shall inform the requesting 
Member State, as appropriate, of the safe arrival of the person 
concerned or of the fact that he or she did not appear within 
the set time limit. 

2. Where the transfer does not take place within the six 
months’ time limit, the Member State responsible shall be 
relieved of its obligations to take charge or to take back the 
person concerned and responsibility shall then be transferred to 
the requesting Member State. This time limit may be extended 
up to a maximum of one year if the transfer could not be 
carried out due to imprisonment of the person concerned or 
up to a maximum of eighteen months if the person concerned 
absconds. 

3. If a person has been transferred erroneously or a decision 
to transfer is overturned on appeal or review after the transfer 
has been carried out, the Member State which carried out the 
transfer shall promptly accept that person back. 

4. The Commission shall, by means of implementing acts, 
establish uniform conditions for the consultation and exchange 
of information between Member States, in particular in the 
event of postponed or delayed transfers, transfers following 
acceptance by default, transfers of minors or dependent 
persons, and supervised transfers. Those implementing acts 
shall be adopted in accordance with the examination 
procedure referred to in Article 44(2). 

Article 30 

Costs of transfer 

1. The costs necessary to transfer an applicant or another 
person as referred to in Article 18(1)(c) or (d) to the Member 
State responsible shall be met by the transferring Member State. 

2. Where the person concerned has to be transferred back to 
a Member State as a result of an erroneous transfer or of a 
transfer decision that has been overturned on appeal or review 
after the transfer has been carried out, the Member State which 
initially carried out the transfer shall be responsible for the costs 
of transferring the person concerned back to its territory. 

3. Persons to be transferred pursuant to this Regulation shall 
not be required to meet the costs of such transfers. 

Article 31 

Exchange of relevant information before a transfer is 
carried out 

1. The Member State carrying out the transfer of an 
applicant or of another person as referred to in Article 18(1)(c) 
or (d) shall communicate to the Member State responsible such 
personal data concerning the person to be transferred as is 
appropriate, relevant and non-excessive for the sole purposes 
of ensuring that the competent authorities, in accordance with 
national law in the Member State responsible, are in a position 
to provide that person with adequate assistance, including the 
provision of immediate health care required in order to protect 
his or her vital interests, and to ensure continuity in the 
protection and rights afforded by this Regulation and by 
other relevant asylum legal instruments. Those data shall be 
communicated to the Member State responsible within a 
reasonable period of time before a transfer is carried out, in 
order to ensure that its competent authorities in accordance 
with national law have sufficient time to take the necessary 
measures.
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2. The transferring Member State shall, in so far as such 
information is available to the competent authority in 
accordance with national law, transmit to the Member State 
responsible any information that is essential in order to 
safeguard the rights and immediate special needs of the 
person to be transferred, and in particular: 

(a) any immediate measures which the Member State 
responsible is required to take in order to ensure that the 
special needs of the person to be transferred are adequately 
addressed, including any immediate health care that may be 
required; 

(b) contact details of family members, relatives or any other 
family relations in the receiving Member State, where appli
cable; 

(c) in the case of minors, information on their education; 

(d) an assessment of the age of an applicant. 

3. The exchange of information under this Article shall only 
take place between the authorities notified to the Commission 
in accordance with Article 35 of this Regulation using the 
‘DubliNet’ electronic communication network set-up under 
Article 18 of Regulation (EC) No 1560/2003. The information 
exchanged shall only be used for the purposes set out in 
paragraph 1 of this Article and shall not be further processed. 

4. With a view to facilitating the exchange of information 
between Member States, the Commission shall, by means of 
implementing acts, draw up a standard form for the transfer 
of the data required pursuant to this Article. Those imple
menting acts shall be adopted in accordance with the exam
ination procedure laid down in Article 44(2). 

5. The rules laid down in Article 34(8) to (12) shall apply to 
the exchange of information pursuant to this Article. 

Article 32 

Exchange of health data before a transfer is carried out 

1. For the sole purpose of the provision of medical care or 
treatment, in particular concerning disabled persons, elderly 
people, pregnant women, minors and persons who have been 
subject to torture, rape or other serious forms of psychological, 
physical and sexual violence, the transferring Member State 
shall, in so far as it is available to the competent authority in 
accordance with national law, transmit to the Member State 
responsible information on any special needs of the person to 
be transferred, which in specific cases may include information 
on that person’s physical or mental health. That information 
shall be transferred in a common health certificate with the 
necessary documents attached. The Member State responsible 
shall ensure that those special needs are adequately addressed, 
including in particular any essential medical care that may be 
required. 

The Commission shall, by means of implementing acts, draw up 
the common health certificate. Those implementing acts shall be 
adopted in accordance with the examination procedure laid 
down in Article 44(2). 

2. The transferring Member State shall only transmit the 
information referred to in paragraph 1 to the Member State 
responsible after having obtained the explicit consent of the 
applicant and/or of his or her representative or, if the 
applicant is physically or legally incapable of giving his or her 
consent, when such transmission is necessary to protect the 
vital interests of the applicant or of another person. The lack 
of consent, including a refusal to consent, shall not constitute 
an obstacle to the transfer. 

3. The processing of personal health data referred to in 
paragraph 1 shall only be carried out by a health professional 
who is subject, under national law or rules established by 
national competent bodies, to the obligation of professional 
secrecy or by another person subject to an equivalent obligation 
of professional secrecy. 

4. The exchange of information under this Article shall only 
take place between the health professionals or other persons 
referred to in paragraph 3. The information exchanged shall 
only be used for the purposes set out in paragraph 1 and 
shall not be further processed. 

5. The Commission shall, by means of implementing acts, 
adopt uniform conditions and practical arrangements for 
exchanging the information referred to in paragraph 1 of this 
Article. Those implementing acts shall be adopted in accordance 
with the examination procedure laid down in Article 44(2). 

6. The rules laid down in Article 34(8) to (12) shall apply to 
the exchange of information pursuant to this Article. 

Article 33 

A mechanism for early warning, preparedness and crisis 
management 

1. Where, on the basis of, in particular, the information 
gathered by EASO pursuant to Regulation (EU) No 439/2010, 
the Commission establishes that the application of this Regu
lation may be jeopardised due either to a substantiated risk of 
particular pressure being placed on a Member State’s asylum 
system and/or to problems in the functioning of the asylum 
system of a Member State, it shall, in cooperation with EASO, 
make recommendations to that Member State, inviting it to 
draw up a preventive action plan. 

The Member State concerned shall inform the Council and the 
Commission whether it intends to present a preventive action 
plan in order to overcome the pressure and/or problems in the 
functioning of its asylum system whilst ensuring the protection 
of the fundamental rights of applicants for international 
protection. 

A Member State may, at its own discretion and initiative, draw 
up a preventive action plan and subsequent revisions thereof. 
When drawing up a preventive action plan, the Member State 
may call for the assistance of the Commission, other Member 
States, EASO and other relevant Union agencies.
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2. Where a preventive action plan is drawn up, the Member 
State concerned shall submit it and shall regularly report on its 
implementation to the Council and to the Commission. The 
Commission shall subsequently inform the European Parliament 
of the key elements of the preventive action plan. The 
Commission shall submit reports on its implementation to 
the Council and transmit reports on its implementation to the 
European Parliament. 

The Member State concerned shall take all appropriate measures 
to deal with the situation of particular pressure on its asylum 
system or to ensure that the deficiencies identified are addressed 
before the situation deteriorates. Where the preventive action 
plan includes measures aimed at addressing particular pressure 
on a Member State’s asylum system which may jeopardise the 
application of this Regulation, the Commission shall seek the 
advice of EASO before reporting to the European Parliament 
and to the Council. 

3. Where the Commission establishes, on the basis of 
EASO’s analysis, that the implementation of the preventive 
action plan has not remedied the deficiencies identified or 
where there is a serious risk that the asylum situation in the 
Member State concerned develops into a crisis which is unlikely 
to be remedied by a preventive action plan, the Commission, in 
cooperation with EASO as applicable, may request the Member 
State concerned to draw up a crisis management action plan 
and, where necessary, revisions thereof. The crisis management 
action plan shall ensure, throughout the entire process, 
compliance with the asylum acquis of the Union, in particular 
with the fundamental rights of applicants for international 
protection. 

Following the request to draw up a crisis management action 
plan, the Member State concerned shall, in cooperation with the 
Commission and EASO, do so promptly, and at the latest 
within three months of the request. 

The Member State concerned shall submit its crisis management 
action plan and shall report, at least every three months, on its 
implementation to the Commission and other relevant stake
holders, such as EASO, as appropriate. 

The Commission shall inform the European Parliament and the 
Council of the crisis management action plan, possible revisions 
and the implementation thereof. In those reports, the Member 
State concerned shall report on data to monitor compliance 
with the crisis management action plan, such as the length of 
the procedure, the detention conditions and the reception 
capacity in relation to the inflow of applicants. 

4. Throughout the entire process for early warning, 
preparedness and crisis management established in this 
Article, the Council shall closely monitor the situation and 
may request further information and provide political 
guidance, in particular as regards the urgency and severity of 
the situation and thus the need for a Member State to draw up 
either a preventive action plan or, if necessary, a crisis 
management action plan. The European Parliament and the 
Council may, throughout the entire process, discuss and 
provide guidance on any solidarity measures as they deem 
appropriate. 

CHAPTER VII 

ADMINISTRATIVE COOPERATION 

Article 34 

Information sharing 

1. Each Member State shall communicate to any Member 
State that so requests such personal data concerning the 
applicant as is appropriate, relevant and non-excessive for: 

(a) determining the Member State responsible; 

(b) examining the application for international protection; 

(c) implementing any obligation arising under this Regulation. 

2. The information referred to in paragraph 1 may only 
cover: 

(a) personal details of the applicant, and, where appropriate, his 
or her family members, relatives or any other family 
relations (full name and where appropriate, former name; 
nicknames or pseudonyms; nationality, present and former; 
date and place of birth); 

(b) identity and travel papers (references, validity, date of issue, 
issuing authority, place of issue, etc.); 

(c) other information necessary for establishing the identity of 
the applicant, including fingerprints processed in accordance 
with Regulation (EU) No 603/2013;
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(d) places of residence and routes travelled; 

(e) residence documents or visas issued by a Member State; 

(f) the place where the application was lodged; 

(g) the date on which any previous application for international 
protection was lodged, the date on which the present appli
cation was lodged, the stage reached in the proceedings and 
the decision taken, if any. 

3. Furthermore, provided it is necessary for the examination 
of the application for international protection, the Member State 
responsible may request another Member State to let it know 
on what grounds the applicant bases his or her application and, 
where applicable, the grounds for any decisions taken 
concerning the applicant. The other Member State may refuse 
to respond to the request submitted to it, if the communication 
of such information is likely to harm its essential interests or 
the protection of the liberties and fundamental rights of the 
person concerned or of others. In any event, communication 
of the information requested shall be subject to the written 
approval of the applicant for international protection, 
obtained by the requesting Member State. In that case, the 
applicant must know for what specific information he or she 
is giving his or her approval. 

4. Any request for information shall only be sent in the 
context of an individual application for international protection. 
It shall set out the grounds on which it is based and, where its 
purpose is to check whether there is a criterion that is likely to 
entail the responsibility of the requested Member State, shall 
state on what evidence, including relevant information from 
reliable sources on the ways and means by which applicants 
enter the territories of the Member States, or on what specific 
and verifiable part of the applicant’s statements it is based. It is 
understood that such relevant information from reliable sources 
is not in itself sufficient to determine the responsibility and the 
competence of a Member State under this Regulation, but it 
may contribute to the evaluation of other indications relating 
to an individual applicant. 

5. The requested Member State shall be obliged to reply 
within five weeks. Any delays in the reply shall be duly justified. 
Non-compliance with the five week time limit shall not relieve 
the requested Member State of the obligation to reply. If the 
research carried out by the requested Member State which did 
not respect the maximum time limit withholds information 
which shows that it is responsible, that Member State may 
not invoke the expiry of the time limits provided for in 
Articles 21, 23 and 24 as a reason for refusing to comply 
with a request to take charge or take back. In that case, the 
time limits provided for in Articles 21, 23 and 24 for 
submitting a request to take charge or take back shall be 
extended by a period of time which shall be equivalent to the 
delay in the reply by the requested Member State. 

6. The exchange of information shall be effected at the 
request of a Member State and may only take place between 
authorities whose designation by each Member State has been 
communicated to the Commission in accordance with 
Article 35(1). 

7. The information exchanged may only be used for the 
purposes set out in paragraph 1. In each Member State such 
information may, depending on its type and the powers of the 
recipient authority, only be communicated to the authorities 
and courts and tribunals entrusted with: 

(a) determining the Member State responsible; 

(b) examining the application for international protection; 

(c) implementing any obligation arising under this Regulation. 

8. The Member State which forwards the information shall 
ensure that it is accurate and up-to-date. If it transpires that it 
has forwarded information which is inaccurate or which should 
not have been forwarded, the recipient Member States shall be 
informed thereof immediately. They shall be obliged to correct 
such information or to have it erased. 

9. The applicant shall have the right to be informed, on 
request, of any data that is processed concerning him or her. 

If the applicant finds that the data have been processed in 
breach of this Regulation or of Directive 95/46/EC, in particular 
because they are incomplete or inaccurate, he or she shall be 
entitled to have them corrected or erased. 

The authority correcting or erasing the data shall inform, as 
appropriate, the Member State transmitting or receiving the 
information. 

The applicant shall have the right to bring an action or a 
complaint before the competent authorities or courts or 
tribunals of the Member State which refused the right of 
access to or the right of correction or erasure of data relating 
to him or her. 

10. In each Member State concerned, a record shall be kept, 
in the individual file for the person concerned and/or in a 
register, of the transmission and receipt of information 
exchanged. 

11. The data exchanged shall be kept for a period not 
exceeding that which is necessary for the purposes for which 
they are exchanged.
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12. Where the data are not processed automatically or are 
not contained, or intended to be entered, in a file, each Member 
State shall take appropriate measures to ensure compliance with 
this Article through effective checks. 

Article 35 

Competent authorities and resources 

1. Each Member State shall notify the Commission without 
delay of the specific authorities responsible for fulfilling the 
obligations arising under this Regulation, and any amendments 
thereto. The Member States shall ensure that those authorities 
have the necessary resources for carrying out their tasks and in 
particular for replying within the prescribed time limits to 
requests for information, requests to take charge of and 
requests to take back applicants. 

2. The Commission shall publish a consolidated list of the 
authorities referred to in paragraph 1 in the Official Journal of the 
European Union. Where there are amendments thereto, the 
Commission shall publish once a year an updated consolidated 
list. 

3. The authorities referred to in paragraph 1 shall receive the 
necessary training with respect to the application of this Regu
lation. 

4. The Commission shall, by means of implementing acts, 
establish secure electronic transmission channels between the 
authorities referred to in paragraph 1 for transmitting 
requests, replies and all written correspondence and for 
ensuring that senders automatically receive an electronic proof 
of delivery. Those implementing acts shall be adopted in 
accordance with the examination procedure referred to in 
Article 44(2). 

Article 36 

Administrative arrangements 

1. Member States may, on a bilateral basis, establish adminis
trative arrangements between themselves concerning the 
practical details of the implementation of this Regulation, in 
order to facilitate its application and increase its effectiveness. 
Such arrangements may relate to: 

(a) exchanges of liaison officers; 

(b) simplification of the procedures and shortening of the time 
limits relating to transmission and the examination of 
requests to take charge of or take back applicants. 

2. Member States may also maintain the administrative 
arrangements concluded under Regulation (EC) No 343/2003. 

To the extent that such arrangements are not compatible with 
this Regulation, the Member States concerned shall amend the 
arrangements in such a way as to eliminate any incompati
bilities observed. 

3. Before concluding or amending any arrangement referred 
to in paragraph 1(b), the Member States concerned shall consult 
the Commission as to the compatibility of the arrangement 
with this Regulation. 

4. If the Commission considers the arrangements referred to 
in paragraph 1(b) to be incompatible with this Regulation, it 
shall, within a reasonable period, notify the Member States 
concerned. The Member States shall take all appropriate steps 
to amend the arrangement concerned within a reasonable time 
in such a way as to eliminate any incompatibilities observed. 

5. Member States shall notify the Commission of all 
arrangements referred to in paragraph 1, and of any 
denunciation thereof, or amendment thereto. 

CHAPTER VIII 

CONCILIATION 

Article 37 

Conciliation 

1. Where the Member States cannot resolve a dispute on any 
matter related to the application of this Regulation, they may 
have recourse to the conciliation procedure provided for in 
paragraph 2. 

2. The conciliation procedure shall be initiated by a request 
from one of the Member States in dispute to the Chairman of 
the Committee set up by Article 44. By agreeing to use the 
conciliation procedure, the Member States concerned undertake 
to take the utmost account of the solution proposed. 

The Chairman of the Committee shall appoint three members 
of the Committee representing three Member States not 
connected with the matter. They shall receive the arguments 
of the parties either in writing or orally and, after deliberation, 
shall propose a solution within one month, where necessary 
after a vote. 

The Chairman of the Committee, or his or her deputy, shall 
chair the discussion. He or she may put forward his or her 
point of view but may not vote. 

Whether it is adopted or rejected by the parties, the solution 
proposed shall be final and irrevocable.
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CHAPTER IX 

TRANSITIONAL PROVISIONS AND FINAL PROVISIONS 

Article 38 

Data security and data protection 

Member States shall take all appropriate measures to ensure the 
security of transmitted personal data and in particular to avoid 
unlawful or unauthorised access or disclosure, alteration or loss 
of personal data processed. 

Each Member State shall provide that the national supervisory 
authority or authorities designated pursuant to Article 28(1) of 
Directive 95/46/EC shall monitor independently, in accordance 
with its respective national law, the lawfulness of the 
processing, in accordance with this Regulation, of personal 
data by the Member State in question. 

Article 39 

Confidentiality 

Member States shall ensure that the authorities referred to in 
Article 35 are bound by the confidentiality rules provided for in 
national law, in relation to any information they obtain in the 
course of their work. 

Article 40 

Penalties 

Member States shall take the necessary measures to ensure that 
any misuse of data processed in accordance with this Regulation 
is punishable by penalties, including administrative and/or 
criminal penalties in accordance with national law, that are 
effective, proportionate and dissuasive. 

Article 41 

Transitional measures 

Where an application has been lodged after the date mentioned 
in the second paragraph of Article 49, the events that are likely 
to entail the responsibility of a Member State under this Regu
lation shall be taken into consideration, even if they precede 
that date, with the exception of the events mentioned in 
Article 13(2). 

Article 42 

Calculation of time limits 

Any period of time prescribed in this Regulation shall be 
calculated as follows: 

(a) where a period expressed in days, weeks or months is to be 
calculated from the moment at which an event occurs or an 
action takes place, the day during which that event occurs 
or that action takes place shall not be counted as falling 
within the period in question; 

(b) a period expressed in weeks or months shall end with the 
expiry of whichever day in the last week or month is the 
same day of the week or falls on the same date as the day 
during which the event or action from which the period is 
to be calculated occurred or took place. If, in a period 
expressed in months, the day on which it should expire 
does not occur in the last month, the period shall end 
with the expiry of the last day of that month; 

(c) time limits shall include Saturdays, Sundays and official 
holidays in any of the Member States concerned. 

Article 43 

Territorial scope 

As far as the French Republic is concerned, this Regulation shall 
apply only to its European territory. 

Article 44 

Committee 

1. The Commission shall be assisted by a committee. That 
committee shall be a committee within the meaning of Regu
lation (EU) No 182/2011. 

2. Where reference is made to this paragraph, Article 5 of 
Regulation (EU) No 182/2011 shall apply. 

Where the committee delivers no opinion, the Commission 
shall not adopt the draft implementing act and the third 
subparagraph of Article 5(4) of Regulation (EU) No 182/2011 
shall apply. 

Article 45 

Exercise of the delegation 

1. The power to adopt delegated acts is conferred on the 
Commission subject to the conditions laid down in this Article. 

2. The power to adopt delegated acts referred to in Articles 
8(5) and 16(3) shall be conferred on the Commission for a 
period of 5 years from the date of entry into force of this 
Regulation. The Commission shall draw up a report in respect 
of the delegation of power not later than nine months before 
the end of the 5-year period. The delegation of power shall be 
tacitly extended for periods of an identical duration, unless the 
European Parliament or the Council opposes such extension not 
later than three months before the end of each period. 

3. The delegation of power referred to in Articles 8(5) and 
16(3) may be revoked at any time by the European Parliament 
or by the Council. A decision to revoke shall put an end to the 
delegation of the power specified in that decision. It shall take 
effect the day following the publication of the decision in the 
Official Journal of the European Union or at a later date specified 
therein. It shall not affect the validity of any delegated acts 
already in force.
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4. As soon as it adopts a delegated act, the Commission shall 
notify it simultaneously to the European Parliament and to the 
Council. 

5. A delegated act adopted pursuant to Articles 8(5) and 
16(3) shall enter into force only if no objection has been 
expressed either by the European Parliament or the Council 
within a period of four months of notification of that act to 
the European Parliament and to the Council or if, before the 
expiry of that period, the European Parliament and the Council 
have both informed the Commission that they will not object. 
That period shall be extended by two months at the initiative of 
the European Parliament or of the Council. 

Article 46 

Monitoring and evaluation 

By 21 July 2016, the Commission shall report to the European 
Parliament and to the Council on the application of this Regu
lation and, where appropriate, shall propose the necessary 
amendments. Member States shall forward to the Commission 
all information appropriate for the preparation of that report, at 
the latest six months before that time limit expires. 

After having submitted that report, the Commission shall report 
to the European Parliament and to the Council on the appli
cation of this Regulation at the same time as it submits reports 
on the implementation of the Eurodac system provided for by 
Article 40 of Regulation (EU) No 603/2013. 

Article 47 

Statistics 

In accordance with Article 4(4) of Regulation (EC) No 
862/2007 of the European Parliament and of the Council of 
11 July 2007 on Community statistics on migration and inter
national protection ( 1 ), Member States shall communicate to the 

Commission (Eurostat), statistics concerning the application of 
this Regulation and of Regulation (EC) No 1560/2003. 

Article 48 

Repeal 

Regulation (EC) No 343/2003 is repealed. 

Articles 11(1), 13, 14 and 17 of Regulation (EC) No 
1560/2003 are repealed. 

References to the repealed Regulation or Articles shall be 
construed as references to this Regulation and shall be read in 
accordance with the correlation table in Annex II. 

Article 49 

Entry into force and applicability 

This Regulation shall enter into force on the twentieth day 
following that of its publication in the Official Journal of the 
European Union. 

It shall apply to applications for international protection lodged 
as from the first day of the sixth month following its entry into 
force and, from that date, it will apply to any request to take 
charge of or take back applicants, irrespective of the date on 
which the application was made. The Member State responsible 
for the examination of an application for international 
protection submitted before that date shall be determined in 
accordance with the criteria set out in Regulation (EC) No 
343/2003. 

References in this Regulation to Regulation (EU) No 603/2013, 
Directive 2013/32/EU and Directive 2013/33/EU shall be 
construed, until the dates of their application, as references to 
Regulation (EC) No 2725/2000 ( 2 ), Directive 2003/9/EC ( 3 ) and 
Directive 2005/85/EC ( 4 ) respectively. 

This Regulation shall be binding in its entirety and directly applicable in the Member States in 
accordance with the Treaties. 

Done at Brussels, 26 June 2013. 

For the European Parliament 
The President 
M. SCHULZ 

For the Council 
The President 
A. SHATTER
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ANNEX I 

Repealed Regulations (referred to in Article 48) 

Council Regulation (EC) No 343/2003 

(OJ L 50, 25.2.2003, p. 1) 

Commission Regulation (EC) No 1560/2003 only Articles 11(1), 13, 14 and 17 

(OJ L 222, 5.9.2003, p. 3)
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ANNEX II 

Correlation table 

Regulation (EC) No 343/2003 This Regulation 

Article 1 Article 1 

Article 2(a) Article 2(a) 

Article 2(b) — 

Article 2(c) Article 2(b) 

Article 2(d) Article 2(c) 

Article 2(e) Article 2(d) 

Article 2(f) Article 2(e) 

Article 2(g) Article 2(f) 

— Article 2(h) 

— Article 2(i) 

Article 2(h) Article 2(j) 

Article 2(i) Article 2(g) 

— Article 2(k) 

Article 2(j) and (k) Article 2(l) and (m) 

— Article 2(n) 

Article 3(1) Article 3(1) 

Article 3(2) Article 17(1) 

Article 3(3) Article 3(3) 

Article 3(4) Article 4(1), introductory wording 

— Article 4(1)(a) to (f) 

— Article 4(2) and (3) 

Article 4(1) to (5) Article 20(1) to (5) 

— Article 20(5), third subparagraph 

— Article 5 

— Article 6 

Article 5(1) Article 7(1) 

Article 5(2) Article 7(2) 

— Article 7(3) 

Article 6, first paragraph Article 8(1) 

— Article 8(3) 

Article 6, second paragraph Article 8(4) 

Article 7 Article 9
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Regulation (EC) No 343/2003 This Regulation 

Article 8 Article 10 

Article 9 Article 12 

Article 10 Article 13 

Article 11 Article 14 

Article 12 Article 15 

— Article 16 

Article 13 Article 3(2) 

Article 14 Article 11 

Article 15(1) Article 17(2), first subparagraph 

Article 15(2) Article 16(1) 

Article 15(3) Article 8(2) 

Article 15(4) Article 17(2), fourth subparagraph 

Article 15(5) Articles 8(5) and (6) and Article 16(2) 

Article 16(1)(a) Article 18(1)(a) 

Article 16(1)(b) Article 18(2) 

Article 16(1)(c) Article 18(1)(b) 

Article 16(1)(d) Article 18(1)(c) 

Article 16(1)(e) Article 18(1)(d) 

Article 16(2) Article 19(1) 

Article 16(3) Article 19(2), first subparagraph 

— Article 19(2), second subparagraph 

Article 16(4) Article 19(3) 

— Article 19(3), second subparagraph 

Article 17 Article 21 

Article 18 Article 22 

Article 19(1) Article 26(1) 

Article 19(2) Article 26(2) and Article 27(1) 

— Article 27(2) to (6) 

Article 19(3) Article 29(1) 

Article 19(4) Article 29(2) 

— Article 29(3) 

Article 19(5) Article 29(4) 

Article 20(1), introductory wording Article 23(1) 

— Article 23(2) 

— Article 23(3)
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Regulation (EC) No 343/2003 This Regulation 

— Article 23(4) 

Article 20(1)(a) Article 23(5), first subparagraph 

— Article 24 

Article 20(1)(b) Article 25(1) 

Article 20(1)(c) Article 25(2) 

Article 20(1)(d) Article 29(1), first subparagraph 

Article 20(1)(e) Article 26(1), (2), Article 27(1), Article 29(1), second and 
third subparagraphs 

Article 20(2) Article 29(2) 

Article 20(3) Article 23(5), second subparagraph 

Article 20(4) Article 29(4) 

— Article 28 

— Article 30 

— Article 31 

— Article 32 

— Article 33 

Article 21(1) to (9) Article 34(1) to (9), first to third subparagraphs 

— Article 34(9), fourth subparagraph 

Article 21(10) to (12) Article 34(10) to (12) 

Article 22(1) Article 35(1) 

— Article 35(2) 

— Article 35(3) 

Article 22(2) Article 35(4) 

Article 23 Article 36 

— Article 37 

— Article 40 

Article 24(1) — 

Article 24(2) Article 41 

Article 24(3) — 

Article 25(1) Article 42 

Article 25(2) — 

Article 26 Article 43
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Regulation (EC) No 343/2003 This Regulation 

Article 27(1), (2) Article 44(1), (2) 

Article 27(3) — 

— Article 45 

Article 28 Article 46 

— Article 47 

— Article 48 

Article 29 Article 49 

Regulation (EC) No 1560/2003 This Regulation 

Article 11(1) — 

Article 13(1) Article 17(2), first subparagraph 

Article 13(2) Article 17(2), second subparagraph 

Article 13(3) Article 17(2), third subparagraph 

Article 13(4) Article 17(2), first subparagraph 

Article 14 Article 37 

Article 17(1) Articles 9, 10, 17(2), first subparagraph 

Article 17(2) Article 34(3)
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STATEMENT BY THE COUNCIL, THE EUROPEAN PARLIAMENT AND THE COMMISSION 

The Council and the European Parliament invite the Commission to consider, without prejudice to its right 
of initiative, a revision of Article 8(4) of the Recast of the Dublin Regulation once the Court of Justice rules 
on case C-648/11 MA and Others vs. Secretary of State for the Home Department and at the latest by the 
time limits set in Article 46 of the Dublin Regulation. The European Parliament and the Council will then 
both exercise their legislative competences, taking into account the best interests of the child. 

The Commission, in a spirit of compromise and in order to ensure the immediate adoption of the proposal, 
accepts to consider this invitation, which it understands as being limited to these specific circumstances and 
not creating a precedent.
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DIRECTIVES 

DIRECTIVE 2013/32/EU OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL 

of 26 June 2013 

on common procedures for granting and withdrawing international protection (recast) 

THE EUROPEAN PARLIAMENT AND THE COUNCIL OF THE 
EUROPEAN UNION, 

Having regard to the Treaty on the Functioning of the European 
Union, and in particular Article 78(2)(d) thereof, 

Having regard to the proposal from the European Commission, 

Having regard to the opinion of the European Economic and 
Social Committee ( 1 ), 

After consulting the Committee of the Regions, 

Acting in accordance with the ordinary legislative procedure ( 2 ), 

Whereas: 

(1) A number of substantive changes are to be made to 
Council Directive 2005/85/EC of 1 December 2005 on 
minimum standards on procedures for granting and 
withdrawing refugee status ( 3 ). In the interest of clarity, 
that Directive should be recast. 

(2) A common policy on asylum, including a Common 
European Asylum System, is a constituent part of the 
European Union’s objective of establishing progressively 
an area of freedom, security and justice open to those 
who, forced by circumstances, legitimately seek 
protection in the Union. Such a policy should be 
governed by the principle of solidarity and fair sharing 
of responsibility, including its financial implications, 
between the Member States. 

(3) The European Council, at its special meeting in Tampere 
on 15 and 16 October 1999, agreed to work towards 
establishing a Common European Asylum System, based 
on the full and inclusive application of the Geneva 
Convention Relating to the Status of Refugees of 
28 July 1951, as amended by the New York Protocol 
of 31 January 1967 (‘the Geneva Convention’), thus 
affirming the principle of non-refoulement and ensuring 
that nobody is sent back to persecution. 

(4) The Tampere Conclusions provide that a Common 
European Asylum System should include, in the short 
term, common standards for fair and efficient asylum 
procedures in the Member States and, in the longer 
term, Union rules leading to a common asylum 
procedure in the Union. 

(5) The first phase of a Common European Asylum System 
was achieved through the adoption of relevant legal 
instruments provided for in the Treaties, including 
Directive 2005/85/EC, which was a first measure on 
asylum procedures. 

(6) The European Council, at its meeting of 4 November 
2004, adopted The Hague Programme, which set the 
objectives to be implemented in the area of freedom, 
security and justice in the period 2005-10. In this 
respect, The Hague Programme invited the European 
Commission to conclude the evaluation of the first- 
phase legal instruments and to submit the second-phase 
instruments and measures to the European Parliament 
and to the Council. In accordance with The Hague 
Programme, the objective to be pursued for the 
creation of the Common European Asylum System is 
the establishment of a common asylum procedure and 
a uniform status valid throughout the Union. 

(7) In the European Pact on Immigration and Asylum, 
adopted on 16 October 2008, the European Council 
noted that considerable disparities remained between 
one Member State and another concerning the grant of 
protection and called for new initiatives, including a 
proposal for establishing a single asylum procedure 
comprising common guarantees, to complete the estab
lishment of a Common European Asylum System, 
provided for in The Hague Programme.
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(8) The European Council, at its meeting of 10-11 December 
2009, adopted the Stockholm Programme which 
reiterated the commitment to the objective of estab
lishing by 2012 a common area of protection and soli
darity based on a common asylum procedure and a 
uniform status for those granted international protection 
based on high protection standards and fair and effective 
procedures. The Stockholm Programme affirmed that 
people in need of international protection must be 
ensured access to legally safe and efficient asylum 
procedures. In accordance with the Stockholm 
Programme, individuals should be offered the same 
level of treatment as regards procedural arrangements 
and status determination, regardless of the Member 
State in which their application for international 
protection is lodged. The objective is that similar cases 
should be treated alike and result in the same outcome. 

(9) The resources of the European Refugee Fund and of the 
European Asylum Support Office (EASO) should be 
mobilised to provide adequate support to Member 
States’ efforts in implementing the standards set in the 
second phase of the Common European Asylum System, 
in particular to those Member States which are faced 
with specific and disproportionate pressures on their 
asylum systems, due in particular to their geographical 
or demographic situation. 

(10) When implementing this Directive, Member States should 
take into account relevant guidelines developed by EASO. 

(11) In order to ensure a comprehensive and efficient 
assessment of the international protection needs of 
applicants within the meaning of Directive 2011/95/EU 
of the European Parliament and of the Council of 
13 December 2011 on standards for the qualification 
of third-country nationals or stateless persons as bene
ficiaries of international protection, for a uniform status 
for refugees or for persons eligible for subsidiary 
protection, and for the content of the protection 
granted ( 1 ), the Union framework on procedures for 
granting and withdrawing international protection 
should be based on the concept of a single procedure. 

(12) The main objective of this Directive is to further develop 
the standards for procedures in Member States for 
granting and withdrawing international protection with 
a view to establishing a common asylum procedure in 
the Union. 

(13) The approximation of rules on the procedures for 
granting and withdrawing international protection 
should help to limit the secondary movements of 
applicants for international protection between Member 
States, where such movements would be caused by 

differences in legal frameworks, and to create equivalent 
conditions for the application of Directive 2011/95/EU 
in Member States. 

(14) Member States should have the power to introduce or 
maintain more favourable provisions for third-country 
nationals or stateless persons who ask for international 
protection from a Member State, where such a request is 
understood to be on the grounds that the person 
concerned is in need of international protection within 
the meaning of Directive 2011/95/EU. 

(15) With respect to the treatment of persons falling within 
the scope of this Directive, Member States are bound by 
obligations under instruments of international law to 
which they are party. 

(16) It is essential that decisions on all applications for inter
national protection be taken on the basis of the facts 
and, in the first instance, by authorities whose 
personnel has the appropriate knowledge or has 
received the necessary training in the field of inter
national protection. 

(17) In order to ensure that applications for international 
protection are examined and decisions thereon are 
taken objectively and impartially, it is necessary that 
professionals acting in the framework of the procedures 
provided for in this Directive perform their activities with 
due respect for the applicable deontological principles. 

(18) It is in the interests of both Member States and 
applicants for international protection that a decision is 
made as soon as possible on applications for inter
national protection, without prejudice to an adequate 
and complete examination being carried out. 

(19) In order to shorten the overall duration of the procedure 
in certain cases, Member States should have the flexi
bility, in accordance with their national needs, to 
prioritise the examination of any application by 
examining it before other, previously made applications, 
without derogating from normally applicable procedural 
time limits, principles and guarantees. 

(20) In well-defined circumstances where an application is 
likely to be unfounded or where there are serious 
national security or public order concerns, Member 
States should be able to accelerate the examination 
procedure, in particular by introducing shorter, but 
reasonable, time limits for certain procedural steps, 
without prejudice to an adequate and complete exam
ination being carried out and to the applicant’s effective 
access to basic principles and guarantees provided for in 
this Directive.

EN 29.6.2013 Official Journal of the European Union L 180/61 

( 1 ) OJ L 337, 20.12.2011, p. 9.



(21) As long as an applicant can show good cause, the lack of 
documents on entry or the use of forged documents 
should not per se entail an automatic recourse to 
border or accelerated procedures. 

(22) It is also in the interests of both Member States and 
applicants to ensure a correct recognition of international 
protection needs already at first instance. To that end, 
applicants should be provided at first instance, free of 
charge, with legal and procedural information, taking 
into account their particular circumstances. The 
provision of such information should, inter alia, enable 
the applicants to better understand the procedure, thus 
helping them to comply with the relevant obligations. It 
would be disproportionate to require Member States to 
provide such information only through the services of 
qualified lawyers. Member States should therefore have 
the possibility to use the most appropriate means to 
provide such information, such as through non-govern
mental organisations or professionals from government 
authorities or specialised services of the State. 

(23) In appeals procedures, subject to certain conditions, 
applicants should be granted free legal assistance and 
representation provided by persons competent to 
provide them under national law. Furthermore, at all 
stages of the procedure, applicants should have the 
right to consult, at their own cost, legal advisers or 
counsellors admitted or permitted as such under 
national law. 

(24) The notion of public order may, inter alia, cover a 
conviction for having committed a serious crime. 

(25) In the interests of a correct recognition of those persons 
in need of protection as refugees within the meaning of 
Article 1 of the Geneva Convention or as persons eligible 
for subsidiary protection, every applicant should have an 
effective access to procedures, the opportunity to 
cooperate and properly communicate with the 
competent authorities so as to present the relevant 
facts of his or her case and sufficient procedural guar
antees to pursue his or her case throughout all stages of 
the procedure. Moreover, the procedure in which an 
application for international protection is examined 
should normally provide an applicant at least with: the 
right to stay pending a decision by the determining auth
ority; access to the services of an interpreter for 
submitting his or her case if interviewed by the auth
orities; the opportunity to communicate with a represen
tative of the United Nations High Commissioner for 
Refugees (UNHCR) and with organisations providing 
advice or counselling to applicants for international 
protection; the right to appropriate notification of a 
decision and of the reasons for that decision in fact 
and in law; the opportunity to consult a legal adviser 

or other counsellor; the right to be informed of his or 
her legal position at decisive moments in the course of 
the procedure, in a language which he or she understands 
or is reasonably supposed to understand; and, in the case 
of a negative decision, the right to an effective remedy 
before a court or a tribunal. 

(26) With a view to ensuring effective access to the exam
ination procedure, officials who first come into contact 
with persons seeking international protection, in 
particular officials carrying out the surveillance of land 
or maritime borders or conducting border checks, should 
receive relevant information and necessary training on 
how to recognise and deal with applications for inter
national protection, inter alia, taking due account of 
relevant guidelines developed by EASO. They should be 
able to provide third-country nationals or stateless 
persons who are present in the territory, including at 
the border, in the territorial waters or in the transit 
zones of the Member States, and who make an appli
cation for international protection, with relevant 
information as to where and how applications for inter
national protection may be lodged. Where those persons 
are present in the territorial waters of a Member State, 
they should be disembarked on land and have their 
applications examined in accordance with this Directive. 

(27) Given that third-country nationals and stateless persons 
who have expressed their wish to apply for international 
protection are applicants for international protection, 
they should comply with the obligations, and benefit 
from the rights, under this Directive and Directive 
2013/33/EU of the European Parliament and of the 
Council of 26 June 2013 laying down standards for 
the reception of applicants for international protec
tion ( 1 ). To that end, Member States should register the 
fact that those persons are applicants for international 
protection as soon as possible. 

(28) In order to facilitate access to the examination procedure 
at border crossing points and in detention facilities, 
information should be made available on the possibility 
to apply for international protection. Basic communi
cation necessary to enable the competent authorities to 
understand if persons declare their wish to apply for 
international protection should be ensured through inter
pretation arrangements. 

(29) Certain applicants may be in need of special procedural 
guarantees due, inter alia, to their age, gender, sexual 
orientation, gender identity, disability, serious illness, 
mental disorders or as a consequence of torture, rape or
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other serious forms of psychological, physical or sexual 
violence. Member States should endeavour to identify 
applicants in need of special procedural guarantees 
before a first instance decision is taken. Those applicants 
should be provided with adequate support, including 
sufficient time, in order to create the conditions 
necessary for their effective access to procedures and 
for presenting the elements needed to substantiate their 
application for international protection. 

(30) Where adequate support cannot be provided to an 
applicant in need of special procedural guarantees in 
the framework of accelerated or border procedures, 
such an applicant should be exempted from those 
procedures. The need for special procedural guarantees 
of a nature that could prevent the application of accel
erated or border procedures should also mean that the 
applicant is provided with additional guarantees in cases 
where his or her appeal does not have automatic 
suspensive effect, with a view to making the remedy 
effective in his or her particular circumstances. 

(31) National measures dealing with identification and docu
mentation of symptoms and signs of torture or other 
serious acts of physical or psychological violence, 
including acts of sexual violence, in procedures covered 
by this Directive may, inter alia, be based on the Manual 
on Effective Investigation and Documentation of Torture 
and Other Cruel, Inhuman or Degrading Treatment or 
Punishment (Istanbul Protocol). 

(32) With a view to ensuring substantive equality between 
female and male applicants, examination procedures 
should be gender-sensitive. In particular, personal 
interviews should be organised in a way which makes 
it possible for both female and male applicants to speak 
about their past experiences in cases involving gender- 
based persecution. The complexity of gender-related 
claims should be properly taken into account in 
procedures based on the concept of safe third country, 
the concept of safe country of origin or the notion of 
subsequent applications. 

(33) The best interests of the child should be a primary 
consideration of Member States when applying this 
Directive, in accordance with the Charter of Fundamental 
Rights of the European Union (the Charter) and the 1989 
United Nations Convention on the Rights of the Child. In 
assessing the best interest of the child, Member States 
should in particular take due account of the minor’s 
well-being and social development, including his or her 
background. 

(34) Procedures for examining international protection needs 
should be such as to enable the competent authorities to 
conduct a rigorous examination of applications for inter
national protection. 

(35) When, in the framework of an application being 
processed, the applicant is searched, that search should 
be carried by a person of the same sex. This should be 
without prejudice to a search carried out, for security 
reasons, on the basis of national law. 

(36) Where an applicant makes a subsequent application 
without presenting new evidence or arguments, it 
would be disproportionate to oblige Member States to 
carry out a new full examination procedure. In those 
cases, Member States should be able to dismiss an appli
cation as inadmissible in accordance with the res judicata 
principle. 

(37) With respect to the involvement of the personnel of an 
authority other than the determining authority in 
conducting timely interviews on the substance of an 
application, the notion of ‘timely’ should be assessed 
against the time limits provided for in Article 31. 

(38) Many applications for international protection are made 
at the border or in a transit zone of a Member State prior 
to a decision on the entry of the applicant. Member 
States should be able to provide for admissibility 
and/or substantive examination procedures which 
would make it possible for such applications to be 
decided upon at those locations in well-defined circum
stances. 

(39) In determining whether a situation of uncertainty prevails 
in the country of origin of an applicant, Member States 
should ensure that they obtain precise and up-to-date 
information from relevant sources such as EASO, 
UNHCR, the Council of Europe and other relevant inter
national organisations. Member States should ensure that 
any postponement of conclusion of the procedure fully 
complies with their obligations under Directive 
2011/95/EU and Article 41 of the Charter, without 
prejudice to the efficiency and fairness of the procedures 
under this Directive. 

(40) A key consideration for the well-foundedness of an appli
cation for international protection is the safety of the 
applicant in his or her country of origin. Where a 
third country can be regarded as a safe country of 
origin, Member States should be able to designate it as 
safe and presume its safety for a particular applicant, 
unless he or she presents counter-indications.
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(41) Given the level of harmonisation achieved on the qualifi
cation of third-country nationals and stateless persons as 
beneficiaries of international protection, common criteria 
should be established for designating third countries as 
safe countries of origin. 

(42) The designation of a third country as a safe country of 
origin for the purposes of this Directive cannot establish 
an absolute guarantee of safety for nationals of that 
country. By its very nature, the assessment underlying 
the designation can only take into account the general 
civil, legal and political circumstances in that country and 
whether actors of persecution, torture or inhuman or 
degrading treatment or punishment are subject to 
sanction in practice when found liable in that country. 
For this reason, it is important that, where an applicant 
shows that there are valid reasons to consider the 
country not to be safe in his or her particular circum
stances, the designation of the country as safe can no 
longer be considered relevant for him or her. 

(43) Member States should examine all applications on the 
substance, i.e. assess whether the applicant in question 
qualifies for international protection in accordance with 
Directive 2011/95/EU, except where this Directive 
provides otherwise, in particular where it can reasonably 
be assumed that another country would do the exam
ination or provide sufficient protection. In particular, 
Member States should not be obliged to assess the 
substance of an application for international protection 
where a first country of asylum has granted the applicant 
refugee status or otherwise sufficient protection and the 
applicant will be readmitted to that country. 

(44) Member States should not be obliged to assess the 
substance of an application for international protection 
where the applicant, due to a sufficient connection to a 
third country as defined by national law, can reasonably 
be expected to seek protection in that third country, and 
there are grounds for considering that the applicant will 
be admitted or readmitted to that country. Member 
States should only proceed on that basis where that 
particular applicant would be safe in the third country 
concerned. In order to avoid secondary movements of 
applicants, common principles should be established for 
the consideration or designation by Member States of 
third countries as safe. 

(45) Furthermore, with respect to certain European third 
countries, which observe particularly high human rights 
and refugee protection standards, Member States should 
be allowed to not carry out, or not to carry out full 
examination of, applications for international protection 
regarding applicants who enter their territory from such 
European third countries. 

(46) Where Member States apply safe country concepts on a 
case-by-case basis or designate countries as safe by 
adopting lists to that effect, they should take into 
account, inter alia, the guidelines and operating 
manuals and the information on countries of origin 
and activities, including EASO Country of Origin 
Information report methodology, referred to in Regu
lation (EU) No 439/2010 of the European Parliament 
and of the Council of 19 May 2010 establishing a 
European Asylum Support Office ( 1 ), as well as relevant 
UNHCR guidelines. 

(47) In order to facilitate the regular exchange of information 
about the national application of the concepts of safe 
country of origin, safe third country and European safe 
third country as well as a regular review by the 
Commission of the use of those concepts by Member 
States, and to prepare for a potential further harmon
isation in the future, Member States should notify or 
periodically inform the Commission about the third 
countries to which the concepts are applied. The 
Commission should regularly inform the European 
Parliament on the result of its reviews. 

(48) In order to ensure the correct application of the safe 
country concepts based on up-to-date information, 
Member States should conduct regular reviews of the 
situation in those countries based on a range of 
sources of information, including in particular 
information from other Member States, EASO, UNHCR, 
the Council of Europe and other relevant international 
organisations. When Member States become aware of a 
significant change in the human rights situation in a 
country designated by them as safe, they should ensure 
that a review of that situation is conducted as soon as 
possible and, where necessary, review the designation of 
that country as safe. 

(49) With respect to the withdrawal of refugee or subsidiary 
protection status, Member States should ensure that 
persons benefiting from international protection are 
duly informed of a possible reconsideration of their 
status and have the opportunity to submit their point 
of view before the authorities can take a reasoned 
decision to withdraw their status. 

(50) It reflects a basic principle of Union law that the 
decisions taken on an application for international 
protection, the decisions concerning a refusal to reopen 
the examination of an application after its discontinu
ation, and the decisions on the withdrawal of refugee 
or subsidiary protection status are subject to an 
effective remedy before a court or tribunal.
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(51) In accordance with Article 72 of the Treaty on the Func
tioning of the European Union (TFEU), this Directive 
does not affect the exercise of the responsibilities 
incumbent upon Member States with regard to the main
tenance of law and order and the safeguarding of internal 
security. 

(52) Directive 95/46/EC of the European Parliament and of 
the Council of 24 October 1995 on the protection of 
individuals with regard to the processing of personal data 
and on the free movement of such data ( 1 ) governs the 
processing of personal data carried out in the Member 
States pursuant to this Directive. 

(53) This Directive does not deal with procedures between 
Member States governed by Regulation (EU) No 
604/2013 of the European Parliament and of the 
Council of 26 June 2013 establishing the criteria and 
mechanisms for determining the Member State 
responsible for examining an application for international 
protection lodged in one of the Member States by a 
third-country national or a stateless person ( 2 ). 

(54) This Directive should apply to applicants to whom Regu
lation (EU) No 604/2013 applies, in addition and 
without prejudice to the provisions of that Regulation. 

(55) The implementation of this Directive should be evaluated 
at regular intervals. 

(56) Since the objective of this Directive, namely to establish 
common procedures for granting and withdrawing inter
national protection, cannot be sufficiently achieved by 
the Member States and can therefore, by reason of the 
scale and effects of this Directive, be better achieved at 
Union level, the Union may adopt measures, in 
accordance with the principle of subsidiarity as set out 
in Article 5 of the Treaty on European Union (TEU). In 
accordance with the principle of proportionality, as set 
out in that Article, this Directive does not go beyond 
what is necessary in order to achieve that objective. 

(57) In accordance with the Joint Political Declaration of 
Member States and the Commission on explanatory 
documents of 28 September 2011 ( 3 ), Member States 
have undertaken to accompany, in justified cases, the 
notification of their transposition measures with one or 
more documents explaining the relationship between the 
components of a directive and the corresponding parts of 
national transposition instruments. With regard to this 
Directive, the legislator considers the transmission of 
such documents to be justified. 

(58) In accordance with Articles 1, 2 and Article 4a(1) of 
Protocol No 21 on the position of the United 

Kingdom and Ireland in respect of the Area of 
Freedom, Security and Justice, annexed to the TEU and 
the TFEU, and without prejudice to Article 4 of that 
Protocol, the United Kingdom and Ireland are not 
taking part in the adoption of this Directive and are 
not bound by it or subject to its application. 

(59) In accordance with Articles 1 and 2 of Protocol No 22 
on the position of Denmark, annexed to the TEU and to 
the TFEU, Denmark is not taking part in the adoption of 
this Directive and is not bound by it or subject to its 
application. 

(60) This Directive respects the fundamental rights and 
observes the principles recognised by the Charter. In 
particular, this Directive seeks to ensure full respect for 
human dignity and to promote the application of Articles 
1, 4, 18, 19, 21, 23, 24, and 47 of the Charter and has 
to be implemented accordingly. 

(61) The obligation to transpose this Directive into national 
law should be confined to those provisions which 
represent a substantive change as compared with 
Directive 2005/85/EC. The obligation to transpose the 
provisions which are unchanged arises under that 
Directive. 

(62) This Directive should be without prejudice to the 
obligations of the Member States relating to the time 
limit for transposition into national law of Directive 
2005/85/EC set out in Annex II, Part B, 

HAVE ADOPTED THIS DIRECTIVE: 

CHAPTER I 

GENERAL PROVISIONS 

Article 1 

Purpose 

The purpose of this Directive is to establish common 
procedures for granting and withdrawing international 
protection pursuant to Directive 2011/95/EU. 

Article 2 

Definitions 

For the purposes of this Directive: 

(a) ‘Geneva Convention’ means the Convention of 28 July 
1951 Relating to the Status of Refugees, as amended by 
the New York Protocol of 31 January 1967;
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(b) ‘application for international protection’ or ‘application’ 
means a request made by a third- country national or a 
stateless person for protection from a Member State, who 
can be understood to seek refugee status or subsidiary 
protection status, and who does not explicitly request 
another kind of protection outside the scope of Directive 
2011/95/EU, that can be applied for separately; 

(c) ‘applicant’ means a third-country national or stateless 
person who has made an application for international 
protection in respect of which a final decision has not 
yet been taken; 

(d) ‘applicant in need of special procedural guarantees’ means 
an applicant whose ability to benefit from the rights and 
comply with the obligations provided for in this Directive 
is limited due to individual circumstances; 

(e) ‘final decision’ means a decision on whether the third- 
country national or stateless person be granted refugee or 
subsidiary protection status by virtue of Directive 
2011/95/EU and which is no longer subject to a remedy 
within the framework of Chapter V of this Directive, irre
spective of whether such remedy has the effect of allowing 
applicants to remain in the Member States concerned 
pending its outcome; 

(f) ‘determining authority’ means any quasi-judicial or adminis
trative body in a Member State responsible for examining 
applications for international protection competent to take 
decisions at first instance in such cases; 

(g) ‘refugee’ means a third-country national or a stateless 
person who fulfils the requirements of Article 2(d) of 
Directive 2011/95/EU; 

(h) ‘person eligible for subsidiary protection’ means a third- 
country national or a stateless person who fulfils the 
requirements of Article 2(f) of Directive 2011/95/EU; 

(i) ‘international protection’ means refugee status and 
subsidiary protection status as defined in points (j) and (k); 

(j) ‘refugee status’ means the recognition by a Member State of 
a third-country national or a stateless person as a refugee; 

(k) ‘subsidiary protection status’ means the recognition by a 
Member State of a third-country national or a stateless 
person as a person eligible for subsidiary protection; 

(l) ‘minor’ means a third-country national or a stateless person 
below the age of 18 years; 

(m) ‘unaccompanied minor’ means an unaccompanied minor as 
defined in Article 2(l) of Directive 2011/95/EU; 

(n) ‘representative’ means a person or an organisation 
appointed by the competent bodies in order to assist and 
represent an unaccompanied minor in procedures provided 
for in this Directive with a view to ensuring the best 
interests of the child and exercising legal capacity for the 
minor where necessary. Where an organisation is appointed 
as a representative, it shall designate a person responsible 
for carrying out the duties of representative in respect of 
the unaccompanied minor, in accordance with this 
Directive; 

(o) ‘withdrawal of international protection’ means the decision 
by a competent authority to revoke, end or refuse to renew 
the refugee or subsidiary protection status of a person in 
accordance with Directive 2011/95/EU; 

(p) ‘remain in the Member State’ means to remain in the 
territory, including at the border or in transit zones, of 
the Member State in which the application for international 
protection has been made or is being examined; 

(q) ‘subsequent application’ means a further application for 
international protection made after a final decision has 
been taken on a previous application, including cases 
where the applicant has explicitly withdrawn his or her 
application and cases where the determining authority 
has rejected an application following its implicit withdrawal 
in accordance with Article 28(1). 

Article 3 

Scope 

1. This Directive shall apply to all applications for inter
national protection made in the territory, including at the 
border, in the territorial waters or in the transit zones of the 
Member States, and to the withdrawal of international 
protection. 

2. This Directive shall not apply to requests for diplomatic or 
territorial asylum submitted to representations of Member 
States. 

3. Member States may decide to apply this Directive in 
procedures for deciding on applications for any kind of 
protection falling outside of the scope of Directive 2011/95/EU.
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Article 4 

Responsible authorities 

1. Member States shall designate for all procedures a deter
mining authority which will be responsible for an appropriate 
examination of applications in accordance with this Directive. 
Member States shall ensure that such authority is provided with 
appropriate means, including sufficient competent personnel, to 
carry out its tasks in accordance with this Directive. 

2. Member States may provide that an authority other than 
that referred to in paragraph 1 shall be responsible for the 
purposes of: 

(a) processing cases pursuant to Regulation (EU) No 604/2013; 
and 

(b) granting or refusing permission to enter in the framework 
of the procedure provided for in Article 43, subject to the 
conditions as set out therein and on the basis of the 
reasoned opinion of the determining authority. 

3. Member States shall ensure that the personnel of the 
determining authority referred to in paragraph 1 are properly 
trained. To that end, Member States shall provide for relevant 
training which shall include the elements listed in Article 6(4)(a) 
to (e) of Regulation (EU) No 439/2010. Member States shall 
also take into account the relevant training established and 
developed by the European Asylum Support Office (EASO). 
Persons interviewing applicants pursuant to this Directive shall 
also have acquired general knowledge of problems which could 
adversely affect the applicants’ ability to be interviewed, such as 
indications that the applicant may have been tortured in the 
past. 

4. Where an authority is designated in accordance with 
paragraph 2, Member States shall ensure that the personnel of 
that authority have the appropriate knowledge or receive the 
necessary training to fulfil their obligations when implementing 
this Directive. 

5. Applications for international protection made in a 
Member State to the authorities of another Member State 
carrying out border or immigration controls there shall be 
dealt with by the Member State in whose territory the appli
cation is made. 

Article 5 

More favourable provisions 

Member States may introduce or retain more favourable 
standards on procedures for granting and withdrawing inter
national protection, insofar as those standards are compatible 
with this Directive. 

CHAPTER II 

BASIC PRINCIPLES AND GUARANTEES 

Article 6 

Access to the procedure 

1. When a person makes an application for international 
protection to an authority competent under national law for 
registering such applications, the registration shall take place 
no later than three working days after the application is made. 

If the application for international protection is made to other 
authorities which are likely to receive such applications, but not 
competent for the registration under national law, Member 
States shall ensure that the registration shall take place no 
later than six working days after the application is made. 

Member States shall ensure that those other authorities which 
are likely to receive applications for international protection 
such as the police, border guards, immigration authorities and 
personnel of detention facilities have the relevant information 
and that their personnel receive the necessary level of training 
which is appropriate to their tasks and responsibilities and 
instructions to inform applicants as to where and how appli
cations for international protection may be lodged. 

2. Member States shall ensure that a person who has made 
an application for international protection has an effective 
opportunity to lodge it as soon as possible. Where the 
applicant does not lodge his or her application, Member 
States may apply Article 28 accordingly. 

3. Without prejudice to paragraph 2, Member States may 
require that applications for international protection be lodged 
in person and/or at a designated place. 

4. Notwithstanding paragraph 3, an application for inter
national protection shall be deemed to have been lodged once 
a form submitted by the applicant or, where provided for in 
national law, an official report, has reached the competent auth
orities of the Member State concerned. 

5. Where simultaneous applications for international 
protection by a large number of third-country nationals or 
stateless persons make it very difficult in practice to respect 
the time limit laid down in paragraph 1, Member States may 
provide for that time limit to be extended to 10 working days. 

Article 7 

Applications made on behalf of dependants or minors 

1. Member States shall ensure that each adult with legal 
capacity has the right to make an application for international 
protection on his or her own behalf.

EN 29.6.2013 Official Journal of the European Union L 180/67



2. Member States may provide that an application may be 
made by an applicant on behalf of his or her dependants. In 
such cases, Member States shall ensure that dependent adults 
consent to the lodging of the application on their behalf, failing 
which they shall have an opportunity to make an application on 
their own behalf. 

Consent shall be requested at the time the application is lodged 
or, at the latest, when the personal interview with the 
dependent adult is conducted. Before consent is requested, 
each dependent adult shall be informed in private of the 
relevant procedural consequences of the lodging of the appli
cation on his or her behalf and of his or her right to make a 
separate application for international protection. 

3. Member States shall ensure that a minor has the right to 
make an application for international protection either on his or 
her own behalf, if he or she has the legal capacity to act in 
procedures according to the law of the Member State 
concerned, or through his or her parents or other adult 
family members, or an adult responsible for him or her, 
whether by law or by the practice of the Member State 
concerned, or through a representative. 

4. Member States shall ensure that the appropriate bodies 
referred to in Article 10 of Directive 2008/115/EC of the 
European Parliament and of the Council of 16 December 
2008 on common standards and procedures in Member 
States for returning illegally staying third-country nationals ( 1 ) 
have the right to lodge an application for international 
protection on behalf of an unaccompanied minor if, on the 
basis of an individual assessment of his or her personal situ
ation, those bodies are of the opinion that the minor may have 
protection needs pursuant to Directive 2011/95/EU. 

5. Member States may determine in national legislation: 

(a) the cases in which a minor can make an application on his 
or her own behalf; 

(b) the cases in which the application of an unaccompanied 
minor has to be lodged by a representative as provided 
for in Article 25(1)(a); 

(c) the cases in which the lodging of an application for inter
national protection is deemed to constitute also the lodging 
of an application for international protection for any 
unmarried minor. 

Article 8 

Information and counselling in detention facilities and at 
border crossing points 

1. Where there are indications that third-country nationals or 
stateless persons held in detention facilities or present at border 
crossing points, including transit zones, at external borders, may 
wish to make an application for international protection, 
Member States shall provide them with information on the 
possibility to do so. In those detention facilities and crossing 
points, Member States shall make arrangements for interpre
tation to the extent necessary to facilitate access to the 
asylum procedure. 

2. Member States shall ensure that organisations and persons 
providing advice and counselling to applicants have effective 
access to applicants present at border crossing points, 
including transit zones, at external borders. Member States 
may provide for rules covering the presence of such organi
sations and persons in those crossing points and in particular 
that access is subject to an agreement with the competent auth
orities of the Member States. Limits on such access may be 
imposed only where, by virtue of national law, they are objec
tively necessary for the security, public order or administrative 
management of the crossing points concerned, provided that 
access is not thereby severely restricted or rendered impossible. 

Article 9 

Right to remain in the Member State pending the 
examination of the application 

1. Applicants shall be allowed to remain in the Member 
State, for the sole purpose of the procedure, until the deter
mining authority has made a decision in accordance with the 
procedures at first instance set out in Chapter III. That right to 
remain shall not constitute an entitlement to a residence permit. 

2. Member States may make an exception only where a 
person makes a subsequent application referred to in Article 41 
or where they will surrender or extradite, as appropriate, a 
person either to another Member State pursuant to obligations 
in accordance with a European arrest warrant ( 2 ) or otherwise, 
or to a third country or to international criminal courts or 
tribunals. 

3. A Member State may extradite an applicant to a third 
country pursuant to paragraph 2 only where the competent 
authorities are satisfied that an extradition decision will not 
result in direct or indirect refoulement in violation of the inter
national and Union obligations of that Member State.
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Article 10 

Requirements for the examination of applications 

1. Member States shall ensure that applications for inter
national protection are neither rejected nor excluded from 
examination on the sole ground that they have not been 
made as soon as possible. 

2. When examining applications for international protection, 
the determining authority shall first determine whether the 
applicants qualify as refugees and, if not, determine whether 
the applicants are eligible for subsidiary protection. 

3. Member States shall ensure that decisions by the deter
mining authority on applications for international protection 
are taken after an appropriate examination. To that end, 
Member States shall ensure that: 

(a) applications are examined and decisions are taken individ
ually, objectively and impartially; 

(b) precise and up-to-date information is obtained from various 
sources, such as EASO and UNHCR and relevant inter
national human rights organisations, as to the general 
situation prevailing in the countries of origin of applicants 
and, where necessary, in countries through which they have 
transited, and that such information is made available to the 
personnel responsible for examining applications and taking 
decisions; 

(c) the personnel examining applications and taking decisions 
know the relevant standards applicable in the field of 
asylum and refugee law; 

(d) the personnel examining applications and taking decisions 
have the possibility to seek advice, whenever necessary, 
from experts on particular issues, such as medical, 
cultural, religious, child-related or gender issues. 

4. The authorities referred to in Chapter V shall, through the 
determining authority or the applicant or otherwise, have access 
to the general information referred to in paragraph 3(b), 
necessary for the fulfilment of their task. 

5. Member States shall provide for rules concerning the 
translation of documents relevant for the examination of appli
cations. 

Article 11 

Requirements for a decision by the determining authority 

1. Member States shall ensure that decisions on applications 
for international protection are given in writing. 

2. Member States shall also ensure that, where an application 
is rejected with regard to refugee status and/or subsidiary 
protection status, the reasons in fact and in law are stated in 
the decision and information on how to challenge a negative 
decision is given in writing. 

Member States need not provide information on how to 
challenge a negative decision in writing in conjunction with a 
decision where the applicant has been provided with such 
information at an earlier stage either in writing or by electronic 
means accessible to the applicant. 

3. For the purposes of Article 7(2), and whenever the appli
cation is based on the same grounds, Member States may take a 
single decision, covering all dependants, unless to do so would 
lead to the disclosure of particular circumstances of an applicant 
which could jeopardise his or her interests, in particular in cases 
involving gender, sexual orientation, gender identity and/or age- 
based persecution. In such cases, a separate decision shall be 
issued to the person concerned. 

Article 12 

Guarantees for applicants 

1. With respect to the procedures provided for in Chapter III, 
Member States shall ensure that all applicants enjoy the 
following guarantees: 

(a) they shall be informed in a language which they understand 
or are reasonably supposed to understand of the procedure 
to be followed and of their rights and obligations during the 
procedure and the possible consequences of not complying 
with their obligations and not cooperating with the auth
orities. They shall be informed of the time-frame, the means 
at their disposal for fulfilling the obligation to submit the 
elements as referred to in Article 4 of Directive 
2011/95/EU, as well as of the consequences of an explicit 
or implicit withdrawal of the application. That information 
shall be given in time to enable them to exercise the rights 
guaranteed in this Directive and to comply with the 
obligations described in Article 13; 

(b) they shall receive the services of an interpreter for 
submitting their case to the competent authorities 
whenever necessary. Member States shall consider it 
necessary to provide those services at least when the 
applicant is to be interviewed as referred to in Articles 14 
to 17 and 34 and appropriate communication cannot be 
ensured without such services. In that case and in other 
cases where the competent authorities call upon the 
applicant, those services shall be paid for out of public 
funds; 

(c) they shall not be denied the opportunity to communicate 
with UNHCR or with any other organisation providing legal 
advice or other counselling to applicants in accordance with 
the law of the Member State concerned;
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(d) they and, if applicable, their legal advisers or other coun
sellors in accordance with Article 23(1), shall have access to 
the information referred to in Article 10(3)(b) and to the 
information provided by the experts referred to in 
Article 10(3)(d), where the determining authority has 
taken that information into consideration for the purpose 
of taking a decision on their application; 

(e) they shall be given notice in reasonable time of the decision 
by the determining authority on their application. If a legal 
adviser or other counsellor is legally representing the 
applicant, Member States may choose to give notice of 
the decision to him or her instead of to the applicant; 

(f) they shall be informed of the result of the decision by the 
determining authority in a language that they understand or 
are reasonably supposed to understand when they are not 
assisted or represented by a legal adviser or other coun
sellor. The information provided shall include information 
on how to challenge a negative decision in accordance with 
the provisions of Article 11(2). 

2. With respect to the procedures provided for in Chapter V, 
Member States shall ensure that all applicants enjoy guarantees 
equivalent to the ones referred to in paragraph 1(b) to (e). 

Article 13 

Obligations of the applicants 

1. Member States shall impose upon applicants the 
obligation to cooperate with the competent authorities with a 
view to establishing their identity and other elements referred to 
in Article 4(2) of Directive 2011/95/EU. Member States may 
impose upon applicants other obligations to cooperate with the 
competent authorities insofar as such obligations are necessary 
for the processing of the application. 

2. In particular, Member States may provide that: 

(a) applicants are required to report to the competent auth
orities or to appear before them in person, either without 
delay or at a specified time; 

(b) applicants have to hand over documents in their possession 
relevant to the examination of the application, such as their 
passports; 

(c) applicants are required to inform the competent authorities 
of their current place of residence or address and of any 
changes thereof as soon as possible. Member States may 
provide that the applicant shall have to accept any 
communication at the most recent place of residence or 
address which he or she indicated accordingly; 

(d) the competent authorities may search the applicant and the 
items which he or she is carrying. Without prejudice to any 
search carried out for security reasons, a search of the 
applicant’s person under this Directive shall be carried out 
by a person of the same sex with full respect for the prin
ciples of human dignity and of physical and psychological 
integrity; 

(e) the competent authorities may take a photograph of the 
applicant; and 

(f) the competent authorities may record the applicant’s oral 
statements, provided he or she has previously been 
informed thereof. 

Article 14 

Personal interview 

1. Before a decision is taken by the determining authority, 
the applicant shall be given the opportunity of a personal 
interview on his or her application for international protection 
with a person competent under national law to conduct such an 
interview. Personal interviews on the substance of the appli
cation for international protection shall be conducted by the 
personnel of the determining authority. This subparagraph 
shall be without prejudice to Article 42(2)(b). 

Where simultaneous applications for international protection by 
a large number of third-country nationals or stateless persons 
make it impossible in practice for the determining authority to 
conduct timely interviews on the substance of each application, 
Member States may provide that the personnel of another 
authority be temporarily involved in conducting such inter
views. In such cases, the personnel of that other authority 
shall receive in advance the relevant training which shall 
include the elements listed in Article 6(4)(a) to (e) of Regulation 
(EU) No 439/2010. Persons conducting personal interviews of 
applicants pursuant to this Directive shall also have acquired 
general knowledge of problems which could adversely affect 
an applicant’s ability to be interviewed, such as indications 
that the applicant may have been tortured in the past. 

Where a person has lodged an application for international 
protection on behalf of his or her dependants, each 
dependent adult shall be given the opportunity of a personal 
interview. 

Member States may determine in national legislation the cases 
in which a minor shall be given the opportunity of a personal 
interview. 

2. The personal interview on the substance of the application 
may be omitted where:
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(a) the determining authority is able to take a positive decision 
with regard to refugee status on the basis of evidence 
available; or 

(b) the determining authority is of the opinion that the 
applicant is unfit or unable to be interviewed owing to 
enduring circumstances beyond his or her control. When 
in doubt, the determining authority shall consult a medical 
professional to establish whether the condition that makes 
the applicant unfit or unable to be interviewed is of a 
temporary or enduring nature. 

Where a personal interview is not conducted pursuant to point 
(b) or, where applicable, with the dependant, reasonable efforts 
shall be made to allow the applicant or the dependant to submit 
further information. 

3. The absence of a personal interview in accordance with 
this Article shall not prevent the determining authority from 
taking a decision on an application for international protection. 

4. The absence of a personal interview pursuant to paragraph 
2(b) shall not adversely affect the decision of the determining 
authority. 

5. Irrespective of Article 28(1), Member States, when 
deciding on an application for international protection, may 
take into account the fact that the applicant failed to appear 
for the personal interview, unless he or she had good reasons 
for the failure to appear. 

Article 15 

Requirements for a personal interview 

1. A personal interview shall normally take place without the 
presence of family members unless the determining authority 
considers it necessary for an appropriate examination to have 
other family members present. 

2. A personal interview shall take place under conditions 
which ensure appropriate confidentiality. 

3. Member States shall take appropriate steps to ensure that 
personal interviews are conducted under conditions which allow 
applicants to present the grounds for their applications in a 
comprehensive manner. To that end, Member States shall: 

(a) ensure that the person who conducts the interview is 
competent to take account of the personal and general 
circumstances surrounding the application, including the 
applicant’s cultural origin, gender, sexual orientation, 
gender identity or vulnerability; 

(b) wherever possible, provide for the interview with the 
applicant to be conducted by a person of the same sex if 
the applicant so requests, unless the determining authority 
has reason to believe that such a request is based on 
grounds which are not related to difficulties on the part 
of the applicant to present the grounds of his or her appli
cation in a comprehensive manner; 

(c) select an interpreter who is able to ensure appropriate 
communication between the applicant and the person 
who conducts the interview. The communication shall 
take place in the language preferred by the applicant 
unless there is another language which he or she under
stands and in which he or she is able to communicate 
clearly. Wherever possible, Member States shall provide an 
interpreter of the same sex if the applicant so requests, 
unless the determining authority has reasons to believe 
that such a request is based on grounds which are not 
related to difficulties on the part of the applicant to 
present the grounds of his or her application in a compre
hensive manner; 

(d) ensure that the person who conducts the interview on the 
substance of an application for international protection does 
not wear a military or law enforcement uniform; 

(e) ensure that interviews with minors are conducted in a child- 
appropriate manner. 

4. Member States may provide for rules concerning the 
presence of third parties at a personal interview. 

Article 16 

Content of a personal interview 

When conducting a personal interview on the substance of an 
application for international protection, the determining 
authority shall ensure that the applicant is given an adequate 
opportunity to present elements needed to substantiate the 
application in accordance with Article 4 of Directive 
2011/95/EU as completely as possible. This shall include the 
opportunity to give an explanation regarding elements which 
may be missing and/or any inconsistencies or contradictions in 
the applicant’s statements. 

Article 17 

Report and recording of personal interviews 

1. Member States shall ensure that either a thorough and 
factual report containing all substantive elements or a transcript 
is made of every personal interview. 

2. Member States may provide for audio or audiovisual 
recording of the personal interview. Where such a recording 
is made, Member States shall ensure that the recording or a 
transcript thereof is available in connection with the applicant’s 
file.
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3. Member States shall ensure that the applicant has the 
opportunity to make comments and/or provide clarification 
orally and/or in writing with regard to any mistranslations or 
misconceptions appearing in the report or in the transcript, at 
the end of the personal interview or within a specified time 
limit before the determining authority takes a decision. To 
that end, Member States shall ensure that the applicant is 
fully informed of the content of the report or of the substantive 
elements of the transcript, with the assistance of an interpreter 
if necessary. Member States shall then request the applicant to 
confirm that the content of the report or the transcript correctly 
reflects the interview. 

When the personal interview is recorded in accordance with 
paragraph 2 and the recording is admissible as evidence in 
the appeals procedures referred to in Chapter V, Member 
States need not request the applicant to confirm that the 
content of the report or the transcript correctly reflects the 
interview. Without prejudice to Article 16, where Member 
States provide for both a transcript and a recording of the 
personal interview, Member States need not allow the 
applicant to make comments on and/or provide clarification 
of the transcript. 

4. Where an applicant refuses to confirm that the content of 
the report or the transcript correctly reflects the personal 
interview, the reasons for his or her refusal shall be entered 
in the applicant’s file. 

Such refusal shall not prevent the determining authority from 
taking a decision on the application. 

5. Applicants and their legal advisers or other counsellors, as 
defined in Article 23, shall have access to the report or the 
transcript and, where applicable, the recording, before the deter
mining authority takes a decision. 

Where Member States provide for both a transcript and a 
recording of the personal interview, Member States need not 
provide access to the recording in the procedures at first 
instance referred to in Chapter III. In such cases, they shall 
nevertheless provide access to the recording in the appeals 
procedures referred to in Chapter V. 

Without prejudice to paragraph 3 of this Article, where the 
application is examined in accordance with Article 31(8), 
Member States may provide that access to the report or the 
transcript, and where applicable, the recording, is granted at the 
same time as the decision is made. 

Article 18 

Medical examination 

1. Where the determining authority deems it relevant for the 
assessment of an application for international protection in 
accordance with Article 4 of Directive 2011/95/EU, Member 
States shall, subject to the applicant’s consent, arrange for a 
medical examination of the applicant concerning signs that 
might indicate past persecution or serious harm. Alternatively, 
Member States may provide that the applicant arranges for such 
a medical examination. 

The medical examinations referred to in the first subparagraph 
shall be carried out by qualified medical professionals and the 
result thereof shall be submitted to the determining authority as 
soon as possible. Member States may designate the medical 
professionals who may carry out such medical examinations. 
An applicant’s refusal to undergo such a medical examination 
shall not prevent the determining authority from taking a 
decision on the application for international protection. 

Medical examinations carried out in accordance with this 
paragraph shall be paid for out of public funds. 

2. When no medical examination is carried out in 
accordance with paragraph 1, Member States shall inform 
applicants that they may, on their own initiative and at their 
own cost, arrange for a medical examination concerning signs 
that might indicate past persecution or serious harm. 

3. The results of the medical examinations referred to in 
paragraphs 1 and 2 shall be assessed by the determining 
authority along with the other elements of the application. 

Article 19 

Provision of legal and procedural information free of 
charge in procedures at first instance 

1. In the procedures at first instance provided for in Chapter 
III, Member States shall ensure that, on request, applicants are 
provided with legal and procedural information free of charge, 
including, at least, information on the procedure in the light of 
the applicant’s particular circumstances. In the event of a 
negative decision on an application at first instance, Member 
States shall also, on request, provide applicants with 
information — in addition to that given in accordance with 
Article 11(2) and Article 12(1)(f) — in order to clarify the 
reasons for such decision and explain how it can be challenged. 

2. The provision of legal and procedural information free of 
charge shall be subject to the conditions laid down in Article 21.
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Article 20 

Free legal assistance and representation in appeals 
procedures 

1. Member States shall ensure that free legal assistance and 
representation is granted on request in the appeals procedures 
provided for in Chapter V. It shall include, at least, the prep
aration of the required procedural documents and participation 
in the hearing before a court or tribunal of first instance on 
behalf of the applicant. 

2. Member States may also provide free legal assistance 
and/or representation in the procedures at first instance 
provided for in Chapter III. In such cases, Article 19 shall not 
apply. 

3. Member States may provide that free legal assistance and 
representation not be granted where the applicant’s appeal is 
considered by a court or tribunal or other competent authority 
to have no tangible prospect of success. 

Where a decision not to grant free legal assistance and repre
sentation pursuant to this paragraph is taken by an authority 
which is not a court or tribunal, Member States shall ensure 
that the applicant has the right to an effective remedy before a 
court or tribunal against that decision. 

In the application of this paragraph, Member States shall ensure 
that legal assistance and representation is not arbitrarily 
restricted and that the applicant’s effective access to justice is 
not hindered. 

4. Free legal assistance and representation shall be subject to 
the conditions laid down in Article 21. 

Article 21 

Conditions for the provision of legal and procedural 
information free of charge and free legal assistance and 

representation 

1. Member States may provide that the legal and procedural 
information free of charge referred to in Article 19 is provided 
by non-governmental organisations, or by professionals from 
government authorities or from specialised services of the State. 

The free legal assistance and representation referred to in 
Article 20 shall be provided by such persons as admitted or 
permitted under national law. 

2. Member States may provide that legal and procedural 
information free of charge referred to in Article 19 and free 
legal assistance and representation referred to in Article 20 are 
granted: 

(a) only to those who lack sufficient resources; and/or 

(b) only through the services provided by legal advisers or other 
counsellors specifically designated by national law to assist 
and represent applicants. 

Member States may provide that the free legal assistance and 
representation referred to in Article 20 is granted only for 
appeals procedures in accordance with Chapter V before a 
court or tribunal of first instance and not for any further 
appeals or reviews provided for under national law, including 
rehearings or reviews of appeals. 

Member States may also provide that the free legal assistance 
and representation referred to in Article 20 is not granted to 
applicants who are no longer present on their territory in appli
cation of Article 41(2)(c). 

3. Member States may lay down rules concerning the 
modalities for filing and processing requests for legal and 
procedural information free of charge under Article 19 and 
for free legal assistance and representation under Article 20. 

4. Member States may also: 

(a) impose monetary and/or time limits on the provision of 
legal and procedural information free of charge referred to 
in Article 19 and on the provision of free legal assistance 
and representation referred to in Article 20, provided that 
such limits do not arbitrarily restrict access to the provision 
of legal and procedural information and legal assistance and 
representation; 

(b) provide that, as regards fees and other costs, the treatment 
of applicants shall not be more favourable than the 
treatment generally accorded to their nationals in matters 
pertaining to legal assistance. 

5. Member States may demand to be reimbursed wholly or 
partially for any costs granted if and when the applicant’s 
financial situation has improved considerably or if the 
decision to grant such costs was taken on the basis of false 
information supplied by the applicant. 

Article 22 

Right to legal assistance and representation at all stages of 
the procedure 

1. Applicants shall be given the opportunity to consult, at 
their own cost, in an effective manner a legal adviser or other 
counsellor, admitted or permitted as such under national law, 
on matters relating to their applications for international 
protection, at all stages of the procedure, including following 
a negative decision.
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2. Member States may allow non-governmental organisations 
to provide legal assistance and/or representation to applicants in 
the procedures provided for in Chapter III and Chapter V in 
accordance with national law. 

Article 23 

Scope of legal assistance and representation 

1. Member States shall ensure that a legal adviser or other 
counsellor admitted or permitted as such under national law, 
who assists or represents an applicant under the terms of 
national law, shall enjoy access to the information in the appli
cant’s file upon the basis of which a decision is or will be made. 

Member States may make an exception where disclosure of 
information or sources would jeopardise national security, the 
security of the organisations or person(s) providing the 
information or the security of the person(s) to whom the 
information relates or where the investigative interests relating 
to the examination of applications for international protection 
by the competent authorities of the Member States or the inter
national relations of the Member States would be compromised. 
In such cases, Member States shall: 

(a) make access to such information or sources available to the 
authorities referred to in Chapter V; and 

(b) establish in national law procedures guaranteeing that the 
applicant’s rights of defence are respected. 

In respect of point (b), Member States may, in particular, grant 
access to such information or sources to a legal adviser or other 
counsellor who has undergone a security check, insofar as the 
information is relevant for examining the application or for 
taking a decision to withdraw international protection. 

2. Member States shall ensure that the legal adviser or other 
counsellor who assists or represents an applicant has access to 
closed areas, such as detention facilities and transit zones, for 
the purpose of consulting that applicant, in accordance with 
Article 10(4) and Article 18(2)(b) and (c) of Directive 
2013/33/EU. 

3. Member States shall allow an applicant to bring to the 
personal interview a legal adviser or other counsellor admitted 
or permitted as such under national law. 

Member States may stipulate that the legal adviser or other 
counsellor may only intervene at the end of the personal 
interview. 

4. Without prejudice to this Article or to Article 25(1)(b), 
Member States may provide rules covering the presence of legal 
advisers or other counsellors at all interviews in the procedure. 

Member States may require the presence of the applicant at the 
personal interview, even if he or she is represented under the 
terms of national law by a legal adviser or counsellor, and may 
require the applicant to respond in person to the questions 
asked. 

Without prejudice to Article 25(1)(b), the absence of a legal 
adviser or other counsellor shall not prevent the competent 
authority from conducting a personal interview with the 
applicant. 

Article 24 

Applicants in need of special procedural guarantees 

1. Member States shall assess within a reasonable period of 
time after an application for international protection is made 
whether the applicant is an applicant in need of special 
procedural guarantees. 

2. The assessment referred to in paragraph 1 may be inte
grated into existing national procedures and/or into the 
assessment referred to in Article 22 of Directive 2013/33/EU 
and need not take the form of an administrative procedure. 

3. Member States shall ensure that where applicants have 
been identified as applicants in need of special procedural guar
antees, they are provided with adequate support in order to 
allow them to benefit from the rights and comply with the 
obligations of this Directive throughout the duration of the 
asylum procedure. 

Where such adequate support cannot be provided within the 
framework of the procedures referred to in Article 31(8) and 
Article 43, in particular where Member States consider that the 
applicant is in need of special procedural guarantees as a result 
of torture, rape or other serious forms of psychological, physical 
or sexual violence, Member States shall not apply, or shall cease 
to apply, Article 31(8) and Article 43. Where Member States 
apply Article 46(6) to applicants to whom Article 31(8) and 
Article 43 cannot be applied pursuant to this subparagraph, 
Member States shall provide at least the guarantees provided 
for in Article 46(7). 

4. Member States shall ensure that the need for special 
procedural guarantees is also addressed, in accordance with 
this Directive, where such a need becomes apparent at a later 
stage of the procedure, without necessarily restarting the 
procedure.
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Article 25 

Guarantees for unaccompanied minors 

1. With respect to all procedures provided for in this 
Directive and without prejudice to the provisions of Articles 
14 to 17, Member States shall: 

(a) take measures as soon as possible to ensure that a repre
sentative represents and assists the unaccompanied minor to 
enable him or her to benefit from the rights and comply 
with the obligations provided for in this Directive. The 
unaccompanied minor shall be informed immediately of 
the appointment of a representative. The representative 
shall perform his or her duties in accordance with the 
principle of the best interests of the child and shall have 
the necessary expertise to that end. The person acting as 
representative shall be changed only when necessary. 
Organisations or individuals whose interests conflict or 
could potentially conflict with those of the unaccompanied 
minor shall not be eligible to become representatives. The 
representative may also be the representative referred to in 
Directive 2013/33/EU; 

(b) ensure that the representative is given the opportunity to 
inform the unaccompanied minor about the meaning and 
possible consequences of the personal interview and, where 
appropriate, how to prepare himself or herself for the 
personal interview. Member States shall ensure that a repre
sentative and/or a legal adviser or other counsellor admitted 
or permitted as such under national law are present at that 
interview and have an opportunity to ask questions or make 
comments, within the framework set by the person who 
conducts the interview. 

Member States may require the presence of the unaccompanied 
minor at the personal interview, even if the representative is 
present. 

2. Member States may refrain from appointing a represen
tative where the unaccompanied minor will in all likelihood 
reach the age of 18 before a decision at first instance is taken. 

3. Member States shall ensure that: 

(a) if an unaccompanied minor has a personal interview on his 
or her application for international protection as referred to 
in Articles 14 to 17 and 34, that interview is conducted by 
a person who has the necessary knowledge of the special 
needs of minors; 

(b) an official with the necessary knowledge of the special needs 
of minors prepares the decision by the determining 
authority on the application of an unaccompanied minor. 

4. Unaccompanied minors and their representatives shall be 
provided, free of charge, with legal and procedural information 

as referred to in Article 19 also in the procedures for the with
drawal of international protection provided for in Chapter IV. 

5. Member States may use medical examinations to 
determine the age of unaccompanied minors within the 
framework of the examination of an application for inter
national protection where, following general statements or 
other relevant indications, Member States have doubts 
concerning the applicant’s age. If, thereafter, Member States 
are still in doubt concerning the applicant’s age, they shall 
assume that the applicant is a minor. 

Any medical examination shall be performed with full respect 
for the individual’s dignity, shall be the least invasive exam
ination and shall be carried out by qualified medical profes
sionals allowing, to the extent possible, for a reliable result. 

Where medical examinations are used, Member States shall 
ensure that: 

(a) unaccompanied minors are informed prior to the exam
ination of their application for international protection, 
and in a language that they understand or are reasonably 
supposed to understand, of the possibility that their age 
may be determined by medical examination. This shall 
include information on the method of examination and 
the possible consequences of the result of the medical exam
ination for the examination of the application for inter
national protection, as well as the consequences of refusal 
on the part of the unaccompanied minor to undergo the 
medical examination; 

(b) unaccompanied minors and/or their representatives consent 
to a medical examination being carried out to determine the 
age of the minors concerned; and 

(c) the decision to reject an application for international 
protection by an unaccompanied minor who refused to 
undergo a medical examination shall not be based solely 
on that refusal. 

The fact that an unaccompanied minor has refused to undergo a 
medical examination shall not prevent the determining 
authority from taking a decision on the application for inter
national protection. 

6. The best interests of the child shall be a primary 
consideration for Member States when implementing this 
Directive. 

Where Member States, in the course of the asylum procedure, 
identify a person as an unaccompanied minor, they may: 

(a) apply or continue to apply Article 31(8) only if: 

(i) the applicant comes from a country which satisfies the 
criteria to be considered a safe country of origin within 
the meaning of this Directive; or
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(ii) the applicant has introduced a subsequent application 
for international protection that is not inadmissible in 
accordance with Article 40(5); or 

(iii) the applicant may for serious reasons be considered a 
danger to the national security or public order of the 
Member State, or the applicant has been forcibly 
expelled for serious reasons of public security or 
public order under national law; 

(b) apply or continue to apply Article 43, in accordance with 
Articles 8 to 11 of Directive 2013/33/EU, only if: 

(i) the applicant comes from a country which satisfies the 
criteria to be considered a safe country of origin within 
the meaning of this Directive; or 

(ii) the applicant has introduced a subsequent application; 
or 

(iii) the applicant may for serious reasons be considered a 
danger to the national security or public order of the 
Member State, or the applicant has been forcibly 
expelled for serious reasons of public security or 
public order under national law; or 

(iv) there are reasonable grounds to consider that a country 
which is not a Member State is a safe third country for 
the applicant, pursuant to Article 38; or 

(v) the applicant has misled the authorities by presenting 
false documents; or 

(vi) in bad faith, the applicant has destroyed or disposed of 
an identity or travel document that would have helped 
establish his or her identity or nationality. 

Member States may apply points (v) and (vi) only in indi
vidual cases where there are serious grounds for considering 
that the applicant is attempting to conceal relevant elements 
which would likely lead to a negative decision and provided 
that the applicant has been given full opportunity, taking 
into account the special procedural needs of unaccompanied 
minors, to show good cause for the actions referred to in 
points (v) and (vi), including by consulting with his or her 
representative; 

(c) consider the application to be inadmissible in accordance 
with Article 33(2)(c) if a country which is not a Member 
State is considered as a safe third country for the applicant 
pursuant to Article 38, provided that to do so is in the 
minor’s best interests; 

(d) apply the procedure referred to in Article 20(3) where the 
minor’s representative has legal qualifications in accordance 
with national law. 

Without prejudice to Article 41, in applying Article 46(6) to 
unaccompanied minors, Member States shall provide at least the 
guarantees provided for in Article 46(7) in all cases. 

Article 26 

Detention 

1. Member States shall not hold a person in detention for 
the sole reason that he or she is an applicant. The grounds for 
and conditions of detention and the guarantees available to 
detained applicants shall be in accordance with Directive 
2013/33/EU. 

2. Where an applicant is held in detention, Member States 
shall ensure that there is a possibility of speedy judicial review 
in accordance with Directive 2013/33/EU. 

Article 27 

Procedure in the event of withdrawal of the application 

1. Insofar as Member States provide for the possibility of 
explicit withdrawal of the application under national law, 
when an applicant explicitly withdraws his or her application 
for international protection, Member States shall ensure that the 
determining authority takes a decision either to discontinue the 
examination or to reject the application. 

2. Member States may also decide that the determining 
authority may decide to discontinue the examination without 
taking a decision. In that case, Member States shall ensure that 
the determining authority enters a notice in the applicant’s file. 

Article 28 

Procedure in the event of implicit withdrawal or 
abandonment of the application 

1. When there is reasonable cause to consider that an 
applicant has implicitly withdrawn or abandoned his or her 
application, Member States shall ensure that the determining 
authority takes a decision either to discontinue the examination 
or, provided that the determining authority considers the appli
cation to be unfounded on the basis of an adequate exam
ination of its substance in line with Article 4 of Directive 
2011/95/EU, to reject the application. 

Member States may assume that the applicant has implicitly 
withdrawn or abandoned his or her application for international 
protection in particular when it is ascertained that: 

(a) he or she has failed to respond to requests to provide 
information essential to his or her application in terms of 
Article 4 of Directive 2011/95/EU or has not appeared for a 
personal interview as provided for in Articles 14 to 17 of 
this Directive, unless the applicant demonstrates within a 
reasonable time that his or her failure was due to circum
stances beyond his or her control;
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(b) he or she has absconded or left without authorisation the 
place where he or she lived or was held, without contacting 
the competent authority within a reasonable time, or he or 
she has not within a reasonable time complied with 
reporting duties or other obligations to communicate, 
unless the applicant demonstrates that this was due to 
circumstances beyond his or her control. 

For the purposes of implementing these provisions, Member 
States may lay down time limits or guidelines. 

2. Member States shall ensure that an applicant who reports 
again to the competent authority after a decision to discontinue 
as referred to in paragraph 1 of this Article is taken, is entitled 
to request that his or her case be reopened or to make a new 
application which shall not be subject to the procedure referred 
to in Articles 40 and 41. 

Member States may provide for a time limit of at least nine 
months after which the applicant’s case can no longer be 
reopened or the new application may be treated as a subsequent 
application and subject to the procedure referred to in Articles 
40 and 41. Member States may provide that the applicant’s case 
may be reopened only once. 

Member States shall ensure that such a person is not removed 
contrary to the principle of non-refoulement. 

Member States may allow the determining authority to resume 
the examination at the stage where it was discontinued. 

3. This Article shall be without prejudice to Regulation (EU) 
No 604/2013. 

Article 29 

The role of UNHCR 

1. Member States shall allow UNHCR: 

(a) to have access to applicants, including those in detention, at 
the border and in the transit zones; 

(b) to have access to information on individual applications for 
international protection, on the course of the procedure and 
on the decisions taken, provided that the applicant agrees 
thereto; 

(c) to present its views, in the exercise of its supervisory 
responsibilities under Article 35 of the Geneva Convention, 
to any competent authorities regarding individual appli
cations for international protection at any stage of the 
procedure. 

2. Paragraph 1 shall also apply to an organisation which is 
working in the territory of the Member State concerned on 
behalf of UNHCR pursuant to an agreement with that 
Member State. 

Article 30 

Collection of information on individual cases 

For the purposes of examining individual cases, Member States 
shall not: 

(a) disclose information regarding individual applications for 
international protection, or the fact that an application 
has been made, to the alleged actor(s) of persecution or 
serious harm; 

(b) obtain any information from the alleged actor(s) of perse
cution or serious harm in a manner that would result in 
such actor(s) being directly informed of the fact that an 
application has been made by the applicant in question, 
and would jeopardise the physical integrity of the 
applicant or his or her dependants, or the liberty and 
security of his or her family members still living in the 
country of origin. 

CHAPTER III 

PROCEDURES AT FIRST INSTANCE 

SECTION I 

Article 31 

Examination procedure 

1. Member States shall process applications for international 
protection in an examination procedure in accordance with the 
basic principles and guarantees of Chapter II. 

2. Member States shall ensure that the examination 
procedure is concluded as soon as possible, without prejudice 
to an adequate and complete examination. 

3. Member States shall ensure that the examination 
procedure is concluded within six months of the lodging of 
the application. 

Where an application is subject to the procedure laid down in 
Regulation (EU) No 604/2013, the time limit of six months 
shall start to run from the moment the Member State 
responsible for its examination is determined in accordance 
with that Regulation, the applicant is on the territory of that 
Member State and has been taken in charge by the competent 
authority. 

Member States may extend the time limit of six months set out 
in this paragraph for a period not exceeding a further nine 
months, where: 

(a) complex issues of fact and/or law are involved;
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(b) a large number of third-country nationals or stateless 
persons simultaneously apply for international protection, 
making it very difficult in practice to conclude the 
procedure within the six-month time limit; 

(c) where the delay can clearly be attributed to the failure of the 
applicant to comply with his or her obligations under 
Article 13. 

By way of exception, Member States may, in duly justified 
circumstances, exceed the time limits laid down in this 
paragraph by a maximum of three months where necessary in 
order to ensure an adequate and complete examination of the 
application for international protection. 

4. Without prejudice to Articles 13 and 18 of Directive 
2011/95/EU, Member States may postpone concluding the 
examination procedure where the determining authority 
cannot reasonably be expected to decide within the time- 
limits laid down in paragraph 3 due to an uncertain situation 
in the country of origin which is expected to be temporary. In 
such a case, Member States shall: 

(a) conduct reviews of the situation in that country of origin at 
least every six months; 

(b) inform the applicants concerned within a reasonable time of 
the reasons for the postponement; 

(c) inform the Commission within a reasonable time of the 
postponement of procedures for that country of origin. 

5. In any event, Member States shall conclude the exam
ination procedure within a maximum time limit of 21 
months from the lodging of the application. 

6. Member States shall ensure that, where a decision cannot 
be taken within six months, the applicant concerned shall: 

(a) be informed of the delay; and 

(b) receive, upon his or her request, information on the reasons 
for the delay and the time-frame within which the decision 
on his or her application is to be expected. 

7. Member States may prioritise an examination of an appli
cation for international protection in accordance with the basic 
principles and guarantees of Chapter II in particular: 

(a) where the application is likely to be well-founded; 

(b) where the applicant is vulnerable, within the meaning of 
Article 22 of Directive 2013/33/EU, or is in need of 

special procedural guarantees, in particular unaccompanied 
minors. 

8. Member States may provide that an examination 
procedure in accordance with the basic principles and guar
antees of Chapter II be accelerated and/or conducted at the 
border or in transit zones in accordance with Article 43 if: 

(a) the applicant, in submitting his or her application and pres
enting the facts, has only raised issues that are not relevant 
to the examination of whether he or she qualifies as a 
beneficiary of international protection by virtue of 
Directive 2011/95/EU; or 

(b) the applicant is from a safe country of origin within the 
meaning of this Directive; or 

(c) the applicant has misled the authorities by presenting false 
information or documents or by withholding relevant 
information or documents with respect to his or her 
identity and/or nationality that could have had a negative 
impact on the decision; or 

(d) it is likely that, in bad faith, the applicant has destroyed or 
disposed of an identity or travel document that would have 
helped establish his or her identity or nationality; or 

(e) the applicant has made clearly inconsistent and contra
dictory, clearly false or obviously improbable represen
tations which contradict sufficiently verified country-of- 
origin information, thus making his or her claim clearly 
unconvincing in relation to whether he or she qualifies as 
a beneficiary of international protection by virtue of 
Directive 2011/95/EU; or 

(f) the applicant has introduced a subsequent application for 
international protection that is not inadmissible in 
accordance with Article 40(5); or 

(g) the applicant is making an application merely in order to 
delay or frustrate the enforcement of an earlier or imminent 
decision which would result in his or her removal; or 

(h) the applicant entered the territory of the Member State 
unlawfully or prolonged his or her stay unlawfully and, 
without good reason, has either not presented himself or 
herself to the authorities or not made an application for 
international protection as soon as possible, given the 
circumstances of his or her entry; or
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(i) the applicant refuses to comply with an obligation to have 
his or her fingerprints taken in accordance with Regulation 
(EU) No 603/2013 of the European Parliament and of the 
Council of 26 June 2013 on the establishment of Eurodac 
for the comparison of fingerprints for the effective appli
cation of Regulation (EU) No 604/2013 establishing the 
criteria and mechanisms for determining the Member 
State responsible for examining an application for inter
national protection lodged in one of the Member States 
by a third-country national or a stateless person and on 
requests for the comparison with Eurodac data by 
Member States’ law enforcement authorities and Europol 
for law enforcement purposes ( 1 ); or 

(j) the applicant may, for serious reasons, be considered a 
danger to the national security or public order of the 
Member State, or the applicant has been forcibly expelled 
for serious reasons of public security or public order under 
national law. 

9. Member States shall lay down time limits for the adoption 
of a decision in the procedure at first instance pursuant to 
paragraph 8. Those time limits shall be reasonable. 

Without prejudice to paragraphs 3 to 5, Member States may 
exceed those time limits where necessary in order to ensure an 
adequate and complete examination of the application for inter
national protection. 

Article 32 

Unfounded applications 

1. Without prejudice to Article 27, Member States may only 
consider an application to be unfounded if the determining 
authority has established that the applicant does not qualify 
for international protection pursuant to Directive 2011/95/EU. 

2. In cases of unfounded applications in which any of the 
circumstances listed in Article 31(8) apply, Member States may 
also consider an application to be manifestly unfounded, where 
it is defined as such in the national legislation. 

SECTION II 

Article 33 

Inadmissible applications 

1. In addition to cases in which an application is not 
examined in accordance with Regulation (EU) No 604/2013, 
Member States are not required to examine whether the 
applicant qualifies for international protection in accordance 
with Directive 2011/95/EU where an application is considered 
inadmissible pursuant to this Article. 

2. Member States may consider an application for inter
national protection as inadmissible only if: 

(a) another Member State has granted international protection; 

(b) a country which is not a Member State is considered as a 
first country of asylum for the applicant, pursuant to 
Article 35; 

(c) a country which is not a Member State is considered as a 
safe third country for the applicant, pursuant to Article 38; 

(d) the application is a subsequent application, where no new 
elements or findings relating to the examination of whether 
the applicant qualifies as a beneficiary of international 
protection by virtue of Directive 2011/95/EU have arisen 
or have been presented by the applicant; or 

(e) a dependant of the applicant lodges an application, after he 
or she has in accordance with Article 7(2) consented to 
have his or her case be part of an application lodged on 
his or her behalf, and there are no facts relating to the 
dependant’s situation which justify a separate application. 

Article 34 

Special rules on an admissibility interview 

1. Member States shall allow applicants to present their 
views with regard to the application of the grounds referred 
to in Article 33 in their particular circumstances before the 
determining authority decides on the admissibility of an appli
cation for international protection. To that end, Member States 
shall conduct a personal interview on the admissibility of the 
application. Member States may make an exception only in 
accordance with Article 42 in the case of a subsequent appli
cation. 

This paragraph shall be without prejudice to Article 4(2)(a) of 
this Directive and to Article 5 of Regulation (EU) No 604/2013. 

2. Member States may provide that the personnel of auth
orities other than the determining authority conduct the 
personal interview on the admissibility of the application for 
international protection. In such cases, Member States shall 
ensure that such personnel receive in advance the necessary 
basic training, in particular with respect to international 
human rights law, the Union asylum acquis and interview tech
niques. 

SECTION III 

Article 35 

The concept of first country of asylum 

A country can be considered to be a first country of asylum for 
a particular applicant if:
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(a) he or she has been recognised in that country as a refugee 
and he or she can still avail himself/herself of that 
protection; or 

(b) he or she otherwise enjoys sufficient protection in that 
country, including benefiting from the principle of non- 
refoulement, 

provided that he or she will be readmitted to that country. 

In applying the concept of first country of asylum to the 
particular circumstances of an applicant, Member States may 
take into account Article 38(1). The applicant shall be 
allowed to challenge the application of the first country of 
asylum concept to his or her particular circumstances. 

Article 36 

The concept of safe country of origin 

1. A third country designated as a safe country of origin in 
accordance with this Directive may, after an individual exam
ination of the application, be considered as a safe country of 
origin for a particular applicant only if: 

(a) he or she has the nationality of that country; or 

(b) he or she is a stateless person and was formerly habitually 
resident in that country, 

and he or she has not submitted any serious grounds for 
considering the country not to be a safe country of origin in 
his or her particular circumstances and in terms of his or her 
qualification as a beneficiary of international protection in 
accordance with Directive 2011/95/EU. 

2. Member States shall lay down in national legislation 
further rules and modalities for the application of the safe 
country of origin concept. 

Article 37 

National designation of third countries as safe countries of 
origin 

1. Member States may retain or introduce legislation that 
allows, in accordance with Annex I, for the national designation 
of safe countries of origin for the purposes of examining appli
cations for international protection. 

2. Member States shall regularly review the situation in third 
countries designated as safe countries of origin in accordance 
with this Article. 

3. The assessment of whether a country is a safe country of 
origin in accordance with this Article shall be based on a range 
of sources of information, including in particular information 
from other Member States, EASO, UNHCR, the Council of 
Europe and other relevant international organisations. 

4. Member States shall notify to the Commission the 
countries that are designated as safe countries of origin in 
accordance with this Article. 

Article 38 

The concept of safe third country 

1. Member States may apply the safe third country concept 
only where the competent authorities are satisfied that a person 
seeking international protection will be treated in accordance 
with the following principles in the third country concerned: 

(a) life and liberty are not threatened on account of race, 
religion, nationality, membership of a particular social 
group or political opinion; 

(b) there is no risk of serious harm as defined in Directive 
2011/95/EU; 

(c) the principle of non-refoulement in accordance with the 
Geneva Convention is respected; 

(d) the prohibition of removal, in violation of the right to 
freedom from torture and cruel, inhuman or degrading 
treatment as laid down in international law, is respected; 
and 

(e) the possibility exists to request refugee status and, if found 
to be a refugee, to receive protection in accordance with the 
Geneva Convention. 

2. The application of the safe third country concept shall be 
subject to rules laid down in national law, including: 

(a) rules requiring a connection between the applicant and the 
third country concerned on the basis of which it would be 
reasonable for that person to go to that country; 

(b) rules on the methodology by which the competent auth
orities satisfy themselves that the safe third country concept 
may be applied to a particular country or to a particular 
applicant. Such methodology shall include case-by-case 
consideration of the safety of the country for a particular 
applicant and/or national designation of countries 
considered to be generally safe; 

(c) rules in accordance with international law, allowing an indi
vidual examination of whether the third country concerned 
is safe for a particular applicant which, as a minimum, shall 
permit the applicant to challenge the application of the safe 
third country concept on the grounds that the third country 
is not safe in his or her particular circumstances. The 
applicant shall also be allowed to challenge the existence 
of a connection between him or her and the third country 
in accordance with point (a).
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3. When implementing a decision solely based on this 
Article, Member States shall: 

(a) inform the applicant accordingly; and 

(b) provide him or her with a document informing the auth
orities of the third country, in the language of that country, 
that the application has not been examined in substance. 

4. Where the third country does not permit the applicant to 
enter its territory, Member States shall ensure that access to a 
procedure is given in accordance with the basic principles and 
guarantees described in Chapter II. 

5. Member States shall inform the Commission periodically 
of the countries to which this concept is applied in accordance 
with the provisions of this Article. 

Article 39 

The concept of European safe third country 

1. Member States may provide that no, or no full, exam
ination of the application for international protection and of 
the safety of the applicant in his or her particular circumstances 
as described in Chapter II shall take place in cases where a 
competent authority has established, on the basis of the facts, 
that the applicant is seeking to enter or has entered illegally into 
its territory from a safe third country according to paragraph 2. 

2. A third country can only be considered as a safe third 
country for the purposes of paragraph 1 where: 

(a) it has ratified and observes the provisions of the Geneva 
Convention without any geographical limitations; 

(b) it has in place an asylum procedure prescribed by law; and 

(c) it has ratified the European Convention for the Protection of 
Human Rights and Fundamental Freedoms and observes its 
provisions, including the standards relating to effective 
remedies. 

3. The applicant shall be allowed to challenge the application 
of the concept of European safe third country on the grounds 
that the third country concerned is not safe in his or her 
particular circumstances. 

4. The Member States concerned shall lay down in national 
law the modalities for implementing the provisions of 
paragraph 1 and the consequences of decisions pursuant to 
those provisions in accordance with the principle of non- 
refoulement, including providing for exceptions from the appli
cation of this Article for humanitarian or political reasons or for 
reasons of public international law. 

5. When implementing a decision solely based on this 
Article, the Member States concerned shall: 

(a) inform the applicant accordingly; and 

(b) provide him or her with a document informing the auth
orities of the third country, in the language of that country, 
that the application has not been examined in substance. 

6. Where the safe third country does not readmit the 
applicant, Member States shall ensure that access to a 
procedure is given in accordance with the basic principles and 
guarantees described in Chapter II. 

7. Member States shall inform the Commission periodically 
of the countries to which this concept is applied in accordance 
with this Article. 

SECTION IV 

Article 40 

Subsequent application 

1. Where a person who has applied for international 
protection in a Member State makes further representations or 
a subsequent application in the same Member State, that 
Member State shall examine these further representations or 
the elements of the subsequent application in the framework 
of the examination of the previous application or in the 
framework of the examination of the decision under review 
or appeal, insofar as the competent authorities can take into 
account and consider all the elements underlying the further 
representations or subsequent application within this 
framework. 

2. For the purpose of taking a decision on the admissibility 
of an application for international protection pursuant to 
Article 33(2)(d), a subsequent application for international 
protection shall be subject first to a preliminary examination 
as to whether new elements or findings have arisen or have 
been presented by the applicant which relate to the examination 
of whether the applicant qualifies as a beneficiary of inter
national protection by virtue of Directive 2011/95/EU. 

3. If the preliminary examination referred to in paragraph 2 
concludes that new elements or findings have arisen or been 
presented by the applicant which significantly add to the like
lihood of the applicant qualifying as a beneficiary of inter
national protection by virtue of Directive 2011/95/EU, the 
application shall be further examined in conformity with 
Chapter II. Member States may also provide for other reasons 
for a subsequent application to be further examined. 

4. Member States may provide that the application will only 
be further examined if the applicant concerned was, through no 
fault of his or her own, incapable of asserting the situations set 
forth in paragraphs 2 and 3 of this Article in the previous 
procedure, in particular by exercising his or her right to an 
effective remedy pursuant to Article 46.
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5. When a subsequent application is not further examined 
pursuant to this Article, it shall be considered inadmissible, in 
accordance with Article 33(2)(d). 

6. The procedure referred to in this Article may also be 
applicable in the case of: 

(a) a dependant who lodges an application after he or she has, 
in accordance with Article 7(2), consented to have his or 
her case be part of an application lodged on his or her 
behalf; and/or 

(b) an unmarried minor who lodges an application after an 
application has been lodged on his or her behalf pursuant 
to Article 7(5)(c). 

In those cases, the preliminary examination referred to in 
paragraph 2 will consist of examining whether there are facts 
relating to the dependant’s or the unmarried minor’s situation 
which justify a separate application. 

7. Where a person with regard to whom a transfer decision 
has to be enforced pursuant to Regulation (EU) No 604/2013 
makes further representations or a subsequent application in the 
transferring Member State, those representations or subsequent 
applications shall be examined by the responsible Member State, 
as defined in that Regulation, in accordance with this Directive. 

Article 41 

Exceptions from the right to remain in case of subsequent 
applications 

1. Member States may make an exception from the right to 
remain in the territory where a person: 

(a) has lodged a first subsequent application, which is not 
further examined pursuant to Article 40(5), merely in 
order to delay or frustrate the enforcement of a decision 
which would result in his or her imminent removal from 
that Member State; or 

(b) makes another subsequent application in the same Member 
State, following a final decision considering a first 
subsequent application inadmissible pursuant to 
Article 40(5) or after a final decision to reject that appli
cation as unfounded. 

Member States may make such an exception only where the 
determining authority considers that a return decision will not 
lead to direct or indirect refoulement in violation of that Member 
State’s international and Union obligations. 

2. In cases referred to in paragraph 1, Member States may 
also: 

(a) derogate from the time limits normally applicable in accel
erated procedures, in accordance with national law, when 
the examination procedure is accelerated in accordance with 
Article 31(8)(g); 

(b) derogate from the time limits normally applicable to 
admissibility procedures provided for in Articles 33 and 
34, in accordance with national law; and/or 

(c) derogate from Article 46(8). 

Article 42 

Procedural rules 

1. Member States shall ensure that applicants whose appli
cation is subject to a preliminary examination pursuant to 
Article 40 enjoy the guarantees provided for in Article 12(1). 

2. Member States may lay down in national law rules on the 
preliminary examination pursuant to Article 40. Those rules 
may, inter alia: 

(a) oblige the applicant concerned to indicate facts and 
substantiate evidence which justify a new procedure; 

(b) permit the preliminary examination to be conducted on the 
sole basis of written submissions without a personal 
interview, with the exception of the cases referred to in 
Article 40(6). 

Those rules shall not render impossible the access of applicants 
to a new procedure or result in the effective annulment or 
severe curtailment of such access. 

3. Member States shall ensure that the applicant is informed 
in an appropriate manner of the outcome of the preliminary 
examination and, if the application is not to be further 
examined, of the reasons why and the possibilities for seeking 
an appeal or review of the decision. 

SECTION V 

Article 43 

Border procedures 

1. Member States may provide for procedures, in accordance 
with the basic principles and guarantees of Chapter II, in order 
to decide at the border or transit zones of the Member State on: 

(a) the admissibility of an application, pursuant to Article 33, 
made at such locations; and/or
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(b) the substance of an application in a procedure pursuant to 
Article 31(8). 

2. Member States shall ensure that a decision in the 
framework of the procedures provided for in paragraph 1 is 
taken within a reasonable time. When a decision has not been 
taken within four weeks, the applicant shall be granted entry to 
the territory of the Member State in order for his or her appli
cation to be processed in accordance with the other provisions 
of this Directive. 

3. In the event of arrivals involving a large number of third- 
country nationals or stateless persons lodging applications for 
international protection at the border or in a transit zone, 
which makes it impossible in practice to apply there the 
provisions of paragraph 1, those procedures may also be 
applied where and for as long as these third-country nationals 
or stateless persons are accommodated normally at locations in 
proximity to the border or transit zone. 

CHAPTER IV 

PROCEDURES FOR THE WITHDRAWAL OF INTERNATIONAL 
PROTECTION 

Article 44 

Withdrawal of international protection 

Member States shall ensure that an examination to withdraw 
international protection from a particular person may 
commence when new elements or findings arise indicating 
that there are reasons to reconsider the validity of his or her 
international protection. 

Article 45 

Procedural rules 

1. Member States shall ensure that, where the competent 
authority is considering withdrawing international protection 
from a third-country national or stateless person in accordance 
with Article 14 or 19 of Directive 2011/95/EU, the person 
concerned enjoys the following guarantees: 

(a) to be informed in writing that the competent authority is 
reconsidering his or her qualification as a beneficiary of 
international protection and the reasons for such a recon
sideration; and 

(b) to be given the opportunity to submit, in a personal 
interview in accordance with Article 12(1)(b) and Articles 
14 to 17 or in a written statement, reasons as to why his or 
her international protection should not be withdrawn. 

2. In addition, Member States shall ensure that within the 
framework of the procedure set out in paragraph 1: 

(a) the competent authority is able to obtain precise and up-to- 
date information from various sources, such as, where 

appropriate, from EASO and UNHCR, as to the general 
situation prevailing in the countries of origin of the 
persons concerned; and 

(b) where information on an individual case is collected for the 
purposes of reconsidering international protection, it is not 
obtained from the actor(s) of persecution or serious harm in 
a manner that would result in such actor(s) being directly 
informed of the fact that the person concerned is a bene
ficiary of international protection whose status is under 
reconsideration, or jeopardise the physical integrity of the 
person or his or her dependants, or the liberty and security 
of his or her family members still living in the country of 
origin. 

3. Member States shall ensure that the decision of the 
competent authority to withdraw international protection is 
given in writing. The reasons in fact and in law shall be 
stated in the decision and information on how to challenge 
the decision shall be given in writing. 

4. Once the competent authority has taken the decision to 
withdraw international protection, Article 20, Article 22, 
Article 23(1) and Article 29 are equally applicable. 

5. By way of derogation from paragraphs 1 to 4 of this 
Article, Member States may decide that international protection 
shall lapse by law where the beneficiary of international 
protection has unequivocally renounced his or her recognition 
as such. A Member State may also provide that international 
protection shall lapse by law where the beneficiary of inter
national protection has become a national of that Member 
State. 

CHAPTER V 

APPEALS PROCEDURES 

Article 46 

The right to an effective remedy 

1. Member States shall ensure that applicants have the right 
to an effective remedy before a court or tribunal, against the 
following: 

(a) a decision taken on their application for international 
protection, including a decision: 

(i) considering an application to be unfounded in relation 
to refugee status and/or subsidiary protection status; 

(ii) considering an application to be inadmissible pursuant 
to Article 33(2); 

(iii) taken at the border or in the transit zones of a Member 
State as described in Article 43(1);
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(iv) not to conduct an examination pursuant to Article 39; 

(b) a refusal to reopen the examination of an application after 
its discontinuation pursuant to Articles 27 and 28; 

(c) a decision to withdraw international protection pursuant to 
Article 45. 

2. Member States shall ensure that persons recognised by the 
determining authority as eligible for subsidiary protection have 
the right to an effective remedy pursuant to paragraph 1 against 
a decision considering an application unfounded in relation to 
refugee status. 

Without prejudice to paragraph 1(c), where the subsidiary 
protection status granted by a Member State offers the same 
rights and benefits as those offered by the refugee status under 
Union and national law, that Member State may consider an 
appeal against a decision considering an application unfounded 
in relation to refugee status inadmissible on the grounds of 
insufficient interest on the part of the applicant in maintaining 
the proceedings. 

3. In order to comply with paragraph 1, Member States shall 
ensure that an effective remedy provides for a full and ex nunc 
examination of both facts and points of law, including, where 
applicable, an examination of the international protection needs 
pursuant to Directive 2011/95/EU, at least in appeals 
procedures before a court or tribunal of first instance. 

4. Member States shall provide for reasonable time limits and 
other necessary rules for the applicant to exercise his or her 
right to an effective remedy pursuant to paragraph 1. The time 
limits shall not render such exercise impossible or excessively 
difficult. 

Member States may also provide for an ex officio review of 
decisions taken pursuant to Article 43. 

5. Without prejudice to paragraph 6, Member States shall 
allow applicants to remain in the territory until the time limit 
within which to exercise their right to an effective remedy has 
expired and, when such a right has been exercised within the 
time limit, pending the outcome of the remedy. 

6. In the case of a decision: 

(a) considering an application to be manifestly unfounded in 
accordance with Article 32(2) or unfounded after exam
ination in accordance with Article 31(8), except for cases 
where these decisions are based on the circumstances 
referred to in Article 31(8)(h); 

(b) considering an application to be inadmissible pursuant to 
Article 33(2)(a), (b) or (d); 

(c) rejecting the reopening of the applicant’s case after it has 
been discontinued according to Article 28; or 

(d) not to examine or not to examine fully the application 
pursuant to Article 39, 

a court or tribunal shall have the power to rule whether or not 
the applicant may remain on the territory of the Member State, 
either upon the applicant’s request or acting ex officio, if such a 
decision results in ending the applicant’s right to remain in the 
Member State and where in such cases the right to remain in 
the Member State pending the outcome of the remedy is not 
provided for in national law. 

7. Paragraph 6 shall only apply to procedures referred to in 
Article 43 provided that: 

(a) the applicant has the necessary interpretation, legal 
assistance and at least one week to prepare the request 
and submit to the court or tribunal the arguments in 
favour of granting him or her the right to remain on the 
territory pending the outcome of the remedy; and 

(b) in the framework of the examination of the request referred 
to in paragraph 6, the court or tribunal examines the 
negative decision of the determining authority in terms of 
fact and law. 

If the conditions referred to in points (a) and (b) are not met, 
paragraph 5 shall apply. 

8. Member States shall allow the applicant to remain in the 
territory pending the outcome of the procedure to rule whether 
or not the applicant may remain on the territory, laid down in 
paragraphs 6 and 7. 

9. Paragraphs 5, 6 and 7 shall be without prejudice to 
Article 26 of Regulation (EU) No 604/2013. 

10. Member States may lay down time limits for the court or 
tribunal pursuant to paragraph 1 to examine the decision of the 
determining authority. 

11. Member States may also lay down in national legislation 
the conditions under which it can be assumed that an applicant 
has implicitly withdrawn or abandoned his or her remedy 
pursuant to paragraph 1, together with the rules on the 
procedure to be followed.
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CHAPTER VI 

GENERAL AND FINAL PROVISIONS 

Article 47 

Challenge by public authorities 

This Directive does not affect the possibility for public auth
orities of challenging the administrative and/or judicial decisions 
as provided for in national legislation. 

Article 48 

Confidentiality 

Member States shall ensure that authorities implementing this 
Directive are bound by the confidentiality principle as defined in 
national law, in relation to any information they obtain in the 
course of their work. 

Article 49 

Cooperation 

Member States shall each appoint a national contact point and 
communicate its address to the Commission. The Commission 
shall communicate that information to the other Member States. 

Member States shall, in liaison with the Commission, take all 
appropriate measures to establish direct cooperation and an 
exchange of information between the competent authorities. 

When resorting to the measures referred to in Article 6(5), the 
second subparagraph of Article 14(1) and Article 31(3)(b), 
Member States shall inform the Commission as soon as the 
reasons for applying those exceptional measures have ceased 
to exist and at least on an annual basis. That information 
shall, where possible, include data on the percentage of the 
applications for which derogations were applied to the total 
number of applications processed during that period. 

Article 50 

Report 

No later than 20 July 2017, the Commission shall report to the 
European Parliament and the Council on the application of this 
Directive in the Member States and shall propose any 
amendments that are necessary. Member States shall send to 
the Commission all the information that is appropriate for 
drawing up its report. After presenting the report, the 
Commission shall report to the European Parliament and the 
Council on the application of this Directive in the Member 
States at least every five years. 

As part of the first report, the Commission shall also report, in 
particular, on the application of Article 17 and the various tools 
used in relation to the reporting of the personal interview. 

Article 51 

Transposition 

1. Member States shall bring into force the laws, regulations 
and administrative provisions necessary to comply with Articles 

1 to 30, Article 31(1), (2) and (6) to (9), Articles 32 to 46, 
Articles 49 and 50 and Annex I by 20 July 2015 at the latest. 
They shall forthwith communicate the text of those measures to 
the Commission. 

2. Member States shall bring into force the laws, regulations 
and administrative provisions necessary to comply with 
Article 31(3), (4) and (5) by 20 July 2018. They shall 
forthwith communicate the text of those measures to the 
Commission. 

3. When Member States adopt the provisions referred to in 
paragraphs 1 and 2, they shall contain a reference to this 
Directive or be accompanied by such a reference on the 
occasion of their official publication. They shall also include a 
statement that references in existing laws, regulations and 
administrative provisions to the directive repealed by this 
Directive shall be construed as references to this Directive. 
Member States shall determine how such reference is to be 
made and how that statement is to be formulated. 

4. Member States shall communicate to the Commission the 
text of the main provisions of national law which they adopt in 
the field covered by this Directive. 

Article 52 

Transitional provisions 

Member States shall apply the laws, regulations and adminis
trative provisions referred to in Article 51(1) to applications for 
international protection lodged and to procedures for the with
drawal of international protection started after 20 July 2015 or 
an earlier date. Applications lodged before 20 July 2015 and 
procedures for the withdrawal of refugee status started before 
that date shall be governed by the laws, regulations and 
administrative provisions adopted pursuant to Directive 
2005/85/EC. 

Member States shall apply the laws, regulations and adminis
trative provisions referred to in Article 51(2) to applications for 
international protection lodged after 20 July 2018 or an earlier 
date. Applications lodged before that date shall be governed by 
the laws, regulations and administrative provisions in 
accordance with Directive 2005/85/EC. 

Article 53 

Repeal 

Directive 2005/85/EC is repealed for the Member States bound 
by this Directive with effect from 21 July 2015, without 
prejudice to the obligations of the Member States relating to 
the time limit for transposition into national law of the 
Directive set out in Annex II, Part B. 

References to the repealed Directive shall be construed as 
references to this Directive and shall be read in accordance 
with the correlation table in Annex III.
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Article 54 

Entry into force and application 

This Directive shall enter into force on the twentieth day following that of its publication in the Official 
Journal of the European Union. 

Articles 47 and 48 shall apply from 21 July 2015. 

Article 55 

Addressees 

This Directive is addressed to the Member States in accordance with the Treaties. 

Done at Brussels, 26 June 2013. 

For the European Parliament 
The President 
M. SCHULZ 

For the Council 
The President 
A. SHATTER
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ANNEX I 

Designation of safe countries of origin for the purposes of Article 37(1) 

A country is considered as a safe country of origin where, on the basis of the legal situation, the application of the law 
within a democratic system and the general political circumstances, it can be shown that there is generally and 
consistently no persecution as defined in Article 9 of Directive 2011/95/EU, no torture or inhuman or degrading 
treatment or punishment and no threat by reason of indiscriminate violence in situations of international or internal 
armed conflict. 

In making this assessment, account shall be taken, inter alia, of the extent to which protection is provided against 
persecution or mistreatment by: 

(a) the relevant laws and regulations of the country and the manner in which they are applied; 

(b) observance of the rights and freedoms laid down in the European Convention for the Protection of Human Rights 
and Fundamental Freedoms and/or the International Covenant for Civil and Political Rights and/or the United Nations 
Convention against Torture, in particular the rights from which derogation cannot be made under Article 15(2) of the 
said European Convention; 

(c) respect for the non-refoulement principle in accordance with the Geneva Convention; 

(d) provision for a system of effective remedies against violations of those rights and freedoms.
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ANNEX II 

PART A 

Repealed Directive 

(referred to in Article 53) 

Council Directive 2005/85/EC (OJ L 326, 13.12.2005, p. 13). 

PART B 

Time limit for transposition into national law 

(referred to in Article 51) 

Directive Time limits for transposition 

2005/85/EC First deadline: 1 December 2007 
Second deadline: 1 December 2008
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ANNEX III 

Correlation Table 

Directive 2005/85/EC This Directive 

Article 1 Article 1 

Article 2(a) to (c) Article 2(a) to (c) 

— Article 2(d) 

Article 2(d) to (f) Article 2(e) to (g) 

— Article 2(h) and (i) 

Article 2(g) Article 2(j) 

— Article 2(k) and (l) 

Article 2(h) to (k) Article 2(m) to (p) 

— Article 2(q) 

Article 3(1) and (2) Article 3(1) and (2) 

Article 3(3) — 

Article 3(4) Article 3(3) 

Article 4(1), first subparagraph Article 4(1), first subparagraph 

Article 4(1), second subparagraph — 

Article 4(2)(a) Article 4(2)(a) 

Article 4(2)(b) to (d) — 

Article 4(2)(e) Article 4(2)(b) 

Article 4(2)(f) — 

— Article 4(3) 

Article 4(3) Article 4(4) 

— Article 4(5) 

Article 5 Article 5 

Article 6(1) Article 6(1) 

— Article 6(2) to (4) 

Article 6(2) and (3) Article 7(1) and (2) 

— Article 7(3) 

— Article 7(4) 

Article 6(4) Article 7(5) 

Article 6(5) — 

— Article 8 

Article 7(1) and (2) Article 9(1) and (2)

EN 29.6.2013 Official Journal of the European Union L 180/89



Directive 2005/85/EC This Directive 

— Article 9(3) 

Article 8(1) Article 10(1) 

— Article 10(2) 

Article 8(2)(a) to (c) Article 10(3)(a) to (c) 

— Article 10(3)(d) 

Article 8(3) and (4) Article 10(4) and (5) 

Article 9(1) Article 11(1) 

Article 9(2), first subparagraph Article 11(2), first subparagraph 

Article 9(2), second subparagraph — 

Article 9(2), third subparagraph Article 11(2), second subparagraph 

Article 9(3) Article 11(3) 

Article 10(1)(a) to (c) Article 12(1)(a) to (c) 

— Article 12(1)(d) 

Article 10(1)(d) and (e) Article 12(1)(e) and (f) 

Article 10(2) Article 12(2) 

Article 11 Article 13 

Article 12(1), first subparagraph Article 14(1), first subparagraph 

Article 12(2), second subparagraph — 

— Article 14(1), second and third subparagraph 

Article 12(2), third subparagraph Article 14(1), fourth subparagraph 

Article 12(2)(a) Article 14(2)(a) 

Article 12(2)(b) — 

Article 12(2)(c) — 

Article 12(3), first subparagraph Article 14(2)(b) 

Article 12(3), second subparagraph Article 14(2), second subparagraph 

Article 12(4) to (6) Article 14(3) to (5) 

Article 13(1) and (2) Article 15(1) and (2) 

Article 13(3)(a) Article 15(3)(a) 

— Article 15(3)(b) 

Article 13(3)(b) Article 15(3)(c) 

— Article 15(3)(d) 

— Article 15(3)(e) 

Article 13(4) Article 15(4)
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Directive 2005/85/EC This Directive 

Article 13(5) — 

— Article 16 

Article 14 — 

— Article 17 

— Article 18 

— Article 19 

Article 15(1) Article 22(1) 

Article 15(2) Article 20(1) 

— Article 20(2) to (4) 

— Article 21(1) 

Article 15(3)(a) — 

Article 15(3)(b) and (c) Article 21(2)(a) and (b) 

Article 15(3)(d) — 

Article 15(3), second subparagraph — 

Article 15(4) to (6) Article 21(3) to (5) 

— Article 22(2) 

Article 16(1), first subparagraph Article 23(1), first subparagraph 

Article 16(1), second subparagraph, first sentence Article 23(1), second subparagraph, introductory words 

— Article 23(1)(a) 

Article 16(1), second subparagraph, second sentence Article 23(1)(b) 

Article 16(2), first sentence Article 23(2) 

Article 16(2), second sentence — 

— Article 23(3) 

Article 16(3) Article 23(4), first subparagraph 

Article 16(4), first subparagraph — 

Article 16(4), second and third subparagraphs Article 23(4), second and third subparagraphs 

— Article 24 

Article 17(1) Article 25(1) 

Article 17(2)(a) Article 25(2) 

Article 17(2)(b) and (c) — 

Article 17(3) — 

Article 17(4) Article 25(3) 

— Article 25(4) 

Article 17(5) Article 25(5)
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Directive 2005/85/EC This Directive 

— Article 25(6) 

Article 17(6) Article 25(7) 

Article 18 Article 26 

Article 19 Article 27 

Article 20(1) and (2) Article 28(1) and (2) 

— Article 28(3) 

Article 21 Article 29 

Article 22 Article 30 

Article 23(1) Article 31(1) 

Article 23(2), first subparagraph Article 31(2) 

— Article 31(3) 

— Article 31(4) and (5) 

Article 23(2), second subparagraph Article 31(6) 

Article 23(3) — 

— Article 31(7) 

Article 23(4)(a) Article 31(8)(a) 

Article 23(4)(b) — 

Article 23(4)(c)(i) Article 31(8)(b) 

Article 23(4)(c)(ii) — 

Article 23(4)(d) Article 31(8)(c) 

Article 23(4)(e) — 

Article 23(4)(f) Article 31(8)(d) 

Article 23(4)(g) Article 31(8)(e) 

— Article 31(8)(f) 

Article 23(4)(h) and (i) — 

Article 23(4)(j) Article 31(8)(g) 

— Article 31(8)(h) and (i) 

Article 23(4)(k) and (l) — 

Article 23(4)(m) Article 31(8)(j) 

Article 23(4)(n) and (o) — 

— Article 31(9) 

Article 24 — 

Article 25 Article 33 

Article 25(1) Article 33(1)
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Directive 2005/85/EC This Directive 

Article 25(2)(a) to (c) Article 33(2)(a) to (c) 

Article 25(2)(d) and (e) — 

Article 25(2)(f) and (g) Article 33(2)(d) and (e) 

— Article 34 

Article 26 Article 35 

Article 27(1)(a) Article 38(1)(a) 

— Article 38(1)(b) 

Article 27(1)(b) to (d) Article 38(1)(c) to (e) 

Article 27(2) to (5) Article 38(2) to (5) 

Article 28 Article 32 

Article 29 — 

Article 30(1) Article 37(1) 

Article 30(2) to (4) — 

— Article 37(2) 

Article 30(5) and (6) Article 37(3) and (4) 

Article 31(1) Article 36(1) 

Article 31(2) — 

Article 31(3) Article 36(2) 

Article 32(1) Article 40(1) 

Article 32(2) — 

Article 32(3) Article 40(2) 

Article 32(4) Article 40(3), first sentence 

Article 32(5) Article 40(3), second sentence 

Article 32(6) Article 40(4) 

— Article 40(5) 

Article 32(7), first subparagraph Article 40(6)(a) 

— Article 40(6)(b) 

Article 32(7), second subparagraph Article 40(6), second subparagraph 

— Article 40(7) 

— Article 41 

Article 33 — 

Article 34(1) and (2)(a) Article 42(1) and (2)(a) 

Article 34(2)(b) — 

Article 34(2)(c) Article 42(2)(b)

EN 29.6.2013 Official Journal of the European Union L 180/93



Directive 2005/85/EC This Directive 

Article 34(3)(a) Article 42(3) 

Article 34(3)(b) — 

Article 35(1) Article 43(1)(a) 

— Article 43(1)(b) 

Article 35(2) and (3)(a) to (f) — 

Article 35(4) Article 43(2) 

Article 35(5) Article 43(3) 

Article 36(1) to (2)(c) Article 39(1) to (2)(c) 

Article 36(2)(d) — 

Article 36(3) — 

— Article 39(3) 

Article 36(4) to (6) Article 39(4) to (6) 

— Article 39(7) 

Article 36(7) — 

Article 37 Article 44 

Article 38 Article 45 

— Article 46(1)(a)(i) 

Article 39(1)(a)(i) and (ii) Article 46(1)(a)(ii) and (iii) 

Article 39(1)(a)(iii) — 

Article 39(1)(b) Article 46(1)(b) 

Article 39(1)(c) and (d) — 

Article 39(1)(e) Article 46(1)(c) 

— Article 46(2) and (3) 

Article 39(2) Article 46(4), first subparagraph 

— Article 46(4), second and third subparagraphs 

Article 39(3) — 

— Article 46(5) to (9) 

Article 39(4) Article 46(10) 

Article 39(5) — 

Article 39(6) Article 41(11) 

Article 40 Article 47 

Article 41 Article 48 

— Article 49 

Article 42 Article 50
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Directive 2005/85/EC This Directive 

Article 43, first subparagraph Article 51(1) 

— Article 51(2) 

Article 43, second and third subparagraphs Article 51(3) and (4) 

Article 44 Article 52, first subparagraph 

— Article 52, second subparagraph 

— Article 53 

Article 45 Article 54 

Article 46 Article 55 

Annex I — 

Annex II Annex I 

Annex III — 

— Annex II 

— Annex III
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DIRECTIVE 2013/33/EU OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL 

of 26 June 2013 

laying down standards for the reception of applicants for international protection (recast) 

THE EUROPEAN PARLIAMENT AND THE COUNCIL OF THE 
EUROPEAN UNION, 

Having regard to the Treaty on the Functioning of the European 
Union, and in particular Article 78(2)(f) thereof, 

Having regard to the proposal from the European Commission, 

Having regard to the opinion of the European Economic and 
Social Committee ( 1 ), 

Having regard to the opinion of the Committee of the 
Regions ( 2 ), 

Acting in accordance with the ordinary legislative procedure ( 3 ), 

Whereas: 

(1) A number of substantive changes are to be made to 
Council Directive 2003/9/EC of 27 January 2003 
laying down minimum standards for the reception of 
asylum seekers ( 4 ). In the interests of clarity, that 
Directive should be recast. 

(2) A common policy on asylum, including a Common 
European Asylum System, is a constituent part of the 
European Union’s objective of progressively establishing 
an area of freedom, security and justice open to those 
who, forced by circumstances, legitimately seek 
protection in the Union. Such a policy should be 
governed by the principle of solidarity and fair sharing 
of responsibility, including its financial implications, 
between the Member States. 

(3) At its special meeting in Tampere on 15 and 16 October 
1999, the European Council agreed to work towards 
establishing a Common European Asylum System, 
based on the full and inclusive application of the 
Geneva Convention Relating to the Status of Refugees 

of 28 July 1951, as supplemented by the New York 
Protocol of 31 January 1967 (‘the Geneva Convention’), 
thus affirming the principle of non-refoulement. The first 
phase of a Common European Asylum System was 
achieved through the adoption of relevant legal instru
ments, including Directive 2003/9/EC, provided for in 
the Treaties. 

(4) The European Council, at its meeting of 4 November 
2004, adopted The Hague Programme, which set the 
objectives to be implemented in the area of freedom, 
security and justice in the period 2005-2010. In this 
respect, The Hague Programme invited the European 
Commission to conclude the evaluation of the first- 
phase instruments and to submit the second-phase 
instruments and measures to the European Parliament 
and to the Council. 

(5) The European Council, at its meeting of 10-11 December 
2009, adopted the Stockholm Programme, which 
reiterated the commitment to the objective of estab
lishing by 2012 a common area of protection and soli
darity based on a common asylum procedure and a 
uniform status for those granted international protection 
based on high protection standards and fair and effective 
procedures. The Stockholm Programme further provides 
that it is crucial that individuals, regardless of the 
Member State in which their application for international 
protection is made, are offered an equivalent level of 
treatment as regards reception conditions. 

(6) The resources of the European Refugee Fund and of the 
European Asylum Support Office should be mobilised to 
provide adequate support to Member States’ efforts in 
implementing the standards set in the second phase of 
the Common European Asylum System, in particular to 
those Member States which are faced with specific and 
disproportionate pressures on their asylum systems, due 
in particular to their geographical or demographic situ
ation. 

(7) In the light of the results of the evaluations undertaken 
of the implementation of the first-phase instruments, it is 
appropriate, at this stage, to confirm the principles 
underlying Directive 2003/9/EC with a view to 
ensuring improved reception conditions for applicants 
for international protection (‘applicants’).
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(8) In order to ensure equal treatment of applicants 
throughout the Union, this Directive should apply 
during all stages and types of procedures concerning 
applications for international protection, in all locations 
and facilities hosting applicants and for as long as they 
are allowed to remain on the territory of the Member 
States as applicants. 

(9) In applying this Directive, Member States should seek to 
ensure full compliance with the principles of the best 
interests of the child and of family unity, in accordance 
with the Charter of Fundamental Rights of the European 
Union, the 1989 United Nations Convention on the 
Rights of the Child and the European Convention for 
the Protection of Human Rights and Fundamental 
Freedoms respectively. 

(10) With respect to the treatment of persons falling within 
the scope of this Directive, Member States are bound by 
obligations under instruments of international law to 
which they are party. 

(11) Standards for the reception of applicants that will suffice 
to ensure them a dignified standard of living and 
comparable living conditions in all Member States 
should be laid down. 

(12) The harmonisation of conditions for the reception of 
applicants should help to limit the secondary 
movements of applicants influenced by the variety of 
conditions for their reception. 

(13) With a view to ensuring equal treatment amongst all 
applicants for international protection and guaranteeing 
consistency with current EU asylum acquis, in particular 
with Directive 2011/95/EU of the European Parliament 
and of the Council of 13 December 2011 on standards 
for the qualification of third-country nationals or stateless 
persons as beneficiaries of international protection, for a 
uniform status for refugees or for persons eligible for 
subsidiary protection, and for the content of the 
protection granted ( 1 ), it is appropriate to extend the 
scope of this Directive in order to include applicants 
for subsidiary protection. 

(14) The reception of persons with special reception needs 
should be a primary concern for national authorities in 
order to ensure that such reception is specifically 
designed to meet their special reception needs. 

(15) The detention of applicants should be applied in 
accordance with the underlying principle that a person 
should not be held in detention for the sole reason that 
he or she is seeking international protection, particularly 
in accordance with the international legal obligations of 
the Member States and with Article 31 of the Geneva 
Convention. Applicants may be detained only under very 
clearly defined exceptional circumstances laid down in 
this Directive and subject to the principle of necessity 
and proportionality with regard to both to the manner 
and the purpose of such detention. Where an applicant is 
held in detention he or she should have effective access 
to the necessary procedural guarantees, such as judicial 
remedy before a national judicial authority. 

(16) With regard to administrative procedures relating to the 
grounds for detention, the notion of ‘due diligence’ at 
least requires that Member States take concrete and 
meaningful steps to ensure that the time needed to 
verify the grounds for detention is as short as possible, 
and that there is a real prospect that such verification can 
be carried out successfully in the shortest possible time. 
Detention shall not exceed the time reasonably needed to 
complete the relevant procedures. 

(17) The grounds for detention set out in this Directive are 
without prejudice to other grounds for detention, 
including detention grounds within the framework of 
criminal proceedings, which are applicable under 
national law, unrelated to the third country national’s 
or stateless person’s application for international 
protection. 

(18) Applicants who are in detention should be treated with 
full respect for human dignity and their reception should 
be specifically designed to meet their needs in that situ
ation. In particular, Member States should ensure that 
Article 37 of the 1989 United Nations Convention on 
the Rights of the Child is applied. 

(19) There may be cases where it is not possible in practice to 
immediately ensure certain reception guarantees in 
detention, for example due to the geographical location 
or the specific structure of the detention facility. 
However, any derogation from those guarantees should 
be temporary and should only be applied under the 
circumstances set out in this Directive. Derogations 
should only be applied in exceptional circumstances 
and should be duly justified, taking into consideration 
the circumstances of each case, including the level of 
severity of the derogation applied, its duration and its 
impact on the applicant concerned.
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(20) In order to better ensure the physical and psychological 
integrity of the applicants, detention should be a measure 
of last resort and may only be applied after all non- 
custodial alternative measures to detention have been 
duly examined. Any alternative measure to detention 
must respect the fundamental human rights of applicants. 

(21) In order to ensure compliance with the procedural guar
antees consisting in the opportunity to contact organi
sations or groups of persons that provide legal assistance, 
information should be provided on such organisations 
and groups of persons. 

(22) When deciding on housing arrangements, Member States 
should take due account of the best interests of the child, 
as well as of the particular circumstances of any applicant 
who is dependent on family members or other close 
relatives such as unmarried minor siblings already 
present in the Member State. 

(23) In order to promote the self-sufficiency of applicants and 
to limit wide discrepancies between Member States, it is 
essential to provide clear rules on the applicants’ access 
to the labour market. 

(24) To ensure that the material support provided to 
applicants complies with the principles set out in this 
Directive, it is necessary that Member States determine 
the level of such support on the basis of relevant refer
ences. That does not mean that the amount granted 
should be the same as for nationals. Member States 
may grant less favourable treatment to applicants than 
to nationals as specified in this Directive. 

(25) The possibility of abuse of the reception system should 
be restricted by specifying the circumstances in which 
material reception conditions for applicants may be 
reduced or withdrawn while at the same time ensuring 
a dignified standard of living for all applicants. 

(26) The efficiency of national reception systems and 
cooperation among Member States in the field of 
reception of applicants should be secured. 

(27) Appropriate coordination should be encouraged between 
the competent authorities as regards the reception of 
applicants, and harmonious relationships between local 
communities and accommodation centres should 
therefore be promoted. 

(28) Member States should have the power to introduce or 
maintain more favourable provisions for third-country 

nationals and stateless persons who ask for international 
protection from a Member State. 

(29) In this spirit, Member States are also invited to apply the 
provisions of this Directive in connection with 
procedures for deciding on applications for forms of 
protection other than that provided for under Directive 
2011/95/EU. 

(30) The implementation of this Directive should be evaluated 
at regular intervals. 

(31) Since the objective of this Directive, namely to establish 
standards for the reception of applicants in Member 
States, cannot be sufficiently achieved by the Member 
States and can therefore, by reason of the scale and 
effects of this Directive, be better achieved at the 
Union level, the Union may adopt measures in 
accordance with the principle of subsidiarity as set out 
in Article 5 of the Treaty on European Union (TEU). In 
accordance with the principle of proportionality, as set 
out in that Article, this Directive does not go beyond 
what is necessary in order to achieve that objective. 

(32) In accordance with the Joint Political Declaration of 
Member States and the Commission on explanatory 
documents of 28 September 2011 ( 1 ), Member States 
have undertaken to accompany, in justified cases, the 
notification of their transposition measures with one or 
more documents explaining the relationship between the 
components of a directive and the corresponding parts of 
national transposition instruments. With regard to this 
Directive, the legislator considers the transmission of 
such documents to be justified. 

(33) In accordance with Articles 1 and 2 and Article 4a(1) of 
Protocol No 21 on the position of the United Kingdom 
and Ireland in respect of the Area of Freedom, Security 
and Justice, annexed to the TEU, and to the Treaty on the 
Functioning of the European Union (TFEU), and without 
prejudice to Article 4 of that Protocol, the United 
Kingdom and Ireland are not taking part in the 
adoption of this Directive and are not bound by it or 
subject to its application. 

(34) In accordance with Articles 1 and 2 of Protocol No 22 
on the position of Denmark, annexed to the TEU and to 
the TFEU, Denmark is not taking part in the adoption of 
this Directive and is not bound by it or subject to its 
application.
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(35) This Directive respects the fundamental rights and 
observes the principles recognised in particular by the 
Charter of Fundamental Rights of the European Union. 
In particular, this Directive seeks to ensure full respect for 
human dignity and to promote the application of Articles 
1, 4, 6, 7, 18, 21, 24 and 47 of the Charter and has to 
be implemented accordingly. 

(36) The obligation to transpose this Directive into national 
law should be confined to those provisions which 
represent a substantive change as compared with 
Directive 2003/9/EC. The obligation to transpose the 
provisions which are unchanged arises under that 
Directive. 

(37) This Directive should be without prejudice to the 
obligations of the Member States relating to the time- 
limit for transposition into national law of Directive 
2003/9/EC set out in Annex II, Part B, 

HAVE ADOPTED THIS DIRECTIVE: 

CHAPTER I 

PURPOSE, DEFINITIONS AND SCOPE 

Article 1 

Purpose 

The purpose of this Directive is to lay down standards for the 
reception of applicants for international protection (‘applicants’) 
in Member States. 

Article 2 

Definitions 

For the purposes of this Directive: 

(a) ‘application for international protection’: means an appli
cation for international protection as defined in Article 2(h) 
of Directive 2011/95/EU; 

(b) ‘applicant’: means a third-country national or a stateless 
person who has made an application for international 
protection in respect of which a final decision has not yet 
been taken; 

(c) ‘family members’: means, in so far as the family already 
existed in the country of origin, the following members 
of the applicant’s family who are present in the same 
Member State in relation to the application for international 
protection: 

— the spouse of the applicant or his or her unmarried 
partner in a stable relationship, where the law or 
practice of the Member State concerned treats 

unmarried couples in a way comparable to married 
couples under its law relating to third-country nationals; 

— the minor children of couples referred to in the first 
indent or of the applicant, on condition that they are 
unmarried and regardless of whether they were born in 
or out of wedlock or adopted as defined under national 
law; 

— the father, mother or another adult responsible for the 
applicant whether by law or by the practice of the 
Member State concerned, when that applicant is a 
minor and unmarried; 

(d) ‘minor’: means a third-country national or stateless person 
below the age of 18 years; 

(e) ‘unaccompanied minor’: means a minor who arrives on the 
territory of the Member States unaccompanied by an adult 
responsible for him or her whether by law or by the 
practice of the Member State concerned, and for as long 
as he or she is not effectively taken into the care of such a 
person; it includes a minor who is left unaccompanied after 
he or she has entered the territory of the Member States; 

(f) ‘reception conditions’: means the full set of measures that 
Member States grant to applicants in accordance with this 
Directive; 

(g) ‘material reception conditions’: means the reception 
conditions that include housing, food and clothing 
provided in kind, or as financial allowances or in 
vouchers, or a combination of the three, and a daily 
expenses allowance; 

(h) ‘detention’: means confinement of an applicant by a 
Member State within a particular place, where the 
applicant is deprived of his or her freedom of movement; 

(i) ‘accommodation centre’: means any place used for the 
collective housing of applicants; 

(j) ‘representative’: means a person or an organisation 
appointed by the competent bodies in order to assist and 
represent an unaccompanied minor in procedures provided 
for in this Directive with a view to ensuring the best 
interests of the child and exercising legal capacity for the 
minor where necessary. Where an organisation is appointed 
as a representative, it shall designate a person responsible 
for carrying out the duties of representative in respect of the 
unaccompanied minor, in accordance with this Directive; 

(k) ‘applicant with special reception needs’: means a vulnerable 
person, in accordance with Article 21, who is in need of 
special guarantees in order to benefit from the rights and 
comply with the obligations provided for in this Directive.
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Article 3 

Scope 

1. This Directive shall apply to all third-country nationals 
and stateless persons who make an application for international 
protection on the territory, including at the border, in the terri
torial waters or in the transit zones of a Member State, as long 
as they are allowed to remain on the territory as applicants, as 
well as to family members, if they are covered by such appli
cation for international protection according to national law. 

2. This Directive shall not apply in cases of requests for 
diplomatic or territorial asylum submitted to representations 
of Member States. 

3. This Directive shall not apply when the provisions of 
Council Directive 2001/55/EC of 20 July 2001 on minimum 
standards for giving temporary protection in the event of a 
mass influx of displaced persons and on measures promoting 
a balance of efforts between Member States in receiving such 
persons and bearing the consequences thereof ( 1 ) are applied. 

4. Member States may decide to apply this Directive in 
connection with procedures for deciding on applications for 
kinds of protection other than that emanating from Directive 
2011/95/EU. 

Article 4 

More favourable provisions 

Member States may introduce or retain more favourable 
provisions in the field of reception conditions for applicants 
and other close relatives of the applicant who are present in 
the same Member State when they are dependent on him or 
her, or for humanitarian reasons, insofar as these provisions are 
compatible with this Directive. 

CHAPTER II 

GENERAL PROVISIONS ON RECEPTION CONDITIONS 

Article 5 

Information 

1. Member States shall inform applicants, within a 
reasonable time not exceeding 15 days after they have lodged 
their application for international protection, of at least any 
established benefits and of the obligations with which they 
must comply relating to reception conditions. 

Member States shall ensure that applicants are provided with 
information on organisations or groups of persons that provide 
specific legal assistance and organisations that might be able to 
help or inform them concerning the available reception 
conditions, including health care. 

2. Member States shall ensure that the information referred 
to in paragraph 1 is in writing and, in a language that the 
applicant understands or is reasonably supposed to understand. 
Where appropriate, this information may also be supplied 
orally. 

Article 6 

Documentation 

1. Member States shall ensure that, within three days of the 
lodging of an application for international protection, the 
applicant is provided with a document issued in his or her 
own name certifying his or her status as an applicant or 
testifying that he or she is allowed to stay on the territory of 
the Member State while his or her application is pending or 
being examined. 

If the holder is not free to move within all or a part of the 
territory of the Member State, the document shall also certify 
that fact. 

2. Member States may exclude application of this Article 
when the applicant is in detention and during the examination 
of an application for international protection made at the 
border or within the context of a procedure to decide on the 
right of the applicant to enter the territory of a Member State. 
In specific cases, during the examination of an application for 
international protection, Member States may provide applicants 
with other evidence equivalent to the document referred to in 
paragraph 1. 

3. The document referred to in paragraph 1 need not certify 
the identity of the applicant. 

4. Member States shall adopt the necessary measures to 
provide applicants with the document referred to in 
paragraph 1, which must be valid for as long as they are auth
orised to remain on the territory of the Member State 
concerned. 

5. Member States may provide applicants with a travel 
document when serious humanitarian reasons arise that 
require their presence in another State.
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6. Member States shall not impose unnecessary or dispro
portionate documentation or other administrative requirements 
on applicants before granting them the rights to which they are 
entitled under this Directive for the sole reason that they are 
applicants for international protection. 

Article 7 

Residence and freedom of movement 

1. Applicants may move freely within the territory of the 
host Member State or within an area assigned to them by 
that Member State. The assigned area shall not affect the 
unalienable sphere of private life and shall allow sufficient 
scope for guaranteeing access to all benefits under this Directive. 

2. Member States may decide on the residence of the 
applicant for reasons of public interest, public order or, when 
necessary, for the swift processing and effective monitoring of 
his or her application for international protection. 

3. Member States may make provision of the material 
reception conditions subject to actual residence by the 
applicants in a specific place, to be determined by the 
Member States. Such a decision, which may be of a general 
nature, shall be taken individually and established by national 
law. 

4. Member States shall provide for the possibility of granting 
applicants temporary permission to leave the place of residence 
mentioned in paragraphs 2 and 3 and/or the assigned area 
mentioned in paragraph 1. Decisions shall be taken individually, 
objectively and impartially and reasons shall be given if they are 
negative. 

The applicant shall not require permission to keep 
appointments with authorities and courts if his or her 
appearance is necessary. 

5. Member States shall require applicants to inform the 
competent authorities of their current address and notify any 
change of address to such authorities as soon as possible. 

Article 8 

Detention 

1. Member States shall not hold a person in detention for 
the sole reason that he or she is an applicant in accordance with 
Directive 2013/32/EU of the European Parliament and of the 
Council of 26 June 2013 on common procedures for granting 
and withdrawing international protection ( 1 ). 

2. When it proves necessary and on the basis of an indi
vidual assessment of each case, Member States may detain an 
applicant, if other less coercive alternative measures cannot be 
applied effectively. 

3. An applicant may be detained only: 

(a) in order to determine or verify his or her identity or 
nationality; 

(b) in order to determine those elements on which the appli
cation for international protection is based which could not 
be obtained in the absence of detention, in particular when 
there is a risk of absconding of the applicant; 

(c) in order to decide, in the context of a procedure, on the 
applicant’s right to enter the territory; 

(d) when he or she is detained subject to a return procedure 
under Directive 2008/115/EC of the European Parliament 
and of the Council of 16 December 2008 on common 
standards and procedures in Member States for returning 
illegally staying third-country nationals ( 2 ), in order to 
prepare the return and/or carry out the removal process, 
and the Member State concerned can substantiate on the 
basis of objective criteria, including that he or she already 
had the opportunity to access the asylum procedure, that 
there are reasonable grounds to believe that he or she is 
making the application for international protection merely 
in order to delay or frustrate the enforcement of the return 
decision; 

(e) when protection of national security or public order so 
requires; 

(f) in accordance with Article 28 of Regulation (EU) No 
604/2013 of the European Parliament and of the Council 
of 26 June 2013 establishing the criteria and mechanisms 
for determining the Member State responsible for examining 
an application for international protection lodged in one of 
the Member States by a third-country national or a stateless 
person ( 3 ). 

The grounds for detention shall be laid down in national law. 

4. Member States shall ensure that the rules concerning alter
natives to detention, such as regular reporting to the authorities, 
the deposit of a financial guarantee, or an obligation to stay at 
an assigned place, are laid down in national law.
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Article 9 

Guarantees for detained applicants 

1. An applicant shall be detained only for as short a period 
as possible and shall be kept in detention only for as long as the 
grounds set out in Article 8(3) are applicable. 

Administrative procedures relevant to the grounds for detention 
set out in Article 8(3) shall be executed with due diligence. 
Delays in administrative procedures that cannot be attributed 
to the applicant shall not justify a continuation of detention. 

2. Detention of applicants shall be ordered in writing by 
judicial or administrative authorities. The detention order shall 
state the reasons in fact and in law on which it is based. 

3. Where detention is ordered by administrative authorities, 
Member States shall provide for a speedy judicial review of the 
lawfulness of detention to be conducted ex officio and/or at the 
request of the applicant. When conducted ex officio, such review 
shall be decided on as speedily as possible from the beginning 
of detention. When conducted at the request of the applicant, it 
shall be decided on as speedily as possible after the launch of 
the relevant proceedings. To this end, Member States shall 
define in national law the period within which the judicial 
review ex officio and/or the judicial review at the request of 
the applicant shall be conducted. 

Where, as a result of the judicial review, detention is held to be 
unlawful, the applicant concerned shall be released immediately. 

4. Detained applicants shall immediately be informed in 
writing, in a language which they understand or are reasonably 
supposed to understand, of the reasons for detention and the 
procedures laid down in national law for challenging the 
detention order, as well as of the possibility to request free 
legal assistance and representation. 

5. Detention shall be reviewed by a judicial authority at 
reasonable intervals of time, ex officio and/or at the request of 
the applicant concerned, in particular whenever it is of a 
prolonged duration, relevant circumstances arise or new 
information becomes available which may affect the lawfulness 
of detention. 

6. In cases of a judicial review of the detention order 
provided for in paragraph 3, Member States shall ensure that 
applicants have access to free legal assistance and represen
tation. This shall include, at least, the preparation of the 
required procedural documents and participation in the 
hearing before the judicial authorities on behalf of the applicant. 

Free legal assistance and representation shall be provided by 
suitably qualified persons as admitted or permitted under 
national law whose interests do not conflict or could not poten
tially conflict with those of the applicant. 

7. Member States may also provide that free legal assistance 
and representation are granted: 

(a) only to those who lack sufficient resources; and/or 

(b) only through the services provided by legal advisers or other 
counsellors specifically designated by national law to assist 
and represent applicants. 

8. Member States may also: 

(a) impose monetary and/or time limits on the provision of free 
legal assistance and representation, provided that such limits 
do not arbitrarily restrict access to legal assistance and 
representation; 

(b) provide that, as regards fees and other costs, the treatment 
of applicants shall not be more favourable than the 
treatment generally accorded to their nationals in matters 
pertaining to legal assistance. 

9. Member States may demand to be reimbursed wholly or 
partially for any costs granted if and when the applicant’s 
financial situation has improved considerably or if the 
decision to grant such costs was taken on the basis of false 
information supplied by the applicant. 

10. Procedures for access to legal assistance and represen
tation shall be laid down in national law. 

Article 10 

Conditions of detention 

1. Detention of applicants shall take place, as a rule, in 
specialised detention facilities. Where a Member State cannot 
provide accommodation in a specialised detention facility and 
is obliged to resort to prison accommodation, the detained 
applicant shall be kept separately from ordinary prisoners and 
the detention conditions provided for in this Directive shall 
apply.
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As far as possible, detained applicants shall be kept separately 
from other third-country nationals who have not lodged an 
application for international protection. 

When applicants cannot be detained separately from other 
third-country nationals, the Member State concerned shall 
ensure that the detention conditions provided for in this 
Directive are applied. 

2. Detained applicants shall have access to open-air spaces. 

3. Member States shall ensure that persons representing the 
United Nations High Commissioner for Refugees (UNHCR) have 
the possibility to communicate with and visit applicants in 
conditions that respect privacy. That possibility shall also 
apply to an organisation which is working on the territory of 
the Member State concerned on behalf of UNHCR pursuant to 
an agreement with that Member State. 

4. Member States shall ensure that family members, legal 
advisers or counsellors and persons representing relevant non- 
governmental organisations recognised by the Member State 
concerned have the possibility to communicate with and visit 
applicants in conditions that respect privacy. Limits to access to 
the detention facility may be imposed only where, by virtue of 
national law, they are objectively necessary for the security, 
public order or administrative management of the detention 
facility, provided that access is not thereby severely restricted 
or rendered impossible. 

5. Member States shall ensure that applicants in detention 
are systematically provided with information which explains 
the rules applied in the facility and sets out their rights and 
obligations in a language which they understand or are 
reasonably supposed to understand. Member States may 
derogate from this obligation in duly justified cases and for a 
reasonable period which shall be as short as possible, in the 
event that the applicant is detained at a border post or in a 
transit zone. This derogation shall not apply in cases referred to 
in Article 43 of Directive 2013/32/EU. 

Article 11 

Detention of vulnerable persons and of applicants with 
special reception needs 

1. The health, including mental health, of applicants in 
detention who are vulnerable persons shall be of primary 
concern to national authorities. 

Where vulnerable persons are detained, Member States shall 
ensure regular monitoring and adequate support taking into 
account their particular situation, including their health. 

2. Minors shall be detained only as a measure of last resort 
and after it having been established that other less coercive 
alternative measures cannot be applied effectively. Such 
detention shall be for the shortest period of time and all 
efforts shall be made to release the detained minors and place 
them in accommodation suitable for minors. 

The minor’s best interests, as prescribed in Article 23(2), shall 
be a primary consideration for Member States. 

Where minors are detained, they shall have the possibility to 
engage in leisure activities, including play and recreational 
activities appropriate to their age. 

3. Unaccompanied minors shall be detained only in excep
tional circumstances. All efforts shall be made to release the 
detained unaccompanied minor as soon as possible. 

Unaccompanied minors shall never be detained in prison 
accommodation. 

As far as possible, unaccompanied minors shall be provided 
with accommodation in institutions provided with personnel 
and facilities which take into account the needs of persons of 
their age. 

Where unaccompanied minors are detained, Member States 
shall ensure that they are accommodated separately from adults. 

4. Detained families shall be provided with separate accom
modation guaranteeing adequate privacy. 

5. Where female applicants are detained, Member States shall 
ensure that they are accommodated separately from male appli
cants, unless the latter are family members and all individuals 
concerned consent thereto. 

Exceptions to the first subparagraph may also apply to the use 
of common spaces designed for recreational or social activities, 
including the provision of meals.
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6. In duly justified cases and for a reasonable period that 
shall be as short as possible Member States may derogate 
from the third subparagraph of paragraph 2, paragraph 4 and 
the first subparagraph of paragraph 5, when the applicant is 
detained at a border post or in a transit zone, with the 
exception of the cases referred to in Article 43 of Directive 
2013/32/EU. 

Article 12 

Families 

Member States shall take appropriate measures to maintain as 
far as possible family unity as present within their territory, if 
applicants are provided with housing by the Member State 
concerned. Such measures shall be implemented with the appli
cant’s agreement. 

Article 13 

Medical screening 

Member States may require medical screening for applicants on 
public health grounds. 

Article 14 

Schooling and education of minors 

1. Member States shall grant to minor children of applicants 
and to applicants who are minors access to the education 
system under similar conditions as their own nationals for so 
long as an expulsion measure against them or their parents is 
not actually enforced. Such education may be provided in 
accommodation centres. 

The Member State concerned may stipulate that such access 
must be confined to the State education system. 

Member States shall not withdraw secondary education for the 
sole reason that the minor has reached the age of majority. 

2. Access to the education system shall not be postponed for 
more than three months from the date on which the appli
cation for international protection was lodged by or on behalf 
of the minor. 

Preparatory classes, including language classes, shall be provided 
to minors where it is necessary to facilitate their access to and 
participation in the education system as set out in paragraph 1. 

3. Where access to the education system as set out in 
paragraph 1 is not possible due to the specific situation of 
the minor, the Member State concerned shall offer other 

education arrangements in accordance with its national law 
and practice. 

Article 15 

Employment 

1. Member States shall ensure that applicants have access to 
the labour market no later than 9 months from the date when 
the application for international protection was lodged if a first 
instance decision by the competent authority has not been 
taken and the delay cannot be attributed to the applicant. 

2. Member States shall decide the conditions for granting 
access to the labour market for the applicant, in accordance 
with their national law, while ensuring that applicants have 
effective access to the labour market. 

For reasons of labour market policies, Member States may give 
priority to Union citizens and nationals of States parties to the 
Agreement on the European Economic Area, and to legally 
resident third-country nationals. 

3. Access to the labour market shall not be withdrawn 
during appeals procedures, where an appeal against a negative 
decision in a regular procedure has suspensive effect, until such 
time as a negative decision on the appeal is notified. 

Article 16 

Vocational training 

Member States may allow applicants access to vocational 
training irrespective of whether they have access to the labour 
market. 

Access to vocational training relating to an employment 
contract shall depend on the extent to which the applicant 
has access to the labour market in accordance with Article 15. 

Article 17 

General rules on material reception conditions and health 
care 

1. Member States shall ensure that material reception 
conditions are available to applicants when they make their 
application for international protection. 

2. Member States shall ensure that material reception 
conditions provide an adequate standard of living for applicants, 
which guarantees their subsistence and protects their physical 
and mental health.
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Member States shall ensure that that standard of living is met in 
the specific situation of vulnerable persons, in accordance with 
Article 21, as well as in relation to the situation of persons who 
are in detention. 

3. Member States may make the provision of all or some of 
the material reception conditions and health care subject to the 
condition that applicants do not have sufficient means to have a 
standard of living adequate for their health and to enable their 
subsistence. 

4. Member States may require applicants to cover or 
contribute to the cost of the material reception conditions 
and of the health care provided for in this Directive, pursuant 
to the provision of paragraph 3, if the applicants have sufficient 
resources, for example if they have been working for a 
reasonable period of time. 

If it transpires that an applicant had sufficient means to cover 
material reception conditions and health care at the time when 
those basic needs were being covered, Member States may ask 
the applicant for a refund. 

5. Where Member States provide material reception 
conditions in the form of financial allowances or vouchers, 
the amount thereof shall be determined on the basis of the 
level(s) established by the Member State concerned either by 
law or by the practice to ensure adequate standards of living 
for nationals. Member States may grant less favourable 
treatment to applicants compared with nationals in this 
respect, in particular where material support is partially 
provided in kind or where those level(s), applied for nationals, 
aim to ensure a standard of living higher than that prescribed 
for applicants under this Directive. 

Article 18 

Modalities for material reception conditions 

1. Where housing is provided in kind, it should take one or 
a combination of the following forms: 

(a) premises used for the purpose of housing applicants during 
the examination of an application for international 
protection made at the border or in transit zones; 

(b) accommodation centres which guarantee an adequate 
standard of living; 

(c) private houses, flats, hotels or other premises adapted for 
housing applicants. 

2. Without prejudice to any specific conditions of detention 
as provided for in Articles 10 and 11, in relation to housing 
referred to in paragraph 1(a), (b) and (c) of this Article Member 
States shall ensure that: 

(a) applicants are guaranteed protection of their family life; 

(b) applicants have the possibility of communicating with 
relatives, legal advisers or counsellors, persons representing 
UNHCR and other relevant national, international and non- 
governmental organisations and bodies; 

(c) family members, legal advisers or counsellors, persons 
representing UNHCR and relevant non-governmental 
organisations recognised by the Member State concerned 
are granted access in order to assist the applicants. Limits 
on such access may be imposed only on grounds relating to 
the security of the premises and of the applicants. 

3. Member States shall take into consideration gender and 
age-specific concerns and the situation of vulnerable persons in 
relation to applicants within the premises and accommodation 
centres referred to in paragraph 1(a) and (b). 

4. Member States shall take appropriate measures to prevent 
assault and gender-based violence, including sexual assault and 
harassment, within the premises and accommodation centres 
referred to in paragraph 1(a) and (b). 

5. Member States shall ensure, as far as possible, that 
dependent adult applicants with special reception needs are 
accommodated together with close adult relatives who are 
already present in the same Member State and who are 
responsible for them whether by law or by the practice of 
the Member State concerned. 

6. Member States shall ensure that transfers of applicants 
from one housing facility to another take place only when 
necessary. Member States shall provide for the possibility for 
applicants to inform their legal advisers or counsellors of the 
transfer and of their new address. 

7. Persons working in accommodation centres shall be 
adequately trained and shall be bound by the confidentiality 
rules provided for in national law in relation to any information 
they obtain in the course of their work. 

8. Member States may involve applicants in managing the 
material resources and non-material aspects of life in the centre 
through an advisory board or council representing residents.

EN 29.6.2013 Official Journal of the European Union L 180/105



9. In duly justified cases, Member States may exceptionally 
set modalities for material reception conditions different from 
those provided for in this Article, for a reasonable period which 
shall be as short as possible, when: 

(a) an assessment of the specific needs of the applicant is 
required, in accordance with Article 22; 

(b) housing capacities normally available are temporarily 
exhausted. 

Such different conditions shall in any event cover basic needs. 

Article 19 

Health care 

1. Member States shall ensure that applicants receive the 
necessary health care which shall include, at least, emergency 
care and essential treatment of illnesses and of serious mental 
disorders. 

2. Member States shall provide necessary medical or other 
assistance to applicants who have special reception needs, 
including appropriate mental health care where needed. 

CHAPTER III 

REDUCTION OR WITHDRAWAL OF MATERIAL RECEPTION 
CONDITIONS 

Article 20 

Reduction or withdrawal of material reception conditions 

1. Member States may reduce or, in exceptional and duly 
justified cases, withdraw material reception conditions where 
an applicant: 

(a) abandons the place of residence determined by the 
competent authority without informing it or, if requested, 
without permission; or 

(b) does not comply with reporting duties or with requests to 
provide information or to appear for personal interviews 
concerning the asylum procedure during a reasonable 
period laid down in national law; or 

(c) has lodged a subsequent application as defined in Article 2(q) 
of Directive 2013/32/EU. 

In relation to cases (a) and (b), when the applicant is traced or 
voluntarily reports to the competent authority, a duly motivated 
decision, based on the reasons for the disappearance, shall be 
taken on the reinstallation of the grant of some or all of the 
material reception conditions withdrawn or reduced. 

2. Member States may also reduce material reception 
conditions when they can establish that the applicant, for no 
justifiable reason, has not lodged an application for inter
national protection as soon as reasonably practicable after 
arrival in that Member State. 

3. Member States may reduce or withdraw material reception 
conditions where an applicant has concealed financial resources, 
and has therefore unduly benefited from material reception 
conditions. 

4. Member States may determine sanctions applicable to 
serious breaches of the rules of the accommodation centres as 
well as to seriously violent behaviour. 

5. Decisions for reduction or withdrawal of material 
reception conditions or sanctions referred to in paragraphs 1, 
2, 3 and 4 of this Article shall be taken individually, objectively 
and impartially and reasons shall be given. Decisions shall be 
based on the particular situation of the person concerned, 
especially with regard to persons covered by Article 21, 
taking into account the principle of proportionality. Member 
States shall under all circumstances ensure access to health 
care in accordance with Article 19 and shall ensure a 
dignified standard of living for all applicants. 

6. Member States shall ensure that material reception 
conditions are not withdrawn or reduced before a decision is 
taken in accordance with paragraph 5. 

CHAPTER IV 

PROVISIONS FOR VULNERABLE PERSONS 

Article 21 

General principle 

Member States shall take into account the specific situation of 
vulnerable persons such as minors, unaccompanied minors, 
disabled people, elderly people, pregnant women, single 
parents with minor children, victims of human trafficking, 
persons with serious illnesses, persons with mental disorders 
and persons who have been subjected to torture, rape or 
other serious forms of psychological, physical or sexual 
violence, such as victims of female genital mutilation, in the 
national law implementing this Directive.
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Article 22 

Assessment of the special reception needs of vulnerable 
persons 

1. In order to effectively implement Article 21, Member 
States shall assess whether the applicant is an applicant with 
special reception needs. Member States shall also indicate the 
nature of such needs. 

That assessment shall be initiated within a reasonable period of 
time after an application for international protection is made 
and may be integrated into existing national procedures. 
Member States shall ensure that those special reception needs 
are also addressed, in accordance with the provisions of this 
Directive, if they become apparent at a later stage in the asylum 
procedure. 

Member States shall ensure that the support provided to 
applicants with special reception needs in accordance with 
this Directive takes into account their special reception needs 
throughout the duration of the asylum procedure and shall 
provide for appropriate monitoring of their situation. 

2. The assessment referred to in paragraph 1 need not take 
the form of an administrative procedure. 

3. Only vulnerable persons in accordance with Article 21 
may be considered to have special reception needs and thus 
benefit from the specific support provided in accordance with 
this Directive. 

4. The assessment provided for in paragraph 1 shall be 
without prejudice to the assessment of international protection 
needs pursuant to Directive 2011/95/EU. 

Article 23 

Minors 

1. The best interests of the child shall be a primary 
consideration for Member States when implementing the 
provisions of this Directive that involve minors. Member 
States shall ensure a standard of living adequate for the 
minor’s physical, mental, spiritual, moral and social devel
opment. 

2. In assessing the best interests of the child, Member States 
shall in particular take due account of the following factors: 

(a) family reunification possibilities; 

(b) the minor’s well-being and social development, taking into 
particular consideration the minor’s background; 

(c) safety and security considerations, in particular where there 
is a risk of the minor being a victim of human trafficking; 

(d) the views of the minor in accordance with his or her age 
and maturity. 

3. Member States shall ensure that minors have access to 
leisure activities, including play and recreational activities appro
priate to their age within the premises and accommodation 
centres referred to in Article 18(1)(a) and (b) and to open-air 
activities. 

4. Member States shall ensure access to rehabilitation services 
for minors who have been victims of any form of abuse, 
neglect, exploitation, torture or cruel, inhuman and degrading 
treatment, or who have suffered from armed conflicts, and 
ensure that appropriate mental health care is developed and 
qualified counselling is provided when needed. 

5. Member States shall ensure that minor children of 
applicants or applicants who are minors are lodged with their 
parents, their unmarried minor siblings or with the adult 
responsible for them whether by law or by the practice of 
the Member State concerned, provided it is in the best 
interests of the minors concerned. 

Article 24 

Unaccompanied minors 

1. Member States shall as soon as possible take measures to 
ensure that a representative represents and assists the unaccom
panied minor to enable him or her to benefit from the rights 
and comply with the obligations provided for in this Directive. 
The unaccompanied minor shall be informed immediately of 
the appointment of the representative. The representative shall 
perform his or her duties in accordance with the principle of 
the best interests of the child, as prescribed in Article 23(2), and 
shall have the necessary expertise to that end. In order to ensure 
the minor’s well-being and social development referred to in 
Article 23(2)(b), the person acting as representative shall be 
changed only when necessary. Organisations or individuals 
whose interests conflict or could potentially conflict with 
those of the unaccompanied minor shall not be eligible to 
become representatives. 

Regular assessments shall be made by the appropriate auth
orities, including as regards the availability of the necessary 
means for representing the unaccompanied minor. 

2. Unaccompanied minors who make an application for 
international protection shall, from the moment they are 
admitted to the territory until the moment when they are 
obliged to leave the Member State in which the application 
for international protection was made or is being examined, 
be placed: 

(a) with adult relatives;
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(b) with a foster family; 

(c) in accommodation centres with special provisions for 
minors; 

(d) in other accommodation suitable for minors. 

Member States may place unaccompanied minors aged 16 or 
over in accommodation centres for adult applicants, if it is in 
their best interests, as prescribed in Article 23(2). 

As far as possible, siblings shall be kept together, taking into 
account the best interests of the minor concerned and, in 
particular, his or her age and degree of maturity. Changes of 
residence of unaccompanied minors shall be limited to a 
minimum. 

3. Member States shall start tracing the members of the 
unaccompanied minor’s family, where necessary with the 
assistance of international or other relevant organisations, as 
soon as possible after an application for international protection 
is made, whilst protecting his or her best interests. In cases 
where there may be a threat to the life or integrity of the 
minor or his or her close relatives, particularly if they have 
remained in the country of origin, care must be taken to 
ensure that the collection, processing and circulation of 
information concerning those persons is undertaken on a 
confidential basis, so as to avoid jeopardising their safety. 

4. Those working with unaccompanied minors shall have 
had and shall continue to receive appropriate training 
concerning their needs, and shall be bound by the confiden
tiality rules provided for in national law, in relation to any 
information they obtain in the course of their work. 

Article 25 

Victims of torture and violence 

1. Member States shall ensure that persons who have been 
subjected to torture, rape or other serious acts of violence 
receive the necessary treatment for the damage caused by 
such acts, in particular access to appropriate medical and 
psychological treatment or care. 

2. Those working with victims of torture, rape or other 
serious acts of violence shall have had and shall continue to 
receive appropriate training concerning their needs, and shall be 
bound by the confidentiality rules provided for in national law, 
in relation to any information they obtain in the course of their 
work. 

CHAPTER V 

APPEALS 

Article 26 

Appeals 

1. Member States shall ensure that decisions relating to the 
granting, withdrawal or reduction of benefits under this 
Directive or decisions taken under Article 7 which affect 
applicants individually may be the subject of an appeal within 
the procedures laid down in national law. At least in the last 
instance the possibility of an appeal or a review, in fact and in 
law, before a judicial authority shall be granted. 

2. In cases of an appeal or a review before a judicial 
authority referred to in paragraph 1, Member States shall 
ensure that free legal assistance and representation is made 
available on request in so far as such aid is necessary to 
ensure effective access to justice. This shall include, at least, 
the preparation of the required procedural documents and 
participation in the hearing before the judicial authorities on 
behalf of the applicant. 

Free legal assistance and representation shall be provided by 
suitably qualified persons, as admitted or permitted under 
national law, whose interests do not conflict or could not 
potentially conflict with those of the applicant. 

3. Member States may also provide that free legal assistance 
and representation are granted: 

(a) only to those who lack sufficient resources; and/or 

(b) only through the services provided by legal advisers or other 
counsellors specifically designated by national law to assist 
and represent applicants. 

Member States may provide that free legal assistance and repre
sentation not be made available if the appeal or review is 
considered by a competent authority to have no tangible 
prospect of success. In such a case, Member States shall 
ensure that legal assistance and representation is not arbitrarily 
restricted and that the applicant’s effective access to justice is 
not hindered. 

4. Member States may also: 

(a) impose monetary and/or time limits on the provision of free 
legal assistance and representation, provided that such limits 
do not arbitrarily restrict access to legal assistance and 
representation;
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(b) provide that, as regards fees and other costs, the treatment 
of applicants shall not be more favorable than the treatment 
generally accorded to their nationals in matters pertaining to 
legal assistance. 

5. Member States may demand to be reimbursed wholly or 
partially for any costs granted if and when the applicant’s 
financial situation has improved considerably or if the 
decision to grant such costs was taken on the basis of false 
information supplied by the applicant. 

6. Procedures for access to legal assistance and representation 
shall be laid down in national law. 

CHAPTER VI 

ACTIONS TO IMPROVE THE EFFICIENCY OF THE RECEPTION 
SYSTEM 

Article 27 

Competent authorities 

Each Member State shall notify the Commission of the auth
orities responsible for fulfilling the obligations arising under this 
Directive. Member States shall inform the Commission of any 
changes in the identity of such authorities. 

Article 28 

Guidance, monitoring and control system 

1. Member States shall, with due respect to their constitu
tional structure, put in place relevant mechanisms in order to 
ensure that appropriate guidance, monitoring and control of the 
level of reception conditions are established. 

2. Member States shall submit relevant information to the 
Commission in the form set out in Annex I, by 20 July 2016 at 
the latest. 

Article 29 

Staff and resources 

1. Member States shall take appropriate measures to ensure 
that authorities and other organisations implementing this 
Directive have received the necessary basic training with 
respect to the needs of both male and female applicants. 

2. Member States shall allocate the necessary resources in 
connection with the national law implementing this Directive. 

CHAPTER VII 

FINAL PROVISIONS 

Article 30 

Reports 

By 20 July 2017 at the latest, the Commission shall report to 
the European Parliament and the Council on the application of 
this Directive and shall propose any amendments that are 
necessary. 

Member States shall send the Commission all the information 
that is appropriate for drawing up the report by 20 July 2016. 

After presenting the first report, the Commission shall report to 
the European Parliament and the Council on the application of 
this Directive at least every five years. 

Article 31 

Transposition 

1. Member States shall bring into force the laws, regulations 
and administrative provisions necessary to comply with Articles 
1 to 12, 14 to 28 and 30 and Annex I by 20 July 2015 at the 
latest. They shall forthwith communicate to the Commission the 
text of those measures. 

When Member States adopt those measures, they shall contain a 
reference to this Directive or be accompanied by such a 
reference on the occasion of their official publication. They 
shall also include a statement that references in existing laws, 
regulations and administrative provisions to the directive 
repealed by this Directive shall be construed as references to 
this Directive. Member States shall determine how such 
reference is to be made and how that statement is to be formu
lated. 

2. Member States shall communicate to the Commission the 
text of the main provisions of national law which they adopt in 
the field covered by this Directive. 

Article 32 

Repeal 

Directive 2003/9/EC is repealed for the Members States bound 
by this Directive with effect from 21 July 2015, without 
prejudice to the obligations of the Member States relating to 
the time-limit for transposition into national law of the 
Directive set out in Annex II, Part B. 

References to the repealed Directive shall be construed as 
references to this Directive and shall be read in accordance 
with the correlation table in Annex III.
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Article 33 

Entry into force 

This Directive shall enter into force on the twentieth day following that of its publication in the Official 
Journal of the European Union. 

Articles 13 and 29 shall apply from 21 July 2015. 

Article 34 

Addressees 

This Directive is addressed to the Member States in accordance with the Treaties. 

Done at Brussels, 26 June 2013. 

For the European Parliament 
The President 
M. SCHULZ 

For the Council 
The President 
A. SHATTER
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ANNEX I 

Reporting form on the information to be submitted by Member States, as required under Article 28(2) 

After the date referred to in Article 28(2), the information to be submitted by Member States shall be re-submitted to the 
Commission when there is a substantial change in the national law or practice that supersedes the information provided. 

1. On the basis of Articles 2(k) and 22, please explain the different steps for the identification of persons with special 
reception needs, including the moment when it is triggered and its consequences in relation to addressing such needs, 
in particular for unaccompanied minors, victims of torture, rape or other serious forms of psychological, physical or 
sexual violence and victims of human trafficking. 

2. Provide full information on the type, name and format of the documents provided for in Article 6. 

3. With reference to Article 15, please indicate the extent to which any particular conditions are attached to labour 
market access for applicants, and describe such restrictions in detail. 

4. With reference to Article 2(g), please describe how material reception conditions are provided (i.e. which material 
reception conditions are provided in kind, in money, in vouchers or in a combination of those elements) and indicate 
the level of the daily expenses allowance provided to applicants. 

5. Where applicable, with reference to Article 17(5), please explain the point(s) of reference applied by national law or 
practice with a view to determining the level of financial assistance provided to applicants. To the extent that there is 
less favourable treatment of applicants compared with nationals, explain the reasons for it.
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ANNEX II 

PART A 

Repealed Directive 

(referred to in Article 32) 

Council Directive 2003/9/EC (OJ L 31, 6.2.2003, p. 18). 

PART B 

Time-limit for transposition into national law 

(referred to in Article 32) 

Directive Time-limit for transposition 

2003/9/EC 6 February 2005

EN L 180/112 Official Journal of the European Union 29.6.2013



ANNEX III 

Correlation Table 

Directive 2003/9/EC This Directive 

Article 1 Article 1 

Article 2, introductory wording Article 2, introductory wording 

Article 2(a) — 

Article 2(b) — 

— Article 2(a) 

Article 2(c) Article 2(b) 

Article 2(d), introductory wording Article 2(c), introductory wording 

Article 2(d)(i) Article 2(c), first indent 

Article 2(d)(ii) Article 2(c), second indent 

— Article 2(c), third indent 

Article 2(e), (f) and (g) — 

— Article 2(d) 

Article 2(h) Article 2(e) 

Article 2(i) Article 2(f) 

Article 2(j) Article 2(g) 

Article 2(k) Article 2(h) 

Article 2(l) Article 2(i) 

— Article 2(j) 

— Article 2(k) 

Article 3 Article 3 

Article 4 Article 4 

Article 5 Article 5 

Article 6(1) to (5) Article 6(1) to (5) 

— Article 6(6) 

Article 7(1) and (2) Article 7(1) and (2) 

Article 7(3) — 

Article 7(4) to (6) Article 7(3) to (5)
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Directive 2003/9/EC This Directive 

— Article 8 

— Article 9 

— Article 10 

— Article 11 

Article 8 Article 12 

Article 9 Article 13 

Article 10(1) Article 14(1) 

Article 10(2) Article 14(2), first subparagraph 

— Article 14(2), second subparagraph 

Article 10(3) Article 14(3) 

Article 11(1) — 

— Article 15(1) 

Article 11(2) Article 15(2) 

Article 11(3) Article 15(3) 

Article 11(4) — 

Article 12 Article 16 

Article 13(1) to (4) Article 17(1) to (4) 

Article 13(5) — 

— Article 17(5) 

Article 14(1) Article 18(1) 

Article 14(2), first subparagraph, introductory wording, 
points (a) and (b) 

Article 18(2), introductory wording, points (a) and (b) 

Article 14(7) Article 18(2)(c) 

— Article 18(3) 

Article 14(2), second subparagraph Article 18(4) 

Article 14(3) — 

— Article 18(5)
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Directive 2003/9/EC This Directive 

Article 14(4) Article 18(6) 

Article 14(5) Article 18(7) 

Article 14(6) Article 18(8) 

Article 14(8), first subparagraph, introductory wording, first 
indent 

Article 18(9), first subparagraph, introductory wording, 
point (a) 

Article 14(8), first subparagraph, second indent — 

Article 14(8), first subparagraph, third indent Article 18(9), first subparagraph, point (b) 

Article 14(8), first subparagraph, fourth indent — 

Article 14(8), second subparagraph Article 18(9), second subparagraph 

Article 15 Article 19 

Article 16(1), introductory wording Article 20(1), introductory wording 

Article 16(1)(a), first subparagraph, first, second and third 
indents 

Article 20(1), first subparagraph, points (a), (b) and (c) 

Article 16(1)(a), second subparagraph Article 20(1), second subparagraph 

Article 16(1)(b) — 

Article 16(2) — 

— Article 20(2) and (3) 

Article 16(3) to (5) Article 20(4) to (6) 

Article 17(1) Article 21 

Article 17(2) — 

— Article 22 

Article 18(1) Article 23(1) 

— Article 23(2) and (3) 

Article 18(2) Article 23(4) 

— Article 23(5) 

Article 19 Article 24 

Article 20 Article 25(1) 

— Article 25(2) 

Article 21(1) Article 26(1)
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Directive 2003/9/EC This Directive 

— Article 26(2) to (5) 

Article 21(2) Article 26(6) 

Article 22 — 

— Article 27 

Article 23 Article 28(1) 

— Article 28(2) 

Article 24 Article 29 

Article 25 Article 30 

Article 26 Article 31 

— Article 32 

Article 27 Article 33, first subparagraph 

— Article 33, second subparagraph 

Article 28 Article 34 

— Annex I 

— Annex II 

— Annex III
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