1. INTRODUCTION

In view of the significant increase in the number and severity of natural and man-made disasters in recent years, in large part due to climate change, and in a situation where future disasters will be more extreme and more complex with far-reaching and longer-term consequences, disaster prevention is of key importance to achieve a higher level of protection and resilience against disasters. It requires further action and an integrated approach to disaster risk management, linking risk prevention, preparedness and response actions.

Under the Decision on a Union Civil Protection Mechanism ('the Decision') (1), which entered into force on 1 January 2014, Member States agreed to carry out a number of disaster prevention actions, including the sharing of the ‘... assessment of their risk management capability at national or appropriate sub-national level every three years following the finalisation of the relevant guidelines’ (2). The Decision establishes that the Commission shall develop together with Member States guidelines ‘on the content, methodology and structure of these assessments’ (3).

The following Guidelines have therefore been prepared together with experts from Member States based on the new Decision and taking into account existing good practices in Member States, as well as recent experience in developing national risk assessments (4). The Guidelines also build on the findings of a workshop organised by the Italian Presidency of the Council in July 2014 and the subsequent Council Conclusions on the Assessment of Risk Management Capability ('Council Conclusions'), adopted in October 2014 (5). Moreover, the Guidelines are informed by the Commission's Guidelines on national risk assessments for disaster management ('Risk Assessment Guidelines') (6).

(2) Ibid, Article 6(c).
(3) Ibid, Article 5(f).
(5) 13375/14.
The purpose of these Guidelines is to provide Member States with a non-binding comprehensive and flexible methodology that will assist them in the self-assessment of their risk management capability.

The Guidelines may be reviewed in light of the practical implementation experience in Member States.

2. SCOPE AND OBJECTIVES

2.1. Scope of the Guidelines

Risk management capability is defined in the Decision as ‘the ability of a Member State or its regions to reduce, adapt to or mitigate risks (impacts and likelihood of a disaster), identified in its risk assessments to levels that are acceptable in that Member State’.

It will be up to each Member State to consider what levels are acceptable in the specific context and for the different risks. This flexibility was introduced by the Decision to allow for the different situations in different Member States. However, what levels are acceptable is normally an implicit element in any capability assessment. With time and experience, some of the choices made in this regard may become more explicit in the national assessments. The Organisation for Economic Cooperation and Development (OECD) recently recommended that methods be defined to support all stakeholder levels in determining acceptable levels of risk and that these methods and results be subject to transparent publication to raise awareness among all stakeholder groups (1).

The Decision specifies that a risk management capability is assessed in terms of the ‘technical, financial and administrative capacity’ of a Member State, either at national or the appropriate sub-national level, to carry out adequate (a) risk assessments; (b) risk management planning for prevention and preparedness; and (c) risk prevention and preparedness measures. The assessment of risk management capability therefore covers the whole risk management cycle.

Member States may assess risk management capabilities for individual risks or assess the overall risk management capability in a multi-risk approach. The Guidelines recommend covering natural and man-made disasters as set out in Article 1(2) of the Decision on a Union Civil Protection Mechanism.

2.2. Objectives

The Guidelines have the following objectives:

(1) to support Member States’ authorities to further build up awareness about the strengths and potential weaknesses of their disaster management system, to identify good practices, and to initiate a process of improvement;

(2) to contribute to the development and sharing of knowledge-based and evidence-based disaster management policies and practices among the relevant administrative levels in the Member States and across the different sectors and different but related policy competencies;

(3) to facilitate cooperation in the efforts to manage risks among Member States in the context of the Union Civil Protection Mechanism and other relevant disaster management systems.

As stipulated by the Decision, the Commission will assist Member States in fulfilling these objectives in a number of ways, including facilitating the sharing of experiences on risk management capability and its assessment (2).

3. METHODOLOGY

3.1. Actors and timelines

Experience from Member States and other countries shows the advantages of coordination of the national risk management capability assessment by one entity. In particular, the appointment of a coordinating body to help steer the assessment can help ensure the application of a coherent methodology and foster the sharing of good practices. At the same time, the level of the assessment — either national or appropriate sub-national level — will be decided by each Member State on the basis of its own governance system.


(2) This could include bringing together an international group of experts which can support the assessment at all stages of the process as well as Peer Review Programme through which Member States can learn from each other in managing disaster risks.
Member States have agreed to undertake these assessments every three years with the first assessments due three years following the finalisation of the Guidelines. A regular assessment is important to ensure continuous improvement in risk management capability, including the identification of needs and ensuing implementation of relevant measures.

3.2. Process

The assessment of risk management capability covers the whole risk management cycle, i.e. risk assessment, risk management planning for prevention and preparedness and the implementation of risk prevention and preparedness measures.

3.2.1. Risk Assessment

In undertaking a risk assessment, the aim should be to reach a common understanding, with all relevant stakeholders, of the risks faced and their relative priority. The risks identified, assessed and prioritised in the risk assessment are the basis for the risk management planning and the successive implementation of risk prevention and preparedness measures (1). As recommended in the Risk Assessment Guidelines, Member States that carry out their national risk assessment process for the first time should concentrate on the most important risk scenarios (2).

3.2.2. Risk Management Planning

Risk management planning can be carried out per individual risk or, in an integrated cross-sectorial or even multi-risk approach. The specific aim during the planning is to set out how each risk can be reduced, adapted to or mitigated in terms of impacts and likelihood by implementing selected prevention and preparedness measures (3). The planning would also need to indicate the required resources and timelines, and assign responsibilities, as appropriate.

Adequate measures will first have to be identified, prioritised and then selected in a decision-making process that sufficiently involves all relevant stakeholders, so as to secure a good understanding of the measures, their necessity and their priority, thus ensuring broad support. First indications on the methodology on how to identify and prioritise such measures are included in the Risk Assessment Guidelines in the section on ‘risk evaluation’ (4). Other examples that Member States may wish to consult include the Civil Defence Emergency Management (CDEM) Capability Assessment Tool developed by the Ministry of Civil Defence & Emergency Management of New Zealand (5), the Dutch National safety and security strategy, or the French Direction de la Défense et de la Sécurité Civile, ORSEC (6) — Organisation de la Réponse de Sécurité Civile. A more complete list of good practices is available on the EU’s Climate-Adapt platform (7). Expanding the list of good practices and examples over time could contribute to the assessment process.

Methodologies for risk management planning at national or sub-national level will need to be tailored to the needs and governance structures of Member States. This may include a risk management plan for each or all combined risks, which breaks down the main risks into actionable operations — i.e. prevention and preparedness measures — to reduce, adapt to or mitigate the identified risks to acceptable levels. This may also include a comparison of different measures with respect to their net beneficial impact and the costs to implement them.

It is important that the planning process identifies and leads to a selection of suitable and concrete prevention and preparedness measures for implementation. This would draw on the results of the risk assessment.

3.2.3. Implementing Risk Prevention and Preparedness Measures

Under the third dimension of the risk management capability assessment, Member States should assess their ability to implement the measures identified in the risk management planning. The implementation includes the allocation of responsibilities and resources, the monitoring duties, as well as an evaluation and lessons learned process.

---

(1) The impact of hazards depends in part on the existing mitigation and prevention measures. The risk assessment takes into account existing measures for assessing the impact, likelihood and priority of risks.


(3) The planning should take into account plans elaborated for sectorial risks, for instance the Flood Risk Management Plans under the Floods Directive (Directive 2007/60/EC).


3.3. **Role of the Guidelines**

The Guidelines propose a methodology for the assessment that is not exhaustive and will need to be adapted to the needs of each Member State. They should be seen as a common starting point and foster a common understanding of the elements that the national risk management capability assessment should include.

The risk management capability assessment should start with a detailed (qualitative and where relevant quantitative) description of the disaster risk management cycle. The questions listed in Section 4 are designed to guide Member States’ national or sub-national entities in assessing their own risk management capability on the basis of a set of administrative, technical and financial capacity criteria. When answering these key questions, it is important to cover in qualitative and as far as possible also in quantitative terms the situation, which needs were identified and which measures have been or can be taken.

It is important to not only carry out an assessment of the generic administrative, technical and financial capacity to adequately assess the three dimensions of the disaster management cycle, but to also assess the capability in light of the prioritised risks (including risks identified in the course of the national risk assessment process) in order to achieve a realistic assessment of the management of concrete risks.

The assessment of the risk management capability could be summarised with the help of the template outlined in Section 5, which was designed to provide a brief overview of the self-assessment of the disaster risk management capability.

4. **CONTENT OF THE ASSESSMENT**

In line with the Decision, the assessment at national and/or appropriate sub-national level should include three sections — risk assessments, risk management planning, and implementing risk prevention and preparedness measures. Each section should focus on a set of elements related to administrative, technical and financial capacities, such as the framework, coordination, expertise, stakeholders, information and communication, methodology, infrastructure, equipment and financing.

4.1. **Risk Assessment**

This section provides a set of questions, which covers the administrative, technical and financial capacities to carry out risk assessments.

For the assessment of the administrative capacity it is important to concentrate on the existence of a relevant framework, the allocation of competencies and responsibilities, the existence of required expertise, the extent of the involvement of external stakeholders and communication.

For the assessment of the technical capacity it is important to focus on assessing the use of appropriate methodology and infrastructure. Carrying out a comprehensive risk assessment could also include covering the cross-border and cross-sectorial dimensions of risk when relevant, as well as the impact on infrastructure.

For the assessment of the financial capacity it is important to focus on assessing the availability of financial resources.

Sufficiently detailed answers to each question would include explanations about what, how and when risk assessments are carried out, as well as data, figures and references as adequate and available.

**Framework**

Risk assessments should be defined and be part of an overall framework.

**Question 1:** Does the risk assessment fit within an overall framework?

Explanation: Clarify whether this framework is legal or procedural, and whether it is defined at national and/or at an appropriate sub-national level.

**Coordination**

A risk management structure assigns clear responsibilities to all entities involved in the risk assessment so that overlaps or mismatches between responsibility and capability are avoided.
Question 2: Are clearly defined responsibilities and roles/functions assigned to the entities participating in the risk assessment?
Explanation: Describe on which basis responsibilities for the risk assessment are distributed within the administration, if this basis or the corresponding procedures are documented in writing (e.g. in legal texts), if overlaps or needs exist, how these are addressed.

Question 3: Are the responsibilities to assess specific risks allocated to the most relevant entities?
Explanation: Describe the process how the relevant entities are involved the risk assessment, how the responsibility or ownership to deal with specific risks following the risk assessment is ensured.

Question 4: Has the cross-sectorial dimension of risks been integrated in the risk assessments?
Explanation: Describe which risks assessed include a cross-sectorial and multi risk dimension and to what extent this is included in defining the risk scenario. Where relevant describe the nature of their cooperation with other national and/or appropriate sub-national authorities in carrying out these risk assessments.

Expertise
The experts carrying out the risk assessment should have the necessary competencies and responsibilities and received adequate training to carry out the risk assessment.

Question 5: Is the distribution of responsibilities for the assessment of the risks regularly reviewed?
Explanation: Describe which entities or departments participate in the risk assessment, how they are identified/selected, which competencies are considered when the responsibilities are distributed.

Question 6: Are the experts responsible for the risk assessment(s) adequately informed, trained and experienced in the assessment of risks?
Explanation: Describe if and what kind of training is available for experts, the level of experience of experts, and which technical expertise and tools are used and considered necessary in carrying out risk assessments.

Other Stakeholders
The capability to assess risks depends increasingly on the involvement of various public and private stakeholders. Entities carrying out risk assessments may cooperate with a range of stakeholders, including from the private sector, academia and other government entities not directly involved in the assessment process.

Question 7: Are relevant stakeholders involved in the risk assessment process?
Explanation: Describe the range of relevant stakeholders involved in the risk assessment process. These can include academia, research organisations, the private sector, as well as government authorities not directly contributing to the assessment process, including from other Member States or international organisations. Member States could underline any lessons learnt that could be shared.

Information & Communication
The assessment of risks requires effective information and communication systems. Understanding the required administrative capacity to communicate the results of risk assessments and its relevance to an overall risk communication strategy can help improve information sharing, data sharing and communication with relevant stakeholders.

Question 8 Is the necessary administrative capacity available to communicate the results of risk assessments to the public?
Explanation: Detail how the communication with citizens on the dissemination of risk assessment results is organised.
**Question 9**: Is the necessary administrative capacity available to communicate internally the results of risk assessments, including scenarios, lessons learnt, etc.?

Explanation: Describe how the information flow is organised between different public authorities and different levels of administration.

**Question 10**: Are the results of risk assessments integrated in a risk communication strategy?

Explanation: Describe how the dissemination of risk assessment results available to the public is included in a national and/or sub-national risk communication strategy.

**Methodology**

**Question 11**: Has the national or sub-national entity developed a methodology for risk assessment? Is this methodology laid down or published and what are the key elements of this methodology?

Explanation: Describe the national or sub-national approach to risk assessment (risk-by-risk, scenarios, real life examples, generic), describe the methodology used to analyse possible impacts, the methodology to calculate probabilities, the considerations or methodology to prioritise and to discard risks, describe if risk assessments are reviewed and within which time frame, if the methodology is compiled in a document, if the risk assessment methodology is disclosed and to whom, if any of the information in the risk assessment is accessible to the public.

**Question 12**: Has the cross-border dimension of risks been integrated in the risk assessments?

Explanation: Describe which risks assessed include a cross-border dimension and the extent to which this cross-border dimension is included in the risk assessment (e.g. scenario building). Where relevant, Member States could describe the nature of their cooperation with other Member States in carrying out risk assessments with a cross-border dimension.

**Question 13**: Is infrastructure included in the assessment of risks?

Explanation: Identify which types of critical (both national and European) infrastructure is included in the development of scenarios and the assessment of the risks. These can include, inter alia, roads, buildings, dams, rails, bridges, satellites, underground systems, cables, hospitals, shelter facilities.

**Information and communication technology**

**Question 14**: Is relevant ICT infrastructure available to carry out risk assessments?

Explanation: Describe what kind of infrastructure is available to carry out the risk assessments, which can include ICT tools, satellites, etc. Member States could describe ongoing research for the development of new ICT infrastructure to support the assessment of risks. In the event that infrastructure is shared with other countries, Member States could also describe the type of cooperation in place (e.g. satellite imagery).

**Question 15**: Is appropriate information and data (including historical data) available to carry out risk assessments?

Explanation: Describe what sources of information and data are used and whether databases exist to carry out risk assessments. Member States could describe new developments which are under way to improve the collection of data and information.

**Financing**

Financing comprises the overall identification, estimation and reservation of funds required to carry out and update risk assessments.
4.2. **Risk Management Planning**

This section provides a set of questions, which covers administrative, technical and financial capacities to do risk management planning.

For the assessment of the administrative capacity, it is important to concentrate on the coordination of the process, the existence of required expertise, the existence of relevant methodologies, the extent of the involvement of external stakeholders and communication.

For the assessment of the technical capacity, it is important to focus on assessing the use of appropriate equipment.

For the assessment of the financial capacity, it is important to focus on assessing the availability of financial resources.

Sufficiently detailed answers to each question would include explanations about what was done, how it was done, when it was done as well as data, figures and references as adequate and available.

**Coordination**

A risk management structure assigns clear responsibilities to all those involved in the risk management planning, so that overlaps or mismatches between responsibility and capability are avoided.

**Question 16:** Is the appropriate financial capacity available to carry out and update work on risk assessments?

Explanation: Describe if financial resources are available to develop risk assessments and ensure the update of existing assessments.

**Question 17:** Are clearly defined responsibilities and roles/functions assigned to the entities participating in the planning of risk prevention and preparedness measures?

Explanation: Describe on which basis responsibilities for the planning process are distributed within the administration, if this basis or the corresponding procedures are documented in writing (e.g. in legal texts), if overlaps or needs exist, how these are addressed, and if the cross-sectorial dimension is covered.

**Question 18:** Are the responsibilities to plan for specific risks ensured and regularly assessed?

Explanation: Describe how the responsibility to plan for specific risks is ensured, if there is a process in place to assess the allocation of responsibilities for specific risks.

**Expertise**

Methodologies for workforce planning should be in place so that optimal staffing is ensured. The experts tasked to carry out the risk management planning should have the necessary information and receive adequate training.

**Question 19:** Are sufficient experts available to carry out the planning of prevention and preparedness measures based on the identified risks in the risk assessment?

Explanation: Describe which entities or departments participate in the planning process, how they are identified/selected, if the staffing is considered to be adequate.

**Question 20:** Is there effective training available for the experts at different levels responsible for the planning of prevention and preparedness measures?

Explanation: Describe if and what kind of training is available for experts carrying our planning activities.
**Question 21:** Are the experts involved in the planning of prevention and preparedness measures informed about the overall policy objectives/priorities related to disaster risk management?

Explanation: Describe if a risk management strategy is in place and if yes, how the objectives, priorities or processes are communicated to the experts involved in planning of prevention and preparedness measures.

---

**Question 22:** Is there a process in place to ensure that the knowledge of experts tasked with the planning of prevention and preparedness measures is preserved and further developed?

Explanation: Describe how knowledge is shared among the experts involved in the planning process, how it is ensured that knowledge is preserved.

---

**Methodology**

The national or sub-national entity should have developed a methodology to carry out risk management planning for expected impacts of identified risks which are assessed according to a methodology developed and accordingly prioritised.

**Question 23:** Do the different responsible entities have methodologies developed for risk management planning? What are the key elements of these methodologies?

Explanation: Describe the national or sub-national approaches to planning, describe the methodologies used to develop prevention and preparedness measures and to analyse their possible impacts on risk mitigation.

---

**Question 24:** Do methodologies for risk management planning include the identification of infrastructure relevant for the mitigation of identified risks?

Explanation: Describe how relevant infrastructure is identified, how its condition with view to the mitigation of risks is assessed, if a list of relevant infrastructure is compiled and regularly reviewed, if investment needs are identified.

---

**Other Stakeholders**

The capability to manage risk increasingly depends on the involvement of and cooperation with various public and private stakeholders, such as disaster risk management agencies, health services, fire services, police forces, transportation/electricity/communication operators, voluntary organisations, citizens/volunteers, scientific experts, the armed forces, or organisations in other Member States.

**Question 25:** Are the relevant public and private stakeholders informed and involved in the planning process?

Explanation: Describe the approach to public/private stakeholder involvement, which kind of stakeholders contribute to the planning process and any lessons learnt that could be shared.

---

**Question 26:** Are any of the risks identified in the risk assessments shared with public or private companies, and if so, how is it ensured that the planning of prevention and preparedness measures by the public and these companies is encouraged?

Explanation: Describe the interaction with partner organisations in the planning process, if and which agreements are in place to encourage sufficient quality, how do the prevention and preparedness measures planned by these organisations indeed contribute to the expected risk mitigation.
**Question 27:** Are the national or sub-national entities involved in cross-border planning of prevention and preparedness measures?

Explanation: Describe in which cross-border planning actions these entities recently participated, if concrete arrangements for further cooperation resulted from this joint planning process (e.g. memoranda of understanding or service level agreements) as well as any experiences or lessons learnt that could be shared.

**Information & Communication**

The management of complex risks requires effective information and communication systems for risk management planning of the prevention and preparedness measures. National or sub-national entities therefore need to ensure that they have rules and procedures in place that allow for information sharing, data sharing and communication with various stakeholders.

**Question 28:** Are relevant stakeholders, including citizens, informed about the key elements of risk management planning?

Explanation: Describe how the information flow between different public and private stakeholders and between different levels of the administration is organised to ensure that the relevant stakeholders are aware and able to contribute their knowledge. Member States could also detail how the communication with citizens on the planning of certain prevention and preparedness measures is organised and any lessons learnt that could be shared.

**Equipment**

The part of the technical capacity assessment evaluates if equipment necessary to plan prevention and preparedness measures is available. This could be software tools to support the planning process.

**Question 29:** Are equipment and tools needed to support and/or carry out the planning of prevention and preparedness measures available?

Explanation: Describe if and which equipment and tools are available, if there are any further needs, mismatches and/or overlaps.

**Financing**

Financing comprises the overall identification, estimation and reservation of funds regarded necessary to meet potential financial obligations from the management of risks (financing of prevention and preparedness measures) resulting from the prioritisation of risks. It also includes the participation of stakeholders in the financing of risk management where appropriate.

**Question 30:** As part of the planning process, are financing needs for the implementation of prevention and preparedness measures estimated and possible sources of financing identified?

Explanation: Describe if a methodology exists to estimate financing needs, which sources of financing are identified, if European funding will be or was sought.

**Question 31:** As part of the planning process, are future investment plans and the possible role of private sector financing considered?

Explanation: Describe if and how the planning process helps to identify future investment priorities, how far private organisations are involved in this process, if cooperation with the private sector is sought for the financing of prioritised investments.

**Question 32:** As part of the planning process, are procedures or plans identified or established ahead to ensure financing is in place for the prevention and preparedness measures needed to mitigate the identified risks?

Explanation: Describe how budgetary and legal questions related to flexible resource allocation are treated in the planning process, if concrete measures are taken or launched that allow for flexibility, if legal or political barriers to such an approach exist.
4.3. Implementing Risk Prevention and Preparedness Measures

This section provides a set of questions, which cover administrative, technical and financial capacities to carry out prevention and preparedness measures.

For the assessment of the administrative capacity, it is important to concentrate on the existence of relevant strategy, policy and methodologies, the existence of required expertise, the coordination of the process, the extent of the involvement of stakeholders and communication and procedures in place.

For the assessment of the technical capacity, it is important to focus on assessing the use of appropriate infrastructure, equipment and supplies and the existence and appropriateness of technical expertise.

For the assessment of the financial capacity, it is important to focus on assessing the availability of financial resources.

Sufficiently detailed answers to each question would include explanations about what was done, how it was done, when it was done as well as data, figures and references as adequate and available.

Strategy/Policy/Methodology
The national or sub-national entities have developed approaches to carry out risk prevention and preparedness measures. Expected impacts of planned prevention and preparedness measures on risk reduction are assessed and measures accordingly prioritised and adapted.

**Question 33:** Is the implementation of prevention and preparedness measures linked to the risk management planning? Is it part of a strategy or policy and was a methodology defined?

Explanation: Describe the national or sub-national approach that links the planning process to the implementation of measures, describe how the implementation is carried out, how the resulting impacts on risk reduction, adaptation and mitigation are analysed and fed back into the planning and risk assessment work with due regard to coherence with existing prevention and preparedness measures on adaptation to climate change impacts where available.

**Question 34:** Are methods for damage and human loss reporting developed and are the costs of damages estimated, documented and stored?

Explanation: Describe which methods for damage and human loss reporting are developed, if this data is shared with stakeholders and citizens, if stakeholders contribute to the damage reporting and/or to the estimation of costs, if the damages are regularly or occasionally documented and stored, what time period is covered and if these reports are made available to the public.

Coordination
A risk management structure assigns clear responsibilities to all entities involved in the implementation of prevention and preparedness measures so that overlaps or mismatches between responsibility and capability are avoided.

**Question 35:** Are clearly defined responsibilities and roles/functions assigned to the entities participating in the implementation of risk prevention and preparedness measures?

Explanation: Describe on which basis responsibilities for the implementation process are distributed within the administration, if the corresponding procedures are documented in writing (e.g. in legal texts), if overlaps, further needs and/or mismatches exist, how these are addressed, and if the cross-sectorial dimension is covered.

Expertise
Methodologies for workforce planning are in place so that optimal staffing is ensured. Staff performance management tools are in place, which include regular reviews of training and development needs.
Question 36: Is the distribution of responsibilities of experts involved in the implementation of prevention and preparedness measures up to date and are sufficient resources available to implement prevention and preparedness measures based on the planning process?

Explanation: Describe which entities (e.g. departments, agencies) participate in the implementation of measures, how these entities are identified/selected, which competencies of personnel are considered when the responsibilities are distributed, if the staffing is considered to be adequate.

Question 37: Are the experts responsible for the implementation of prevention and preparedness measures adequately informed, trained, experienced?

Explanation: Describe if and what kind of training is available for staff involved in the implementation of measures, how often the persons involved have already been involved carrying out prevention and preparedness measures, how the objectives, priorities or processes have been communicated to the personnel involved in the implementation of prevention and preparedness measures.

Other Stakeholders

The capability to manage risk depends increasingly on the involvement of and cooperation with various public and private stakeholders, such as disaster management agencies, health services, fire-fighting units, police forces, transportation/electricity/communication operators, voluntary organisations, citizens/volunteers, scientific experts, the armed forces or organisations in other Member States (transnational risk management). Dealing with novel risks requires therefore the building of a response network that can mobilise all required capacities across a variety of stakeholders.

Question 38: Are the relevant stakeholders informed and involved in the implementation of prevention and preparedness measures?

Explanation: Describe the approach to public/private stakeholder's involvement or network management, which kinds of stakeholders contribute to the implementation of measures and any lessons learnt that could be shared.

Question 39: Is the national or sub-national entity involved in the implementation of cross-border measures for prevention and preparedness?

Explanation: Describe which cross-border prevention and preparedness measures are carried out, which other stakeholders are involved, if concrete arrangements for further cooperation resulted from the joint implementation of measures (e.g. memoranda of understanding or service level agreements) as well as any experiences or lessons learnt that could be shared.

Question 40: Is the implementation of prevention and preparedness measures by these public or private stakeholders done in sufficient quality to achieve the expected risk mitigation results?

Explanation: Are there agreements in place to encourage sufficient quality, how do the prevention and preparedness measures carried out by these organisations indeed contribute to the expected risk mitigation as well as any experiences that could be shared.

Procedures

Risk management needs to include the development of established processes in order to ensure the functioning of the risk management system. The implementation process of prevention and preparedness measures therefore needs to define procedures that contribute to the reduction of risk.

Question 41: Does the implementation of prevention and preparedness measures include the development of procedures for early warning, activation, dispatching, deactivation or monitoring?

Explanation: Describe if procedures are in place, how they work in practice, if standard operating procedures are developed, for which operation these procedures are developed, any lessons learnt that could be shared.
Information & Communication

The management of complex risks requires effective information and communication systems for the implementation of prevention and preparedness measures. National or sub-national entities therefore need to ensure that they have rules and procedures in place that allow for information sharing, data sharing and communication with relevant stakeholders including citizens at any time of the implementation of prevention and preparedness measures.

**Question 42:** Is the necessary information available and regularly exchanged inside the national or sub-national entity?

Explanation: Describe how the information flow between different public entities and between different levels of the administration is organised to ensure that the relevant services are aware and able to contribute their knowledge.

**Question 43:** Are communication strategies in place, including the use of various media tools (including social media) to effectively share information with citizens to increase awareness and to build trust and confidence?

Explanation: Detail how the information and communication with citizens before, during and after the implementation of measures is organised and any lessons learnt that could be shared.

Infrastructure including IT

This part of the technical capacity assessment evaluates if the infrastructure in place, such as roads, buildings, dams, rails, bridges, satellites, underground pipes, cables, hospitals, shelter facilities, early warning systems, etc. that is regarded as relevant for the mitigation of the identified risks fulfils certain security, safety or performance standards.

**Question 44:** Is the condition of the infrastructure relevant for the implementation of prevention and preparedness measures analysed?

Explanation: Describe how infrastructure that is critical with view to the mitigation of specific risks is identified, how its condition with view to the mitigation of risks is assessed, if a list of relevant infrastructure is compiled and regularly reviewed, if investment needs are identified, if the Member States have a critical infrastructure policy in place.

Equipment and Supplies

The part of the technical capacity assessment evaluates if the equipment for prevention and preparedness fulfils the required standards necessary to implement prevention and preparedness measures.

**Question 45:** Is there an inventory of available equipment needed to carry out the planned prevention and preparedness measures? Does the implementation of prevention and preparedness measures include the identification of possible equipment needs based on the existing inventory?

Explanation: Describe if an inventory of available equipment and its use is compiled and kept up to date. Describe if and which equipment needs are identified in the implementation process to adequately mitigate the risks addressed in the planning process, if an inventory of available equipment is compiled and analysed with view to its adequacy to discover additional needs or mismatches, which steps are taken to meet the needs.

**Question 46:** Are supply chain risks identified during the implementation of prevention and preparedness measures and were measures taken to reduce the risk of supply shortages?

Explanation: Describe if and which supply chain risks are identified, how the impact of these risks is analysed, if and which measures are taken to reduce these risks, if cross-border arrangements or cooperation agreements are concluded to reduce such risks.
Technical Expertise

The technical expertise comprises the skills available and the methodologies developed for the implementation of prevention and preparedness measures. Given that technical expertise is an intangible capacity, this requirement also necessitates the safeguarding of this capacity, be it through documentation or sharing and learning.

Question 47: Do the experts tasked with the implementation of prevention and preparedness measures have the necessary technical expertise to ensure the adequate implementation of the measures and is ensured that this knowledge is preserved and further developed?

Explanation: Describe which technical expertise is used and considered necessary to implement the prevention and preparedness measures, if and which technical tools are used for the implementation, if experts receive training to continuously update the knowledge to be able to adequately use the technical tools, how knowledge is shared among the persons involved in the implementation of prevention and preparedness measured, how professional development is encouraged.

Question 48: Do the experts tasked with the implementation of prevention and preparedness measures have the knowledge to apply procurement and logistics procedures to carry out these tasks and have the experts adequately been trained to apply these procedures?

Explanation: Describe how and which training is provided to build up or develop this expertise or any other measures in place that would help to acquire this knowledge.

Question 49: Do the experts tasked with the implementation of prevention and preparedness measures have the knowledge to do life cycle and surge capacity planning and are these methodologies applied to review the functioning of equipment and systems and to be able to increase capacity in the case of an emergency?

Explanation: Describe if these methods are applied with view to prevention and preparedness measures, if and which training is provided to build up or to develop this expertise or any other measures in place that would help to acquire this knowledge.

Financing of Implementation Measures

This requirement assesses if it is ensured that financial means are available and can be quickly accessed to finance likely emergency situations as identified in the risk assessment and planning.

Question 50: When carrying out prevention and preparedness measures needed to reduce, adapt to and mitigate the identified risks, are a budget, a legal base and procedures identified or established to plan ahead for flexible resource allocation?

Explanation: Describe how budgetary and legal questions related to flexible resource allocation are treated in the implementation process, if concrete measures are taken or launched that allow for flexibility, if mismatches or further needs, legal or political barriers to such an approach exist.

Question 51: Does the implementation of prevention and preparedness measures include the preparation of agreements with stakeholders that regulate the sharing of costs?

Explanation: Describe if any plans are in place regarding the sharing of the financial burden; if Member States approached stakeholders, which stakeholders are approached and if any agreements are sought or in place to cover these costs.
5. SUMMARY

At the end of the assessment, Member States would have a good cross-sectorial overview of the different risks they would need to address, a view of the suitability and actual performance of the process of risk management planning, including the identification of appropriate prevention and preparedness measures, as well as a clear picture on the implementation processes of the relevant measures.

The following table may be used as a tool to provide a summary of the different components of national risk management capability assessment. The table would complement the assessment of risk management capability at national or appropriate sub-national level, which, in line with the Decision, Member States are to carry out and make available to the Commission every three years following the finalisation of these guidelines.

For each of the questions below, the appropriate level should be identified based on the following distribution of levels:

- n/a: capacity not identified or not considered applicable to be developed,
- (1): capacity considered applicable — work has not yet started,
- (2): capacity identified — initial progress achieved,
- (3): capacity implemented in key areas,
- (4): capacity embedded and being improved,
- Comments: further justification for the choice of level.
<p>| Question 1: Does the risk assessment fit within an overall framework? | n/a | (1) | (2) | (3) | (4) |
| Question 2: Are clearly defined responsibilities and roles/functions assigned to the relevant entities participating in the risk assessment? | n/a | (1) | (2) | (3) | (4) |
| Question 3: Are the responsibilities to assess specific risks allocated to the most relevant entities? | n/a | (1) | (2) | (3) | (4) |
| Question 4: Has the cross-sectorial dimension of risks been integrated in the risk assessments? | n/a | (1) | (2) | (3) | (4) |
| Question 5: Is the distribution of responsibilities for the assessment of the risks regularly reviewed? | n/a | (1) | (2) | (3) | (4) |
| Question 6: Are the experts responsible for the risk assessment(s) adequately informed, trained and experienced in the assessment of risks? | n/a | (1) | (2) | (3) | (4) |
| Question 7: Are relevant stakeholders involved in the risk assessment process? | n/a | (1) | (2) | (3) | (4) |
| Question 8: Is the necessary administrative capacity available to communicate the results of risk assessments to the public? | n/a | (1) | (2) | (3) | (4) |
| Question 9: Is the necessary administrative capacity available to communicate internally the results of risk assessments, including scenarios, lessons learnt, etc.? | n/a | (1) | (2) | (3) | (4) |
| Question 10: Are the results of risk assessments integrated in a risk communication strategy? | n/a | (1) | (2) | (3) | (4) |
| Question 11: Has the national or sub-national entity developed a methodology for risk assessment? Is this methodology laid down or published and what are the key elements of this methodology? | n/a | (1) | (2) | (3) | (4) |
| Question 12: Has the cross-border dimension of risks been integrated in the risk assessments? | n/a | (1) | (2) | (3) | (4) |
| Question 13: Is infrastructure included in the assessment of risks? | n/a | (1) | (2) | (3) | (4) |
| Question 14: Is relevant ICT infrastructure available to carry out risk assessments? | n/a | (1) | (2) | (3) | (4) |
| Question 15: Is appropriate information and data (including historical data) available to carry out risk assessments? | n/a | (1) | (2) | (3) | (4) |
| Question 16: Is the appropriate financial capacity available to carry out and update work on risk assessments? | n/a | (1) | (2) | (3) | (4) |</p>
<table>
<thead>
<tr>
<th>Question</th>
<th>Description</th>
<th>Levels</th>
<th>Comments</th>
</tr>
</thead>
<tbody>
<tr>
<td>Question 17:</td>
<td>Are clearly defined responsibilities and roles/functions assigned to the entities participating in the planning of risk prevention and preparedness measures?</td>
<td>n/a (1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td>Question 18:</td>
<td>Are the responsibilities to plan for specific risks ensured and regularly assessed?</td>
<td>n/a (1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td>Question 19:</td>
<td>Are sufficient experts available to carry out the planning of prevention and preparedness measures based on the identified risks in the risk assessment?</td>
<td>n/a (1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td>Question 20:</td>
<td>Is there effective training available for the experts at different levels responsible for the planning of prevention and preparedness measures?</td>
<td>n/a (1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td>Question 21:</td>
<td>Are the experts involved in the planning of prevention and preparedness measures informed about the overall policy objectives/priorities related to disaster risk management?</td>
<td>n/a (1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td>Question 22:</td>
<td>Is there a process in place to ensure that the knowledge of experts tasked with the planning of prevention and preparedness measures is preserved and further developed?</td>
<td>n/a (1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td>Question 23:</td>
<td>Do the different responsible entities have methodologies developed for risk management planning? What are the key elements of these methodologies?</td>
<td>n/a (1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td>Question 24:</td>
<td>Do methodologies for risk management planning include the identification of infrastructure relevant for the mitigation of identified risks?</td>
<td>n/a (1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td>Question 25:</td>
<td>Are the relevant public and private stakeholders informed and involved in the planning process?</td>
<td>n/a (1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td>Question 26:</td>
<td>Are any of the risks identified in the risk assessments shared with public or private companies, and if so, how is it ensured that the planning of prevention and preparedness measures by the public and these companies is encouraged?</td>
<td>n/a (1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td>Question 27:</td>
<td>Are the national or sub-national entities involved in cross-border planning of prevention and preparedness measures?</td>
<td>n/a (1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td>Question 28:</td>
<td>Are relevant stakeholders, including citizens, informed about the key elements of risk management planning?</td>
<td>n/a (1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td>Questions</td>
<td>Levels</td>
<td>Comments</td>
<td></td>
</tr>
<tr>
<td>---------------------------------------------------------------------------</td>
<td>--------</td>
<td>----------</td>
<td></td>
</tr>
<tr>
<td><strong>Question 29:</strong> Are equipment and tools needed to support and/or carry out the planning of prevention and preparedness measures available?</td>
<td>n/a</td>
<td>(1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td><strong>Question 30:</strong> As part of the planning process, are financing needs for the implementation of prevention and preparedness measures estimated and possible sources of financing identified?</td>
<td>n/a</td>
<td>(1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td><strong>Question 31:</strong> As part of the planning process, are future investment plans and the possible role of private sector financing considered?</td>
<td>n/a</td>
<td>(1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td><strong>Question 32:</strong> As part of the planning process, are procedures or plans identified or established ahead to ensure financing is in place for the prevention and preparedness measures needed to mitigate the identified risks?</td>
<td>n/a</td>
<td>(1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td><strong>Question 33:</strong> Is the implementation of prevention and preparedness measures linked to the risk management planning? Is it part of a strategy or policy and was a methodology defined?</td>
<td>n/a</td>
<td>(1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td><strong>Question 34:</strong> Are methods for damage and human loss reporting developed and are the costs of damages estimated, documented and stored?</td>
<td>n/a</td>
<td>(1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td><strong>Question 35:</strong> Are clearly defined responsibilities and roles/functional assignments to the entities participating in the implementation of risk prevention and preparedness measures?</td>
<td>n/a</td>
<td>(1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td><strong>Question 36:</strong> Is the distribution of responsibilities of experts involved in the implementation of prevention and preparedness measures up to date and are sufficient resources available to implement prevention and preparedness measures based on the planning process?</td>
<td>n/a</td>
<td>(1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td><strong>Question 37:</strong> Are the experts responsible for the implementation of prevention and preparedness measures adequately informed, trained, experienced?</td>
<td>n/a</td>
<td>(1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td><strong>Question 38:</strong> Are the relevant stakeholders informed and involved in the implementation of prevention and preparedness measures?</td>
<td>n/a</td>
<td>(1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td><strong>Question 39:</strong> Is the national or sub-national entity involved in the implementation of cross-border measures for prevention and preparedness?</td>
<td>n/a</td>
<td>(1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td><strong>Question 40:</strong> Is the implementation of prevention and preparedness measures by these public or private stakeholders done in sufficient quality to achieve the expected risk mitigation results?</td>
<td>n/a</td>
<td>(1) (2) (3) (4)</td>
<td></td>
</tr>
<tr>
<td>Question</td>
<td>Level</td>
<td>Level</td>
<td>Level</td>
</tr>
<tr>
<td>----------</td>
<td>-------</td>
<td>-------</td>
<td>-------</td>
</tr>
<tr>
<td><strong>Question 41</strong>: Does the implementation of prevention and preparedness measures include for example the development of procedures for early warning, activation, dispatching, deactivation or monitoring?</td>
<td>n/a</td>
<td>(1)</td>
<td>(2)</td>
</tr>
<tr>
<td><strong>Question 42</strong>: Is the necessary information available and regularly exchanged inside the national or sub-national entity?</td>
<td>n/a</td>
<td>(1)</td>
<td>(2)</td>
</tr>
<tr>
<td><strong>Question 43</strong>: Are communication strategies in place, including the use of various media tools (including social media) to effectively share information with citizens to increase awareness and to build trust and confidence?</td>
<td>n/a</td>
<td>(1)</td>
<td>(2)</td>
</tr>
<tr>
<td><strong>Question 44</strong>: Is the condition of the infrastructure relevant for the implementation of prevention and preparedness measures analysed?</td>
<td>n/a</td>
<td>(1)</td>
<td>(2)</td>
</tr>
<tr>
<td><strong>Question 45</strong>: Is there an inventory of available equipment needed to carry out the planned prevention and preparedness measures? Does the implementation of prevention and preparedness measures include the identification of possible equipment needs based on an existing inventory?</td>
<td>n/a</td>
<td>(1)</td>
<td>(2)</td>
</tr>
<tr>
<td><strong>Question 46</strong>: Are supply chain risks identified during the implementation of prevention and preparedness measures and were measures taken to reduce the risk of supply shortages?</td>
<td>n/a</td>
<td>(1)</td>
<td>(2)</td>
</tr>
<tr>
<td><strong>Question 47</strong>: Do the experts tasked with the implementation of prevention and preparedness measures have the necessary technical expertise to ensure the adequate implementation of the measures and is ensured that this knowledge is preserved and further developed?</td>
<td>n/a</td>
<td>(1)</td>
<td>(2)</td>
</tr>
<tr>
<td><strong>Question 48</strong>: Do the experts tasked with the implementation of prevention and preparedness measures have the knowledge to apply procurement and logistics procedures to carry out these tasks and have the experts adequately been trained to apply these procedures?</td>
<td>n/a</td>
<td>(1)</td>
<td>(2)</td>
</tr>
<tr>
<td><strong>Question 49</strong>: Do the experts tasked with the implementation of prevention and preparedness measures have the knowledge to do life cycle and surge capacity planning and are these methodologies applied to review the functioning of equipment and systems and to be able to increase capacity in the case of an emergency?</td>
<td>n/a</td>
<td>(1)</td>
<td>(2)</td>
</tr>
<tr>
<td><strong>Question 50</strong>: When carrying out prevention and preparedness measures needed to reduce, adapt to and mitigate the identified risks, are a budget, a legal base and procedures identified or established to plan ahead for flexible resource allocation?</td>
<td>n/a</td>
<td>(1)</td>
<td>(2)</td>
</tr>
<tr>
<td><strong>Question 51</strong>: Does the implementation of prevention and preparedness measures include the preparation of agreements with stakeholders that regulate the sharing of costs?</td>
<td>n/a</td>
<td>(1)</td>
<td>(2)</td>
</tr>
</tbody>
</table>
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