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W Samling af Afgerelser

DOMSTOLENS DOM (Store Afdeling)

21. marts 2024*

»Preejudiciel foreleeggelse — forordning (EU) 2019/1157 — styrkelse af sikkerheden af
unionsborgeres identitetskort — gyldighed — retsgrundlag — artikel 21, stk. 2, TEUF —
artikel 77, stk. 3, TEUF — forordning (EU) 2019/1157 — artikel 3, stk. 5 — forpligtelse for
medlemsstaterne til at lagre to digitale fingeraftryk i interoperable digitale formater i
identitetskorts lagringsmedium - artikel 7 i Den Europeeiske Unions charter om grundleeggende
rettigheder — respekt for privatliv og familieliv — artikel 8 i chartret om grundleggende
rettigheder — beskyttelse af personoplysninger — forordning (EU) 2016/679 — artikel 35 —
forpligtelse til at foretage en konsekvensanalyse vedrorende databeskyttelse — opretholdelse af de
tidsmeessige virkninger af en forordning, der er kendt ugyldig«

I sag C-61/22,
angdende en anmodning om preejudiciel afgorelse i henhold til artikel 267 TEUF, indgivet af
Verwaltungsgericht Wiesbaden (forvaltningsdomstolen i Wiesbaden, Tyskland) ved afgerelse af
13. januar 2022, indgéet til Domstolen den 1. februar 2022, i sagen
RL
mod
Landeshauptstadt Wiesbaden,
har

DOMSTOLEN (Store Afdeling),
sammensat af preesidenten, K. Lenaerts, vicepreesidenten, L. Bay Larsen, afdelingsformeendene A.
Arabadjiev, A. Prechal, E. Regan (refererende dommer), T. von Danwitz, F. Biltgen og Z. Csehi
samt dommerne J.-C. Bonichot, S. Rodin, D. Gratsias, M.L. Arastey Sahtin og M. Gavalec,
generaladvokat: L. Medina,

justitssekreteer: kontorchef D. Dittert,

pé grundlag af den skriftlige forhandling og efter retsmedet den 14. marts 2023,

* Processprog: tysk.

DA
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efter at der er afgivet indleeg af:
— RL ved Rechtsanwalt W. Achelpohler,
— den tyske regering ved J. Moller og P.-L. Kriiger, som befuldmeegtigede,

— den belgiske regering ved P. Cottin og A. Van Baelen, som befuldmeegtigede, bistaet af advocaat
P. Wytinck,

— den spanske regering ved L. Aguilera Ruiz, som befuldmeegtiget,
— den polske regering ved B. Majczyna, som befuldmeegtiget,

— Europa-Parlamentet ved G.C. Bartram, P. Loépez-Carceller og J. Rodrigues, som
befuldmeegtigede,

— Rédet for Den Europaeiske Union ved M. Franca og Z. Sustr, som befuldmzegtigede,
— Europa-Kommissionen ved H. Kranenborg, E. Montaguti og I. Zaloguin, som befuldmeegtigede,
og efter at generaladvokaten har fremsat forslag til afgerelse i retsmedet den 29. juni 2023,

afsagt folgende

Dom

Anmodningen om preejudiciel afgorelse vedrorer gyldigheden af Europa-Parlamentets og Radets
forordning (EU) 2019/1157 af 20. juni 2019 om styrkelse af sikkerheden af unionsborgeres
identitetskort og af opholdsdokumenter, der udstedes til unionsborgere og deres
familiemedlemmer, som udever deres ret til fri beveegelighed (EUT 2019, L 188, s. 67), og navnlig
af denne forordnings artikel 3, stk. 5.

Denne anmodning er blevet indgivet i forbindelse med en tvist mellem RL og Landeshauptstadt
Wiesbaden (delstatshovedstaden Wiesbaden, Tyskland) (herefter »byen Wiesbaden«)
vedrgrende sidstneevntes afslag pd RL’s anmodning om udstedelse af et identitetskort, som ikke
indeholder hans fingeraftryk.
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I. Retsforskrifter

A. EU-retten

1. Forordning 2019/1157

1.,2,4.,5.,17.-21,, 23., 26.-29., 32., 33., 36., 40.-42. og 46. betragtning til forordning 2019/1157 har
folgende ordlyd:

»(1)

[...]
(17)

I [EU-traktaten] blev det besluttet at lette den frie beveegelighed for personer, samtidig med
at Europas befolkningers sikkerhed og tryghed sikres ved oprettelsen af et omrdde med
frihed, sikkerhed og retfeerdighed i overensstemmelse med bestemmelserne i
[EU-traktaten] og i [EUF-traktaten].

Unionsborgerskabet giver med visse begreensninger og pa visse betingelser unionsborger ret
til fri beveegelighed. Europa-Parlamentets og Réadets direktiv 2004/38/EF [af 29. april 2004
om unionsborgeres og deres familiemedlemmers ret til at feerdes og opholde sig frit pa
medlemsstaternes omrade, om endring af forordning (EQF) nr. 1612/68 og om opheevelse
af direktiv 64/221/EQF, 68/360/EQF, 72/194/EQF, 73/148/EQF, 75/34/EQF, 75/35/EQF,
90/364/EQF, 90/365/EQF og 93/96/EQF (EUT 2004, L 158, s. 77)] giver denne ret virkning.
Desuden er retten til fri bevaegelighed og opholdsretten fastsat i artikel 45 i Den Europeeiske
Unions charter om grundleeggende rettigheder (chartret). Af retten til fri beveegelighed
folger retten til at rejse ind i og ud af medlemsstater med gyldigt identitetskort eller pas.

I direktiv [2004/38] fastsettes, at medlemsstaterne kan treeffe de nedvendige
foranstaltninger til at neegte, opheeve eller tilbagekalde rettigheder i henhold til neevnte
direktiv, nar der er tale om misbrug af rettigheder eller om svig. Forfalskning af dokumenter
eller falsk fremstilling af vigtige oplysninger vedreorende de betingelser, der er knyttet til
opholdsretten, er blevet udpeget som typiske tilfeelde af svig i henhold til neevnte direktiv.

I ojeblikket er der betydelig forskel pa sikkerhedsniveauet for de nationale identitetskort,
som medlemsstaterne udsteder, og for opholdsdokumenter for unionsborgere med bopeel i
en anden medlemsstat og deres familiemedlemmer. Disse forskelle oger risikoen for
forfalskning og dokumentfalsk og giver ogsa anledning til praktiske problemer for borgere,
nar de onsker at udeve deres ret til fri beveegelighed. Det fremgar af statistiske oplysninger
fra det europeeiske risikoanalysenetveerk for svig, at der er sket en stigning i forekomsten af
falske identitetskort over tid.

Sikkerhedselementer er nedvendige for at kontrollere, om et dokument er zegte, og for at
fastsla en persons identitet. Fastseettelse af minimumssikkerhedsstandarder for og
integreringen af biometriske oplysninger i identitetskort og opholdskort til unionsborgeres
familiemedlemmer, som ikke er statsborgere i en medlemsstat, er vigtige skridt i retning af
at gore anvendelsen heraf mere sikker i Unionen. Indferelsen af sddanne biometriske
identifikatorer bor gere det muligt for unionsborgere at hoste det fulde udbytte af deres ret
til fri beveegelighed.
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Lagringen af et ansigtsbillede og to fingeraftryk (»biometriske oplysninger«) pa identitets-
og opholdskort, saledes som det allerede er tilfeeldet med biometriske pas og
opholdstilladelser til tredjelandsstatsborgere, udger en hensigtsmeessig kombination af
palidelig identifikation og autentificering med en reduceret risiko for svig med henblik pa
at oge sikkerheden af identitets- og opholdskort.

Medlemsstaterne bor som almindelig praksis for at kontrollere segtheden af dokumentet og
indehaverens identitet forst og fremmest kontrollere ansigtsbilledet, og hvis det er
nedvendigt med henblik pa uden tvivl at bekreefte dokumentets segthed og indehaverens
identitet, bor medlemsstaterne ogsa kontrollere fingeraftrykkene.

Medlemsstaterne bor i tilfeelde, hvor en kontrol af biometriske oplysninger ikke bekreefter
egtheden af dokumentet eller indehaverens identitet, sikre, at et kvalificeret personale
udferer en obligatorisk manuel kontrol heraf.

Denne forordning giver ikke hjemmel til at oprette eller opretholde nationale databaser til
lagring af biometriske oplysninger i medlemsstaterne, som er et spergsmal, der henhorer
under national ret, som skal overholde EU-databeskyttelsesretten. Forordningen giver
heller ikke hjemmel til at oprette eller opretholde en central database pa EU-plan.

Med henblik pa denne forordning ber der tages hensyn til specifikationerne i
[dokument 9303 fra Organisationen for International Civil Luftfart (ICAO)], som sikrer
global interoperabilitet, herunder for sa vidt angar maskinleesbarhed og anvendelse af visuel
kontrol.

Medlemsstaterne ber sikre, at passende og effektive procedurer for indsamlingen af
biometriske identifikatorer er pa plads, og at sadanne procedurer overholder rettighederne
og principperne indeholdt i chartret, i Europaradets konvention til beskyttelse af
menneskerettigheder og grundleeggende frihedsrettigheder[, der blev undertegnet i Rom
den 4. november 1950,] og i De Forenede Nationers konvention om barnets rettigheder|,
der blev vedtaget af De Forenede Nationers Generalforsamling den 20. november 1989 (De
Forenede Nationers traktatsamling, bind 1577, s. 3), og tradte i kraft den
2. september 1990]. Medlemsstaterne bgr sikre, at barnets tarv kommer i forste reekke
under hele indsamlingsproceduren. Med henblik herpa ber kvalificeret personale modtage
passende undervisning i bernevenlige praksisser for sa vidt angar indsamlingen af
biometriske identifikatorer.

Hvor der opstar vanskeligheder i forbindelse med indsamlingen af biometriske
identifikatorer, bor medlemsstaterne sikre, at passende procedurer er pa plads med
henblik pa at respektere den bergrte persons veerdighed. Der ber derfor tages seerlige
hensyn til ken og til de seerlige behov hos born og sarbare personer.
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(28) Indferelsen af minimumsstandarder for sikkerheden ved og udformningen af identitetskort
bor gore det muligt for medlemsstaterne at stole pa eegtheden af de pageldende
dokumenter, nar unionsborgere udever deres ret til fri beveegelighed. Indferelsen af
strengere sikkerhedsstandarder ber give offentlige myndigheder og private enheder
tilstreekkelige garantier for, at de kan forlade sig pa eegtheden af identitetskort, nar
sadanne kort anvendes af unionsborgere til identifikationsformal.

(29) Et meerke i form af landekoden pa to bogstaver for den udstedende medlemsstat trykt med
negativ skrift i et blat rektangel og omgivet af 12 gule stjerner letter den visuelle kontrol af
dokumentet, navnlig nar indehaveren udever sin ret til fri beveegelighed.

(32) Medlemsstaterne bor treeffe alle nodvendige foranstaltninger til at sikre, at biometriske
oplysninger korrekt identificerer den person, som et identitetskort er udstedt til. Med
henblik herpa kan medlemsstaterne overveje at indsamle biometriske identifikatorer,
navnlig ansigtsbilledet, direkte hos de nationale myndigheder, der udsteder identitetskort,
i tilstedeveerelse af den bergrte person.

(33) Medlemsstaterne ber udveksle sadanne oplysninger med hinanden, som er nedvendige for
at tilgd, autentificere og kontrollere de oplysninger, som befinder sig pa det sikre
lagringsmedium. De formater, der anvendes til det sikre lagringsmedium, ber veere
interoperable, herunder ved automatiserede greenseovergangssteder.

(36) Opholdsdokumenter, som medlemsstaterne udsteder til unionsborgere, ber indeholde
bestemte oplysninger med henblik pa at sikre, at de kan genkendes som
opholdsdokumenter i alle medlemsstater. Dette bor lette anerkendelsen af unionsborgeres
brug af retten til fri beveegelighed og af de rettigheder, der er ulgseligt forbundet med denne
brug, men harmoniseringen ber ikke g& videre, end hvad der er hensigtsmeessigt til at
athjeelpe nuveerende dokumenters svagheder. Medlemsstaterne kan frit veelge, i hvilken
udformning de onsker at udstede disse dokumenter, og kan udstede dem i en udformning,
der overholder specifikationerne i ICAO-dokument 9303.

(40) Europa-Parlamentets og Radets forordning (EU) 2016/679[, af 27. april 2016 om beskyttelse
af fysiske personer i forbindelse med behandling af personoplysninger og om fri udveksling
af sdidanne oplysninger og om ophevelse af direktiv 95/46/EF (generel forordning om
databeskyttelse) (EUT 2016, L 119, s. 1, herefter »databeskyttelsesforordningen«)] finder
anvendelse pa de personoplysninger, der skal behandles i forbindelse med anvendelsen af
nerverende forordning. Det er nedvendigt at specificere nermere, hvilke
beskyttelsesforanstaltninger der skal finde anvendelse pa de behandlede
personoplysninger, navnlig hvad angar felsomme oplysninger som biometriske
identifikatorer. De registrerede bor gores opmeerksom pa, at deres dokumenter indeholder
et lagringsmedium med deres biometriske oplysninger, herunder at de er tilgeengelige i
kontaktles form, og pa ethvert tilfeelde, hvor oplysningerne i deres identitetskort og
opholdsdokumenter benyttes. Under alle omsteendigheder ber de registrerede have adgang
til de personoplysninger, der behandles i deres identitetskort og opholdsdokumenter, og
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have ret til at f& dem berigtiget gennem udstedelse af et nyt dokument, safremt
oplysningerne er fejlagtige eller ufuldsteendige. Lagringsmediet begr have et hoijt
sikkerhedsniveau og pa effektiv vis beskytte de personoplysninger, der er lagret pa det,
mod uautoriseret adgang.

(41) Medlemsstaterne ber veere ansvarlige for den korrekte behandling af biometriske
oplysninger, lige fra indsamlingen til integrationen af oplysningerne i det meget sikre
lagringsmedium, i overensstemmelse med [databeskyttelsesforordningen].

(42) Medlemsstaterne bor udvise seerlig omhyggelighed, nar de samarbejder med en ekstern
tjenesteyder. Sadant samarbejde ber ikke udelukke nogen former for ansvar for
medlemsstaterne, som matte opsta i medfer af EU-retten eller national ret, for manglende
overholdelse af forpligtelser vedrgrende personoplysninger.

(46) Malene for denne forordning, nemlig at forbedre sikkerheden og fremme udovelsen af
retten til fri beveegelighed for unionsborgere og deres familiemedlemmer, kan ikke i
tilstreekkelig grad opfyldes af medlemsstaterne, men kan pa grund af tiltagenes omfang og
virkninger bedre nas pa EU-plan; Unionen kan derfor vedtage foranstaltninger i
overensstemmelse med neerhedsprincippet, jf. artikel 5 [TEU]. I overensstemmelse med
proportionalitetsprincippet, jf. neevnte artikel, gar denne forordning ikke videre, end hvad
der er ngdvendigt for at na disse mal.«

Artikel 1 i forordning 2019/1157 med overskriften »Genstand« bestemmer folgende:

»Denne forordning styrker de sikkerhedsstandarder, der gelder for identitetskort, som
medlemsstaterne udsteder til deres statsborgere, og for opholdsdokumenter, som medlemsstaterne
udsteder til unionsborgere og deres familiemedlemmer, nar de udever deres ret til fri beveegelighed.«

Denne forordnings artikel 2 med overskriften » Anvendelsesomriade« bestemmer folgende:
»Denne forordning finder anvendelse pa:

a) identitetskort, som medlemsstaterne udsteder til deres egne statsborgere som omhandlet i
artikel 4, stk. 3, i direktiv [2004/38].

Denne forordning finder ikke anvendelse pa identifikationsdokumenter udstedt pa et
midlertidigt grundlag med en gyldighedsperiode pa under seks maneder

b) beviser for registrering, som i overensstemmelse med artikel 8 i direktiv [2004/38] udstedes til
unionsborgere, der opholder sig mere end tre maneder i en veertsmedlemsstat, og bevis for ret
til tidsubegreenset ophold, der i overensstemmelse med artikel 19 i direktiv [2004/38] udstedes
til unionsborgere efter ansegning

c) opholdskort, der i overensstemmelse med artikel 10 i direktiv [2004/38] udstedes til
unionsborgeres familiemedlemmer, som ikke er statsborgere i en medlemsstat, og
tidsubegreensede opholdskort, der i overensstemmelse med artikel 20 i direktiv [2004/38]
udstedes til unionsborgeres familiemedlemmer, som ikke er statsborgere i en medlemsstat.«

6 ECLI:EU:C:2024:251



Dowm Ar 21.3.2024 — sac C-61/22
LANDESHAUPTSTADT W/IESBADEN

Den neevnte forordnings artikel 3 med overskriften
»Sikkerhedsstandarder/udformning/specifikationer« bestemmer i stk. 5-7 og 10 folgende:

»5. Identitetskort skal indeholde et meget sikke[r]t lagringsmedium, der skal indeholde et
ansigtsbillede af kortindehaveren og to fingeraftryk i interoperable digitale formater. For sa vidt
angdr registreringen af de biometriske identifikatorer anvender medlemsstaterne de tekniske
specifikationer, der er fastsat ved Kommissionens gennemforelsesafgorelse C(2018)7767 [af
30. november 2018 om fastsaettelse af tekniske specifikationer for den ensartede udformning af
opholdstilladelser til tredjelandsstatsborgere og om opheevelse af afgarelse C(2002)3069].

6. Lagringsmediet skal have tilstreekkelig kapacitet og vere i stand til at sikre oplysningernes
integritet, eegthed og fortrolige karakter. De lagrede oplysninger skal veere tilgengelige i
kontaktles form og veere beskyttede som fastsat i gennemforelsesafgarelse C(2018) 7767.
Medlemsstaterne udveksler de oplysninger, som er nedvendige for at autentificere
lagringsmediet og for at tilga og verificere de i stk. 5 omhandlede biometriske oplysninger.

7. Bern under 12 ér kan fritages for kravet om at afgive fingeraftryk.
Born under seks ar er fritaget for kravet om at afgive fingeraftryk.

Personer, for hvem det er fysisk umuligt at afgive fingeraftryk, er fritaget for kravet om at afgive
fingeraftryk.

[...]

10. Hvis en medlemsstat lagrer oplysninger til elektroniske tjenester sasom e-forvaltning og
e-handel pa identitetskortene, skal sidanne nationale oplysninger veere fysisk eller logisk adskilt
fra de biometriske oplysninger, der er omhandlet i stk. 5.«

Denne samme forordnings artikel 5 med overskriften »Udfasning« har felgende ordlyd:

»1. Identitetskort, som ikke opfylder kravene fastsat i artikel 3, opherer med at veere gyldige, nar
de udlober, eller senest den 3. august 2031, alt efter hvilken af disse datoer der er den tidligste.

2. Uanset stk. 1:

a) ophgrer identitetskort, der [...] ikke indeholder et funktionelt maskinleesbart felt som defineret
i stk. 3, med at veere gyldige, nér de udlgber, eller senest den 3. august 2026, alt efter hvilken af
disse datoer der er den tidligste

[...]

3. Med henblik pa stk. 2 forstéds ved et funktionelt maskinleesbart felt:

a) et maskinleesbart felt, som overholder ICAO-dokument 9303, del 3, eller

b) ethvert andet maskinleesbart felt, for hvilket den udstedende medlemsstat meddeler de regler,
der kreeves for at leese og vise de deri indeholdte oplysninger, medmindre en medlemsstat

inden den 2. august 2021 underretter [Europa-]Kommissionen om, at den ikke har kapacitet
til at leese og vise disse oplysninger.
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[...]«

Artikel 6 i forordning 2019/1157 med overskriften »Oplysninger, der som minimum skal angives«
bestemmer i forste afsnit folgende:

»Nar medlemsstaterne udsteder opholdsdokumenter til unionsborgere, skal sddanne som
minimum oplyse folgende:

[...]

f) de oplysninger, der i overensstemmelse med henholdsvis artikel 8 og 19 i direktiv [2004/38] skal
angives pa registreringsbeviser og pa beviser for tidsubegreenset ophold

[...]«

Denne forordnings artikel 10 med overskriften »Indsamling af biometriske identifikatorer«
fastseetter folgende:

»1. De biometriske identifikatorer indsamles udelukkende af kvalificerede og beherigt
bemyndigede medarbejdere, der er udpeget af de myndigheder, der er ansvarlige for udstedelse af
identitetskort eller opholdskort, med det formal at integrere disse pa det meget sikre
lagringsmedium for identitetskort, jf. artikel 3, stk. 5, og for opholdskort, jf. artikel 7, stk. 1.
Uanset forste seetning indsamles fingeraftryk udelukkende af kvalificerede og beherigt
bemyndigede medarbejdere hos sddanne myndigheder, bortset fra i tilfeelde af ansegninger, der
indgives til medlemsstatens diplomatiske og konsuleere myndigheder.

Med henblik pa at sikre, at de biometriske identifikatorer er i overensstemmelse med ansegerens
identitet, skal ansegeren mede op personligt mindst én gang under udstedelsesprocessen for hver
ansggning.

2. Medlemsstaterne sikrer, at passende og effektive procedurer for indsamlingen af biometriske
identifikatorer er pa plads, og at disse procedurer overholder rettighederne og principperne
indeholdt i chartret, konventionen til beskyttelse af menneskerettigheder og grundleeggende
frihedsrettigheder og De Forenede Nationers konvention om barnets rettigheder.

Hvor der opstar vanskeligheder i forbindelse med indsamlingen af biometriske identifikatorer,
sikrer medlemsstaterne, at passende procedurer er pa plads med henblik pa at respektere den
berorte persons veerdighed.

3. Biometriske identifikatorer, der lagres med henblik pa individualisering af identitetskort eller
opholdsdokumenter, opbevares pa en meget sikker made og kun indtil datoen for dokumentets
athentning og under alle omstendigheder ikke lengere end 90 dage fra den dato, hvor
dokumentet udstedes, medmindre de er nedvendige med henblik pa behandling i henhold til
EU-retten og national ret. Efter denne periode slettes eller destrueres disse biometriske
identifikatorer omgaende.«
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Denne forordnings artikel 11 med overskriften »Beskyttelse af personoplysninger og ansvar«
bestemmer i stk. 4 og 6 folgende:

»4. Samarbejde med eksterne tjenesteydere udelukker ikke nogen former for ansvar for
medlemsstaterne, som matte opstd i medfer af EU-retten eller national ret, for sa vidt angar
manglende overholdelse af forpligtelser vedrerende personoplysninger.

[...]

6. Biometriske oplysninger, der lagres i et identitetskorts og et opholdsdokuments
lagringsmedium, ma kun anvendes i overensstemmelse med EU-retten og national ret og af
behorigt bemyndiget personale hos kompetente nationale myndigheder og EU-agenturer med
henblik pa at kontrollere:

a) identitetskortets eller opholdsdokumentets segthed

b) indehaverens identitet ved hjeelp af umiddelbart tilgeengelige, sammenlignelige oplysninger,
hvor forevisning af identitetskortet eller opholdsdokumentet er lovpligtig.«

Samme forordnings artikel 14 med overskriften »Yderligere tekniske specifikationer« bestemmer i
stk. 1 og 2 folgende:

»1. Med henblik pa at sikre, hvor det er hensigtsmeessigt, at de i artikel 2, litra a) og c),
omhandlede identitetskort og opholdsdokumenter opfylder fremtidige
minimumssikkerhedsstandarder, fastleegger Kommissionen ved hjeelp af gennemforelsesretsakter
yderligere tekniske specifikationer vedrerende folgende:

a) yderligere sikkerhedselementer og -krav, herunder bedre standarder til bekeempelse af
falskneri, dokumentfalsk og efterligning

b) tekniske specifikationer for lagringsmediet for de i artikel 3, stk. 5, omhandlede biometriske
oplysninger og deres sikkerhed, herunder forebyggelse af uautoriseret adgang og forenkling af
validering

c) kvalitetskrav og feelles tekniske standarder for ansigtsbilledet og fingeraftrykkene.

Disse gennemforelsesretsakter vedtages efter undersegelsesproceduren i artikel 15, stk. 2.

2. Det kan i overensstemmelse med proceduren i artikel 15, stk. 2, besluttes, at de i neerveerende
artikel omhandlede specifikationer skal veere hemmelige og ikke ma offentliggeres. [...]«

2. Databeskyttelsesforordningen

I 51. betragtning til databeskyttelsesforordningen er folgende angivet:

»Personoplysninger, der i kraft af deres karakter er seerligt felsomme i forhold til grundleeggende
rettigheder og frihedsrettigheder, bor nyde specifik beskyttelse, da sammenheengen for

behandling af dem kan indebzere betydelige risici for grundleggende rettigheder og
frihedsrettigheder. [..] Behandling af fotografier ber ikke systematisk anses for at veere

ECLI:EU:C:2024:251 9
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behandling af serlige kategorier af personoplysninger, eftersom de kun vil veere omfattet af
definitionen af biometriske data, nar de behandles ved en specifik teknisk fremgangsmade, der
muligger entydig identifikation eller autentifikation af en fysisk person. Sadanne
personoplysninger bor ikke behandles, medmindre behandling er tilladt i specifikke tilfeelde, der
er fastsat i denne forordning, under hensyntagen til at medlemsstaternes nationale ret kan
fastseette specifikke bestemmelser om databeskyttelse for at tilpasse anvendelsen af reglerne i
denne forordning med henblik pa overholdelse af en retlig forpligtelse eller udferelse af en
opgave i samfundets interesse eller henhgrende under offentlig myndighedsudevelse, som den
dataansvarlige har fiet palagt. Foruden de specifikke krav til sidan behandling ber de generelle
principper og andre regler i denne forordning finde anvendelse, navnlig for s& vidt angar
betingelserne for lovlig behandling. Der ber udtrykkelig gives mulighed for undtagelser fra det
generelle forbud mod behandling af sadanne seerlige kategorier af personoplysninger, bl.a. hvis
den registrerede giver sit udtrykkelige samtykke eller for si vidt angar specifikke behov [...].«

Denne forordnings artikel 4 med overskriften »Definitioner« har felgende ordlyd:
»I denne forordning forstas ved: [...]

2) »behandling«: enhver aktivitet eller reekke af aktiviteter — med eller uden brug af automatisk
behandling — som personoplysninger eller en samling af personoplysninger gores til genstand
for, f.eks. indsamling, registrering, organisering, systematisering, opbevaring, tilpasning eller
eendring, genfinding, segning, brug, videregivelse ved transmission, formidling eller enhver
anden form for overladelse, sammenstilling eller samkering, begreensning, sletning eller
tilintetgorelse

[...]

7) »dataansvarlig«: en fysisk eller juridisk person, en offentlig myndighed, en institution eller et
andet organ, der alene eller sammen med andre afger, til hvilke formal og med hvilke
hjelpemidler der ma foretages behandling af personoplysninger; hvis formalene og
hjeelpemidlerne til en sadan behandling er fastlagt i EU-retten eller medlemsstaternes nationale
ret, kan den dataansvarlige eller de specifikke kriterier for udpegelse af denne fastseettes i
EU-retten eller medlemsstaternes nationale ret

[...]«

Denne forordnings artikel 9 med overskriften »Behandling af seerlige kategorier af
personoplysninger« fastseetter i stk. 1 folgende:

»Behandling af personoplysninger om race eller etnisk oprindelse, politisk, religios eller filosofisk
overbevisning eller fagforeningsmeessigt tilhersforhold samt behandling af genetiske data,
biometriske data med det formal entydigt at identificere en fysisk person, helbredsoplysninger eller
oplysninger om en fysisk persons seksuelle forhold eller seksuelle orientering er forbudt.«

Samme forordnings artikel 35 med overskriften » Konsekvensanalyse vedrerende databeskyttelse«
bestemmer i stk. 1, 3 og 10 felgende:

»1. Hvis en type behandling, navnlig ved brug af nye teknologier og i medfer af sin karakter,
omfang, sammenhaeng og formal, sandsynligvis vil indebeere en hgj risiko for fysiske personers
rettigheder og frihedsrettigheder, foretager den dataansvarlige forud for behandlingen en analyse
af de patenkte behandlingsaktiviteters konsekvenser for beskyttelse af personoplysninger. En
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enkelt analyse kan omfatte flere lignende behandlingsaktiviteter, der indebeerer lignende hgje
risici.

[...]

3. En konsekvensanalyse vedrgrende databeskyttelse som omhandlet i stk. 1 er navnlig pakreevet i
folgende tilfeelde:

a) en systematisk og omfattende vurdering af personlige forhold vedrerende fysiske personer, der
er baseret pa automatisk behandling, herunder profilering, og som er grundlag for afgerelser,
der har retsvirkning for den fysiske person eller pa tilsvarende vis betydeligt pavirker den
fysiske person

b) behandling i stort omfang af seerlige kategorier af oplysninger, jf. artikel 9, stk. 1, eller af
personoplysninger vedrerende straffedomme og lovovertreedelser, jf. artikel 10, eller

c) systematisk overvagning af et offentligt tilgeengeligt omrade i stort omfang.

[...]

10. Hvis behandling i henhold til artikel 6, stk. 1, litra c) eller e), har et retsgrundlag i EU-retten
eller i den medlemsstats nationale ret, som den dataansvarlige er underlagt, og denne ret regulerer
den eller de pageldende specifikke behandlingsaktiviteter, og der allerede er foretaget en
konsekvensanalyse vedrerende databeskyttelse som led i en generel konsekvensanalyse i
forbindelse med vedtagelsen af dette retsgrundlag, finder stk. 1-7 ikke anvendelse, medmindre
medlemsstaterne anser det for nedvendigt at foretage en sadan analyse inden
behandlingsaktiviteter.«

3. Forordning (EU) 2016/399

Artikel 8 i Europa-Parlamentets og Rédets forordning (EU) 2016/399 af 9. marts 2016 om en
EU-kodeks for personers grensepassage (Schengengreensekodeks) (EUT 2016, L 77, s. 1), som
eendret ved Europa-Parlamentets og Radets forordning (EU) 2017/458 af 15. marts 2017
(EUT 2017, L 74, s. 1), fastseetter i stk. 1 og 2 folgende:

»1. Greensetrafikken ved de ydre greenser kontrolleres af greensevagter. Ind- og udrejsekontrollen
foretages i overensstemmelse med dette kapitel.

[...]

2. Ved ind- og udrejse undergives personer, der har ret til fri beveegelighed i henhold til
EU-retten, folgende kontrol:

a) kontrol af den pageeldende persons identitet og nationalitet og af rejsedokumentets segthed og
gyldighed til greensepassage, herunder ved sogning i de relevante databaser [...]

b) kontrol af, at en person, der har ret til fri beveegelighed i henhold til EU-retten, ikke betragtes

som en trussel mod medlemsstaternes offentlige orden, indre sikkerhed, offentlige sundhed
eller internationale forbindelser [...]

ECLI:EU:C:2024:251 11
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Hvis der er tvivl om rejsedokumentets esegthed eller indehaverens identitet, skal mindst en af de
biometriske identifikatorer i de pas og rejsedokumenter, der er udstedt i overensstemmelse med
[Rédets forordning (EF) nr. 2252/2004 af 13. december 2004 om standarder for
sikkerhedselementer og biometriske identifikatorer i pas og rejsedokumenter, som
medlemsstaterne udsteder (EUT 2004, L 385, s. 1)], kontrolleres. Denne kontrol skal, nar det er
muligt, ogsa foretages af rejsedokumenter, der ikke er omfattet af neevnte forordning.

[...]«

4. Direktiv 2004/38
Artikel 4 i direktiv 2004/38 med overskriften »Ret til udrejse« bestemmer i stk. 1 og 3 folgende:

»1. Uden at dette bergrer de bestemmelser for rejsedokumenter, der geelder ved national
greensekontrol, har alle unionsborgere, der er i besiddelse af et gyldigt identitetskort eller pas,
samt deres familiemedlemmer, der ikke er statsborgere i en medlemsstat, men som er i
besiddelse af et gyldigt pas, ret til at forlade en medlemsstats omrade for at rejse til en anden
medlemsstat.

[...]

3. Medlemsstaterne udsteder og fornyer i overensstemmelse med deres nationale lovgivning
identitetskort eller pas til deres statsborgere, der udtrykkeligt angiver indehaverens
statsborgerskab.«

Dette direktivs artikel 5 med overskriften »Ret til indrejse« angiver i stk. 1 folgende:

»Uden at dette bergrer de bestemmelser for rejsedokumenter, der geelder ved national greensekontrol,
giver medlemsstaterne unionsborgere, der er i besiddelse af et gyldigt identitetskort eller pas, ret til at
indrejse pa deres omrade, og giver familiemedlemmer, der ikke er statsborgere i en medlemsstat, ret til
at indrejse pa deres omrade, hvis de er i besiddelse af et gyldigt pas.

Unionsborgere kan ikke péleegges visumpligt eller en lignende forpligtelse ved indrejse.«

Direktivets artikel 6, der har overskriften »Ret til ophold i indtil tre méneder«, bestemmer
folgende:

»1. Unionsborgere har ret til frit at tage ophold pé en anden medlemsstats omrade for en periode
pa hgjst tre méneder uden andre betingelser eller formaliteter end kravet om at veere i besiddelse
af et gyldigt identitetskort eller pas.

2. Stk. 1 finder ligeledes anvendelse pa familiemedlemmer, der ikke er statsborgere i en
medlemsstat, og som ledsager eller slutter sig til en unionsborger, hvis de er i besiddelse af et
gyldigt pas.«

Artikel 8 i direktiv 2004/38 med overskriften » Administrative formaliteter for unionsborgere«
fastseetter i stk. 1 og 3 folgende:

»1. For ophold ud over tre maneder kan veertslandet kraeve, at unionsborgere lader sig registrere
hos de kompetente myndigheder, jf. dog artikel 5, stk. 5.
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[...]

3. Med henblik pa udstedelse af beviset for registrering kan medlemsstaterne udelukkende kreeve,
at

— unionsborgere som omhandlet i artikel 7, stk. 1, litra a), foreviser et gyldigt identitetskort eller
pas, en bekreeftelse fra arbejdsgiveren for anseettelsen eller et anseettelsesbrev eller et bevis for,
at vedkommende udever selvsteendig erhvervsvirksomhed

— unionsborgere som omhandlet i artikel 7, stk. 1, litra b), foreviser et gyldigt identitetskort eller
pas samt dokumentation for, at de opfylder betingelserne i litra b)

— unionsborgere som omhandlet i artikel 7, stk. 1, litra c), foreviser et gyldigt identitetskort eller
pas og dokumentation for at veere tilmeldt en anerkendt institution og veere deekket af en
sygeforsikring, der deekker samtlige risici, samt fremleegger den i artikel 7, stk. 1, litra c,
omhandlede erkleering eller tilsvarende dokumentation. Medlemsstaterne kan ikke kreeve, at
der i neevnte erkleering angives et bestemt belgb.«

5. Den interinstitutionelle aftale

Punkt 12-14 i den interinstitutionelle aftale mellem Europa-Parlamentet, Raddet for Den
Europeiske Union og Europa-Kommissionen om bedre lovgivning af 13. april 2016 (EUT 2016,
L 123, s. 1, herefter »den interinstitutionelle aftale«) har folgende ordlyd:

»12. [...]

Konsekvensanalyser er et veerktej, der skal hjelpe de tre institutioner med at na frem til
velfunderede beslutninger, og ikke en erstatning for politiske beslutninger i den demokratiske
beslutningsproces. [...]

Konsekvensanalyser bgr omfatte eksistensen, omfanget og konsekvenserne af et problem og
angive, om det er ngdvendigt med tiltag fra Unionens side. De bor foresla alternative lgsninger og
om muligt angive de potentielle omkostninger og fordele pa kort og lang sigt, idet de pa en
integreret og afbalanceret made vurderer de gkonomiske, miljomeessige og sociale indvirkninger
ved anvendelse af bade kvalitative og kvantitative analyser. Neerhedsprincippet og
proportionalitetsprincippet samt de grundleeggende rettigheder ber respekteres fuldt ud. [...]
Konsekvensanalyser bor baseres pa ngjagtige, objektive og fuldsteendige oplysninger og ber sta i
rimeligt forhold til deres anvendelsesomrade og fokus.

13. Kommissionen vil foretage konsekvensanalyser af sine [lovgivningsinitiativer], som forventes
at fa betydelige okonomiske, miljomessige eller sociale indvirkninger. Initiativerne i
Kommissionens arbejdsprogram eller i den feelles erkleering vil som hovedregel blive ledsaget af en
konsekvensanalyse.

[...] De endelige resultater af konsekvensanalyserne vil blive gjort tilgeengelige for
Europa-Parlamentet, Radet [for Den Europeiske Union] og de nationale parlamenter og vil blive
offentliggjort sammen med udtalelsen eller udtalelserne fra Udvalget for Forskriftskontrol pa
tidspunktet for vedtagelsen af Kommissionens initiativ.

ECLI:EU:C:2024:251 13
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14. [...]Parlamentet og Radet vil ved behandling af Kommissionens lovgivningsforslag tage fuldt
hensyn til Kommissionens konsekvensanalyser. Med henblik herpa skal konsekvensanalyser
foreleegges pa en sadan made, at det bliver lettere for [...|Parlamentet og Radet at vurdere de valg,
som Kommissionen har truffet.«

B. Tyskret

§ 5 i Gesetz iUber Personalausweise und den elektronischen Identititsnachweis (lov om
identitetskort og elektroniske identifikationssystemer) af 18. juni 2009 (BGBI. I, s. 1346) i den
affattelse, der finder anvendelse p& de faktiske omstendigheder i hovedsagen (herefter
»PAuswG«), har overskriften »Model til identitetskort; lagrede oplysninger« og bestemmer i
stk. 9 folgende:

»De to fingeraftryk, der afgives af ansegeren [om et identitetskort], og som i henhold til
[forordning 2019/1157] skal lagres pa identitetskortets elektroniske lagringsmedium, skal lagres pa
det elektroniske lagrings- og behandlingsmedium i form af et fladt aftryk af den venstre og den hgjre
pegefinger. Hvis en pegefinger mangler, hvis kvaliteten af fingeraftrykket er utilstreekkelig, eller hvis
fingerspidsen er beskadiget, skal et fladt aftryk af enten tommelfingeren, langfingeren eller
ringfingeren lagres som erstatning. Fingeraftryk lagres ikke, hvis det er umuligt at optage fingeraftryk
af leegelige arsager, som ikke er midlertidige.«

PAuswG’s § 6, stk. 1 og 2, har felgende ordlyd:
»(1) Identitetskort udstedes med en gyldighedsperiode pa ti ar.

(2) Inden et identitetskorts gyldighed udlgber, kan der anseges om et nyt identitetskort, hvis det
kan godtgeres, at der foreligger en berettiget interesse i at fa udstedt et nyt kort.«

PAuswG’s § 9 med overskriften »Udstedelse af kort« bestemmer i stk. 1, forste punktum, felgende:

»Identitetskort og midlertidige identitetskort udstedes efter ansegning til tyskere i den i [Grundsetzs
(grundlov)] artikel 116, stk. 1, forudsatte betydning.«

PAuswG’s § 28 med overskriften »Ugyldighed« bestemmer i stk. 3 folgende:

»Funktionsforstyrrelser, der pavirker det elektroniske lagrings- og behandlingsmedium, har ingen
betydning for identitetskortets gyldighed.«

II. Tvisten i hovedsagen og det prajudicielle spergsmal

Den 30. november 2021 ansegte sagsogeren i hovedsagen byen Wiesbaden om at fa udstedt et nyt
identitetskort med den begrundelse, at chippen i hans gamle kort var defekt. Han anmodede
imidlertid om, at det nye kort ikke skulle indeholde hans fingeraftryk.

Byen Wiesbaden afslog denne anmodning med to begrundelser. For det forste havde sagsogeren i
hovedsagen ikke ret til at fa udstedt et nyt identitetskort, eftersom han allerede var i besiddelse af
et gyldigt identitetsdokument. I henhold til PAuswG’s § 28, stk. 3, bevarer et identitetskort nemlig
sin gyldighed, selv om dets chip er defekt. For det andet og under alle omsteendigheder havde det
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siden den 2. august 2021 veeret obligatorisk i henhold til PAuswG’s § 5, stk. 9, som gennemforer
artikel 3, stk. 5, i forordning 2019/1157, at lagre to digitale fingeraftryk i identitetskorts
lagringsmedium.

Den 21. december 2021 anlagde sagsegeren i hovedsagen sag ved Verwaltungsgericht Wiesbaden
(forvaltningsdomstolen i Wiesbaden, Tyskland), som er den foreleeggende ret, med pastand om, at
byen Wiesbaden palegges at udstede et identitetskort til ham, uden at hans fingeraftryk
indsamles.

Den foreleeggende ret har udtrykt tvivl om lovligheden af de to begrundelser for den i hovedsagen
omhandlede afggrelse. Hvad navnlig angar den anden begrundelse er den tilbgjelig til at mene, at
gyldigheden af forordning 2019/1157, eller i det mindste gyldigheden af denne forordnings
artikel 3, stk. 5, kan anfeegtes.

I forste omgang har den foreleeggende ret spurgt, om denne forordning burde veeret blevet
vedtaget pa grundlag af artikel 77, stk. 3, TEUF og dermed efter den seerlige
lovgivningsprocedure, der er fastsat i denne bestemmelse, snarere end pa grundlag af artikel 21,
stk. 2, TEUF og under anvendelse af den almindelige lovgivningsprocedure. For det forste henviser
artikel 77, stk. 3, TEUF nemlig specifikt til Unionens kompetence til bl.a. at fastseette
bestemmelser vedrerende identitetskort og er siledes en mere specifik bestemmelse end
artikel 21, stk. 2, TEUF. For det andet fastslog Domstolen i dom af 17. oktober 2013, Schwarz
(C-291/12, EU:C:2013:670), at forordning nr. 2252/2004, for sa vidt som den fastsatte standarder
for biometriske identifikatorer i pas, var gyldigt baseret pé artikel 62, nr. 2), litra a), EF, som nu
svarer til artikel 77, stk. 3, TEUF.

I anden omgang har den foreleeggende ret anfort, at vedtagelsen af forordning 2019/1157 muligvis
er behzeftet med en procedurefejl. Som Den Europeiske Tilsynsforende for Databeskyttelse har
fremheevet i sin udtalelse 7/2018 af 10. august 2018 om forslaget til forordning om styrkelse af
sikkerheden ved unionsborgeres identitetskort og andre dokumenter (herefter »udtalelse
7/2018«), udger optagelse og lagring af fingeraftryk nemlig behandlinger af personoplysninger,
der skal gores til genstand for en konsekvensanalyse i henhold til databeskyttelsesforordningens
artikel 35, stk. 10. I det foreliggende tilfzelde blev der imidlertid ikke foretaget en sddan analyse.
Navnlig kan det dokument med overskriften »Impact assessment«, der ledsagede det neevnte
forslag til forordning, ikke anses for at veere en konsekvensanalyse i denne bestemmelses forstand.

I tredje omgang ensker den foreleeggende ret nermere bestemt oplyst, om artikel 3, stk. 5, i
forordning 2019/1157 er forenelig med chartrets artikel 7 og 8 om henholdsvis respekt for
privatliv og familieliv og beskyttelse af personoplysninger. Medlemsstaternes forpligtelse til at
udstede identitetskort, hvis lagringsmedium indeholder to fingeraftryk, udger nemlig en
begreensning af udevelsen af de rettigheder, som disse to bestemmelser i chartret tilleegger, og
denne begreensning kan kun begrundes, hvis den opfylder de betingelser, der er opstillet i chartrets
artikel 52, stk. 1.

For det forste kan den neevnte begreensning imidlertid teenkes ikke at svare til et mal af almen
interesse. Domstolen har ganske vist i dom af 17. oktober 2013, Schwarz (C-291/12,
EU:C:2013:670), anerkendt, at bekeempelse af tredjelandsstatsborgeres ulovlige indrejse pa
Unionens omrade er et mal, der er anerkendt i EU-retten. Et identitetskort er imidlertid ikke
forst og fremmest et rejsedokument sdsom et pas, og dets formal er alene at gore det muligt at
kontrollere en  unionsborgers identitet i vedkommendes relationer til  sdvel
forvaltningsmyndigheder som private tredjeparter.
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Selv hvis det antages, at den neevnte forordning forfolger et mal af almen interesse, der er
anerkendt i EU-retten, er der for det andet tvivl om, hvorvidt denne begrensning er
forholdsmeessig. Den lesning, som Domstolen valgte i dom af 17. oktober 2013, Schwarz
(C-291/12, EU:C:2013:670), kan nemlig ikke overfores, da den vedrerer pas, som det i
modseetning til identitetskort er frivilligt at veere i besiddelse af i Tyskland, og hvis anvendelse
forfolger et andet formal.

Det fremgar derimod af udtalelse 7/2018, at integrationen og lagringen af fingeraftryk har en
betydelig indvirkning, som kan vedrere op til 370 mio. unionsborgere og potentielt gore det
obligatorisk for 85% af Unionens befolkning at fa taget billeder af fingeraftryk. Denne betydelige
indvirkning, sammenholdt med de behandlede oplysningers meget folsomme karakter (et
ansigtsbillede kombineret med to fingeraftryk), indebeerer imidlertid, at den begreensning i
udovelsen af de ved chartrets artikel 7 og 8 sikrede rettigheder, som felger af den obligatoriske
indsamling af fingeraftryk med henblik pa udstedelse af identitetskort, er storre end for pas,
hvilket til gengeeld kreever en sterkere begrundelse og en omhyggelig undersogelse af den
omhandlede foranstaltning i henhold til et strengt nedvendighedskriterium.

Nodvendigheden af at foretage en streng proportionalitetskontrol felger under alle
omstendigheder ligeledes af databeskyttelsesforordningens artikel 9, stk. 1, hvorefter behandling
af sadanne biometriske data i princippet er forbudt og kun kan tillades i ekstraordinzere og strengt
begreensede tilfeelde.

Selv om den foreleeggende ret i denne forbindelse finder, at anvendelsen af biometriske data
mindsker risikoen for, at et dokument kan forfalskes, neerer den tvivl om, hvorvidt denne ene
omstendighed kan begrunde omfanget af begreensningen af retten til beskyttelse af
personoplysninger, navnlig henset til folgende grunde.

Indledningsvis har Den Europeiske Tilsynsferende for Databeskyttelse i sin udtalelse 7/2018
fremheevet, at andre teknikker til sikker trykning af identifikationsdokumenter, sasom
hologrammer eller vandmeerker, er langt mindre indgribende, samtidig med at de ligeledes gor
det muligt at forhindre forfalskning af disse identitetsdokumenter og at kontrollere deres segthed.
Den omstendighed, at tysk ret tillader, at et identitetskort, hvis chip er defekt, forbliver gyldigt,
viser i ovrigt, at de fysiske elementer, navnlig mikrotryk eller overtryk, der reagerer pa ultraviolette
straler, er tilstreekkelige til at garantere de neevnte korts sikkerhed.

Derneest giver artikel 3, stk. 7, i forordning 2019/1157 medlemsstaterne mulighed for at fritage
bern under 12 ér fra forpligtelsen til at afgive deres fingeraftryk, og bestemmelsen pélsegger
under alle omsteendigheder medlemsstaterne at fritage bern under 6 ar fra denne forpligtelse,
hvilket viser, at optagelse af to fingeraftryk ikke er strengt nedvendig.

I ovrigt overholder artikel 3, stk. 5 i forordning 2019/1157 ikke det i
databeskyttelsesforordningens artikel 5 fastsatte princip om dataminimering, hvoraf det fremgar,
at indsamlingen og anvendelsen af personoplysninger skal veere tilstreekkelig, relevant og
begreenset til, hvad der er nedvendigt i forhold til de formal, hvortil de behandles. Selv om
indsamlingen af to fuldsteendige fingeraftryk og ikke blot de karakteristiske punkter i disse
fingeraftryk (»minutiee«) gor det muligt at fremme interoperabiliteten mellem de forskellige
typer af systemer, oger denne indsamling nemlig ogsa meengden af lagrede personoplysninger og
dermed risikoen for identitetstyveri i tilfeelde af en leekage af oplysninger. Denne risiko er i gvrigt
ikke ubetydelig, idet de chips, der anvendes i identitetskort, kan afleeses af uautoriserede scannere.
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Endelig og i det veesentlige kan begreensningen i udevelsen af de ved chartrets artikel 7 og 8
sikrede rettigheder ikke veere lovlig, eftersom Den Europeeiske Tilsynsforende for
Databeskyttelse i sin udtalelse 7/2018 anforte, at antallet af forfalskede identitetskort pa
tidspunktet for vedtagelsen af forordning 2019/1157 var relativt lille i forhold til antallet af
udstedte kort (38 870 forfalskede kort konstateret mellem 2013 og 2017), og at dette antal havde
veeret faldende i flere ar.

Pa denne baggrund har Verwaltungsgericht Wiesbaden (forvaltningsdomstolen i Wiesbaden)
besluttet at udseette sagen og at foreleegge Domstolen folgende preejudicielle sporgsmal:

»Er forpligtelsen til optagelse og lagring af fingeraftryk pa identitetskort i henhold til artikel 3,
stk. 5, i [forordning 2019/1157] i strid med trinhgjere EU-ret, navnlig med:

a) artikel 77, stk. 3, [TEUF]
b) artikel 7 og 8 i [chartret]
c) artikel 35, stk. 10, i [databeskyttelsesforordningen,]

og er forpligtelsen derfor af en af de pageeldende grunde ugyldig?«

III. Det praejudicielle sporgsmal

Med sit sporgsmél onsker den foreleeggende ret nermere bestemt oplyst, om forordning
2019/1157 er helt eller delvist ugyldig, fordi den for det forste er blevet vedtaget pa et forkert
retsgrundlag, for det andet er i strid med databeskyttelsesforordningens artikel 35, stk. 10, og for
det tredje ikke overholder chartrets artikel 7 og 8.

A. Den forste ugyldighedsgrund om anvendelse af et forkert retsgrundlag

Den forste ugyldighedsgrund, som den foreleeggende ret har henvist til, vedrerer spgrgsmalet om,
hvorvidt forordning 2019/1157, henset til bl.a. den udtrykkelige henvisning til identitetskort i
artikel 77, stk. 3, TEUF og den lgsning, der blev valgt i dom af 17. oktober 2013, Schwarz (291/12,
EU:C:2013:670), burde veere blevet vedtaget pa grundlag af denne artikel 77, stk. 3, og i henhold til
den seerlige lovgivningsprocedure, der er fastsat i denne bestemmelse, og ikke, som det var
tilfeeldet, pa grundlag af artikel 21, stk. 2, TEUF.

1. Indledende bemcerkninger

Ifolge fast retspraksis skal valget af retsgrundlag for en EU-retsakt foretages pa grundlag af
objektive forhold, som kan veere genstand for en domstolskontrol, herunder retsaktens formal og
indhold (domme af 16.2.2022, Ungarn mod Parlamentet og Radet, C-156/21, EU:C:2022:97,
preemis 107, og Polen mod Parlamentet og Radet, C-157/21, EU:C:2022:98, preemis 121).
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Det skal desuden bemeerkes, at nér der i traktaterne findes en mere specifik bestemmelse, som kan
udgore retsgrundlaget for den omhandlede retsakt, skal retsakten vedtages pa grundlag af denne
bestemmelse (dom af 6.9.2012, Parlamentet mod Radet, C-490/10, EU:C:2012:525, preemis 44, og
af 8.12.2020, Polen mod Parlamentet og Radet, C-626/18, EU:C:2020:1000, preemis 48 og den deri
neevnte retspraksis).

Endelig geelder det, at hvis en gennemgang af en EU-retsakt viser, at den har flere formal, eller at
den bestar af flere led, og det ene af disse formal eller af disse led kan bestemmes som det primeere
eller fremherskende, mens de andre kun er accessoriske eller kun har en ekstremt begrenset
reekkevidde, skal retsgrundlaget for vedtagelsen af denne retsakt afgores i overensstemmelse med
dette primeere formal eller led (jf. i denne retning dom af 20.11.2018, Kommissionen mod Radet
(Beskyttet havomrade i Antarktis), C-626/15 og C-659/16, EU:C:2018:925, preemis 77, og udtalelse
1/19 (Istanbulkonventionen) af 6.10.2021, EU:C:2021:832, preemis 286).

2. De respektive anvendelsesomrdder for artikel 21, stk. 2, TEUF og artikel 77, stk. 3, TEUF

Det er angivet i artikel 21, stk. 2, TEUF, at safremt en handling fra Unionens side viser sig
pakreevet for at sikre enhver unionsborger retten til at ferdes og opholde sig frit pa
medlemsstaternes omrade, og traktaterne ikke indeholder forngden hjemmel hertil, kan
Parlamentet og Radet efter den almindelige lovgivningsprocedure vedtage bestemmelser, der skal
gore det lettere at udeve disse rettigheder.

Det folger heraf, at denne bestemmelse giver Unionen en generel kompetence til at vedtage de
bestemmelser, der er nadvendige for at lette udgvelsen af den ret for unionsborgerne til at feerdes
og opholde sig frit p4 medlemsstaternes omrade, som er omhandlet i artikel 20, stk. 2, litra a),
TEUF, med forbehold af, at traktaterne ikke indeholder fornaden hjemmel hertil.

Til forskel fra artikel 21, stk. 2, TEUF indeholder artikel 77, stk. 3, TEUF imidlertid udtrykkeligt en
sadan hjemmel med hensyn til vedtagelsen af foranstaltninger vedrerende pas, identitetskort,
opholdsbeviser eller andre dokumenter, der er sidestillet hermed, og som udstedes til
unionsborgere med henblik pa at lette udevelsen af den i artikel 20, stk. 2, litra a), TEUF
omhandlede ret til at feerdes og opholde sig frit pa medlemsstaternes omrade.

Det er korrekt, at artikel 77, stk. 3, TEUF er indeholdt i denne traktats afsnit V om et omrade med
frihed, sikkerhed og retfeerdighed, og neermere bestemt i dette afsnits kapitel 2 med overskriften
»Politikkerne for greensekontrol, asyl og indvandring«. I henhold til artikel 77, stk. 1, TEUF
udformer Unionen imidlertid en politik, der skal sikre, savel at personer uanset nationalitet ikke
kontrolleres ved passage af de indre greenser, som at der foretages personkontrol og effektiv
overvagning ved passage af de ydre greenser, og at der gradvis indferes et integreret system for
forvaltningen af de ydre greenser. Bestemmelserne vedrgrende pas, identitetskort, opholdsbeviser
eller andre dokumenter, der er sidestillet hermed, som er omhandlet i det i artikel 77, stk. 3,
fastsatte kompetencegrundlag, udger en integrerende del af en sadan politik i Unionen. Hvad
angar unionsborgere gor disse dokumenter det nemlig bl.a. muligt for dem at godtgere, at de er
personer, der har ret til at feerdes og opholde sig frit pdA medlemsstaternes omrade, og dermed at
udove denne ret. Artikel 77, stk. 3, TEUF kan derfor danne grundlag for vedtagelsen af
foranstaltninger vedrerende de nzevnte dokumenter, hvis en sddan handling forekommer
nodvendig for at lette udevelsen af denne ret, der er fastsat i artikel 20, stk. 2, litra a), TEUF.
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Denne fortolkning af den materielle reekkevidde af artikel 77, stk. 3, TEUF kan hverken afkreeftes
af den historiske udvikling, som traktaterne har undergéet pa omradet for Unionens kompetence
til at vedtage foranstaltninger vedrerende pas, identitetskort, opholdsbeviser og andre
dokumenter, der er sidestillet hermed, som Parlamentet, Radet og Kommissionen har henvist til,
eller af den omstendighed, som den tyske regering har anfert, hvorefter denne bestemmelse
fastseetter, at den finder anvendelse, »hvis traktaterne ikke indeholder forngden hjemmel hertil«.

Lissabontraktaten opheevede ganske vist den tidligere fastsatte bestemmelse i artikel 18, stk. 3, EF,
som udtrykkeligt udelukkede EU-lovgivers mulighed for at anvende artikel 18, stk. 2, EF (nu
artikel 21, stk. 2, TEUF) som retsgrundlag for vedtagelsen af savel »bestemmelser vedrerende
pas, identitetskort, opholdsbeviser eller andre dokumenter, der er sidestillet hermed«, som
»bestemmelser vedrerende social sikring eller social beskyttelse«. Denne traktat har imidlertid
samtidig udtrykkeligt tillagt Unionen en befgjelse til at handle pa disse to omrader — nemlig dels i
artikel 21, stk. 3, TEUF for s vidt angar social sikring og social beskyttelse, dels i artikel 77, stk. 3,
TEUF for s vidt angar bestemmelser vedrgrende pas, identitetskort, opholdsbeviser eller andre
dokument, der er sidestillet hermed — og har underlagt vedtagelsen af foranstaltninger pé disse
omrader en seerlig lovgivningsprocedure og navnlig med enstemmighed i Radet.

Under disse omsteendigheder kan det ikke udledes af opheevelsen af den tidligere fastsatte
bestemmelse i artikel 18, stk. 3, EF, at det herefter er muligt at vedtage »bestemmelser vedrgrende
pas, identitetskort, opholdsbeviser eller andre dokumenter, der er sidestillet hermed, pa grundlag
af artikel 21, stk. 2, TEUF. Det folger tveertimod af den historiske udvikling, at traktaternes
ophavsmeend med artikel 77, stk. 3, TEUF har haft til hensigt at tilleegge Unionen en mere
specifik kompetence til at vedtage sddanne bestemmelser, der har til formal at lette udevelsen af
den ret til at feerdes og opholde sig frit pd medlemsstaternes omrade, der er sikret ved artikel 20,
stk. 2, litra a), TEUF, end den mere generelle kompetence, der er fastsat i artikel 21, stk. 2, TEUF.

Angivelsen i artikel 77, stk. 3, TEUF af, at denne bestemmelse finder anvendelse, »hvis traktaterne
ikke indeholder forneden hjemmel hertil«, skal endvidere, henset til EUF-traktatens generelle
opbygning, forstds saledes, at de anforte befojelser til at handle ikke er dem, der er tillagt ved en
bestemmelse med en mere generel reekkevidde sasom artikel 21, stk. 2, TEUF, men ved en endnu
mere specifik bestemmelse.

Vedtagelsen af forordning 2019/1157 kunne derfor kun baseres pa artikel 21, stk. 2, TEUF pa
betingelse af, at denne forordnings primeere eller fremherskende formal eller led befinder sig
uden for det specifikke anvendelsesomrade for artikel 77, stk. 3, TEUF, dvs. udstedelse af pas,
identitetskort, opholdsbeviser eller andre dokumenter, der er sidestillet hermed, med henblik pa
at lette udevelsen af den ret, der er omhandlet i artikel 20, stk. 2, litra a), TEUF.

3. Forordning 2019/1157’s primcere eller fremherskende formadl eller led

Hvad for det forste angar formalet med forordning 2019/1157 er det angivet i denne forordnings
artikel 1, at den har til formal at styrke de sikkerhedsstandarder, der geelder for identitetskort, som
medlemsstaterne udsteder til deres statsborgere, og for opholdsdokumenter, som
medlemsstaterne udsteder til unionsborgere og deres familiemedlemmer, nar de udever deres ret
til fri beveegelighed.
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I samme retning er det angivet i 46. betragtning til denne forordning, at forordningens formal er at
»forbedre sikkerheden« for disse rejse- og identitetsdokumenter for at »fremme udovelsen af
retten til fri beveegelighed for unionsborgere og deres familiemedlemmer«, hvilket ligeledes
bekreeftesi 1., 2., 5., 17., 28., 29. og 36. betragtning til denne forordning.

Hvad for det andet angar indholdet af forordning 2019/1157 skal det bemzerkes, at denne
forordning indeholder 16 artikler. Denne forordnings artikel 1 og 2 definerer henholdsvis
forordningens genstand og anvendelsesomrade. Forordningens artikel 3, 4, 6 og 7, som udger
forordningens primere led, fastseetter bla. de krav til sikkerhed, indhold, format eller
specifikationer, som de identitetskort og opholdsbeviser, der udstedes af medlemsstaterne, skal
opfylde, mens samme forordnings artikel 5 og 8 foreskriver en udfasning af de identitetskort og
opholdskort, der ikke opfylder de krav, der er fastsat i forordningen. Endelig preeciserer
artikel 9-16 i forordning 2019/1157 den made, hvorpa de heri fastsatte forpligtelser skal
opfyldelses, navnlig for sa vidt angar indsamling af biometriske identifikatorer og beskyttelse af
personoplysninger.

Det fremgar ganske vist af artikel 2 i forordning 2019/1157, at denne forordning ikke blot finder
anvendelse pa identitetskort, som medlemsstaterne udsteder til deres egne statsborgere, men
ligeledes pa beviser for registrering, som i overensstemmelse med artikel 8 i direktiv 2004/38
udstedes til unionsborgere, der opholder sig mere end tre méneder i en veertsmedlemsstat, og
bevis for ret til tidsubegreenset ophold, der udstedes i overensstemmelse med dette direktivs
artikel 19, hvilke beviser og dokumenter ikke kan sidestilles med identitetskort, pas eller
opholdsbeviser. Forordning 2019/1157 indeholder imidlertid ingen bestemmelse, der regulerer
disse beviser, og begrenser sig til i sin artikel 6, stk. 1, litra f), at angive, at de
opholdsdokumenter, som medlemsstaterne udsteder til unionsborgerne, skal indeholde de
oplysninger, der i overensstemmelse med henholdsvis artikel 8 og 19 i direktiv 2004/38 skal
angives pa registreringsbeviser og pa beviser for tidsubegreenset ophold. Det formal med og led i
denne forordning, der knytter sig til disse beviser, ma folgelig anses for at have en ekstremt
begreenset reekkevidde, saledes at retsgrundlaget for den naevnte forordning ikke kan afgeres ud
fra dette formal eller led.

Under disse omstendigheder folger det af de primzere formal med og led i forordning 2019/1157,
at denne forordning indgar blandt de retsakter, der er omfattet af det specifikke
anvendelsesomrade for artikel 77, stk. 3, TEUF, sdledes som identificeret i neerveerende doms
preemis 48-51.

Ved at vedtage forordning 2019/1157 pa grundlag af artikel 21, stk. 2, TEUF tilsidesatte
EU-lovgiver folgelig artikel 77, stk. 3, TEUF og anvendte en ukorrekt procedure.

Det folger heraf, at den forste ugyldighedsgrund, som den foreleeggende ret har anfert, hvorefter
forordning 2019/1157 med urette blev vedtaget pa grundlag af artikel 21, stk. 2, TEUF og i
henhold til den almindelige lovgivningsprocedure, kan medfere, at denne forordning er ugyldig.

B. Den anden ugyldighedsgrund om manglende overholdelse af
databeskyttelsesforordningens artikel 35, stk. 10

Den anden ugyldighedsgrund, som den foreleeggende ret har henvist til, er udledt af, at forordning

2019/1157 angiveligt blev vedtaget, uden at der var blevet foretaget en konsekvensanalyse af
databeskyttelsen, hvilket var i strid med databeskyttelsesforordningens artikel 35, stk. 10.
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Det skal i denne forbindelse bemserkes, at databeskyttelsesforordningens artikel 35, stk. 1,
bestemmer, at hvis en type behandling, navnlig ved brug af nye teknologier og i medfer af sin
karakter, omfang, sammenhzeng og formal, sandsynligvis vil indebzere en hgj risiko for fysiske
personers rettigheder og frihedsrettigheder, foretager den dataansvarlige forud for behandlingen
en analyse af de patenkte behandlingsaktiviteters konsekvenser for beskyttelse af
personoplysninger. Det preeciseres i databeskyttelsesforordningens artikel 35, stk. 3, at en sddan
analyse er pakreevet i tilfeelde af en behandling i stort omfang af seerlige kategorier af folsomme
oplysninger som omhandlet i neevnte forordnings artikel 9, stk. 1, saisom biometriske oplysninger
med henblik pa entydigt at identificere en fysisk person.

Eftersom der i det foreliggende tilfeelde ikke ved forordning 2019/1157 i sig selv foretages nogen
aktivitet, der anvendes pa personoplysninger eller en samling af personoplysninger, men denne
forordning begreenser sig til at opstille krav om, at medlemsstaterne skal foretage visse
behandlinger i tilfeelde af ansegning om identitetskort, skal det fastslas, at vedtagelsen af denne
forordning ikke var betinget af, at der forinden blev foretaget en konsekvensanalyse af de
patenkte behandlingsaktiviteter som omhandlet i databeskyttelsesforordningens artikel 35,
stk. 1. Denne forordnings artikel 35, stk. 10, indferer imidlertid en undtagelse til forordningens
artikel 35, stk. 1.

Det folger heraf, at eftersom databeskyttelsesforordningens artikel 35, stk. 1, saledes som det
folger af det ovenstaende, ikke fandt anvendelse ved vedtagelsen af forordning 2019/1157, kunne
denne vedtagelse ikke veere i strid med databeskyttelsesforordningens artikel 35, stk. 10.

Henset til det ovenstdende kan den anden ugyldighedsgrund om tilsideseettelse af
databeskyttelsesforordningens artikel 35, stk. 10, ikke medfere, at forordning 2019/1157 er

ugyldig.

C. Den tredje ugyldighedsgrund om uforeneligheden af artikel 3, stk. 5, i forordning
2019/1157 med chartrets artikel 7 og 8

Den tredje ugyldighedsgrund angaende forordning 2019/1157, som den foreleeggende ret har
henvist til, vedrerer spgrgsmalet om, hvorvidt den i denne forordnings artikel 3, stk. 5, fastsatte
forpligtelse til at lagre to fuldsteendige fingeraftryk i lagringsmediet for de identitetskort, som
medlemsstaterne udsteder, medferer en ubegrundet begraensning af de rettigheder, der er sikret i
chartrets artikel 7 og 8.

1. Sporgsmadlet om, hvorvidt der foreligger en begreensning

Chartrets artikel 7 fastseetter bla., at enhver har ret til respekt for sit privatliv. Med hensyn til
chartrets artikel 8, stk. 1, fastslar denne bestemmelse, at enhver har ret til beskyttelse af
personoplysninger, der vedrerer den pégeeldende. Det folger af disse bestemmelser, leest samlet,
at enhver behandling af personoplysninger foretaget af en tredjemand principielt kan udgere et
indgreb i de neevnte rettigheder (dom af 17.10.2013, Schwarz, C-291/12, EU:C:2013:670,
preemis 25).

I det foreliggende tilfeelde bestemmer artikel 3, stk. 5, i forordning 2019/1157, at det meget sikre
lagringsmedium, der skal veere indeholdt i de identitetskort, som medlemsstaterne udsteder til
deres egne statsborgere, skal indeholde biometriske oplysninger, nemlig et ansigtsbillede og to
fingeraftryk i interoperable digitale formater.
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Sadanne personoplysninger gor det imidlertid muligt preecist at identificere de bergrte fysiske
personer og er serligt folsomme pa grund af de betydelige risici for de grundleeggende
frihedsrettigheder og rettigheder, som anvendelsen heraf kan udgere, sdledes som det navnlig
fremgar af 51. betragtning til databeskyttelsesforordningen, hvilken forordning finder anvendelse
pa de omhandlede oplysninger, siledes som det fremgar af 40. betragtning til forordning
2019/1157.

Folgelig udger den forpligtelse til at lagre to fingeraftryk i identitetskorts lagringsmedium, der er
fastsat i artikel 3, stk. 5, i forordning 2019/1157, en begreensning af savel retten til respekt for
privatlivet som retten til beskyttelse af personoplysninger, som er fastsat i henholdsvis chartrets
artikel 7 og 8.

Desuden indebeerer denne forpligtelse en forudgdende gennemforelse af to pa hinanden folgende
behandlingsaktiviteter vedrerende personoplysninger, nemlig en indsamling af de neevnte
fingeraftryk hos den registrerede og en midlertidig lagring af disse med henblik pa
individualisering af identitetskortene, og disse behandlingsaktiviteter er reguleret af artikel 10 i
forordning 2019/1157. Disse behandlingsaktiviteter udger ligeledes begreensninger af de
rettigheder, der er sikret ved chartrets artikel 7 og 8.

2. Begrundelsen for begrceensningen

Som det fremgér af fast retspraksis, er retten til respekt for privatlivet og retten til beskyttelse af
personoplysninger, som er sikret i henholdsvis chartrets artikel 7 og 8, ikke absolutte rettigheder,
men skal ses i sammenheeng med deres funktion i samfundet (jf. i denne retning dom af 20.9.2022,
SpaceNet og Telekom Deutschland, C-793/19 og C-794/19, EU:C:2022:702, preemis 63).

Der kan séledes indferes begreensninger i disse rettigheder, forudsat at de i overensstemmelse med
chartrets artikel 52, stk. 1, forste punktum, er fastlagt i lovgivningen og respekterer disse
rettigheders veesentligste indhold. Det folger endvidere af chartrets artikel 52, stk. 1, andet
punktum, at der under iagttagelse af proportionalitetsprincippet kun kan indferes sddanne
begreensninger, safremt disse er nodvendige og faktisk svarer til mal af almen interesse, der er
anerkendt af Unionen, eller et behov for beskyttelse af andres rettigheder og friheder. I denne
henseende er det i chartrets artikel 8, stk. 2, preeciseret, at personoplysninger navnlig skal
behandles »til udtrykkeligt angivne formal og pa grundlag af de bererte personers samtykke eller
pa et andet berettiget ved lov fastsat grundlag«.

a) Overholdelsen af legalitetsprincippet

Hvad angar kravet i chartrets artikel 52, stk. 1, forste punktum, om, at enhver begrensning i
udovelsen af de rettigheder, der anerkendes ved dette charter, skal veere fastlagt i lovgivningen,
skal det papeges, at dette krav indebeerer, at den retsakt, som tillader et indgreb i disse
rettigheder, selv skal definere reekkevidden af begreensningen i udevelsen af den pageeldende
rettighed, idet det skal preeciseres dels, at dette krav ikke udelukker, at den pageeldende
begreensning formuleres sa abent, at den kan tilpasses forskellige situationer og eendrede
omstendigheder, dels at Domstolen om ngdvendigt ved fortolkning kan preecisere den konkrete
reekkevidde af begreensningen bdde med hensyn til selve ordlyden af den ombhandlede
EU-lovgivning og med hensyn til dens almindelige opbygning og de formal, den forfelger, som
fortolket i lyset af de grundleeggende rettigheder, som er sikret ved chartret (dom af 21.6.2022,
Ligue des droits humains, C-817/19, EU:C:2022:491, preemis 114).
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I det foreliggende tilfeelde er de begreensninger i udevelsen af de ved chartrets artikel 7 og 8
sikrede grundleggende rettigheder, der folger af forpligtelsen til at lagre to fuldstendige
fingeraftryk i lagringsmediet for de identitetskort, som medlemsstaterne udsteder, samt
betingelserne for anvendelsen og reekkevidden af disse begreensninger klart og preecist defineret i
artikel 3, stk. 5, og artikel 10, stk. 1 og 3, i forordning 2019/1157, som EU-lovgiver har vedtaget
efter den almindelige lovgivningsprocedure, og hvis virkninger vil blive opretholdt ved
neerveerende dom.

De neevnte begreensninger i udevelsen af de grundleeggende rettigheder, der er sikret ved chartrets
artikel 7 og 8, opfylder derfor legalitetsprincippet som omhandlet i chartrets artikel 52, stk. 1,
forste punktum.

b) Respekten for det veesentligste indhold af de grundlceggende rettigheder, der er sikret ved
chartrets artikel 7 og 8

Det skal fastslas, at de oplysninger, der gives ved fingeraftryk, ikke i sig selv gor det muligt at fa et
overblik over de bergrte personers privatliv og familieliv.

Under disse betingelser ma det fastslas, at den begreensning, der folger af den i artikel 3, stk. 5, i
forordning 2019/1157 fastsatte forpligtelse til at lagre to fingeraftryk i lagringsmediet for de
identitetskort, som medlemsstaterne udsteder, ikke skader det veesentligste indhold af de
grundleeggende rettigheder, der er sikret ved chartrets artikel 7 og 8 (jf. analogt dom af 21.6.2022,
Ligue des droits humains, C-817/19, EU:C:2022:491, preemis 120).

¢) Overholdelsen af proportionalitetsprincippet

Som det fremgar af chartrets artikel 52, stk. 1, andet punktum, geelder det, at for at der kan
indferes begreensninger i udevelsen af de ved chartret sikrede grundleeggende rettigheder under
iagttagelse af proportionalitetsprincippet, skal disse begreensninger veere nedvendige og faktisk
svare til mal af almen interesse, der er anerkendt af Unionen, eller et behov for beskyttelse af
andres rettigheder og friheder.

Mere specifikt skal undtagelser fra og begreensninger i beskyttelsen af personoplysninger
begreenses til det strengt nedvendige, hvorved det forudseettes, at safremt det er muligt at veelge
mellem flere egnede foranstaltninger i forhold til de tilsigtede legitime mal, skal den mindst
bebyrdende foranstaltning veelges. Desuden kan et mal af almen interesse ikke forfelges uden
hensyntagen til den omstendighed, at malet skal forenes med de grundleeggende rettigheder, der
er berort af den pageeldende foranstaltning, ved at foretage en rimelig afvejning mellem pa den ene
side malet af almen interesse og pa den anden side de pageeldende rettigheder med henblik pa at
sikre, at ulemperne ved denne foranstaltning ikke er uforholdsmeessige i forhold til de tilsigtede
mal. Muligheden for at begrunde en begreensning af de rettigheder, der er sikret ved chartrets
artikel 7 og 8, skal saledes vurderes ved at bedemme alvoren af det indgreb, som en sadan
begreensning indebeerer, og ved at kontrollere, at betydningen af det mal af almen interesse, der
forfolges med denne begreensning, star i forhold til denne alvor (dom af 22.11.2022, Luxembourg
Business Registers, C-37/20 og C-601/20, EU:C:2022:912, preemis 64 og den deri neevnte
retspraksis).

ECLI:EU:C:2024:251 23



84

85

86

87

88

Dowm Ar 21.3.2024 — sac C-61/22
LANDESHAUPTSTADT W/IESBADEN

Med henblik pa i det foreliggende tilfeelde at efterprove, om de indgreb i de ved chartrets artikel 7
og 8 sikrede rettigheder, som folger af den lagring af to fingeraftryk i identitetskorts
lagringsmedium, der er fastsat i artikel 3, stk. 5, i forordning 2019/1157, overholder
proportionalitetsprincippet, skal det derfor undersoges, for det forste om denne foranstaltning
forfolger et eller flere mal af almen interesse, der er anerkendt af Unionen, og rent faktisk er
egnet til at nd disse mal, for det andet om de heraf folgende indgreb er begreenset til det strengt
nodvendige i den forstand, at de naevnte mal ikke med rimelighed kan nas lige sa effektivt ved
andre midler, der er mindre indgribende i de bergrte personers grundleeggende rettigheder, og
for det tredje om disse indgreb er uforholdsmeessige i forhold til malene, hvilket navnlig
indebeerer en afvejning mellem disse mal og alvoren af de neevnte indgreb (jf. i denne retning
dom af 22.11.2022, Luxembourg Business Registers, C-37/20 og C-601/20, EU:C:2022:912,
preemis 66, og af 8.12.2022, Orde van Vlaamse Balies m.fl., C-694/20, EU:C:2022:963, preemis 42).

1) Forfolgelsen af et eller flere mdl af almen interesse, der er anerkendt af Unionen, og
foranstaltningens egnethed til at na disse mal

i) Sporgsmdlet om, hvorvidt de mdl, der forfolges med den omhandlede foranstaltning, er af almen
interesse

Forordning 2019/1157 har i henhold til sin artikel 1 til formal at styrke de sikkerhedsstandarder,
der bl.a. geelder for identitetskort, som medlemsstaterne udsteder til deres statsborgere, nar de
udever deres ret til fri bevaegelighed.

Mere specifikt, og saledes som det fremgar af 4., 5., 17.-20. og 32. betragtning til forordning
2019/1157, er formalet med lagringen af biometriske oplysninger, herunder to fuldsteendige
fingeraftryk, i lagringsmediet for identitetskort at sikre de neevnte korts segthed og at muliggere
en palidelig identifikation af deres indehaver, samtidig med at det i overensstemmelse med 23.
og 33. betragtning til samt artikel 3, stk. 5, i denne forordning bidrager til interoperabiliteten
mellem systemerne til kontrol af identifikationsdokumenter med henblik pa at mindske risikoen
for forfalskning og dokumentfalsk.

Domstolen har allerede haft anledning til — med hensyn til udstedelse af pas (jf. i denne retning
dom af 17.10.2013, Schwarz, C-291/12, EU:C:2013:670, preemis 36-38) og oprettelse af et register
til identifikation af tredjelandsstatsborgere (jf. i denne retning dom af 3.10.2019, A m.fl., C-70/18,
EU:C:2019:823, preemis 46 og den deri neevnte retspraksis) — at fastsla, at bekempelse af
dokumentfalsk, som bla. omfatter bekempelse af fremstilling af falske identitetskort og
bekeempelse af identitetstyveri, udger et mal af almen interesse, der er anerkendt af Unionen.

Hvad angar formélet om interoperabilitet mellem systemerne til kontrol af
identifikationsdokumenter har dette ligeledes en sadan karakter, eftersom det, som det fremgér af
17. betragtning til forordning 2019/1157, bidrager til at gore det lettere for unionsborgerne at
udove den ret, som artikel 20 TEUF tilleegger dem til at feerdes og opholde sig frit pa
medlemsstaternes omrade.
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ii) Den omhandlede foranstaltnings egnethed til faktisk at opfylde de forfulgte madl af almen
interesse

I det foreliggende tilfeelde er lagringen af to fuldsteendige fingeraftryk i lagringsmediet for
identitetskort egnet til at opfylde de mal af almen interesse om bekempelse af fremstilling af
falske identitetskort og identitetstyveri samt om interoperabilitet mellem kontrolsystemerne, som
EU-lovgiver har fremheevet for at begrunde denne foranstaltning.

Indledningsvis kan lagringen af biometriske oplysninger, sasom fingeraftryk, i identitetskort
nemlig gore det vanskeligere at fremstille falske identitetskort, idet sadanne oplysninger bl.a. — i
overensstemmelse med artikel 3, stk. 5, i forordning 2019/1157, sammenholdt med denne
forordnings artikel 14, stk. 1 og 2 — skal lagres efter preecise tekniske specifikationer, som er
egnede til at blive holdt hemmelige.

Dernzest udger lagringen af saddanne biometriske oplysninger et middel til i overensstemmelse
med artikel 11, stk. 6, i samt 18. og 19. betragtning til forordning 2019/1157 at foretage en
palidelig kontrol af identitetskortets segthed og kortindehaverens identitet og saledes mindske
risikoen for svig.

Endelig synes EU-lovgivers valg om at opstille et krav om lagring af fuldsteendige fingeraftryk
ligeledes at veere egnet til at opfylde mélet om interoperabilitet mellem systemerne til kontrol af
identitetskort, eftersom anvendelsen af fuldsteendige fingeraftryk geor det muligt at sikre
kompatibilitet med samtlige de automatiserede systemer til identifikation af fingeraftryk, som
medlemsstaterne anvender, selv om sddanne systemer ikke ngdvendigvis anvender den samme
identifikationsmekanisme.

Den foreleeggende ret har endvidere anfort, at artikel 3, stk. 7, forste afsnit, i forordning 2019/1157
giver medlemsstaterne mulighed for at fritage bl.a. bern under 12 ar fra at afgive deres
fingeraftryk, og at forordningens artikel 3, stk. 7, andet afsnit, endog paleegger medlemsstaterne
at fritage bern under 6 ar fra denne afgivelse.

Ganske vist er en lovgivning kun egnet til at sikre opfyldelsen af det paberdbte mal, hvis de
foranstaltninger, som lovgivningen fastseetter, reelt tager sigte pa at na dette mal, og hvis de
gennemfores pa en sammenheengende og systematisk made (jf. analogt dom af 5.12.2023, Nordic
Info, C-128/22, EU:C:2023:951, preemis 84 og den deri neevnte retspraksis).

Imidlertid opfylder forordning 2019/1157 dette krav, selv om den fastseetter undtagelser fra
forpligtelsen til at optage fingeraftryk i forhold til bern, idet disse undtagelser, saledes som det
fremgar af 26. betragtning til forordningen, har til formal at tage hensyn til barnets tarv.

Det samme gor sig geeldende for sa vidt angar reglen i artikel 5 i forordning 2019/1157, hvorefter
identitetskort, som ikke opfylder kravene i denne forordnings artikel 3, ferst mister deres
gyldighed, nér de udlgber, eller senest den 3. august 2031. EU-lovgiver kunne nemlig veere af den
opfattelse, at en siadan overgangsperiode var hensigtsmeessig med henblik pa at undgi, at
medlemsstaterne skulle udstede nye identitetskort for alle de bergrte personer inden for en
meget kort periode, uden dog at bringe den langsigtede effektivitet af de foranstaltninger, der er
fastsat i denne forordning, i fare.
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Hvad angar den omstendighed, at visse medlemsstater i deres lovgivning fastseetter, at de
identitetskort, som de udsteder, forbliver gyldige, uanset at det elektroniske lagringsmedium er
defekt, er det tilstreekkeligt at bemeerke, at sddanne lovgivninger kun er forenelige med forordning
2019/1157, sa leenge den i den foregaende preemis neevnte overgangsperiode ikke er udlgbet.

2) Sporgsmdlet om, hvorvidt anvendelsen af den omhandlede foranstaltning er nodvendig for at nd
de forfulgte madl af almen interesse

I forste omgang og hvad angar selve princippet om at lagre fingeraftryk i identitetskorts
lagringsmedium skal det bemeerkes, at fingeraftryk udger palidelige og effektive midler til med
sikkerhed at fastsla en persons identitet, og at den fremgangsmade, der anvendes til at optage disse
fingeraftryk, er enkel at anvende.

Navnlig, og som generaladvokaten har anfert i punkt 90 i forslaget til afgorelse, udger indseettelsen
af blot et ansigtsbillede et mindre effektivt middel til identifikation, end hvis der ud over dette
billede indseettes to fingeraftryk, eftersom aldring, livsstil, sygdom eller et eestetisk eller
rekonstruktivt kirurgisk indgreb ligeledes kan forandre ansigtets anatomiske kendetegn.

Det er rigtigt, at det i Kommissionens konsekvensanalyse, der ledsagede det forslag til forordning,
der 14 til grund for forordning 2019/1157, blev tilkendegivet, at den valgmulighed, der bestod i ikke
at gore det obligatorisk at lagre to fingeraftryk i identitetskorts lagringsmedium, var at foretraekke.

Ud over at Kommissionen selv valgte ikke at folge denne valgmulighed i sit lovgivningsforslag, skal
det imidlertid pépeges, at selv om den interinstitutionelle aftale i punkt 14 bestemmer, at
Parlamentet og Radet ved behandling af Kommissionens lovgivningsforslag skal tage fuldt hensyn
til Kommissionens konsekvensanalyser, fremgér det af samme aftales punkt 12, at siddanne
analyser »er et veerktoj, der skal hjelpe de tre institutioner med at nad frem til velfunderede
beslutninger, og ikke en erstatning for politiske beslutninger i den demokratiske
beslutningsproces«. Selv. om Parlamentet og Radet er forpligtede til at tage hensyn til
Kommissionens konsekvensanalyser, er de derfor ikke af den grund bundet af indholdet af disse
analyser, navnlig ikke hvad angéar de deri indeholdte vurderinger (jf. i denne retning dom af
21.6.2018, Polen mod Parlamentet og Radet, C-5/16, EU:C:2018:483, preemis 159 og den deri
neevnte retspraksis).

Den omstendighed alene, at EU-lovgiver har vedtaget en anden foranstaltning og efter
omstendighederne en mere indgribende foranstaltning end den, der blev anbefalet efter
konsekvensanalysen, kan derfor ikke godtgere, at EU-lovgiver har overskredet greenserne for,
hvad der er ngdvendigt for at na det tilsigtede mal (jf. i denne retning dom af 4.5.2016, Pillbox 38,
C-477/14, EU:C:2016:324, preemis 65).

I det foreliggende tilfeelde blev det i Kommissionens konsekvensanalyse konstateret, at den
valgmulighed, der bestod i at gere det obligatorisk at lagre fingeraftryk i identitetskorts
lagringsmedium, var den mest effektive med henblik pa at na det specifikke mal om at bekeempe
fremstillingen af falske identitetskort og forbedre dokumentautentificeringen. Under disse
betingelser kan den valgmulighed, der bestod i ikke at gore en sddan lagring obligatorisk, under
alle omsteendigheder ikke rejse tvivl om, at den foranstaltning, som EU-lovgiver valgte, var
nodvendig som omhandlet i den retspraksis, der er neevnt i neerveerende doms preemis 84.
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I anden omgang og hvad angéar lagringen af to fuldsteendige fingeraftryk snarere end visse af de
karakteristiske punkter i disse fingeraftryk (»minutise«) giver minutice, som generaladvokaten har
anfort i punkt 93 i forslaget til afgorelse, for det forste ikke den samme sikkerhed som et
fuldsteendigt fingeraftryk. For det andet er lagringen af et fuldsteendigt fingeraftryk nedvendig for
interoperabiliteten mellem systemerne til kontrol af identifikationsdokumenter, hvilket udger et
af de veesentligste formal, der forfolges. Som det fremgar af punkt 47 i udtalelse 7/2018, og som
den foreleeggende ret ligeledes har fremheevet, anvender medlemsstaterne nemlig forskellige
teknologier til genkendelse af fingeraftryk, saledes at en lagring af kun visse kendetegn ved et
fingeraftryk i et identitetskorts lagringsmedium ville indebzere en risiko for opfyldelsen af det
formal om interoperabilitet mellem systemerne til kontrol af identifikationsdokumenter, der
forfolges med forordning 2019/1157.

Det fremgér af ovenstaende betragtninger, at de begreensninger af de ved chartrets artikel 7 og 8
sikrede grundleeggende rettigheder, der folger af forpligtelsen til at lagre to fuldstendige
fingeraftryk i lagringsmediet, synes at overholde greenserne for det strengt nedvendige.

3) Sporgsmdlet om, hvorvidt der er foretaget en afvejning mellem pd den ene side alvoren af det
indgreb, der gores i de foreliggende grundlceggende rettigheder, og pd den anden side formdlene
med denne foranstaltning

i) Alvoren af det indgreb, der folger af begrcensningen i udovelsen af de rettigheder, der er sikret ved
chartrets artikel 7 og 8

Vurderingen af alvoren af det indgreb, der folger af en begreensning i de rettigheder, der er sikret
ved chartrets artikel 7 og 8, indebeerer, at der skal tages hensyn til arten af de omhandlede
personoplysninger, navnlig til disse oplysningers eventuelt folsomme karakter, samt til arten af
og den konkrete fremgangsmade ved behandlingen af oplysningerne, navnlig antallet af personer,
der har adgang til disse oplysninger, og de neermere vilkdr for adgangen til disse oplysninger.
Eventuelt skal der ogsa tages hensyn til, om der findes foranstaltninger, der har til formal at
forebygge risikoen for, at der sker retsstridige former for behandling af disse oplysninger.

I det foreliggende tilfeelde kan den begreensning i udevelsen af de ved chartrets artikel 7 og 8
sikrede rettigheder, som folger af forordning 2019/1157, ganske vist vedrere et stort antal
personer, idet Kommissionen i sin konsekvensanalyse vurderede dette antal til 370 mio.
indbyggere ud af de 440 mio. indbyggere, som Unionen dengang havde. Fingeraftryk som
biometriske data er i sagens natur seerligt folsomme og nyder, saledes som det bl.a. fremgar af 51.
betragtning til databeskyttelsesforordningen, en seerlig beskyttelse i EU-retten.

Det skal imidlertid fremheeves, at optagelse og lagring af to fuldsteendige fingeraftryk kun er tilladt
i henhold til forordning 2019/1157 med henblik pa at lagre disse fingeraftryk i identitetskorts
lagringsmedium.

Det folger desuden af denne forordnings artikel 3, stk. 5, sammenholdt med forordningens
artikel 10, stk. 3, at nar forst denne lagring er gennemfort, og identitetskortet er udleveret til den
bererte person, opbevares de optagne fingeraftryk udelukkende i lagringsmediet til dette kort, som
denne person i princippet er i fysisk besiddelse af.
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Endelig fastseetter forordning 2019/1157 en helhed af garantier, der har til formal at begreense
risiciene for, at personoplysninger i forbindelse med forordningens gennemforelse indsamles
eller anvendes til andre formal end at opfylde de mal, som forordningen forfglger, og dette ikke
kun for sa vidt angar de behandlingsaktiviteter vedrerende personoplysninger, som denne
forordning ger obligatoriske, men ogsa i forhold til de vigtigste behandlinger, som fingeraftryk,
der er lagret i lagringsomradet for identitetskort, kan gores til genstand for.

Hvad i forste omgang angar indsamlingen af oplysninger bestemmer artikel 10, stk. 1 og 2, i
forordning 2019/1157 saledes, at de biometriske identifikatorer »udelukkende [indsamles] af
kvalificerede og behgrigt bemyndigede medarbejdere«, og at disse medarbejdere skal folge
»passende og effektive procedurer for indsamlingen af biometriske identifikatorer«, idet disse
procedurer skal overholde rettighederne og principperne indeholdt i chartret, konventionen til
beskyttelse af menneskerettigheder og grundleeggende frihedsrettigheder og De Forenede
Nationers konvention om barnets rettigheder. Som anfort i neerveerende doms preemis 93
indeholder denne forordnings artikel 3, stk. 7, desuden seerlige regler for bern under 12 ar (forste
og andet afsnit) og for personer, for hvem det er fysisk umuligt at afgive fingeraftryk (tredje afsnit),
idet sidstneevnte personer er »fritaget for kravet om at afgive fingeraftryk«.

Hvad i anden omgang angér lagring af oplysninger forpligter forordning 2019/1157 for det forste
medlemsstaterne til at lagre et ansigtsbillede og to fingeraftryk som biometriske oplysninger. I
denne henseende preeciseres det udtrykkeligt i 21. betragtning til forordning 2019/1157, at denne
forordning ikke giver »hjemmel til at oprette eller opretholde nationale databaser til lagring af
biometriske oplysninger i medlemsstaterne, som er et spergsmal, der henhgrer under national
ret, som skal overholde EU-databeskyttelsesretten«, ligesom forordningen heller ikke giver
»hjemmel til at oprette eller opretholde en central database pa EU-plan«. For det andet
bestemmer artikel 10, stk. 3, i forordning 2019/1157, at disse »[b]iometriske identifikatorer [...]
kun [opbevares] indtil datoen for dokumentets athentning og under alle omsteendigheder ikke
leengere end 90 dage fra den dato, hvor dokumentet udstedes«, og det preeciseres i
bestemmelsen, at »[e]fter denne periode slettes eller destrueres disse biometriske identifikatorer
omgéende«.

Det folger bl.a. heraf, at artikel 10, stk. 3, i forordning 2019/1157 ikke tillader medlemsstaterne at
behandle biometriske oplysninger til andre formal end dem, der er fastsat i denne forordning.
Denne bestemmelse er desuden til hinder for en centraliseret opbevaring af fingeraftryk, der gar
videre end til den midlertidige lagring af disse aftryk med henblik pa individualisering af
identitetskort.

Endelig neevnes i artikel 11, stk. 6, i forordning 2019/1157 muligheden for, at biometriske
oplysninger, der er indeholdt i et sikret lagringsmedium, i overensstemmelse med EU-retten og
national ret kan anvendes af behgrigt bemyndiget personale hos kompetente nationale
myndigheder og EU-agenturer.

Hvad angar artikel 11, stk. 6, litra a), i forordning 2019/1157 tillader denne bestemmelse kun
anvendelse af biometriske oplysninger, der lagres i et identitetskorts og et opholdsdokuments
lagringsmedium, med henblik pa at kontrollere identitetskortets eller opholdsdokumentets
eegthed.

Med hensyn til artikel 11, stk. 6, litra b), i forordning 2019/1157 fastseetter denne bestemmelse, at

biometriske oplysninger, der lagres i et identitetskorts og et opholdsdokuments lagringsmedium,
kan anvendes med henblik pa at kontrollere indehaverens identitet »ved hjeelp af umiddelbart
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tilgeengelige, sammenlignelige oplysninger, hvor forevisning af identitetskortet eller
opholdsdokumentet er lovpligtigc. Da der ved en sadan behandling kan blive tilvejebragt
yderligere oplysninger om de berorte personers privatliv, kan den dog kun finde sted til formal,
der er strengt begreensede til identifikationen af den berorte person, og under betingelser, der er
precist afgreenset ved den lov, som krever forevisning af identitetskortet eller
opholdsdokumentet.

Hvad i tredje omgang angar segningen i de biometriske oplysninger, der er lagret i identitetskorts
lagringsmedium, skal det fremheeves, at der i 19. betragtning til forordning 2019/1157 opstilles en
prioriteringsreekkefolge ved anvendelsen af midlerne til kontrol af dokumentets eegthed og
indehaverens identitet, idet det fastsettes, at medlemsstaterne »ferst og fremmest [bor]
kontrollere ansigtsbilledet« og, hvis det er nedvendigt med henblik pa uden tvivl at bekreefte
dokumentets segthed og indehaverens identitet, »kontrollere fingeraftrykkene«.

Hvad i fjerde omgang angar risikoen for uautoriseret adgang til de lagrede oplysninger fastseetter
artikel 3, stk. 5 og 6, i forordning 2019/1157 for at minimere denne risiko mest muligt, at
fingeraftryk skal lagres pa et »meget sikke[r]t lagringsmedium«, som skal have »tilstraekkelig
kapacitet og veere i stand til at sikre oplysningernes integritet, eegthed og fortrolige karakter«. Det
folger endvidere af denne forordnings artikel 3, stk. 10, at »[h]vis en medlemsstat lagrer
oplysninger til elektroniske tjenester saisom e-forvaltning og e-handel pa identitetskortene, skal
sadanne nationale oplysninger vere fysisk eller logisk adskilt« bla. fra de fingeraftryk, der
indsamles og lagres i henhold til denne forordning. Endelig fremgar det af 41. og 42. betragtning
til samt artikel 11, stk. 4, i denne forordning, at medlemsstaterne fortsat er ansvarlige for den
korrekte behandling af biometriske oplysninger, herunder nar de samarbejder med eksterne
tjienesteydere.

ii) Betydningen af de forfulgte formadl

Som papeget i nerveerende doms preemis 86 er formalet med lagringen af to fingeraftryk i
lagringsmediet for identitetskort at bekeempe fremstilling af falske identitetskort og
identitetstyveri samt at sikre interoperabiliteten mellem systemerne til kontrol af
identifikationsdokumenter. Denne lagring kan derved bidrage til beskyttelsen af de berorte
personers privatliv og mere generelt til bekeempelsen af kriminalitet og terrorisme.

En séddan foranstaltning ger det desuden muligt at opfylde enhver unionsborgers behov for at rade
over midler til at identificere sig palideligt og medlemsstaternes behov for at sikre sig, at de
personer, der paberaber sig rettigheder, som er anerkendt i EU-retten, rent faktisk har disse
rettigheder. Foranstaltningen bidrager saledes navnlig til at lette unionsborgernes udevelse af
deres ret til fri beveegelighed og ophold, som ligeledes udger en grundleeggende rettighed, der er
sikret ved chartrets artikel 45. De formal, der forfolges med forordning 2019/1157 — navnlig ved
hjeelp af en lagring af to fingeraftryk i identitetskorts lagringsmedium — har séledes en seerlig
betydning ikke blot for Unionen og medlemsstaterne, men ogsa for unionsborgerne.

Lovligheden og betydningen af disse formal drages i ovrigt pa ingen made i tvivl af den
omstendighed, som den foreleeggende ret har henvist til, at det i punkt 24-26 i udtalelse 7/2018
blev neevnt, at der mellem 2013 og 2017 kun blev opdaget 38870 tilfeelde af forfalskede
identitetskort, og at dette tal havde veeret faldende i flere ér.
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Selv hvis det antages, at antallet af forfalskede identitetskort var lavt, var EU-lovgiver nemlig ikke
forpligtet til at afvente, at dette antal skulle stige, for at vedtage foranstaltninger til forebyggelse af
risikoen for anvendelse af sddanne kort, men kunne bl.a. af hensyn til risikostyring foregribe en
sadan udvikling, forudsat at de ovrige betingelser vedrerende overholdelsen af
proportionalitetsprincippet var opfyldt.

iii) Afvejning

Henset til det ovenstaende skal det fastslas, at den begreensning i udevelsen af de ved chartrets
artikel 7 og 8 sikrede rettigheder, som folger af lagringen af to fingeraftryk i identitetskorts
lagringsmedium, henset til de omhandlede oplysningers karakter, til arten af og fremgangsmaden
ved behandlingsaktiviteterne samt til de fastsatte beskyttelsesmekanismer, ikke synes at vere sa
alvorlig, at den star i misforhold til betydningen af de forskellige formal, som denne foranstaltning
forfolger. En sadan foranstaltning ma saledes anses for at veere baseret pa en rimelig afvejning
mellem pa den ene side disse formal og pa den anden side de foreliggende grundleggende
rettigheder.

Begreensningen i udevelsen af de rettigheder, der er sikret ved chartrets artikel 7 og 8, er folgelig
ikke i strid med proportionalitetsprincippet, hvorfor den tredje ugyldighedsgrund ikke kan
medfore, at forordning 2019/1157 er ugyldig.

Det folger af samtlige ovenstdende betragtninger, at forordning 2019/1157 er ugyldig, for sa vidt
som den er blevet vedtaget pa grundlag af artikel 21, stk. 2, TEUF.

IV. Opretholdelsen af de tidsmzessige virkninger af forordning 2019/1157

Virkningerne af en retsakt, der er blevet erkleret ugyldig, kan opretholdes af
retssikkerhedsmeessige grunde, bl.a. nar de umiddelbare virkninger af den dom, hvorved denne
ugyldighed fastslas, vil kunne fa alvorlige negative konsekvenser for de bererte personer (jf. i
denne retning dom af 17.3.2016, Parlamentet mod Kommissionen, C-286/14, EU:C:2016:183,
preemis 67).

I det foreliggende tilfeelde vil en ugyldiggerelse af forordning 2019/1157 med gjeblikkelig virkning
kunne fa alvorlige negative konsekvenser for et betydeligt antal EU-borgere, og navnlig for deres
sikkerhed inden for omradet med frihed, sikkerhed og retfeerdighed.

Under disse omstendigheder bestemmer Domstolen, at virkningerne af forordning 2019/1157
skal opretholdes indtil ikrafttreedelsen inden for en rimelig frist, der ikke kan overstige to ar
regnet fra den 1. januar i det ar, der folger efter datoen for afsigelsen af neerveerende dom, af en
ny forordning baseret pa artikel 77, stk. 3, TEUF, som skal erstatte den omhandlede forordning.

V. Sagsomkostninger

Da sagens behandling i forhold til hovedsagens parter udger et led i den sag, der verserer for den
foreleeggende ret, tilkommer det denne at treeffe afgerelse om sagsomkostningerne. Bortset fra de
naevnte parters udgifter kan de udgifter, som er afholdt i forbindelse med afgivelse af indleeg for
Domstolen, ikke erstattes.
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Pa grundlag af disse preemisser kender Domstolen (Store Afdeling) for ret:

1) Europa-Parlamentets og Radets forordning (EU) 2019/1157 af 20. juni 2019 om styrkelse
af sikkerheden af unionsborgeres identitetskort og af opholdsdokumenter, der udstedes
til unionsborgere og deres familiemedlemmer, som udever deres ret til fri bevaegelighed,
er ugyldig.

2) Virkningerne af forordning 2019/1157 opretholdes indtil ikrafttreedelsen inden for en
rimelig frist, der ikke kan overstige to ar regnet fra den 1. januar i det ar, der folger efter

datoen for afsigelsen af nerverende dom, af en ny forordning baseret pa artikel 77, stk. 3,
TEUF, som skal erstatte den omhandlede forordning.

Underskrifter
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