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II 

(Non-legislative acts) 

DECISIONS 

COMMISSION IMPLEMENTING DECISION (EU) 2016/1250 

of 12 July 2016 

pursuant to Directive 95/46/EC of the European Parliament and of the Council on the adequacy of 
the protection provided by the EU-U.S. Privacy Shield 

(notified under document C(2016) 4176) 

(Text with EEA relevance) 

THE EUROPEAN COMMISSION, 

Having regard to the Treaty on the Functioning of the European Union, 

Having regard to Directive 95/46/EC of the European Parliament and of the Council of 24 October 1995 on the 
protection of individuals with regard to the processing of personal data and on the free movement of such data (1), and 
in particular Article 25(6) thereof, 

After consulting the European Data Protection Supervisor (2), 

1. INTRODUCTION 

(1)  Directive 95/46/EC sets the rules for transfers of personal data from Member States to third countries to the 
extent that such transfers fall within its scope. 

(2)  Article 1 of Directive 95/46/EC and recitals 2 and 10 in its preamble seek to ensure not only effective and 
complete protection of the fundamental rights and freedoms of natural persons, in particular the fundamental 
right to respect for private life with regard to the processing of personal data, but also a high level of protection 
of those fundamental rights and freedoms (3). 

(3)  The importance of both the fundamental right to respect for private life, guaranteed by Article 7, and the 
fundamental right to the protection of personal data, guaranteed by Article 8 of the Charter of Fundamental 
Rights of the European Union, has been emphasised in the case-law of the Court of Justice (4). 

(4)  Pursuant to Article 25(1) of Directive 95/46/EC Member States are required to provide that the transfer of 
personal data to a third country may take place only if the third country in question ensures an adequate level of 
protection and the Member State laws implementing other provisions of the Directive are respected prior to the 
transfer. The Commission may find that a third country ensures such an adequate level of protection by reason of 
its domestic law or of the international commitments it has entered into in order to protect the rights of 
individuals. In that case, and without prejudice to compliance with the national provisions adopted pursuant to 
other provisions of the Directive, personal data may be transferred from the Member States without additional 
guarantees being necessary. 
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(1) OJ L 281, 23.11.1995, p. 31. 
(2) See Opinion 4/2016 on the EU-U.S. Privacy Shield draft adequacy decision, published 30 May 2016. 
(3) Case C-362/14, Maximillian Schrems v Data Protection Commissioner (‘Schrems’), EU:C:2015:650, paragraph 39. 
(4) Case C-553/07, Rijkeboer, EU:C:2009:293, paragraph 47; Joined Cases C-293/12 and C-594/12, Digital Rights Ireland and Others, 

EU:C:2014:238, paragraph 53; Case C-131/12, Google Spain and Google, EU:C:2014:317, paragraphs 53, 66 and 74. 



(5)  Pursuant to Article 25(2) of Directive 95/46/EC, the level of data protection afforded by a third country should 
be assessed in the light of all the circumstances surrounding a data transfer operation or set of data transfer 
operations, including the rules of law, both general and sectoral, in force in the third country in question. 

(6)  In Commission Decision 2000/520/EC (5), for the purposes of Article 25(2) of Directive 95/46/EC, the ‘Safe 
Harbour Privacy Principles’, implemented in accordance with the guidance provided by the so-called ‘Frequently 
Asked Questions’ issued by the U.S. Department of Commerce, were considered to ensure an adequate level of 
protection for personal data transferred from the Union to organisations established in the United States. 

(7)  In its Communications COM(2013) 846 final (6) and COM(2013) 847 final of 27 November 2013 (7), the 
Commission considered that the fundamental basis of the Safe Harbour scheme had to be reviewed and 
strengthened in the context of a number of factors, including the exponential increase in data flows and their 
critical importance for the transatlantic economy, the rapid growth of the number of U.S. companies adhering to 
the Safe Harbour scheme and new information on the scale and scope of certain U.S. intelligence programs 
which raised questions as to the level of protection it could guarantee. In addition, the Commission identified 
a number of shortcomings and deficiencies in the Safe Harbour scheme. 

(8)  Based on evidence gathered by the Commission, including information stemming from the work of the EU-U.S. 
Privacy Contact Group (8) and the information on U.S. intelligence programs received in the ad hoc EU-U.S. 
Working Group (9), the Commission formulated 13 recommendations for a review of the Safe Harbour scheme. 
These recommendations focused on strengthening the substantive privacy principles, increasing the transparency 
of U.S. self-certified companies' privacy policies, better supervision, monitoring and enforcement by the U.S. 
authorities of compliance with those principles, the availability of affordable dispute resolution mechanisms, and 
the need to ensure that use of the national security exception provided in Decision 2000/520/EC is limited to an 
extent that is strictly necessary and proportionate. 

(9)  In its judgment of 6 October 2015 in Case C-362/14, Maximillian Schrems v Data Protection Commissioner (10), the 
Court of Justice of the European Union declared Decision 2000/520/EC invalid. Without examining the content 
of the Safe Harbour Privacy Principles, the Court considered that the Commission had not stated in that decision 
that the United States in fact ‘ensured’ an adequate level of protection by reason of its domestic law or its inter
national commitments (11). 

(10)  In this regard, the Court of Justice explained that, while the term ‘adequate level of protection’ in Article 25(6) of 
Directive 95/46/EC does not mean a level of protection identical to that guaranteed in the EU legal order, it must 
be understood as requiring the third country to ensure a level of protection of fundamental rights and freedoms 
‘essentially equivalent’ to that guaranteed within the Union by virtue of Directive 95/46/EC read in the light of 
the Charter of Fundamental Rights. Even though the means to which that third country has recourse, in this 
connection, may differ from the ones employed within the Union, those means must nevertheless prove, in 
practice, effective (12). 

(11)  The Court of Justice criticised the lack of sufficient findings in Decision 2000/520/EC regarding the existence, in 
the United States, of rules adopted by the State intended to limit any interference with the fundamental rights of 
the persons whose data is transferred from the Union to the United States, interference which the State entities of 
that country would be authorised to engage in when they pursue legitimate objectives, such as national security, 
and the existence of effective legal protection against interference of that kind (13). 
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(5) Commission Decision 2000/520/EC of 26 July 2000 pursuant to Directive 95/46/EC of the European Parliament and of the Council on 
the adequacy of the protection provided by the safe harbour privacy principles and related frequently asked questions issued by the U.S. 
Department of Commerce (OJ L 215, 28.8.2000, p. 7). 

(6) Communication from the Commission to the European Parliament and the Council Rebuilding Trust in EU-U.S. Data Flows, 
COM(2013) 846 final of 27 November 2013. 

(7) Communication from the Commission to the European Parliament and the Council on the Functioning of the Safe Harbour from the 
Perspective of EU Citizens and Companies established in the EU, COM(2013) 847 final of 27 November 2013. 

(8) See e.g. Council of the European Union, Final Report by EU-US High Level Contact Group on information sharing and privacy and 
personal data protection, Note 9831/08, 28 May 2008, available on the internet at: http://www.europarl.europa.eu/document/ 
activities/cont/201010/20101019ATT88359/20101019ATT88359EN.pdf. 

(9) Report on the Findings by the EU Co-chairs of the ad hoc EU-U.S. Working Group on Data Protection, 27 November 2013, available on 
the internet at: http://ec.europa.eu/justice/data-protection/files/report-findings-of-the-ad-hoc-eu-us-working-group-on-data-protection. 
pdf. 

(10) See footnote 3. 
(11) Schrems, paragraph 97. 
(12) Schrems, paragraphs 73-74. 
(13) Schrems, paragraph 88-89. 

http://www.europarl.europa.eu/document/activities/cont/201010/20101019ATT88359/20101019ATT88359EN.pdf
http://www.europarl.europa.eu/document/activities/cont/201010/20101019ATT88359/20101019ATT88359EN.pdf
http://ec.europa.eu/justice/data-protection/files/report-findings-of-the-ad-hoc-eu-us-working-group-on-data-protection.pdf
http://ec.europa.eu/justice/data-protection/files/report-findings-of-the-ad-hoc-eu-us-working-group-on-data-protection.pdf


(12)  In 2014 the Commission had entered into talks with the U.S. authorities in order to discuss the strengthening of 
the Safe Harbour scheme in line with the 13 recommendations contained in Communication COM(2013) 847 
final. After the judgment of the Court of Justice of the European Union in the Schrems case, these talks were 
intensified, with a view to a possible new adequacy decision which would meet the requirements of Article 25 of 
Directive 95/46/EC as interpreted by the Court of Justice. The documents which are annexed to this decision and 
will also be published in the U.S. Federal Register are the result of these discussions. The privacy principles 
(Annex II), together with the official representations and commitments by various U.S. authorities contained in 
the documents in Annexes I, III to VII, constitute the ‘EU-U.S. Privacy Shield’. 

(13)  The Commission has carefully analysed U.S. law and practice, including these official representations and 
commitments. Based on the findings developed in recitals 136-140, the Commission concludes that the United 
States ensures an adequate level of protection for personal data transferred under the EU-U.S. Privacy Shield from 
the Union to self-certified organisations in the United States. 

2. THE ‘EU-U.S. PRIVACY SHIELD’ 

(14)  The EU-U.S. Privacy Shield is based on a system of self-certification by which U.S. organisations commit to a set 
of privacy principles — the EU-U.S. Privacy Shield Framework Principles, including the Supplemental Principles 
(hereinafter together: ‘the Principles’) — issued by the U.S. Department of Commerce and contained in Annex II 
to this decision. It applies to both controllers and processors (agents), with the specificity that processors must be 
contractually bound to act only on instructions from the EU controller and assist the latter in responding to 
individuals exercising their rights under the Principles (14). 

(15)  Without prejudice to compliance with the national provisions adopted pursuant to Directive 95/46/EC, the 
present decision has the effect that transfers from a controller or processor in the Union to organisations in the 
U.S. that have self-certified their adherence to the Principles with the Department of Commerce and have 
committed to comply with them are allowed. The Principles apply solely to the processing of personal data by 
the U.S. organisation in as far as processing by such organisations does not fall within the scope of Union 
legislation. (15) The Privacy Shield does not affect the application of Union legislation governing the processing of 
personal data in the Member States (16). 
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(14) See Annex II, Sec. III.10.a. In line with the definition in Sec. I.8.c., the EU controller will determine the purpose and means of processing 
of the personal data. Moreover, the contract with the agent has to make clear whether onward transfers are allowed (see 
Sec. III.10.a.ii.2.). 

(15) This applies also where human resources data transferred from the Union in the context of the employment relationship are concerned. 
While the Principles stress the ‘primary responsibility’ of the EU employer (see Annex II, Sec. III.9.d.i.), they at the same time make clear 
that its conduct will be covered by the rules applicable in the Union and/or respective Member State, not the Principles. See Annex II, 
Sec. III.9.a.i., b.ii., c.i., d.i. 

(16) This applies also to processing that takes place through the use of equipment situated in the Union but used by an organisation 
established outside the Union (see Article 4(1)(c) of Directive 95/46/EC). As of 25 May 2018, the General Data Protection Regulation 
(GDPR) will apply to the processing of personal data (i) in the context of the activities of an establishment of a controller or processor in 
the Union (even where the processing takes place in the United States), or (ii) of data subjects who are in the Union by a controller or 
processor not established in the Union where the processing activities are related to (a) the offering of goods or services, irrespective of 
whether a payment of the data subject is required, to such data subjects in the Union; or (b) the monitoring of their behaviour as far as 
their behaviour takes place within the Union. See Article 3(1), (2) of Regulation (EU) 2016/679 of the European Parliament and of the 
Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement 
of such data, and repealing Directive 95/46/EC (General Data Protection Regulation) (OJ L 119, 4.5.2016, p. 1). 



(16)  The protection afforded to personal data by the Privacy Shield applies to any EU data subject (17) whose personal 
data have been transferred from the Union to organisations in the U.S. that have self-certified their adherence to 
the Principles with the Department of Commerce. 

(17)  The Principles apply immediately upon certification. One exception relates to the Accountability for Onward 
Transfer Principle in a case where an organisation self-certifying to the Privacy Shield already has pre-existing 
commercial relationships with third parties. Given that it may take some time to bring those commercial 
relationships into conformity with the rules applicable under the Accountability for Onward Transfer Principle, 
the organisation will be obliged to do so as soon as possible, and in any event no later than nine months from 
self-certification (provided that this takes places in the first two months following the day when the Privacy 
Shield becomes effective). During this interim period, the organisation must apply the Notice and Choice 
Principle (thus allowing the EU data subject an opt-out) and, where personal data is transferred to a third party 
acting as an agent, must ensure that the latter provides at least the same level of protection as is required by the 
Principles (18). This transitional period provides a reasonable and appropriate balance between the respect for the 
fundamental right to data protection and the legitimate needs of businesses to have sufficient time to adapt to the 
new framework where this also depends on their commercial relationships with third parties. 

(18)  The system will be administered and monitored by the Department of Commerce based on its commitments set 
out in the representations from the U.S. Secretary of Commerce (Annex I to this decision). With regard to the 
enforcement of the Principles, the Federal Trade Commission (FTC) and the Department of Transportation have 
made representations that are contained in Annex IV and Annex V to this decision. 

2.1. Privacy Principles 

(19)  As part of their self-certification under the EU-U.S. Privacy Shield, organisations have to commit to comply with 
the Principles (19). 

(20)  Under the Notice Principle, organisations are obliged to provide information to data subjects on a number of key 
elements relating to the processing of their personal data (e.g. type of data collected, purpose of processing, right 
of access and choice, conditions for onward transfers and liability). Further safeguards apply, in particular the 
requirement for organisations to make public their privacy policies (reflecting the Principles) and to provide links 
to the Department of Commerce's website (with further details on self-certification, the rights of data subjects 
and available recourse mechanisms), the Privacy Shield List (referred to in recital 30) and the website of an 
appropriate alternative dispute settlement provider. 

(21)  Under the Data Integrity and Purpose Limitation Principle, personal data must be limited to what is relevant for the 
purpose of the processing, reliable for its intended use, accurate, complete and current. An organisation may not 
process personal data in a way that is incompatible with the purpose for which it was originally collected or 
subsequently authorised by the data subject. Organisations must ensure that personal data is reliable for its 
intended use, accurate, complete and current. 
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(17) The present decision has EEA relevance. The Agreement on the European Economic Area (EEA Agreement) provides for the extension of 
the European Union's internal market to the three EEA States Iceland, Liechtenstein and Norway. The Union data protection legislation, 
including Directive 95/46/EC, is covered by the EEA Agreement and has been incorporated into Annex XI thereof. The EEA Joint 
Committee has to decide on the incorporation of the present decision into the EEA Agreement. Once the present decision applies to 
Iceland, Liechtenstein and Norway, the EU-U.S. Privacy Shield will also cover these three countries and references in the Privacy Shield 
package to the EU and its Member States shall be read as including Iceland, Liechtenstein and Norway. 

(18) See Annex II, Sec. III.6.e. 
(19) Special rules providing additional safeguards apply for human resources data collected in the employment context as laid down in the 

supplemental principle on ‘Human Resources Data’ of the Privacy Principles (See Annex II, Sec. III.9). For instance, employers should 
accommodate the privacy preferences of employees by restricting access to the personal data, anonymising certain data or assigning 
codes or pseudonyms. Most importantly, organisations are required to cooperate and comply with the advice of Union Data Protection 
Authorities when it comes to such data. 



(22)  Where a new (changed) purpose is materially different but still compatible with the original purpose, the Choice 
Principle gives data subjects the right to object (opt out). The Choice Principle does not supersede the express 
prohibition on incompatible processing (20). Special rules generally allowing for the opt-out ‘at any time’ from the 
use of personal data apply for direct marketing (21). In the case of sensitive data, organisations must normally 
obtain the data subject's affirmative express consent (opt in). 

(23)  Still under the Data Integrity and Purpose Limitation Principle, personal information may be retained in a form 
identifying or rendering an individual identifiable (and thus in the form of personal data) only for as long as it 
serves the purpose(s) for which it was initially collected or subsequently authorised. This obligation does not 
prevent Privacy Shield organisations to continue processing personal information for longer periods, but only for 
the time and to the extent such processing reasonably serves one of the following specific purposes: archiving in 
the public interest, journalism, literature and art, scientific and historical research and statistical analysis. Longer 
retention of personal data for one of these purposes will be subject to the safeguards provided by the Principles. 

(24)  Under the Security Principle, organisations creating, maintaining, using or disseminating personal data must take 
‘reasonable and appropriate’ security measures, taking into account the risks involved in the processing and the 
nature of the data. In the case of sub-processing, organisations must conclude a contract with the sub-processor 
guaranteeing the same level of protection as provided by the Principles and take steps to ensure its proper 
implementation. 

(25)  Under the Access Principle (22), data subjects have the right, without need for justification and only against a non- 
excessive fee, to obtain from an organisation confirmation of whether such organisation is processing personal 
data related to them and have the data communicated within reasonable time. This right may only be restricted 
in exceptional circumstances; any denial of, or limitation to the right of access has to be necessary and duly 
justified, with the organisation bearing the burden of demonstrating that these requirements are fulfilled. Data 
subjects must be able to correct, amend or delete personal information where it is inaccurate or has been 
processed in violation of the Principles. In areas where companies most likely resort to the automated processing 
of personal data to take decisions affecting the individual (e.g. credit lending, mortgage offers, employment), U.S. 
law offers specific protections against adverse decisions (23). These acts typically provide that individuals have the 
right to be informed of the specific reasons underlying the decision (e.g. the rejection of a credit), to dispute 
incomplete or inaccurate information (as well as reliance on unlawful factors), and to seek redress. These rules 
offer protections in the likely rather limited number of cases where automated decisions would be taken by the 
Privacy Shield organisation itself (24). Nevertheless, given the increasing use of automated processing (including 
profiling) as a basis for taking decisions affecting individuals in the modern digital economy, this is an area that 
needs to be closely monitored. In order to facilitate this monitoring, it has been agreed with the U.S. authorities 
that a dialogue on automated decision-making, including an exchange on the similarities and differences in the 
EU and U.S. approach in this regard, will be part of the first annual review as well as subsequent reviews as 
appropriate. 
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(20) This applies to all data transfers under the Privacy Shield, including where these concern data collected through the employment 
relationship. While a self-certified U.S. organisation may in principle use human resources data for different, non-employment-related 
purposes (e.g. certain marketing communications), it must respect the prohibition on incompatible processing and moreover may do so 
only in accordance with the Notice and Choice Principles. The prohibition on the U.S. organisation to take any punitive action against the 
employee for exercising such choice, including any restriction of employment opportunities, will ensure that, despite the relationship of 
subordination and inherent dependency, the employee will be free from pressure and thus can exercise a genuine free choice. 

(21) See Annex II, Sec. III.12. 
(22) See also the supplemental principle on ‘Access’ (Annex II, Sec. III.8). 
(23) See e.g. the Equal Credit Opportunity Act (ECOA, 15 U.S.C. 1691 et seq.), Fair Credit Reporting Act (FRCA, 15 USC § 1681 et seq.), or 

the Fair Housing Act (FHA, 42 U.S.C. 3601 et seq.). 
(24) In the context of a transfer of personal data that have been collected in the EU, the contractual relationship with the individual 

(customer) will in most cases be with — and therefore any decision based on automated processing will typically be taken by — the EU 
controller which has to abide by the EU data protection rules. This includes scenarios where the processing is carried out by a Privacy 
Shield organisation acting as an agent on behalf of the EU controller. 



(26)  Under the Recourse, Enforcement and Liability Principle (25), participating organisations must provide robust 
mechanisms to ensure compliance with the other Principles and recourse for EU data subjects whose personal 
data have been processed in a non-compliant manner, including effective remedies. Once an organisation has 
voluntarily decided to self-certify (26) under the EU-U.S. Privacy Shield, its effective compliance with the Principles 
is compulsory. To be allowed to continue to rely on the Privacy Shield to receive personal data from the Union, 
such organisation must annually re-certify its participation in the framework. Organisations must also take 
measures to verify (27) that their published privacy policies conform to the Principles and are in fact complied 
with. This can be done either through a system of self-assessment, which must include internal procedures 
ensuring that employees receive training on the implementation of the organisation's privacy policies and that 
compliance is periodically reviewed in an objective manner, or outside compliance reviews, the methods of which 
may include auditing or random checks. In addition, the organisation must put in place an effective redress 
mechanism to deal with any complaints (see in this respect also recitals 43) and be subject to the investigatory 
and enforcement powers of the FTC, the Department of Transportation or another U.S. authorised statutory body 
that will effectively ensure compliance with the Principles. 

(27)  Special rules apply for so-called ‘onward transfers’, i.e. transfers of personal data from an organisation to a third 
party controller or processor, irrespective of whether the latter is located in the United States or a third country 
outside the United States (and the Union). The purpose of these rules is to ensure that the protections guaranteed 
to the personal data of EU data subjects will not be undermined, and cannot be circumvented, by passing them 
on to third parties. This is particularly relevant in more complex processing chains which are typical for today's 
digital economy. 

(28)  Under the Accountability for Onward Transfer Principle (28), any onward transfer can only take place (i) for limited 
and specified purposes, (ii) on the basis of a contract (or comparable arrangement within a corporate group (29)) 
and (iii) only if that contract provides the same level of protection as the one guaranteed by the Principles, which 
includes the requirement that the application of the Principles may only be limited to the extent necessary to 
meet national security, law enforcement and other public interest purposes (30). This should be read in 
conjunction with the Notice and, in the case of an onward transfer to a third party controller (31), with the Choice 
Principle, according to which data subjects must be informed (among others) about the type/identity of any third 
party recipient, the purpose of the onward transfer as well as the choice offered and can object (opt out) or, in 
the case of sensitive data, have to give ‘affirmative express consent’ (opt in) for onward transfers. In the light of 
the Data Integrity and Purpose Limitation Principle, the obligation to provide the same level of protection as 
guaranteed by the Principles presupposes that the third party may only process the personal information 
transmitted to it for purposes that are not incompatible with the purposes for which it was originally collected or 
subsequently authorised by the individual. 

(29)  The obligation to provide the same level of protection as required by the Principles applies to any and all third 
parties involved in the processing of the data so transferred irrespective of their location (in the U.S. or another 
third country) as well as when the original third party recipient itself transfers those data to another third party 
recipient, for example, for sub-processing purposes. In all cases, the contract with the third party recipient must 
provide that the latter will notify the Privacy Shield organisation if it makes a determination that it can no longer 
meet this obligation. When such a determination is made, the processing by the third party will cease or other 
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(25) See also supplemental principle ‘Dispute Resolution and Enforcement’ (Annex II, Sec. III.11). 
(26) See also supplemental principle ‘Self-Certification’ (Annex II, Sec. III.6). 
(27) See also supplemental principle ‘Verification’ (Annex II, Sec. III.7). 
(28) See also supplemental principle ‘Obligatory contracts for Onward Transfers’ (Annex II, Sec. III.10). 
(29) See supplemental principle ‘Obligatory contracts for Onward Transfers’ (Annex II, Sec. III.10.b). While this principle allows for transfers 

based also on non-contractual instruments (e.g. intra-group compliance and control programs), the text makes clear that these 
instruments must always ‘ensur[e] the continuity of protection of personal information under the Principles’. Moreover, given that the 
self-certified U.S. organisation will remain responsible for compliance with the Principles it will have a strong incentive to use 
instruments that are indeed effective in practice. 

(30) See Annex II, Sec. I.5. 
(31) Individuals will have no opt-out right where the personal data is transferred to a third party that is acting as an agent to perform tasks on 

behalf of and under the instructions of the U.S. organisation. However, this requires a contract with the agent and the U.S. organisation 
will bear the responsibility to guarantee the protections provided under the Principles by exercising its powers of instruction. 



reasonable and appropriate steps have to be taken to remedy the situation (32). Where compliance problems arise 
in the (sub-) processing chain, the Privacy Shield organisation acting as the controller of the personal data will 
have to prove that it is not responsible for the event giving rise to the damage, or otherwise face liability, as 
specified in the Recourse, Enforcement and Liability Principle. Additional protections apply in the case of an onward 
transfer to a third party agent (33). 

2.2. Transparency, Administration and Oversight of the EU-U.S. Privacy Shield 

(30)  The EU-U.S. Privacy Shield provides for oversight and enforcement mechanisms in order to verify and ensure that 
U.S. self-certified companies comply with the Principles and that any failure to comply is addressed. These 
mechanisms are set out in the Principles (Annex II) and the commitments undertaken by the Department of 
Commerce (Annex I), the FTC (Annex IV) and the Department of Transportation (Annex V). 

(31)  To ensure the proper application of the EU-U.S. Privacy Shield, interested parties, such as data subjects, data 
exporters and the national Data Protection Authorities (DPAs), must be able to identify those organisations 
adhering to the Principles. To this end, the Department of Commerce has undertaken to maintain and make 
available to the public a list of organisations that have self-certified their adherence to the Principles and fall 
within the jurisdiction of at least one of the enforcement authorities referred to in Annexes I and II to this 
decision (‘Privacy Shield List’) (34). The Department of Commerce will update the list on the basis of an organisa
tion's annual re-certification submissions and whenever an organisation withdraws or is removed from the 
EU-U.S. Privacy Shield. It will also maintain and make available to the public an authoritative record of organ
isations that have been removed from the list, in each case identifying the reason for such removal. Finally, it will 
provide a link to the list of Privacy Shield-related FTC enforcement cases maintained on the FTC website. 

(32)  The Department of Commerce will make both the Privacy Shield List and the re-certification submissions 
publicly available through a dedicated website. Self-certified organisations must in turn provide the Department's 
web address for the Privacy Shield List. In addition, if available online, an organisation's privacy policy must 
include a hyperlink to the Privacy Shield website as well as a hyperlink to the website or complaint submission 
form of the independent recourse mechanism that is available to investigate unresolved complaints. The 
Department of Commerce will systematically verify, in the context of an organisation's certification and re-certifi
cation to the framework, that its privacy policies conform to the Principles. 

(33)  Organisations that have persistently failed to comply with the Principles will be removed from the Privacy Shield 
List and must return or delete the personal data received under the EU-U.S. Privacy Shield. In other cases of 
removal, such as voluntary withdrawal from participation or failure to recertify, the organisation may retain such 
data if it affirms to the Department of Commerce on an annual basis its commitment to continue to apply the 
Principles or provides adequate protection for the personal data by another authorised means (e.g. by using 
a contract that fully reflects the requirements of the relevant standard contractual clauses approved by the 
Commission). In this case, an organisation has to identify a contact point within the organisation for all Privacy 
Shield-related questions. 

(34)  The Department of Commerce will monitor organisations that are no longer members of the EU-U.S. Privacy 
Shield, either because they have voluntarily withdrawn or because their certification has lapsed, to verify whether 
they will return, delete or retain (35) the personal data received previously under the framework. If they retain 
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(32) The situation is different depending on whether the third party is a controller or a processor (agent). In the first scenario, the contract 
with the third party must provide that the latter ceases processing or takes other reasonable and appropriate steps to remedy the 
situation. In the second scenario, it is for the Privacy Shield organisation — as the one controlling the processing under whose 
instructions the agent operates — to take these measures. 

(33) In such a case, the U.S. organisation must also take reasonable and appropriate steps (i) to ensure that the agent effectively processes the 
personal information transferred in a manner consistent with the organisation's obligations under the Principles and, (ii) to stop and 
remediate unauthorised processing, upon notice. 

(34) Information about the management of the Privacy Shield List can be found in Annex I and Annex II (Sec. I.3, Sec. I.4, III.6.d, and 
Sec. III.11.g). 

(35) See e.g. Annex II, Sec. I.3, Sec. III.6.f. and Sec. III.11.g.i. 



these data, organisations are obliged to continue to apply the Principles to them. In cases where the Department 
of Commerce has removed organisations from the framework due to a persistent failure to comply with the 
Principles, it will ensure that those organisations return or delete the personal data they had received under the 
framework. 

(35)  When an organisation leaves the EU-U.S. Privacy Shield for any reason, it must remove all public statements 
implying that it continues to participate in the EU-U.S. Privacy Shield or is entitled to its benefits, in particular 
any references to the EU-U.S. Privacy Shield in its published privacy policy. The Department of Commerce will 
search for and address false claims of participation in the framework, including by former members (36). Any 
misrepresentation to the general public by an organisation concerning its adherence to the Principles in the form 
of misleading statements or practices is subject to enforcement action by the FTC, Department of Transportation 
or other relevant U.S. enforcement authorities; misrepresentations to the Department of Commerce are 
enforceable under the False Statements Act (18 U.S.C. § 1001) (37). 

(36)  The Department of Commerce will ex officio monitor any false claims of Privacy Shield participation or the 
improper use of the Privacy Shield certification mark, and DPAs can refer organisations for review to a dedicated 
contact point at the Department. When an organisation has withdrawn from the EU-U.S. Privacy Shield, fails to 
re-certify or is removed from the Privacy Shield List, the Department of Commerce will on an on-going basis 
verify that it has deleted from its published privacy policy any references to the Privacy Shield that imply its 
continued participation and, if it continues to make false claims, refer the matter to the FTC, Department of 
Transportation or other competent authority for possible enforcement action. It will also send questionnaires to 
organisations whose self-certifications lapse or that have voluntarily withdrawn from the EU-U.S. Privacy Shield 
to verify whether the organisation will return, delete or continue to apply the Privacy Principles to the personal 
data that they received while participating in the EU-U.S. Privacy Shield and, if personal data are to be retained, 
verify who within the organisation will serve as an ongoing contact point for Privacy Shield-related questions. 

(37)  On an ongoing basis, the Department of Commerce will conduct ex officio compliance reviews (38) of self-certified 
organisations, including through sending detailed questionnaires. It will also systematically carry out reviews 
whenever it has received a specific (non-frivolous) complaint, when an organisation does not provide satisfactory 
responses to its enquiries, or when there is credible evidence suggesting that an organisation may not be 
complying with the Principles. Where appropriate, the Department of Commerce will also consult with DPAs 
about such compliance reviews. 

2.3. Redress mechanisms, complaint handling and enforcement 

(38)  The EU-U.S. Privacy Shield, through the Recourse, Enforcement and Liability Principle, requires organisations to 
provide recourse for individuals who are affected by non-compliance and thus the possibility for EU data subjects 
to lodge complaints regarding non-compliance by U.S. self-certified companies and to have these complaints 
resolved, if necessary by a decision providing an effective remedy. 

(39)  As part of their self-certification, organisations must satisfy the requirements of the Recourse, Enforcement and 
Liability Principle by providing for effective and readily available independent recourse mechanisms by which 
each individual's complaints and disputes can be investigated and expeditiously resolved at no cost to the 
individual. 

(40)  Organisations may choose independent recourse mechanisms in either the Union or in the United States. This 
includes the possibility to voluntarily commit to cooperate with the EU DPAs. However, no such choice exists 
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(36) See Annex I, section on ‘Search for and Address False Claims of Participation’. 
(37) See Annex II, Sec. III.6.h. and Sec. III.11.f. 
(38) See Annex I. 



where organisations process human resources data as cooperation with the DPAs is then mandatory. Other 
alternatives include independent Alternative Dispute Resolution (ADR) or private-sector developed privacy 
programs that incorporate the Privacy Principles into their rules. The latter must include effective enforcement 
mechanisms in accordance with the requirements of the Recourse, Enforcement and Liability Principle. Organ
isations are obliged to remedy any problems of non-compliance. They must also specify that they are subject to 
the investigatory and enforcement powers of the FTC, the Department of Transportation or any other U.S. 
authorized statutory body. 

(41)  Consequently, the Privacy Shield framework provides data subjects with a number of possibilities to enforce their 
rights, lodge complaints regarding non-compliance by U.S. self-certified companies and to have their complaints 
resolved, if necessary by a decision providing an effective remedy. Individuals can bring a complaint directly to an 
organisation, to an independent dispute resolution body designated by the organisation, to national DPAs or to 
the FTC. 

(42)  In cases where their complaints have not been resolved by any of these recourse or enforcement mechanisms, 
individuals also have a right to invoke binding arbitration under the Privacy Shield Panel (Annex 1 of Annex II of 
this decision). Except for the arbitral panel, which requires certain remedies to be exhausted before it can be 
invoked, individuals are free to pursue any or all of the redress mechanism of their choice, and are not obliged to 
choose one mechanism over the other or to follow a specific sequence. However, there is a certain logical order 
that is advisable to follow, as set out below. 

(43)  First, EU data subjects may pursue cases of non-compliance with the Principles through direct contacts with the 
U.S. self-certified company. To facilitate resolution, the organisation must put in place an effective redress 
mechanism to deal with such complaints. An organisation's privacy policy must therefore clearly inform 
individuals about a contact point, either within or outside the organisation, that will handle complaints (including 
any relevant establishment in the Union that can respond to inquiries or complaints) and about the independent 
complaint handling mechanisms. 

(44)  Upon receipt of an individual's complaint, directly from the individual or through the Department of Commerce 
following referral by a DPA, the organisation must provide a response to the EU data subject within a period of 
45 days. This response must include an assessment of the merits of the complaint and information as to how the 
organisation will rectify the problem. Likewise, organisations are required to respond promptly to inquiries and 
other requests for information from the Department of Commerce or from a DPA (39) (where the organisation 
has committed to cooperate with the DPA) relating to their adherence to the Principles. Organisations must retain 
their records on the implementation of their privacy policies and make them available upon request to an 
independent recourse mechanism or the FTC (or other U.S. authority with jurisdiction to investigate unfair and 
deceptive practices) in the context of an investigation or a complaint about non-compliance. 

(45)  Second, individuals can also bring a complaint directly to the independent dispute resolution body (either in the 
United States or in the Union) designated by an organisation to investigate and resolve individual complaints 
(unless they are obviously unfounded or frivolous) and to provide appropriate recourse free of charge to the 
individual. Sanctions and remedies imposed by such a body must be sufficiently rigorous to ensure compliance 
by organisations with the Principles and should provide for a reversal or correction by the organisation of the 
effects of non-compliance and, depending on the circumstances, the termination of the further processing of the 
personal data at stake and/or their deletion, as well as publicity for findings of non-compliance. Independent 
dispute resolution bodies designated by an organisation will be required to include on their public websites 
relevant information regarding the EU-U.S. Privacy Shield and the services they provide under it. Each year, they 
must publish an annual report providing aggregate statistics regarding these services (40). 
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(39) This is the handling authority designated by the panel of DPAs provided for in the supplemental principle on ‘The Role of the Data 
Protection Authorities’ (Annex II, Sec. III.5). 

(40) The annual report must include: (1) the total number of Privacy Shield-related complaints received during the reporting year; (2) the 
types of complaints received; (3) dispute resolution quality measures, such as the length of time taken to process complaints; and (4) the 
outcomes of the complaints received, notably the number and types of remedies or sanctions imposed. 



(46)  As part of its compliance review procedures, the Department of Commerce will verify that self-certified U.S. 
companies have actually registered with the independent recourse mechanisms they claim they are registered 
with. Both the organisations and the responsible independent recourse mechanisms are required to respond 
promptly to inquiries and requests by the Department of Commerce for information relating to the Privacy 
Shield. 

(47)  In cases where the organisation fails to comply with the ruling of a dispute resolution or self-regulatory body, the 
latter must notify such non-compliance to the Department of Commerce and the FTC (or other U.S. authority 
with jurisdiction to investigate unfair and deceptive practices), or a competent court (41). If an organisation refuses 
to comply with a final determination by any privacy self-regulatory, independent dispute resolution or 
government body or where such a body determines that an organisation frequently fails to comply with the 
Principles, this will be considered as a persistent failure to comply with the result that the Department of 
Commerce, after first providing 30 days' notice and an opportunity to respond to the organization that has failed 
to comply, will strike the organisation off the list (42). If, after removal from the list, the organisation continues to 
make the claim of Privacy Shield certification, the Department will refer it to the FTC or other enforcement 
agency (43). 

(48)  Third, individuals may also bring their complaints to a national Data Protection Authority. Organisations are 
obliged to cooperate in the investigation and the resolution of a complaint by a DPA either when it concerns the 
processing of human resources data collected in the context of an employment relationship or when the 
respective organisation has voluntarily submitted to the oversight by DPAs. Notably, organisations have to 
respond to inquiries, comply with the advice given by the DPA, including for remedial or compensatory 
measures, and provide the DPA with written confirmation that such action has been taken. 

(49)  The advice of the DPAs will be delivered through an informal panel of DPAs established at Union level (44), which 
will help to ensure a harmonised and coherent approach to a particular complaint. Advice will be issued after 
both sides in the dispute have had a reasonable opportunity to comment and to provide any evidence they wish. 
The panel will deliver advice as quickly as the requirement for due process allows, and as a general rule within 
60 days after receiving a complaint. If an organisation fails to comply within 25 days of delivery of the advice 
and has offered no satisfactory explanation for the delay, the panel will give notice of its intention either to 
submit the matter to the FTC (or other competent U.S. enforcement authority), or to conclude that the 
commitment to cooperate has been seriously breached. In the first alternative, this may lead to enforcement 
action based on Section 5 of the FTC Act (or similar statute). In the second alternative, the panel will inform the 
Department of Commerce which will consider the organisation's refusal to comply with the advice of the DPA 
panel as a persistent failure to comply that will lead to the organisation's removal from the Privacy Shield List. 

(50)  If the DPA to which the complaint has been addressed has taken no or insufficient action to address a complaint, 
the individual complainant has the possibility to challenge such (in-) action in the national courts of the 
respective Member State. 

(51) Individuals may also bring complaints to DPAs even when the DPA panel has not been designated as an organisa
tion's dispute resolution body. In these cases, the DPA may refer such complaints either to the Department of 
Commerce or the FTC. In order to facilitate and increase cooperation on matters relating to individual complaints 
and non-compliance by Privacy Shield organisations, the Department of Commerce will establish a dedicated 
contact point to act as a liaison and to assist with DPA inquiries regarding an organisation's compliance with the 
Principles (45). Likewise, the FTC has committed to establish a dedicated point of contact (46) and provide the 
DPAs with investigatory assistance pursuant to the U.S. SAFE WEB Act (47). 
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(41) See Annex II, Sec. III.11.e. 
(42) See Annex II, Sec. III.11.g, in particular points (ii) and (iii). 
(43) See Annex I, section on ‘Search for and Address False Claims of Participation’. 
(44) The rules of procedure of the informal DPA panel should be established by the DPAs based on their competence to organise their work 

and cooperate among each other. 
(45) See Annex I, sections on ‘Increase Cooperation with DPAs’ and ‘Facilitate Resolution of Complaints about Non-Compliance’ and 

Annex II, Sec. II.7.e. 
(46) See Annex IV, p. 6. 
(47) ibid. 



(52)  Fourth, the Department of Commerce has committed to receive, review and undertake best efforts to resolve 
complaints about an organisation's non-compliance with the Principles. To this end, the Department of 
Commerce provides special procedures for DPAs to refer complaints to a dedicated contact point, track them and 
follow up with companies to facilitate resolution. In order to expedite the processing of individual complaints, 
the contact point will liaise directly with the respective DPA on compliance issues and in particular update it on 
the status of complaints within a period of not more than 90 days following referral. This allows data subjects to 
bring complaints of non-compliance by U.S. self-certified companies directly to their national DPA and have 
them channelled to the Department of Commerce as the U.S. authority administering the EU-U.S. Privacy Shield. 
The Department of Commerce has also committed to provide, in the annual review of the functioning of the 
EU-U.S. Privacy Shield, a report that analyses in aggregate form the complaints it receives each year (48). 

(53)  Where, on the basis of its ex officio verifications, complaints or any other information, the Department of 
Commerce concludes that an organisation has persistently failed to comply with the Privacy Principles it will 
remove such an organisation from the Privacy Shield list. Refusal to comply with a final determination by any 
privacy self-regulatory, independent dispute resolution or government body, including a DPA, will be regarded as 
a persistent failure to comply. 

(54)  Fifth, a Privacy Shield organisation must be subject to the investigatory and enforcement powers of the U.S. 
authorities, in particular the Federal Trade Commission (49) that will effectively ensure compliance with the 
Principles. The FTC will give priority consideration to referrals of non-compliance with the Privacy Principles 
received from independent dispute resolution or self-regulatory bodies, the Department of Commerce and DPAs 
(acting on their own initiative or upon complaints) to determine whether Section 5 of the FTC Act has been 
violated (50). The FTC has committed to create a standardised referral process, to designate a point of contact at 
the agency for DPA referrals, and to exchange information on referrals. In addition, it will accept complaints 
directly from individuals and will undertake Privacy Shield investigations on its own initiative, in particular as 
part of its wider investigations of privacy issues. 

(55)  The FTC can enforce compliance through administrative orders (‘consent orders’), and it will systematically 
monitor compliance with such orders. Where organisations fail to comply, the FTC may refer the case to the 
competent court in order to seek civil penalties and other remedies, including for any injury caused by the 
unlawful conduct. Alternatively, the FTC may directly seek a preliminary or permanent injunction or other 
remedies from a federal court. Each consent order issued to a Privacy Shield organisation will have self-reporting 
provisions (51), and organisations will be required to make public any relevant Privacy Shield-related sections of 
any compliance or assessment report submitted to the FTC. Finally, the FTC will maintain an online list of 
companies subject to FTC or court orders in Privacy Shield cases. 

(56)  Sixth, as a recourse mechanism of ‘last resort’ in case none of the other available redress avenues has satisfactorily 
resolved an individual's complaint, the EU data subject may invoke binding arbitration by the ‘Privacy Shield Panel’. 
Organisations must inform individuals about their possibility, under certain conditions, to invoke binding 
arbitration and they are obliged to respond once an individual has invoked this option by delivering notice to the 
concerned organisation (52). 
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(48) See Annex I, section on ‘Facilitate Resolution of Complaints about Non-Compliance’. 
(49) A Privacy Shield organisation has to publicly declare its commitment to comply with the Principles, publicly disclose its privacy policies 

in line with these Principles and fully implement them. Failure to comply is enforceable under Section 5 of the FTC Act prohibiting 
unfair and deceptive acts in or affecting commerce. 

(50) According to information from the FTC, it has no power to conduct on-site inspections in the area of privacy protection. However, it has 
the power to compel organisations to produce documents and provide witness statements (see Section 20 of the FTC Act), and may use 
the court system to enforce such orders in case of non-compliance. 

(51) FTC or court orders may require companies to implement privacy programs and to regularly make compliance reports or independent 
third-party assessments of those programs available to the FTC. 

(52) See Annex II, Sec. II.1.xi and III.7.c. 



(57)  This arbitral panel will consist of a pool of at least 20 arbitrators designated by the Department of Commerce 
and the Commission based on their independence, integrity, as well as experience in U.S. privacy and Union data 
protection law. For each individual dispute, the parties will select from this pool a panel of one or three (53) 
arbitrators. The proceedings will be governed by standard arbitration rules to be agreed between the Department 
of Commerce and the Commission. These rules will supplement the already concluded framework which 
contains several features which enhance the accessibility of this mechanism for EU data subjects: (i) in preparing 
a claim before the panel, the data subject may be assisted by his or her national DPA; (ii) while the arbitration 
will take place in the United States, EU data subjects may choose to participate through video or telephone 
conference, to be provided at no cost to the individual; (iii) while the language used in the arbitration will as 
a rule be English, interpretation at the arbitral hearing and translation will normally (54) be provided upon 
a reasoned request and at no cost to the data subject; (iv) finally, while each party has to bear its own attorney's 
fees, if represented by an attorney before the panel, the Department of Commerce will establish a fund supplied 
with annual contributions by the Privacy Shield organisations, which shall cover the eligible costs of the 
arbitration procedure, up to maximum amounts, to be determined by the U.S. authorities in consultation with 
the Commission. 

(58)  The Privacy Shield Panel will have the authority to impose ‘individual-specific, non-monetary equitable relief’ (55) 
necessary to remedy non-compliance with the Principles. While the panel will take into account other remedies 
already obtained by other Privacy Shield mechanisms when making its determination, individuals may still resort 
to arbitration if they consider these other remedies to be insufficient. This will allow EU data subjects to invoke 
arbitration in all cases where the action or inaction of the competent U.S. authorities (for instance the FTC) has 
not satisfactorily resolved their complaints. Arbitration may not be invoked if a DPA has the legal authority to 
resolve the claim at issue with respect to the U.S. self-certified company, namely in those cases where the 
organisation is either obliged to cooperate and comply with the advice of the DPAs as regards the processing of 
human resources data collected in the employment context, or has voluntarily committed to do so. Individuals 
can enforce the arbitration decision in the U.S. courts under the Federal Arbitration Act, thereby ensuring a legal 
remedy in case a company fails to comply. 

(59)  Seventh, where an organisation does not comply with its commitment to respect the Principles and published 
privacy policy, additional avenues for judicial redress may be available under the law of the U.S. States which 
provide for legal remedies under tort law and in cases of fraudulent misrepresentation, unfair or deceptive acts or 
practices, or breach of contract. 

(60)  In addition, where a DPA, upon receiving a claim by an EU data subject, considers that the transfer of an 
individual's personal data to an organisation in the United States is carried out in violation of EU data protection 
law, including when the EU data exporter has reason to believe that the organisation is not complying with the 
Principles, it can also exercise its powers vis-à-vis the data exporter and, if necessary, order the suspension of the 
data transfer. 

(61)  In the light of the information in this section, the Commission considers that the Principles issued by the U.S. 
Department of Commerce as such ensure a level of protection of personal data that is essentially equivalent to 
the one guaranteed by the substantive basic principles laid down in Directive 95/46/EC. 

(62)  In addition, the effective application of the Principles is guaranteed by the transparency obligations, and the 
administration and compliance review of the Privacy Shield by the Department of Commerce. 

(63)  Moreover, the Commission considers that, taken as a whole, the oversight, recourse and enforcement mechanisms 
provided for by the Privacy Shield enable infringements of the Principles by Privacy Shield organisations to be 
identified and punished in practice and offer legal remedies to the data subject to gain access to personal data 
relating to him and, eventually, to obtain the rectification or erasure of such data. 
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(53) The number of arbitrators on the panel will have to be agreed between the parties. 
(54) However, the panel may find that, under the circumstances of the specific arbitration, coverage would lead to unjustified or dispropor

tionate costs. 
(55) Individuals may not claim damages in arbitration, but in turn invoking arbitration will not foreclose the option to seek damages in the 

ordinary U.S. courts. 



3. ACCESS AND USE OF PERSONAL DATA TRANSFERRED UNDER THE EU-U.S. PRIVACY SHIELD BY U.S. 
PUBLIC AUTHORITIES 

(64)  As follows from Annex II, Sec. I.5, adherence to the Principles is limited to the extent necessary to meet national 
security, public interest or law enforcement requirements. 

(65)  The Commission has assessed the limitations and safeguards available in U.S. law as regards access and use of 
personal data transferred under the EU-U.S. Privacy Shield by U.S. public authorities for national security, law 
enforcement and other public interest purposes. In addition, the U.S. government, through its Office of the 
Director of National Intelligence (ODNI) (56), has provided the Commission with detailed representations and 
commitments that are contained in Annex VI to this decision. By letter signed by the Secretary of State and 
attached as Annex III to this decision the U.S. government has also committed to create a new oversight 
mechanism for national security interference, the Privacy Shield Ombudsperson, who is independent from the 
Intelligence Community. Finally, a representation from the U.S. Department of Justice, contained in Annex VII to 
this decision, describes the limitations and safeguards applicable to access and use of data by public authorities 
for law enforcement and other public interest purposes. In order to enhance transparency and to reflect the legal 
nature of these commitments, each of the documents listed and annexed to this decision will be published in the 
U.S. Federal Register. 

(66)  The findings of the Commission on the limitations on access and use of personal data transferred from the 
European Union to the United States by U.S. public authorities and the existence of effective legal protection are 
further elaborated below. 

3.1. Access and use by U.S. public authorities for national security purposes 

(67)  The Commission's analysis shows that U.S. law contains a number of limitations on the access and use of 
personal data transferred under the EU-U.S. Privacy Shield for national security purposes as well as oversight and 
redress mechanisms that provide sufficient safeguards for those data to be effectively protected against unlawful 
interference and the risk of abuse (57). Since 2013, when the Commission issued its two Communications (see 
recital 7), this legal framework has been significantly strengthened, as described below. 

3.1.1. L imi tat io ns  

(68)  Under the U.S. Constitution, ensuring national security falls within the President's authority as Commander in 
Chief, as Chief Executive and, as regards foreign intelligence, to conduct U.S. foreign affairs (58). While Congress 
has the power to impose limitations, and has done so in various respects, within these boundaries the President 
may direct the activities of the U.S. Intelligence Community, in particular through Executive Orders or 
Presidential Directives. This of course also applies in those areas where no Congressional guidance exists. At 
present, the two central legal instruments in this regard are Executive Order 12333 (‘E.O. 12333’) (59) and 
Presidential Policy Directive 28. 
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(56) The Director of National Intelligence (DNI) serves as the head of the Intelligence Community and acts as the principal advisor to the 
President and the National Security Council. See the Intelligence Reform and Terrorism Prevention Act of 2004, Pub. L. 108-458 of 
17.12.2004. Among others, the ODNI shall determine requirements for, and manage and direct the tasking, collection, analysis, 
production and dissemination of national intelligence by the Intelligence Community, including by developing guidelines for how 
information or intelligence is accessed, used and shared. See Sec. 1.3 (a), (b) of E.O. 12333. 

(57) See Schrems, paragraph 91. 
(58) U.S. Const., Article II. See also the introduction to PPD-28. 
(59) E.O. 12333: United States Intelligence Activities, Federal Register Vol. 40, No 235 (8 December 1981). To the extent that the Executive 

Order is publicly accessible, it defines the goals, directions, duties and responsibilities of U.S. intelligence efforts (including the role of 
the various Intelligence Community elements) and sets out the general parameters for the conduct of intelligence activities (in particular 
the need to promulgate specific procedural rules). According to Sec. 3.2 of E.O. 12333, the President, supported by the National 
Security Council, and the DNI shall issue such appropriate directives, procedures and guidance as are necessary to implement the order. 



(69)  Presidential Policy Directive 28 (‘PPD-28’), issued on 17 January 2014, imposes a number of limitations for 
‘signals intelligence’ operations (60). This presidential directive has binding force for U.S. intelligence 
authorities (61) and remains effective upon change in the U.S. Administration (62). PPD-28 is of particular 
importance for non-US persons, including EU data subjects. Among others, it stipulates that: 

(a)  the collection of signals intelligence must be based on statute or Presidential authorisation, and must be 
undertaken in accordance with the U.S. Constitution (in particular the Fourth Amendment) and U.S. law; 

(b)  all persons should be treated with dignity and respect, regardless of their nationality or wherever they might 
reside; 

(c)  all persons have legitimate privacy interests in the handling of their personal information; 

(d)  privacy and civil liberties shall be integral considerations in the planning of U.S. signals intelligence activities; 

(e)  U.S. signals intelligence activities must, therefore, include appropriate safeguards for the personal information 
of all individuals, regardless of their nationality or where they might reside. 

(70)  PPD-28 directs that signals intelligence may be collected exclusively where there is a foreign intelligence or 
counterintelligence purpose to support national and departmental missions, and not for any other purpose (e.g. 
to afford a competitive advantage to U.S. companies). In this regard, the ODNI explains that Intelligence 
Community elements ‘should require that, wherever practicable, collection should be focused on specific foreign 
intelligence targets or topics through the use of discriminants (e.g. specific facilities, selection terms and 
identifiers)’ (63). Furthermore, the representations provide assurance that decisions about intelligence collection are 
not left to the discretion of individual intelligence agents, but are subject to the policies and procedures that the 
various U.S. Intelligence Community elements (agencies) are required to put in place to implement PPD-28 (64). 
Accordingly, the research and determination of appropriate selectors takes place within the overall ‘National 
Intelligence Priorities Framework’ (NIPF) which ensures that intelligence priorities are set by high-level 
policymakers and regularly reviewed to remain responsive to actual national security threats and taking into 
account possible risks, including privacy risks (65). On this basis, agency personnel researches and identifies 
specific selection terms expected to collect foreign intelligence responsive to the priorities (66). Selection terms, or 
‘selectors’, must be regularly reviewed to see if they still provide valuable intelligence in line with the 
priorities (67). 
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(60) According to E.O. 12333, the Director of the National Security Agency (NSA) is the Functional Manager for signals intelligence and shall 
operate a unified organization for signals intelligence activities. 

(61) For the definition of the term ‘Intelligence Community’, see Sec. 3.5 (h) of E.O. 12333 with n. 1 of PPD-28. 
(62) See Memorandum by the Office of Legal Counsel, Department of Justice (DOJ), to President Clinton, 29 January 2000. According to this 

legal opinion, presidential directives have the ‘same substantive legal effect as an Executive Order’. 
(63) ODNI Representations (Annex VI), p. 3. 
(64) See Sec. 4(b),(c) of PPD-28. According to public information, the 2015 review confirmed the existing six purposes. See ODNI, Signals 

Intelligence Reform, 2016 Progress Report. 
(65) ODNI Representations (Annex VI), p. 6 (with reference to Intelligence Community Directive 204). See also Sec. 3 of PPD-28. 
(66) ODNI Representations (Annex VI), p. 6. See, for instance, NSA Civil Liberties and Privacy Office (NSA CLPO), NSA's Civil Liberties and 

Privacy Protections for Targeted SIGINT Activities under Executive Order 12333, 7 October 2014. See also ODNI Status Report 2014. 
For access requests under Sec. 702 FISA, queries are governed by the FISC-approved minimization procedures. See NSA CLPO, NSA's 
Implementation of Foreign Intelligence Surveillance Act Section 702, 16 April 2014. 

(67) See Signal Intelligence Reform, 2015 Anniversary Report. See also ODNI Representations (Annex VI), pp. 6, 8-9, 11. 



(71)  Furthermore, the requirements stipulated in PPD-28 that intelligence collection shall always (68) be ‘as tailored as 
feasible’, and that the Intelligence Community shall prioritise the availability of other information and appropriate 
and feasible alternatives (69), reflect a general rule of prioritisation of targeted over bulk collection. According to 
the assurance provided by the ODNI, they ensure in particular that bulk collection is neither ‘mass’ nor ‘indis
criminate’, and that the exception does not swallow the rule (70). 

(72)  While PPD-28 explains that Intelligence Community elements must sometimes collect bulk signals intelligence in 
certain circumstances, for instance in order to identify and assess new or emerging threats, it directs these 
elements to prioritise alternatives that would allow the conduct of targeted signals intelligence (71). It follows that 
bulk collection will only occur where targeted collection via the use of discriminants — i.e. an identifier 
associated with a specific target (such as the target's e-mail address or phone number) — is not possible ‘due to 
technical or operational considerations’ (72). This applies both to the manner in which signals intelligence is 
collected and to what is actually collected (72). 

(73)  According to the representations from the ODNI, even where the Intelligence Community cannot use specific 
identifiers to target collection, it will seek to narrow the collection ‘as much as possible’. In order to ensure this, it 
‘applies filters and other technical tools to focus the collection on those facilities that are likely to contain 
communications of foreign intelligence value’ (and thus will be responsive to requirements articulated by U.S. 
policy-makers pursuant to the process described above in 70). As a consequence, bulk collection will be targeted 
in at least two ways: First, it will always relate to specific foreign intelligence objectives (e.g. to acquire signals 
intelligence about the activities of a terrorist group operating in a particular region) and focus collection on 
communications that have such a nexus. According to the assurance provided by the ODNI, this is reflected in 
the fact that the ‘United States' signals intelligence activities touch only a fraction of the communications 
traversing the internet’ (73). Second, the ODNI representations explain that the filters and other technical tools 
used will be designed to focus the collection ‘as precisely as possible’ in order to ensure that the amount of ‘non- 
pertinent information’ collected will be minimised. 

(74)  Finally, even where the United States considers it necessary to collect signals intelligence in bulk, under the 
conditions set out in recitals 70-73, PPD-28 limits the use of such information to a specific list of six national 
security purposes with a view to protect the privacy and civil liberties of all persons, whatever their nationality 
and place of residence (74). These permissible purposes comprise measures to detect and counter threats 
stemming from espionage, terrorism, weapons of mass destruction, threats to cybersecurity, to the Armed Forces 
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(68) See ODNI Representations (Annex VI), p. 3. 
(69) It should also be noted that, according to Sec. 2.4 of E.O. 12333, elements of the IC ‘shall use the least intrusive collection techniques 

feasible within the United States’. As regards the limitations for substituting all bulk collection with targeted collections, see the results of 
an assessment by the National Research Council as reported by the European Union Agency for Fundamental Rights, Surveillance by 
intelligence services: fundamental rights, safeguards and remedies in the EU (2015), p. 18. 

(70) ODNI Representations (Annex VI), p. 4. 
(71) See also Sec. 5(d) of PPD-28 which directs the Director of National Intelligence, in coordination with the heads of relevant Intelligence 

Community elements and the Office of Science and Technology Policy, to provide the President with a ‘report assessing the feasibility of 
creating software that would allow the Intelligence Community more easily to conduct targeted information acquisition rather than 
bulk collection.’ According to public information, the result of this report was that ‘there is no software-based alternative which will 
provide a complete substitute for bulk collection in the detection of some national security threats.’ See Signals Intelligence Reform, 
2015 Anniversary Report. 

(72) See footnote 68. 
(73) ODNI Representations (Annex VI). This specifically addresses the concern expressed by the national data protection authorities in their 

opinion on the draft adequacy decision. See Article 29 Data Protection Working Party, Opinion 01/2016 on the EU-U.S. Privacy Shield 
draft adequacy decision (adopted 13 April 2016), p. 38 with n. 47. 

(74) See Sec. 2 of PPD-28. 



or military personnel, as well as transnational criminal threats related to the other five purposes, and will be 
reviewed at least on an annual basis. According to the representations by the U.S. government, Intelligence 
Community elements have reinforced their analytic practices and standards for querying unevaluated signals 
intelligence to conform with these requirements; the use of targeted queries ‘ensures that only those items 
believed to be of potential intelligence value are ever presented to analysts to examine’ (75). 

(75)  These limitations are particularly relevant to personal data transferred under the EU-U.S. Privacy Shield, in 
particular in case collection of personal data were to take place outside the United States, including during their 
transit on the transatlantic cables from the Union to the United States. As confirmed by the U.S. authorities in 
the representations of the ODNI, the limitations and safeguards set out therein — including those of PPD-28 — 
apply to such collection (76). 

(76)  Although not phrased in those legal terms, these principles capture the essence of the principles of necessity and 
proportionality. Targeted collection is clearly prioritised, while bulk collection is limited to (exceptional) situations 
where targeted collection is not possible for technical or operational reasons. Even where bulk collection cannot be 
avoided, further ‘use’ of such data through access is strictly limited to specific, legitimate national security 
purposes (77). 

(77)  As a directive issued by the President as the Chief Executive, these requirements bind the entire Intelligence 
Community and have been further implemented through agency rules and procedures that transpose the general 
principles into specific directions for day-to-day operations. Moreover, while Congress is itself not bound by PPD- 
28, it has also taken steps to ensure that collection and access of personal data in the United States are targeted 
rather than carried out ‘on a generalised basis’. 

(78)  It follows from the available information, including the representations received from the U.S. government, that 
once the data has been transferred to organisations located in the United States and self-certified under the 
EU-U.S. Privacy Shield, U.S. intelligence agencies may only (78) seek personal data where their request complies 
with the Foreign Intelligence Surveillance Act (FISA) or is made by the Federal Bureau of Investigation (FBI) based 
on a so-called National Security Letter (NSL) (79). Several legal bases exist under FISA that may be used to collect 
(and subsequently process) the personal data of EU data subjects transferred under the EU-U.S. Privacy Shield. 
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(75) ODNI Representations (Annex VI), p. 4. See also Intelligence Community Directive 203. 
(76) ODNI Representations (Annex VI), p. 2. Likewise, the limitations stipulated in E.O. 12333 (e.g. the need for collected information to 

respond to intelligence priorities set by the President) apply. 
(77) See Schrems, paragraph 93. 
(78) In addition, the collection of data by the FBI may also be based on law enforcement authorizations (see Section 3.2 of this decision). 
(79) For further explanations on the use of NSL see ODNI Representations (Annex VI), pp. 13-14 with n. 38. As indicated therein, the FBI 

may resort to NSLs only to request non-content information relevant to an authorized national security investigation to protect against 
international terrorism or clandestine intelligence activities. As regards data transfers under the EU-U.S. Privacy Shield, the most 
relevant legal authorization appears to be the Electronic Communications Privacy Act (18 U.S.C. § 2709), which requires that any 
request for subscriber information or transactional records uses a ‘term that specifically identifies a person, entity, telephone number, or 
account’. 



Aside from Section 104 FISA (80) covering traditional individualised electronic surveillance and Section 402 
FISA (81) on the installation of pen registers or trap and trace devices, the two central instruments are 
Section 501 FISA (ex-Section 215 U.S. PATRIOT ACT) and Section 702 FISA (82). 

(79)  In this respect, the USA FREEDOM Act, which was enacted on 2 June 2015, prohibits the collection in bulk of 
records based on Section 402 FISA (pen register and trap and trace authority), Section 501 FISA (formerly: 
Section 215 of the U.S. PATRIOT ACT) (83) and through the use of NSL, and instead requires the use of specific 
‘selection terms’ (84). 

(80)  While the FISA contains further legal authorisations to carry out national intelligence activities, including signals 
intelligence, the Commission's assessment has shown that, insofar as personal data to be transferred under the 
EU-U.S. Privacy Shield are concerned, these authorities equally restrict interference by public authorities to 
targeted collection and access. 

(81)  This is clear for traditional individualised electronic surveillance under Section 104 FISA (85). As for Section 702 
FISA, which provides the basis for two important intelligence programs run by the U.S. intelligence agencies 
(PRISM, UPSTREAM), searches are carried out in a targeted manner through the use of individual selectors that 
identify specific communications facilities, like the target's e-mail address or telephone number, but not key 
words or even the names of targeted individuals (86). Therefore, as noted by the Privacy and Civil Liberties 
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(80) 50 U.S.C. § 1804. While this legal authority requires a ‘statement of the facts and circumstances relied upon by the applicant to justify 
his belief that (A) the target of the electronic surveillance is a foreign power or an agent of a foreign power’, the latter may include 
non-U.S. persons that engage in international terrorism or the international proliferation of weapons of mass destruction (including 
preparatory acts) (50 U.S.C. § 1801 (b)(1)). Still, there is only a theoretical link to personal data transferred under the EU-U.S. Privacy 
Shield, given that the statement of facts also has to justify the belief that ‘each of the facilities or places at which the electronic 
surveillance is directed is being used, or is about to be used, by a foreign power or an agent of a foreign power’. In any event, the use of 
this authority requires application to the FISC which will assess, among others, whether on the basis of the submitted facts there is 
probable cause that this is indeed the case. 

(81) 50 U.S.C. § 1842 with § 1841(2) and Sec. 3127 of Title 18. This authority does not concern the contents of communications, but rather 
aims at information about the customer or subscriber using a service (such as name, address, subscriber number, length/type of service 
received, source/mechanism of payment). It requires an application for an order by the FISC (or a U.S. Magistrate Judge) and the use of 
a specific selection term in the sense of § 1841(4), i.e. a term that specifically identifies a person, account, etc. and is used to limit, to the 
greatest extent reasonably possible, the scope of the information sought. 

(82) While Sec. 501 FISA (ex-Sec. 215 U.S. PATRIOT ACT) authorizes the FBI to request a court order aiming at the production of ‘tangible 
things’ (in particular telephone metadata, but also business records) for foreign intelligence purposes, Sec. 702 FISA allows US 
Intelligence Community elements to seek access to information, including the content of internet communications, from within the 
United States, but targeting certain non-U.S. persons outside the United States. 

(83) Based on this provision, the FBI may request ‘tangible things’ (e.g. records, papers, documents) based on a showing to the Foreign 
Intelligence Surveillance Court (FISC) that there are reasonable grounds to believe that they are relevant to a specific FBI investigation. In 
carrying out its search, the FBI must use FISC-approved selection terms for which there is a ‘reasonable, articulable suspicion’ that such 
term is associated with one or more foreign powers or their agents engaged in international terrorism or activities in preparation 
therefore. See PCLOB, Sec. 215 Report, p. 59; NSA CLPO, Transparency Report: The USA Freedom Act Business Records FISA 
Implementation, 15 January 2016, pp. 4-6. 

(84) ODNI Representations (Annex VI), p. 13 (n. 38). 
(85) See footnote 81. 
(86) PCLOB, Sec. 702 Report, pp. 32-33 with further references. According to its privacy office, the NSA must verify that there is 

a connection between the target and the selector, must document the foreign intelligence information expected to be acquired, this 
information must be reviewed and approved by two senior NSA analysts, and the overall process will be tracked for subsequent 
compliance reviews by the ODNI and Department of Justice. See NSA CLPO, NSA's Implementation of Foreign Intelligence Act 
Section 702, 16 April 2014. 



Oversight Board (PCLOB), Section 702 surveillance ‘consists entirely of targeting specific [non-U.S.] persons 
about whom an individualised determination has been made’ (87). Due to a ‘sunset’ clause, Section 702 FISA will 
have to be reviewed in 2017, at which time the Commission will have to reassess the safeguards available to EU 
data subjects. 

(82)  Moreover, in its representations the U.S. government has given the European Commission explicit assurance that 
the U.S. Intelligence Community ‘does not engage in indiscriminate surveillance of anyone, including ordinary 
European citizens’ (88). As regards personal data collected within the United States, this statement is supported by 
empirical evidence which shows that access requests through NSL and under FISA, both individually and together, 
only concern a relatively small number of targets when compared to the overall flow of data on the internet (89). 

(83)  As regards access to collected data and data security, PPD-28 requires that access ‘shall be limited to authorized 
personnel with a need to know the information to perform their mission’ and that personal information ‘shall be 
processed and stored under conditions that provide adequate protection and prevent access by unauthorized 
persons, consistent with the applicable safeguards for sensitive information’. Intelligence personnel receive 
appropriate and adequate training in the principles set forth in PPD-28 (90). 

(84)  Finally, as regards the storage and further dissemination of personal data from EU data subjects collected by U.S. 
intelligence authorities, PPD-28 states that all persons (including non-U.S. persons) should be treated with dignity 
and respect, that all persons have legitimate privacy interests in the handling of their personal data and that 
Intelligence Community elements therefore have to establish policies providing appropriate safeguards for such 
data ‘reasonably designed to minimize the[ir] dissemination and retention’ (91). 
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(87) PLCOB, Sec. 702 Report, p. 111. See also ODNI Representations (Annex VI), p. 9 (‘Collection under Section 702 of the [FISA] is not 
“mass and indiscriminate” but is narrowly focused on the collection of foreign intelligence from individually identified legitimate 
targets’) and p. 13, n. 36 (with reference to a 2014 FISC Opinion); NSA CLPO, NSA's Implementation of Foreign Intelligence Act 
Section 702, 16 April 2014. Even in the case of UPSTREAM, the NSA may only request the interception of electronic communications 
to, from, or about tasked selectors. 

(88) ODNI Representations (Annex VI), p. 18. See also p. 6, according to which the applicable procedures ‘demonstrate a clear commitment 
to prevent arbitrary and indiscriminate collection of signals intelligence information, and to implement — from the highest levels of our 
Government — the principle of reasonableness.’ 

(89) See Statistical Transparency Report Regarding Use of National Security Authorities, 22 April 2015. For the overall flow of data on the 
internet, see for example Fundamental Rights Agency, Surveillance by Intelligence Services: Fundamental Rights Safeguards and 
Remedies in the EU (2015), at pp. 15-16. As regards the UPSTREAM program, according to a declassified FISC opinion of 2011, over 
90 % of the electronic communications acquired under Sec. 702 FISA came from the PRISM program, whereas less than 10 % came 
from UPSTREAM. See FISC, Memorandum Opinion, 2011 WL 10945618 (FISA Ct., 3.10.2011), n. 21 (available at: http://www.dni. 
gov/files/documents/0716/October-2011-Bates-Opinion-and%20Order-20140716.pdf). 

(90) See Sec. 4(a)(ii) of PPD-28. See also ODNI, Safeguarding the Personal Information of all People: A Status Report on the Development and 
Implementation of Procedures under Presidential Policy Directive 28, July 2014, p. 5, according to which ‘Intelligence Community 
element policies should reinforce existing analytic practices and standards whereby analysts must seek to structure queries or other 
search terms and techniques to identify intelligence information relevant to a valid intelligence or law enforcement task; focus queries 
about persons on the categories of intelligence information responsive to an intelligence or law enforcement requirement; and minimize 
the review of personal information not pertinent to intelligence or law enforcement requirements.’ See e.g. CIA, Signals Intelligence 
Activities, p. 5; FBI, Presidential Policy Directive 28 Policies and Procedures, p. 3. According to the 2016 Progress Report on the Signals 
Intelligence Reform, IC elements (including the FBI, CIA and NSA) have taken steps to sensitise their personnel to the requirements of 
PPD-28 by creating new or modifying existing training policies. 

(91) According to the ODNI Representations, these restrictions apply regardless of whether the information was collected in bulk or through 
targeted collection, and of the individual's nationality. 

http://www.dni.gov/files/documents/0716/October-2011-Bates-Opinion-and%20Order-20140716.pdf
http://www.dni.gov/files/documents/0716/October-2011-Bates-Opinion-and%20Order-20140716.pdf


(85)  The U.S. government has explained that this reasonableness requirement signifies that Intelligence Community 
elements will not have to adopt ‘any measure theoretically possible’, but will need to ‘balance their efforts to 
protect legitimate privacy and civil liberties interests with the practical necessities of signals intelligence 
activities’ (92). In this respect, non-U.S. persons will be treated in the same way as U.S. persons, based on 
procedures approved by the Attorney-General (93). 

(86) According to these rules, retention is generally limited to a maximum of five years, unless there is a specific deter
mination in law or an express determination by the Director of National Intelligence after careful evaluation of 
privacy concerns — taking into account the views of the ODNI Civil Liberties Protection Officer as well as 
agency privacy and civil liberties officials — that continued retention is in the interest of national security (94). 
Dissemination is limited to cases where the information is relevant to the underlying purpose of the collection 
and thus responsive to an authorised foreign intelligence or law enforcement requirement (95). 

(87)  According to the assurances given by the U.S. government, personal information may not be disseminated solely 
because the individual concerned is a non-U.S. person and ‘signals intelligence about the routine activities of 
a foreign person would not be considered foreign intelligence that could be disseminated or retained permanently 
by virtue of that fact alone unless it is otherwise responsive to an authorized foreign intelligence requirement’ (96). 

(88)  On the basis of all of the above, the Commission concludes that there are rules in place in the United States 
designed to limit any interference for national security purposes with the fundamental rights of the persons 
whose personal data are transferred from the Union to the United States under the EU-U.S. Privacy Shield to 
what is strictly necessary to achieve the legitimate objective in question. 

(89)  As the above analysis has shown, U.S. law ensures that surveillance measures will only be employed to obtain 
foreign intelligence information — which is a legitimate policy objective (97) — and be tailored as much as 
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(92) See ODNI Representations (Annex VI). 
(93) See Sec. 4(a)(i) of PPD-28 with Sec 2.3 of E.O. 12333. 
(94) Sec. 4(a)(i) of PPD-28; ODNI Representations (Annex VI), p. 7. For instance, for personal information collected under Sec. 702 FISA, the 

NSA's FISC-approved minimization procedures foresee as a rule that the metadata and unevaluated content for PRISM is retained for no 
more than five years, whereas UPSTREAM data is retained for no more than two years. The NSA complies with these storage limits 
through an automated process that deletes collected data at the end of the respective retention period. See NSA Sec. 702 FISA 
Minimization Procedures, Sec. 7 with Sec. 6(a)(1); NSA CLPO, NSA's Implementation of Foreign Intelligence Surveillance Act 
Section 702, 16 April 2014. Likewise, retention under Sec. 501 FISA (ex-Sec. 215 U.S. PATRIOT ACT) is limited to five years, unless the 
personal data form part of properly approved dissemination of foreign intelligence information or the DOJ advises the NSA in writing 
that the records are subject to a preservation obligation in pending or anticipated litigation. See NSA, CLPO, Transparency Report: The 
USA Freedom Act Business Records FISA Implementation, 15 January 2016. 

(95) In particular, in case of Sec. 501 FISA (ex-Sec. 215 U.S. PATRIOT ACT), dissemination of personal information may take place only for 
counterterrorism purposes or as evidence of a crime; in case of Sec. 702 FISA only if there is a valid foreign intelligence or law 
enforcement purpose. Cf. NSA, CLPO, NSA's Implementation of Foreign Intelligence Surveillance Act Section 702, 16 April 2014; 
Transparency Report: The USA Freedom Act Business Records FISA Implementation, 15 January 2016. See also NSA's Civil Liberties 
and Privacy Protections for Targeted SIGINT Activities under Executive Order 12333, 7 October 2014. 

(96) ODNI Representations (Annex VI), p. 7 (with reference to Intelligence Community Directive (ICD) 203). 
(97) The Court of Justice has clarified that national security constitutes a legitimate policy objective. See Schrems, paragraph 88. See also 

Digital Rights Ireland and Others, paragraphs 42-44 and 51, in which the Court of Justice considered that the fight against serious crime, 
in particular organised crime and terrorism, may depend to a large extent on the use of modern investigation techniques. Moreover, 
unlike for criminal investigations that typically concern the retrospective determination of responsibility and guilt for past conduct, 
intelligence activities often focus on preventing threats to national security before harm has occurred. Therefore, such investigations 
may often have to cover a broader range of possible actors (‘targets’) and a wider geographic area. Cf. ECtHR, Weber and Saravia v 
Germany, Decision of 29 June 2006, Application no. 54934/00, paragraphs 105-118 (on so-called ‘strategic monitoring’). 



possible. In particular, bulk collection will only be authorised exceptionally where targeted collection is not 
feasible, and will be accompanied by additional safeguards to minimise the amount of data collected and 
subsequent access (which will have to be targeted and only be allowed for specific purposes). 

(90)  In the Commission's assessment, this conforms with the standard set out by the Court of Justice in the Schrems 
judgment, according to which legislation involving interference with the fundamental rights guaranteed by 
Articles 7 and 8 of the Charter must impose ‘minimum safeguards’ (98) and ‘is not limited to what is strictly 
necessary where it authorises, on a generalised basis, storage of all the personal data of all the persons whose 
data has been transferred from the European Union to the United States without any differentiation, limitation or 
exception being made in the light of the objective pursued and without an objective criterion being laid down by 
which to determine the limits of the access of the public authorities to the data, and of its subsequent use, for 
purposes which are specific, strictly restricted and capable of justifying the interference which both access to that 
data and its use entail’ (99). Neither will there be unlimited collection and storage of data of all persons without 
any limitations, nor unlimited access. Moreover, the representations provided to the Commission, including the 
assurance that U.S. signals intelligence activities touch only a fraction of the communications traversing the 
internet, exclude that there would be access ‘on a generalised basis’ (100) to the content of electronic communi
cations. 

3.1.2. Ef fec t ive  lega l  protect ion  

(91)  The Commission has assessed both the oversight mechanisms that exist in the United States with regard to any 
interference by U.S. intelligence authorities with personal data transferred to the United States and the avenues 
available for EU data subjects to seek individual redress. 

Oversight 

(92)  The U.S. intelligence community is subject to various review and oversight mechanisms that fall within the three 
branches of the State. These include internal and external bodies within the executive branch, a number of 
Congressional Committees, as well as judicial supervision the latter specifically with respect to activities under the 
Foreign Intelligence Surveillance Act. 

(93)  First, intelligence activities by U.S. authorities are subject to extensive oversight from within the executive branch. 

(94)  According to PPD-28, Section 4(a)(iv), the policies and procedures of Intelligence Community elements ‘shall 
include appropriate measures to facilitate oversight over the implementation of safeguards protecting personal 
information’; these measures should include periodic auditing (101). 
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(98) Schrems, paragraph 91, with further references. 
(99) Schrems, paragraph 93. 

(100) Cf. Schrems, paragraph 94. 
(101) ODNI, Safeguarding the Personal Information of all People: A Status Report on the Development and Implementation of Procedures 

under Presidential Policy Directive 28, p. 7. See e.g. CIA, Signals Intelligence Activities, p. 6 (Compliance); FBI, Presidential Policy 
Directive 28 Policies and Procedures, Sec. III (A)(4), (B)(4); NSA, PPD-28 Section 4 Procedures, 12 January 2015, Sec. 8.1, 8.6(c). 



(95)  Multiple oversight layers have been put in place in this respect, including civil liberties or privacy officers, 
Inspector Generals, the ODNI Civil Liberties and Privacy Office, the PCLOB, and the President's Intelligence 
Oversight Board. These oversight functions are supported by compliance staff in all the agencies (102). 

(96)  As explained by the U.S. government (103), civil liberties or privacy officers with oversight responsibilities exist at 
various departments with intelligence responsibilities and intelligence agencies (104). While the specific powers of 
these officers may vary somewhat depending on the authorising statute, they typically encompass the supervision 
of procedures to ensure that the respective department/agency is adequately considering privacy and civil liberties 
concerns and has put in place adequate procedures to address complaints from individuals who consider that 
their privacy or civil liberties have been violated (and in some cases, like the ODNI, may themselves have the 
power to investigate complaints (105)). The head of the department/agency in turn has to ensure that the officer 
receives all the information and is given access to all material necessary to carry out his functions. Civil liberties 
and privacy officers periodically report to Congress and the PCLOB, including on the number and nature of the 
complaints received by the department/agency and a summary of the disposition of such complaints, the reviews 
and inquiries conducted and the impact of the activities carried out by the officer (106) According to the 
assessment by the national data protection authorities, the internal oversight exercised by the civil liberties or 
privacy officers can be considered as ‘fairly robust’, even though in their view they do not meet the required level 
of independence (107). 

(97)  In addition, each Intelligence Community element has its own Inspector General with responsibility, among others, 
to oversee foreign intelligence activities (108). This includes, within the ODNI, an Office of the Inspector General 
with comprehensive jurisdiction over the entire Intelligence Community and authorised to investigate complaints 
or information concerning allegations of unlawful conduct, or abuse of authority, in connection with ODNI and/ 
or Intelligence Community programs and activities (109). Inspectors General are statutorily independent (110) units 
responsible for conducting audits and investigations relating to the programs and operations carried out by the 
respective agency for national intelligence purposes, including for abuse or violation of the law (111). They are 
authorised to have access to all records, reports, audits, reviews, documents, papers, recommendations or other 
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(102) For instance, the NSA employs more than 300 compliance staff in the Directorate for Compliance. See ODNI Representations 
(Annex VI), p. 7. 

(103) See Ombudsperson Mechanism (Annex III), Sec. 6(b) (i) to (iii). 
(104) See 42 U.S.C. § 2000ee-1. This includes for instance the Department of State, the Department of Justice (including the FBI), the 

Department of Homeland Security, the Department of Defense, the NSA, CIA and the ODNI. 
(105) According to the U.S. government, if the ODNI Civil Liberties and Privacy Office receives a complaint, it will also coordinate with other 

Intelligence Community elements on how that complaint should be further processed within the IC. See Ombudsperson Mechanism 
(Annex III), Sec. 6(b)(ii). 

(106) See 42 U.S.C. § 2000ee-1 (f)(1),(2). 
(107) Article 29 Data Protection Working Party, Opinion 01/2016 on the EU-U.S. Privacy Shield draft adequacy decision (adopted 13 April 

2016), p. 41. 
(108) ODNI Representations (Annex VI), p. 7. See e.g. NSA, PPD-28 Section 4 Procedures, 12 January 2015, Sec. 8.1; CIA, Signals Intelligence 

Activities, p. 7 (Responsibilities). 
(109) This Inspector General (IG) (which was created in October 2010) is appointed by the President, with Senate confirmation, and can be 

removed only by the President, not the DNI. 
(110) These IGs have secure tenure and may only be removed by the President who must communicate to Congress in writing the reasons for 

any such removal. This does not necessarily mean that they are completely free from instructions. In some cases, the head of the 
department may prohibit the Inspector General from initiating, carrying out, or completing an audit or investigation where this is 
considered necessary to preserve important national (security) interests. However, Congress must be informed of the exercise of this 
authority and on this basis could hold the respective director responsible. See, e.g. Inspector General Act of 1978, § 8 (IG of the 
Department of Defense); § 8E (IG of the DOJ), § 8G (d)(2)(A),(B) (IG of the NSA); 50. U.S.C. § 403q (b) (IG for the CIA); Intelligence 
Authorization Act For Fiscal Year 2010, Sec 405(f) (IG for the Intelligence Community). According to the assessment by the national 
data protection authorities, the Inspector-Generals ‘are likely to meet the criterion for organisational independence as defined by the 
CJEU and the European Court of Human Rights (ECtHR), at least from the moment the new nomination process applies to all.’ See 
Article 29 Data Protection Working Party, Opinion 01/2016 on the EU-U.S. Privacy Shield draft adequacy decision (adopted 13 April 
2016), p. 40. 

(111) See ODNI Representations (Annex VI), p. 7. See also Inspector General Act of 1978, as amended, Pub. L. 113-126 of 7 July 2014. 



relevant material, if need be by subpoena, and may take testimony (112). While the Inspectors General can only 
issue non-binding recommendations for corrective action, their reports, including on follow-up action (or the 
lack thereof) are made public and moreover sent to Congress which can on this basis exercise its oversight 
function (113). 

(98)  Furthermore, the Privacy and Civil Liberties Oversight Board, an independent agency (114) within the executive branch 
composed of a bipartisan, five-member Board (115) appointed by the President for a fixed six-year term with 
Senate approval, is entrusted with responsibilities in the field of counterterrorism policies and their implemen
tation, with a view to protect privacy and civil liberties. In its review of Intelligence Community action, it may 
access all relevant agency records, reports, audits, reviews, documents, papers and recommendations, including 
classified information, conduct interviews and hear testimony. It receives reports from the civil liberties and 
privacy officers of several federal departments/agencies (116), may issue recommendations to them, and regularly 
reports to Congressional committees and the President (117). The PCLOB is also tasked, within the confines of its 
mandate, to prepare a report assessing the implementation of PPD-28. 

(99)  Finally, the aforementioned oversight mechanisms are complemented by the Intelligence Oversight Board established 
within the President's Intelligence Advisory Board which oversees compliance by U.S. intelligence authorities with 
the Constitution and all applicable rules. 

(100)  To facilitate the oversight, Intelligence Community elements are encouraged to design information systems to 
allow for the monitoring, recording and reviewing of queries or other searches of personal information (118). 
Oversight and compliance bodies will periodically check the practices of Intelligence Community elements for 
protecting personal information contained in signals intelligence and their compliance with those procedures (119). 

(101)  These oversight functions are moreover supported by extensive reporting requirements with respect to non- 
compliance. In particular, agency procedures must ensure that, when a significant compliance issue occurs 
involving personal information of any person, regardless of nationality, collected through signals intelligence, 
such issue shall be promptly reported to the head of the Intelligence Community element, which in turn will 
notify the Director of National Intelligence who, under PPD-28, shall determine if any corrective actions are 
necessary (120). Moreover, according to E.O. 12333, all Intelligence Community elements are required to report to 
the Intelligence Oversight Board on non-compliance incidents (121). These mechanisms ensure that the issue will 
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(112) See Inspector General Act of 1978, § 6. 
(113) See ODNI Representations (Annex VI), p. 7. See also Inspector General Act of 1978, §§ 4(5), 5. According to Sec. 405(b)(3),(4) of the 

Intelligence Authorization Act For Fiscal Year 2010, Pub. L. 111-259 of 7 October 2010, the IG for the Intelligence Community will 
keep the DNI as well as Congress informed of the necessity for, and the progress of, corrective actions. 

(114) According to the assessment by the national data protection authorities, the PCLOB has in the past ‘demonstrated its independent 
powers’. See Article 29 Data Protection Working Party, Opinion 01/2016 on the EU-U.S. Privacy Shield draft adequacy decision 
(adopted 13 April 2016), p. 42. 

(115) In addition, the PCLOB employs some 20 regular staff. See https://www.pclob.gov/about-us/staff.html. 
(116) These include at least the Department of Justice, the Department of Defense, the Department of Homeland Security, the Director of 

National Intelligence and the Central Intelligence Agency, plus any other department, agency or element of the executive branch 
designated by the PCLOB to be appropriate for coverage. 

(117) See 42 U.S.C. § 2000ee. See also Ombudsperson Mechanism (Annex III), Sec. 6(b) (iv). Among others, the PCLOB is required to report 
when an Executive Branch agency declines to follow its advice. 

(118) ODNI, Safeguarding the Personal Information of all People: A Status Report on the Development and Implementation of Procedures 
under Presidential Policy Directive 28, pp. 7-8. 

(119) Id. at p. 8. See also ODNI Representations (Annex VI), p. 9. 
(120) ODNI, Safeguarding the Personal Information of all People: A Status Report on the Development and Implementation of Procedures 

under Presidential Policy Directive 28, p. 7. See, e.g. NSA, PPD-28 Section 4 Procedures, 12 January 2015, Sec. 7.3, 8.7(c),(d); FBI, 
Presidential Policy Directive 28 Policies and Procedures, Sec. III.(A)(4), (B)(4); CIA, Signals Intelligence Activities, p. 6 (Compliance) and 
p. 8 (Responsibilities). 

(121) See E.O. 12333, Sec. 1.6(c). 

https://www.pclob.gov/about-us/staff.html


be addressed at the highest level in the Intelligence Community. Where it involves a non-U.S. person, the Director 
of National Intelligence, in consultation with the Secretary of State and the head of the notifying department or 
agency, shall determine whether steps should be taken to notify the relevant foreign government, consistent with 
the protection of sources and methods and of U.S. personnel (122). 

(102)  Second, in addition to these oversight mechanisms within the executive branch, the U.S. Congress, specifically the 
House and Senate Intelligence and Judiciary Committees, have oversight responsibilities regarding all U.S. foreign 
intelligence activities, including U.S. signals intelligence. According to the National Security Act, ‘[t]he President 
shall ensure that the congressional intelligence committees are kept fully and currently informed of the 
intelligence activities of the United States, including any significant anticipated intelligence activity as required by 
this subchapter’ (123). Also, ‘[t]he President shall ensure that any illegal intelligence activity is reported promptly to 
the congressional intelligence committees, as well as any corrective action that has been taken or is planned in 
connection with such illegal activity’ (124). Members of these committees have access to classified information as 
well as intelligence methods and programs (125). 

(103)  Later statutes have extended and refined the reporting requirements, both regarding the Intelligence Community 
elements, the relevant Inspector Generals and the Attorney-General. For instance, FISA requires the Attorney 
General to ‘fully inform’ the Senate and House Intelligence and Judiciary Committees regarding the government's 
activities under certain sections of FISA (126). It also requires the government to provide the Congressional 
committees with ‘copies of all decisions, orders, or opinions of the Foreign Intelligence Surveillance Court or 
Foreign Intelligence Surveillance Court of Review that include significant construction or interpretation’ of FISA 
provisions. In particular, as regards surveillance under Section 702 FISA, oversight is exercised through statutorily 
required reports to the Intelligence and Judiciary Committees, as well as frequent briefings and hearings. These 
include a semi-annual report by the Attorney General describing the use of Section 702 FISA, with supporting 
documents including notably the Department of Justice and ODNI compliance reports and a description of any 
incidents of non-compliance (127), and a separate semi-annual assessment by the Attorney General and the DNI 
documenting compliance with the targeting and minimization procedures, including compliance with the 
procedures designed to ensure that collection is for a valid foreign intelligence purpose (128). Congress also 
receives reports by the Inspector Generals who are authorised to evaluate the agencies' compliance with targeting 
and minimization procedures and Attorney General Guidelines. 

(104)  According to the USA FREEDOM Act of 2015, the U.S. government must disclose to Congress (and the public) 
each year the number of FISA orders and directives sought and received, as well as estimates of the number of 
U.S. and non-U.S. persons targeted by surveillance, among others (129). The Act also requires additional public 
reporting about the number of NSL issued, again both with regard to U.S. and non-U.S. persons (while at the 

1.8.2016 L 207/23 Official Journal of the European Union EN     

(122) PPD-28, Sec. 4(a)(iv). 
(123) See Sec. 501(a)(1) (50 U.S.C. § 413(a)(1)). This provision contains the general requirements as regards Congressional oversight in the 

area of national security. 
(124) See Sec. 501(b) (50 U.S.C. § 413(b)). 
(125) Cf. Sec. 501(d) (50 U.S.C. § 413(d)). 
(126) See 50 U.S.C. §§ 1808, 1846, 1862, 1871, 1881f. 
(127) See 50 U.S.C. § 1881f. 
(128) See 50 U.S.C. § 1881a(l)(1). 
(129) See USA FREEDOM Act of 2015, Pub. L. No 114-23, Sec. 602(a). In addition, according to Sec 402, ‘the Director of National 

Intelligence, in consultation with the Attorney General, shall conduct a declassification review of each decision, order, or opinion issued 
by the Foreign Intelligence Surveillance Court or the Foreign Intelligence Surveillance Court of Review (as defined in section 601(e)) 
that includes a significant construction or interpretation of any provision of law, including any novel or significant construction or in
terpretation of the term “specific selection term”, and, consistent with that review, make publicly available to the greatest extent 
practicable each such decision, order, or opinion.’ 



same time allowing the recipients of FISA orders and certifications, as well as NSL requests, to issue transparency 
reports under certain conditions) (130). 

(105)  Third, intelligence activities by U.S. public authorities based on FISA allow for review, and in some cases prior 
authorisation of the measures, by the FISA Court (FISC) (131), an independent tribunal (132) whose decisions can be 
challenged before the Foreign Intelligence Court of Review (FISCR) (133) and, ultimately, the Supreme Court of the 
United States (134). In case of prior authorisation, the requesting authorities (FBI, NSA, CIA, etc.) will have to 
submit a draft application to lawyers at the National Security Department of the Department of Justice who will 
scrutinise it and, if necessary, request additional information (135). Once the application has been finalised, it will 
have to be approved by the Attorney General, Deputy Attorney General or the Assistant Attorney General for 
National Security (136). The Department of Justice will then submit the application to the FISC that will assess the 
application and make a preliminary determination on how to proceed (137). Where a hearing takes place, the FISC 
has the authority to take testimony which may include expert advice (138). 

(106)  The FISC (and FISCR) is supported by a standing panel of five individuals that have an expertise in national 
security matters as well as civil liberties (139). From this group the court shall appoint an individual to serve as 
amicus curiae to assist in the consideration of any application for an order or review that, in the opinion of the 
court, presents a novel or significant interpretation of the law, unless the court finds that such appointment is 
not appropriate (140). This shall in particular ensure that privacy considerations are properly reflected in the 
court's assessment. The court may also appoint an individual or organisation to serve as amicus curiae, including 
providing technical expertise, whenever it deems this appropriate or, upon motion, permit an individual or 
organisation leave to file an amicus curiae brief (141). 
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(130) USA FREEDOM Act, Sec. 602(a), 603(a). 
(131) For certain types of surveillance, alternatively a U.S. Magistrate Judge publicly designated by the Chief Justice of the United States may 

have the power to hear applications and grant orders. 
(132) The FISC is comprised of eleven judges appointed by the Chief Justice of the United States from among sitting U.S. district court judges, 

who previously have been appointed by the President and confirmed by the Senate. The judges, who have life tenure and can only be 
removed for good cause, serve on the FISC for staggered seven-year terms. FISA requires that the judges be drawn from at least seven 
different U.S. judicial circuits. See Sec 103 FISA (50 U.S.C. 1803 (a)); PCLOB, Sec. 215 Report, pp. 174-187. The judges are supported 
by experienced judicial law clerks that constitute the court's legal staff and prepare legal analysis on collection requests. See PCLOB, 
Sec. 215 Report, p. 178; Letter from the Honourable Reggie B. Walton, Presiding Judge, U.S. Foreign Intelligence Surveillance Court, to 
the Honourable Patrick J. Leahy, Chairman, Committee on the Judiciary, U.S. Senate (July 29, 2013) (‘Walton Letter’), pp. 2-3. 

(133) The FISCR is composed of three judges appointed by the Chief Justice of the United States and drawn from U.S. district courts or courts 
of appeals, serving for a staggered seven year term. See Sec. 103 FISA (50 U.S.C. § 1803 (b)). 

(134) See 50 U.S.C. §§ 1803 (b), 1861 a (f), 1881 a (h), 1881 a (i)(4). 
(135) For instance, additional factual details about the target of the surveillance, technical information about the surveillance methodology, 

or assurances about how the information acquired will be used and disseminated. See PCLOB, Sec. 215 Report, p. 177. 
(136) 50 U.S.C. §§ 1804 (a), 1801 (g). 
(137) The FISC may approve the application, request further information, determine the necessity of a hearing or indicate a possible denial of 

the application. On the basis of this preliminary determination, the government will make its final application. The latter may include 
substantial changes to the original application on the basis of the judge's preliminary comments. Although a large percentage of final 
applications are approved by the FISC, a substantial part of these contain substantive changes to the original application, e.g. 24 % of 
applications approved for the period from July to September 2013. See PCLOB, Sec. 215 Report, p. 179; Walton Letter, p. 3. 

(138) PCLOB, Sec. 215 Report, p. 179, n. 619. 
(139) 50 U.S.C. § 1803 (i)(1),(3)(A). This new legislation implemented recommendations by the PCLOB to establish a pool of privacy and civil 

liberties experts that can serve as amicus curiae, in order to provide the court with legal arguments to the advancement of privacy and 
civil liberties. See PCLOB, Sec. 215 Report, pp. 183-187. 

(140) 50 U.S.C. § 1803 (i)(2)(A). According to information by the ODNI, such appointments have already taken place. See Signals Intelligence 
Reform, 2016 Progress Report. 

(141) 50 U.S.C. § 1803 (i)(2)(B). 



(107)  As regards the two legal authorisations for surveillance under FISA that are most important for data transfers 
under the EU-U.S. Privacy Shield, oversight by the FISC differs. 

(108)  Under Section 501 FISA (142), which allows the collection of ‘any tangible things (including books, records, 
papers, documents, and other items)’, the application to the FISC must contain a statement of facts showing that 
there are reasonable grounds to believe that the tangible things sought for are relevant to an authorised investi
gation (other than a threat assessment) conducted to obtain foreign intelligence information not concerning 
a U.S. person or to protect against international terrorism or clandestine intelligence activities. Also, the 
application must contain an enumeration of the minimisation procedures adopted by the Attorney General for 
the retention and dissemination of the collected intelligence (143). 

(109)  Conversely, under Section 702 FISA (144), the FISC does not authorise individual surveillance measures; rather, it 
authorises surveillance programs (like PRISM, UPSTREAM) on the basis of annual certifications prepared by the 
Attorney General and the Director of National Intelligence. Section 702 FISA allows the targeting of persons 
reasonably believed to be located outside the United States to acquire foreign intelligence information (145). Such 
targeting is carried out by the NSA in two steps: First, NSA analysts will identify non-U.S. persons located abroad 
whose surveillance will lead, based on the analysts' assessment, to the relevant foreign intelligence specified in the 
certification. Second, once these individualised persons have been identified and their targeting has been 
approved by an extensive review mechanism within the NSA (146), selectors identifying communication facilities 
(such as e-mail addresses) used by the targets will be ‘tasked’ (i.e. developed and applied) (147). As indicated, the 
certifications to be approved by the FISC contain no information about the individual persons to be targeted but 
rather identify categories of foreign intelligence information (148). While the FISC does not assess — under 
a probable cause or any other standard — that individuals are properly targeted to acquire foreign intelligence 
information (149), its control extends to the condition that ‘a significant purpose of the acquisition is to obtain 
foreign intelligence information’ (150). Indeed, under Section 702 FISA, the NSA is allowed to collect communi
cations of non-U.S. persons outside the U.S. only if it can be reasonably believed that a given means of communi
cation is being used to communicate foreign intelligence information (e.g. related to international terrorism, 
nuclear proliferation or hostile cyber activities). Determinations to this effect are subject to judicial review (151). 
Certifications also need to provide for targeting and minimization procedures (152). The Attorney General and the 
Director of National Intelligence verify compliance and the agencies have the obligation to report any incidents of 
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(142) 50 U.S.C. § 1861 
(143) 50 U.S.C. § 1861 (b). 
(144) 50 U.S.C. § 1881. 
(145) 50 U.S.C. § 1881a (a). 
(146) PCLOB, Sec. 702 Report, p. 46. 
(147) 50 U.S.C. § 1881a (h). 
(148) 50 U.S.C. § 1881a (g). According to the PCLOB, these categories have so far mainly concerned international terrorism and topics such 

as the acquisition of weapons of mass destruction. See PCLOB, Sec. 702 Report, p. 25. 
(149) PCLOB, Sec. 702 Report, p. 27. 
(150) 50 U.S.C. § 1881a. 
(151) ‘Liberty and Security in a Changing World’, Report and Recommendations of the President's Review Group on Intelligence and 

Communications Technologies, 12 December 2013, p. 152. 
(152) 50 U.S.C.1881a (i). 



non-compliance to the FISC (153) (as well as the Congress and the President's Intelligence Oversight Board), which 
on this basis can modify the authorisation (154). 

(110)  Furthermore, to increase the efficiency of the oversight by the FISC, the U.S. Administration has agreed to 
implement a recommendation by the PCLOB to supply to the FISC documentation of Section 702 targeting 
decisions, including a random sample of tasking sheets, so as to allow the FISC to assess how the foreign 
intelligence purpose requirement is being met in practice (155). At the same time, the U.S. Administration accepted 
and has taken measures to revise NSA targeting procedures to better document the foreign intelligence reasons 
for targeting decisions (156). 

Individual redress 

(111)  A number of avenues are available under U.S. law to EU data subjects if they have concerns whether their 
personal data have been processed (collected, accessed, etc.) by U.S. Intelligence Community elements, and if so, 
whether the limitations applicable in U.S. law have been complied with. These relate essentially to three areas: 
interference under FISA; unlawful, intentional access to personal data by government officials; and access to 
information under Freedom of Information Act (FOIA) (157). 

(112)  First, the Foreign Intelligence Surveillance Act provides a number of remedies, available also to non-U.S. persons, 
to challenge unlawful electronic surveillance (158). This includes the possibility for individuals to bring a civil 
cause of action for money damages against the United States when information about them has been unlawfully 
and wilfully used or disclosed (159); to sue U.S. government officials in their personal capacity (‘under colour of 
law’) for money damages (160); and to challenge the legality of surveillance (and seek to suppress the information) 
in the event the U.S. government intends to use or disclose any information obtained or derived from electronic 
surveillance against the individual in judicial or administrative proceedings in the United States (161). 

(113)  Second, the U.S. government referred the Commission to a number of additional avenues that EU data subjects 
could use to seek legal recourse against government officials for unlawful government access to, or use of, 
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(153) Rule 13(b) of the FISC Rules of Procedure requires the government to file a written notice with the Court immediately upon discovering 
that any authority or approval granted by the Court has been implemented in a manner that does not comply with the Court's authori
zation or approval, or with applicable law. It also requires the government to notify the Court in writing of the facts and circumstances 
relevant to such non-compliance. Typically, the government will file a final Rule 13(a) notice once the relevant facts are known and any 
unauthorized collection has been destroyed. See Walton Letter, p. 10. 

(154) 50 U.S.C. § 1881 (l). See also PCLOB, Sec. 702 Report, pp. 66-76; NSA CLPO, NSA's Implementation of Foreign Intelligence 
Surveillance Act Section 702, 16 April 2014. The collection of personal data for intelligence purposes under Sec 702 FISA is subject to 
both internal and external oversight within the executive branch. Among others, the internal oversight includes internal compliance 
programs to evaluate and oversee compliance with targeting and minimization procedures; reporting of non-compliance incidents, 
both internally and externally to the ODNI, Department of Justice, Congress and the FISC; and annual reviews sent to the same bodies. 
As for external oversight, it mainly consists in targeting and minimization reviews conducted by the ODNI, DOJ and Inspectors 
General, which in turn report to Congress and the FISC, including on non-compliance incidents. Significant compliance incidents must 
be reported to the FISC immediately, others in a quarterly report. See PCLOB, Sec. 702 Report, pp. 66-77. 

(155) PCLOB, Recommendations Assessment Report, 29 January 2015, p. 20. 
(156) PCLOB, Recommendations Assessment Report, 29 January 2015, p. 16. 
(157) In addition, Sec. 10 of the Classified Information Procedures Act provides that, in any prosecution in which the United States must 

establish that material constitutes classified information (e.g. because it requires protection against unauthorized disclosure for reasons 
of national security), the United States shall notify the defendant of the portions of the material that it reasonably expects to rely upon 
to establish the classified information element of the offense. 

(158) See for the following ODNI Representations (Annex VI), p. 16. 
(159) 18 U.S.C. § 2712. 
(160) 50 U.S.C. § 1810. 
(161) 50 U.S.C. § 1806. 



personal data, including for purported national security purposes (i.e. the Computer Fraud and Abuse Act (162); 
Electronic Communications Privacy Act (163); and Right to Financial Privacy Act (164)). All of these causes of action 
concern specific data, targets and/or types of access (e.g. remote access of a Computer via the internet) and are 
available under certain conditions (e.g. intentional/wilful conduct, conduct outside of official capacity, harm 
suffered) (165). A more general redress possibility is offered by the Administrative Procedure Act (5 U.S.C. § 702), 
according to which ‘any person suffering legal wrong because of agency action, or adversely affected or aggrieved 
by agency action’, is entitled to seek judicial review. This includes the possibility to ask the court to ‘hold 
unlawful and set aside agency action, findings, and conclusions found to be […] arbitrary, capricious, an abuse of 
discretion, or otherwise not in accordance with law’ (166). 

(114)  Finally, the U.S. government has pointed to the FOIA as a means for non-U.S. persons to seek access to existing 
federal agency records, including where these contain the individual's personal data (167). Given its focus, the 
FOIA does not provide an avenue for individual recourse against interference with personal data as such, even 
though it could in principle enable individuals to get access to relevant information held by national intelligence 
agencies. Even in this respect the possibilities appear to be limited as agencies may withhold information that 
falls within certain enumerated exceptions, including access to classified national security information and 
information concerning law enforcement investigations (168). This being said, the use of such exceptions by 
national intelligence agencies can be challenged by individuals who can seek both administrative and judicial 
review. 

(115)  While individuals, including EU data subjects, therefore have a number of avenues of redress when they have 
been the subject of unlawful (electronic) surveillance for national security purposes, it is equally clear that at least 
some legal bases that U.S. intelligence authorities may use (e.g. E.O. 12333) are not covered. Moreover, even 
where judicial redress possibilities in principle do exist for non-U.S. persons, such as for surveillance under FISA, 
the available causes of action are limited (169) and claims brought by individuals (including U.S. persons) will be 
declared inadmissible where they cannot show ‘standing’ (170), which restricts access to ordinary courts (171). 

(116)  In order to provide for an additional redress avenue accessible for all EU data subjects, the U.S. government has 
decided to create a new Ombudsperson Mechanism as set out in the letter from the U.S. Secretary of State to the 
Commission which is contained in Annex III to this decision. This mechanism builds on the designation, under 
PPD-28, of a Senior Coordinator (at the level of Under-Secretary) in the State Department as a contact point for 
foreign governments to raise concerns regarding U.S. signals intelligence activities, but goes significantly beyond 
this original concept. 
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(162) 18 U.S.C. § 1030. 
(163) 18 U.S.C. §§ 2701-2712. 
(164) 12 U.S.C. § 3417. 
(165) ODNI Representations (Annex VI), p. 17. 
(166) 5 U.S.C. § 706(2)(A). 
(167) 5 U.S.C. § 552. Similar laws exist at State level. 
(168) If this is the case, the individual will normally only receive a standard reply by which the agency declines either to confirm or deny the 

existence of any records. See ACLU v CIA, 710 F.3d 422 (D.C. Cir. 2014). 
(169) See ODNI Representations (Annex VI), p. 16. According to the explanations provided, the available causes of action either require the 

existence of damage (18 U.S.C. § 2712; 50 U.S.C. § 1810) or a showing that the government intends to use or disclose information obtained 
or derived from electronic surveillance of the person concerned against that person in judicial or administrative proceedings in the United 
States (50 U.S.C. § 1806). However, as the Court of Justice has repeatedly stressed, to establish the existence of an interference with the 
fundamental right to privacy, it does not matter whether the person concerned has suffered any adverse consequences on account of 
that interference. See Schrems, paragraph 89 with further references. 

(170) This admissibility criterion stems from the ‘case or controversy’ requirement of the U.S. Const., Article III. 
(171) See Clapper v Amnesty Int'l USA, 133 S.Ct. 1138, 1144 (2013). As regards the use of NSLs, the USA FREEDOM Act (Sec. 502(f)-503) 

provides that non-disclosure requirements must be periodically reviewed, and that recipients of NSL be notified when the facts no longer 
support a non-disclosure requirement (see ODNI Representations (Annex VI), p. 13). However, this does not ensure that the EU data 
subject would be informed that (s)he has been the target of an investigation. 



(117)  In particular, according to the commitments from the U.S. government, the Ombudsperson Mechanism will 
ensure that individual complaints are properly investigated and addressed, and that individuals receive 
independent confirmation that U.S. laws have been complied with or, in case of a violation of such laws, the 
non-compliance has been remedied (172). The Mechanism includes ‘the Privacy Shield Ombudsperson’, i.e. the 
Under-Secretary and further staff as well as other oversight bodies competent to oversee the different elements of 
the Intelligence Community on whose cooperation the Privacy Shield Ombudsperson will rely in dealing with 
complaints. In particular, where an individual's request relates to the compatibility of surveillance with U.S. law, 
the Privacy Shield Ombudsperson will be able to rely on independent oversight bodies with investigatory powers 
(such as the Inspector-Generals or the PCLOB). In each case the Secretary of State ensures that the 
Ombudsperson will have the means to ensure that its response to individual requests is based on all the necessary 
information. 

(118)  Through this ‘composite structure’, the Ombudsperson Mechanism guarantees independent oversight and 
individual redress. Moreover, the cooperation with other oversight bodies ensures access to the necessary 
expertise. Finally, by imposing an obligation on the Privacy Shield Ombudsperson to confirm compliance or 
remediation of any non-compliance, the mechanism reflects a commitment from the U.S. government as a whole 
to address and resolve complaint from EU individuals. 

(119)  First, differently from a pure government-to-government mechanism, the Privacy Shield Ombudsperson will 
receive and respond to individual complaints. Such complaints can be addressed to the supervisory authorities in 
the Member States competent for the oversight of national security services and/or the processing of personal 
data by public authorities that will submit them to a centralised EU body from where they will be channelled to 
the Privacy Shield Ombudsperson (173). This will in fact benefit EU individuals who can turn to a national 
authority ‘close to home’ and in their own language. It will be the task of such an authority to support the 
individual in making a request to the Privacy Shield Ombudsperson that contains the basic information and thus 
can be considered ‘complete’. The individual does not have to demonstrate that his/her personal data have in fact 
been accessed by the U.S. government through signals intelligence activities. 

(120)  Second, the U.S. government commits to ensure that, in carrying out its functions, the Privacy Shield 
Ombudsperson will be able to rely on the cooperation from other oversight and compliance review mechanisms 
existing in U.S. law. This will sometimes involve national intelligence authorities, in particular where the request 
is to be interpreted as one for access to documents under the Freedom of Information Act. In other cases, 
particularly when requests relate to the compatibility of surveillance with U.S. law, such cooperation will involve 
independent oversight bodies (e.g. Inspector Generals) with the responsibility and power to carry out a thorough 
investigation (in particular through access to all relevant documents and the power to request information and 
statements) and address non-compliance (174). Also, the Privacy Shield Ombudsperson will be able to refer matters 
to the PCLOB for its consideration (175). Where any non-compliance has been found by one of these oversight 
bodies, the Intelligence Community element (e.g. an intelligence agency) concerned will have to remedy the non- 
compliance as only this will allow the Ombudsperson to provide a ‘positive’ response to the individual (i.e. that 
any non-compliance has been remedied) to which the U.S. government has committed. Also, as part of the 
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(172) In case the complainant seeks access to documents held by U.S. public authorities, the rules and procedures set out in the Freedom of 
Information Act apply. This includes the possibility to seek judicial redress (rather than independent oversight) in case the request is 
rejected, under the conditions set out in the FOIA. 

(173) According to the Ombudsperson Mechanism (Annex III), Sec. 4(f), the Privacy Shield Ombudsperson will communicate directly with 
the EU individual complaint handling body, who will in turn be responsible for communicating with the individual submitting the 
request. If direct communications are part of the ‘underlying processes’ that may provide the requested relief (e.g. a FOIA access request, 
see Sec. 5), those communications will take place in accordance with the applicable procedures. 

(174) See Ombudsperson Mechanism (Annex III), Sec. 2(a). See also recitals 0-0. 
(175) See Ombudsperson Mechanism (Annex III), Sec. 2(c). According to the explanations provided by the U.S. government, the PCLOB shall 

continually review the policies and procedures, as well as their implementation, of those U.S. authorities responsible for counterter
rorism to determine whether their actions ‘appropriately protect privacy and civil liberties and are consistent with governing laws, 
regulations, and policies regarding privacy and civil liberties.’ It also shall ‘receive and review reports and other information from 
privacy officers and civil liberties officers and, when appropriate, make recommendations to them regarding their activities.’ 



cooperation, the Privacy Shield Ombudsperson will be informed of the outcome of the investigation, and the 
Ombudsperson will have the means to ensure that it receives all the information necessary to prepare its 
response. 

(121)  Finally, the Privacy Shield Ombudsperson will be independent from, and thus free from instructions by, the U.S. 
Intelligence Community (176). This is of significant importance, given that the Ombudsperson will have to 
‘confirm’ that (i) the complaint has been properly investigated and that (ii) relevant U.S. law — including in 
particular the limitations and safeguards set out in Annex VI — has been complied with or, in the event of non- 
compliance, such violation has been remedied. In order to be able to provide that independent confirmation, the 
Privacy Shield Ombudsperson will have to receive the necessary information regarding the investigation to assess 
the accuracy of the response to the complaint. In addition, the Secretary of State has committed to ensure that 
the Under-Secretary will carry out the function as Privacy Shield Ombudsperson objectively and free from any 
improper influence liable to have an effect on the response to be provided. 

(122)  Overall, this mechanism ensures that individual complaints will be thoroughly investigated and resolved, and that 
at least in the field of surveillance this will involve independent oversight bodies with the necessary expertise and 
investigatory powers and an Ombudsperson that will be able to carry out its functions free from improper, in 
particular political, influence. Moreover, individuals will be able to bring complaints without having to 
demonstrate, or just to provide indications, that they have been the object of surveillance (177). In the light of 
these features, the Commission is satisfied that there are adequate and effective guarantees against abuse. 

(123)  On the basis of all the above, the Commission concludes that the United States ensures effective legal protection 
against interferences by its intelligence authorities with the fundamental rights of the persons whose data are 
transferred from the Union to the United States under the EU-U.S. Privacy Shield. 

(124)  In this respect, the Commission takes note of the Court of Justice's judgment in the Schrems case according to 
which ‘legislation not providing for any possibility for an individual to pursue legal remedies in order to have 
access to personal data relating to him, or to obtain the rectification of erasure of such data, does not respect the 
essence of the fundamental right to effective judicial protection, as enshrined in Article 47 of the Charter’ (178). 
The Commission's assessment has confirmed that such legal remedies are provided for in the United States, 
including through the introduction of the Ombudsperson mechanism. The Ombudsperson mechanism provides 
for independent oversight with investigatory powers. In the framework of the Commission's continuous 
monitoring of the Privacy Shield, including through the annual joint review which shall also involve the 
Ombudsperson, the effectiveness of this mechanism will be reassessed. 

3.2. Access and use by U.S. public authorities for law enforcement and public interest purposes 

(125)  As regards interference with personal data transferred under the EU-U.S. Privacy Shield for law enforcement 
purposes, the U.S. government (through the Department of Justice) has provided assurance on the applicable 
limitations and safeguards which in the Commission's assessment demonstrate an adequate level of protection. 
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(176) See Roman Zakharov v Russia, Judgment of 4 December 2015 (Grand Chamber), Application No 47143/06, paragraph 275 (‘although it 
is in principle desirable to entrust supervisory control to a judge, supervision by non-judicial bodies may be considered compatible 
with the Convention, provided that the supervisory body is independent of the authorities carrying out the surveillance and is vested 
with sufficient and effective oversight powers’). 

(177) See Kennedy v the United Kingdom, Judgment of 18 May 2010, Application No 26839/05, paragraph 167. 
(178) Schrems, paragraph 95. As is clear from paragraphs 91, 96 of the judgment, paragraph 95 concerns the level of protection guaranteed 

in the Union legal order, to which the level of protection in the third country must be ‘essentially equivalent’. According to 
paragraphs 73 and 74 of the judgment, this does not require that the level of protection or the means to which the third country has 
recourse must be identical, even though the means to be employed have to prove, in practice, effective. 



(126)  According to this information, under the Fourth Amendment of the U.S. Constitution (179) searches and seizures 
by law enforcement authorities principally (180) require a court-ordered warrant upon a showing of ‘probable 
cause’. In the few specifically established and exceptional cases where the warrant requirement does not 
apply (181), law enforcement is subject to a ‘reasonableness’ test (182). Whether a search or seizure is reasonable is 
‘determined by assessing, on the one hand, the degree to which it intrudes upon an individual's privacy and, on 
the other, the degree to which it is needed for the promotion of legitimate governmental interests’ (183). More 
generally, the Fourth Amendment guarantees privacy, dignity, and protects against arbitrary and invasive acts by 
officers of the Government (184). These concepts capture the idea of necessity and proportionality in Union law. 
Once law enforcement no longer has a need to use the seized items as evidence, they should be returned (185). 

(127)  While the Fourth Amendment right does not extend to non-U.S. persons that are not resident in the United 
States, the latter nevertheless benefit indirectly from its protections, given that the personal data are held by U.S. 
companies with the effect that law enforcement authorities in any event have to seek judicial authorisation (or at 
least respect the reasonableness requirement) (186). Further protections are provided by special statutory 
authorities, as well as the Department of Justice Guidelines, which limit law enforcement access to data on 
grounds equivalent to necessity and proportionality (e.g. by requiring that the FBI use the least intrusive investi
gative methods feasible, taking into account the effect on privacy and civil liberties) (187). According to the 
representations made by the U.S. government, the same or higher protections apply to law enforcement investi
gations at State level (with respect to investigations carried out under State laws) (188). 

(128)  Although a prior judicial authorisation by a court or grand jury (an investigate arm of the court impanelled by 
a judge or magistrate) is not required in all cases (189), administrative subpoenas are limited to specific cases and 
will be subject to independent judicial review at least where the government seeks enforcement in court (190). 
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(179) According to the Fourth Amendment, ‘[t]he right of the people to be secure in their persons, houses, papers, and effects, against 
unreasonable searches and seizures, shall not be violated, and no Warrants shall issue, but upon probable cause, supported by Oath or 
affirmation, and particularly describing the place to be searched, and the persons or things to be seized.’ Only (magistrate) judges may 
issue search warrants. Federal warrants for the copying of electronically stored information are further governed by Rule 41 of the 
Federal Rules of Criminal Procedure. 

(180) Repeatedly, the Supreme Court has referred to searches without warrants as ‘exceptional’. See e.g. Johnson v United States, 333 U.S. 10, 
14 (1948); McDonald v United States, 335 U.S. 451, 453 (1948); Camara v Municipal Court, 387 U.S. 523, 528-29 (1967); G.M. Leasing 
Corp. v United States, 429 U.S. 338, 352-53, 355 (1977). Likewise, the Supreme Court regularly stresses that ‘the most basic constitu
tional rule in this area is that searches conducted outside the judicial process, without prior approval by judge or magistrate, are per se 
unreasonable under the Fourth Amendment — subject only to a few specifically established and well-delineated exceptions.’ See e.g. 
Coolidge v New Hampshire, 403 U.S. 443, 454-55 (1971); G.M. Leasing Corp. v United States, 429 U.S. 338, 352-53, 358 (1977). 

(181) City of Ontario, Cal. v Quon, 130 S. Ct. 2619, 2630 (2010). 
(182) PCLOB, Sec. 215 Report, p. 107, referring to Maryland v King, 133 S. Ct. 1958, 1970 (2013). 
(183) PCLOB, Sec. 215 Report, p. 107, referring to Samson v California, 547 U.S. 843, 848 (2006). 
(184) City of Ontario, Cal. v Quon, 130 S. Ct. 2619, 2630 (2010), 2627. 
(185) See e.g. United States v Wilson, 540 F.2d 1100 (D.C. Cir. 1976). 
(186) Cf. Roman Zakharov v Russia, Judgment of 4.12.2015 (Grand Chamber), Application No 47143/06, paragraph 269, according to which 

‘the requirement to show an interception authorisation to the communications service provider before obtaining access to a person's 
communications is one of the important safeguards against abuse by the law-enforcement authorities, ensuring that proper authoris
ation is obtained in all cases of interception.’ 

(187) DOJ Representations (Annex VII), p. 4 with further references. 
(188) DOJ Representations (Annex VII), n. 2. 
(189) According to the information the Commission has received, and leaving aside specific areas likely not relevant for data transfers under 

the EU-U.S. Privacy Shield (e.g. investigations into health care fraud, child abuse or controlled substances cases), this concerns mainly 
certain authorities under the Electronic Communications Privacy Act (ECPA), namely requests for basic subscriber, session and billing 
information (18 U.S.C. § 2703(c)(1), (2), e.g. address, type/length of service) and for the content of emails more than 180 days old 
(18 U.S.C. § 2703(a), (b)). In the latter case, however, the individual concerned has to be notified and thus has the opportunity to 
challenge the request in court. See also the overview in DOJ, Searching and Seizing Computers and Obtaining Electronic Evidence in 
Criminal Investigations, Ch. 3: The Stored Communications Act, pp. 115-138. 

(190) According to the representations by the U.S. government, recipients of administrative subpoenas may challenge them in court on the 
grounds that they are unreasonable, i.e. overboard, oppressive of burdensome. See DOJ Representations (Annex VII), p. 2. 



(129)  The same applies for the use of administrative subpoenas for public interest purposes. In addition, according to 
the representations from the U.S. government, similar substantive limitations apply in that agencies may only 
seek access to data that is relevant to matters falling with their scope of authority and have to respect the 
standard of reasonableness. 

(130)  Moreover, U.S. law provides for a number of judicial redress avenues for individuals, against a public authority or 
one of its officials, where these authorities process personal data. These avenues, which include in particular the 
Administrative Procedure Act (APA), the Freedom of Information Act (FOIA) and the Electronic Communications 
Privacy Act (ECPA), are open to all individuals irrespective of their nationality, subject to any applicable 
conditions. 

(131)  Generally, under the judicial review provisions of the Administrative Procedure Act (191), ‘any person suffering 
legal wrong because of agency action, or adversely affected or aggrieved by agency action’, is entitled to seek 
judicial review (192). This includes the possibility to ask the court to ‘hold unlawful and set aside agency action, 
findings, and conclusions found to be […] arbitrary, capricious, an abuse of discretion, or otherwise not in 
accordance with law’ (193). 

(132)  More specifically, Title II of the Electronic Communications Privacy Act (194) sets forth a system of statutory 
privacy rights and as such governs law enforcement access to the contents of wire, oral or electronic communi
cations stored by third-party service providers (195). It criminalises the unlawful (i.e. not authorised by court or 
otherwise permissible) access to such communications and provides recourse for an affected individual to file 
a civil action in U.S. federal court for actual and punitive damages as well as equitable or declaratory relief against 
a government official that has wilfully committed such unlawful acts, or against the United States. 

(133)  Also, under the Freedom of Information Act (FOIA, 5 U.S.C. § 552), any person has the right to obtain access to 
federal agency records and, upon exhaustion of administrative remedies, to enforce such right in court, except to 
the extent that such records are protected from public disclosure by an exemption or special law enforcement 
exclusion (196). 
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(191) 5 U.S.C. § 702. 
(192) Generally, only ‘final’ agency action — rather than ‘preliminary, procedural, or intermediate’ agency action — is subject to judicial 

review. See 5 U.S.C. § 704. 
(193) 5 U.S.C. § 706(2)(A). 
(194) 18 U.S.C. §§ 2701-2712. 
(195) The ECPA protects communications held by two defined classes of network service providers, namely providers of: (i) electronic 

communication services, for instance telephony or e-mail; (ii) remote computing services like computer storage or processing services. 
(196) These exclusions are, however, framed. For example, according to 5 U.S.C. § 552 (b)(7), FOIA rights are ruled out for ‘records or 

information compiled for law enforcement purposes, but only to the extent that the production of such law enforcement records or 
information (A) could reasonably be expected to interfere with enforcement proceedings, (B) would deprive a person of a right to a fair 
trial or an impartial adjudication, (C) could reasonably be expected to constitute an unwarranted invasion of personal privacy, (D) could 
reasonably be expected to disclose the identity of a confidential source, including a State, local, or foreign agency or authority or any 
private institution which furnished information on a confidential basis, and, in the case of a record or information compiled by 
criminal law enforcement authority in the course of a criminal investigation or by an agency conducting a lawful national security 
intelligence investigation, information furnished by a confidential source, (E) would disclose techniques and procedures for law 
enforcement investigations or prosecutions, or would disclose guidelines for law enforcement investigations or prosecutions, if such 
disclosure could reasonably be expected to risk circumvention of the law, or (F) could reasonably be expected to endanger the life or 
physical safety of any individual.’ Also, ‘[w]henever a request is made which involves access to records [the production of which could 
reasonably be expected to interfere with enforcement proceedings] and– (A) the investigation or proceeding involves a possible 
violation of criminal law; and (B) there is reason to believe that (i) the subject of the investigation or proceeding is not aware of its 
pendency, and (ii) disclosure of the existence of the records could reasonably be expected to interfere with enforcement proceedings, 
the agency may, during only such time as that circumstance continues, treat the records as not subject to the requirements of this 
section.’ (5 U.S.C. § 552 (c)(1)). 



(134)  In addition, several other statutes afford individuals the right to bring suit against a U.S. public authority or 
official with respect to the processing of their personal data, such as the Wiretap Act (197), the Computer Fraud 
and Abuse Act (198), the Federal Torts Claim Act (199), the Right to Financial Privacy Act (200), and the Fair Credit 
Reporting Act (201). 

(135)  The Commission therefore concludes that there are rules in place in the United States designed to limit any 
interference for law enforcement (202) or other public interest purposes with the fundamental rights of the 
persons whose personal data are transferred from the Union to the United States under the EU-U.S. Privacy 
Shield to what is strictly necessary to achieve the legitimate objective in question, and that ensure effective legal 
protection against such interference. 

4. ADEQUATE LEVEL OF PROTECTION UNDER THE EU-U.S. PRIVACY SHIELD 

(136)  In the light of the those findings, the Commission considers that the United States ensures an adequate level of 
protection for personal data transferred from the Union to self-certified organisations in the United States under 
the EU-U.S. Privacy Shield. 

(137)  In particular, the Commission considers that the Principles issued by the U.S. Department of Commerce as 
a whole ensure a level of protection of personal data that is essentially equivalent to the one guaranteed by the 
basic principles laid down in Directive 95/46/EC. 

(138)  In addition, the effective application of the Principles is guaranteed by the transparency obligations and the 
administration of the Privacy Shield by the Department of Commerce. 

(139)  Moreover, the Commission considers that, taken as a whole, the oversight and recourse mechanisms provided for 
by the Privacy Shield enable infringements of the Principles by Privacy Shield organisations to be identified and 
punished in practice and offer legal remedies to the data subject to gain access to personal data relating to him 
and, eventually, to obtain the rectification or erasure of such data. 

(140)  Finally, on the basis of the available information about the U.S. legal order, including the representations and 
commitments from the U.S. government, the Commission considers that any interference by U.S. public 
authorities with the fundamental rights of the persons whose data are transferred from the Union to the United 
States under the Privacy Shield for national security, law enforcement or other public interest purposes, and the 
ensuing restrictions imposed on self-certified organisations with respect to their adherence to the Principles, will 
be limited to what is strictly necessary to achieve the legitimate objective in question, and that there exists 
effective legal protection against such interference. 
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(197) 18 U.S.C. §§ 2510 et seq. Under the Wiretap Act (18 U.S.C. § 2520), a person whose wire, oral, or electronic communication is 
intercepted, disclosed, or intentionally used may bring a civil action for violation of the Wiretap Act, including under certain circum
stances against an individual government official or the United States. For the collection of addressing and other non-content 
information (e.g. IP address, e-mail to/from address), see also the Pen Registers and Trap and Trace Devices chapter of Title 18 (18 U.S.C. 
§§ 3121-3127 and, for civil action, § 2707). 

(198) 18 U.S.C. § 1030. Under the Computer Fraud and Abuse Act, a person may bring suit against any person with respect to intentional 
unauthorised access (or exceeding authorised access) to obtain information from a financial institution, a U.S. government computer 
system or other specified computer, including under certain circumstances against an individual government official. 

(199) 28 U.S.C. §§ 2671 et seq. Under the Federal Tort Claims Act, a person may bring suit, under certain circumstances, against the United 
States with respect to ‘the negligent or wrongful act or omission of any employee of the Government while acting within the scope of 
his office or employment.’ 

(200) 12 U.S.C. §§ 3401 et seq. Under the Right to Financial Privacy Act, a person may bring suit, under certain circumstances, against the 
United States with respect to the obtaining or disclosing of protected financial records in violation of the statute. Government access to 
protected financial records is generally prohibited unless the government makes the request subject to a lawful subpoena or search 
warrant or, subject to limitations, a formal written request and the individual whose information is sought receives notice of such 
a request. 

(201) 15 U.S.C. §§ 1681-1681x. Under the Fair Credit Reporting Act, a person may bring suit against any person who fails to comply with 
requirements (in particular the need for lawful authorisation) regarding the collection, dissemination and use of consumer credit 
reports, or, under certain circumstances, against a government agency. 

(202) The Court of Justice has recognised that law enforcement constitutes a legitimate policy objective. See Joined Cases C-293/12 and 
C-594/12, Digital Rights Ireland and Others, EU:C:2014:238, paragraph 42. See also Article 8(2) ECHR and the judgment by the 
European Court of Human Rights in Weber and Saravia v Germany, Application no. 54934/00, paragraph 104. 



(141)  The Commission concludes that this meets the standards of Article 25 of Directive 95/46/EC, interpreted in light 
of the Charter of Fundamental Rights of the European Union, as explained by the Court of Justice in particular in 
the Schrems judgment. 

5. ACTION OF DATA PROTECTION AUTHORITIES AND INFORMATION TO THE COMMISSION 

(142)  In the Schrems judgment, the Court of Justice clarified that the Commission has no competence to restrict the 
powers that DPAs derive from Article 28 of Directive 95/46/EC (including the power to suspend data transfers) 
where a person, in bringing a claim under that provision, calls into question the compatibility of a Commission 
adequacy decision with the protection of the fundamental right to privacy and data protection (203). 

(143)  In order to effectively monitor the functioning of the Privacy Shield, the Commission should be informed by 
Member States about relevant action undertaken by DPAs. 

(144)  The Court of Justice furthermore considered that, in line with the second subparagraph of Article 25(6) of 
Directive 95/46/EC, Member States and their organs must take the measures necessary to comply with acts of the 
Union institutions, as the latter are in principle presumed to be lawful and accordingly produce legal effects until 
such time as they are withdrawn, annulled in an action for annulment or declared invalid following a reference 
for a preliminary ruling or a plea of illegality. Consequently, a Commission adequacy decision adopted pursuant 
to Article 25(6) of Directive 95/46/EC is binding on all organs of the Member States to which it is addressed, 
including their independent supervisory authorities (204). Where such an authority has received a complaint 
putting in question the compliance of a Commission adequacy decision with the protection of the fundamental 
right to privacy and data protection and considers the objections advanced to be well founded, national law must 
provide it with a legal remedy to put those objections before a national court which, in case of doubts, must stay 
proceedings and make a reference for a preliminary ruling to the Court of Justice (205). 

6. PERIODIC REVIEW OF ADEQUACY FINDING 

(145)  In the light of the fact that the level of protection afforded by the U.S. legal order may be liable to change, the 
Commission, following adoption of this decision, will check periodically whether the findings relating to the 
adequacy of the level of protection ensured by the United States under the EU-U.S. Privacy Shield are still 
factually and legally justified. Such a check is required, in any event, when the Commission acquires any 
information giving rise to a justified doubt in that regard (206). 

(146)  Therefore, the Commission will continuously monitor the overall framework for the transfer of personal data 
created by the EU-U.S. Privacy Shield as well as compliance by U.S. authorities with the representations and 
commitments contained in the documents attached to this decision. To facilitate this process, the U.S. has 
committed to inform the Commission of material developments in U.S. law when relevant to the Privacy Shield 
in the field of data protection and the limitations and safeguards applicable to access to personal data by public 
authorities. Moreover, this decision will be subject to an Annual Joint Review which will cover all aspects of the 
functioning of the EU-U.S. Privacy Shield, including the operation of the national security and law enforcement 
exceptions to the Principles. In addition, since the adequacy finding may also be influenced by legal 
developments in Union law, the Commission will assess the level of protection provided by the Privacy Shield 
following the entry into application of the GDPR. 

(147)  To perform the Annual Joint Review referred to in Annexes I, II and VI, the Commission will meet with the 
Department of Commerce and FTC, accompanied, if appropriate, by other departments and agencies involved in 
the implementation of the Privacy Shield arrangements, as well as, for matters pertaining to national security, 
representatives of the ODNI, other Intelligence Community elements and the Ombudsperson. The participation 
in this meeting will be open for EU DPAs and representatives of the Article 29 Working Party. 
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(203) Schrems, paragraphs 40 et seq., 101-103. 
(204) Schrems, paragraphs 51, 52 and 62. 
(205) Schrems, paragraph 65. 
(206) Schrems, paragraph 76. 



(148)  In the framework of the Annual Joint Review, the Commission will request that the Department of Commerce 
provides comprehensive information on all relevant aspects of the functioning of the EU-U.S. Privacy Shield, 
including referrals received by the Department of Commerce from DPAs and the results of ex officio compliance 
reviews. The Commission will also seek explanations concerning any questions or matters concerning 
the EU-U.S. Privacy Shield and its operation arising from any information available, including transparency 
reports allowed under the USA FREEDOM Act, public reports by U.S. national intelligence authorities, the DPAs, 
privacy groups, media reports, or any other possible source. Moreover, in order to facilitate the Commission's 
task in this regard, the Member States should inform the Commission of cases where the actions of bodies 
responsible for ensuring compliance with the Principles in the United States fail to secure compliance and of any 
indications that the actions of U.S. public authorities responsible for national security or the prevention, investi
gation, detection or prosecution of criminal offenses do not ensure the required level of protection. 

(149)  On the basis of the annual joint review, the Commission will prepare a public report to be submitted to the 
European Parliament and the Council. 

7. SUSPENSION OF THE ADEQUACY DECISION 

(150)  Where, on the basis of the checks or of any other information available, the Commission concludes that the level 
of protection offered by the Privacy Shield can no longer be regarded as essentially equivalent to the one in the 
Union, or where there are clear indications that effective compliance with the Principles in the United States 
might no longer be ensured, or that the actions of U.S. public authorities responsible for national security or the 
prevention, investigation, detection or prosecution of criminal offenses do not ensure the required level of 
protection, it will inform the Department of Commerce thereof and request that appropriate measures are taken 
to swiftly address any potential non-compliance with the Principles within a specified, reasonable timeframe. If, 
after the expiration of the specified timeframe, the U.S. authorities fail to demonstrate satisfactorily that the 
EU-U.S. Privacy Shield continues to guarantee effective compliance and an adequate level of protection, the 
Commission will initiate the procedure leading to the partial or complete suspension or repeal of this 
decision (207). Alternatively, the Commission may propose to amend this decision, for instance by limiting the 
scope of the adequacy finding only to data transfers subject to additional conditions. 

(151)  In particular, the Commission will initiate the procedure for suspension or repeal in case of: 

(a)  indications that the U.S. authorities do not comply with the representations and commitments contained in 
the documents annexed to this decision, including as regards the conditions and limitations for access by U.S. 
public authorities for law enforcement, national security and other public interest purposes to personal data 
transferred under the Privacy Shield; 

(b)  failure to effectively address complaints by EU data subjects; in this respect, the Commission will take into 
account all circumstances having an impact on the possibility for EU data subjects to have their rights 
enforced, including, in particular, the voluntary commitment by self-certified U.S. companies to cooperate 
with the DPAs and follow their advice; or 

(c)  failure by the Privacy Shield Ombudsperson to provide timely and appropriate responses to requests from EU 
data subjects. 

(152)  The Commission will also consider initiating the procedure leading to the amendment, suspension, or repeal of 
this decision if, in the context of the Annual Joint Review of the functioning of the EU-U.S. Privacy Shield or 
otherwise, the Department of Commerce or other departments or agencies involved in the implementation of the 
Privacy Shield, or, for matters pertaining to national security, representatives of the U.S. Intelligence Community 
or the Ombudsperson, fail to provide information or clarifications necessary for the assessment of compliance 
with the Principles, the effectiveness of complaint handling procedures, or any lowering of the required level of 
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(207) As of the date of application of the General Data Protection Regulation, the Commission will make use of its powers to adopt, on duly 
justified imperative grounds of urgency, an implementing act suspending the present decision which shall apply immediately without 
its prior submission to the relevant comitology committee and shall remain in force for a period not exceeding six months. 



protection as a consequence of actions by U.S. national intelligence authorities, in particular as a consequence of 
the collection and/or access to personal data that is not limited to what is strictly necessary and proportionate. In 
this respect, the Commission will take into account the extent to which the relevant information can be obtained 
from other sources, including through reports from self-certified U.S. companies as allowed under the USA 
FREEDOM Act. 

(153)  The Working Party on the Protection of Individuals with regard to the Processing of Personal Data established 
under Article 29 of Directive 95/46/EC published its opinion on the level of protection provided by the EU-U.S. 
Privacy Shield (208), which has been taken into account in the preparation of this Decision. 

(154)  The European Parliament adopted a resolution on transatlantic data flows (209). 

(155)  The measures provided for in this Decision are in accordance with the opinion of the Committee established 
under Article 31(1) of Directive 95/46/EC, 

HAS ADOPTED THIS DECISION: 

Article 1 

1. For the purposes of Article 25(2) of Directive 95/46/EC, the United States ensures an adequate level of protection 
for personal data transferred from the Union to organisations in the United States under the EU-U.S. Privacy Shield. 

2. The EU-U.S. Privacy Shield is constituted by the Principles issued by the U.S. Department of Commerce on 7 July 
2016 as set out in Annex II and the official representations and commitments contained in the documents listed in 
Annexes I, III to VII. 

3. For the purpose of paragraph 1, personal data are transferred under the EU-U.S. Privacy Shield where they are 
transferred from the Union to organisations in the United States that are included in the ‘Privacy Shield List’, maintained 
and made publicly available by the U.S. Department of Commerce, in accordance with Sections I and III of the 
Principles set out in Annex II. 

Article 2 

This Decision does not affect the application of the provisions of Directive 95/46/EC other than Article 25(1) that 
pertain to the processing of personal data within the Member States, in particular Article 4 thereof. 

Article 3 

Whenever the competent authorities in Member States exercise their powers pursuant to Article 28(3) of Directive 
95/46/EC leading to the suspension or definitive ban of data flows to an organisation in the United States that is 
included in the Privacy Shield List in accordance with Sections I and III of the Principles set out in Annex II in order to 
protect individuals with regard to the processing of their personal data, the Member State concerned shall inform the 
Commission without delay. 

Article 4 

1. The Commission will continuously monitor the functioning of the EU-U.S. Privacy Shield with a view to assessing 
whether the United States continues to ensure an adequate level of protection of personal data transferred thereunder 
from the Union to organisations in the United States. 
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(208) Opinion 01/2016 on the EU-U.S. Privacy Shield draft adequacy decision, adopted on 13 April 2016. 
(209) European Parliament resolution of 26 May 2016 on transatlantic data flows ((2016/2727(RSP)). 



2. The Member States and the Commission shall inform each other of cases where it appears that the government 
bodies in the United States with the statutory power to enforce compliance with the Principles set out in Annex II fail to 
provide effective detection and supervision mechanisms enabling infringements of the Principles to be identified and 
punished in practice. 

3. The Member States and the Commission shall inform each other of any indications that the interferences by U.S. 
public authorities responsible for national security, law enforcement or other public interests with the right of 
individuals to the protection of their personal data go beyond what is strictly necessary, and/or that there is no effective 
legal protection against such interferences. 

4. Within one year from the date of the notification of this Decision to the Member States and on a yearly basis 
thereafter, the Commission will evaluate the finding in Article 1(1) on the basis of all available information, including 
the information received as part of the Annual Joint Review referred to in Annexes I, II and VI. 

5. The Commission will report any pertinent findings to the Committee established under Article 31 of Directive 
95/46/EC. 

6. The Commission will present draft measures in accordance with the procedure referred to in Article 31(2) of 
Directive 95/46/EC with a view to suspending, amending or repealing this Decision or limiting its scope, among others, 
where there are indications: 

—  that the U.S. public authorities do not comply with the representations and commitments contained in the 
documents annexed to this Decision, including as regards the conditions and limitations for access by U.S. public 
authorities for law enforcement, national security and other public interest purposes to personal data transferred 
under the EU-U.S. Privacy Shield, 

—  of a systematic failure to effectively address complaints by EU data subjects, or 

—  of a systematic failure by the Privacy Shield Ombudsperson to provide timely and appropriate responses to requests 
from EU data subjects as required by Section 4(e) of Annex III. 

The Commission will also present such draft measures if the lack of cooperation of the bodies involved in ensuring the 
functioning of the EU-U.S. Privacy Shield in the United States prevents the Commission from determining whether the 
finding in Article 1(1) is affected. 

Article 5 

Member States shall take all the measures necessary to comply with this Decision. 

Article 6 

This Decision is addressed to the Member States. 

Done at Brussels, 12 July 2016. 

For the Commission 
Věra JOUROVÁ 

Member of the Commission  
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ANNEX I 

Letter from U.S. Secretary of Commerce Penny Pritzker 

July 7, 2016 

Ms. Věra Jourová 
Commissioner for Justice, Consumers and Gender Equality 
European Commission 
Rue de la Loi/Westraat 200 
1049 Brussels 
Belgium 

Dear Commissioner Jourová: 

On behalf of the United States, I am pleased to transmit herewith a package of EU-U.S. Privacy Shield materials that is 
the product of two years of productive discussions among our teams. This package, along with other materials available 
to the Commission from public sources, provides a very strong basis for a new adequacy finding by the European 
Commission (1). 

We should both be proud of the improvements to the Framework. The Privacy Shield is based on Principles that have 
strong consensus support on both sides of the Atlantic, and we have strengthened their operation. Through our work 
together, we have the real opportunity to improve the protection of privacy around the world. 

The Privacy Shield Package includes the Privacy Shield Principles, along with a letter, attached as Annex 1, from the In
ternational Trade Administration (ITA) of the Department of Commerce, which administers the program, describing the 
commitments that our Department has made to ensure that the Privacy Shield operates effectively. The Package also 
includes Annex 2, which includes other Department of Commerce commitments relating to the new arbitral model 
available under the Privacy Shield. 

I have directed my staff to devote all necessary resources to implement the Privacy Shield Framework expeditiously and 
fully and to ensure the commitments in Annex 1 and Annex 2 are met in a timely fashion. 

The Privacy Shield Package also includes other documents from other United States agencies, namely: 

—  A letter from the Federal Trade Commission (FTC) describing its enforcement of the Privacy Shield; 

—  A letter from the Department of Transportation describing its enforcement of the Privacy Shield; 

—  Two letters prepared by the Office of the Director of National Intelligence (ODNI) regarding safeguards and 
limitations applicable to U.S. national security authorities; 

—  A letter from the Department of State and accompanying memorandum describing the State Department's 
commitment to establish a new Privacy Shield Ombudsperson for submission of inquiries regarding the United 
States' signals intelligence practices; and 

—  A letter prepared by the Department of Justice regarding safeguards and limitations on U.S. Government access for 
law enforcement and public interest purposes. 

You can be assured that the United States takes these commitments seriously. 
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Within 30 days of final approval of the adequacy determination, the full Privacy Shield Package will be delivered to the 
Federal Register for publication. 

We look forward to working with you as the Privacy Shield is implemented and as we embark on the next phase of this 
process together. 

Sincerely, 

Penny Pritzker  
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Annex 1 

Letter from Acting Under Secretary for International Trade Ken Hyatt 

The Honorable Věra Jourová 
Commissioner for Justice, Consumers and Gender Equality 
European Commission 
Rue de la Loi/Westraat 200 
1049 Brussels 
Belgium 

Dear Commissioner Jourová: 

On behalf of the International Trade Administration, I am pleased to describe the enhanced protection of personal data 
that the EU-U.S. Privacy Shield Framework (‘Privacy Shield’ or ‘Framework’) provides and the commitments the 
Department of Commerce (‘Department’) has made to ensure that the Privacy Shield operates effectively. Finalizing this 
historic arrangement is a major achievement for privacy and for businesses on both sides of the Atlantic. It offers 
confidence to EU individuals that their data will be protected and that they will have legal remedies to address any 
concerns. It offers certainty that will help grow the transatlantic economy by ensuring that thousands of European and 
American businesses can continue to invest and do business across our borders. The Privacy Shield is the result of over 
two years of hard work and collaboration with you, our colleagues in the European Commission (‘Commission’). We 
look forward to continuing to work with the Commission to ensure that the Privacy Shield functions as intended. 

We have worked with the Commission to develop the Privacy Shield to allow organizations established in the United 
States to meet the adequacy requirements for data protection under EU law. The new Framework will yield several 
significant benefits for both individuals and businesses. First, it provides an important set of privacy protections for the 
data of EU individuals. It requires participating U.S. organizations to develop a conforming privacy policy, publicly 
commit to comply with the Privacy Shield Principles so that the commitment becomes enforceable under U.S. law, 
annually re-certify their compliance to the Department, provide free independent dispute resolution to EU individuals, 
and be subject to the authority of the U.S. Federal Trade Commission (‘FTC’), Department of Transportation (‘DOT’), or 
another enforcement agency. Second, the Privacy Shield will enable thousands of companies in the United States and 
subsidiaries of European companies in the United States to receive personal data from the European Union to facilitate 
data flows that support transatlantic trade. The transatlantic economic relationship is already the world's largest, 
accounting for half of global economic output and nearly one trillion dollars in goods and services trade, supporting 
millions of jobs on both sides of the Atlantic. Businesses that rely on transatlantic data flows come from all industry 
sectors and include major Fortune 500 firms as well as many small and medium-sized enterprises (SMEs). Transatlantic 
data flows allow U.S. organizations to process data required to offer goods, services, and employment opportunities to 
European individuals. The Privacy Shield supports shared privacy principles, bridging the differences in our legal 
approaches, while furthering trade and economic objectives of both Europe and the United States. 

While a company's decision to self-certify to this new Framework will be voluntary, once a company publicly commits 
to the Privacy Shield, its commitment is enforceable under U.S. law by either the Federal Trade Commission or 
Department of Transportation, depending on which authority has jurisdiction over the Privacy Shield organization. 

Enhancements under the Privacy Shield Principles 

The resulting Privacy Shield strengthens the protection of privacy by: 

—  requiring additional information be provided to individuals in the Notice Principle, including a declaration of the 
organization's participation in the Privacy Shield, a statement of the individual's right to access personal data, and 
the identification of the relevant independent dispute resolution body; 

—  strengthening protection of personal data that is transferred from a Privacy Shield organization to a third party 
controller by requiring the parties to enter into a contract that provides that such data may only be processed for 
limited and specified purposes consistent with the consent provided by the individual and that the recipient will 
provide the same level of protection as the Principles; 
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—  strengthening protection of personal data that is transferred from a Privacy Shield organization to a third party 
agent, including by requiring a Privacy Shield organization to: take reasonable and appropriate steps to ensure that 
the agent effectively processes the personal information transferred in a manner consistent with the organization's 
obligations under the Principles; upon notice, take reasonable and appropriate steps to stop and remediate 
unauthorized processing; and provide a summary or a representative copy of the relevant privacy provisions of its 
contract with that agent to the Department upon request; 

—  providing that a Privacy Shield organization is responsible for the processing of personal information it receives 
under the Privacy Shield and subsequently transfers to a third party acting as an agent on its behalf, and that the 
Privacy Shield organization shall remain liable under the Principles if its agent processes such personal information 
in a manner inconsistent with the Principles, unless the organization proves that it is not responsible for the event 
giving rise to the damage; 

—  clarifying that Privacy Shield organizations must limit personal information to the information that is relevant for 
the purposes of processing; 

—  requiring an organization to annually certify with the Department its commitment to apply the Principles to 
information it received while it participated in the Privacy Shield if it leaves the Privacy Shield and chooses to keep 
such data; 

—  requiring that independent recourse mechanisms be provided at no cost to the individual; 

—  requiring organizations and their selected independent recourse mechanisms to respond promptly to inquiries and 
requests by the Department for information relating to the Privacy Shield; 

—  requiring organizations to respond expeditiously to complaints regarding compliance with the Principles referred by 
EU Member State authorities through the Department; and 

—  requiring a Privacy Shield organization to make public any relevant Privacy Shield-related sections of any compliance 
or assessment report submitted to the FTC if it becomes subject to an FTC or court order based on non-compliance. 

Administration and Supervision of the Privacy Shield Program by the Department of Commerce 

The Department reiterates its commitment to maintain and make available to the public an authoritative list of U.S. 
organizations that have self-certified to the Department and declared their commitment to adhere to the Principles (the 
‘Privacy Shield List’). The Department will keep the Privacy Shield List up to date by removing organizations when they 
voluntarily withdraw, fail to complete the annual re-certification in accordance with the Department's procedures, or are 
found to persistently fail to comply. The Department will also maintain and make available to the public an authoritative 
record of U.S. organizations that had previously self-certified to the Department, but that have been removed from the 
Privacy Shield List, including those that were removed for persistent failure to comply with the Principles. The 
Department will identify the reason each organization was removed. 

In addition, the Department commits to strengthening the administration and supervision of the Privacy Shield. 
Specifically, the Department will: 

Provide Additional Information on the Privacy Shield Website 

—  maintain the Privacy Shield List, as well as a record of those organizations that previously self-certified their 
adherence to the Principles, but which are no longer assured of the benefits of the Privacy Shield; 

—  include a prominently placed explanation clarifying that all organizations removed from the Privacy Shield List are 
no longer assured of the benefits of the Privacy Shield, but must nevertheless continue to apply the Principles to the 
personal information that they received while they participated in the Privacy Shield for as long as they retain such 
information; and 

—  provide a link to the list of Privacy Shield-related FTC cases maintained on the FTC website. 

1.8.2016 L 207/40 Official Journal of the European Union EN     



Verify Self-Certification Requirements 

—  prior to finalizing an organization's self-certification (or annual re-certification) and placing an organization on the 
Privacy Shield List, verify that the organization has: 

—  provided required organization contact information; 

—  described the activities of the organization with respect to personal information received from the EU; 

—  indicated what personal information is covered by its self-certification; 

—  if the organization has a public website, provided the web address where the privacy policy is available and the 
privacy policy is accessible at the web address provided, or if an organization does not have a public website, 
provided where the privacy policy is available for viewing by the public; 

—  included in its relevant privacy policy a statement that it adheres to the Principles and if the privacy policy is 
available online, a hyperlink to the Department's Privacy Shield website; 

—  identified the specific statutory body that has jurisdiction to hear any claims against the organization regarding 
possible unfair or deceptive practices and violations of laws or regulations governing privacy (and that is listed in 
the Principles or a future annex to the Principles); 

—  if the organization elects to satisfy the requirements in points (a)(i) and (a)(iii) of the Recourse, Enforcement and 
Liability Principle by committing to cooperate with the appropriate EU data protection authorities (‘DPAs’), 
indicated its intention to cooperate with DPAs in the investigation and resolution of complaints brought under 
the Privacy Shield, notably to respond to their inquiries when EU data subjects have brought their complaints 
directly to their national DPAs; 

—  identified any privacy program in which the organization is a member; 

—  identified the method of verification of assuring compliance with the Principles (e.g., in-house, third party); 

—  identified, both in its self-certification submission and in its privacy policy, the independent recourse mechanism 
that is available to investigate and resolve complaints; 

—  included in its relevant privacy policy, if the policy is available online, a hyperlink to the website or complaint 
submission form of the independent recourse mechanism that is available to investigate unresolved complaints; 
and 

—  if the organization has indicated that it intends to receive human resources information transferred from the EU 
for use in the context of the employment relationship, declared its commitment to cooperate and comply with 
DPAs to resolve complaints concerning its activities with regard to such data, provided the Department with 
a copy of its human resources privacy policy, and provided where the privacy policy is available for viewing by 
its affected employees. 

—  work with independent recourse mechanisms to verify that the organizations have in fact registered with the relevant 
mechanism indicated in their self-certification submissions, where such registration is required. 

Expand Efforts to Follow Up with Organizations That Have Been Removed from the Privacy Shield List 

—  notify organizations that are removed from the Privacy Shield List for ‘persistent failure to comply’ that they are not 
entitled to retain information collected under the Privacy Shield; and 

—  send questionnaires to organizations whose self-certifications lapse or who have voluntarily withdrawn from the 
Privacy Shield to verify whether the organization will return, delete, or continue to apply the Principles to the 
personal information that they received while they participated in the Privacy Shield, and if personal information will 
be retained, verify who within the organization will serve as an ongoing point of contact for Privacy Shield-related 
questions. 
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Search for and Address False Claims of Participation 

—  review the privacy policies of organizations that have previously participated in the Privacy Shield program, but that 
have been removed from the Privacy Shield List to identify any false claims of Privacy Shield participation; 

—  on an ongoing basis, when an organization: (a) withdraws from participation in the Privacy Shield, (b) fails to 
recertify its adherence to the Principles, or (c) is removed as a participant in the Privacy Shield notably for ‘persistent 
failure to comply,’ undertake, on an ex officio basis, to verify that the organization has removed from any relevant 
published privacy policy any references to the Privacy Shield that imply that the organization continues to actively 
participate in the Privacy Shield and is entitled to its benefits. Where the Department finds that such references have 
not been removed, the Department will warn the organization that the Department will, as appropriate, refer 
matters to the relevant agency for potential enforcement action if it continues to make the claim of Privacy Shield 
certification. If the organization neither removes the references nor self-certifies its compliance under the Privacy 
Shield, the Department will ex officio refer the matter to the FTC, DOT, or other appropriate enforcement agency or, 
in appropriate cases, take action to enforce the Privacy Shield certification mark; 

—  undertake other efforts to identify false claims of Privacy Shield participation and improper use of the Privacy Shield 
certification mark, including by conducting internet searches to identify where images of the Privacy Shield certifi
cation mark are being displayed and references to Privacy Shield in organizations' privacy policies; 

—  promptly address any issues that we identify during our ex officio monitoring of false claims of participation and 
misuse of the certification mark, including warning organizations misrepresenting their participation in the Privacy 
Shield program as described above; 

—  take other appropriate corrective action, including pursuing any legal recourse the Department is authorized to take 
and referring matters to the FTC, DOT, or another appropriate enforcement agency; and 

—  promptly review and address complaints about false claims of participation that we receive. 

The Department will undertake reviews of privacy policies of organizations to more effectively identify and address false 
claims of Privacy Shield participation. Specifically, the Department will review the privacy policies of organizations 
whose self-certification has lapsed due to their failure to re-certify adherence to the Principles. The Department will 
conduct this type of review to verify that such organizations have removed from any relevant published privacy policy 
any references that imply that the organizations continue to actively participate in the Privacy Shield. As a result of 
these types of reviews, we will identify organizations that have not removed such references and send those organi
zations a letter from the Department's Office of General Counsel warning of potential enforcement action if the 
references are not removed. The Department will take follow-up action to ensure that the organizations either remove 
the inappropriate references or re-certify their adherence to the Principles. In addition, the Department will undertake 
efforts to identify false claims of Privacy Shield participation by organizations that have never participated in the Privacy 
Shield program, and will take similar corrective action with respect to such organizations. 

Conduct Periodic ex officio Compliance Reviews and Assessments of the Program 

—  on an ongoing basis, monitor effective compliance, including through sending detailed questionnaires to participating 
organizations, to identify issues that may warrant further follow-up action. In particular, such compliance reviews 
shall take place when: (a) the Department has received specific non-frivolous complaints about an organization's 
compliance with the Principles, (b) an organization does not respond satisfactorily to inquiries by the Department 
for information relating to the Privacy Shield, or (c) there is credible evidence that an organization does not comply 
with its commitments under the Privacy Shield. The Department shall, when appropriate, consult with the 
competent data protection authorities about such compliance reviews; and 

—  assess periodically the administration and supervision of the Privacy Shield program to ensure that monitoring 
efforts are appropriate to address new issues as they arise. 

The Department has increased the resources that will be devoted to the administration and supervision of the Privacy 
Shield program, including doubling the number of staff responsible for the administration and supervision of the 
program. We will continue to dedicate appropriate resources to such efforts to ensure effective monitoring and adminis
tration of the program. 
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Tailor the Privacy Shield Website to Targeted Audiences 

The Department will tailor the Privacy Shield website to focus on three target audiences: EU individuals, EU businesses, 
and U.S. businesses. The inclusion of material targeted directly to EU individuals and EU businesses will facilitate 
transparency in a number of ways. With regard to EU individuals, it will clearly explain: (1) the rights the Privacy Shield 
provides to EU individuals; (2) the recourse mechanisms available to EU individuals when they believe an organization 
has breached its commitment to comply with the Principles; and (3) how to find information pertaining to an organiza
tion's Privacy Shield self-certification. With regard to EU businesses, it will facilitate verification of: (1) whether an 
organization is assured of the benefits of the Privacy Shield; (2) the type of information covered by an organization's 
Privacy Shield self-certification; (3) the privacy policy that applies to the covered information; and (4) the method the 
organization uses to verify its adherence to the Principles. 

Increase Cooperation with DPAs 

To increase opportunities for cooperation with DPAs, the Department will establish a dedicated contact at the 
Department to act as a liaison with DPAs. In instances where a DPA believes that an organization is not complying with 
the Principles, including following a complaint from an EU individual, the DPA can reach out to the dedicated contact at 
the Department to refer the organization for further review. The contact will also receive referrals regarding organi
zations that falsely claim to participate in the Privacy Shield, despite never having self-certified their adherence to the 
Principles. The contact will assist DPAs seeking information related to a specific organization's self-certification or 
previous participation in the program, and the contact will respond to DPA inquiries regarding the implementation of 
specific Privacy Shield requirements. Second, the Department will provide DPAs with material regarding the Privacy 
Shield for inclusion on their own websites to increase transparency for EU individuals and EU businesses. Increased 
awareness regarding the Privacy Shield and the rights and responsibilities it creates should facilitate the identification of 
issues as they arise, so that these can be appropriately addressed. 

Facilitate Resolution of Complaints about Non-Compliance 

The Department, through the dedicated contact, will receive complaints referred to the Department by a DPA that 
a Privacy Shield organization is not complying with the Principles. The Department will make its best effort to facilitate 
resolution of the complaint with the Privacy Shield organization. Within 90 days after receipt of the complaint, the 
Department will provide an update to the DPA. To facilitate the submission of such complaints, the Department will 
create a standard form for DPAs to submit to the Department's dedicated contact. The dedicated contact will track all 
referrals from DPAs received by the Department, and the Department will provide in the annual review described below 
a report analyzing in aggregate the complaints it receives each year. 

Adopt Arbitral Procedures and Select Arbitrators in Consultation with the Commission 

The Department will fulfill its commitments under Annex I and publish the procedures after agreement has been 
reached. 

Joint Review Mechanism of the Functioning of the Privacy Shield 

The Department of Commerce, the FTC, and other agencies, as appropriate, will hold annual meetings with the 
Commission, interested DPAs, and appropriate representatives from the Article 29 Working Party, where the 
Department will provide updates on the Privacy Shield program. The annual meetings will include discussion of current 
issues related to the functioning, implementation, supervision, and enforcement of the Privacy Shield, including referrals 
received by the Department from DPAs, the results of ex officio compliance reviews, and may also include discussion of 
relevant changes of law. The first annual review and subsequent reviews as appropriate will include a dialogue on other 
topics, such as in the area of automated decision-making, including aspects relating to similarities and differences in 
approaches in the EU and the US. 

Update of Laws 

The Department will make reasonable efforts to inform the Commission of material developments in the law in the 
United States so far as they are relevant to the Privacy Shield in the field of data privacy protection and the limitations 
and safeguards applicable to access to personal data by U.S. authorities and its subsequent use. 
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National Security Exception 

With respect to the limitations to the adherence to the Privacy Shield Principles for national security purposes, the 
General Counsel of the Office of the Director of National Intelligence, Robert Litt, has also sent two letters addressed to 
Justin Antonipillai and Ted Dean of the Department of Commerce, and these have been forwarded to you. These letters 
extensively discuss, among other things, the policies, safeguards, and limitations that apply to signals intelligence 
activities conducted by the U.S. In addition, these letters describe the transparency provided by the Intelligence 
Community about these matters. As the Commission is assessing the Privacy Shield Framework, the information in these 
letters provides assurance to conclude that the Privacy Shield will operate appropriately, in accordance with the 
Principles therein. We understand that you may raise information that has been released publicly by the Intelligence 
Community, along with other information, in the future to inform the annual review of the Privacy Shield Framework. 

On the basis of the Privacy Shield Principles and the accompanying letters and materials, including the Department's 
commitments regarding the administration and supervision of the Privacy Shield Framework, our expectation is that the 
Commission will determine that the EU-U.S. Privacy Shield Framework provides adequate protection for the purposes of 
EU law and data transfers from the European Union will continue to organizations that participate in the Privacy Shield. 

Sincerely, 

Ken Hyatt  
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Annex 2 

Arbitral Model 

ANNEX I 

This Annex I provides the terms under which Privacy Shield organizations are obligated to arbitrate claims, pursuant to 
the Recourse, Enforcement and Liability Principle. The binding arbitration option described below applies to certain 
‘residual’ claims as to data covered by the EU-U.S. Privacy Shield. The purpose of this option is to provide a prompt, 
independent, and fair mechanism, at the option of individuals, for resolution of claimed violations of the Principles not 
resolved by any of the other Privacy Shield mechanisms, if any. 

A. Scope 

This arbitration option is available to an individual to determine, for residual claims, whether a Privacy Shield 
organization has violated its obligations under the Principles as to that individual, and whether any such violation 
remains fully or partially unremedied. This option is available only for these purposes. This option is not available, for 
example, with respect to the exceptions to the Principles (1) or with respect to an allegation about the adequacy of the 
Privacy Shield. 

B. Available Remedies 

Under this arbitration option, the Privacy Shield Panel (consisting of one or three arbitrators, as agreed by the parties) 
has the authority to impose individual-specific, non-monetary equitable relief (such as access, correction, deletion, or 
return of the individual's data in question) necessary to remedy the violation of the Principles only with respect to the 
individual. These are the only powers of the arbitration panel with respect to remedies. In considering remedies, the 
arbitration panel is required to consider other remedies that already have been imposed by other mechanisms under the 
Privacy Shield. No damages, costs, fees, or other remedies are available. Each party bears its own attorney's fees. 

C. Pre-Arbitration Requirements 

An individual who decides to invoke this arbitration option must take the following steps prior to initiating an 
arbitration claim: (1) raise the claimed violation directly with the organization and afford the organization an 
opportunity to resolve the issue within the timeframe set forth in Section III.11(d)(i) of the Principles; (2) make use of 
the independent recourse mechanism under the Principles, which is at no cost to the individual; and (3) raise the issue 
through their Data Protection Authority to the Department of Commerce and afford the Department of Commerce an 
opportunity to use best efforts to resolve the issue within the timeframes set forth in the Letter from the International 
Trade Administration of the Department of Commerce, at no cost to the individual. 

This arbitration option may not be invoked if the individual's same claimed violation of the Principles (1) has previously 
been subject to binding arbitration; (2) was the subject of a final judgment entered in a court action to which the 
individual was a party; or (3) was previously settled by the parties. In addition, this option may not be invoked if an EU 
Data Protection Authority (1) has authority under Sections III.5 or III.9 of the Principles; or (2) has the authority to 
resolve the claimed violation directly with the organization. A DPA's authority to resolve the same claim against an EU 
data controller does not alone preclude invocation of this arbitration option against a different legal entity not bound by 
the DPA authority. 

D. Binding Nature of Decisions 

An individual's decision to invoke this binding arbitration option is entirely voluntary. Arbitral decisions will be binding 
on all parties to the arbitration. Once invoked, the individual forgoes the option to seek relief for the same claimed 
violation in another forum, except that if non-monetary equitable relief does not fully remedy the claimed violation, the 
individual's invocation of arbitration will not preclude a claim for damages that is otherwise available in the courts. 

1.8.2016 L 207/45 Official Journal of the European Union EN     

(1) Section I.5 of the Principles. 



E. Review and Enforcement 

Individuals and Privacy Shield organizations will be able to seek judicial review and enforcement of the arbitral decisions 
pursuant to U.S. law under the Federal Arbitration Act (1). Any such cases must be brought in the federal district court 
whose territorial coverage includes the primary place of business of the Privacy Shield organization. 

This arbitration option is intended to resolve individual disputes, and arbitral decisions are not intended to function as 
persuasive or binding precedent in matters involving other parties, including in future arbitrations or in EU or U.S. 
courts, or FTC proceedings. 

F. The Arbitration Panel 

The parties will select the arbitrators from the list of arbitrators discussed below. 

Consistent with applicable law, the U.S. Department of Commerce and the European Commission will develop a list of 
at least 20 arbitrators, chosen on the basis of independence, integrity, and expertise. The following shall apply in 
connection with this process: 

Arbitrators:  

(1) will remain on the list for a period of 3 years, absent exceptional circumstances or for cause, renewable for one 
additional period of 3 years;  

(2) shall not be subject to any instructions from, or be affiliated with, either party, or any Privacy Shield organization, 
or the U.S., EU, or any EU Member State or any other governmental authority, public authority, or enforcement 
authority; and  

(3) must be admitted to practice law in the U.S. and be experts in U.S. privacy law, with expertise in EU data protection 
law. 

G. Arbitration Procedures 

Consistent with applicable law, within 6 months from the adoption of the adequacy decision, the Department of 
Commerce and the European Commission will agree to adopt an existing, well-established set of U.S. arbitral procedures 
(such as AAA or JAMS) to govern proceedings before the Privacy Shield Panel, subject to each of the following consider
ations:  

1. An individual may initiate binding arbitration, subject to the pre-arbitration requirements provision above, by 
delivering a ‘Notice’ to the organization. The Notice shall contain a summary of steps taken under Paragraph C to 
resolve the claim, a description of the alleged violation, and, at the choice of the individual, any supporting 
documents and materials and/or a discussion of law relating to the alleged claim. 
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2. Procedures will be developed to ensure that an individual's same claimed violation does not receive duplicative 
remedies or procedures.  

3. FTC action may proceed in parallel with arbitration.  

4. No representative of the U.S., EU, or any EU Member State or any other governmental authority, public authority, or 
enforcement authority may participate in these arbitrations, provided, that at the request of an EU individual, EU 
DPAs may provide assistance in the preparation only of the Notice but EU DPAs may not have access to discovery or 
any other materials related to these arbitrations. 

5. The location of the arbitration will be the United States, and the individual may choose video or telephone participa
tion, which will be provided at no cost to the individual. In-person participation will not be required.  

6. The language of the arbitration will be English unless otherwise agreed by the parties. Upon a reasoned request, and 
taking into account whether the individual is represented by an attorney, interpretation at the arbitral hearing as well 
as translation of arbitral materials will be provided at no cost to the individual, unless the panel finds that, under the 
circumstances of the specific arbitration, this would lead to unjustified or disproportionate costs.  

7. Materials submitted to arbitrators will be treated confidentially and will only be used in connection with the 
arbitration.  

8. Individual-specific discovery may be permitted if necessary, and such discovery will be treated confidentially by the 
parties and will only be used in connection with the arbitration.  

9. Arbitrations should be completed within 90 days of the delivery of the Notice to the organization at issue, unless 
otherwise agreed to by the parties. 

H. Costs 

Arbitrators should take reasonable steps to minimize the costs or fees of the arbitrations. 

Subject to applicable law, the Department of Commerce will facilitate the establishment of a fund, into which Privacy 
Shield organizations will be required to pay an annual contribution, based in part on the size of the organization, which 
will cover the arbitral cost, including arbitrator fees, up to maximum amounts (‘caps’), in consultation with the European 
Commission. The fund will be managed by a third party, which will report regularly on the operations of the fund. At 
the annual review, the Department of Commerce and European Commission will review the operation of the fund, 
including the need to adjust the amount of the contributions or of the caps, and will consider, among other things, the 
number of arbitrations and the costs and timing of the arbitrations, with the mutual understanding that there will be no 
excessive financial burden imposed on Privacy Shield organizations. Attorney's fees are not covered by this provision or 
any fund under this provision.  
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ANNEX II 

EU-U.S. PRIVACY SHIELD FRAMEWORK PRINCIPLES ISSUED BY THE U.S. DEPARTMENT OF COMMERCE 

I.  OVERVIEW 

1.  While the United States and the European Union share the goal of enhancing privacy protection, the United States 
takes a different approach to privacy from that taken by the European Union. The United States uses a sectoral 
approach that relies on a mix of legislation, regulation, and self-regulation. Given those differences and to provide 
organizations in the United States with a reliable mechanism for personal data transfers to the United States from 
the European Union while ensuring that EU data subjects continue to benefit from effective safeguards and 
protection as required by European legislation with respect to the processing of their personal data when they have 
been transferred to non-EU countries, the Department of Commerce is issuing these Privacy Shield Principles, 
including the Supplemental Principles (collectively ‘the Principles’) under its statutory authority to foster, promote, 
and develop international commerce (15 U.S.C. § 1512). The Principles were developed in consultation with the 
European Commission, and with industry and other stakeholders, to facilitate trade and commerce between the 
United States and European Union. They are intended for use solely by organizations in the United States receiving 
personal data from the European Union for the purpose of qualifying for the Privacy Shield and thus benefitting 
from the European Commission's adequacy decision (1). The Principles do not affect the application of national 
provisions implementing Directive 95/46/EC (‘the Directive’) that apply to the processing of personal data in the 
Member States. Nor do the Principles limit privacy obligations that otherwise apply under U.S. law. 

2.  In order to rely on the Privacy Shield to effectuate transfers of personal data from the EU, an organization must 
self-certify its adherence to the Principles to the Department of Commerce (or its designee) (‘the Department’). 
While decisions by organizations to thus enter the Privacy Shield are entirely voluntary, effective compliance is 
compulsory: organizations that self-certify to the Department and publicly declare their commitment to adhere to 
the Principles must comply fully with the Principles. In order to enter the Privacy Shield, an organization must 
(a) be subject to the investigatory and enforcement powers of the Federal Trade Commission (the ‘FTC’), the 
Department of Transportation or another statutory body that will effectively ensure compliance with the Principles 
(other U.S. statutory bodies recognized by the EU may be included as an annex in the future); (b) publicly declare its 
commitment to comply with the Principles; (c) publicly disclose its privacy policies in line with these Principles; 
and (d) fully implement them. An organization's failure to comply is enforceable under Section 5 of the Federal 
Trade Commission Act prohibiting unfair and deceptive acts in or affecting commerce (15 U.S.C. § 45(a)) or other 
laws or regulations prohibiting such acts. 

3. The Department of Commerce will maintain and make available to the public an authoritative list of U.S. organi
zations that have self-certified to the Department and declared their commitment to adhere to the Principles (‘the 
Privacy Shield List’). Privacy Shield benefits are assured from the date that the Department places the organization 
on the Privacy Shield List. The Department will remove an organization from the Privacy Shield List if it voluntarily 
withdraws from the Privacy Shield or if it fails to complete its annual re-certification to the Department. An organi
zation's removal from the Privacy Shield List means it may no longer benefit from the European Commission's 
adequacy decision to receive personal information from the EU. The organization must continue to apply the 
Principles to the personal information it received while it participated in the Privacy Shield, and affirm to the 
Department on an annual basis its commitment to do so, for as long as it retains such information; otherwise, the 
organization must return or delete the information or provide ‘adequate’ protection for the information by another 
authorized means. The Department will also remove from the Privacy Shield List those organizations that have 
persistently failed to comply with the Principles; these organizations do not qualify for Privacy Shield benefits and 
must return or delete the personal information they received under the Privacy Shield. 

4.  The Department will also maintain and make available to the public an authoritative record of U.S. organizations 
that had previously self-certified to the Department, but that have been removed from the Privacy Shield List. The 
Department will provide a clear warning that these organizations are not participants in the Privacy Shield; that 
removal from the Privacy Shield List means that such organizations cannot claim to be Privacy Shield compliant 
and must avoid any statements or misleading practices implying that they participate in the Privacy Shield; and that 
such organizations are no longer entitled to benefit from the European Commission's adequacy decision that would 
enable those organizations to receive personal information from the EU. An organization that continues to claim 
participation in the Privacy Shield or makes other Privacy Shield-related misrepresentations after it has been 
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removed from the Privacy Shield List may be subject to enforcement action by the FTC, the Department of 
Transportation, or other enforcement authorities. 

5.  Adherence to these Principles may be limited: (a) to the extent necessary to meet national security, public interest, 
or law enforcement requirements; (b) by statute, government regulation, or case law that creates conflicting 
obligations or explicit authorizations, provided that, in exercising any such authorization, an organization can 
demonstrate that its non-compliance with the Principles is limited to the extent necessary to meet the overriding 
legitimate interests furthered by such authorization; or (c) if the effect of the Directive or Member State law is to 
allow exceptions or derogations, provided such exceptions or derogations are applied in comparable contexts. 
Consistent with the goal of enhancing privacy protection, organizations should strive to implement these Principles 
fully and transparently, including indicating in their privacy policies where exceptions to the Principles permitted by 
(b) above will apply on a regular basis. For the same reason, where the option is allowable under the Principles 
and/or U.S. law, organizations are expected to opt for the higher protection where possible. 

6.  Organizations are obligated to apply the Principles to all personal data transferred in reliance on the Privacy Shield 
after they enter the Privacy Shield. An organization that chooses to extend Privacy Shield benefits to human 
resources personal information transferred from the EU for use in the context of an employment relationship must 
indicate this when it self-certifies to the Department and conform to the requirements set forth in the Supplemental 
Principle on Self-Certification. 

7.  U.S. law will apply to questions of interpretation and compliance with the Principles and relevant privacy policies 
by Privacy Shield organizations, except where such organizations have committed to cooperate with European data 
protection authorities (‘DPAs’). Unless otherwise stated, all provisions of the Principles apply where they are 
relevant. 

8.  Definitions: 

a.  ‘Personal data’ and ‘personal information’ are data about an identified or identifiable individual that are within 
the scope of the Directive, received by an organization in the United States from the European Union, and 
recorded in any form. 

b.  ‘Processing’ of personal data means any operation or set of operations which is performed upon personal data, 
whether or not by automated means, such as collection, recording, organization, storage, adaptation or 
alteration, retrieval, consultation, use, disclosure or dissemination, and erasure or destruction. 

c.  ‘Controller’ means a person or organization which, alone or jointly with others, determines the purposes and 
means of the processing of personal data. 

9.  The effective date of the Principles is the date of final approval of the European Commission's adequacy 
determination. 

II.  PRINCIPLES 

1.  Notice 

a.  An organization must inform individuals about: 

i.  its participation in the Privacy Shield and provide a link to, or the web address for, the Privacy Shield List, 

ii.  the types of personal data collected and, where applicable, the entities or subsidiaries of the organization 
also adhering to the Principles, 
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iii.  its commitment to subject to the Principles all personal data received from the EU in reliance on the 
Privacy Shield, 

iv.  the purposes for which it collects and uses personal information about them, 

v.  how to contact the organization with any inquiries or complaints, including any relevant establishment in 
the EU that can respond to such inquiries or complaints, 

vi.  the type or identity of third parties to which it discloses personal information, and the purposes for which 
it does so, 

vii.  the right of individuals to access their personal data, 

viii.  the choices and means the organization offers individuals for limiting the use and disclosure of their 
personal data, 

ix.  the independent dispute resolution body designated to address complaints and provide appropriate recourse 
free of charge to the individual, and whether it is: (1) the panel established by DPAs, (2) an alternative 
dispute resolution provider based in the EU, or (3) an alternative dispute resolution provider based in the 
United States, 

x.  being subject to the investigatory and enforcement powers of the FTC, the Department of Transportation or 
any other U.S. authorized statutory body, 

xi.  the possibility, under certain conditions, for the individual to invoke binding arbitration, 

xii.  the requirement to disclose personal information in response to lawful requests by public authorities, 
including to meet national security or law enforcement requirements, and 

xiii.  its liability in cases of onward transfers to third parties. 

b.  This notice must be provided in clear and conspicuous language when individuals are first asked to provide 
personal information to the organization or as soon thereafter as is practicable, but in any event before the 
organization uses such information for a purpose other than that for which it was originally collected or 
processed by the transferring organization or discloses it for the first time to a third party. 

2.  Choice 

a.  An organization must offer individuals the opportunity to choose (opt out) whether their personal information 
is (i) to be disclosed to a third party or (ii) to be used for a purpose that is materially different from the 
purpose(s) for which it was originally collected or subsequently authorized by the individuals. Individuals must 
be provided with clear, conspicuous, and readily available mechanisms to exercise choice. 

b.  By derogation to the previous paragraph, it is not necessary to provide choice when disclosure is made to 
a third party that is acting as an agent to perform task(s) on behalf of and under the instructions of the 
organization. However, an organization shall always enter into a contract with the agent. 

c.  For sensitive information (i.e., personal information specifying medical or health conditions, racial or ethnic 
origin, political opinions, religious or philosophical beliefs, trade union membership or information specifying 
the sex life of the individual), organizations must obtain affirmative express consent (opt in) from individuals if 
such information is to be (i) disclosed to a third party or (ii) used for a purpose other than those for which it 
was originally collected or subsequently authorized by the individuals through the exercise of opt-in choice. In 
addition, an organization should treat as sensitive any personal information received from a third party where 
the third party identifies and treats it as sensitive. 
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3.  Accountability For Onward Transfer 

a.  To transfer personal information to a third party acting as a controller, organizations must comply with the 
Notice and Choice Principles. Organizations must also enter into a contract with the third-party controller that 
provides that such data may only be processed for limited and specified purposes consistent with the consent 
provided by the individual and that the recipient will provide the same level of protection as the Principles and 
will notify the organization if it makes a determination that it can no longer meet this obligation. The contract 
shall provide that when such a determination is made the third party controller ceases processing or takes other 
reasonable and appropriate steps to remediate. 

b.  To transfer personal data to a third party acting as an agent, organizations must: (i) transfer such data only for 
limited and specified purposes; (ii) ascertain that the agent is obligated to provide at least the same level of 
privacy protection as is required by the Principles; (iii) take reasonable and appropriate steps to ensure that the 
agent effectively processes the personal information transferred in a manner consistent with the organization's 
obligations under the Principles; (iv) require the agent to notify the organization if it makes a determination that 
it can no longer meet its obligation to provide the same level of protection as is required by the Principles; 
(v) upon notice, including under (iv), take reasonable and appropriate steps to stop and remediate unauthorized 
processing; and (vi) provide a summary or a representative copy of the relevant privacy provisions of its contract 
with that agent to the Department upon request. 

4.  Security 

a.  Organizations creating, maintaining, using or disseminating personal information must take reasonable and 
appropriate measures to protect it from loss, misuse and unauthorized access, disclosure, alteration and 
destruction, taking into due account the risks involved in the processing and the nature of the personal data. 

5.  Data integrity and purpose limitation 

a.  Consistent with the Principles, personal information must be limited to the information that is relevant for the 
purposes of processing (1). An organization may not process personal information in a way that is incompatible 
with the purposes for which it has been collected or subsequently authorized by the individual. To the extent 
necessary for those purposes, an organization must take reasonable steps to ensure that personal data is reliable 
for its intended use, accurate, complete, and current. An organization must adhere to the Principles for as long 
as it retains such information. 

b.  Information may be retained in a form identifying or making identifiable (2) the individual only for as long as it 
serves a purpose of processing within the meaning of 5a. This obligation does not prevent organizations from 
processing personal information for longer periods for the time and to the extent such processing reasonably 
serves the purposes of archiving in the public interest, journalism, literature and art, scientific or historical 
research, and statistical analysis. In these cases, such processing shall be subject to the other Principles and 
provisions of the Framework. Organizations should take reasonable and appropriate measures in complying 
with this provision. 

6.  Access 

a.  Individuals must have access to personal information about them that an organization holds and be able to 
correct, amend, or delete that information where it is inaccurate, or has been processed in violation of the 
Principles, except where the burden or expense of providing access would be disproportionate to the risks to the 
individual's privacy in the case in question, or where the rights of persons other than the individual would be 
violated. 
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(1) Depending on the circumstances, examples of compatible processing purposes may include those that reasonably serve customer 
relations, compliance and legal considerations, auditing, security and fraud prevention, preserving or defending the organization's legal 
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(2) In this context, if, given the means of identification reasonably likely to be used (considering, among other things, the costs of and the 
amount of time required for identification and the available technology at the time of the processing) and the form in which the data is 
retained, an individual could reasonably be identified by the organization, or a third party if it would have access to the data, then the 
individual is ‘identifiable.’ 



7.  Recourse, enforcement and liability 

a.  Effective privacy protection must include robust mechanisms for assuring compliance with the Principles, 
recourse for individuals who are affected by non-compliance with the Principles, and consequences for the 
organization when the Principles are not followed. At a minimum such mechanisms must include: 

i.  readily available independent recourse mechanisms by which each individual's complaints and disputes are 
investigated and expeditiously resolved at no cost to the individual and by reference to the Principles, and 
damages awarded where the applicable law or private-sector initiatives so provide; 

ii.  follow-up procedures for verifying that the attestations and assertions organizations make about their 
privacy practices are true and that privacy practices have been implemented as presented and, in particular, 
with regard to cases of non-compliance; and 

iii.  obligations to remedy problems arising out of failure to comply with the Principles by organizations 
announcing their adherence to them and consequences for such organizations. Sanctions must be sufficiently 
rigorous to ensure compliance by organizations. 

b.  Organizations and their selected independent recourse mechanisms will respond promptly to inquiries and 
requests by the Department for information relating to the Privacy Shield. All organizations must respond 
expeditiously to complaints regarding compliance with the Principles referred by EU Member State authorities 
through the Department. Organizations that have chosen to cooperate with DPAs, including organizations that 
process human resources data, must respond directly to such authorities with regard to the investigation and 
resolution of complaints. 

c.  Organizations are obligated to arbitrate claims and follow the terms as set forth in Annex I, provided that an 
individual has invoked binding arbitration by delivering notice to the organization at issue and following the 
procedures and subject to conditions set forth in Annex I. 

d.  In the context of an onward transfer, a Privacy Shield organization has responsibility for the processing of 
personal information it receives under the Privacy Shield and subsequently transfers to a third party acting as an 
agent on its behalf. The Privacy Shield organization shall remain liable under the Principles if its agent processes 
such personal information in a manner inconsistent with the Principles, unless the organization proves that it is 
not responsible for the event giving rise to the damage. 

e.  When an organization becomes subject to an FTC or court order based on non-compliance, the organization 
shall make public any relevant Privacy Shield-related sections of any compliance or assessment report submitted 
to the FTC, to the extent consistent with confidentiality requirements. The Department has established 
a dedicated point of contact for DPAs for any problems of compliance by Privacy Shield organizations. The FTC 
will give priority consideration to referrals of non-compliance with the Principles from the Department and EU 
Member State authorities, and will exchange information regarding referrals with the referring state authorities 
on a timely basis, subject to existing confidentiality restrictions. 

III.  SUPPLEMENTAL PRINCIPLES 

1.  Sensitive Data 

a.  An organization is not required to obtain affirmative express consent (opt in) with respect to sensitive data 
where the processing is: 

i.  in the vital interests of the data subject or another person; 

ii.  necessary for the establishment of legal claims or defenses; 

iii.  required to provide medical care or diagnosis; 

iv.  carried out in the course of legitimate activities by a foundation, association or any other non-profit body 
with a political, philosophical, religious or trade-union aim and on condition that the processing relates 
solely to the members of the body or to the persons who have regular contact with it in connection with its 
purposes and that the data are not disclosed to a third party without the consent of the data subjects; 
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v.  necessary to carry out the organization's obligations in the field of employment law; or 

vi.  related to data that are manifestly made public by the individual. 

2.  Journalistic Exceptions 

a.  Given U.S. constitutional protections for freedom of the press and the Directive's exemption for journalistic 
material, where the rights of a free press embodied in the First Amendment of the U.S. Constitution intersect 
with privacy protection interests, the First Amendment must govern the balancing of these interests with regard 
to the activities of U.S. persons or organizations. 

b.  Personal information that is gathered for publication, broadcast, or other forms of public communication of 
journalistic material, whether used or not, as well as information found in previously published material 
disseminated from media archives, is not subject to the requirements of the Privacy Shield Principles. 

3.  Secondary Liability 

a.  Internet Service Providers (‘ISPs’), telecommunications carriers, and other organizations are not liable under the 
Privacy Shield Principles when on behalf of another organization they merely transmit, route, switch, or cache 
information. As is the case with the Directive itself, the Privacy Shield does not create secondary liability. To the 
extent that an organization is acting as a mere conduit for data transmitted by third parties and does not 
determine the purposes and means of processing those personal data, it would not be liable. 

4.  Performing Due Diligence and Conducting Audits 

a.  The activities of auditors and investment bankers may involve processing personal data without the consent or 
knowledge of the individual. This is permitted by the Notice, Choice, and Access Principles under the circum
stances described below. 

b.  Public stock corporations and closely held companies, including Privacy Shield organizations, are regularly 
subject to audits. Such audits, particularly those looking into potential wrongdoing, may be jeopardized if 
disclosed prematurely. Similarly, a Privacy Shield organization involved in a potential merger or takeover will 
need to perform, or be the subject of, a ‘due diligence’ review. This will often entail the collection and processing 
of personal data, such as information on senior executives and other key personnel. Premature disclosure could 
impede the transaction or even violate applicable securities regulation. Investment bankers and attorneys 
engaged in due diligence, or auditors conducting an audit, may process information without knowledge of the 
individual only to the extent and for the period necessary to meet statutory or public interest requirements and 
in other circumstances in which the application of these Principles would prejudice the legitimate interests of 
the organization. These legitimate interests include the monitoring of organizations' compliance with their legal 
obligations and legitimate accounting activities, and the need for confidentiality connected with possible 
acquisitions, mergers, joint ventures, or other similar transactions carried out by investment bankers or auditors. 

5.  The Role of the Data Protection Authorities 

a.  Organizations will implement their commitment to cooperate with European Union data protection authorities 
(‘DPAs’) as described below. Under the Privacy Shield, U.S. organizations receiving personal data from the EU 
must commit to employ effective mechanisms for assuring compliance with the Privacy Shield Principles. More 
specifically as set out in the Recourse, Enforcement and Liability Principle, participating organizations must 
provide: (a)(i) recourse for individuals to whom the data relate; (a)(ii) follow up procedures for verifying that the 
attestations and assertions they have made about their privacy practices are true; and (a)(iii) obligations to 
remedy problems arising out of failure to comply with the Principles and consequences for such organizations. 
An organization may satisfy points (a)(i) and (a)(iii) of the Recourse, Enforcement and Liability Principle if it 
adheres to the requirements set forth here for cooperating with the DPAs. 
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b.  An organization commits to cooperate with the DPAs by declaring in its Privacy Shield self-certification 
submission to the Department of Commerce (see Supplemental Principle on Self-Certification) that the 
organization: 

i.  elects to satisfy the requirement in points (a)(i) and (a)(iii) of the Privacy Shield Recourse, Enforcement and 
Liability Principle by committing to cooperate with the DPAs; 

ii.  will cooperate with the DPAs in the investigation and resolution of complaints brought under the Privacy 
Shield; and 

iii.  will comply with any advice given by the DPAs where the DPAs take the view that the organization needs to 
take specific action to comply with the Privacy Shield Principles, including remedial or compensatory 
measures for the benefit of individuals affected by any non-compliance with the Principles, and will provide 
the DPAs with written confirmation that such action has been taken. 

c.  Operation of DPA Panels 

i.  The cooperation of the DPAs will be provided in the form of information and advice in the following way:  

1. The advice of the DPAs will be delivered through an informal panel of DPAs established at the European 
Union level, which will, inter alia, help ensure a harmonized and coherent approach.  

2. The panel will provide advice to the U.S. organizations concerned on unresolved complaints from 
individuals about the handling of personal information that has been transferred from the EU under the 
Privacy Shield. This advice will be designed to ensure that the Privacy Shield Principles are being correctly 
applied and will include any remedies for the individual(s) concerned that the DPAs consider appropriate.  

3. The panel will provide such advice in response to referrals from the organizations concerned and/or to 
complaints received directly from individuals against organizations which have committed to cooperate 
with DPAs for Privacy Shield purposes, while encouraging and if necessary helping such individuals in the 
first instance to use the in-house complaint handling arrangements that the organization may offer.  

4. Advice will be issued only after both sides in a dispute have had a reasonable opportunity to comment 
and to provide any evidence they wish. The panel will seek to deliver advice as quickly as this requirement 
for due process allows. As a general rule, the panel will aim to provide advice within 60 days after 
receiving a complaint or referral and more quickly where possible.  

5. The panel will make public the results of its consideration of complaints submitted to it, if it sees fit.  

6. The delivery of advice through the panel will not give rise to any liability for the panel or for individual 
DPAs. 

ii.  As noted above, organizations choosing this option for dispute resolution must undertake to comply with the 
advice of the DPAs. If an organization fails to comply within 25 days of the delivery of the advice and has 
offered no satisfactory explanation for the delay, the panel will give notice of its intention either to refer the 
matter to the Federal Trade Commission, the Department of Transportation, or other U.S. federal or state 
body with statutory powers to take enforcement action in cases of deception or misrepresentation, or to 
conclude that the agreement to cooperate has been seriously breached and must therefore be considered null 
and void. In the latter case, the panel will inform the Department of Commerce so that the Privacy Shield 
List can be duly amended. Any failure to fulfill the undertaking to cooperate with the DPAs, as well as 
failures to comply with the Privacy Shield Principles, will be actionable as a deceptive practice under 
Section 5 of the FTC Act or other similar statute. 

d.  An organization that wishes its Privacy Shield benefits to cover human resources data transferred from the EU in 
the context of the employment relationship must commit to cooperate with the DPAs with regard to such data 
(see Supplemental Principle on Human Resources Data). 
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e.  Organizations choosing this option will be required to pay an annual fee which will be designed to cover the 
operating costs of the panel, and they may additionally be asked to meet any necessary translation expenses 
arising out of the panel's consideration of referrals or complaints against them. The annual fee will not exceed 
USD 500 and will be less for smaller companies. 

6.  Self-Certification 

a.  Privacy Shield benefits are assured from the date on which the Department has placed the organization's self- 
certification submission on the Privacy Shield List after having determined that the submission is complete. 

b.  To self-certify for the Privacy Shield, an organization must provide to the Department a self-certification 
submission, signed by a corporate officer on behalf of the organization that is joining the Privacy Shield, that 
contains at least the following information: 

i.  name of organization, mailing address, e-mail address, telephone, and fax numbers; 

ii.  description of the activities of the organization with respect to personal information received from the EU; 
and 

iii.  description of the organization's privacy policy for such personal information, including:  

1. if the organization has a public website, the relevant web address where the privacy policy is available, or 
if the organization does not have a public website, where the privacy policy is available for viewing by 
the public;  

2. its effective date of implementation;  

3. a contact office for the handling of complaints, access requests, and any other issues arising under the 
Privacy Shield;  

4. the specific statutory body that has jurisdiction to hear any claims against the organization regarding 
possible unfair or deceptive practices and violations of laws or regulations governing privacy (and that is 
listed in the Principles or a future annex to the Principles);  

5. name of any privacy program in which the organization is a member;  

6. method of verification (e.g., in-house, third party) (see Supplemental Principle on Verification; and  

7. the independent recourse mechanism that is available to investigate unresolved complaints. 

c.  Where the organization wishes its Privacy Shield benefits to cover human resources information transferred 
from the EU for use in the context of the employment relationship, it may do so where a statutory body listed 
in the Principles or a future annex to the Principles has jurisdiction to hear claims against the organization 
arising out of the processing of human resources information. In addition, the organization must indicate this in 
its self-certification submission and declare its commitment to cooperate with the EU authority or authorities 
concerned in conformity with the Supplemental Principles on Human Resources Data and the Role of the Data 
Protection Authorities as applicable and that it will comply with the advice given by such authorities. The 
organization must also provide the Department with a copy of its human resources privacy policy and provide 
information where the privacy policy is available for viewing by its affected employees. 

d.  The Department will maintain the Privacy Shield List of organizations that file completed self-certification 
submissions, thereby assuring the availability of Privacy Shield benefits, and will update such list on the basis of 
annual self-recertification submissions and notifications received pursuant to the Supplemental Principle on 
Dispute Resolution and Enforcement. Such self-certification submissions must be provided not less than 
annually; otherwise the organization will be removed from the Privacy Shield List and Privacy Shield benefits 
will no longer be assured. Both the Privacy Shield List and the self-certification submissions by the organizations 
will be made publicly available. All organizations that are placed on the Privacy Shield List by the Department 
must also state in their relevant published privacy policy statements that they adhere to the Privacy Shield 
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Principles. If available online, an organization's privacy policy must include a hyperlink to the Department's 
Privacy Shield website and a hyperlink to the website or complaint submission form of the independent 
recourse mechanism that is available to investigate unresolved complaints. 

e.  The Privacy Principles apply immediately upon certification. Recognizing that the Principles will impact 
commercial relationships with third parties, organizations that certify to the Privacy Shield Framework in the 
first two months following the Framework's effective date shall bring existing commercial relationships with 
third parties into conformity with the Accountability for Onward Transfer Principle as soon as possible, and in 
any event no later than nine months from the date upon which they certify to the Privacy Shield. During that 
interim period, where organizations transfer data to a third party, they shall (i) apply the Notice and Choice 
Principles, and (ii) where personal data is transferred to a third party acting as an agent, ascertain that the agent 
is obligated to provide at least the same level of protection as is required by the Principles. 

f.  An organization must subject to the Privacy Shield Principles all personal data received from the EU in reliance 
upon the Privacy Shield. The undertaking to adhere to the Privacy Shield Principles is not time-limited in respect 
of personal data received during the period in which the organization enjoys the benefits of the Privacy Shield. 
Its undertaking means that it will continue to apply the Principles to such data for as long as the organization 
stores, uses or discloses them, even if it subsequently leaves the Privacy Shield for any reason. An organization 
that withdraws from the Privacy Shield but wants to retain such data must affirm to the Department on an 
annual basis its commitment to continue to apply the Principles or provide ‘adequate’ protection for the 
information by another authorized means (for example, using a contract that fully reflects the requirements of 
the relevant standard contractual clauses adopted by the European Commission); otherwise, the organization 
must return or delete the information. An organization that withdraws from the Privacy Shield must remove 
from any relevant privacy policy any references to the Privacy Shield that imply that the organization continues 
to actively participate in the Privacy Shield and is entitled to its benefits. 

g.  An organization that will cease to exist as a separate legal entity as a result of a merger or a takeover must 
notify the Department of this in advance. The notification should also indicate whether the acquiring entity or 
the entity resulting from the merger will (i) continue to be bound by the Privacy Shield Principles by the 
operation of law governing the takeover or merger or (ii) elect to self-certify its adherence to the Privacy Shield 
Principles or put in place other safeguards, such as a written agreement that will ensure adherence to the Privacy 
Shield Principles. Where neither (i) nor (ii) applies, any personal data that has been acquired under the Privacy 
Shield must be promptly deleted. 

h.  When an organization leaves the Privacy Shield for any reason, it must remove all statements implying that the 
organization continues to participate in the Privacy Shield or is entitled to the benefits of the Privacy Shield. The 
EU-U.S. Privacy Shield certification mark, if used, must also be removed. Any misrepresentation to the general 
public concerning an organization's adherence to the Privacy Shield Principles may be actionable by the FTC or 
other relevant government body. Misrepresentations to the Department may be actionable under the False 
Statements Act (18 U.S.C. § 1001). 

7.  Verification 

a.  Organizations must provide follow up procedures for verifying that the attestations and assertions they make 
about their Privacy Shield privacy practices are true and those privacy practices have been implemented as 
represented and in accordance with the Privacy Shield Principles. 

b.  To meet the verification requirements of the Recourse, Enforcement and Liability Principle, an organization must 
verify such attestations and assertions either through self-assessment or outside compliance reviews. 

c.  Under the self-assessment approach, such verification must indicate that an organization's published privacy 
policy regarding personal information received from the EU is accurate, comprehensive, prominently displayed, 
completely implemented and accessible. It must also indicate that its privacy policy conforms to the Privacy 
Shield Principles; that individuals are informed of any in-house arrangements for handling complaints and of the 
independent mechanisms through which they may pursue complaints; that it has in place procedures for 
training employees in its implementation, and disciplining them for failure to follow it; and that it has in place 
internal procedures for periodically conducting objective reviews of compliance with the above. A statement 
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verifying the self-assessment must be signed by a corporate officer or other authorized representative of the 
organization at least once a year and made available upon request by individuals or in the context of an investi
gation or a complaint about non-compliance. 

d.  Where the organization has chosen outside compliance review, such a review must demonstrate that its privacy 
policy regarding personal information received from the EU conforms to the Privacy Shield Principles, that it is 
being complied with, and that individuals are informed of the mechanisms through which they may pursue 
complaints. The methods of review may include, without limitation, auditing, random reviews, use of ‘decoys’, 
or use of technology tools as appropriate. A statement verifying that an outside compliance review has been 
successfully completed must be signed either by the reviewer or by the corporate officer or other authorized rep
resentative of the organization at least once a year and made available upon request by individuals or in the 
context of an investigation or a complaint about compliance. 

e.  Organizations must retain their records on the implementation of their Privacy Shield privacy practices and 
make them available upon request in the context of an investigation or a complaint about non-compliance to 
the independent body responsible for investigating complaints or to the agency with unfair and deceptive 
practices jurisdiction. Organizations must also respond promptly to inquiries and other requests for information 
from the Department relating to the organization's adherence to the Principles. 

8.  Access  

a. The Access Principle in Practice 

i.  Under the Privacy Shield Principles, the right of access is fundamental to privacy protection. In particular, it 
allows individuals to verify the accuracy of information held about them. The Access Principle means that 
individuals have the right to:  

1. obtain from an organization confirmation of whether or not the organization is processing personal data 
relating to them (1);  

2. have communicated to them such data so that they could verify its accuracy and the lawfulness of the 
processing; and  

3. have the data corrected, amended or deleted where it is inaccurate or processed in violation of the 
Principles. 

ii.  Individuals do not have to justify requests for access to their personal data. In responding to individuals' 
access requests, organizations should first be guided by the concern(s) that led to the requests in the first 
place. For example, if an access request is vague or broad in scope, an organization may engage the 
individual in a dialogue so as to better understand the motivation for the request and to locate responsive 
information. The organization might inquire about which part(s) of the organization the individual 
interacted with or about the nature of the information or its use that is the subject of the access request. 

iii.  Consistent with the fundamental nature of access, organizations should always make good faith efforts to 
provide access. For example, where certain information needs to be protected and can be readily separated 
from other personal information subject to an access request, the organization should redact the protected 
information and make available the other information. If an organization determines that access should be 
restricted in any particular instance, it should provide the individual requesting access with an explanation of 
why it has made that determination and a contact point for any further inquiries.  

b. Burden or Expense of Providing Access 

i.  The right of access to personal data may be restricted in exceptional circumstances where the legitimate 
rights of persons other than the individual would be violated or where the burden or expense of providing 
access would be disproportionate to the risks to the individual's privacy in the case in question. Expense and 
burden are important factors and should be taken into account but they are not controlling factors in 
determining whether providing access is reasonable. 
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ii.  For example, if the personal information is used for decisions that will significantly affect the individual (e.g., 
the denial or grant of important benefits, such as insurance, a mortgage, or a job), then consistent with the 
other provisions of these Supplemental Principles, the organization would have to disclose that information 
even if it is relatively difficult or expensive to provide. If the personal information requested is not sensitive 
or not used for decisions that will significantly affect the individual, but is readily available and inexpensive to 
provide, an organization would have to provide access to such information.  

c. Confidential Commercial Information 

i.  Confidential commercial information is information that an organization has taken steps to protect from 
disclosure, where disclosure would help a competitor in the market. Organizations may deny or limit access 
to the extent that granting full access would reveal its own confidential commercial information, such as 
marketing inferences or classifications generated by the organization, or the confidential commercial 
information of another that is subject to a contractual obligation of confidentiality. 

ii.  Where confidential commercial information can be readily separated from other personal information subject 
to an access request, the organization should redact the confidential commercial information and make 
available the non-confidential information.  

d. Organization of Data Bases 

i.  Access can be provided in the form of disclosure of the relevant personal information by an organization to 
the individual and does not require access by the individual to an organization's data base. 

ii.  Access needs to be provided only to the extent that an organization stores the personal information. The 
Access Principle does not itself create any obligation to retain, maintain, reorganize, or restructure personal 
information files.  

e. When Access May be Restricted 

i.  As organizations must always make good faith efforts to provide individuals with access to their personal 
data, the circumstances in which organizations may restrict such access are limited, and any reasons for 
restricting access must be specific. As under the Directive, an organization can restrict access to information 
to the extent that disclosure is likely to interfere with the safeguarding of important countervailing public 
interests, such as national security; defense; or public security. In addition, where personal information is 
processed solely for research or statistical purposes, access may be denied. Other reasons for denying or 
limiting access are:  

1. interference with the execution or enforcement of the law or with private causes of action, including the 
prevention, investigation or detection of offenses or the right to a fair trial;  

2. disclosure where the legitimate rights or important interests of others would be violated;  

3. breaching a legal or other professional privilege or obligation;  

4. prejudicing employee security investigations or grievance proceedings or in connection with employee 
succession planning and corporate re-organizations; or  

5. prejudicing the confidentiality necessary in monitoring, inspection or regulatory functions connected with 
sound management, or in future or ongoing negotiations involving the organization. 

ii.  An organization which claims an exception has the burden of demonstrating its necessity, and the reasons for 
restricting access and a contact point for further inquiries should be given to individuals. 
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f. Right to Obtain Confirmation and Charging a Fee to Cover the Costs for Providing Access 

i.  An individual has the right to obtain confirmation of whether or not this organization has personal data 
relating to him or her. An individual also has the right to have communicated to him or her personal data 
relating to him or her. An organization may charge a fee that is not excessive. 

ii.  Charging a fee may be justified, for example, where requests for access are manifestly excessive, in particular 
because of their repetitive character. 

iii.  Access may not be refused on cost grounds if the individual offers to pay the costs.  

g. Repetitious or Vexatious Requests for Access 

An organization may set reasonable limits on the number of times within a given period that access requests 
from a particular individual will be met. In setting such limitations, an organization should consider such factors 
as the frequency with which information is updated, the purpose for which the data are used, and the nature of 
the information.  

h. Fraudulent Requests for Access 

An organization is not required to provide access unless it is supplied with sufficient information to allow it to 
confirm the identity of the person making the request.  

i. Timeframe for Responses 

Organizations should respond to access requests within a reasonable time period, in a reasonable manner, and 
in a form that is readily intelligible to the individual. An organization that provides information to data subjects 
at regular intervals may satisfy an individual access request with its regular disclosure if it would not constitute 
an excessive delay. 

9.  Human Resources Data  

a. Coverage by the Privacy Shield 

i.  Where an organization in the EU transfers personal information about its employees (past or present) 
collected in the context of the employment relationship, to a parent, affiliate, or unaffiliated service provider 
in the United States participating in the Privacy Shield, the transfer enjoys the benefits of the Privacy Shield. 
In such cases, the collection of the information and its processing prior to transfer will have been subject to 
the national laws of the EU country where it was collected, and any conditions for or restrictions on its 
transfer according to those laws will have to be respected. 

ii.  The Privacy Shield Principles are relevant only when individually identified or identifiable records are 
transferred or accessed. Statistical reporting relying on aggregate employment data and containing no 
personal data or the use of anonymized data does not raise privacy concerns.  

b. Application of the Notice and Choice Principles 

i.  A U.S. organization that has received employee information from the EU under the Privacy Shield may 
disclose it to third parties or use it for different purposes only in accordance with the Notice and Choice 
Principles. For example, where an organization intends to use personal information collected through the 
employment relationship for non-employment-related purposes, such as marketing communications, the U.S. 
organization must provide the affected individuals with the requisite choice before doing so, unless they have 
already authorized the use of the information for such purposes. Such use must not be incompatible with 
the purposes for which the personal information has been collected or subsequently authorised by the 
individual. Moreover, such choices must not be used to restrict employment opportunities or take any 
punitive action against such employees. 
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ii.  It should be noted that certain generally applicable conditions for transfer from some EU Member States 
may preclude other uses of such information even after transfer outside the EU and such conditions will 
have to be respected. 

iii.  In addition, employers should make reasonable efforts to accommodate employee privacy preferences. This 
could include, for example, restricting access to the personal data, anonymizing certain data, or assigning 
codes or pseudonyms when the actual names are not required for the management purpose at hand. 

iv.  To the extent and for the period necessary to avoid prejudicing the ability of the organization in making 
promotions, appointments, or other similar employment decisions, an organization does not need to offer 
notice and choice.  

c. Application of the Access Principle 

The Supplemental Principle on Access provides guidance on reasons which may justify denying or limiting 
access on request in the human resources context. Of course, employers in the European Union must comply 
with local regulations and ensure that European Union employees have access to such information as is required 
by law in their home countries, regardless of the location of data processing and storage. The Privacy Shield 
requires that an organization processing such data in the United States will cooperate in providing such access 
either directly or through the EU employer.  

d. Enforcement 

i. In so far as personal information is used only in the context of the employment relationship, primary re
sponsibility for the data vis-à-vis the employee remains with the organization in the EU. It follows that, where 
European employees make complaints about violations of their data protection rights and are not satisfied 
with the results of internal review, complaint, and appeal procedures (or any applicable grievance procedures 
under a contract with a trade union), they should be directed to the state or national data protection or labor 
authority in the jurisdiction where the employees work. This includes cases where the alleged mishandling of 
their personal information is the responsibility of the U.S. organization that has received the information 
from the employer and thus involves an alleged breach of the Privacy Shield Principles. This will be the most 
efficient way to address the often overlapping rights and obligations imposed by local labor law and labor 
agreements as well as data protection law. 

ii.  A U.S. organization participating in the Privacy Shield that uses EU human resources data transferred from 
the European Union in the context of the employment relationship and that wishes such transfers to be 
covered by the Privacy Shield must therefore commit to cooperate in investigations by and to comply with 
the advice of competent EU authorities in such cases.  

e. Application of the Accountability for Onward Transfer Principle 

For occasional employment-related operational needs of the Privacy Shield organization with respect to personal 
data transferred under the Privacy Shield, such as the booking of a flight, hotel room, or insurance coverage, 
transfers of personal data of a small number of employees can take place to controllers without application of 
the Access Principle or entering into a contract with the third-party controller, as otherwise required under the 
Accountability for Onward Transfer Principle, provided that the Privacy Shield organization has complied with 
the Notice and Choice Principles. 

10.  Obligatory Contracts for Onward Transfers  

a. Data Processing Contracts 

i.  When personal data is transferred from the EU to the United States only for processing purposes, a contract 
will be required, regardless of participation by the processor in the Privacy Shield. 
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ii.  Data controllers in the European Union are always required to enter into a contract when a transfer for mere 
processing is made, whether the processing operation is carried out inside or outside the EU, and whether or 
not the processor participates in the Privacy Shield. The purpose of the contract is to make sure that the 
processor:  

1. acts only on instructions from the controller;  

2. provides appropriate technical and organizational measures to protect personal data against accidental or 
unlawful destruction or accidental loss, alternation, unauthorized disclosure or access, and understands 
whether onward transfer is allowed; and  

3. taking into account the nature of the processing, assists the controller in responding to individuals 
exercising their rights under the Principles. 

iii.  Because adequate protection is provided by Privacy Shield participants, contracts with Privacy Shield 
participants for mere processing do not require prior authorization (or such authorization will be granted 
automatically by the EU Member States), as would be required for contracts with recipients not participating 
in the Privacy Shield or otherwise not providing adequate protection.  

b. Transfers within a Controlled Group of Corporations or Entities 

When personal information is transferred between two controllers within a controlled group of corporations or 
entities, a contract is not always required under the Accountability for Onward Transfer Principle. Data 
controllers within a controlled group of corporations or entities may base such transfers on other instruments, 
such as EU Binding Corporate Rules or other intra-group instruments (e.g., compliance and control programs), 
ensuring the continuity of protection of personal information under the Principles. In case of such transfers, the 
Privacy Shield organization remains responsible for compliance with the Principles.  

c. Transfers between Controllers 

For transfers between controllers, the recipient controller need not be a Privacy Shield organization or have an 
independent recourse mechanism. The Privacy Shield organization must enter into a contract with the recipient 
third-party controller that provides for the same level of protection as is available under the Privacy Shield, not 
including the requirement that the third party controller be a Privacy Shield organization or have an 
independent recourse mechanism, provided it makes available an equivalent mechanism. 

11.  Dispute Resolution and Enforcement  

a. The Recourse, Enforcement and Liability Principle sets out the requirements for Privacy Shield enforcement. 
How to meet the requirements of point (a)(ii) of the Principle is set out in the Supplemental Principle on 
Verification. This Supplemental Principle addresses points (a)(i) and (a)(iii), both of which require independent 
recourse mechanisms. These mechanisms may take different forms, but they must meet the Recourse, 
Enforcement and Liability Principle's requirements. Organizations satisfy the requirements through the following: 
(i) compliance with private sector developed privacy programs that incorporate the Privacy Shield Principles into 
their rules and that include effective enforcement mechanisms of the type described in the Recourse, 
Enforcement and Liability Principle; (ii) compliance with legal or regulatory supervisory authorities that provide 
for handling of individual complaints and dispute resolution; or (iii) commitment to cooperate with data 
protection authorities located in the European Union or their authorized representatives.  

b. This list is intended to be illustrative and not limiting. The private sector may design additional mechanisms to 
provide enforcement, so long as they meet the requirements of the Recourse, Enforcement and Liability Principle 
and the Supplemental Principles. Please note that the Recourse, Enforcement and Liability Principle's 
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requirements are additional to the requirement that self-regulatory efforts must be enforceable under Section 5 
of the Federal Trade Commission Act, which prohibits unfair and deceptive acts, or another law or regulation 
prohibiting such acts.  

c. In order to help ensure compliance with their Privacy Shield commitments and to support the administration of 
the program, organizations, as well as their independent recourse mechanisms, must provide information 
relating to the Privacy Shield when requested by the Department. In addition, organizations must respond 
expeditiously to complaints regarding their compliance with the Principles referred through the Department by 
DPAs. The response should address whether the complaint has merit and, if so, how the organization will rectify 
the problem. The Department will protect the confidentiality of information it receives in accordance with 
U.S. law.  

d. Recourse Mechanisms 

i.  Consumers should be encouraged to raise any complaints they may have with the relevant organization 
before proceeding to independent recourse mechanisms. Organizations must respond to a consumer within 
45 days of receiving a complaint. Whether a recourse mechanism is independent is a factual question that 
can be demonstrated notably by impartiality, transparent composition and financing, and a proven track 
record. As required by the Recourse, Enforcement and Liability Principle, the recourse available to individuals 
must be readily available and free of charge to individuals. Dispute resolution bodies should look into each 
complaint received from individuals unless they are obviously unfounded or frivolous. This does not 
preclude the establishment of eligibility requirements by the organization operating the recourse mechanism, 
but such requirements should be transparent and justified (for example, to exclude complaints that fall 
outside the scope of the program or are for consideration in another forum), and should not have the effect 
of undermining the commitment to look into legitimate complaints. In addition, recourse mechanisms 
should provide individuals with full and readily available information about how the dispute resolution 
procedure works when they file a complaint. Such information should include notice about the mechanism's 
privacy practices, in conformity with the Privacy Shield Principles. They should also cooperate in the 
development of tools such as standard complaint forms to facilitate the complaint resolution process. 

ii.  Independent recourse mechanisms must include on their public websites information regarding the Privacy 
Shield Principles and the services that they provide under the Privacy Shield. This information must include: 
(1) information on or a link to the Privacy Shield Principles' requirements for independent recourse 
mechanisms; (2) a link to the Department's Privacy Shield website; (3) an explanation that their dispute 
resolution services under the Privacy Shield are free of charge to individuals; (4) a description of how 
a Privacy Shield-related complaint can be filed; (5) the timeframe in which Privacy Shield-related complaints 
are processed; and (6) a description of the range of potential remedies. 

iii.  Independent recourse mechanisms must publish an annual report providing aggregate statistics regarding 
their dispute resolution services. The annual report must include: (1) the total number of Privacy Shield- 
related complaints received during the reporting year; (2) the types of complaints received; (3) dispute 
resolution quality measures, such as the length of time taken to process complaints; and (4) the outcomes of 
the complaints received, notably the number and types of remedies or sanctions imposed. 

iv.  As set forth in Annex I, an arbitration option is available to an individual to determine, for residual claims, 
whether a Privacy Shield organization has violated its obligations under the Principles as to that individual, 
and whether any such violation remains fully or partially unremedied. This option is available only for these 
purposes. This option is not available, for example, with respect to the exceptions to the Principles (1) or 
with respect to an allegation about the adequacy of the Privacy Shield. Under this arbitration option, the 
Privacy Shield Panel (consisting of one or three arbitrators, as agreed by the parties) has the authority to 
impose individual-specific, non-monetary equitable relief (such as access, correction, deletion, or return of 
the individual's data in question) necessary to remedy the violation of the Principles only with respect to the 
individual. Individuals and Privacy Shield organizations will be able to seek judicial review and enforcement 
of the arbitral decisions pursuant to U.S. law under the Federal Arbitration Act. 
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e. Remedies and Sanctions 

The result of any remedies provided by the dispute resolution body should be that the effects of non-compliance 
are reversed or corrected by the organization, insofar as feasible, and that future processing by the organization 
will be in conformity with the Principles and, where appropriate, that processing of the personal data of the 
individual who brought the complaint will cease. Sanctions need to be rigorous enough to ensure compliance by 
the organization with the Principles. A range of sanctions of varying degrees of severity will allow dispute 
resolution bodies to respond appropriately to varying degrees of non-compliance. Sanctions should include both 
publicity for findings of non-compliance and the requirement to delete data in certain circumstances (1). Other 
sanctions could include suspension and removal of a seal, compensation for individuals for losses incurred as 
a result of non-compliance and injunctive awards. Private sector dispute resolution bodies and self-regulatory 
bodies must notify failures of Privacy Shield organizations to comply with their rulings to the governmental 
body with applicable jurisdiction or to the courts, as appropriate, and to notify the Department.  

f. FTC Action 

The FTC has committed to reviewing on a priority basis referrals alleging non-compliance with the Principles 
received from: (i) privacy self-regulatory organizations and other independent dispute resolution bodies; (ii) EU 
Member States; and (iii) the Department, to determine whether Section 5 of the FTC Act prohibiting unfair or 
deceptive acts or practices in commerce has been violated. If the FTC concludes that it has reason to believe 
Section 5 has been violated, it may resolve the matter by seeking an administrative cease and desist order 
prohibiting the challenged practices or by filing a complaint in a federal district court, which if successful could 
result in a federal court order to same effect. This includes false claims of adherence to the Privacy Shield 
Principles or participation in the Privacy Shield by organizations, which either are no longer on the Privacy 
Shield List or have never self-certified to the Department. The FTC may obtain civil penalties for violations of an 
administrative cease and desist order and may pursue civil or criminal contempt for violation of a federal court 
order. The FTC will notify the Department of any such actions it takes. The Department encourages other 
government bodies to notify it of the final disposition of any such referrals or other rulings determining 
adherence to the Privacy Shield Principles.  

g. Persistent Failure to Comply 

i.  If an organization persistently fails to comply with the Principles, it is no longer entitled to benefit from the 
Privacy Shield. Organizations that have persistently failed to comply with the Principles will be removed 
from the Privacy Shield List by the Department and must return or delete the personal information they 
received under the Privacy Shield. 

ii.  Persistent failure to comply arises where an organization that has self-certified to the Department refuses to 
comply with a final determination by any privacy self-regulatory, independent dispute resolution, or 
government body, or where such a body determines that an organization frequently fails to comply with the 
Principles to the point where its claim to comply is no longer credible. In these cases, the organization must 
promptly notify the Department of such facts. Failure to do so may be actionable under the False Statements 
Act (18 U.S.C. § 1001). An organization's withdrawal from a private-sector privacy self-regulatory program 
or independent dispute resolution mechanism does not relieve it of its obligation to comply with the 
Principles and would constitute a persistent failure to comply. 

iii.  The Department will remove an organization from the Privacy Shield List in response to any notification it 
receives of persistent failure to comply, whether it is received from the organization itself, from a privacy 
self-regulatory body or another independent dispute resolution body, or from a government body, but only 
after first providing 30 days' notice and an opportunity to respond to the organization that has failed to 
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comply. Accordingly, the Privacy Shield List maintained by the Department will make clear which organi
zations are assured and which organizations are no longer assured of Privacy Shield benefits. 

iv.  An organization applying to participate in a self-regulatory body for the purposes of requalifying for the 
Privacy Shield must provide that body with full information about its prior participation in the Privacy 
Shield. 

12.  Choice — Timing of Opt Out 

a.  Generally, the purpose of the Choice Principle is to ensure that personal information is used and disclosed in 
ways that are consistent with the individual's expectations and choices. Accordingly, an individual should be able 
to exercise ‘opt out’ choice of having personal information used for direct marketing at any time subject to 
reasonable limits established by the organization, such as giving the organization time to make the opt out 
effective. An organization may also require sufficient information to confirm the identity of the individual 
requesting the ‘opt out’. In the United States, individuals may be able to exercise this option through the use of 
a central ‘opt out’ program such as the Direct Marketing Association's Mail Preference Service. Organizations 
that participate in the Direct Marketing Association's Mail Preference Service should promote its availability to 
consumers who do not wish to receive commercial information. In any event, an individual should be given 
a readily available and affordable mechanism to exercise this option. 

b.  Similarly, an organization may use information for certain direct marketing purposes when it is impracticable to 
provide the individual with an opportunity to opt out before using the information, if the organization promptly 
gives the individual such opportunity at the same time (and upon request at any time) to decline (at no cost to 
the individual) to receive any further direct marketing communications and the organization complies with the 
individual's wishes. 

13.  Travel Information 

a.  Airline passenger reservation and other travel information, such as frequent flyer or hotel reservation 
information and special handling needs, such as meals to meet religious requirements or physical assistance, may 
be transferred to organizations located outside the EU in several different circumstances. Under Article 26 of the 
Directive, personal data may be transferred ‘to a third country which does not ensure an adequate level of 
protection within the meaning of Article 25(2)’ on the condition that it (i) is necessary to provide the services 
requested by the consumer or to fulfill the terms of an agreement, such as a ‘frequent flyer’ agreement; or (ii) has 
been unambiguously consented to by the consumer. U.S. organizations subscribing to the Privacy Shield provide 
adequate protection for personal data and may therefore receive data transfers from the EU without meeting 
these conditions or other conditions set out in Article 26 of the Directive. Since the Privacy Shield includes 
specific rules for sensitive information, such information (which may need to be collected, for example, in 
connection with customers' needs for physical assistance) may be included in transfers to Privacy Shield 
participants. In all cases, however, the organization transferring the information has to respect the law in the EU 
Member State in which it is operating, which may, inter alia, impose special conditions for the handling of 
sensitive data. 

14.  Pharmaceutical and Medical Products  

a. Application of EU Member State Laws or the Privacy Shield Principles 

EU Member State law applies to the collection of the personal data and to any processing that takes place prior 
to the transfer to the United States. The Privacy Shield Principles apply to the data once they have been 
transferred to the United States. Data used for pharmaceutical research and other purposes should be 
anonymized when appropriate. 
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b. Future Scientific Research 

i.  Personal data developed in specific medical or pharmaceutical research studies often play a valuable role in 
future scientific research. Where personal data collected for one research study are transferred to a U.S. 
organization in the Privacy Shield, the organization may use the data for a new scientific research activity if 
appropriate notice and choice have been provided in the first instance. Such notice should provide 
information about any future specific uses of the data, such as periodic follow-up, related studies, or 
marketing. 

ii.  It is understood that not all future uses of the data can be specified, since a new research use could arise 
from new insights on the original data, new medical discoveries and advances, and public health and 
regulatory developments. Where appropriate, the notice should therefore include an explanation that 
personal data may be used in future medical and pharmaceutical research activities that are unanticipated. If 
the use is not consistent with the general research purpose(s) for which the personal data were originally 
collected, or to which the individual has consented subsequently, new consent must be obtained.  

c. Withdrawal from a Clinical Trial 

Participants may decide or be asked to withdraw from a clinical trial at any time. Any personal data collected 
previous to withdrawal may still be processed along with other data collected as part of the clinical trial, 
however, if this was made clear to the participant in the notice at the time he or she agreed to participate.  

d. Transfers for Regulatory and Supervision Purposes 

Pharmaceutical and medical device companies are allowed to provide personal data from clinical trials 
conducted in the EU to regulators in the United States for regulatory and supervision purposes. Similar transfers 
are allowed to parties other than regulators, such as company locations and other researchers, consistent with 
the Principles of Notice and Choice.  

e. ‘Blinded’ Studies 

i.  To ensure objectivity in many clinical trials, participants, and often investigators as well, cannot be given 
access to information about which treatment each participant may be receiving. Doing so would jeopardize 
the validity of the research study and results. Participants in such clinical trials (referred to as ‘blinded’ studies) 
do not have to be provided access to the data on their treatment during the trial if this restriction has been 
explained when the participant entered the trial and the disclosure of such information would jeopardize the 
integrity of the research effort. 

ii.  Agreement to participate in the trial under these conditions is a reasonable forgoing of the right of access. 
Following the conclusion of the trial and analysis of the results, participants should have access to their data 
if they request it. They should seek it primarily from the physician or other health care provider from whom 
they received treatment within the clinical trial, or secondarily from the sponsoring organization.  

f. Product Safety and Efficacy Monitoring 

A pharmaceutical or medical device company does not have to apply the Privacy Shield Principles with respect 
to the Notice, Choice, Accountability for Onward Transfer, and Access Principles in its product safety and 
efficacy monitoring activities, including the reporting of adverse events and the tracking of patients/subjects 
using certain medicines or medical devices, to the extent that adherence to the Principles interferes with 
compliance with regulatory requirements. This is true both with respect to reports by, for example, health care 
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providers to pharmaceutical and medical device companies, and with respect to reports by pharmaceutical and 
medical device companies to government agencies like the Food and Drug Administration.  

g. Key-coded Data 

Invariably, research data are uniquely key-coded at their origin by the principal investigator so as not to reveal 
the identity of individual data subjects. Pharmaceutical companies sponsoring such research do not receive the 
key. The unique key code is held only by the researcher, so that he or she can identify the research subject under 
special circumstances (e.g., if follow-up medical attention is required). A transfer from the EU to the United 
States of data coded in this way would not constitute a transfer of personal data that would be subject to the 
Privacy Shield Principles. 

15.  Public Record and Publicly Available Information 

a.  An organization must apply the Privacy Shield Principles of Security, Data Integrity and Purpose Limitation, and 
Recourse, Enforcement and Liability to personal data from publicly available sources. These Principles shall apply 
also to personal data collected from public records, i.e., those records kept by government agencies or entities at 
any level that are open to consultation by the public in general. 

b.  It is not necessary to apply the Notice, Choice, or Accountability for Onward Transfer Principles to public record 
information, as long as it is not combined with non-public record information, and any conditions for 
consultation established by the relevant jurisdiction are respected. Also, it is generally not necessary to apply the 
Notice, Choice, or Accountability for Onward Transfer Principles to publicly available information unless the 
European transferor indicates that such information is subject to restrictions that require application of those 
Principles by the organization for the uses it intends. Organizations will have no liability for how such 
information is used by those obtaining such information from published materials. 

c.  Where an organization is found to have intentionally made personal information public in contravention of the 
Principles so that it or others may benefit from these exceptions, it will cease to qualify for the benefits of the 
Privacy Shield. 

d.  It is not necessary to apply the Access Principle to public record information as long as it is not combined with 
other personal information (apart from small amounts used to index or organize the public record information); 
however, any conditions for consultation established by the relevant jurisdiction are to be respected. In contrast, 
where public record information is combined with other non-public record information (other than as 
specifically noted above), an organization must provide access to all such information, assuming it is not subject 
to other permitted exceptions. 

e.  As with public record information, it is not necessary to provide access to information that is already publicly 
available to the public at large, as long as it is not combined with non-publicly available information. Organi
zations that are in the business of selling publicly available information may charge the organization's customary 
fee in responding to requests for access. Alternatively, individuals may seek access to their information from the 
organization that originally compiled the data. 

16.  Access Requests by Public Authorities 

a.  In order to provide transparency in respect of lawful requests by public authorities to access personal 
information, Privacy Shield organizations may voluntarily issue periodic transparency reports on the number of 
requests for personal information they receive by public authorities for law enforcement or national security 
reasons, to the extent such disclosures are permissible under applicable law. 
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b.  The information provided by the Privacy Shield organizations in these reports together with information that 
has been released by the intelligence community, along with other information, can be used to inform the 
annual joint review of the functioning of the Privacy Shield in accordance with the Principles. 

c. Absence of notice in accordance with point (a)(xii) of the Notice Principle shall not prevent or impair an organi
zation's ability to respond to any lawful request.  
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Annex I 

Arbitral model 

This Annex I provides the terms under which Privacy Shield organizations are obligated to arbitrate claims, pursuant to 
the Recourse, Enforcement and Liability Principle. The binding arbitration option described below applies to certain 
‘residual’ claims as to data covered by the EU-U.S. Privacy Shield. The purpose of this option is to provide a prompt, 
independent, and fair mechanism, at the option of individuals, for resolution of claimed violations of the Principles not 
resolved by any of the other Privacy Shield mechanisms, if any. 

A. Scope 

This arbitration option is available to an individual to determine, for residual claims, whether a Privacy Shield 
organization has violated its obligations under the Principles as to that individual, and whether any such violation 
remains fully or partially unremedied. This option is available only for these purposes. This option is not available, for 
example, with respect to the exceptions to the Principles (1) or with respect to an allegation about the adequacy of the 
Privacy Shield. 

B. Available Remedies 

Under this arbitration option, the Privacy Shield Panel (consisting of one or three arbitrators, as agreed by the parties) 
has the authority to impose individual-specific, non-monetary equitable relief (such as access, correction, deletion, or 
return of the individual's data in question) necessary to remedy the violation of the Principles only with respect to the 
individual. These are the only powers of the arbitration panel with respect to remedies. In considering remedies, the 
arbitration panel is required to consider other remedies that already have been imposed by other mechanisms under the 
Privacy Shield. No damages, costs, fees, or other remedies are available. Each party bears its own attorney's fees. 

C. Pre-Arbitration Requirements 

An individual who decides to invoke this arbitration option must take the following steps prior to initiating an 
arbitration claim: (1) raise the claimed violation directly with the organization and afford the organization an 
opportunity to resolve the issue within the timeframe set forth in Section III.11(d)(i) of the Principles; (2) make use of 
the independent recourse mechanism under the Principles, which is at no cost to the individual; and (3) raise the issue 
through their Data Protection Authority to the Department of Commerce and afford the Department of Commerce an 
opportunity to use best efforts to resolve the issue within the timeframes set forth in the Letter from the International 
Trade Administration of the Department of Commerce, at no cost to the individual. 

This arbitration option may not be invoked if the individual's same claimed violation of the Principles (1) has previously 
been subject to binding arbitration; (2) was the subject of a final judgment entered in a court action to which the 
individual was a party; or (3) was previously settled by the parties. In addition, this option may not be invoked if an EU 
Data Protection Authority (1) has authority under Sections III.5 or III.9 of the Principles; or (2) has the authority to 
resolve the claimed violation directly with the organization. A DPA's authority to resolve the same claim against an EU 
data controller does not alone preclude invocation of this arbitration option against a different legal entity not bound by 
the DPA authority. 

D. Binding Nature of Decisions 

An individual's decision to invoke this binding arbitration option is entirely voluntary. Arbitral decisions will be binding 
on all parties to the arbitration. Once invoked, the individual forgoes the option to seek relief for the same claimed 
violation in another forum, except that if non-monetary equitable relief does not fully remedy the claimed violation, the 
individual's invocation of arbitration will not preclude a claim for damages that is otherwise available in the courts. 
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E. Review and Enforcement 

Individuals and Privacy Shield organizations will be able to seek judicial review and enforcement of the arbitral decisions 
pursuant to U.S. law under the Federal Arbitration Act (1). Any such cases must be brought in the federal district court 
whose territorial coverage includes the primary place of business of the Privacy Shield organization. 

This arbitration option is intended to resolve individual disputes, and arbitral decisions are not intended to function as 
persuasive or binding precedent in matters involving other parties, including in future arbitrations or in EU or U.S. 
courts, or FTC proceedings. 

F. The Arbitration Panel 

The parties will select the arbitrators from the list of arbitrators discussed below. 

Consistent with applicable law, the U.S. Department of Commerce and the European Commission will develop a list of 
at least 20 arbitrators, chosen on the basis of independence, integrity, and expertise. The following shall apply in 
connection with this process: 

Arbitrators:  

(1) will remain on the list for a period of 3 years, absent exceptional circumstances or for cause, renewable for one 
additional period of 3 years;  

(2) shall not be subject to any instructions from, or be affiliated with, either party, or any Privacy Shield organization, 
or the U.S., EU, or any EU Member State or any other governmental authority, public authority, or enforcement 
authority; and  

(3) must be admitted to practice law in the U.S. and be experts in U.S. privacy law, with expertise in EU data protection 
law. 

G. Arbitration Procedures 

Consistent with applicable law, within 6 months from the adoption of the adequacy decision, the Department of 
Commerce and the European Commission will agree to adopt an existing, well-established set of U.S. arbitral procedures 
(such as AAA or JAMS) to govern proceedings before the Privacy Shield Panel, subject to each of the following consider
ations:  

1. An individual may initiate binding arbitration, subject to the pre-arbitration requirements provision above, by 
delivering a ‘Notice’ to the organization. The Notice shall contain a summary of steps taken under Paragraph C to 
resolve the claim, a description of the alleged violation, and, at the choice of the individual, any supporting 
documents and materials and/or a discussion of law relating to the alleged claim. 
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(1) Chapter 2 of the Federal Arbitration Act (‘FAA’) provides that ‘[a]n arbitration agreement or arbitral award arising out of a legal 
relationship, whether contractual or not, which is considered as commercial, including a transaction, contract, or agreement 
described in [section 2 of the FAA], falls under the Convention [on the Recognition and Enforcement of Foreign Arbitral Awards of 
June 10, 1958, 21 U.S.T. 2519, T.I.A.S. No 6997 (“New York Convention”)].’ 9 U.S.C. § 202. The FAA further provides that ‘[a]n 
agreement or award arising out of such a relationship which is entirely between citizens of the United States shall be deemed not to 
fall under the [New York] Convention unless that relationship involves property located abroad, envisages performance or 
enforcement abroad, or has some other reasonable relation with one or more foreign states.’ Id. Under Chapter 2, ‘any party to the 
arbitration may apply to any court having jurisdiction under this chapter for an order confirming the award as against any other 
party to the arbitration. The court shall confirm the award unless it finds one of the grounds for refusal or deferral of recognition 
or enforcement of the award specified in the said [New York] Convention.’ Id. § 207. Chapter 2 further provides that ‘[t]he district 
courts of the United States … shall have original jurisdiction over … an action or proceeding [under the New York Convention], 
regardless of the amount in controversy.’ Id. § 203. 
Chapter 2 also provides that ‘Chapter 1 applies to actions and proceedings brought under this chapter to the extent that chapter is not in 
conflict with this chapter or the [New York] Convention as ratified by the United States.’ Id. § 208. Chapter 1, in turn, provides that ‘[a] 
written provision in … a contract evidencing a transaction involving commerce to settle by arbitration a controversy thereafter arising 
out of such contract or transaction, or the refusal to perform the whole or any part thereof, or an agreement in writing to submit to 
arbitration an existing controversy arising out of such a contract, transaction, or refusal, shall be valid, irrevocable, and enforceable, save 
upon such grounds as exist at law or in equity for the revocation of any contract.’ Id. § 2. Chapter 1 further provides that ‘any party to the 
arbitration may apply to the court so specified for an order confirming the award, and thereupon the court must grant such an order 
unless the award is vacated, modified, or corrected as prescribed in sections 10 and 11 of [the FAA].’ Id. § 9. 



2. Procedures will be developed to ensure that an individual's same claimed violation does not receive duplicative 
remedies or procedures.  

3. FTC action may proceed in parallel with arbitration.  

4. No representative of the U.S., EU, or any EU Member State or any other governmental authority, public authority, or 
enforcement authority may participate in these arbitrations, provided, that at the request of an EU individual, EU 
DPAs may provide assistance in the preparation only of the Notice but EU DPAs may not have access to discovery or 
any other materials related to these arbitrations. 

5. The location of the arbitration will be the United States, and the individual may choose video or telephone participa
tion, which will be provided at no cost to the individual. In-person participation will not be required.  

6. The language of the arbitration will be English unless otherwise agreed by the parties. Upon a reasoned request, and 
taking into account whether the individual is represented by an attorney, interpretation at the arbitral hearing as well 
as translation of arbitral materials will be provided at no cost to the individual, unless the panel finds that, under the 
circumstances of the specific arbitration, this would lead to unjustified or disproportionate costs.  

7. Materials submitted to arbitrators will be treated confidentially and will only be used in connection with the 
arbitration.  

8. Individual-specific discovery may be permitted if necessary, and such discovery will be treated confidentially by the 
parties and will only be used in connection with the arbitration.  

9. Arbitrations should be completed within 90 days of the delivery of the Notice to the organization at issue, unless 
otherwise agreed to by the parties. 

H. Costs 

Arbitrators should take reasonable steps to minimize the costs or fees of the arbitrations. 

Subject to applicable law, the Department of Commerce will facilitate the establishment of a fund, into which Privacy 
Shield organizations will be required to pay an annual contribution, based in part on the size of the organization, which 
will cover the arbitral cost, including arbitrator fees, up to maximum amounts (‘caps’), in consultation with the European 
Commission. The fund will be managed by a third party, which will report regularly on the operations of the fund. At 
the annual review, the Department of Commerce and European Commission will review the operation of the fund, 
including the need to adjust the amount of the contributions or of the caps, and will consider, among other things, the 
number of arbitrations and the costs and timing of the arbitrations, with the mutual understanding that there will be no 
excessive financial burden imposed on Privacy Shield organizations. Attorney's fees are not covered by this provision or 
any fund under this provision.  

1.8.2016 L 207/70 Official Journal of the European Union EN     



ANNEX III 

Letter from U.S. Secretary of State John Kerry 

July 7, 2016 

Dear Commissioner Jourová, 

I am pleased we have reached an understanding on the European Union-United States Privacy Shield that will include an 
Ombudsperson mechanism through which authorities in the EU will be able to submit requests on behalf of EU 
individuals regarding U.S. signals intelligence practices. 

On January 17, 2014, President Barack Obama announced important intelligence reforms included in Presidential Policy 
Directive 28 (PPD-28). Under PPD-28, I designated Under Secretary of State Catherine A. Novelli, who also serves as 
Senior Coordinator for International Information Technology Diplomacy, as our point of contact for foreign 
governments that wish to raise concerns regarding U.S. signals intelligence activities. Building on this role, I have 
established a Privacy Shield Ombudsperson mechanism in accordance with the terms set out in Annex A, which have 
been updated since my letter of February 22, 2016. I have directed Under Secretary Novelli to perform this function. 
Under Secretary Novelli is independent from the U.S. intelligence community, and reports directly to me. 

I have directed my staff to devote the necessary resources to implement this new Ombudsperson mechanism, and am 
confident it will be an effective means to address EU individuals' concerns. 

Sincerely, 

John F. Kerry  
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Annex A 

EU-U.S. Privacy Shield Ombudsperson mechanism regarding signals intelligence 

In recognition of the importance of the EU-U.S. Privacy Shield Framework, this Memorandum sets forth the process for 
implementing a new mechanism, consistent with Presidential Policy Directive 28 (PPD-28), regarding signals 
intelligence (1). 

On January 17, 2014, President Obama gave a speech announcing important intelligence reforms. In that speech, he 
pointed out that ‘[o]ur efforts help protect not only our nation, but our friends and allies as well. Our efforts will only 
be effective if ordinary citizens in other countries have confidence that the United States respects their privacy too.’ 
President Obama announced the issuance of a new presidential directive—PPD-28—to ‘clearly prescribe what we do, 
and do not do, when it comes to our overseas surveillance.’ 

Section 4(d) of PPD-28 directs the Secretary of State to designate a ‘Senior Coordinator for International Information 
Technology Diplomacy’ (Senior Coordinator) ‘to … serve as a point of contact for foreign governments who wish to 
raise concerns regarding signals intelligence activities conducted by the United States.’ As of January 2015, Under 
Secretary C. Novelli has served as the Senior Coordinator. 

This Memorandum describes a new mechanism that the Senior Coordinator will follow to facilitate the processing of 
requests relating to national security access to data transmitted from the EU to the United States pursuant to the Privacy 
Shield, standard contractual clauses (SCCs), binding corporate rules (BCRs), ‘Derogations,’ (2) or ‘Possible Future 
Derogations,’ (3) through established avenues under applicable United States laws and policy, and the response to those 
requests.  

1. The Privacy Shield Ombudsperson. The Senior Coordinator will serve as the Privacy Shield Ombudsperson and 
designate additional State Department officials, as appropriate to assist in her performance of the responsibilities 
detailed in this memorandum. (Hereinafter, the Coordinator and any officials performing such duties will be referred 
to as ‘Privacy Shield Ombudsperson.’) The Privacy Shield Ombudsperson will work closely with appropriate officials 
from other departments and agencies who are responsible for processing requests in accordance with applicable 
United States law and policy. The Ombudsperson is independent from the Intelligence Community. The 
Ombudsperson reports directly to the Secretary of State who will ensure that the Ombudsperson carries out its 
function objectively and free from improper influence that is liable to have an effect on the response to be provided.  

2. Effective Coordination. The Privacy Shield Ombudsperson will be able to effectively use and coordinate with the 
oversight bodies, described below, in order to ensure that the Ombudsperson's response to requests from the 
submitting EU individual complaint handing body is based on the necessary information. When the request relates to 
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(1) Provided that the Commission Decision on the adequacy of the protection provided by the EU-U.S. Privacy Shield applies to Iceland, 
Liechtenstein and Norway, the Privacy Shield Package will cover both the European Union, as well as these three countries. Consequently, 
references to the EU and its Member States will be read as including Iceland, Liechtenstein and Norway. 

(2) ‘Derogations’ in this context mean a commercial transfer or transfers that take place on the condition that: (a) the data subject has given 
his consent unambiguously to the proposed transfer; or (b) the transfer is necessary for the performance of a contract between the data 
subject and the controller or the implementation of precontractual measures taken in response to the data subject's request; or (c) the 
transfer is necessary for the conclusion or performance of a contract concluded in the interest of the data subject between the controller 
and a third party; or (d) the transfer is necessary or legally required on important public interest grounds, or for the establishment, 
exercise or defense of legal claims; or (e) the transfer is necessary in order to protect the vital interests of the data subject; or (f) the 
transfer is made from a register which according to laws or regulations is intended to provide information to the public and which is 
open to consultation either by the public in general or by any person who can demonstrate legitimate interest, to the extent that the 
conditions laid down in law for consultation are fulfilled in the particular case. 

(3) ‘Possible Future Derogations’ in this context mean a commercial transfer or transfers that take place on one of the following conditions, 
to the extent the condition constitutes lawful grounds for transfers of personal data from the EU to the U.S.: (a) the data subject has 
explicitly consented to the proposed transfer, after having been informed of the possible risks of such transfers for the data subject due to 
the absence of an adequacy decision and appropriate safeguards; or (b) the transfer is necessary in order to protect the vital interests of 
the data subject or of other persons, where the data subject is physically or legally incapable of giving consent; or (c) in case of a transfer 
to a third country or an international organization and none of the other derogations or possible future derogations is applicable, only if 
the transfer is not repetitive, concerns only a limited number of data subjects, is necessary for the purposes of compelling legitimate 
interests pursued by the controller which are not overridden by the interests or rights and freedoms of the data subject, and the controller 
has assessed all the circumstances surrounding the data transfer and has on the basis of that assessment provided suitable safeguards with 
regard to the protection of personal data. 



the compatibility of surveillance with U.S. law, the Privacy Shield Ombudsperson will be able to cooperate with one 
of the independent oversight bodies with investigatory powers. 

a.  The Privacy Shield Ombudsperson will work closely with other United States Government officials, including 
appropriate independent oversight bodies, to ensure that completed requests are processed and resolved in 
accordance with applicable laws and policies. In particular, the Privacy Shield Ombudsperson will be able to 
coordinate closely with the Office of the Director of National Intelligence, the Department of Justice, and other 
departments and agencies involved in United States national security as appropriate, and Inspectors General, 
Freedom of Information Act Officers, and Civil Liberties and Privacy Officers. 

b.  The United States Government will rely on mechanisms for coordinating and overseeing national security matters 
across departments and agencies to help ensure that the Privacy Shield Ombudsperson is able to respond within 
the meaning of Section 4(e) to completed requests under Section 3(b). 

c.  The Privacy Shield Ombudsperson may refer matters related to requests to the Privacy and Civil Liberties 
Oversight Board for its consideration.  

3. Submitting Requests. 

a.  A request will initially be submitted to the supervisory authorities in the Member States competent for the 
oversight of national security services and/or the processing of personal data by public authorities. The request 
will be submitted to the Ombudsperson by a EU centralized body (hereafter together: the ‘EU individual complaint 
handling body’). 

b.  The EU individual complaint handling body will ensure, in compliance with the following actions, that the request 
is complete: 

(i)  Verifying the identity of the individual, and that the individual is acting on his/her own behalf, and not as 
a representative of a governmental or intergovernmental organization. 

(ii)  Ensuring the request is made in writing, and that it contains the following basic information: 

—  any information that forms the basis for the request, 

—  the nature of information or relief sought, 

—  the United States Government entities believed to be involved, if any, and 

—  the other measures pursued to obtain the information or relief requested and the response received 
through those other measures. 

(iii)  Verifying that the request pertains to data reasonably believed to have been transferred from the EU to the 
United States pursuant to the Privacy Shield, SCCs, BCRs, Derogations, or Possible Future Derogations. 

(iv)  Making an initial determination that the request is not frivolous, vexatious, or made in bad faith. 

c.  To be completed for purposes of further handling by the Privacy Shield Ombudsperson under this memorandum, 
the request need not demonstrate that the requester's data has in fact been accessed by the United States 
Government through signal intelligence activities.  

4. Commitments to Communicate with Submitting EU Individual Complaint Handling Body. 

a.  The Privacy Shield Ombudsperson will acknowledge receipt of the request to the submitting EU individual 
complaint handling body. 

b.  The Privacy Shield Ombudsperson will conduct an initial review to verify that the request has been completed in 
conformance with Section 3(b). If the Privacy Shield Ombudsperson notes any deficiencies or has any questions 
regarding the completion of the request, the Privacy Shield Ombudsperson will seek to address and resolve those 
concerns with the submitting EU individual complaint handling body. 
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c.  If, to facilitate appropriate processing of the request, the Privacy Shield Ombudsperson needs more information 
about the request, or if specific action is needed to be taken by the individual who originally submitted the 
request, the Privacy Shield Ombudsperson will so inform the submitting EU individual complaint handling body. 

d.  The Privacy Shield Ombudsperson will track the status of requests and provide updates as appropriate to the 
submitting EU individual complaint handling body. 

e.  Once a request has been completed as described in Section 3 of this Memorandum, the Privacy Shield 
Ombudsperson will provide in a timely manner an appropriate response to the submitting EU individual 
complaint handling body, subject to the continuing obligation to protect information under applicable laws and 
policies. The Privacy Shield Ombudsperson will provide a response to the submitting EU individual complaint 
handling body confirming (i) that the complaint has been properly investigated, and (ii) that the U.S. law, statutes, 
executives orders, presidential directives, and agency policies, providing the limitations and safeguards described in 
the ODNI letter, have been complied with, or, in the event of non-compliance, such non-compliance has been 
remedied. The Privacy Shield Ombudsperson will neither confirm nor deny whether the individual has been the 
target of surveillance nor will the Privacy Shield Ombudsperson confirm the specific remedy that was applied. As 
further explained in Section 5, FOIA requests will be processed as provided under that statute and applicable 
regulations. 

f.  The Privacy Shield Ombudsperson will communicate directly with the EU individual complaint handling body, 
who will in turn be responsible for communicating with the individual submitting the request. If direct communi
cations are part of one of the underlying processes described below, then those communications will take place in 
accordance with existing procedures. 

g.  Commitments in this Memorandum will not apply to general claims that the EU-U.S. Privacy Shield is inconsistent 
with European Union data protection requirements. The commitments in this Memorandum are made based on 
the common understanding by the European Commission and the U.S. government that given the scope of 
commitments under this mechanism, there may be resource constraints that arise, including with respect to 
Freedom of Information Act (FOIA) requests. Should the carrying-out of the Privacy Shield Ombudsperson's 
functions exceed reasonable resource constraints and impede the fulfillment of these commitments, the U.S. 
government will discuss with the European Commission any adjustments that may be appropriate to address the 
situation.  

5. Requests for Information. Requests for access to United States Government records may be made and processed 
under the Freedom of Information Act (FOIA). 

a.  FOIA provides a means for any person to seek access to existing federal agency records, regardless of the 
nationality of the requester. This statute is codified in the United States Code at 5 U.S.C. § 552. The statute, 
together with additional information about FOIA, is available at www.FOIA.gov and http://www.justice.gov/oip/ 
foia-resources. Each agency has a Chief FOIA Officer, and has provided information on its public website about 
how to submit a FOIA request to the agency. Agencies have processes for consulting with one another on FOIA 
requests that involve records held by another agency. 

b.  By way of example: 

(i)  The Office of the Director of National Intelligence (ODNI) has established the ODNI FOIA Portal for the 
ODNI: http://www.dni.gov/index.php/about-this-site/foia. This portal provides information on submitting 
a request, checking on the status of an existing request, and accessing information that has been released and 
published by the ODNI under FOIA. The ODNI FOIA Portal includes links to other FOIA websites for IC 
elements: http://www.dni.gov/index.php/about-this-site/foia/other-ic-foia-sites. 

(ii)  The Department of Justice's Office of Information Policy provides comprehensive information about FOIA: 
http://www.justice.gov/oip. This includes not only information about submitting a FOIA request to the 
Department of Justice, but also provides guidance to the United States government on interpreting and 
applying FOIA requirements. 
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c.  Under FOIA, access to government records is subject to certain enumerated exemptions. These include limits on 
access to classified national security information, personal information of third parties, and information 
concerning law enforcement investigations, and are comparable to the limitations imposed by each EU Member 
State with its own information access law. These limitations apply equally to Americans and non-Americans. 

d.  Disputes over the release of records requested pursuant to FOIA can be appealed administratively and then in 
federal court. The court is required to make a de novo determination of whether records are properly withheld, 
5 U.S.C. § 552(a)(4)(B), and can compel the government to provide access to records. In some cases courts have 
overturned government assertions that information should be withheld as classified. Although no monetary 
damages are available, courts can award attorney's fees.  

6. Requests for Further Action. A request alleging violation of law or other misconduct will be referred to the 
appropriate United States Government body, including independent oversight bodies, with the power to investigate 
the respective request and address non-compliance as described below. 

a.  Inspectors General are statutorily independent; have broad power to conduct investigations, audits and reviews of 
programs, including of fraud and abuse or violation of law; and can recommend corrective actions. 

(i)  The Inspector General Act of 1978, as amended, statutorily established the Federal Inspectors General (IG) as 
independent and objective units within most agencies whose duties are to combat waste, fraud, and abuse in 
the programs and operations of their respective agencies. To this end, each IG is responsible for conducting 
audits and investigations relating to the programs and operations of its agency. Additionally, IGs provide 
leadership and coordination and recommend policies for activities designed to promote economy, efficiency, 
and effectiveness, and prevent and detect fraud and abuse, in agency programs and operations. 

(ii)  Each element of the Intelligence Community has its own Office of the Inspector General with responsibility 
for oversight of foreign intelligence activities, among other matters. A number of Inspector General reports 
about intelligence programs have been publicly released. 

(iii)  By way of example: 

—  The Office of the Inspector General of the Intelligence Community (IC IG) was established pursuant to 
Section 405 of the Intelligence Authorization Act of Fiscal Year 2010 — http://www.gpo.gov/fdsys/pkg/ 
PLAW-111publ259/pdf/PLAW-111publ259.pdf. The IC IG is responsible for conducting IC-wide audits, 
investigations, inspections, and reviews that identify and address systemic risks, vulnerabilities, and 
deficiencies that cut across IC agency missions, in order to positively impact IC-wide economies and 
efficiencies. The IC IG is authorized to investigate complaints or information concerning allegations of 
a violation of law, rule, regulation, waste, fraud, abuse of authority, or a substantial or specific danger to 
public health and safety in connection with ODNI and/or IC intelligence programs and activities. 
The IC IG provides information on how to contact the IC IG directly to submit a report: http://www.dni. 
gov/index.php/about-this-site/contact-the-ig. 

—  The Office of the Inspector General (OIG) in the U.S. Department of Justice (DOJ) — https://www.justice. 
gov — is a statutorily created independent entity whose mission is to detect and deter waste, fraud, abuse, 
and misconduct in DOJ programs and personnel, and to promote economy and efficiency in those 
programs. The OIG investigates alleged violations of criminal and civil laws by DOJ employees and also 
audits and inspects DOJ programs. The OIG has jurisdiction over all complaints of misconduct against 
Department of Justice employees, including the Federal Bureau of Investigation; Drug Enforcement 
Administration; Federal Bureau of Prisons; U.S. Marshals Service; Bureau of Alcohol, Tobacco, Firearms, 
and Explosives; United States Attorneys Offices; and employees who work in other Divisions or Offices in 
the Department of Justice. (The one exception is that allegations of misconduct by a Department attorney 
or law enforcement personnel that relate to the exercise of the Department attorney's authority to 
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investigate, litigate, or provide legal advice are the responsibility of the Department's Office of Professional 
Responsibility.) In addition, section 1001 of the USA Patriot Act, signed into law on October 26, 2001, 
directs the Inspector General to review information and receive complaints alleging abuses of civil rights 
and civil liberties by Department of Justice employees. The OIG maintains a public website — 
https://www.oig.justice.gov — which includes a ‘Hotline’ for submitting complaints — https://www.oig. 
justice.gov/hotline/index.htm. 

b.  Privacy and Civil Liberties offices and entities in the United States Government also have relevant responsibilities. 
By way of example: 

(i)  Section 803 of the Implementing Recommendations of the 9/11 Commission Act of 2007, codified in the 
United States Code at 42 U.S.C. § 2000-ee1, establishes privacy and civil liberties officers at certain 
departments and agencies (including the Department of State, Department of Justice, and ODNI). Section 803 
specifies that these privacy and civil liberties officers will serve as the principal advisor to, among other 
things, ensure that such department, agency, or element has adequate procedures to address complaints from 
individuals who allege such department, agency, or element has violated their privacy or civil liberties. 

(ii)  The ODNI's Civil Liberties and Privacy Office (ODNI CLPO) is led by the ODNI Civil Liberties Protection 
Officer, a position established by the National Security Act of 1948, as amended. The duties of the ODNI 
CLPO include ensuring that the policies and procedures of the elements of the Intelligence Community 
include adequate protections for privacy and civil liberties, and reviewing and investigating complaints 
alleging abuse or violation of civil liberties and privacy in ODNI programs and activities. The ODNI CLPO 
provides information to the public on its website, including instructions for how to submit a complaint: 
www.dni.gov/clpo. If the ODNI CLPO receives a privacy or civil liberties complaint involving IC programs 
and activities, it will coordinate with other IC elements on how that complaint should be further processed 
within the IC. Note that the National Security Agency (NSA) also has a Civil Liberties and Privacy Office, 
which provides information about its responsibilities on its website — https://www.nsa.gov/civil_liberties/. If 
information indicates that an agency is out of compliance with privacy requirements (e.g., a requirement 
under Section 4 of PPD-28), then agencies have compliance mechanisms to review and remedy the incident. 
Agencies are required to report compliance incidents under PPD-28 to the ODNI. 

(iii) The Office of Privacy and Civil Liberties (OPCL) at the Department of Justice supports the duties and responsi
bilities of the Department's Chief Privacy and Civil Liberties Officer (CPCLO). The principal mission of OPCL 
is to protect the privacy and civil liberties of the American people through review, oversight, and 
coordination of the Department's privacy operations. OPCL provides legal advice and guidance to 
Departmental components; ensures the Department's privacy compliance, including compliance with the 
Privacy Act of 1974, the privacy provisions of both the E-Government Act of 2002 and the Federal 
Information Security Management Act, as well as administration policy directives issued in furtherance of 
those Acts; develops and provides Departmental privacy training; assists the CPCLO in developing 
Departmental privacy policy; prepares privacy-related reporting to the President and Congress; and reviews 
the information handling practices of the Department to ensure that such practices are consistent with the 
protection of privacy and civil liberties. OPCL provides information to the public about its responsibilities at 
http://www.justice.gov/opcl. 

(iv)  According to 42 U.S.C. § 2000ee et seq., the Privacy and Civil Liberties Oversight Board shall continually 
review (i) the policies and procedures, as well as their implementation, of the departments, agencies and 
elements of the executive branch relating to efforts to protect the Nation from terrorism to ensure that 
privacy and civil liberties are protected, and (ii) other actions by the executive branch relating to such efforts 
to determine whether such actions appropriately protect privacy and civil liberties and are consistent with 
governing laws, regulations, and policies regarding privacy and civil liberties. It shall receive and review 
reports and other information from privacy officers and civil liberties officers and, when appropriate, make 
recommendations to them regarding their activities. Section 803 of the Implementing Recommendations of 
the 9/11 Commission Act of 2007, codified at 42 U.S.C. § 2000ee-1, directs the privacy and civil liberties 
officers of eight federal agencies (including the Secretary of Defense, Secretary of Homeland Security, Director 
of National Intelligence, and Director of the Central Intelligence Agency), and any additional agency 
designated by the Board, to submit periodic reports to the PCLOB, including the number, nature, and 
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disposition of the complaints received by the respective agency for alleged violations. The PCLOB's enabling 
statute directs the Board to receive these reports and, when appropriate, make recommendations to the 
privacy and civil liberties officers regarding their activities.  
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ANNEX IV 

Letter from Federal Trade Commission Chairwoman Edith Ramirez 

July 7, 2016 

VIA EMAIL 

Věra Jourová 
Commissioner for Justice, Consumers and Gender Equality 
European Commission 
Rue de la Loi/Wetstraat 200 
1049 Brussels 
Belgium 

Dear Commissioner Jourová: 

The United States Federal Trade Commission (‘FTC’) appreciates the opportunity to describe its enforcement of the new 
EU-U.S. Privacy Shield Framework (the ‘Privacy Shield Framework’ or ‘Framework’). We believe the Framework will play 
a critical role in facilitating privacy-protective commercial transactions in an increasingly interconnected world. It will 
enable businesses to conduct important operations in the global economy, while at the same time ensuring that EU 
consumers retain important privacy protections. The FTC has long committed to protecting privacy across borders and 
will make enforcement of the new Framework a high priority. Below, we explain the FTC's history of strong privacy 
enforcement generally, including our enforcement of the original Safe Harbor program, as well as the FTC's approach to 
enforcement of the new Framework. 

The FTC first publicly expressed its commitment to enforce the Safe Harbor program in 2000. At that time, then-FTC 
Chairman Robert Pitofsky sent the European Commission a letter outlining the FTC's pledge to vigorously enforce the 
Safe Harbor Privacy Principles. The FTC has continued to uphold this commitment through nearly 40 enforcement 
actions, numerous additional investigations, and cooperation with individual European data protection authorities (‘EU 
DPAs’) on matters of mutual interest. 

After the European Commission raised concerns in November 2013 about the administration and enforcement of the 
Safe Harbor program, we and the U.S. Department of Commerce began consultations with officials from the European 
Commission to explore ways to strengthen it. While those consultations were proceeding, on October 6, 2015, the 
European Court of Justice issued a decision in the Schrems case that, among other things, invalidated the European 
Commission's decision on the adequacy of the Safe Harbor program. Following the decision, we continued to work 
closely with the Department of Commerce and the European Commission in an effort to strengthen the privacy 
protections provided to EU individuals. The Privacy Shield Framework is a result of these ongoing consultations. As was 
the case with the Safe Harbor program, the FTC hereby commits to vigorous enforcement of the new Framework. This 
letter memorializes that commitment. 

Notably, we affirm our commitment in four key areas: (1) referral prioritization and investigations; (2) addressing false 
or deceptive Privacy Shield membership claims; (3) continued order monitoring; and (4) enhanced engagement and 
enforcement cooperation with EU DPAs. We provide below detailed information about each of these commitments and 
relevant background about the FTC's role in protecting consumer privacy and enforcing Safe Harbor, as well as the 
broader privacy landscape in the United States (1). 

I. BACKGROUND 

A. FTC Privacy Enforcement and Policy Work 

The FTC has broad civil enforcement authority to promote consumer protection and competition in the commercial 
sphere. As part of its consumer protection mandate, the FTC enforces a wide range of laws to protect the privacy and 
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(1) We provide additional information about U.S. federal and state privacy laws in Attachment A. In addition, a summary of our recent 
privacy and security enforcement actions is available on the FTC's website at https://www.ftc.gov/reports/privacy-data-security-update- 
2015. 
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security of consumer data. The primary law enforced by the FTC, the FTC Act, prohibits ‘unfair’ and ‘deceptive’ acts or 
practices in or affecting commerce (1). A representation, omission, or practice is deceptive if it is material and likely to 
mislead consumers acting reasonably under the circumstances (2). An act or practice is unfair if it causes, or is likely to 
cause, substantial injury that is not reasonably avoidable by consumers or outweighed by countervailing benefits to 
consumers or competition (3). The FTC also enforces targeted statutes that protect information relating to health, credit 
and other financial matters, as well as children's online information, and has issued regulations implementing each of 
these statutes. 

The FTC's jurisdiction under the FTC Act applies to matters ‘in or affecting commerce.’ The FTC does not have 
jurisdiction over criminal law enforcement or national security matters. Nor can the FTC reach most other governmental 
actions. In addition, there are exceptions to the FTC's jurisdiction over commercial activities, including with respect to 
banks, airlines, the business of insurance, and the common carrier activities of telecommunications service providers. 
The FTC also does not have jurisdiction over most non-profit organizations, but it does have jurisdiction over sham 
charities or other non-profits that in actuality operate for profit. The FTC also has jurisdiction over non-profit organi
zations that operate for the profit of their for-profit members, including by providing substantial economic benefits to 
those members (4). In some instances, the FTC's jurisdiction is concurrent with that of other law enforcement agencies. 

We have developed strong working relationships with federal and state authorities and work closely with them to 
coordinate investigations or make referrals where appropriate. 

Enforcement is the lynchpin of the FTC's approach to privacy protection. To date, the FTC has brought over 500 cases 
protecting the privacy and security of consumer information. This body of cases covers both offline and online 
information and includes enforcement actions against companies large and small, alleging that they failed to properly 
dispose of sensitive consumer data, failed to secure consumers' personal information, deceptively tracked consumers 
online, spammed consumers, installed spyware or other malware on consumers' computers, violated Do Not Call and 
other telemarketing rules, and improperly collected and shared consumer information on mobile devices. The FTC's 
enforcement actions—in both the physical and digital worlds—send an important message to companies about the need 
to protect consumer privacy. 

The FTC has also pursued numerous policy initiatives aimed at enhancing consumer privacy that inform its enforcement 
work. The FTC has hosted workshops and issued reports recommending best practices aimed at improving privacy in 
the mobile ecosystem; increasing transparency of the data broker industry; maximizing the benefits of big data while 
mitigating its risks, particularly for low-income and underserved consumers; and highlighting the privacy and security 
implications of facial recognition and the internet of Things, among other areas. 

The FTC also engages in consumer and business education to enhance the impact of its enforcement and policy 
development initiatives. The FTC has used a variety of tools— publications, online resources, workshops, and social 
media—to provide educational materials on a wide range of topics, including mobile apps, children's privacy, and data 
security. Most recently, the Commission launched its ‘Start With Security’ initiative, which includes new guidance for 
businesses drawing on lessons learned from the agency's data security cases, as well as a series of workshops across the 
country. In addition, the FTC has long been a leader in educating consumers about basic computer security. Last year, 
our OnGuard Online site and its Spanish language counterpart, Alerta en Línea, had more than 5 million page views. 

B. U.S. Legal Protections Benefiting EU Consumers 

The Framework will operate in the context of the larger U.S. privacy landscape, which protects EU consumers in 
a number of ways. 
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(1) 15 U.S.C. § 45(a). 
(2) See FTC Policy Statement on Deception, appended to Cliffdale Assocs., Inc., 103 F.T.C. 110, 174 (1984), available at https://www.ftc.gov/ 

public-statements/1983/10/ftc-policy-statement-deception. 
(3) See 15 U.S.C § 45(n); FTC Policy Statement on Unfairness, appended to Int'l Harvester Co., 104 F.T.C. 949, 1070 (1984), available at 

https://www.ftc.gov/public-statements/1980/12/ftc-policy-statement-unfairness. 
(4) See California Dental Ass'n v. FTC, 526 U.S. 756 (1999). 
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The FTC Act's prohibition on unfair or deceptive acts or practices is not limited to protecting U.S. consumers from U.S. 
companies, as it includes those practices that (1) cause or are likely to cause reasonably foreseeable injury in the United 
States, or (2) involve material conduct in the United States. Further, the FTC can use all remedies, including restitution, 
that are available to protect domestic consumers when protecting foreign consumers. 

Indeed, the FTC's enforcement work significantly benefits both U.S. and foreign consumers. For example, our cases 
enforcing Section 5 of the FTC Act have protected the privacy of U.S. and foreign consumers alike. In a case against an 
information broker, Accusearch, the FTC alleged that the company's sale of confidential telephone records to third 
parties without consumers' knowledge or consent was an unfair practice in violation of Section 5 of the FTC Act. 
Accusearch sold information relating to both U.S. and foreign consumers (1). The court granted injunctive relief against 
Accusearch prohibiting, among other things, the marketing or sale of consumers' personal information without written 
consent, unless it was lawfully obtained from publicly available information, and ordered disgorgement of almost 
USD 200 000 (2). 

The FTC's settlement with TRUSTe is another example. It ensures that consumers, including those in the European 
Union, can rely on representations that a global self-regulatory organization makes about its review and certification of 
domestic and foreign online services (3). Importantly, our action against TRUSTe also strengthens the privacy self- 
regulatory system more broadly by ensuring the accountability of entities that play an important role in self-regulatory 
schemes, including cross-border privacy frameworks. 

The FTC also enforces other targeted laws whose protections extend to non-U.S. consumers, such as the Children's 
Online Privacy Protection Act (‘COPPA’). Among other things, COPPA requires that operators of child-directed websites 
and online services, or general audience sites that knowingly collect personal information from children under the age 
of 13, provide parental notice and obtain verifiable parental consent. U.S.-based websites and services that are subject to 
COPPA and collect personal information from foreign children are required to comply with COPPA. Foreign-based 
websites and online services must also comply with COPPA if they are directed to children in the United States, or if 
they knowingly collect personal information from children in the United States. In addition to the U.S. federal laws 
enforced by the FTC, certain other federal and state consumer protection and privacy laws may provide additional 
benefits to EU consumers. 

C. Safe Harbor Enforcement 

As part of its privacy and security enforcement program, the FTC has also sought to protect EU consumers by bringing 
enforcement actions that involved Safe Harbor violations. The FTC has brought 39 Safe Harbor enforcement actions: 
36 alleging false certification claims, and three cases—against Google, Facebook, and Myspace—involving alleged 
violations of Safe Harbor Privacy Principles (4). These cases demonstrate the enforceability of certifications and the 
repercussions for non-compliance. Twenty-year consent orders require Google, Facebook, and Myspace to implement 
comprehensive privacy programs that must be reasonably designed to address privacy risks related to the development 
and management of new and existing products and services and to protect the privacy and confidentiality of personal 
information. The comprehensive privacy programs mandated under these orders must identify foreseeable material risks 
and have controls to address those risks. The companies must also submit to ongoing, independent assessments of their 
privacy programs, which must be provided to the FTC. The orders also prohibit these companies from misrepresenting 
their privacy practices and their participation in any privacy or security program. This prohibition would also apply to 
companies' acts and practices under the new Privacy Shield Framework. The FTC can enforce these orders by seeking 
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(1) See Office of the Privacy Commissioner of Canada, Complaint under PIPEDA against Accusearch, Inc., doing business as Abika.com, 
https://www.priv.gc.ca/cf-dc/2009/2009_009_0731_e.asp. The Office of the Privacy Commissioner of Canada filed an amicus curiae 
brief in the appeal of the FTC action and conducted its own investigation, concluding that Accusearch's practices also violated Canadian 
law. 

(2) See FTC v. Accusearch, Inc., No 06CV015D (D. Wyo. Dec. 20, 2007), aff'd 570 F.3d 1187 (10th Cir. 2009). 
(3) See In the Matter of True Ultimate Standards Everywhere, Inc., No. C-4512 (F.T.C. Mar. 12, 2015) (decision and order), available at 

https://www.ftc.gov/system/files/documents/cases/150318trust-edo.pdf. 
(4) See In the Matter of Google, Inc., No. C-4336 (F.T.C. Oct. 13 2011) (decision and order), available at https://www.ftc.gov/news-events/ 
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civil penalties. In fact, Google paid a record USD 22,5 million civil penalty in 2012 to resolve allegations it had violated 
its order. Consequently, these FTC orders help protect over a billion consumers worldwide, hundreds of millions of 
whom reside in Europe. 

The FTC's cases have also focused on false, deceptive, or misleading claims of Safe Harbor participation. The FTC takes 
these claims seriously. For example, in FTC v. Karnani, the FTC brought an action in 2011 against an internet marketer 
in the United States alleging that he and his company tricked British consumers into believing that the company was 
based in the United Kingdom, including by using.uk web extensions and referencing British currency and the UK postal 
system (1). However, when consumers received the products, they discovered unexpected import duties, warranties that 
were not valid in the United Kingdom, and charges associated with obtaining refunds. The FTC also charged that the 
defendants deceived consumers about their participation in the Safe Harbor program. Notably, all of the consumer 
victims were in the United Kingdom. 

Many of our other Safe Harbor enforcement cases involved organizations that joined the Safe Harbor program but failed 
to renew their annual certification while they continued to represent themselves as current members. As discussed 
further below, the FTC also commits to addressing false claims of participation in the Privacy Shield Framework. This 
strategic enforcement activity will complement the Department of Commerce's increased actions to verify compliance 
with program requirements for certification and re-certification, its monitoring of effective compliance, including 
through the use of questionnaires to Framework participants, and its increased efforts to identify false Framework 
membership claims and misuse of any Framework certification mark (2). 

II. REFERRAL PRIORITIZATION AND INVESTIGATIONS 

As we did under the Safe Harbor program, the FTC commits to give priority to Privacy Shield referrals from EU 
Member States. We will also prioritize referrals of non-compliance with self-regulatory guidelines relating to the Privacy 
Shield Framework from privacy self- regulatory organizations and other independent dispute resolution bodies. 

To facilitate referrals under the Framework from EU Member States, the FTC is creating a standardized referral process 
and providing guidance to EU Member States on the type of information that would best assist the FTC in its inquiry 
into a referral. As part of this effort, the FTC will designate an agency point of contact for EU Member State referrals. It 
is most useful when the referring authority has conducted a preliminary inquiry into the alleged violation and can 
cooperate with the FTC in an investigation. 

Upon receipt of a referral from an EU Member State or self-regulatory organization, the FTC can take a range of actions 
to address the issues raised. For example, we may review the company's privacy policies, obtain further information 
directly from the company or from third parties, follow up with the referring entity, assess whether there is a pattern of 
violations or significant number of consumers affected, determine whether the referral implicates issues within the 
purview of the Department of Commerce, assess whether consumer and business education would be helpful, and, as 
appropriate, initiate an enforcement proceeding. 

The FTC also commits to exchange information on referrals with referring enforcement authorities, including the status 
of referrals, subject to confidentiality laws and restrictions. To the extent feasible given the number and type of referrals 
received, the information provided will include an evaluation of the referred matters, including a description of 
significant issues raised and any action taken to address law violations within the jurisdiction of the FTC. The FTC will 
also provide feedback to the referring authority on the types of referrals received in order to increase the effectiveness of 
efforts to address unlawful conduct. If a referring enforcement authority seeks information about the status of 
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(1) See FTC v. Karnani, No 2:09-cv-05276 (C.D. Cal. May 20, 2011) (stipulated final order), available at https://www.ftc.gov/sites/default/ 
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(2) Letter from Ken Hyatt, Acting Under Secretary of Commerce for International Trade, International Trade Administration, to Věra 
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a particular referral for purposes of pursuing its own enforcement proceeding, the FTC will respond, taking into account 
the number of referrals under consideration and subject to confidentiality and other legal requirements. 

The FTC will also work closely with EU DPAs to provide enforcement assistance. In appropriate cases, this could include 
information sharing and investigative assistance pursuant to the U.S. SAFE WEB Act, which authorizes FTC assistance to 
foreign law enforcement agencies when the foreign agency is enforcing laws prohibiting practices that are substantially 
similar to those prohibited by laws the FTC enforces (1). As part of this assistance, the FTC can share information 
obtained in connection with an FTC investigation, issue compulsory process on behalf of the EU DPA conducting its 
own investigation, and seek oral testimony from witnesses or defendants in connection with the DPA's enforcement 
proceeding, subject to the requirements of the U.S. SAFE WEB Act. The FTC regularly uses this authority to assist other 
authorities around the world in privacy and consumer protection cases (2). 

In addition to prioritizing Privacy Shield referrals from EU Member States and privacy self-regulatory organizations (3), 
the FTC commits to investigating possible Framework violations on its own initiative where appropriate using a range of 
tools. 

For well over a decade, the FTC has maintained a robust program of investigating privacy and security issues involving 
commercial organizations. As part of these investigations, the FTC routinely examined whether the entity at issue was 
making Safe Harbor representations. If the entity was making such representations and the investigation revealed 
apparent violations of the Safe Harbor Privacy Principles, the FTC included allegations of Safe Harbor violations in its 
enforcement actions. We will continue this proactive approach under the new Framework. Importantly, the FTC 
conducts many more investigations than ultimately result in public enforcement actions. Many FTC investigations are 
closed because staff does not identify an apparent law violation. Because FTC investigations are non-public and 
confidential, the closing of an investigation is often not made public. 

The nearly 40 enforcement actions initiated by the FTC involving the Safe Harbor program evidence the agency's 
commitment to proactive enforcement of cross-border privacy programs. The FTC will look for potential Framework 
violations as part of the privacy and security investigations we undertake on a regular basis. 

III. ADDRESSING FALSE OR DECEPTIVE PRIVACY SHIELD MEMBERSHIP CLAIMS 

As referenced above, the FTC will take action against entities that misrepresent their participation in the Framework. The 
FTC will give priority consideration to referrals from the Department of Commerce regarding organizations that it 
identifies as improperly holding themselves out to be current members of the Framework or using any Framework 
certification mark without authorization. 

In addition, we note that if an organization's privacy policy promises that it complies with the Privacy Shield Principles, 
its failure to make or maintain a registration with the Department of Commerce likely will not, by itself, excuse the 
organization from FTC enforcement of those Framework commitments. 
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(1) In determining whether to exercise its U.S. SAFE WEB Act authority, the FTC considers, inter alia: ‘(A) whether the requesting agency has 
agreed to provide or will provide reciprocal assistance to the Commission; (B) whether compliance with the request would prejudice the 
public interest of the United States; and (C) whether the requesting agency's investigation or enforcement proceeding concerns acts or 
practices that cause or are likely to cause injury to a significant number of persons.’ 15 U.S.C. § 46(j)(3). This authority does not apply to 
enforcement of competition laws. 
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60 requests from foreign agencies and it issued nearly 60 civil investigative demands (equivalent to administrative subpoenas) to aid 
25 foreign investigations. 

(3) Although the FTC does not resolve or mediate individual consumer complaints, the FTC affirms that it will prioritize Privacy Shield 
referrals from EU DPAs. In addition, the FTC uses complaints in its Consumer Sentinel database, which is accessible by many other law 
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use the same complaint system available to U.S. citizens to submit a complaint to the FTC at www.ftc.gov/complaint. For individual 
Privacy Shield complaints, however, it may be most useful for EU individuals to submit complaints to their Member State DPA or 
alternative dispute resolution provider. 

http://www.ftc.gov/complaint


IV. ORDER MONITORING 

The FTC also affirms its commitment to monitor enforcement orders to ensure compliance with the Privacy Shield 
Framework. 

We will require compliance with the Framework through a variety of appropriate injunctive provisions in future FTC 
Framework orders. This includes prohibiting misrepresentations regarding the Framework and other privacy programs 
when these are the basis for the underlying FTC action. 

The FTC's cases enforcing the original Safe Harbor program are instructive. In the 36 cases involving false or deceptive 
claims of Safe Harbor certification, each order prohibits the defendant from misrepresenting its participation in Safe 
Harbor or any other privacy or security program and requires the company to make compliance reports available to the 
FTC. In cases that involved violations of Safe Harbor Privacy Principles, companies have been required to implement 
comprehensive privacy programs and obtain independent third-party assessments of those programs every other year 
for 20 years, which they must provide to the FTC. 

Violations of the FTC's administrative orders can lead to civil penalties of up to USD 16 000 per violation, or 
USD 16 000 per day for a continuing violation (1), which, in the case of practices affecting many consumers, can 
amount to millions of dollars. Each consent order also has reporting and compliance provisions. The entities under 
order must retain documents demonstrating their compliance for a specified number of years. The orders must also be 
disseminated to employees responsible for ensuring order compliance. 

The FTC systematically monitors compliance with Safe Harbor orders, as it does with all of its orders. The FTC takes 
enforcement of its privacy and data security orders seriously and brings actions to enforce them when necessary. For 
example, as noted above, Google paid a USD 22,5 million civil penalty to resolve allegations it had violated its FTC 
order. Importantly, FTC orders will continue to protect all consumers worldwide who interact with a business, not just 
those consumers who have lodged complaints. 

Finally, the FTC will continue to maintain an online list of companies subject to orders obtained in connection with 
enforcement of both the Safe Harbor program and the new Privacy Shield Framework (2). In addition, the Privacy Shield 
Principles now require companies subject to an FTC or court order based on non-compliance with the Principles to 
make public any relevant Framework-related sections of any compliance or assessment report submitted to the FTC, to 
the extent consistent with confidentiality laws and rules. 

V. ENGAGEMENT WITH EU DPAS AND ENFORCEMENT COOPERATION 

The FTC recognizes the important role that EU DPAs play with respect to Framework compliance and encourages 
increased consultation and enforcement cooperation. In addition to any consultation with referring DPAs on case- 
specific matters, the FTC commits to participate in periodic meetings with designated representatives of the Article 29 
Working Party to discuss in general terms how to improve enforcement cooperation with respect to the Framework. The 
FTC will also participate, along with the Department of Commerce, the European Commission, and Article 29 Working 
Party representatives, in the annual review of the Framework to discuss its implementation. 

The FTC also encourages the development of tools that will enhance enforcement cooperation with EU DPAs, as well as 
other privacy enforcement authorities around the world. In particular, the FTC, along with enforcement partners in the 
European Union and around the globe, last year launched an alert system within the Global Privacy Enforcement 
Network (‘GPEN’) to share information about investigations and promote enforcement coordination. This GPEN Alert 
tool could be particularly useful in the context of the Privacy Shield Framework. The FTC and EU DPAs could use it to 
coordinate with respect to the Framework and other privacy investigations, including as a starting point for sharing 
information in order to deliver coordinated and more effective privacy protection for consumers. We look forward to 
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(1) 15 U.S.C. § 45(m); 16 C.F.R. § 1.98. 
(2) See FTC, Business Center, Legal Resources, https://www.ftc.gov/tips-advice/business-center/legal-resources?type=case&field-consumer- 

protection-topics-tid=251. 

https://www.ftc.gov/tips-advice/business-center/legal-resources?type=case&field-consumer-protection-topics-tid=251
https://www.ftc.gov/tips-advice/business-center/legal-resources?type=case&field-consumer-protection-topics-tid=251


continuing to work with participating EU authorities to deploy the GPEN Alert system more broadly and develop other 
tools to improve enforcement cooperation in privacy cases, including those involving the Framework. 

The FTC is pleased to affirm its commitment to enforcing the new Privacy Shield Framework. We also look forward to 
continuing engagement with our EU colleagues as we work together to protect consumer privacy on both sides of the 
Atlantic. 

Sincerely, 

Edith Ramirez 

Chairwoman  
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Attachment A 

The EU-U.S. Privacy Shield Framework in Context: An Overview of the U.S. Privacy and Security 
Landscape 

The protections provided by the EU-U.S. Privacy Shield Framework (the ‘Framework’) exist in the context of the broader 
privacy protections afforded under the U.S. legal system as a whole. First, the U.S. Federal Trade Commission (‘FTC’) has 
a robust privacy and data security program for U.S. commercial practices that protects consumers worldwide. Second, 
the landscape of consumer privacy and security protection in the United States has evolved substantially since 2000 
when the original U.S.-EU Safe Harbor program was adopted. Since that time, many federal and state privacy and 
security laws have been enacted, and public and private litigation to enforce privacy rights has increased significantly. 
The broad scope of U.S. legal protections for consumer privacy and security applicable to commercial data practices 
complements the protections provided to EU individuals by the new Framework. 

I. THE FTC'S GENERAL PRIVACY AND SECURITY ENFORCEMENT PROGRAM 

The FTC is the leading U.S. consumer protection agency focused on commercial sector privacy. The FTC has authority 
to prosecute unfair and deceptive acts or practices that violate consumer privacy, as well as to enforce more targeted 
privacy laws that protect certain financial and health information, information about children, and information used to 
make certain eligibility decisions about consumers. 

The FTC has unparalleled experience in consumer privacy enforcement. The FTC's enforcement actions have addressed 
unlawful practices in offline and online environments. For example, the FTC has brought enforcement actions against 
well-known companies, such as Google, Facebook, Twitter, Microsoft, Wyndham, Oracle, HTC, and Snapchat, as well as 
lesser- known companies. The FTC has sued businesses that allegedly spammed consumers, installed spyware on 
computers, failed to secure consumers' personal information, deceptively tracked consumers online, violated children's 
privacy, unlawfully collected information on consumers' mobile devices, and failed to secure internet-connected devices 
used to store personal information. The resulting orders have typically provided for ongoing monitoring by the FTC for 
a period of 20 years, prohibited further law violations, and subjected the businesses to substantial financial penalties for 
order violations (1). Importantly, FTC orders do not just protect the individuals who may have complained about 
a problem; rather, they protect all consumers dealing with the business going forward. In the cross-border context, the 
FTC has jurisdiction to protect consumers worldwide from practices taking place in the United States (2). 

To date, the FTC has brought over 130 spam and spyware cases, over 120 ‘Do Not Call’ telemarketing cases, over 
100 Fair Credit Reporting Act actions, almost 60 data security cases, more than 50 general privacy actions, almost 
30 cases for violations of the Gramm-Leach-Bliley Act, and over 20 actions enforcing the Children's Online Privacy 
Protection Act (‘COPPA’) (3). In addition to these cases, the FTC has also issued and publicized warning letters (4). 
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(1) Any entity that fails to comply with an FTC order is subject to a civil penalty of up to USD 16 000 per violation, or USD 16 000 per day 
for a continuing violation. See 15 U.S.C. § 45(l); 16 C.F.R. § 1.98(c). 

(2) Congress has expressly affirmed the FTC's authority to seek legal remedies, including restitution, for any acts or practices involving 
foreign commerce that (1) cause or are likely to cause reasonably foreseeable injury in the United States, or (2) involve material conduct 
occurring within the United States. See 15 U.S.C. § 45(a)(4). 

(3) In some instances, the Commission's privacy and data security cases allege that a company engaged in both deceptive and unfair 
practices; these cases also sometimes involve alleged violations of multiple statutes, such as the Fair Credit Reporting Act, the Gramm- 
Leach-Bliley Act, and COPPA. 

(4) See, e.g., Press Release, Fed. Trade Comm'n, FTC Warns Children's App Maker BabyBus About Potential COPPA Violations (Dec. 22, 
2014), https://www.ftc.gov/news-events/press-releases/2014/12/ftc-warns-childrens-app-maker-babybus-about-potential-coppa; Press 
Release, Fed. Trade Comm'n, FTC Warns Data Broker Operations of Possible Privacy Violations (May 7, 2013), https://www.ftc.gov/ 
news-events/press-releases/2013/05/ftc-warns-data-broker-operations-possible-privacy-violations; Press Release, Fed. Trade Comm'n, 
FTC Warns Data Brokers That Provide Tenant Rental Histories They May Be Subject to Fair Credit Reporting Act (Apr. 3, 2013), 
https://www.ftc.gov/news-events/press-releases/2013/04/ftc-warns-data-brokers-provide-tenant-rental-histories-they-may. 

https://www.ftc.gov/news-events/press-releases/2014/12/ftc-warns-childrens-app-maker-babybus-about-potential-coppa
https://www.ftc.gov/news-events/press-releases/2013/05/ftc-warns-data-broker-operations-possible-privacy-violations
https://www.ftc.gov/news-events/press-releases/2013/05/ftc-warns-data-broker-operations-possible-privacy-violations
https://www.ftc.gov/news-events/press-releases/2013/04/ftc-warns-data-brokers-provide-tenant-rental-histories-they-may


As part of its history of strong privacy enforcement, the FTC has also regularly looked for potential violations of the 
Safe Harbor program. Since the Safe Harbor program was adopted, the FTC has undertaken numerous investigations 
into Safe Harbor compliance on its own initiative and has brought 39 cases against U.S. companies for Safe Harbor 
violations. The FTC will continue this proactive approach by making enforcement of the new Framework a priority. 

II. FEDERAL AND STATE PROTECTIONS FOR CONSUMER PRIVACY 

The Safe Harbor Enforcement Overview, which appears as an annex to the European Commission's Safe Harbor 
adequacy decision, provides a summary of many of the federal and state privacy laws in place at the time the Safe 
Harbor program was adopted in 2000 (1). At that time, many federal statutes regulated the commercial collection and 
use of personal information, beyond Section 5 of the FTC Act, including: the Cable Communications Policy Act, the 
Driver's Privacy Protection Act, the Electronic Communications Privacy Act, the Electronic Funds Transfer Act, the Fair 
Credit Reporting Act, the Gramm-Leach-Bliley Act, the Right to Financial Privacy Act, the Telephone Consumer 
Protection Act, and the Video Privacy Protection Act. Many states had analogous laws in these areas as well. 

Since 2000, there have been numerous developments at both the federal and state level that provide additional 
consumer privacy protections (2). At the federal level, for example, the FTC amended the COPPA Rule in 2013 to 
provide a number of additional protections for children's personal information. The FTC also issued two rules 
implementing the Gramm- Leach-Bliley Act — the Privacy Rule and the Safeguards Rule — which require financial 
institutions (3) to make disclosures about their information sharing practices and to implement a comprehensive 
information security program to protect consumer information (4). Similarly, the Fair and Accurate Credit Transactions 
Act (‘FACTA’), enacted in 2003, supplements longstanding U.S. credit laws to establish requirements for the masking, 
sharing, and disposal of certain sensitive financial data. The FTC promulgated a number of rules under FACTA regarding, 
among other things, consumers' right to a free annual credit report; secure disposal requirements for consumer report 
information; consumers' right to opt out of receiving certain offers of credit and insurance; consumers' right to opt out 
of the use of information provided by an affiliated company to market its products and services; and requirements for 
financial institutions and creditors to implement identity theft detection and prevention programs (5). In addition, rules 
promulgated under the Health Insurance Portability and Accountability Act were revised in 2013, adding additional 
safeguards to protect the privacy and security of personal health information (6). Rules protecting consumers from 
unwanted telemarketing calls, robocalls, and spam have also gone into effect. Congress has also enacted laws requiring 
certain companies that collect health information to provide consumers with notification in the event of a breach (7). 

States have also been very active in passing laws related to privacy and security. Since 2000, forty-seven states, the 
District of Columbia, Guam, Puerto Rico and the Virgin Islands have enacted laws requiring businesses to notify 
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(1) See U.S. Dep't of Commerce, Safe Harbor Enforcement Overview, https://build.export.gov/main/safeharbor/eu/eg_main_018476. 
(2) For a more comprehensive summary of the legal protections in the United States, see Daniel J. Solove & Paul Schwartz, Information Privacy 

Law (5th ed. 2015). 
(3) Financial institutions are defined very broadly under the Gramm-Leach-Bliley Act to include all businesses that are ‘significantly engaged’ 

in providing financial products or services. This includes, for example, check-cashing businesses, payday lenders, mortgage brokers, 
nonbank lenders, personal property or real estate appraisers, and professional tax preparers. 

(4) Under the Consumer Financial Protection Act of 2010 (‘CFPA’), Title X of Pub. L. 111-203, 124 Stat. 1955 (July 21, 2010) (also known as 
the ‘Dodd-Frank Wall Street Reform and Consumer Protection Act’), most of the FTC's Gramm-Leach-Bliley Act rulemaking authority 
was transferred to the Consumer Financial Protection Bureau (‘CFPB’). The FTC retains enforcement authority under the Gramm-Leach- 
Bliley Act as well as rulemaking authority for the Safeguards Rule and limited rulemaking authority under the Privacy Rule with respect 
to auto dealers. 

(5) Under the CFPA, the Commission shares its FCRA enforcement role with the CFPB, but rulemaking authority transferred in large part to 
the CFPB (with the exception of the Red Flags and Disposal Rules). 

(6) See 45 C.F.R. pts. 160, 162, 164. 
(7) See, e.g., American Recovery & Reinvestment Act of 2009, Pub. L. No 111-5, 123 Stat. 115 (2009) and relevant regulations, 

45 C.F.R. §§ 164.404-164.414; 16 C.F.R. pt. 318. 

https://build.export.gov/main/safeharbor/eu/eg_main_018476


individuals of security breaches of personal information (1). At least thirty-two states and Puerto Rico have data disposal 
laws, establishing requirements for the destruction or disposal of personal information (2). A number of states also have 
enacted general data security laws. In addition, California has enacted various privacy laws, including a law requiring 
companies to have privacy policies and disclose their Do Not Track practices (3), a ‘Shine the Light’ law requiring greater 
transparency for data brokers (4), and a law that mandates an ‘eraser button’ allowing minors to request the deletion of 
certain social media information (5). Using these laws and other authorities, federal and state governments have levied 
significant fines against companies that have failed to protect the privacy and security of consumers' personal 
information (6). 

Private lawsuits have also led to successful judgments and settlements that provide additional privacy and data security 
protection for consumers. For example, in 2015, Target agreed to pay USD 10 million as part of a settlement with 
customers who claimed their personal financial information was compromised by a widespread data breach. In 2013, 
AOL agreed to pay a USD 5 million settlement to resolve a class action involving alleged inadequate de- identification 
related to the release of search queries of hundreds of thousands of AOL members. Additionally, a federal court 
approved a USD 9 million payment by Netflix for allegedly keeping rental history records in violation of the Video 
Privacy Protection Act of 1988. Federal courts in California approved two separate settlements with Facebook, one for 
USD 20 million and another for USD 9,5 million, involving the company's collection, use, and sharing of its users' 
personal information. And, in 2008, a California state court approved a USD 20 million settlement with LensCrafters 
for unlawful disclosure of consumers' medical information. 

In sum, as this summary illustrates, the United States provides significant legal protection for consumer privacy and 
security. The new Privacy Shield Framework, which ensures meaningful safeguards for EU individuals, will operate 
against this larger backdrop in which the protection of consumers' privacy and security continues to be an important 
priority.  
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(1) See, e.g., National Conference of State Legislatures (‘NCSL’), State Security Breach Notification Laws (Jan. 4, 2016), available at http://www. 
ncsl.org/research/telecommunications-and-information-technology/security-breach-notification-laws.aspx. 

(2) NCSL, Data Disposal Laws (Jan. 12, 2016), available at http://www.ncsl.org/research/telecommunications-and-information-technology/ 
data-disposal-laws.aspx. 

(3) Cal. Bus. & Professional Code §§ 22575-22579. 
(4) Cal. Civ. Code §§ 1798.80-1798.84. 
(5) Cal. Bus. & Professional Code § 22580-22582. 
(6) See Jay Cline, U.S. Takes the Gold in Doling Out Privacy Fines, Computerworld (Feb. 17, 2014), available at http://www.computerworld. 

com/s/article/9246393/Jay-Cline-U.S.-takes-the-gold-in-doling-out-privacy-fines?taxonomyId=17&pageNumber=1. 

http://www.ncsl.org/research/telecommunications-and-information-technology/security-breach-notification-laws.aspx
http://www.ncsl.org/research/telecommunications-and-information-technology/security-breach-notification-laws.aspx
http://www.ncsl.org/research/telecommunications-and-information-technology/data-disposal-laws.aspx
http://www.ncsl.org/research/telecommunications-and-information-technology/data-disposal-laws.aspx
http://www.computerworld.com/s/article/9246393/Jay-Cline-U.S.-takes-the-gold-in-doling-out-privacy-fines?taxonomyId=17&pageNumber=1
http://www.computerworld.com/s/article/9246393/Jay-Cline-U.S.-takes-the-gold-in-doling-out-privacy-fines?taxonomyId=17&pageNumber=1


ANNEX V 

Letter from U.S. Secretary of Transportation Anthony Foxx 

February 19, 2016 

Commissioner Vera Jourová 
European Commission 
Rue de la Loi/Wetstraat 200 
1049 l049 Brussels 
Belgium 

Re: EU-U.S. Privacy Shield Framework 

Dear Commissioner Jourová: 

The United States Department of Transportation (‘Department’ or ‘DOT’) appreciates the opportunity to describe its role 
in enforcing the EU-U.S. Privacy Shield Framework. This Framework plays a critical role in protecting personal data 
provided during commercial transactions in an increasingly interconnected world. It enables businesses to conduct 
important operations in the global economy, while at the same time ensuring that EU consumers retain important 
privacy protections. 

The DOT first publicly expressed its commitment to enforcement of the Safe Harbor Framework in a letter sent to the 
European Commission over 15 years ago. The DOT pledged to vigorously enforce the Safe Harbor Privacy Principles in 
that letter. The DOT continues to uphold this commitment and this letter memorializes that commitment. 

Notably, the DOT renews its commitment in the following key areas: (1) prioritization of investigation of alleged Privacy 
Shield violations; (2) appropriate enforcement action against entities making false or deceptive Privacy Shield certification 
claims; and (3) monitoring and making public enforcement orders concerning Privacy Shield violations. We provide 
information about each of these commitments and, for necessary context, pertinent background about the DOT's role in 
protecting consumer privacy and enforcing the Privacy Shield Framework. 

I. BACKGROUND 

A. DOT's Privacy Authority 

The Department is strongly committed to ensuring the privacy of information provided by consumers to airlines and 
ticket agents. The DOT's authority to take act ion in this area is found in 49 U.S.C. 41712, which prohibits a carrier or 
ticket agent from engaging in ‘an unfair or deceptive practice or an unfair method of competition’ in the sale of air 
transportation that results or is likely to result in consumer harm. Section 41712 is patterned after Section 5 of the 
Federal Trade Commission (FTC) Act (15 U.S.C. 45). We interpret our unfair or deceptive practice statute as prohibiting 
an airline or ticket agent from: (1) violating the terms of its privacy policy; or (2) gathering or disclosing private 
information in a way that violates public policy, is immoral, or causes substantial consumer injury not offset by any 
countervailing benefits. We also interpret section 41712 as prohibiting carriers and ticket agents from: (l) violating any 
rule issued by the Department that identifies specific privacy practices as unfair or deceptive; or (2) violating the 
Children's Online Privacy Protection Act (COPPA) or FTC rules implementing COPPA. Under federal law, the DOT has 
exclusive authority to regulate the privacy practices of airlines, and it shares jurisdiction with the FTC with respect to the 
privacy practices of ticket agents in the sale of air transportation. 

As such, once a carrier or seller of air transportation publicly commits to the Privacy Shield Framework's privacy 
principles the Department is able to use the statutory powers of section 41712 to ensure compliance with those 
principles. Therefore, once a passenger provides information to a carrier or ticket agent that has committed to honoring 
the Privacy Shield Framework's privacy principles, any failure to do so by the carrier or ticket agent would be a violation 
of section 41712. 
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B. Enforcement Practices 

The Department's Office of Aviation Enforcement and Proceedings (Aviation Enforcement Office) investigates and 
prosecutes cases under 49 U.S.C. 41712. It enforces the statutory prohibition in section 41712 against unfair and 
deceptive practices primarily through negotiation, preparing cease and desist orders, and drafting orders assessing civil 
penalties. The office learns of potential violations largely from complaints it receives from individuals, travel agents, 
airlines, and U.S. and foreign government agencies. Consumers may use the DOT's website to file privacy complaints 
against airlines and ticket agents (1). 

If a reasonable and appropriate settlement in a case is not reached, the Aviation Enforcement Office has the authority to 
institute an enforcement proceeding involving an evidentiary hearing before a DOT administrative law judge (ALJ). The 
ALJ has the authority to issue cease-and desist orders and civil penalties. Violations of section 41712 can result in the 
issuance of cease and desist orders and the imposition of civil penalties of up to USD 27 500 for each violation of 
section 41712. 

The Department does not have the authority to award damages or provide pecuniary relief to individual complainants. 
However, the Department does have the authority to approve settlements resulting from investigations brought by its 
Aviation Enforcement Office that directly benefit consumers (e.g., cash, vouchers) as an offset to monetary penalties 
otherwise payable to the U.S. Government. This has occurred in the past, and may also occur in the context of the 
Privacy Shield Framework principles when circumstances warrant. Repeated violations of section 41712 by an airline 
would also raise questions regarding the airline's compliance disposition which could, in egregious situations, result in 
an airline being found to be no longer fit to operate and, therefore, losing its economic operating authority. 

To date, the DOT has received relatively few complaints involving alleged privacy violations by ticket agents or airlines. 
When they arise, they are investigated according to the principles set forth above. 

C. DOT Legal Protections Benefiting EU Consumers 

Under section 41712, the prohibition on unfair or deceptive practices in air transportation or the sale of air transpor
tation applies to U.S. and foreign air carriers as well as ticket agents. The DOT frequently takes action against U.S. and 
foreign airlines for practices that affect both foreign and U.S. consumers on the basis that the airline's practices took 
place in the course of providing transportation to or from the United States. The DOT does and will continue to use all 
remedies that are available to protect both foreign and U.S. consumers from unfair or deceptive practices in air transpor
tation by regulated entities. 

The DOT also enforces, with respect to airlines, other targeted laws whose protections extend to non-U.S. consumers 
such as COPPA. Among other things, COPPA requires that operators of child-directed websites and online services, or 
general audience sites that knowingly collect personal information from children under 13 provide parental notice and 
obtain verifiable parental consent. U.S.-based websites and services that are subject to COPPA and collect personal 
information from foreign children are required to comply with COPPA. Foreign-based websites and online services must 
also comply with COPPA if they are directed to children in the United States, or if they knowingly collect personal 
information from children in the United States. To the extent that U.S. or foreign airlines doing business in the United 
States violate COPPA, the DOT would have jurisdiction to take enforcement action. 

II. PRIVACY SHIELD ENFORCEMENT 

If an airline or ticket agent chooses to participate in the Privacy Shield Framework and the Department receives 
a complaint that such an airline or ticket agent had allegedly violated the Framework, the Department would take the 
following steps to vigorously enforce the Framework. 
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(1) http://www.transportation.gov/airconsumer/privacy-complaints. 

http://www.transportation.gov/airconsumer/privacy-complaints


A. Prioritizing Investigation of Alleged Violations 

The Department's Aviation Enforcement Office will investigate each complaint alleging Privacy Shield violations 
(including complaints received from EU Data Protection Authorities) and take enforcement action where there is 
evidence of a violation. Further, the Aviation Enforcement Office will cooperate with the FTC and Department of 
Commerce and give priority consideration to allegations that the regulated entities are not complying with privacy 
commitments made as part of the Privacy Shield Framework. 

Upon receipt of an allegation of a violation of the Privacy Shield Framework, the Department's Aviation Enforcement 
Office may take a range of actions as part of its investigation. For example, it may review the ticket agent or airline's 
privacy policies, obtain further information from the ticket agent or airline or from third parties, follow up with the 
referring entity, and assess whether there is a pattern of violations or significant number of consumers affected. In 
addition, it would determine whether the issue implicates matters within the purview of the Department of Commerce 
or FTC, assess whether consumer education and business education would be helpful, and as appropriate, initiate an 
enforcement proceeding. 

If the Department becomes aware of potential Privacy Shield violations by ticket agents, it will coordinate with the FTC 
on the matter. We will also advise the FTC and the Department of Commerce of the outcome of any Privacy Shield 
enforcement action. 

B. Addressing False or Deceptive Membership Claims 

The Department remains committed to investigating Privacy Shield violations, including false or deceptive claims of 
membership in the Privacy Shield Program. We will give priority consideration to referrals from the Department of 
Commerce regarding organizations that it identifies as improperly holding themselves out to be current members of 
Privacy Shield or using the Privacy Shield Framework certification mark without authorization. 

In addition, we note that if an organization's privacy policy promises that it complies with the substantive Privacy Shield 
principles, its failure to make or maintain a registration with the Department of Commerce likely will not, by itself, 
excuse the organization from DOT enforcement of those commitments. 

C. Monitoring and Making Public Enforcement Orders Concerning Privacy Shield Violations 

The Department's Aviation Enforcement Office also remains committed to monitoring enforcement orders as needed to 
ensure compliance with the Privacy Shield program. Specifically, if the office issues an order directing an airline or ticket 
agent to cease and desist from future violations of Privacy Shield and section 41712, it will monitor the entity's 
compliance with the cease-and-desist provision in the order. In addition, the office will ensure that orders resulting from 
Privacy Shield cases are available on its website. 

We look forward to our continued work with our federal partners and EU stakeholders on Privacy Shield matters. 

I hope that this information proves helpful. If you have any questions or need further information, please feel free to 
contact me. 

Sincerely 

Anthony R. Foxx 

Secretary of Transportation  
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ANNEX VI 

Letter from General Counsel Robert Litt 
Office of the Director of National Intelligence 

February 22, 2016 

Mr Justin S. Antonipillai 
Counselor 
U.S. Department of Commerce 
1401 Constitution Ave., NW 
Washington, DC 20230 

Mr Ted Dean 
Deputy Assistant Secretary 
International Trade Administration 
1401 Constitution Ave., NW 
Washington, DC 20230 

Dear Mr Antonipillai and Mr Dean: 

Over the last two and a half years, in the context of negotiations for the EU-U.S. Privacy Shield, the United States has 
provided substantial information about the operation of U.S. Intelligence Community signals intelligence collection 
activity. This has included information about the governing legal framework, the multi-layered oversight of those 
activities, the extensive transparency about those activities, and the overall protections for privacy and civil liberties, in 
order to assist the European Commission in making a determination about the adequacy of those protections as they 
relate to the national security exception to the Privacy Shield principles. This document summarizes the information 
that has been provided. 

I. PPD-28 AND THE CONDUCT OF U.S. SIGNALS INTELLIGENCE ACTIVITY 

The U.S. Intelligence Community collects foreign intelligence in a carefully controlled manner, in strict accordance with 
U.S. laws and subject to multiple layers of oversight, focusing on important foreign intelligence and national security 
priorities. A mosaic of laws and policies governs U.S. signals intelligence collection, including the U.S. Constitution, the 
Foreign Intelligence Surveillance Act (50 U.S.C. § 1801 et seq.) (FISA), Executive Order 12333 and its implementing 
procedures, Presidential guidance, and numerous procedures and guidelines, approved by the FISA Court and the 
Attorney General, that establish additional rules limiting the collection, retention, use, and dissemination of foreign 
intelligence information (1). 

a. PPD 28 Overview 

In January 2014, President Obama gave a speech outlining various reforms to U.S. signals intelligence activities, and 
issued Presidential Policy Directive 28 (PPD-28) concerning those activities (2). The President emphasized that U.S. 
signals intelligence activities help secure not only our country and our freedoms, but also the security and freedoms of 
other countries, including EU Member States, that rely on the information U.S. intelligence agencies obtain to protect 
their own citizens. 

PPD-28 sets out a series of principles and requirements that apply to all U.S. signals intelligence activities and for all 
people, regardless of nationality or location. In particular, it sets certain requirements for procedures to address the 
collection, retention, and dissemination of personal information about non-U.S. persons acquired pursuant to U.S. 
signals intelligence. These requirements are set forth in more detail below, but in summary: 

—  The PPD reiterates that the United States collects signals intelligence only as authorized by statute, executive order, or 
other Presidential directive. 
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(1) Further information concerning U.S. foreign intelligence activities is posted online and publicly accessible through IC on the Record 
(www.icontherecord.tumblr.com), the ODNI's public website dedicated to fostering greater public visibility into the intelligence activities 
of the government. 

(2) Available at https://www.whitehouse.gov/the-press-office/2014/01/17/presidential-policy-directive-signals-intelligence-activities. 

http://www.icontherecord.tumblr.com
https://www.whitehouse.gov/the-press-office/2014/01/17/presidential-policy-directive-signals-intelligence-activities


—  The PPD establishes procedures to ensure that signals intelligence activity is conducted only in furtherance of 
legitimate and authorized national security purposes. 

—  The PPD also requires that privacy and civil liberties be integral concerns in the planning of signals intelligence 
collection activities. In particular, the United States does not collect intelligence to suppress or burden criticism or 
dissent; in order to disadvantage persons based on their ethnicity, race, gender, sexual orientation, or religion; or to 
afford a competitive commercial advantage to U.S. companies and U.S. business sectors. 

—  The PPD directs that signals intelligence collection be as tailored as feasible and that signals intelligence collected in 
bulk can only be used for specific enumerated purposes. 

— The PPD directs that the Intelligence Community adopt procedures ‘reasonably designed to minimize the dissemina
tion and retention of personal information collected from signals intelligence activities,’ and in particular extending 
certain protections afforded to the personal information of U.S. persons to non-US person information. 

—  Agency procedures implementing PPD-28 have been adopted and made public. 

The applicability of the procedures and protections set out herein to the Privacy Shield is clear. When data has been 
transferred to corporations in the United States pursuant to the Privacy Shield, or indeed by any means, U.S. intelligence 
agencies can seek that data from those corporations only if the request complies with FISA or is made pursuant to one 
of the National Security Letter statutory provisions, which are discussed below (1). In addition, without confirming or 
denying media reports alleging that the U.S. Intelligence Community collects data from transatlantic cables while it is 
being transmitted to the United States, were the U.S. Intelligence Community to collect data from transatlantic cables, it 
would do so subject to the limitations and safeguards set out herein, including the requirements of PPD-28. 

b. Collection Limitations 

PPD-28 sets out a number of important general principles that govern the collection of signals intelligence: 

—  The collection of signals intelligence must be authorized by statute or Presidential authorization, and must be 
undertaken in accordance with the Constitution and law. 

—  Privacy and civil liberties must be integral considerations in planning signals intelligence activities. 

—  Signals intelligence will be collected only when there is a valid foreign intelligence or counterintelligence purpose. 

—  The United States will not collect signals intelligence for the purpose of suppressing or burdening criticism or 
dissent. 

—  The United States will not collect signals intelligence to disadvantage people based on their ethnicity, race, gender, 
sexual orientation, or religion. 

—  The United States will not collect signals intelligence to afford a competitive commercial advantage to U.S. 
companies and business sectors. 

—  U.S. signals intelligence activity must always be as tailored as feasible, taking into account the availability of other 
sources of information. This means, among other things, that whenever practicable, signals intelligence collection 
activities are conducted in a targeted manner rather than in bulk. 

The requirement that signals intelligence activity be ‘as tailored as feasible’ applies to the manner in which signals 
intelligence is collected, as well as to what is actually collected. For example, in determining whether to collect signals 
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intelligence, the Intelligence Community must consider the availability of other information, including diplomatic or 
public sources, and prioritize collection through those means, where appropriate and feasible. Moreover, Intelligence 
Community element policies should require that wherever practicable, collection should be focused on specific foreign 
intelligence targets or topics through the use of discriminants (e.g., specific facilities, selection terms and identifiers). 

It is important to view the information provided to the Commission as a whole. Decisions about what is ‘feasible’ or 
‘practicable’ are not left to the discretion of individuals but are subject to the policies that agencies have issued under 
PPD-28 — which have been made publicly available — and to the other processes described therein (1). As PPD-28 says, 
bulk collection of signals intelligence is collection that ‘due to technical or operational considerations, is acquired 
without the use of discriminants (e.g., specific identifiers, selection terms, etc.).’ In this respect, PPD-28 recognizes that 
Intelligence community elements must collect bulk signals intelligence in certain circumstances in order to identify new 
or emerging threats and other vital national security information that is often hidden within the large and complex 
system of modern global communications. It also recognizes the privacy and civil liberties concerns raised when bulk 
signals intelligence is collected. PPD-28 therefore directs the Intelligence Community to prioritize alternatives that would 
allow the conduct of targeted signals intelligence rather than bulk signals intelligence collection. Accordingly, Intelligence 
Community elements should conduct targeted signals intelligence collection activities rather than bulk signal intelligence 
collection activities whenever practicable (2). These principles ensure that the exception for bulk collection will not 
swallow the general rule. 

As for the concept of ‘reasonableness,’ it is a bedrock principle of U.S. law. It signifies that Intelligence Community 
elements will not be required to adopt any measure theoretically possible, but rather will have to balance their efforts to 
protect legitimate privacy and civil liberties interests with the practical necessities of signals intelligence activities. Here 
again, the agencies' policies have been made available, and can provide assurance that the term ‘reasonably designed to 
minimize the dissemination and retention of personal information’ does not undermine the general rule. 

PPD-28 also provides that signals intelligence collected in bulk can only be used for six specific purposes: detecting and 
countering certain activities of foreign powers; counterterrorism; counter-proliferation; cybersecurity; detecting and 
countering threats to U.S. or allied armed forces; and combating transnational criminal threats, including sanctions 
evasion. The President's National Security Advisor, in consultation with the Director for National Intelligence (DNI), will 
annually review these permissible uses of signals intelligence collected in bulk to see whether they should be changed. 
The DNI will make this list publicly available to the maximum extent feasible, consistent with national security. This 
provides an important and transparent limitation on the use of bulk signals intelligence collection. 

Additionally, the Intelligence Community elements implementing PPD-28 have reinforced existing analytic practices and 
standards for querying unevaluated signals intelligence (3). Analysts must structure their queries or other search terms 
and techniques to ensure that they are appropriate to identify intelligence information relevant to a valid foreign 
intelligence or law enforcement task. To that end, IC elements must focus queries about persons on the categories of 
signals intelligence information responsive to a foreign intelligence or law enforcement requirement, so as to prevent the 
use of personal information not pertinent to foreign intelligence or law enforcement requirements. 

It is important to emphasize that any bulk collection activities regarding internet communications that the U.S. 
Intelligence Community performs through signals intelligence operate on a small proportion of the internet. 
Additionally, the use of targeted queries, as described above, ensures that only those items believed to be of potential 
intelligence value are ever presented for analysts to examine. These limits are intended to protect the privacy and civil 
liberties of all persons, whatever their nationality and regardless of where they might reside. 
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(1) Available at www.icontherecord.tumblr.com/ppd-28/2015/privacy-civil-liberties#ppd-28. These procedures implement the targeting 
and tailoring concepts discussed in this letter in a manner specific to each IC element. 

(2) To cite but one example, the NSA's procedures implementing PPD-28 state that ‘[w]henever practicable, collection will occur through the 
use of one or more selection terms in order to focus the collection on specific foreign intelligence targets (e.g., a specific, known internat
ional terrorist or terrorist group) or specific foreign intelligence topics (e.g., the proliferation of weapons of mass destruction by a foreign 
power or its agents).’ 

(3) Available at http://www.dni.gov/files/documents/1017/PPD-28_Status_Report_Oct_2014.pdf. 

http://www.icontherecord.tumblr.com/ppd-28/2015/privacy-civil-liberties#ppd-28
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The United States has elaborate processes to ensure that signals intelligence activities are conducted only in furtherance 
of appropriate national security purposes. Each year the President sets the nation's highest priorities for foreign 
intelligence collection after an extensive, formal interagency process. The DNI is responsible for translating these 
intelligence priorities into the National Intelligence Priorities Framework, or NIPF. PPD-28 strengthened and enhanced 
the interagency process to ensure that all of the IC's intelligence priorities are reviewed and approved by high-level 
policymakers. Intelligence Community Directive (ICD) 204 provides further guidance on the NIPF and was updated in 
January 2015 to incorporate the requirements of PPD-28 (1). Although the NIPF is classified, information related to 
specific U.S. foreign intelligence priorities is reflected annually in the DNI's unclassified Worldwide Threat Assessment, 
which is also readily available on the ODNI website. 

The priorities in the NIPF are at a fairly high level of generality. They include topics such as the pursuit of nuclear and 
ballistic missile capabilities by particular foreign adversaries, the effects of drug cartel corruption, and human rights 
abuses in specific countries. And they apply not just to signals intelligence, but to all intelligence activities. The 
organization that is responsible for translating the priorities in the NIPF into actual signals intelligence collection is 
called the National Signals Intelligence Committee, or SIGCOM. It operates under the auspices of the Director of the 
National Security Agency (NSA), who is designated by Executive Order 12333 as the ‘functional manager for signals 
intelligence,’ responsible for overseeing and coordinating signals intelligence across the Intelligence Community under 
the oversight of both the Secretary of Defense and the DNI. The SIGCOM has representatives from all elements of the IC 
and, as the United States fully implements PPD-28, also will have full representation from other departments and 
agencies with a policy interest in signals intelligence. 

All U.S. departments and agencies that are consumers of foreign intelligence submit their requests for collection to the 
SIGCOM. The SIGCOM reviews those requests, ensures that they are consistent with the NIPF, and assigns them 
priorities using criteria such as: 

—  Can signals intelligence provide useful information in this case, or are there better or more cost-effective sources of 
information to address the requirement, such as imagery or open source information? 

—  How critical is this information need? If it is a high priority in the NIPF, it will most often be a high signal 
intelligence priority. 

—  What type of signals intelligence could be used? 

—  Is the collection as tailored as feasible? Should there be time, geographic, or other limitations? 

The U.S. signals intelligence requirements process also requires explicit consideration of other factors, namely: 

—  Is the target of the collection, or the methodology used to collect, particularly sensitive? If so, it will require review 
by senior policymakers. 

—  Will the collection present an unwarranted risk to privacy and civil liberties, regardless of nationality? 

—  Are additional dissemination and retention safeguards necessary to protect privacy or national security interests? 

Finally, at the end of the process, trained NSA personnel take the priorities validated by the SIGCOM and research and 
identify specific selection terms, such as telephone numbers or e-mail addresses, which are expected to collect foreign 
intelligence responsive to these priorities. Any selector must be reviewed and approved before it is entered into NSA's 
collection systems. Even then, however, whether and when actual collection takes place will depend in part on additional 
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considerations such as the availability of appropriate collection resources. This process ensures that U.S. signals 
intelligence collection targets reflect valid and important foreign intelligence needs. And, of course, when collection is 
conducted pursuant to FISA, NSA and other agencies must follow additional restrictions approved by the Foreign 
Intelligence Surveillance Court. In short, neither NSA nor any other U.S. intelligence agency decides on its own what to 
collect. 

Overall, this process ensures that all U.S. intelligence priorities are set by senior policymakers who are in the best 
position to identify U.S. foreign intelligence requirements, and that those policymakers take into account not only the 
potential value of the intelligence collection but also the risks associated with that collection, including the risks to 
privacy, national economic interests, and foreign relations. 

With respect to data transmitted to the United States pursuant to the Privacy Shield, although the United States cannot 
confirm or deny specific intelligence methods or operations, the requirements of PPD-28 apply to any signals 
intelligence operations the United States conducts, regardless of the type or source of data that is being collected. 
Further, the limitations and safeguards applicable to the collection of signals intelligence apply to signals intelligence 
collected for any authorized purpose, including both foreign relations and national security purposes. 

The procedures discussed above demonstrate a clear commitment to prevent arbitrary and indiscriminate collection of 
signals intelligence information, and to implement — from the highest levels of our Government — the principle of 
reasonableness. PPD-28 and agency implementing procedures clarify new and existing limitations to and describe with 
greater specificity the purpose for which the United States collects and uses signals intelligence. These should provide 
assurance that signals intelligence activities are and will continue to be conducted only to further legitimate foreign 
intelligence goals. 

c. Retention and Dissemination Limitations 

Section 4 of PPD-28 requires that each element of the Intelligence Community have express limits on the retention and 
dissemination of personal information about non-U.S. persons collected by signals intelligence, comparable to the limits 
for U.S. persons. These rules are incorporated into procedures for each IC agency that were released in February 2015 
and are publicly available. To qualify for retention or dissemination as foreign intelligence, personal information must 
relate to an authorized intelligence requirement, as determined in the NIPF process described above; be reasonably 
believed to be evidence of a crime; or meet one of the other standards for retention of U.S. person information 
identified in Executive Order 12333, section 2.3. 

Information for which no such determination has been made may not be retained for more than five years, unless the 
DNI expressly determines that continued retention is in the national security interests of the United States. Thus, IC 
elements must delete non-U.S. person information collected through signals intelligence five years after collection, 
unless, for example, the information has been determined to be relevant to an authorized foreign intelligence 
requirement, or if the DNI determines, after considering the views of the ODNI Civil Liberties Protection Officer and 
agency privacy and civil liberties officials, that continued retention is in the interest of national security. 

In addition, all agency policies implementing PPD-28 now explicitly require that information about a person may not be 
disseminated solely because an individual is a non-U.S. person, and ODNI has issued a directive to all IC elements (1) to 
reflect this requirement. Intelligence Community personnel are specifically required to consider the privacy interests of 
non-U.S. persons when drafting and disseminating intelligence reports. In particular, signals intelligence about the 
routine activities of a foreign person would not be considered foreign intelligence that could be disseminated or retained 
permanently by virtue of that fact alone unless it is otherwise responsive to an authorized foreign intelligence 
requirement. This recognizes an important limitation and is responsive to European Commission concerns about the 
breadth of the definition of foreign intelligence as set forth in Executive Order 12333. 
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d. Compliance and Oversight 

The U.S. system of foreign intelligence oversight provides rigorous and multi-layered oversight to ensure compliance 
with applicable laws and procedures, including those pertaining to the collection, retention, and dissemination of 
non-U.S. person information acquired by signals intelligence as set forth in PPD-28. These include: 

—  The Intelligence Community employs hundreds of oversight personnel. NSA alone has over 300 people dedicated to 
compliance, and other elements also have oversight offices. In addition, the Department of Justice provides extensive 
oversight of intelligence activities, and oversight is also provided by the Department of Defense. 

—  Each element of the Intelligence Community has its own Office of the Inspector General with responsibility for 
oversight of foreign intelligence activities, among other matters. Inspectors General are statutorily independent; have 
broad power to conduct investigations, audits and reviews of programs, including of fraud and abuse or violation of 
law; and can recommend corrective actions. While Inspector General recommendations are non-binding, the 
Inspector General's reports are often made public, and in any event are provided to Congress; this includes follow-up 
reports in case corrective action recommended in previous reports has not yet been completed. Congress is therefore 
informed of any non-compliance and can exert pressure, including through budgetary means, to achieve corrective 
action. A number of Inspector General reports about intelligence programs have been publicly released (1). 

—  ODNI's Civil Liberties and Privacy Office (CLPO) is charged with ensuring that the IC operates in a manner that 
advances national security while protecting civil liberties and privacy rights (2). Other IC elements have their own 
privacy officers. 

—  The Privacy and Civil Liberties Oversight Board (PCLOB), an independent body established by statute, is charged with 
analyzing and reviewing counterterrorism programs and policies, including the use of signals intelligence, to ensure 
that they adequately protect privacy and civil liberties. It has issued several public reports on intelligence activities. 

—  As discussed more fully below, the Foreign Intelligence Surveillance Court, a court composed of independent federal 
judges, is responsible for oversight and compliance of any signals intelligence collection activities conducted pursuant 
to FISA. 

—  Finally, the U.S. Congress, specifically the House and Senate Intelligence and Judiciary Committees, have significant 
oversight responsibilities regarding all U.S. foreign intelligence activities, including U.S. signals intelligence. 

Apart from these formal oversight mechanisms, the Intelligence Community has in place numerous mechanisms to 
ensure that the Intelligence Community is complying with the limitations on collection described above. For example: 

—  Cabinet officials are required to validate their signals intelligence requirements each year. 

—  NSA checks signals intelligence targets throughout the collection process to determine if they are actually providing 
valuable foreign intelligence responsive to the priorities, and will stop collection against targets that are not. 
Additional procedures ensure that selection terms are reviewed periodically. 
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(1) See, e.g., U.S. Department of Justice Inspector General Report ‘A Review of the Federal Bureau of Investigation's Activities Under 
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(2) See www.dni.gov/clpo. 
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—  Based on a recommendation from an independent Review Group appointed by President Obama, the DNI has 
established a new mechanism to monitor the collection and dissemination of signals intelligence that is particularly 
sensitive because of the nature of the target or the means of collection, to ensure that it is consistent with the 
determinations of policymakers. 

—  Finally, ODNI annually reviews the IC's allocation of resources against the NIPF priorities and the intelligence 
mission as a whole. This review includes assessments of the value of all types of intelligence collection, including 
signals intelligence, and looks both backward — how successful has the IC been in achieving its goals? — and 
forward — what will the IC need in the future? This ensures that signals intelligence resources are applied to the 
most important national priorities. 

As evidenced by this comprehensive overview, the Intelligence Community does not decide on its own which conver
sations to listen to, try to collect everything, or operate free from scrutiny. Its activities are focused on priorities set by 
policymakers, through a process that involves input from across the government, and that is overseen both within NSA 
and by the ODNI, Department of Justice, and Department of Defense. 

PPD-28 also contains numerous other provisions to ensure that personal information collected pursuant to signals 
intelligence is protected, regardless of nationality. For instance, PPD-28 provides for data security, access, and quality 
procedures to protect personal information collected through signals intelligence, and provides for mandatory training 
to ensure that the workforce understands the responsibility to protect personal information, regardless of nationality. 
The PPD also provides for additional oversight and compliance mechanisms. These include periodic audit and reviews by 
appropriate oversight and compliance officials of the practices for protecting personal information contained in signals 
intelligence. The reviews also must examine the agencies' compliance with the procedures for protecting such 
information. 

Additionally, PPD-28 provides that significant compliance issues related to non-U.S. persons will be addressed at senior 
levels of government. Should a significant compliance issue occur involving the personal information of any person 
collected as a result of signals intelligence activities, the issue must, in addition to any existing reporting requirements, 
be reported promptly to the DNI. If the issue involves the personal information of a non-U.S. person, the DNI, in 
consultation with the Secretary of State and the head of the relevant IC element, will determine whether steps should be 
taken to notify the relevant foreign government, consistent with the protection of sources and methods and of U.S. 
personnel. Moreover, as directed by PPD-28, the Secretary of State has identified a senior official, Under Secretary 
Catherine Novelli, to serve as a point of contact for foreign governments that wish to raise concerns regarding signals 
intelligence activities of the United States. This commitment to high-level engagement exemplifies the efforts the U.S. 
government has made over the past few years to instill confidence in the numerous and overlapping privacy protections 
in place for U.S. person and non-U.S. person information. 

e. Summary 

The United States' processes for collecting, retaining, and disseminating foreign intelligence provide important privacy 
protections for the personal information of all persons, regardless of nationality. In particular, these processes ensure 
that our Intelligence Community focuses on its national security mission as authorized by applicable laws, executive 
orders, and presidential directives; safeguards information from unauthorized access, use and disclosure; and conducts its 
activities under multiple layers of review and oversight, including by congressional oversight committees. PPD-28 and 
the procedures implementing it represent our efforts to extend certain minimization and other substantial data 
protection principles to the personal information of all persons regardless of nationality. Personal information obtained 
through U.S. signals intelligence collection is subject to the principles and requirements of U.S. law and Presidential 
direction, including the protections set forth in PPD-28. These principles and requirements ensure that all persons are 
treated with dignity and respect, regardless of their nationality or wherever they might reside, and recognize that all 
persons have legitimate privacy interests in the handling of their personal information. 

1.8.2016 L 207/97 Official Journal of the European Union EN     



II. FOREIGN INTELLIGENCE SURVEILLANCE ACT — SECTION 702 

Collection under Section 702 of the Foreign Intelligence Surveillance Act (1) is not ‘mass and indiscriminate’ but is 
narrowly focused on the collection of foreign intelligence from individually identified legitimate targets; is clearly 
authorized by explicit statutory authority; and is subject to both independent judicial supervision and substantial review 
and oversight within the Executive Branch and Congress. Collection under Section 702 is considered signals intelligence 
subject to the requirements of PPD-28 (2). 

Collection under Section 702 is one of the most valuable sources of intelligence protecting both the United States and 
our European partners. Extensive information about the operation and oversight of Section 702 is publicly available. 
Numerous court filings, judicial decisions and oversight reports relating to the program have been declassified and 
released on the ODNI's public disclosure website, www.icontherecord.tumblr.com. Moreover, Section 702 was compre
hensively analyzed by the PCLOB, in a report which is available at https://www.pclob.gov/library/702-Report.pdf (3). 

Section 702 was passed as part of the FISA Amendments Act of 2008 (4), after extensive public debate in Congress. It 
authorizes the acquisition of foreign intelligence information through targeting of non-U.S. persons located outside the 
United States, with the compelled assistance of U.S. electronic communications service providers. Section 702 authorizes 
the Attorney General and the DNI — two Cabinet-level officials appointed by the President and confirmed by the Senate 
— to submit annual certifications to the FISA Court (5). These certifications identify specific categories of foreign 
intelligence to be collected, such as intelligence related to counterterrorism or weapons of mass destruction, which must 
fall within the categories of foreign intelligence defined by the FISA statute (6). As the PCLOB noted, ‘[t]hese limitations 
do not permit unrestricted collection of information about foreigners’ (7). 

The certifications also are required to include ‘targeting’ and ‘minimization’ procedures that must be reviewed and 
approved by the FISA Court (8). The targeting procedures are designed to ensure that the collection takes place only as 
authorized by statute and is within the scope of the certifications; the minimization procedures are designed to limit the 
acquisition, dissemination, and retention of information about U.S. persons, but also contain provisions that provide 
substantial protection to information about non-U.S. persons as well, described below. Moreover, as described above, in 
PPD-28 the President directed that the Intelligence Community provide additional protections for personal information 
about non-U.S. persons, and those protections apply to information collected under Section 702. 

Once the court approves the targeting and minimization procedures, collection under Section 702 is not bulk or indis
criminate, but ‘consists entirely of targeting specific persons about whom an individualized determination has been 
made,’ as the PCLOB said (9). Collection is targeted through the use of individual selectors, such as e-mail addresses or 
telephone numbers, which U.S. intelligence personnel have determined are likely being used to communicate foreign 
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(1) 50 U.S.C. § 1881a. 
(2) The United States also may obtain court orders pursuant to other provisions of FISA for the production of data, including data 

transferred pursuant to the Privacy Shield. See 50 U.S.C. § 1801 et seq. Titles I and III of FISA, which respectively authorize electronic 
surveillance and physical searches, require a court order (except in emergency circumstances) and always require probable cause to 
believe that the target is a foreign power or an agent of a foreign power. Title IV of FISA authorizes the use of pen registers and trap and 
trace devices, pursuant to court order (except in emergency circumstances) in authorized foreign intelligence, counterintelligence, or 
counterterrorism investigations. Title V of FISA permits the FBI, pursuant to court order (except in emergency circumstances), to obtain 
business records that are relevant to an authorized foreign intelligence, counterintelligence, or counterterrorism investigations. As 
discussed below, the USA FREEDOM Act specifically prohibits the use of FISA pen register or business record orders for bulk collection, 
and imposes a requirement of a ‘specific selection term’ to ensure that those authorities are used in a targeted fashion. 

(3) Privacy and Civil Liberties Board, ‘Report on the Surveillance Program Operated Pursuant to Section 702 of the Foreign Intelligence 
Surveillance Act’ (July 2, 2014) (‘PCLOB Report’). 

(4) See Pub. L. No 110-261, 122 Stat. 2436 (2008). 
(5) See 50 U.S.C. § 1881a(a) and (b). 
(6) See id. § 1801(e). 
(7) See PCLOB Report at 99. 
(8) See 50 U.S.C. § 1881a(d) and (e). 
(9) See PCLOB Report at 111. 

http://www.icontherecord.tumblr.com
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intelligence information of the type covered by the certification submitted to the court (1). The basis for selection of the 
target must be documented, and the documentation for every selector is subsequently reviewed by the Department of 
Justice (2). The U.S. Government has released information showing that in 2014 there were approximately 
90 000 individuals targeted under Section 702, a miniscule fraction of the over 3 billion internet users throughout the 
world (3). 

Information collected under Section 702 is subject to the court-approved minimization procedures, which provide 
protections to non-U.S. persons as well as U.S. persons, and which have been publicly released (4). For example, 
communications acquired under Section 702, whether of U.S. persons or non-U.S. persons, are stored in databases with 
strict access controls. They may be reviewed only by intelligence personnel who have been trained in the privacy- 
protective minimization procedures and who have been specifically approved for that access in order to carry out their 
authorized functions (5). Use of the data is limited to identification of foreign intelligence information or evidence of 
a crime (6). Pursuant to PPD-28, this information may be disseminated only if there is a valid foreign intelligence or law 
enforcement purpose; the mere fact that one party to the communication is not a U.S. person is not sufficient (7). And 
the minimization procedures and PPD-28 also set limits on how long data acquired pursuant to Section 702 may be 
retained (8). 

Oversight of Section 702 is extensive, and is conducted by all three branches of our government. Agencies 
implementing the statute have multiple levels of internal review, including by independent Inspectors General, and 
technological controls over access to the data. The Department of Justice and the ODNI closely review and scrutinize the 
use of Section 702 to verify compliance with legal rules; agencies are also under an independent obligation to report 
potential incidents of noncompliance. Those incidents are investigated, and all compliance incidents are reported to the 
Foreign Intelligence Surveillance Court, the President's Intelligence Oversight Board, and Congress, and remedied as 
appropriate (9). To date, there have been no incidents of willful attempts to violate the law or circumvent legal 
requirements (10). 

The FISA Court plays an important role in implementing Section 702. It is composed of independent federal judges who 
serve for a term of seven years on the FISA Court but who, like all federal judges, have life tenure as judges. As noted 
above, the Court must review the annual certifications and targeting and minimization procedures for compliance with 
the law. In addition, as also noted above, the Government is required to notify the Court immediately of compliance 
issues (11), and several Court opinions have been declassified and released showing the exceptional degree of judicial 
scrutiny and independence it exercises in reviewing those incidents. 

The Court's exacting processes have been described by its former Presiding Judge in a letter to Congress that has been 
publicly released (12). And as a result of the USA FREEDOM Act, described below, the Court is now explicitly authorized 
to appoint an outside lawyer as an independent advocate on behalf of privacy in cases that present novel or significant 
legal issues (13). This degree of involvement by a country's independent judiciary in foreign intelligence activities directed 
at persons who are neither citizens of that country nor located within it is unusual if not unprecedented, and helps 
ensure that Section 702 collection occurs within appropriate legal limits. 
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Surveillance Act Section 702’ (hereinafter ‘NSA Report’) at 4, available at http://icontherecord.tumblr.com/ppd-28/2015/privacy-civil- 
liberties. 

(3) Director of National Intelligence 2014 Transparency Report, available at http://icontherecord.tumblr.com/transparency/odni_ 
transparencyreport_cy2014. 

(4) Minimization procedures available at: http://www.dni.gov/files/documents/ppd-28/2014%20NSA%20702%20Minimization% 
20Procedures.pdf (‘NSA Minimization Procedures’); http://www.dni.gov/files/documents/ppd-28/2014%20FBI%20702% 
20Minimization%20Procedures.pdf; and http://www.dni.gov/files/documents/ppd-28/2014%20CIA%20702%20Minimization% 
20Procedures.pdf. 

(5) See NSA Report at 4. 
(6) See, e.g., NSA Minimization Procedures at 6. 
(7) Intelligence Agency PPD-28 procedures available at http://icontherecord.tumblr.com/ppd-28/2015/privacy-civil-liberties. 
(8) See NSA Minimization Procedures; PPD-28 Section 4. 
(9) See 50 U.S.C. § 1881(l); see also PCLOB Report at 66-76. 

(10) See Semiannual Assessment of Compliance with Procedures and Guidelines Issues Pursuant to Section 702 of the Foreign Intelligence 
Surveillance Act, Submitted by the Attorney General and the Director of National Intelligence at 2–3, available at http://www.dni.gov/ 
files/documents/Semiannual%20Assessment%20of%20Compliance%20with%20procedures%20and%20guidelines%20issued% 
20pursuant%20to%20Sect%20702%20of%20FISA.pdf. 

(11) Rule 13 of the Foreign Intelligence Surveillance Court Rules of Procedures, available at http://www.fisc.uscourts.gov/sites/default/files/ 
FISC%20Rules%20of%20Procedure.pdf. 

(12) July 29, 2013 Letter from The Honorable Reggie B. Walton to The Honorable Patrick J. Leahy, available at http://fas.org/irp/news/ 
2013/07/fisc-leahy.pdf. 

(13) See Section 401 of the USA FREEDOM Act, P.L. 114-23. 
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Congress exercises oversight through statutorily required reports to the Intelligence and Judiciary Committees, and 
frequent briefings and hearings. These include a semiannual report by the Attorney General documenting the use of 
Section 702 and any compliance incidents (1); a separate semiannual assessment by the Attorney General and the DNI 
documenting compliance with the targeting and minimization procedures, including compliance with the procedures 
designed to ensure that collection is for a valid foreign intelligence purpose (2); and an annual report by heads of 
intelligence elements which includes a certification that collection under Section 702 continues to produce foreign 
intelligence information (3). 

In short, collection under Section 702 is authorized by law; subject to multiple levels of review, judicial supervision and 
oversight; and, as the FISA Court stated in a recently declassified opinion, is ‘not conducted in a bulk or indiscriminate 
manner,’ but ‘through. .. discrete targeting decisions for individual [communication] facilities’ (4). 

III. USA FREEDOM ACT 

The USA FREEDOM Act, signed into law in June 2015, significantly modified U.S. surveillance and other national 
security authorities, and increased public transparency on the use of these authorities and on decisions of the FISA 
Court, as set out below (5). The Act ensures that our intelligence and law enforcement professionals have the authorities 
they need to protect the Nation, while further ensuring that individuals' privacy is appropriately protected when these 
authorities are employed. It enhances privacy and civil liberties and increases transparency. 

The Act prohibits bulk collection of any records, including of both U.S. and non-U.S. persons, pursuant to various 
provisions of FISA or through the use of National Security Letters, a form of statutorily authorized administrative 
subpoenas (6). This prohibition specifically includes telephone metadata relating to calls between persons inside the U.S. 
and persons outside the U.S., and would also include collection of Privacy Shield information pursuant to these 
authorities. The Act requires that the government base any application for records under those authorities on a ‘specific 
selection term’—a term that specifically identifies a person, account, address, or personal device in a way that limits the 
scope of information sought to the greatest extent reasonably practicable (7). This further ensures that collection of 
information for intelligence purposes is precisely focused and targeted. 

The Act also made significant modifications to proceedings before the FISA Court, which both increase transparency and 
provide additional assurances that privacy will be protected. As noted above, it authorized creation of a standing panel 
of security-cleared lawyers with expertise in privacy and civil liberties, intelligence collection, communications 
technology, or other relevant areas, who may be appointed to appear before the court as amicus curiae in cases that 
involve significant or novel interpretations of law. These lawyers are authorized to make legal arguments that advance 
the protection of individual privacy and civil liberties, and will have access to any information, including classified 
information, that the court determines is necessary to their duties (8). 

The Act also builds on the U.S. Government's unprecedented transparency about intelligence activities by requiring the 
DNI, in consultation with the Attorney General, to either declassify, or publish an unclassified summary of, each 
decision, order, or opinion issued by the FISA Court or the Foreign Intelligence Surveillance Court of Review that 
includes a significant construction or interpretation of any provision of law. 
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(1) See 50 U.S.C. § 1881f. 
(2) See id. § 1881a(l)(1). 
(3) See id. § 1881a(l)(3). Some of these reports are classified. 
(4) Mem. Opinion and Order at 26 (FISC 2014), available at http://www.dni.gov/files/documents/0928/FISC%20Memorandum%20Opinion 

%20and%20Order%2026%20August%202014.pdf. 
(5) See USA FREEDOM Act of 2015, Pub. L. No 114-23, § 401, 129 Stat. 268. 
(6) See id. §§ 103, 201, 501. National Security Letters are authorized by a variety of statutes and allow the FBI to obtain information 

contained in credit reports, financial records, and electronic subscriber and transaction records from certain kinds of companies, only to 
protect against international terrorism or clandestine intelligence activities. See 12 U.S.C. § 3414; 15 U.S.C. §§ 1681u-1681v; 18 U.S.C. 
§ 2709. National Security Letters are typically used by the FBI to gather critical non-content information at the early phases of counterter
rorism and counterintelligence investigations — such as the identity of the subscriber to an account who may have been communicating 
with agents of a terrorist group such as ISIL. Recipients of a National Security Letter have the right to challenge them in court. See 
18 U.S.C. § 3511. 

(7) See id. 
(8) See id. § 401. 
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Moreover, the Act provides for extensive disclosures about FISA collection and National Security Letter requests. The 
United States must disclose to Congress and to the public each year the number of FISA orders and certifications sought 
and received; estimates of the number of U.S. persons and non-U.S. persons targeted and affected by surveillance; and 
the number of appointments of amici curiae, among other items of information (1). The Act also requires additional 
public reporting by the government about the numbers of National Security Letter requests about both U.S. and 
non-U.S. persons (2). 

With regard to corporate transparency, the Act gives companies a range of options to report publicly the aggregate 
number of FISA orders and directives or National Security Letters they receive from the Government, as well as the 
number of customer accounts targeted by these orders (3). Several companies have already made such disclosures, which 
have revealed the limited number of customers whose records have been sought. 

These corporate transparency reports demonstrate that U.S. intelligence requests affect only a miniscule fraction of data. 
For example, one major company's recent transparency report shows that it received national security requests (pursuant 
to FISA or National Security Letters) affecting fewer than 20 000 of its accounts, at a time when it had at least 
400 million subscribers. In other words, all U.S. national security requests reported by this company affected fewer than 
0,005 % of its subscribers. Even if every one of those requests had concerned Safe Harbor data, which of course is not 
the case, it is obvious that the requests are targeted and appropriate in scale, and are neither bulk nor indiscriminate. 

Finally, while the statutes which authorize National Security Letters already restricted the circumstances under which 
a recipient of such a letter could be barred from disclosing it, the Act further provided that such non-disclosure 
requirements must be reviewed periodically; required that recipients of National Security Letters be notified when the 
facts no longer support a non-disclosure requirement; and codified procedures for recipients to challenge nondisclosure 
requirements (4). 

In sum, the USA FREEDOM Act's important amendments to U.S. intelligence authorities is clear evidence of the 
extensive effort taken by the United States to place the protection of personal information, privacy, civil liberties, and 
transparency at the forefront of all U.S. intelligence practices. 

IV. TRANSPARENCY 

In addition to the transparency mandated by the USA FREEDOM Act, the U.S. Intelligence Community provides the 
public much additional information, setting a strong example with respect to transparency into its intelligence activities. 
The Intelligence Community has published many of its policies, procedures, Foreign Intelligence Surveillance Court 
decisions, and other declassified materials, providing an extraordinary degree of transparency. In addition, the 
Intelligence Community has substantially increased its disclosure of statistics on the government's use of national 
security collection authorities. On April 22, 2015, the Intelligence Community issued its second annual report 
presenting statistics on how often the government uses these important authorities. ODNI also has published, on the 
ODNI website and on IC On the Record, a set of concrete transparency principles (5) and an implementation plan that 
translates the principles into concrete, measurable initiatives (6). In October 2015, the Director of National Intelligence 
directed that each intelligence agency designate an Intelligence Transparency Officer within its leadership to foster 
transparency and lead transparency initiatives (7). The Transparency Officer will work closely with each intelligence 
agency's Privacy and Civil Liberties Officer to ensure that transparency, privacy, and civil liberties continue to remain top 
priorities. 
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(1) See id. § 602. 
(2) See id. 
(3) See id. § 603. 
(4) See id. §§ 502(f)–503. 
(5) Available at http://www.dni.gov/index.php/intelligence-community/intelligence-transparency-principles. 
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As an example of these efforts, NSA's Chief Privacy and Civil Liberties Officer has released several unclassified reports 
over the past few years, including reports on activities under section 702, Executive Order 12333, and the USA 
FREEDOM Act (1). In addition, the IC works closely with the PCLOB, Congress, and the U.S. privacy advocacy 
community to provide further transparency relating to U.S. intelligence activities, wherever feasible and consistent with 
the protection of sensitive intelligence sources and methods. Taken as a whole, U.S. intelligence activities are as 
transparent as or more transparent than those of any other nation in the world and are as transparent as it is possible to 
be consistent with the need to protect sensitive sources and methods. 

To summarize the extensive transparency that exists about U.S. intelligence activities: 

—  The IC has released and posted online thousands of pages of court opinions and agency procedures outlining the 
specific procedures and requirements of our intelligence activities. We have also released reports on intelligence 
agencies' compliance with applicable restrictions. 

—  Senior intelligence officials regularly speak publicly about the roles and activities of their organizations, including 
descriptions of the compliance regimes and safeguards that govern their work. 

—  The IC released numerous additional documents about intelligence activities pursuant to our Freedom of Information 
Act. 

—  The President issued PPD-28, publicly setting out additional restrictions on our intelligence activities, and ODNI has 
issued two public reports on the implementation of those restrictions. 

—  The IC is now required by law to release significant legal opinions issued by the FISA Court, or summaries of those 
opinions. 

—  The government is required to report annually on the extent of its use of certain national security authorities, and 
companies are authorized to do so as well. 

—  The PCLOB has issued several detailed public reports on intelligence activities, and will continue to do so. 

—  The IC provides extensive classified information to Congressional oversight committees. 

—  The DNI issued transparency principles to govern the activities of the Intelligence Community. 

This extensive transparency will continue going forward. Any information that is released publicly will, of course, be 
available to both the Department of Commerce and the European Commission. The annual review between Commerce 
and the European Commission on the implementation of the Privacy Shield will provide an opportunity for the 
European Commission to discuss any questions raised by any new information released, as well as any other matters 
concerning the Privacy Shield and its operation, and we understand that the Department may, in its discretion, invite 
representatives of other agencies, including the IC, to participate in that review. This is, of course, in addition to the 
mechanism provided in PPD-28 for EU Member States to raise surveillance-related concerns with a designated State 
Department official. 

V. REDRESS 

U.S. law provides a number of avenues of redress for individuals who have been the subject of unlawful electronic 
surveillance for national security purposes. Under FISA, the right to seek relief in U.S. court is not limited to U.S. 
persons. An individual who can establish standing to bring suit would have remedies to challenge unlawful electronic 
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(1) Available at https://www.nsa.gov/civil_liberties/_files/nsa_report_on_section_702_program.pdf; https://www.nsa.gov/civil_liberties/_ 
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surveillance under FISA. For example, FISA allows persons subjected to unlawful electronic surveillance to sue U.S. 
government officials in their personal capacities for money damages, including punitive damages and attorney's fees. See 
50 U.S.C. § 1810. Individuals who can establish their standing to sue also have a civil cause of action for money 
damages, including litigation costs, against the United States when information about them obtained in electronic 
surveillance under FISA has been unlawfully and willfully used or disclosed. See 18 U.S.C. § 2712. In the event the 
government intends to use or disclose any information obtained or derived from electronic surveillance of any aggrieved 
person under FISA against that person in judicial or administrative proceedings in the United States, it must provide 
advance notice of its intent to the tribunal and the person, who may then challenge the legality of the surveillance and 
seek to suppress the information. See 50 U.S.C. § 1806. Finally, FISA also provides criminal penalties for individuals 
who intentionally engage in unlawful electronic surveillance under color of law or who intentionally use or disclose 
information obtained by unlawful surveillance. See 50 U.S.C. § 1809. 

EU citizens have other avenues to seek legal recourse against U.S. government officials for unlawful government use of 
or access to data, including government officials who violate the law in the course of unlawful access to or use of 
information for purported national security purposes. The Computer Fraud and Abuse Act prohibits intentional 
unauthorized access (or exceeding authorized access) to obtain information from a financial institution, a U.S. 
government computer system, or a computer accessed via the internet, as well as threats to damage protected computers 
for purposes of extortion or fraud. See 18 U.S.C. § 1030. Any person, of whatever nationality, who suffers damage or 
loss by reason of a violation of this law may sue the violator (including a government official) for compensatory 
damages and injunctive or other equitable relief under section 1030(g), regardless of whether a criminal prosecution has 
been pursued, provided the conduct involves at least one of several circumstances set forth in the statute. The Electronic 
Communications Privacy Act (ECPA) regulates government access to stored electronic communications and transactional 
records and subscriber information held by third-party communications providers. See 18 U.S.C. §§ 2701-2712. ECPA 
authorizes an aggrieved individual to sue government officials for intentional unlawful access to stored data. ECPA 
applies to all persons regardless of citizenship and aggrieved persons may receive damages and attorney's fees. The Right 
to Financial Privacy Act (RFPA) limits the U.S. government's access to the bank and broker-dealer records of individual 
customers. See 12 U.S.C. §§ 3401-3422. Under the RFPA, a bank or broker-dealer customer can sue the U.S. 
government for statutory, actual, and punitive damages for wrongfully obtaining access to the customer's records, and 
a finding that such wrongful access was willful automatically triggers an investigation of possible disciplinary action 
against the relevant government employees. See 12 U.S.C. § 3417. 

Finally, the Freedom of Information Act (FOIA) provides a means for any person to seek access to existing federal agency 
records on any topic subject to certain categories of exemptions. See 5 U.S.C. § 552(b). These include limits on access to 
classified national security information, personal information of other individuals, and information concerning law 
enforcement investigations, and are comparable to the limitations imposed by nations with their own information access 
laws. These limitations apply equally to Americans and non-Americans. Disputes over the release of records requested 
pursuant to FOIA can be appealed administratively and then in federal court. The court is required to make a de novo 
determination of whether records are properly withheld, 5 U.S.C. § 552(a)(4)(B), and can compel the government to 
provide access to records. In some cases courts have overturned government assertions that information should be 
withheld as classified (1). Although no monetary damages are available, courts can award attorney's fees. 

VI. CONCLUSION 

The United States recognizes that our signals intelligence and other intelligence activities must take into account that all 
persons should be treated with dignity and respect, regardless of their nationality or place of residence, and that all 
persons have legitimate privacy interests in the handling of their personal information. The United States only uses 
signals intelligence to advance its national security and foreign policy interests and to protect its citizens and the citizens 
of its allies and partners from harm. In short, the IC does not engage in indiscriminate surveillance of anyone, including 
ordinary European citizens. Signals intelligence collection only takes place when duly authorized and in a manner that 
strictly complies with these limitations; only after consideration of the availability of alternative sources, including from 
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2014). 



diplomatic and public sources; and in a manner that prioritizes appropriate and feasible alternatives. And wherever 
practicable, signals intelligence only takes place through collection focused on specific foreign intelligence targets or 
topics through the use of discriminants. 

U.S. policy in this regard was affirmed in PPD-28. Within this framework, U.S. intelligence agencies do not have the 
legal authority, the resources, the technical capability or the desire to intercept all of the world's communications. Those 
agencies are not reading the emails of everyone in the United States, or of everyone in the world. Consistent with 
PPD-28, the United States provides robust protections to the personal information of non-U.S. persons that is collected 
through signals intelligence activities. To the maximum extent feasible consistent with the national security, this includes 
policies and procedures to minimize the retention and dissemination of personal information concerning non-U.S. 
persons comparable to the protections enjoyed by U.S. persons. Moreover, as discussed above, the comprehensive 
oversight regime of the targeted Section 702 FISA authority is unparalleled. Finally, the significant amendments to U.S. 
intelligence law set forth in the USA FREEDOM Act and the ODNI-led initiatives to promote transparency within the 
Intelligence Community greatly enhance the privacy and civil liberties of all individuals, regardless of their nationality. 

Sincerely, 

Robert S. Litt  
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June 21, 2016 

Mr Justin S. Antonipillai 
Counselor 
U.S. Department of Commerce 
1401 Constitution Avenue, N.W. 
Washington, DC 20230 

Mr Ted Dean 
Deputy Assistant Secretary 
International Trade Administration 
1401 Constitution Avenue, N.W. 
Washington, DC 20230 

Dear Mr Antonipillai and Mr Dean: 

I am writing to provide further information about the manner in which the United States conducts bulk collection of 
signals intelligence. As explained in footnote 5 of Presidential Policy Directive 28 (PPD-28), ‘bulk’ collection refers to the 
acquisition of a relatively large volume of signals intelligence information or data under circumstances where the 
Intelligence Community cannot use an identifier associated with a specific target (such as the target's e-mail address or 
phone number) to focus the collection. However, this does not mean that this sort of collection is ‘mass’ or ‘indis
criminate.’ Indeed, PPD-28 also requires that ‘[s]ignals intelligence activities shall be as tailored as feasible.’ In furtherance 
of this mandate, the Intelligence Community takes steps to ensure that even when we cannot use specific identifiers to 
target collection, the data to be collected is likely to contain foreign intelligence that will be responsive to requirements 
articulated by U.S. policy-makers pursuant to the process explained in my earlier letter, and minimizes the amount of 
non-pertinent information that is collected. 

As an example, the Intelligence Community may be asked to acquire signals intelligence about the activities of a terrorist 
group operating in a region of a Middle Eastern country, that is believed to be plotting attacks against Western European 
countries, but may not know the names, phone numbers, e-mail addresses or other specific identifiers of individuals 
associated with this terrorist group. We might choose to target that group by collecting communications to and from 
that region for further review and analysis to identify those communications that relate to the group. In so doing, the 
Intelligence Community would seek to narrow the collection as much as possible. This would be considered collection 
in ‘bulk’ because the use of discriminants is not feasible, but it is neither ‘mass’ nor ‘indiscriminate’; rather it is focused 
as precisely as possible. 

Thus, even when targeting through the use of specific selectors is not possible, the United States does not collect all 
communications from all communications facilities everywhere in the world, but applies filters and other technical tools 
to focus its collection on those facilities that are likely to contain communications of foreign intelligence value. In so 
doing, the United States' signals intelligence activities touch only a fraction of the communications traversing the 
Internet. 

Moreover, as noted in my earlier letter, because ‘bulk’ collection entails a greater risk of collecting non-pertinent 
communications, PPD-28 limits the use that the Intelligence Community may make of signals intelligence collected in 
bulk to six specified purposes. PPD-28, and agency policies implementing PPD-28, also place restrictions on the 
retention and dissemination of personal information acquired through signals intelligence, regardless of whether the 
information was collected in bulk or through targeted collection, and regardless of the individual's nationality. 

Thus, the Intelligence Community's ‘bulk’ collection is not ‘mass’ or ‘indiscriminate,’ but involves the application of 
methods and tools to filter collection in order to focus the collection on material that will be responsive to policy- 
makers' articulated foreign intelligence requirements while minimizing the collection of non-pertinent information, and 
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provides strict rules to protect the non-pertinent information that may be acquired. The policies and procedures 
described in this letter apply to all bulk signals intelligence collection, including any bulk collection of communications 
to and from Europe, without confirming or denying whether any such collection occurs. 

You have also asked for more information about the Privacy and Civil Liberties Oversight Board (PCLOB) and Inspectors 
General, and their authorities. The PCLOB is an independent agency in the Executive Branch. Members of the bipartisan, 
five-member Board are appointed by the President and confirmed by the Senate (1). Each Member of the Board serves 
a six-year term. Members of the Board and staff are provided appropriate security clearances in order for them to fully 
execute their statutory duties and responsibilities (2). 

The PCLOB's mission is to ensure that the federal government's efforts to prevent terrorism are balanced with the need 
to protect privacy and civil liberties. The Board has two fundamental responsibilities — oversight and advice. The 
PCLOB sets its own agenda and determines what oversight or advice activities it wishes to undertake. 

In its oversight role, the PCLOB reviews and analyzes actions the Executive Branch takes to protect the nation from 
terrorism, ensuring that the need for such actions is balanced with the need to protect privacy and civil liberties (3). The 
PCLOB's most recent completed oversight review focused on surveillance programs operated under Section 702 of 
FISA (4). It is currently conducting a review of intelligence activities operated under Executive Order 12333 (5). 

In its advisory role, the PCLOB ensures that liberty concerns are appropriately considered in the development and 
implementation of laws, regulations, and policies related to efforts to protect the nation from terrorism (6). 

In order to carry out its mission, the Board is authorized by statute to have access to all relevant agency records, reports, 
audits, reviews, documents, papers, recommendations, and any other relevant materials, including classified information 
consistent with law (7). In addition, the Board may interview, take statements from, or take public testimony from any 
executive branch officer or employee (8). Additionally, the Board may request in writing that the Attorney General, on 
the Board's behalf, issues subpoenas compelling parties outside the Executive Branch to provide relevant information (9). 

Finally, the PCLOB has statutory public transparency requirements. This includes keeping the public informed of its 
activities by holding public hearings and making its reports publicly available, to the greatest extent possible consistent 
with the protection of classified information (10). In addition, the PCLOB is required to report when an Executive Branch 
agency declines to follow its advice. 

Inspectors General (IGs) in the Intelligence Community (IC) conduct audits, inspections, and reviews of the programs 
and activities in the IC to identify and address systemic risks, vulnerabilities, and deficiencies. In addition, IGs investigate 
complaints or information of allegations of violations of law, rules, or regulations, or mismanagement; gross waste of 
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funds; abuse of authority, or a substantial and specific danger to the public health and safety in IC programs and 
activities. IG independence is a critical component to the objectivity and integrity of every report, finding, and 
recommendation an IG issues. Some of the most critical components to maintaining IG independence include the IG 
appointment and removal process; separate operational, budget, and personnel authorities; and dual reporting 
requirements to Executive Branch agency heads and Congress. 

Congress established an independent IG office in each Executive Branch agency, including every IC element (1). With the 
passage of the Intelligence Authorization Act for Fiscal Year 2015, almost all IGs with oversight of an IC element are 
appointed by the President and confirmed by the Senate, including the Department of Justice, Central Intelligence 
Agency, National Security Agency, and the Intelligence Community (2). Further, these IGs are permanent, nonpartisan, 
officials who can only be removed by the President. While the U.S. Constitution requires that the President have IG 
removal authority, it has rarely been exercised and requires that the President provide Congress with a written justifi
cation 30 days before removing an IG (3). This IG appointment process ensures that there is no undue influence by 
Executive Branch officials in the selection, appointment, or removal of an IG. 

Second, IGs have significant statutory authorities to conduct audits, investigations, and reviews of Executive Branch 
programs and operations. In addition to oversight investigations and reviews required by law, IGs have broad discretion 
to exercise oversight authority to review programs and activities of their choosing (4). In exercising this authority, the 
law ensures that IGs have the independent resources to execute their responsibilities, including the authority to hire their 
own staff and separately document their budget requests to Congress (5). The law ensures that IGs have access to the 
information needed to execute their responsibilities. This includes the authority to have direct access to all agency 
records and information detailing the programs and operations of the agency regardless of classification; the authority to 
subpoena information and documents; and the authority to administer oaths (6). In limited cases, the head of an 
Executive Branch agency may prohibit an IG's activity if, for example, an IG audit or investigation would significantly 
impair the national security interests of the United States. Again, the exercise of this authority is extremely unusual and 
requires the head of the agency to notify Congress within 30 days of the reasons for exercising it (7). Indeed, the 
Director of National Intelligence has never exercised this limitation authority over any IG activities. 

Third, IGs have responsibilities to keep both heads of Executive Branch agencies and Congress fully and currently 
informed through reports of fraud and other serious problems, abuses, and deficiencies relating to Executive Branch 
programs and activities (8). Dual reporting bolsters IG independence by providing transparency into the IG oversight 
process and allowing agency heads an opportunity to implement IG recommendations before Congress can take 
legislative action. For example, IGs are required by law to complete semi-annual reports that describe such problems as 
well as corrective actions taken to date (9). Executive Branch agencies take IG findings and recommendations seriously 
and IGs are often able to include the agencies' acceptance and implementation of IG recommendations in these and 
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(1) Sections 2 and 4 of the Inspector General Act of 1978, as amended (hereinafter ‘IG Act’); Section 103H(b) and (e) of the National Security 
Act of 1947, as amended (hereinafter ‘Nat'l Sec. Act’); Section 17(a) of the Central Intelligence Act (hereinafter ‘CIA Act’). 

(2) See Pub. L. No 113-293, 128 Stat. 3990, (Dec. 19, 2014). Only the IGs for the Defense Intelligence Agency and the National Geospatial- 
Intelligence Agency are not appointed by the President; however the DOD IG and the IC IG have concurrent jurisdiction over these 
agencies. 

(3) Section 3 of the IG Act of 1978, as amended; Section 103H(c) of the Nat'l Sec. Act; and Section 17(b) of the CIA Act. 
(4) See Sections 4(a) and 6(a)(2) of the IG Act of 1947; Section 103H(e) and (g)(2)(A) of the Nat'l Sec. Act; Section 17(a) and (c) of the CIA 

Act. 
(5) Sections 3(d), 6(a)(7) and 6(f) of the IG Act; Sections 103H(d), (i), (j) and (m) of the Nat'l Sec. Act; Sections 17(e)(7) and (f) of the CIA Act. 
(6) Section 6(a)(1), (3), (4), (5), and (6) of the IG Act; Sections 103H(g)(2) of the Nat'l Sec. Act; Section 17(e)(1), (2), (4), and (5) of CIA Act. 
(7) See, e.g., Sections 8(b) and 8E(a) of the IG Act; Section 103H(f) of the Nat'l Sec. Act; Section 17(b) of the CIA Act. 
(8) Section 4(a)(5) of the IG Act; Section 103H(a)(b)(3) and (4) of the Nat'l Sec. Act; Section 17(a)(2) and (4) of the CIA Act. 
(9) Section 2(3), 4(a), and 5 of the IG Act; Section 103H(k) of the Nat'l Sec. Act; Section 17(d) of the CIA Act. The Inspector General of the 

Department of Justice makes its publicly released reports available on the internet at http://oig.justice.gov/reports/all.htm. Similarly, the 
Inspector General for the Intelligence Community makes it semi-annual reports publicly available at https://www.dni.gov/index.php/ 
intelligence-community/ic-policies-reports/records-requested-under-foia#icig. 

http://oig.justice.gov/reports/all.htm
https://www.dni.gov/index.php/intelligence-community/ic-policies-reports/records-requested-under-foia#icig
https://www.dni.gov/index.php/intelligence-community/ic-policies-reports/records-requested-under-foia#icig


other reports provided to Congress, and in some cases the public (1). In addition to this IG dual-report structure, IGs are 
also responsible for shepherding Executive Branch whistleblowers to the appropriate congressional oversight committees 
to make disclosures of alleged fraud, waste, or abuse in Executive Branch programs and activities. The identities of those 
who come forward are protected from disclosure to the Executive Branch, which shields the whistleblowers from 
potential prohibited personnel actions or security clearance actions taken in reprisal for reporting to the IG (2). As 
whistleblowers are often the sources for IG investigations, the ability to report their concerns to the Congress without 
Executive Branch influences increases the effectiveness of IG oversight. Because of this independence, IGs can promote 
economy, efficiency, and accountability in Executive Branch agencies with objectivity and integrity. 

Finally, Congress has established the Council of Inspectors General on Integrity and Efficiency. This Council, among 
other things, develops IG standards for audits, investigations and reviews; promotes training; and has the authority to 
conduct reviews of allegations of IG misconduct, which serves as a critical eye on IGs, who are entrusted to watch all 
others (3). 

I hope that this information is helpful to you. 

Regards, 

Robert S. Litt 

General Counsel  
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(1) Section 2(3), 4(a), and 5 of the IG Act; Section 103H(k) of the Nat'l Sec. Act; Section 17(d) of the CIA Act. The Inspector General of the 
Department of Justice makes its publicly released reports available on the internet at http://oig.justice.gov/reports/all.htm. Similarly, the 
Inspector General for the Intelligence Community makes it semi-annual reports publicly available at https://www.dni.gov/index.php/ 
intelligence-community/ic-policies-reports/records-requested-under-foia#icig. 

(2) Section 7 of the IG Act; Section 103H(g)(3) of the Nat'l Sec. Act; Section 17(e)(3) of the CIA Act. 
(3) Section 11 of the IG Act. 

http://oig.justice.gov/reports/all.htm
https://www.dni.gov/index.php/intelligence-community/ic-policies-reports/records-requested-under-foia#icig
https://www.dni.gov/index.php/intelligence-community/ic-policies-reports/records-requested-under-foia#icig


ANNEX VII 

Letter from Deputy Assistant Attorney General and Counselor for International Affairs Bruce 
Swartz, U.S. Department of Justice 

February 19, 2016 

Mr Justin S. Antonipillai 
Counselor 
U.S. Department of Commerce 
1401 Constitution Ave., NW 
Washington, DC 20230 

Mr Ted Dean 
Deputy Assistant Secretary 
International Trade Administration 
1401 Constitution Ave., NW 
Washington, DC 20230 

Dear Mr Antonipillai and Mr Dean: 

This letter provides a brief overview of the primary investigative tools used to obtain commercial data and other record 
information from corporations in the United States for criminal law enforcement or public interest (civil and regulatory) 
purposes, including the access limitations set forth in those authorities (1). These legal processes are nondiscriminatory 
in that they are used to obtain information from corporations in the United States, including from companies that will 
self-certify through the US/EU Privacy Shield framework, without regard to the nationality of the data subject. Further, 
corporations that receive legal process in the United States may challenge it in court as discussed below (2). 

Of particular note with respect to the seizure of data by public authorities is the Fourth Amendment to the United 
States Constitution, which provides that ‘[t]he right of the people to be secure in their persons, houses, papers, and 
effects, against unreasonable searches and seizures, shall not be violated, and no Warrants shall issue, but upon probable 
cause, supported by Oath or affirmation, and particularly describing the place to be searched, and the persons or things 
to be seized.’ U.S. Const. amend. IV. As the United States Supreme Court stated in Berger v. State of New York, ‘[t]he basic 
purpose of this Amendment, as recognized in countless decisions of this Court, is to safeguard the privacy and security 
of individuals against arbitrary invasions by government officials.’ 388 U.S. 41, 53 (1967) (citing Camara v. Mun. Court of 
San Francisco, 387 U.S. 523, 528 (1967)). In domestic criminal investigations, the Fourth Amendment generally requires 
law enforcement officers to obtain a court-issued warrant before conducting a search. See Katz v. United States, 389 U.S. 
347, 357 (1967). When the warrant requirement does not apply, government activity is subject to a ‘reasonableness’ test 
under the Fourth Amendment. The Constitution itself, therefore, ensures that the U.S. government does not have 
limitless, or arbitrary, power to seize private information. 

Criminal Law Enforcement Authorities: 

Federal prosecutors, who are officials of the Department of Justice (DOJ), and federal investigative agents including 
agents of the Federal Bureau of Investigation (FBI), a law enforcement agency within DOJ, are able to compel production 
of documents and other record information from corporations in the United States for criminal investigative purposes 
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(1) This overview does not describe the national security investigative tools used by law enforcement in terrorism and other national 
security investigations, including National Security Letters (NSLs) for certain record information in credit reports, financial records, and 
electronic subscriber and transaction records, see 12 U.S.C. § 3414; 15 U.S.C. § 1681u; 15 U.S.C. § 1681v; 18 U.S.C. § 2709, and for 
electronic surveillance, search warrants, business records, and other collection of communications pursuant to the Foreign Intelligence 
Surveillance Act, see 50 U.S.C. § 1801 et seq. 

(2) This paper discusses federal law enforcement and regulatory authorities; violations of state law are investigated by states and are tried in 
state courts. State law enforcement authorities use warrants and subpoenas issued under state law in essentially the same manner as 
described herein, but with the possibility that state legal process may be subject to protections provided by State constitutions that exceed 
those of the U.S. Constitution. State law protections must be at least equal to those of the U.S. Constitution, including but not limited to 
the Fourth Amendment. 



through several types of compulsory legal processes, including grand jury subpoenas, administrative subpoenas and 
search warrants, and may acquire other communications pursuant to federal criminal wiretap and pen register 
authorities. 

Grand Jury or Trial Subpoenas: Criminal subpoenas are used to support targeted law enforcement investigations. 
A grand jury subpoena is an official request issued from a grand jury (usually at the request of a federal prosecutor) to 
support a grand jury investigation into a particular suspected violation of criminal law. Grand juries are an investigative 
arm of the court and are impaneled by a judge or magistrate. A subpoena may require someone to testify at 
a proceeding, or to produce or make available business records, electronically stored information, or other tangible 
items. The information must be relevant to the investigation and the subpoena cannot be unreasonable because it is 
overbroad, or because it is oppressive or burdensome. A recipient can file a motion to challenge a subpoena based on 
those grounds. See Fed. R. Crim. P. 17. In limited circumstances, trial subpoenas for documents may be used after the 
case has been indicted by the grand jury. 

Administrative Subpoena Authority: Administrative subpoena authorities may be exercised in criminal or civil investi
gations. In the criminal law enforcement context, several federal statutes authorize the use of administrative subpoenas 
to produce or make available business records, electronically stored information, or other tangible items in investigations 
involving health care fraud, child abuse, Secret Service protection, controlled substance cases, and Inspector General 
investigations implicating government agencies. If the government seeks to enforce an administrative subpoena in court, 
the recipient of the administrative subpoena, like the recipient of a grand jury subpoena, can argue that the subpoena is 
unreasonable because it is overbroad, or because it is oppressive or burdensome. 

Court Orders For Pen Register and Trap and Traces: Under criminal pen register and trap and trace provisions, law 
enforcement may obtain a court order to acquire real-time, non-content dialing, routing, addressing and signaling 
information about a phone number or e-mail upon certification that the information provided is relevant to a pending 
criminal investigation. See 18 U.S.C. §§ 3121-3127. The use or installation of such a device outside the law is a federal 
crime. 

Electronic Communications Privacy Act (ECPA): Additional rules govern the government's access to subscriber 
information, traffic data and stored content of communications held by ISPs telephone companies, and other third party 
service providers, pursuant to Title II of ECPA, also called the Stored Communications Act (SCA), 18 U.S.C. §§ 2701– 
2712. The SCA sets forth a system of statutory privacy rights that limit law enforcement access to data beyond what is 
required under constitutional law from customers and subscribers of internet service providers. The SCA provides for 
increasing levels of privacy protections depending on the intrusiveness of the collection. For subscriber registration 
information, IP addresses and associated time stamps, and billing information, criminal law enforcement authorities 
must obtain a subpoena. For most other stored, non-content information, such as e-mail headers without the subject 
line, law enforcement must present specific facts to a judge demonstrating that the requested information is relevant and 
material to an ongoing criminal investigation. To obtain the stored content of electronic communications, generally, 
criminal law enforcement authorities obtain a warrant from a judge based on probable cause to believe the account in 
question contains evidence of a crime. The SCA also provides for civil liability and criminal penalties. 

Court Orders for Surveillance Pursuant to Federal Wiretap Law: Additionally, law enforcement may intercept in real time 
wire, oral or electronic communications for criminal investigative purposes pursuant to the federal wiretap law. See 
18 U.S.C. §§ 2510-2522. This authority is available only pursuant to a court order in which a judge finds, inter alia, 
that there is probable cause to believe that the wiretap or electronic interception will produce evidence of a federal 
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crime, or the whereabouts of a fugitive fleeing from prosecution. The statute provides for civil liability and criminal 
penalties for violations of the wiretapping provisions. 

Search Warrant — Rule 41: Law enforcement can physically search premises in the United States when authorized to do 
so by a judge. Law enforcement must demonstrate to the judge based on a showing of ‘probable cause’ that a crime was 
committed or is about to be committed and that items connected to the crime are likely to be found in the place 
specified by the warrant. This authority is often used when a physical search by police of a premise is needed due to the 
danger that evidence may be destroyed if a subpoena or other production order is served on the corporation. See U.S. 
Const. amend. IV (discussed in further detail above), Fed. R. Crim. P. 41. The subject of a search warrant may move to 
quash the warrant as overbroad, vexatious or otherwise improperly obtained and aggrieved parties with standing may 
move to suppress any evidence obtained in an unlawful search. See Mapp v. Ohio, 367 U.S. 643 (1961). 

DOJ Guidelines and Policies: In addition to these Constitutional, statutory and rule-based limitations on government 
access to data, the Attorney General has issued guidelines that place further limits on law enforcement access to data, 
and that also contain privacy and civil liberty protections. For instance, the Attorney General's Guidelines for Domestic 
Federal Bureau of Investigation (FBI) Operations (September 2008) (hereinafter AG FBI Guidelines), available at 
http://www.justice.gov/archive/opa/docs/guidelines.pdf, set limits on use of investigative means to seek information 
related to investigations that involve federal crimes. These guidelines require that the FBI use the least intrusive investi
gative methods feasible, taking into account the effect on privacy and civil liberties and the potential damage to 
reputation. Further, they note that ‘it is axiomatic that the FBI must conduct its investigations and other activities in 
a lawful and reasonable manner that respects liberty and privacy and avoids unnecessary intrusions into the lives of law- 
abiding people.’ See AG FBI Guidelines at 5. The FBI has implemented these guidelines through the FBI Domestic Investi
gations and Operations Guide (DIOG), available at https://vault.fbi.gov/FBI%20Domestic%20Investigations%20and% 
20Operations%20Guide%20(DIOG), a comprehensive manual that includes detailed limits on use of investigative tools 
and guidance to assure that civil liberties and privacy are protected in every investigation. Additional rules and policies 
that prescribe limitations on the investigative activities of federal prosecutors are set out in the United States 
Attorneys' Manual (USAM), also available online at http://www.justice.gov/usam/united-states-attorneys-manual. 

Civil and Regulatory Authorities (Public Interest): 

There are also significant limits on civil or regulatory (i.e., ‘public interest’) access to data held by corporations in the 
United States. Agencies with civil and regulatory responsibilities may issue subpoenas to corporations for business 
records, electronically stored information, or other tangible items. These agencies are limited in their exercise of adminis
trative or civil subpoena authority not only by their organic statutes, but also by independent judicial review of 
subpoenas prior to potential judicial enforcement. See, e.g., Fed. R. Civ. P. 45. Agencies may seek access only to data that 
is relevant to matters within their scope of authority to regulate. Further, a recipient of an administrative subpoena may 
challenge the enforcement of that subpoena in court by presenting evidence that the agency has not acted in accordance 
with basic standards of reasonableness, as discussed earlier. 

There are other legal bases for companies to challenge data requests from administrative agencies based on their specific 
industries and the types of data they possess. For example, financial institutions can challenge administrative subpoenas 
seeking certain types of information as violations of the Bank Secrecy Act and its implementing regulations. See 
31 U.S.C. § 5318, 31 C.F.R. Part X. Other businesses can rely on the Fair Credit Reporting Act, see 15 U.S.C. § 1681b, 
or a host of other sector specific laws. Misuse of an agency's subpoena authority can result in agency liability, or 
personal liability for agency officers. See, e.g., Right to Financial Privacy Act, 12 U.S.C. §§ 3401–3422. Courts in the 
United States thus stand as the guardians against improper regulatory requests and provide independent oversight of 
federal agency actions. 
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Finally, any statutory power that administrative authorities have to physically seize records from a company in the 
United States pursuant to an administrative search must meet the requirements of the Fourth Amendment. See See v. City 
of Seattle, 387 U.S. 541 (1967). 

Conclusion 

All law enforcement and regulatory activities in the United States must conform to applicable law, including the U.S. 
Constitution, statutes, rules, and regulations. Such activities must also comply with applicable policies, including any 
Attorney General Guidelines governing federal law enforcement activities. The legal framework described above limits 
the ability of U.S. law enforcement and regulatory agencies to acquire information from corporations in the United 
States — whether the information concerns U.S. persons or citizens of foreign countries — and in addition permits 
judicial review of any government requests for data pursuant to these authorities. 

Sincerely, 

Bruce C. Swartz 

Deputy Assistant Attorney General and Counselor for 
International Affairs  
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COMMISSION IMPLEMENTING DECISION (EU) 2016/1251 

of 12 July 2016 

adopting a multiannual Union programme for the collection, management and use of data in the 
fisheries and aquaculture sectors for the period 2017-2019 

(notified under document C(2016) 4329) 

THE EUROPEAN COMMISSION, 

Having regard to the Treaty on the Functioning of the European Union, 

Having regard to Council Regulation (EC) No 199/2008 of 25 February 2008 concerning the establishment of 
a Community framework for the collection, management and use of data in the fisheries sector and support for 
scientific advice regarding the common fisheries policy (1), and in particular Article 3 thereof, 

Whereas: 

(1)  Pursuant to Article 3 of Regulation (EC) No 199/2008, a multiannual Union programme for the collection, 
management and use of data in the fisheries sector is to be adopted for a period of three years for the purpose of 
ensuring uniform application of the obligation to collect and manage data. 

(2)  The current multiannual Union programme is based on the multiannual programme for the period 2011-2013, 
that was prolonged by Commission Implementing Decision C(2013)5243 in order to bridge the period between 
the adoption of Regulation (EU) No 1380/2013 of the European Parliament and of the Council (2) and 
31 December 2016. It is therefore necessary to establish a multiannual Union programme for a three-year period 
starting 1 January 2017. 

(3) Pursuant to Article 25 of Regulation (EU) No 1380/2013, the Member States shall collect biological, environ
mental, technical and socioeconomic data necessary for fisheries management. The multiannual Union 
programme is necessary for Member States to specify and plan their data collection activities in their national 
work plans. In accordance with Article 21 of Regulation (EU) No 508/2014 of the European Parliament and of 
the Council (3) these national work plans have to be submitted to the Commission by 31 October preceding the 
year from which the work plan is to apply. 

(4)  The multiannual Union programme should define data collection requirements in accordance with Article 1 of 
Regulation (EC) No 199/2008. It should contain the elements needed for the implementation of the common 
fisheries policy in as far as they are not already required under other legislative frameworks. 

(5)  In order to achieve the objectives of the reformed common fisheries policy set out in Article 2 of Regulation (EU) 
No 1380/2013, it is necessary to update the Union data requirements for sound scientific advice for the period 
starting from 1 January 2017. 

(6)  Moreover, new international obligations and commitments imposed upon Member States and the Union by 
multilateral and bilateral agreements with regard to fisheries require incorporation of certain requirements 
concerning data collection into the multiannual Union programme, in particular those stemming from 
Sustainable Fisheries Partnership Agreements (SFPAs). 
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(1) OJ L 60, 5.3.2008, p. 1. 
(2) Regulation (EU) No 1380/2013 of the European Parliament and of the Council of 11 December 2013 on the Common Fisheries Policy, 

amending Council Regulations (EC) No 1954/2003 and (EC) No 1224/2009 and repealing Council Regulations (EC) No 2371/2002 and 
(EC) No 639/2004 and Council Decision 2004/585/EC (OJ L 354, 28.12.2013, p. 22). 

(3) Regulation (EU) No 508/2014 of the European Parliament and of the Council of 15 May 2014 on the European Maritime and Fisheries 
Fund and repealing Council Regulations (EC) No 2328/2003, (EC) No 861/2006, (EC) No 1198/2006 and (EC) No 791/2007 and 
Regulation (EU) No 1255/2011 of the European Parliament and of the Council (OJ L 149, 20.5.2014, p. 1). 



(7)  Evaluation of the current framework for the collection, management and use of data in the fisheries sector and 
subsequent stakeholder consultations have indicated that the multiannual Union programme should focus on 
what data are required from Member States, rather than on the methods to collect them. Methodological 
requirements shall be described in Member States' work plans to be approved by the Commission, following close 
cooperation between Member States at the level of marine regions. 

(8)  The Union programme for the period 2017-2019 should therefore take account of all these elements and of the 
objectives of Regulation (EU) No 1380/2013, in particular Articles 2 and 25 thereof, to the extent possible 
within the current legal framework provided by Regulation (EC) No 199/2008. Where new data requirements go 
beyond the current legislative framework, they should be optional. Once a new legal framework amending 
Regulation (EC) No 199/2008 will enter into force, the Commission may amend the multiannual Union 
programme, if necessary, to reflect any new data collection requirements. 

(9)  The Commission has taken account of the recommendations resulting from consultation with the Regional 
Coordination Meetings referred to in Article 5 of Regulation (EC) No 199/2008 and the Scientific, Technical and 
Economic Committee for Fisheries (STECF). Other appropriate consultative scientific bodies such as the Inter
national Council for the Exploration of the Seas (ICES) have also been consulted, as well as representatives of 
Member States gathered in dedicated expert groups. 

(10)  For reasons of legal certainty, Implementing Decision C(2013)5243 should be repealed. 

(11)  The measures provided for in this Decision are in accordance with the opinion of the Management Committee 
for Fisheries and Aquaculture, 

HAS ADOPTED THIS DECISION: 

Article 1 

The multiannual Union programme for the collection, management and use of data in the fisheries sector for the 
period 2017-2019, as referred to in Article 3 of Regulation (EC) No 199/2008, is set out in the Annex to this Decision. 

Article 2 

Implementing Decision C(2013)5243 is repealed with effect from 1 January 2017. 

Article 3 

This Decision is addressed to the Member States. 

Done at Brussels, 12 July 2016. 

For the Commission 
Karmenu VELLA 

Member of the Commission  
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ANNEX 

CHAPTER I 

Definitions 

For the purpose of this Annex, definitions in Council Regulation (EC) No 1224/2009 (1), Commission Implementing 
Regulation (EU) No 404/2011 (2), and Regulation (EU) No 1380/2013 of the European Parliament and of the Council (3) 
shall apply. In addition, the following definitions shall also apply:  

(1) Active vessels: vessels that have been engaged in any fishing operation (one day or more) during a calendar year. 
A vessel that has not been engaged in fishing operations during a year is considered ‘inactive’.  

(2) Anadromous species: living aquatic resources with lifecycle starting by hatching in freshwater, migrating to 
saltwater, returning and finally spawning in freshwater.  

(3) Catadromous species: living aquatic resources with lifecycle starting by hatching in saltwater, migrating to 
freshwater, returning and finally spawning in saltwater.  

(4) Catch fraction: a part of the total catch, such as the part of the catch landed above the minimum conservation 
reference size, the part landed below the minimum conservation reference size, the part discarded below the 
minimum conservation reference size, de minimis discards or discards.  

(5) Days at sea: any continuous period of 24 hours (or part thereof) during which a vessel is present within an area 
and absent from port. 

(6) Fishing days: any calendar day at sea in which a fishing operation takes place, without prejudice to the inter
national obligations of the Union and its Member States. One fishing trip can contribute to both the sum of the 
fishing days for passive gears and the sum of the fishing days for active gears on that trip.  

(7) Fishing ground: (group of) geographical units where fishing takes place. These units shall be agreed at marine 
region level on the basis of existing areas defined by regional fisheries management organisations or scientific 
bodies.  

(8) Fleet segment: group of vessels with the same length class (LOA, length overall) and predominant fishing gear 
during the year.  

(9) Metier: a group of fishing operations targeting a similar (assemblage of) species, using similar gear (4), during the 
same period of the year and/or within the same area and which are characterised by a similar exploitation pattern.  

(10) Research surveys at sea: trips carried out on a research vessel, or a vessel dedicated to scientific research for 
stock and ecosystem monitoring, and designated for this task by the body in charge of the implementation of the 
national work plan established in accordance with Article 21 of Regulation (EU) No 508/2014. 
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(1) Council Regulation (EC) No 1224/2009 of 20 November 2009 establishing a Community control system for ensuring compliance with 
the rules of the common fisheries policy, amending Regulations (EC) No 847/96, (EC) No 2371/2002, (EC) No 811/2004, (EC) 
No 768/2005, (EC) No 2115/2005, (EC) No 2166/2005, (EC) No 388/2006, (EC) No 509/2007, (EC) No 676/2007, (EC) 
No 1098/2007, (EC) No 1300/2008, (EC) No 1342/2008 and repealing Regulations (EEC) No 2847/93, (EC) No 1627/94 and (EC) 
No 1966/2006 (OJ L 343, 22.12.2009, p. 1). 

(2) Commission Implementing Regulation (EU) No 404/2011 of 8 April 2011 laying down detailed rules for the implementation of Council 
Regulation (EC) No 1224/2009 establishing a Community control system for ensuring compliance with the rules of the Common 
Fisheries Policy (OJ L 112, 30.4.2011, p. 1). 

(3) Regulation (EU) No 1380/2013 of the European Parliament and of the Council of 11 December 2013 on the Common Fisheries Policy, 
amending Council Regulations (EC) No 1954/2003 and (EC) No 1224/2009 and repealing Council Regulations (EC) No 2371/2002 and 
(EC) No 639/2004 and Council Decision 2004/585/EC (OJ L 354, 28.12.2013, p. 22). 

(4) As specified in Annex XI of Regulation (EU) No 404/2011. 



CHAPTER II 

Data collection methods 

Data collection methods and quality shall be appropriate for the intended purposes defined in Article 25 of Regulation 
(EU) No 1380/2013 and shall follow the best practices and relevant methodologies advised by the relevant scientific 
bodies. To this end, the methods and the result of the application of the methods shall be examined at regular intervals 
by independent scientific bodies in order to verify their appropriateness with respect to the management of the common 
fisheries policy. 

CHAPTER III 

Data requirements 

1.  Data sets 

1.1.  Member States shall establish, as part of the work plans drawn up in accordance with Article 21 of Regulation (EU) 
No 508/2014, the data to be collected amongst the following sets as specified in points 2 to 7 of this Chapter: 

(a)  biological data, by catch fraction, on stocks caught by Union commercial fisheries in Union and outside Union 
waters and by recreational fisheries in Union waters; 

(b)  data to assess the impact of Union fisheries on the marine ecosystem in Union waters and outside Union 
waters; 

(c)  detailed data on the activity of Union fishing vessels in Union waters and outside Union waters as reported 
under Regulation (EC) No 1224/2009; 

(d)  social and economic data on fisheries (1); 

(e)  social, economic and environmental data on aquaculture; 

1.2.  The data to be collected shall be established in accordance with Articles 3, 4 and 5 of Regulation (EC) 
No 199/2008 and taking into account the thresholds set out in Chapter V of this Annex. 

1.3.  Data shall be collected to enable valid estimates to be derived for the type of fisheries, temporal periods and areas 
based on end-user needs agreed at marine region level. The frequency of data collection is to be coordinated at 
marine region level, unless stated otherwise in this Annex and corresponding tables. 

2.  Biological data on stocks caught by Union commercial fisheries in Union and outside Union waters and by recreational 
fisheries in Union waters. 

Those data shall consist of the following: 

(a)  Catch quantities by species and biological data from individual specimens enabling the estimation of: 

(i)  For commercial fisheries, volume and length frequency of all catch fractions (including discards and 
unwanted catches) for the stocks listed in Tables 1A, 1B and 1C, reported at the aggregation level 6 as set 
out in Table 2. The temporal resolution shall be coordinated at marine region level based on end-user 
needs; 

(ii)  For commercial fisheries, mean-weight and age distribution of catches of the stocks listed in Table 1A, 1B 
and 1C. The selection of stocks from which these variables have to be collected and the temporal 
resolution shall be coordinated at marine region level based on end-user needs; 
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(1) Data on the processing industry may be collected on a voluntary base, in that case the segmentation and variable in Table 11 may be 
used. 



(iii)  For commercial fisheries, sex-ratio, maturity and fecundity data for stocks listed in Tables 1A, 1B and 1C of 
catches at frequencies needed for scientific advice. The selection of stocks from which these variables have 
to be collected and the temporal resolution shall be coordinated at marine region level based on end-user 
needs; 

(iv)  For recreational fisheries, annual volume (numbers and weights or length) of catches and releases for the 
species listed in Table 3 and/or the species identified at marine region level as needed for fisheries 
management purposes End-user needs for age or other biological data as specified in paragraphs (i)-(iii) 
shall be evaluated for recreational fisheries at marine region level. 

(b)  In addition to data collected under point (a), data on anadromous and catadromous species listed in Table 1E 
caught by commercial fisheries during the freshwater part of their lifecycle, irrespective of the way these 
fisheries are undertaken, as follows: 

(i)  stock-related variables (for individual specimens, on age, length, weight, sex, maturity and fecundity, by life 
stage, but further specified on a species and regional basis); and 

(ii)  annual catch quantities by age class or life stage. 

(c)  In addition: 

as regards eel, information (e.g. data, estimates, relative trends, etc.) collected annually in at least one river basin 
per eel management unit on: 

(i)  the abundance of recruits; 

(ii)  the abundance of the standing stock (yellow eel); and 

(iii)  the number or weight and sex ratio of emigrating silver eels; 

and as regards all wild salmon: information collected annually — unless agreed otherwise at regional level — 
on the abundance of smolt and parr and number of ascending individuals. 

The designation of rivers to be monitored for eel and salmon shall be defined at regional level. The selection of 
stocks from which these variables have to be collected shall be coordinated at regional level based on end-user 
needs. 

3.  Data to assess the impact of Union fisheries on marine ecosystems in Union waters and outside Union waters 

Those data shall consist of the following: 

(a)  For all types of fisheries, incidental by-catch of all birds, mammals and reptiles and fish protected under Union 
legislation and international agreements, including the species listed in Table 1D, including absence in the catch, 
during scientific observer trips on fishing ships or by the fishers themselves through logbooks. 

Where data collected during observer trips are not considered to provide sufficient data on incidental by-catch 
for end-user needs, other methodologies, shall be implemented by Member States. The selection of these 
methodologies shall be coordinated at marine region level and be based on end-user needs. 

(b)  Data to assist in the assessment of the impact of fisheries in Union waters and outside Union waters on marine 
habitats. 

The variables used for assessing the impact of fisheries on marine habitat shall be those recorded under 
Regulation (EC) No 1224/2009. Data shall be disaggregated at fishing activity level 3 (1), unless a lower level of 
aggregation is required at regional level, in particular in the case of marine protected areas. 
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When data recorded under Regulation (EC) No 1224/2009 are not at the correct resolution or are not of 
sufficient quality or coverage for the intended scientific use, they shall be collected in an alternative way by 
using appropriate sampling methods. Data as recorded under Regulation (EC) No 1224/2009 are to be made 
available at the appropriate level of aggregation to the national institutions implementing the work plans. 

(c)  Data for estimating the level of fishing and the impact of fishing activities on marine biological resources and 
on marine ecosystems, such as effects on non-commercial species, predator-prey relationships and natural 
mortality of fish species in each marine region. 

These data shall be first assessed within pilot studies. Based on the outcomes of these pilot studies, Member 
States shall determine future data collection specific for each marine region, coordinated at marine region level 
and based on end-user needs. 

4.  Detailed data on the activity of Union fishing vessels (1) in Union waters and outside Union waters as recorded under 
Regulation (EC) No 1224/2009. 

Data to assess the activity of Union fishing vessels in Union waters and outside Union waters consist of the 
variables as indicated in Table 4. Data as recorded, reported and transmitted under Regulation (EC) No 1224/2009 
are to be made available in the form of primary data to the national institutions implementing the work plans. 
When these data are not to be collected under Regulation (EC) No 1224/2009 or when data collected under 
Regulation (EC) No 1224/2009 are not at the correct resolution or are not of sufficient quality or coverage for the 
intended scientific use, they shall be collected in an alternative way by using appropriate sampling methods. These 
methods shall allow for the estimation of variables listed in Table 4 at the lowest relevant geographic level by fleet 
segment (Table 5a) and metier level 6 (Table 2). 

5.  Social and economic data on fisheries to enable the assessment of the social and economic performance of the Union 
fisheries sector. 

Those data shall consist of the following: 

(a)  Economic variables as indicated in Table 5A according to the sector segmentation of Table 5B and according to 
the supraregions as defined in Table 5C. 

The population shall be all active and inactive vessels registered in the Union Fishing Fleet Register as defined in 
Commission Regulation (EC) No 26/2004 (2) on 31 December of the reporting year and vessels that do not 
appear on the Register at that date but have fished at least one day during the reporting year 

For inactive vessels only capital value and capital cost shall be collected. 

In cases where there is a risk of natural persons and/or legal entities being identified clustering may be applied 
to report economic variables in order to ensure statistical confidentiality. Clustering may also be used if 
necessary to design a statistically sound sampling plan. Such a clustering scheme shall be consistent over time. 

Economic data shall be collected on an annual basis. 

(b)  Social variables as indicated in Table 6. 

Social data shall be collected every three years starting in 2018. 

Data on employment by education level and employment by nationality may be collected on the basis of pilot 
studies. 
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6.  Social, economic and environmental data on marine aquaculture, and optionally on freshwater aquaculture, to enable 
the assessment of the social, economic and environmental performance of the Union aquaculture sector. 

Those data shall consist of the following: 

(a)  Economic variables as indicated in Table 7 according to the sector segmentation set out in Table 9. 

The population shall be all enterprises whose primary activity is defined according to the European classifi
cation of economic activities NACE (1) codes 03.21 and 03.22 and who operate for profit. 

Economic data shall be collected on an annual basis. 

(b)  Social variables as indicated in Table 6. 

Social data shall be collected every three years starting in 2018. 

Data on employment by education level and employment by nationality may be collected on the basis of pilot 
studies. 

(c) Environmental data on aquaculture as indicated in Table 8 to enable the assessment of aspects of its environ
mental performance. 

Environmental data may be collected on the basis of pilot studies and extrapolated to indicate totals relevant to 
the total volume of fish produced in the Member State. 

Environmental data shall be collected every two years. 

CHAPTER IV 

Research surveys at sea 

1.  At least all research surveys at sea listed in Table 10 shall be carried out, unless a review of surveys leads to the 
conclusion that a survey is no longer appropriate for informing stock assessment and fisheries management. Based 
on the same scientific review criteria, new surveys can be added to this table. 

2.  Member States shall set out, as part of the work plans defined in Article 21 of Regulation (EU) No 508/2014, the 
research surveys at sea to be carried out and shall be responsible for these surveys. 

3.  Member States' respective contribution to international research surveys shall be coordinated within the same marine 
region. 

4.  Member States shall guarantee within their national work plans continuity with previous survey designs. 

CHAPTER V 

Thresholds 

1.  This Chapter shall apply to Union fisheries. 

2.  No biological data need to be collected if, for a certain fish stock or species: 

(a)  a Member State's share of the related total allowable catch (TAC) is less than 10 % of the total of the Union; or 
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(b)  in case no TAC is fixed, the total landings of a Member State of a stock or species are less than 10 % of the 
average total EU landings in the previous 3 years; or 

(c)  the total annual landings of a Member State of a species is less than 200 tonnes. For species with a specific 
management need, a lower threshold may be defined at marine region level. 

When the sum of the relevant quotas of several Member States, whose share of a TAC is less than 10 %, is higher 
than 25 % of the share of the TAC for a certain stock, the 10 % threshold referred to under (a) shall not apply and 
Member States shall ensure task-sharing at regional level in order to ensure that the stock is covered by sampling in 
concordance with end-user needs. 

No threshold shall apply to large pelagic species and anadromous and catadromous species. 

3.  Without prejudice to more specific provisions relating to international obligations under RFMOs, no biological data 
need to be collected if, for a certain internationally exploited fish stock other than stocks of large pelagic or highly 
migratory species, the Union's share is less than 10 %. 

4.  Member States shall provide catch estimates from existing recreational fishery surveys, including those carried out 
under the data collection framework or from an additional pilot study, within two years from the date on which this 
Decision takes effect. These surveys shall allow assessment of the share of catches from recreational fisheries in 
relation to commercial catches for all species in a marine region for which recreational catch estimates are required 
under this multiannual Union programme. The subsequent design and extent of national surveys of recreational 
fisheries, including any thresholds for data collection, shall be coordinated at marine region level and shall be based 
on end-user needs. 

No threshold shall apply to recreational catches of fish stocks which are subject to recovery or multiannual 
management plans such as those applying to large pelagic species and highly migratory species. 

5.  No social and economic data on aquaculture need to be collected if the total production of the Member State is less 
than 1 % of the total Union production volume and value. No data need to be collected on aquaculture for species 
accounting for less than 10 % of the Member State's aquaculture production by volume and value. Additionally, 
Member States with a total production of less than 2,5 % of the total Union aquaculture production volume and 
value may define a simplified methodology such as pilot studies with a view to extrapolate the data required for 
species accounting for more than 10 % of the Member States' aquaculture production by volume and value. 

The reference data shall be the Member States' latest submission under Regulation (EC) No 762/2008 of the 
European Parliament and of the Council (1) and the corresponding data published by Eurostat. 

6.  No environmental data on aquaculture need to be collected where the total aquaculture production of the Member 
State is less than 2,5 % of the total Union aquaculture production volume and value. 

The reference data shall be the Member States' latest submission under Regulation (EC) No 762/2008 of the 
European Parliament and of the Council, and corresponding data published by Eurostat. 

7.  A Member State's participation (physical or financial) in research surveys at sea listed in Table 10 is not mandatory 
when its share of a Union TAC of the survey target species is below a threshold of 3 %. Where no TAC is set, 
a Member State's participation (physical or financial) in research surveys at sea is not mandatory when its share of 
the total Union landings of the preceding 3 years of a stock or species is below a threshold of 3 %. Thresholds for 
multispecies and ecosystem surveys may be defined at marine region level. 

8.  Notwithstanding points 2 to 7, within the same marine region, Member States may agree on alternative thresholds. 
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BIOLOGICAL DATA 

Table 1A 

Stocks in Union waters 

Species (common name) Species (scientific name) Area (ICES (1), IBSFC (2) or FAO (3) area code) 
where the stock is located/stock code 

East Arctic, Norwegian Sea and Barents Sea 

European eel Anguilla anguilla I, II 

Tusk Brosme brosme I, II 

Atlanto-Scandian herring Clupea harengus I, II, 

Cod Gadus morhua I, II 

Capelin Mallotus villosus I, II 

Haddock Melanogrammus aeglefinus I, II 

Blue whiting Micromesistius poutassou I-II 

Northern shrimp Pandalus borealis I, II 

Saithe Pollachius virens I, II 

Greenland halibut Reinhardtius hippoglossoides I, II 

Salmon Salmo salar I, II 

Mackerel Scomber scombrus II, 

Golden redfish Sebastes marinus. I, II 

Deep sea redfish Sebastes mentella. I, II 

Horse mackerel Trachurus trachurus IIa, 

Skagerrak and Kattegat 

Sand eel Ammodytidae IIIa 

European eel Anguilla anguilla IIIa 

Herring Clupea harengus IIIa/22-24, IIIa 

Roundnose grenadier Coryphaenoides rupestris IIIa 

Grey gurnard Eutrigla gurnardus IIIa 

Red gurnard Aspitrigla cuculus IIIa, 
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Species (common name) Species (scientific name) Area (ICES (1), IBSFC (2) or FAO (3) area code) 
where the stock is located/stock code 

Cod Gadus morhua IIIaN 

Cod Gadus morhua IIIaS 

Witch flounder Glyptocephalus cynoglossus IIIa 

Dab Limanda limanda IIIa 

Haddock Melanogrammus aeglefinus IIIa 

Whiting Merlangius merlangus IIIa 

Hake Merluccius merluccius IIIa, 

Blue whiting Micromesistius poutassou IIIa 

Norway lobster Nephrops norvegicus Functional unit 

Northern shrimp Pandalus borealis IIIa 

Plaice Pleuronectes platessa IIIa 

Saithe Pollachius virens IIIa 

Salmon Salmo salar IIIa 

Turbot Psetta maxima IIIa 

Mackerel Scomber scombrus IIIa 

Brill Scophthalmus rhombus IIIa 

Sole Solea solea IIIa 

Sprat Sprattus sprattus IIIa 

Norway pout Trisopterus esmarki IIIa 

All commercial sharks, rays & 
skates (4) 

Selachii, Rajidae IIIa 

Baltic Sea — 

European eel Anguilla anguilla 22-32 

Herring Clupea harengus 22-24/25-29, 32/30/31/Gulf of Riga 

Common whitefish/houting Coregonus lavaretus IIId 

Vendace Coregonus albula 22-32 

Cod Gadus morhua 22-24/25-32 
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Species (common name) Species (scientific name) Area (ICES (1), IBSFC (2) or FAO (3) area code) 
where the stock is located/stock code 

Dab Limanda limanda 22-32 

Perch Perca fluviatilis IIId 

Flounder Platichthys flesus 22-32 

Plaice Pleuronectes platessa 22-32 

Turbot Psetta maxima 22-32 

Salmon Salmo salar 22-31/32 

Sea trout Salmo trutta 22-32 

Pike-perch Sander lucioperca IIId 

Brill Scophthalmus rhombus 22-32 

Sole Solea solea 22 

Sprat Sprattus sprattus 22-32 

North Sea and Eastern Channel 

Sand eel Ammodytidae IV 

Catfish Anarhichas spp. IV 

European eel Anguilla anguilla IV, VIId 

Argentine Argentina spp. IV 

Grey gurnard Eutrigla gurnardus IV 

Tusk Brosme brosme IV 

Herring Clupea harengus IV, VIId 

Common shrimp Crangon crangon IV, VIId 

Sea bass Dicentrarchus labrax IV, VIId 

Grey gurnard Eutrigla gurnardus IV 

Cod Gadus morhua IV, VIId 

Witch flounder Glyptocephalus cynoglossus IV 

Blue-mouth rockfish Helicolenus dactylopterus IV 

Four-spot megrim Lepidorhombus boscii IV, VIId 
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Species (common name) Species (scientific name) Area (ICES (1), IBSFC (2) or FAO (3) area code) 
where the stock is located/stock code 

Megrim Lepidorhombus whiffiagonis IV, VIId 

Dab Limanda limanda IV, VIId 

Black-bellied angler Lophius budegassa IV, VIId 

Anglerfish Lophius piscatorius IV 

Roughhead grenadier Macrourus berglax IV 

Haddock Melanogrammus aeglefinus IV 

Whiting Merlangius merlangus IV, VIId 

Hake Merluccius merluccius IV VII 

Blue whiting Micromesistius poutassou IV, VIId 

Lemon sole Microstomus kitt IV, VIId 

Blue ling Molva dypterygia IV 

Ling Molva molva IV 

Red mullet Mullus barbatus IV, VIId 

Striped red mullet Mullus surmuletus IV, VIId 

Norway lobster Nephrops norvegicus all functional units 

Northern shrimp Pandalus borealis IVa East/IVa/IV 

Common scallop Pecten maximus VIId 

Greater forkbeard Phycis blennoides IV 

Forkbeard Phycis phycis IV 

Flounder Platichthys flesus IV 

Plaice Pleuronectes platessa IV 

Plaice Pleuronectes platessa VIId 

Saithe Pollachius virens IV 

Turbot Psetta maxima IV, VIId 

Greenland halibut Reinhardtius hippoglossoides IV 

1.8.2016 L 207/124 Official Journal of the European Union EN     



Species (common name) Species (scientific name) Area (ICES (1), IBSFC (2) or FAO (3) area code) 
where the stock is located/stock code 

Salmon Salmo salar IV, VIId 

Mackerel Scomber scombrus IV, VIId 

Brill Scophthalmus rhombus IV, VIId 

Redfish Sebastes mentella. IV 

Sole Solea solea IV 

Sole Solea solea VIId 

Sprat Sprattus sprattus IV/VIId 

Horse mackerel Trachurus trachurus IV, VIId 

Tub gurnard Trigla lucerna IV 

Norway pout Trisopterus esmarki IV 

John Dory Zeus faber IV, VIId 

All commercial sharks, rays & 
skates (4) 

Selachii, Rajidae IV, VIId 

North-East Atlantic and Western Channel 

Smoothhead Alepocephalus bairdii VI, XII 

Sand eel Ammodytidae VIa 

Boarfish Capros aper V, VI,VII 

Scallop Pecten maximus IV, VI, VII 

Queen scallop Aequipecten opercularis VII 

Spider crab Maja squinado V, VI,VII 

European eel Anguilla anguilla all areas 

Scabbardfish Aphanopus spp. all areas 

Argentine Argentina spp. all areas 

Meagre Argyrosomus regius all areas 

Red gurnard Aspitrigla cuculus all areas 

Alfonsinos Beryx spp. all areas, excluding X and IXa 

Alfonsinos Beryx spp. IXa and X 
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Species (common name) Species (scientific name) Area (ICES (1), IBSFC (2) or FAO (3) area code) 
where the stock is located/stock code 

Edible crab Cancer pagurus all areas 

Herring Clupea harengus VIa/VIaN/ 
VIa S, VIIbc/VIIa/VIIj 

Conger Conger conger all areas, excluding X 

Conger Conger conger X 

Roundnose grenadier Coryphaenoides rupestris all areas 

Kitefin shark Dalatias licha All areas 

Common stingray Dasyatis pastinaca VII, VIII 

Birdbeak dogfish Deania calcea V, VI, VII, IX, X, XII 

Sea bass Dicentrarchus labrax all areas, excluding IX 

Sea bass Dicentrarchus labrax IX 

Wedge sole Dicologlossa cuneata VIIIc, IX 

Anchovy Engraulis encrasicolus IXa (only Cádiz) 

Anchovy Engraulis encrasicolus VIII 

Velvet belly Etmopterus spinax VI, VII, VIII 

Grey gurnard Eutrigla gurnardus VIId,e 

Cod Gadus morhua Va/Vb/VIa/VIb/VIIa/VIIe-k 

Witch Glyptocephalus cynoglossus VI, VII 

Bluemouth rockfish Helicolenus dactylopterus all areas 

Lobster Homarus gammarus all areas 

Orange roughy Hoplostethus atlanticus all areas 

Silver scabbardfish Lepidopus caudatus IXa 

Four-spot megrim Lepidorhombus boscii VIIIc, IXa 

Megrim Lepidorhombus whiffiagonis VI/VII, VIIIabd/VIIIc, IXa 

Dab Limanda limanda VIIe/VIIa,f-h 

Common squid Loligo vulgaris all areas, excluding VIIIc, IXa 

Common squid Loligo vulgaris VIIIc, IXa 
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Species (common name) Species (scientific name) Area (ICES (1), IBSFC (2) or FAO (3) area code) 
where the stock is located/stock code 

Black-bellied angler Lophius budegassa IV, VI/VIIb-k, VIIIabd 

Black-bellied angler Lophius budegassa VIIIc, IXa 

Anglerfish Lophius piscatorious IV, VI/VIIb-k, VIIIabd 

Anglerfish Lophius piscatorious VIIIc, IXa 

Capelin Mallotus villosus XIV 

Haddock Melanogrammus aeglefinus Va/Vb 

Haddock Melanogrammus aeglefinus VIa/VIb/VIIa/VIIb-k 

Whiting Merlangius merlangus VIII/IX, X 

Whiting Merlangius merlangus Vb/VIa/VIb/VIIa/VIIe-k 

Hake Merluccius merluccius IIIa, IV, VI, VII, VIIIab/VIIIc, IXa 

Wedge sole Microchirus variegatus all areas 

Blue whiting Micromesistius poutassou I-IX, XII, XIV 

Lemon sole Microstomus kitt all areas 

Blue ling Molva dypterygia all areas, excluding X 

Spanish ling Molva macrophthalma X 

Ling Molva molva all areas 

Striped red mullet Mullus surmuletus all areas 

Starry smooth-hound Mustelus asterias VI, VII, VIII, IX 

Smooth-hound Mustelus mustelus VI, VII, VIII, IX 

Blackspotted smooth-hound Mustelus punctulatus VI, VII, VIII, IX 

Norway lobster Nephrops norvegicus VI Fuctional unit 

Norway lobster Nephrops norvegicus VII Functional unit 

Norway lobster Nephrops norvegicus VIII, IX Functional unit 

Common octopus Octopus vulgaris all areas, excluding VIIIc, IXa 

Common octopus Octopus vulgaris VIIIc, IXa 
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Species (common name) Species (scientific name) Area (ICES (1), IBSFC (2) or FAO (3) area code) 
where the stock is located/stock code 

Blackspot sea bream Pagellus bogaraveo IXa, X 

Pandalid shrimps Pandalus spp. all areas 

Deepwater rose shrimp Parapenaeus longirostris IXa 

Greater forkbeard Phycis blennoides all areas 

Forkbeard Phycis phycis all areas 

Plaice Pleuronectes platessa VIIa/VIIe/VIIfg 

Plaice Pleuronectes platessa VIIbc/VIIh-k/VIII, IX, X 

Pollack Pollachius pollachius all areas except IX, X 

Pollack Pollachius pollachius IX, X 

Saithe Pollachius virens Va/Vb/IV, IIIa, VI 

Saithe Pollachius virens VII, VIII 

Wreckfish Polyprion americanus X 

Turbot Psetta maxima all areas 

Greenland halibut Reinhardtius hippoglossoides V, XIV/VI 

Atlantic halibut Hippoglossus hippoglossus V, XIV 

Salmon Salmo salar all areas 

Sardine Sardina pilchardus VIIIabd/VIIIc, IXa 

Spanish mackerel Scomber colias VIII, IX, X 

Mackerel Scomber scombrus II, IIIa, IV, V, VI, VII, VIII, IX 

Brill Scophthalmus rhombus all areas 

Golden redfish Sebastes marinus ICES sub-areas V, VI, XII, XIV & NAFO 
SA 2 + (Div. 1F + 3K). 

Deep sea redfish Sebastes mentella ICES sub-areas V, VI, XII, XIV & NAFO 
SA 2 + (Div. 1F + 3K) 

Cuttlefish Sepia officinalis all areas 

Sole Solea solea VIIa/VIIfg 

Sole Solea solea VIIbc/VIIhjk/IXa/VIIIc 
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Species (common name) Species (scientific name) Area (ICES (1), IBSFC (2) or FAO (3) area code) 
where the stock is located/stock code 

Sole Solea solea VIIe 

Sole Solea solea VIIIab 

Sea breams (in plural) Sparidae all areas 

Mediterranean horse mackerel Trachurus mediterraneus VIII, IX 

Blue jack mackerel Trachurus picturatus VIII, IX, X 

Horse mackerel Trachurus trachurus IIa, IVa, Vb, VIa, VIIa-c, e-k, VIIIabde/X 

Horse mackerel Trachurus trachurus VIIIc, IXa 

Pouting Trisopterus spp. all areas 

John Dory Zeus faber all areas 

All commercial sharks, rays & 
skates (4) 

Selachii, Rajidae IV, VIId 

Mediterranean Sea and Black Sea 

European eel Anguilla anguilla all areas in the Med 

Giant red shrimp Aristeomorpha foliacea all areas in the Med 

Red shrimp Aristeus antennatus all areas in the Med 

Bogue Boops boops 1.3, 2.1, 2.2, 3.1, 3.2 

Dolphinfish Coryphaena equiselis all areas in the Med 

Dolphinfish Coryphaena hippurus all areas in the Med 

Sea bass Dicentrarchus labrax all areas in the Med 

Horned/curled octopus Eledone cirrhosa 1.1, 1.3, 2.1, 2.2, 3.1 

Musky octopus Eledone moschata 1.3, 2.1, 2.2, 3.1 

Anchovy Engraulis encrasicolus all areas in the Med 

Anchovy Engraulis encrasicolus Black Sea GSA 29 

Grey gurnard Eutrigla gurnardus 2.2, 3.1 

Squid Illex spp., Todarodes spp. all areas in the Med 

Billfish Istiophoridae all areas in the Med 
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Species (common name) Species (scientific name) Area (ICES (1), IBSFC (2) or FAO (3) area code) 
where the stock is located/stock code 

Common squid Loligo vulgaris all areas in the Med 

Black-bellied angler Lophius budegassa 1.1, 1.2, 1.3, 2.2, 3.1 

Anglerfish Lophius piscatorius 1.1, 1.2, 1.3, 2.2, 3.1 

Whiting Merlangius merlangus Black Sea GSA 29 

Hake Merluccius merluccius all areas in the Med 

Blue whiting Micromesistius poutassou 1.1, 3.1 

Grey mullets Mugilidae 1.3, 2.1, 2.2, 3.1 

Red mullet Mullus barbatus all areas in the Med 

Red mullet Mullus barbatus Black Sea GSA 29 

Striped red mullet Mullus surmuletus all areas in the Med 

Common octopus Octopus vulgaris all areas in the Med 

Norway lobster Nephrops norvegicus all areas in the Med 

Pandora Pagellus erythrinus all areas in the Med 

Deepwater rose shrimp Parapenaeus longirostris all areas in the Med 

Caramote prawn Penaeus kerathurus 3.1 

Turbot Psetta maxima Black Sea GSA 29 

Sardine Sardina pilchardus all areas in the Med 

Mackerel Scomber spp. all areas in the Med 

Cuttlefish Sepia officinalis all areas in the Med 

Sole Solea vulgaris 1.2, 2.1, 3.1 

Gilthead sea bream Sparus aurata 1.2, 3.1 

Picarels Spicara smaris 2.1, 3.1, 3.2 

Sprat Sprattus sprattus Black Sea GSA 29 

Mantis shrimp Squilla mantis 1.3, 2.1, 2.2 

Mediterranean horse mackerel Trachurus mediterraneus All areas in the Med 
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Species (common name) Species (scientific name) Area (ICES (1), IBSFC (2) or FAO (3) area code) 
where the stock is located/stock code 

Mediterranean horse mackerel Trachurus mediterraneus Black Sea GSA 29 

Horse mackerel Trachurus trachurus all areas in the Med 

Horse mackerel Trachurus trachurus Black Sea GSA 29 

Tub gurnard Trigla lucerna 1.3, 2.2, 3.1 

Clam Veneridae 2.1, 2.2 

Transparent gobid Aphia minuta GSA 9,10,16 and 19 

Sand smelt Atherina spp. GSA 9,10,16 and 19 

Poor cod Trisopterus minutus All regions 

All commercial sharks, rays & 
skates (4) 

Selachii, Rajidae All regions 

(1)  International Council for the Exploration of the Sea. 
(2)  International Baltic Sea Fisheries Commission. 
(3)  Food and Agricultural Organisation of the United Nations. 
(4)  To be reported at species level.  

BIOLOGICAL DATA 

Table 1B 

Stocks of outermost regions of the Union 

Species (common name) Species (scientific name) 

French Guyana 

Red snapper Lutjanus purpureus 

Prawns Farfantepenaeus subtilis 

Acoupa weakfish Cynoscion acoupa 

Smalltooth weakfish Cynoscion steindachneri 

Green weakfish Cynoscion virescens 

Sea catfishes Ariidae 

Tripletail Lobotes surinamensis 

Torroto grunt Genyatremus luteus 

Snooks Centropomus spp. 
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Species (common name) Species (scientific name) 

Groupers Serranidae 

Mullets Mugil spp. 

Guadeloupe and Martinique 

Snappers Lutjanidae 

Grunters Haemulidae 

Groupers Serranidae 

Lion fish Pterois volitans 

Tuna-like fish Scombridae 

Blue marlin Makaira nigricans 

Dolphinfish Coryphaena hippurus 

Réunion and Mayotte 

Snappers Lutjanidae 

Groupers Serranidae 

Tuna-like fish Scombridae 

Swordfish Xiphias gladius 

Other bill fishes Istiophoridae 

Dolphinfish Coryphaena hippurus 

Bigeye scad Selar crumenophthalmus 

Azores, Madeira and Canary Islands 

Atlantic chub mackerel Scomber colias 

Sardinella Sardinella maderensis 

Horse mackerel Trachurus spp. 

Sardine Sardina pilchardus 

Parrotfish Sparisoma cretense 

Limpets Patellidae  

1.8.2016 L 207/132 Official Journal of the European Union EN     



BIOLOGICAL DATA 

Table 1C 

Stocks in marine regions under regional fisheries management organisations (RFMOS) and 
Sustainable Fishing Partnership Agreements (SFPAS) 

IATTC (Inter-American Tropical Tuna Commission) 

SPECIES 
When designing sampling plans aiming at collecting biological information as laid down in Chapter III 
of this Annex, stock boundaries, as fixed by the competent RFMOs or regional fisheries organisations 
(RFOs), shall be taken into account and appropriate sampling effort shall be allocated to each stock. 

Frequency of collection 
of biological variables 

Scientific name Common name Geographical Area Priority 

The data collection is 
annual and the updat
ing/processing of the 
data must be done 
timely to fit the sche
dule of the stock assess
ments. 

Thunnus albacares Yellowfin tuna East Pacific Ocean High 

Thunnus obesus Bigeye tuna East Pacific Ocean High 

Katsuwonus pelamis Skipjack tuna East Pacific Ocean High 

Thunnus alalunga Albacore tuna East Pacific Ocean High 

Thunnus orientalis Pacific bluefin tuna East Pacific Ocean High 

Xiphias gladius Swordfish East Pacific Ocean High 

Makaira nigricans (or 
mazara) Blue marlin East Pacific Ocean High 

Makaira indica Black marlin East Pacific Ocean High 

Tetrapturus audax Striped marlin East Pacific Ocean High  

ICCAT (The International Commission for the Conservation of Atlantic Tunas) 

SPECIES 
When designing sampling plans aiming at collecting biological information as laid down in Chapter III 

of this Annex, stock boundaries, as fixed by the competent RFMOs or RFOs, shall be taken into account 
and appropriate sampling effort shall be allocated to each stock. 

Frequency of collection 
of biological variables 

Scientific name Common name Geographical Area Priority 

The data collection is 
annual and the updat
ing/processing of the 
data must be done 
timely to fit the sche
dule of the stock assess
ments. 

Thunnus albacares Yellowfin tuna Atlantic Ocean and 
adjacent seas High 

Thunnus obesus Bigeye tuna Atlantic Ocean and 
adjacent seas High 

Katsuwonus pelamis Skipjack tuna Atlantic Ocean and 
adjacent seas High 

Thunnus alalunga Albacore tuna Atlantic Ocean and 
adjacent seas High 
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SPECIES 
When designing sampling plans aiming at collecting biological information as laid down in Chapter III 

of this Annex, stock boundaries, as fixed by the competent RFMOs or RFOs, shall be taken into account 
and appropriate sampling effort shall be allocated to each stock. 

Frequency of collection 
of biological variables 

Thunnus thynnus Bluefin tuna Atlantic Ocean and 
adjacent seas High 

Xiphias gladius Swordfish Atlantic Ocean and 
adjacent seas High 

Makaira nigricans (or 
mazara) Blue marlin Atlantic Ocean and 

adjacent seas High 

Istiophorus albicans Sailfish Atlantic Ocean and 
adjacent seas High 

Tetrapturus albidus White marlin Atlantic Ocean and 
adjacent seas High 

Prionace glauca Blue shark Atlantic Ocean and 
adjacent seas High 

Auxis rochei Bullet tuna Atlantic Ocean and 
adjacent seas High 

Sarda sarda Atlantic bonito Atlantic Ocean and 
adjacent seas High 

Euthynnus alleteratus Atlantic back 
skipjack 

Atlantic Ocean and 
adjacent seas Medium 

Thunnus atlanticus Blackfin tuna Atlantic Ocean and 
adjacent seas Medium 

Orcynopsis unicolor Plain bonito Atlantic Ocean and 
adjacent seas Medium 

Scomberomorus brasiliensis Serra Spanish 
mackerel 

Atlantic Ocean and 
adjacent seas Medium 

Scomberomorus regalis Cero Atlantic Ocean and 
adjacent seas Medium 

Auxis thazard Frigate tuna Atlantic Ocean and 
adjacent seas Medium 

Scomberomorus cavalla King mackerel Atlantic Ocean and 
adjacent seas Medium 

Scomberomorus tritor West African 
Spanish mackerel 

Atlantic Ocean and 
adjacent seas Medium 

Scomberomorus maculatus Atlantic Spanish 
mackerel 

Atlantic Ocean and 
adjacent seas Medium 
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SPECIES 
When designing sampling plans aiming at collecting biological information as laid down in Chapter III 

of this Annex, stock boundaries, as fixed by the competent RFMOs or RFOs, shall be taken into account 
and appropriate sampling effort shall be allocated to each stock. 

Frequency of collection 
of biological variables 

Acanthocybium solandri Wahoo Atlantic Ocean and 
adjacent seas Medium 

Coryphaena hippurus Dolphinfish Atlantic Ocean and 
adjacent seas Medium  

NAFO (North Atlantic Fisheries Organisation) 

SPECIES 
When designing sampling plans aiming at collecting biological information as laid down in Chapter III 

of this Annex, stock boundaries, as fixed by the competent RFMOs or RFOs, shall be taken into account 
and appropriate sampling effort shall be allocated to each stock. 

Frequency of collection 
of biological variables 

Scientific name Common name Stocks as defined by the 
RFMO Priority 

The data collection is 
annual and the updat
ing/processing of the 
data must be done 
timely to fit the sche
dule of the stock assess
ments. 

Gadus morhua Cod NAFO 2J 3KL Low 

Gadus morhua Cod NAFO 3M High 

Gadus morhua Cod NAFO 3NO High 

Gadus morhua Cod NAFO 3Ps High 

Gadus morhua Cod NAFO SA1 High 

Glyptocephalus cynoglossus Witch flounder NAFO 3NO High 

Glyptocephalus cynoglossus Witch flounder NAFO 2J3KL Low 

Hippoglossoides platessoides American plaice NAFO 3LNO High 

Hippoglossoides platessoides American plaice NAFO 3M High 

Limanda ferruginea Yellowtail flounder NAFO 3LNO Medium 

Coryphaenoides rupestris Roundnose 
Grenadier NAFO SA0 + 1 Low 

Macrourus berglax Roughhead grenadier NAFO SA2 + 3 High 

Pandalus borealis Northern shrimp NAFO 3LNO High 

Pandalus borealis Northern shrimp NAFO 3M High 

Amblyraja radiata Thorny skate NAFO 3LNOPs High 

Reinhardtius 
hippoglossoides Greenland halibut NAFO 3KLMNO High 
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SPECIES 
When designing sampling plans aiming at collecting biological information as laid down in Chapter III 

of this Annex, stock boundaries, as fixed by the competent RFMOs or RFOs, shall be taken into account 
and appropriate sampling effort shall be allocated to each stock. 

Frequency of collection 
of biological variables 

Reinhardtius 
hippoglossoides Greenland halibut NAFO SA1 High 

Hippoglossus hippoglossus Atlantic halibut NAFO SA1 Low 

Sebastes mentella Redfish NAFO SA1 High 

Sebastes spp. Redfish NAFO 3LN High 

Sebastes spp. Redfish NAFO 3M High 

Sebastes spp. Redfish NAFO 3O High 

Urophycis tenuis White hake NAFO 3NO High 

Mallotus villosus Capelin NAFO 3NO High 

Beryx sp. Alfonsinos NAFO 6G High 

Illex illecebrosus Shortfin squid NAFO Subareas 3 + 4 Low 

Salmo salar Salmon NAFO S1 +  ICES Sub- 
area XIV, NEAF, NASCO High   

FAO marine area 34 — Fisheries Committee for the Eastern Central Atlantic (CECAF) 

SPECIES 
When designing sampling plans aiming at collecting biological information as laid down in chapter III of 

this Annex, stock boundaries, as fixed by the competent RFMOs or RFOs, shall be taken into account 
and appropriate sampling effort shall be allocated to each stock. 

Frequency of collection 
of biological variables 

Scientific name Common name Geographical Area Priority 

The data collection is 
annual and the updat
ing/processing of the 
data shall be done 
timely to fit the sche
dule of the stock assess
ments. 

Brachydeuterus spp. Grunt 34.1.3, 34.3.1, 34.3.3-6 high 

Caranx spp. Jack 34.3.1, 34.3.3-6 high 

Cynoglossus spp. Tongue sole 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

Decapterus spp. Scad 34.3.1, 34.3.3-6 high 

Dentex canariensis Canary dentex 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 medium 

Dentex congoensis Congo dentex 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 medium 

Dentex macrophthalmus Large-eye dentex 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 
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SPECIES 
When designing sampling plans aiming at collecting biological information as laid down in chapter III of 

this Annex, stock boundaries, as fixed by the competent RFMOs or RFOs, shall be taken into account 
and appropriate sampling effort shall be allocated to each stock. 

Frequency of collection 
of biological variables 

Dentex maroccanus Morocco dentex 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 

medium  

Dentex spp. Dentex 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

Engraulis encrasicolus Anchovy 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

Epinephelus aeneus White grouper 34.1.3, 34.3.1, 34.3.3-6 high 

Ethmalosa fimbriata Bonga shad 34.3.1, 34.3.3-6 high 

Farfantepenaeus notialis Southern pink 
shrimp 

34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

Galeoides decadactylus Lesser African 
threadfin 34.1.3, 34.3.1, 34.3.3-6 high 

The data collection is 
annual and the updat
ing/processing of the 
data shall be done 
timely to fit the sche
dule of the stock assess
ments. 

Loligo vulgaris Common squid 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

Merluccius polli Benguela hake 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

Merluccius senegalensis Senegalese hake 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

Merluccius spp. Other hake 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 medium 

Octopus vulgaris Common octopus 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

Pagellus acarne axillary sea bream 34.1.1 high 

Pagellus bellottii Red pandora 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

Pagellus bogaraveo Blackspot sea bream 34.1.1 medium 

Pagellus spp. Pandora 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

Pagrus caeruleostictus Blue spotted sea 
bream 

34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

Parapenaeus longirostris Deepwater rose 
shrimp 

34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

Pomadasys incisus Bastard grunt 34.1.1 medium 

Pomadasys spp. Grunt 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 
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SPECIES 
When designing sampling plans aiming at collecting biological information as laid down in chapter III of 

this Annex, stock boundaries, as fixed by the competent RFMOs or RFOs, shall be taken into account 
and appropriate sampling effort shall be allocated to each stock. 

Frequency of collection 
of biological variables 

Pseudotolithus spp. West African 
croakers 34.1.1 high  

Sardina pilchardus Sardine 34.1.1, 34.1.3 high 

Sardinella aurita Round sardinella 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

Sardinella maderensis Short-body 
sardinella 

34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

The data collection is 
annual and the updat
ing/processing of the 
data shall be done 
timely to fit the sche
dule of the stock assess
ments. 

Scomber japonicus Chub mackerel 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

Scomber spp. Other Mackerel 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

Sepia hierredda Cuttlefish 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

Sepia officinalis Common cuttlefish 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

Sepia spp. Cuttlefishes 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 medium 

Sparidae Sea bream 34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

Sparus spp. Sea bream 34.1.1 high 

Trachurus trachurus Atlantic horse 
mackerel 

34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

Trachurus trecae Cunene horse 
mackerel 

34.1.1, 34.1.3, 34.3.1, 
34.3.3-6 high 

Umbrina canariensis Canary drum 34.3.3-6 medium  

SEAFO (South-East Atlantic Fisheries Organisation) 

SPECIES 
When designing sampling plans aiming at collecting biological information as laid down in Chapter III 

of this Annex, stock boundaries, as fixed by the competent RFMOs or RFOs, shall be taken into account 
and appropriate sampling effort shall be allocated to each stock. 

Frequency of collection 
of biological variables 

Scientific name Common name Geographical Area Priority The data collection is 
annual and the updat
ing/processing of the 
data shall be done 
timely to fit the sche
dule of the stock assess
ments. 

Dissostichus eleginoides Patagonian toothfish South-East Atlantic High 

Beryx spp. Alfonsinos South-East Atlantic High 
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SPECIES 
When designing sampling plans aiming at collecting biological information as laid down in Chapter III 

of this Annex, stock boundaries, as fixed by the competent RFMOs or RFOs, shall be taken into account 
and appropriate sampling effort shall be allocated to each stock. 

Frequency of collection 
of biological variables 

Chaceon spp. Red/Golden crabs South-East Atlantic High 

Pseudopentaceros 
richardsoni 

Pelagic armourhead/ 
Southern boarfish South-East Atlantic High 

Helicolenus spp. Blackbelly rosefishes South-East Atlantic High 

Hoplostethus atlanticus Orange roughy South-East Atlantic High 

Trachurus spp. Horse mackerel South-East Atlantic High 

Scomber spp. Mackerel South-East Atlantic High 

Polyprion americanus Wreckfish South-East Atlantic Medium 

Jasus tristani Tristan rock lobster South-East Atlantic Medium 

Lepidotus caudatus Silver scabbardfish South-East Atlantic Medium 

Schedophilus ovalis Imperial blackfish South-East Atlantic Low 

Schedophilus velaini Violet warehou South-East Atlantic Low 

Allocyttus verucossus Oreo dories South-East Atlantic Low 

Neocyttus romboidales  South-East Atlantic  

Allocyttus guineensis  South-East Atlantic  

Pseudocyttu smaculatus  South-East Atlantic  

Emmelichthys nitidus Cape bonnetmouth South-East Atlantic Low 

Ruvettus pretiosus Oilfish South-East Atlantic Low 

Promethichthys prometheus Roudi escolar South-East Atlantic Low 

Macrourus spp. Grenadiers South-East Atlantic Low 

Antimora rostrata Blue antimora South-East Atlantic Low 

Epigonus spp. Cardinal fish South-East Atlantic Low 

Merluccius spp. Hake South-East Atlantic Low 
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SPECIES 
When designing sampling plans aiming at collecting biological information as laid down in Chapter III 

of this Annex, stock boundaries, as fixed by the competent RFMOs or RFOs, shall be taken into account 
and appropriate sampling effort shall be allocated to each stock. 

Frequency of collection 
of biological variables 

Notopogon fernandezianus Orange bellowfish South-East Atlantic Low  

Octopodidae and 
Loliginidae Octopus and squids South-East Atlantic Low   

WCPFC (Western and Central Pacific Fisheries Commission) 

SPECIES 
When designing sampling plans aiming at collecting biological information as laid down in Chapter III 

of this Annex, stock boundaries, as fixed by the competent RFMOs or RFOs, shall be taken into account 
and appropriate sampling effort shall be allocated to each stock. 

Frequency of collection 
of biological variables 

Scientific name Common name Geographical Area Priority 

The data collection is 
annual and the updat
ing/processing of the 
data shall be done 
timely to fit the sche
dule of the stock assess
ments. 

Thunnus albacares Yellowfin tuna West Central Pacific 
Ocean High 

Thunnus obesus Bigeye tuna West Central Pacific 
Ocean High 

Katsuwonus pelamis Skipjack tuna West Central Pacific 
Ocean High 

Thunnus alalunga Albacore tuna West Central Pacific 
Ocean High 

Thunnus orientalis Pacific bluefin tuna West Central Pacific 
Ocean High 

Xiphias gladius Swordfish West Central Pacific 
Ocean High 

Makaira nigricans (or 
mazara) Blue marlin West Central Pacific 

Ocean High 

Makaira indica Black marlin West Central Pacific 
Ocean High 

Tetrapturus audax Striped marlin West Central Pacific 
Ocean High 

Acanthocybium solandri Wahoo West Central Pacific 
Ocean Medium 

Coryphaena hippurus Dolphinfish West Central Pacific 
Ocean Medium 

Elagatis bipinnulata Rainbow runner West Central Pacific 
Ocean Medium 

Lepidocybium 
flavobrunneum Escolar West Central Pacific 

Ocean Medium 

Lampris regius Moonfish (opah) West Central Pacific 
Ocean Medium 
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SPECIES 
When designing sampling plans aiming at collecting biological information as laid down in Chapter III 

of this Annex, stock boundaries, as fixed by the competent RFMOs or RFOs, shall be taken into account 
and appropriate sampling effort shall be allocated to each stock. 

Frequency of collection 
of biological variables 

Mola mola Sunfish West Central Pacific 
Ocean 

Medium  

Istiophorus platypterus Sailfish West Central Pacific 
Ocean Medium 

Tetrapturus angustirostris Spearfish West Central Pacific 
Ocean Medium 

Ruvettus pretiosus Oilfish West Central Pacific 
Ocean Medium 

Prionace glauca Blue shark West Central Pacific 
Ocean High  

Carcharhinus longimanus Oceanic whitetip 
shark 

West Central Pacific 
Ocean High 

Carcharhinus falciformis Silky shark West Central Pacific 
Ocean High 

Alopias superciliosus big eye thresher West Central Pacific 
Ocean High 

Alopias vulpinus Common thresher West Central Pacific 
Ocean High 

Alopias pelagicus Pelagic thresher West Central Pacific 
Ocean High 

NB: for WCPF, the following reporting requirements for long liners shall be added:  
(1) Number of branch lines between floats. The number of branch lines between floats shall be reported for each set.  
(2) Number of fish caught per set, for the following species: albacore (Thunnus alalunga), bigeye (Thunnus obesus), skipjack (Katsuwonus 

pelamis), yellowfin (Thunnus albacares), striped marlin (Tetrapturus audax), blue marlin (Makaira mazara), black marlin (Makaira indica) 
and swordfish (Xiphias gladius), blue shark, silky shark, oceanic whitetip shark, mako sharks, thresher sharks, porbeagle shark (south 
of 20° S, until biological data shows this or another geographic limit to be appropriate), hammerhead sharks (winghead, scalloped, 
great, and smooth), whale shark, and other species as determined by the Commission. 

If the total weight or average weight of fish caught per set has been recorded, then the total weight or average weight of fish caught per 
set, by species, shall also be reported. If the total weight or average weight of fish caught per set has not been recorded, then the total 
weight or average weight of fish caught per set, by species, shall be estimated and the estimates reported. The total weight or average 
weight shall refer to whole weights, rather than processed weights.  

WECAFC (Western Central Atlantic Fishery Commission) 

SPECIES 
When designing sampling plans aiming at collecting biological information as laid down in chapter III of 

this Annex, stock boundaries, as fixed by the competent RFMOs or RFOs, shall be taken into account 
and appropriate sampling effort shall be allocated to each stock. 

Frequency of collection 
of biological variables 

Scientific name Common name Geographical Area Priority The data collection is 
annual and the updat
ing/processing of the 
data shall be done 
timely to fit the sche
dule of the stock assess
ments. 

Panulirus argus Caribbean spiny 
lobster West Central Atlantic High 

Strombus gigas Queen conch West Central Atlantic High 
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SPECIES 
When designing sampling plans aiming at collecting biological information as laid down in chapter III of 

this Annex, stock boundaries, as fixed by the competent RFMOs or RFOs, shall be taken into account 
and appropriate sampling effort shall be allocated to each stock. 

Frequency of collection 
of biological variables 

Shark-like Selachii, Rajidae Sharks, rays & skates West Central Atlantic High 

Coryphaena hippurus Dolphin fish West Central Atlantic High 

Acanthocybium solandri Wahoo West Central Atlantic High 

Epinephelus guttatus Red hind West Central Atlantic High 

Lutjanus vivanus Silk snapper West Central Atlantic High 

Lutjanus buccanella Blackfin snapper West Central Atlantic High 

Lutjanus campechanus Red snapper West Central Atlantic High 

Penaeus subtilis Penaeus shrimp French Guiana EEZ High  

IOTC (Indian Ocean Tuna Commission) 

SPECIES 
When designing sampling plans aiming at collecting biological information as laid down in chapter III of 

this Annex, stock boundaries, as fixed by the competent RFMOs or RFOs, shall be taken into account 
and appropriate sampling effort shall be allocated to each stock. 

Frequency of collection 
of biological variables 

Scientific name Common name Geographical Area Priority 

The data collection is 
annual and the updat
ing/processing of the 
data shall be done 
timely to fit the sche
dule of the stock assess
ments. 

Thunnus albacares Yellowfin tuna Indian Ocean Western 
and Eastern High 

Thunnus obesus Bigeye tuna Indian Ocean Western 
and Eastern High 

Katsuwonus pelamis Skipjack tuna Indian Ocean Western 
and Eastern High 

Thunnus alalunga Albacore tuna Indian Ocean Western 
and Eastern High 

Xiphias gladius Swordfish Indian Ocean Western 
and Eastern High 

Makaira nigricans (or 
mazara) Blue marlin Indian Ocean Western 

and Eastern High 

Makaira indica Black marlin Indian Ocean Western 
and Eastern High 

Tetrapturus audax Striped marlin Indian Ocean Western 
and Eastern High 

Istiophorus platypterus Indo-Pacific sailfish Indian Ocean Western 
and Eastern High 
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SPECIES 
When designing sampling plans aiming at collecting biological information as laid down in chapter III of 

this Annex, stock boundaries, as fixed by the competent RFMOs or RFOs, shall be taken into account 
and appropriate sampling effort shall be allocated to each stock. 

Frequency of collection 
of biological variables 

Auxis rochei Bullet tuna Indian Ocean Western 
and Eastern Medium 

Auxis thazard Frigate tuna Indian Ocean Western 
and Eastern Medium 

Euthynnus affinis Kawakawa Indian Ocean Western 
and Eastern Medium 

Thunnus tonggol Longtail tuna Indian Ocean Western 
and Eastern Medium 

Scomberomorus guttatus Indo-Pacific king 
mackerel 

Indian Ocean Western 
and Eastern Medium 

Scomberomorus commerson Narrow-barred 
Spanish mackerel 

Indian Ocean Western 
and Eastern Medium 

Prionace glauca Blue shark Indian Ocean Western 
and Eastern High 

Alopias superciliosus Bigeye thresher 
shark 

Indian Ocean Western 
and Eastern High 

Carcharhinus falciformes Silky shark Indian Ocean Western 
and Eastern High 

Carcharhinus longimanus Oceanic whitetip 
shark 

Indian Ocean Western 
and Eastern High 

Alopias pelagicus Pelagic thresher 
shark 

Indian Ocean Western 
and Eastern High 

Sphyrna lewini Scalloped 
hammerhead shark 

Indian Ocean Western 
and Eastern High  

Other RFMOs 

SPECIES 
When designing sampling plans aiming at collecting biological information as laid down in chapter III 
Annex, stock boundaries, as fixed by the competent RFMOs or RFOs, shall be taken into account and 

appropriate sampling effort shall be allocated to each stock. 

Frequency of collection 
of biological variables 

Scientific name Common name Geographical Area Priority 
The data collection is 
annual and the updat
ing/processing of the 
data shall be done 
timely to fit the sche
dule of the stock assess
ments. 

Trachurus murphyi Jack mackerel SPRFMO Convention 
Area High 

Euphausia superba Krill CCAMLR Convention 
Area High 
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SPECIES 
When designing sampling plans aiming at collecting biological information as laid down in chapter III 
Annex, stock boundaries, as fixed by the competent RFMOs or RFOs, shall be taken into account and 

appropriate sampling effort shall be allocated to each stock. 

Frequency of collection 
of biological variables 

Dissostichus spp. 
Dissostichus eleginoides and 
Dissostichus mawsoni) 

Toothfish CCAMLR Convention 
Area 

High  

Champsocephalus gunnari Mackerel icefish CCAMLR Convention 
Area Low 

Resources of fish, molluscs, crustaceans and 
other sedentary species within the competence 
area, but excluding: (i) sedentary species 
subject to the fishery jurisdiction of coastal 
states pursuant to Article 77(4) of the 1982 UN 
Convention on the Law of the Sea; and 
(ii) highly migratory species listed in Annex I 
of the 1982 UN Convention on the Law of 
the Sea. 

SIOFA Convention Area    

BIOLOGICAL DATA 

Table 1D 

Species to be monitored under protection programmes in the Union or under international obligations 

Common name Scientific name Region/RFMO Legal framework 

Bony fishes Teleostei   

Sturgeons Acipenser spp. 
Mediterranean Sea and 
Black Sea; Baltic Sea; 
OSPAR II, IV 

Annex II of the Barcelona Convention (1), 
Annex IV of the Black Sea Biodiversity and 
Landscape Conservation Protocol; OSPAR (2); 
Helcom (3) 

Smoothheads 
(Slickheads) Alepocephalidae All regions Relevant for deep sea fisheries (4) 

Baird's smoothhead Alepocephalus Bairdii All regions Relevant for deep sea fisheries 

Risso's smoothhead Alepocephalus 
rostratus All regions Relevant for deep sea fisheries 

Pontic shad Alosa immaculata Black Sea Annex IV of the Black Sea Biodiversity and 
Landscape Conservation Protocol 

Allis shad Alosa alosa OSPAR II, III, IV OSPAR 

Common Whitefish/ 
houting Coregonus lavaretus OSPAR II OSPAR 

Cod Gadus morhua OSPAR II, III; Baltic 
Sea OSPAR; Helcom 
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Long-snouted 
seahorse 

Hippocampus 
guttulatus (synonym: 
Hippocampus 
ramulosus) 

OSPAR II, III, IV, V OSPAR 

Short-snouted 
seahorse 

Hippocampus 
hippocampus OSPAR II, III, IV, V OSPAR 

Black Sea shad Alosa tanaica Black Sea Annex IV of the Black Sea Biodiversity and 
Landscape Conservation Protocol 

Blue antimora (Blue 
hake) Antimora rostrata All regions Relevant for deep sea fisheries 

Black scabbardfish Aphanopus carbo All regions Relevant for deep sea fisheries 

Scabbardfish Aphanopus 
intermedius All regions Relevant for deep sea fisheries 

Crayfish Astacus spp. Black Sea Annex IV of the Black Sea Biodiversity and 
Landscape Conservation Protocol 

Big-scale sand smelt Atherina pontica Black Sea Annex IV of the Black Sea Biodiversity and 
Landscape Conservation Protocol 

Garfish Belone belone euxini 
Günther Black Sea Annex IV of the Black Sea Biodiversity and 

Landscape Conservation Protocol 

Alfonsinos Beryx spp. All regions Relevant for deep sea fisheries 

Brotula Cataetyx laticeps All regions Relevant for deep sea fisheries 

Vendace Coregonus albula Baltic Sea RCM Baltic recommendation 

lumpfish Cyclopterus lumpus All regions Relevant for deep sea fisheries 

Annular seabream Diplodus annularis Mediterranean Sea Council Regulation (EC) No 1967/2006 (5) 
(min. cons. size) 

Sharpsnout sea bream Diplodus puntazzo Mediterranean Sea Regulation (EC) No 1967/2006 (min. cons. 
size) 

White sea bream Diplodus sargus Mediterranean Sea Regulation (EC) No 1967/2006 (min. cons. 
size) 

Two-banded sea 
bream Diplodus vulgaris Mediterranean Sea Regulation (EC) No 1967/2006 (min. cons. 

size) 

Patagonian toothfish Dissostichus 
eleginoides All regions Relevant for deep sea fisheries 

Antarctic toothfish Dissostichus mawsoni All regions Relevant for deep sea fisheries 
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Groupers Epinephelus spp. Mediterranean Sea Regulation (EC) No 1967/2006 (min. cons. 
size) 

Black cardinalfish Epigonus telescopus All regions Vulnerable species Relevant for deep sea 
fisheries 

Gobies Gobiidae Black Sea Annex IV of the Black Sea Biodiversity and 
Landscape Conservation Protocol 

Bluemouth 
(Bluemouth redfish) 

Helicolenus 
dactylopterus All regions Relevant for deep sea fisheries 

Atlantic halibut Hippoglossus 
hippoglossus All regions Relevant for deep sea fisheries 

Orange roughy Hoplostethus atlanticus All regions; OSPAR I, 
V 

Vulnerable species Relevant for deep sea 
fisheries 

Silver roughy (Pink) Hoplosthetus 
mediterraneus All regions Relevant for deep sea fisheries 

Silver scabbard fish 
(Cutless fish) Lepidopus caudatus All regions Relevant for deep sea fisheries 

Stripped sea bream Lithognathus 
mormyrus Mediterranean Sea Regulation (EC) No 1967/2006 (min. cons. 

size) 

Golden grey mullet Liza aurata Black Sea Annex IV of the Black Sea Biodiversity and 
Landscape Conservation Protocol 

Leaping mullet Liza saliens Black Sea Annex IV of the Black Sea Biodiversity and 
Landscape Conservation Protocol 

Greater eelpout Lycodes esmarkii All regions Relevant for deep sea fisheries 

Grenadiers (rattails) 
other than roundnose 
grenadier and 
roughhead grenadier 

Macrouridae other 
than Coryphaenoides 
rupestris and 
Macrourus berglax 

All regions Relevant for deep sea fisheries 

Roughhead grenadier 
(Rough rattail) Macrourus berglax All regions Relevant for deep sea fisheries 

Whiting Merlangius merlangus Baltic Sea and Black 
Sea 

RCM Baltic recommendation; Annex IV of the 
Black Sea Biodiversity and Landscape Conser
vation Protocol 

European eel Anguilla anguilla OSPAR I, II, III, IV, 
Baltic sea OSPAR; Helcom 

Atlantic Salmon *Salmo salar OSPAR I, II, III, IV, 
Baltic Sea OSPAR; Helcom 

Bluefin tuna *Thunnus thynnus OSPAR V OSPAR; Helcom 
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Blue ling Molva dypterygia All regions Relevant for deep sea fisheries 

Common mora Mora moro All regions Relevant for deep sea fisheries 

Mullet Mugil spp. Black Sea Annex IV of the Black Sea Biodiversity and 
Landscape Conservation Protocol 

Black gemfish Nesiarchus nasutus All regions Relevant for deep sea fisheries 

Snubnosed spiny eel Notocanthus 
chemnitzii All regions Relevant for deep sea fisheries 

Smelt Osmerus eperlanus Baltic Sea RCM (Regional Coordination Meeting) Baltic 
recommendation, Helcom 

Spanish sea bream Pagellus acarne Mediterranean Sea Regulation (EC) No 1967/2006 (min. cons. 
size) 

Blackspot seabream Pagellus bogaraveo Mediterranean Sea Regulation (EC) No 1967/2006 (min. cons. 
size) 

Common sea bream Pagrus pagrus Mediterranean Sea Regulation (EC) No 1967/2006 (min. cons. 
size) 

Wreckfish Polyprion americanus Mediterranean Sea Regulation (EC) No 1967/2006 (min. cons. 
size) 

Wreckfish Polyprion americanus All regions Relevant for deep sea fisheries 

Bluefish Pomatomus saltatrix Black Sea Annex IV of the Black Sea Biodiversity and 
Landscape Conservation Protocol 

Small redfish (Norway 
redfish) Sebastes viviparus All regions Relevant for deep sea fisheries 

Beluga Huso huso Black Sea Annex IV of the Black Sea Biodiversity and 
Landscape Conservation Protocol 

Spiny (deep sea) 
scorpionfish Trachyscorpia cristulata All regions Relevant for deep sea fisheries 

Oceanic sea breams Brama spp. GSA 1.1, 1.2, 1.3 and 
Black Sea GSA 29 

Annex VIII of Council Regulation (EC) 
No 894/97 (6) 

Atlantic chub 
mackerel Scomber colias Gmelin Black sea Annex IV of the Black Sea Biodiversity and 

Landscape Conservation Protocol 

Crystal gobid Crystallogobius linearis Black sea National management plans 

Rabbit fish Chimaera monstrosa Baltic Sea Helcom 
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Allis shad Alosa alosa Baltic Sea Helcom 

Twaite shad Alosa fallax Baltic Sea Helcom 

Autumn-spawning 
herring 

Clupea harengus 
subsp. Baltic Sea Helcom 

Zope Abramis ballerus Baltic Sea Helcom 

Bleak Alburnus alburnus Baltic Sea Helcom 

Asp Aspius aspius Baltic Sea Helcom 

Barbel Barbus barbus Baltic Sea Helcom 

Gudgeon Gobio gobio Baltic Sea Helcom 

Ziege Pelecus cultratus Baltic Sea Helcom 

Eurasian minnow Phoxinus phoxinus Baltic Sea Helcom 

Vimba Vimba vimba Baltic Sea Helcom 

Spined loach Cobitis taenia Baltic Sea Helcom 

Trout Salmo trutta Baltic Sea Helcom 

Vendace Coregonus albula Baltic Sea Helcom 

Baltic houting 
Coregonus balticus 
Synonym: Coregonus 
lavaretus, migratory 

Baltic Sea Helcom 

Maraena 
Coregonus maraena 
Synonym: Coregonus 
lavaretus, stationary 

Baltic Sea Helcom 

Pallas's houting Coregonus pallasii Baltic Sea Helcom 

Marine smelt Osmerus 
eperlanomarinus Baltic Sea Helcom 

Black-bellied angler Lophius budegassa Baltic Sea Helcom 

Sea stickleback Spinachia spinachia Baltic Sea Helcom 

Snake pipefish Entelurus aequoreus Baltic Sea Helcom 

Straightnose pipefish Nerophis ophidion Baltic Sea Helcom 

Worm pipefish Nerophis 
lumbriciformis Baltic Sea Helcom 
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Greater pipefish Syngnathus acus Baltic Sea Helcom 

Broad-nosed pipefish Syngnathus typhle Baltic Sea Helcom 

Roundnose grenadier Coryphaenoides 
rupestris Baltic Sea Helcom 

Haddock Melanogrammus 
aeglefinus Baltic Sea Helcom 

Pollack Pollachius pollachius Baltic Sea Helcom 

Ling Molva molva Baltic Sea Helcom 

Snakeblenny Lumpenus 
lampretaeformis Baltic Sea Helcom 

Ocean perch Sebastes marinus Baltic Sea Helcom 

Norway redfish Sebastes viviparus Baltic Sea Helcom 

Miller's thumb Cottus gobio Baltic Sea Helcom 

Alpine bullhead Cottus poecilopus Baltic Sea Helcom 

Shorthorn sculpin Myoxocephalus 
scorpius Baltic Sea Helcom 

Longspined bullhead Taurulus bubalis Baltic Sea Helcom 

Fourhorn sculpin Triglopsis quadricornis Baltic Sea Helcom 

Lumpsucker Cyclopterus lumpus Baltic Sea Helcom 

Striped seasnail Liparis liparis Baltic Sea Helcom 

Montagu's seasnail Liparis montagui Baltic Sea Helcom 

John Dory Zeus faber Baltic Sea Helcom 

European seabass Dicentrarchus labrax Baltic Sea Helcom 

Ballan wrasse Labrus bergylta Baltic Sea Helcom 

Cuckoo wrasse Labrus mixtus Baltic Sea Helcom 

Corkwring wrasse Symphodus melops Baltic Sea Helcom 

Greater weever Trachinus draco Baltic Sea Helcom 
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Wolf-fish Anarhichas lupus Baltic Sea Helcom 

Lesser sandeel Ammodytes marinus Baltic Sea Helcom 

Small sandeel Ammodytes tobianus Baltic Sea Helcom 

Painted goby Pomatoschistus pictus Baltic Sea Helcom 

Bullet tuna Auxis rochei Baltic Sea Helcom 

Little thunny Euthynnus alleteratus Baltic Sea Helcom 

Plain bonito Orcynopsis unicolor Baltic Sea Helcom 

Atlantic mackerel Scomber scombrus Baltic Sea Helcom 

Atlantic halibut Hippoglossus 
hippoglossus Baltic Sea Helcom 

Swordfish Xiphias gladius Baltic Sea Helcom 

Niger blackfish Centrolophus niger Baltic Sea Helcom 

Cartilaginous fishes Chondrichthyes   

Narrow sawfish Anoxypristis cuspidata All oceans RFMOs, High priority 

Birdbeak dogfish Deania calcea All oceans RFMOs, High priority 

Smooth lanternshark Etmopterus pusillus All oceans RFMOs, High priority 

Dwarf sawfish Pristis clavata All oceans RFMOs, High priority 

Green sawfish Pristis zijsron All oceans RFMOs, High priority 

Norwegian skate Raja (Dipturus) 
nidarosiensis All oceans RFMOs, High priority 

Thornback ray Raja clavata All oceans RFMOs, High priority OSPAR; Helcom 

Undulate ray Raja undulata All oceans RFMOs, High priority 

Pelagic thresher Alopias pelagicus All oceans RFMOs, High priority 

Big eye thresher Alopias superciliosus All oceans RFMOs, High priority 

Common thresher Alopias vulpinus All oceans RFMOs, High priority; Helcom 

Starry ray Amblyraja radiata All oceans RFMOs, High priority 
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Iceland catshark Apristurus spp. All oceans RFMOs, High priority, Vulnerable species 
Relevant for deep sea fisheries 

Silky shark Carcharhinus 
falciformis All oceans RFMOs, High priority 

Galapagos shark Carcharhinus 
galapagensis All oceans RFMOs, High priority 

Oceanic whitetip 
shark 

Carcharhinus 
longimanus All oceans RFMOs, High priority 

Sandbar shark Carcharhinus 
plumbeus 

All oceans + 
Mediterranean and 
Black Sea 

RFMOs, High priority, Barcelona Convention 
Annex II 

Sand tiger shark Carcharias taurus 
All oceans + 
Mediterranean and 
Black Sea 

RFMOs, High priority, Barcelona Convention 
Annex II 

Great white shark Carcharodon carcharias All oceans RFMOs, High priority 

Gulper shark Centrophorus 
granulosus All oceans and seas RFMOs, High priority, Barcelona Convention 

Annex III; OSPAR 

Gulper shark species Centrophorus spp. All regions Relevant for deep sea fisheries 

Leafscale gulper shark Centrophorus 
squamosus All oceans and seas RFMOs, High priority; OSPAR 

Black dogfish Centroscyllium fabricii All oceans RFMOs, High priority, Relevant for deep sea 
fisheries 

Portuguese dogfish Centroscymnus 
coelolepis All oceans RFMOs, High priority, Relevant for deep sea 

fisheries; OSPAR 

Longnose velvet 
dogfish 

Centroscymnus 
crepidater All oceans RFMOs, High priority, Vulnerable species 

Relevant for deep sea fisheries 

Basking shark Cetorhinus maximus All oceans and seas RFMOs, High priority; OSPAR; Helcom 

Rabbit fish (rattail) Chimaera monstrosa All regions Relevant for deep sea fisheries 

Frilled shark Chlamydoselachus 
anguineus All oceans RFMOs, High priority, Vulnerable species 

Relevant for deep sea fisheries 

Kitefin shark Dalatias licha All oceans RFMOs, High priority, Vulnerable species 
Relevant for deep sea fisheries 

Stingray Dasyatis pastinaca Black Sea Annex IV of the Black Sea Biodiversity and 
Landscape Conservation Protocol; Helcom 
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Birdbeak dogfish Deania calcea All oceans RFMOs, High priority, Relevant for deep sea 
fisheries 

Common skate Dipturus batis All oceans and seas RFMOs, High priority, Barcelona Convention 
Annex II; OSPAR; Helcom 

White skate *Rostroraja alba OSPAR II, III, IV OSPAR 

Greater lanternshark Etmopterus princeps All oceans RFMOs, High priority, Vulnerable species 
Relevant for deep sea fisheries 

Velvet belly Etmopterus spinax All oceans RFMOs, High priority, Relevant for deep sea 
fisheries; Helcom 

Winghead 
hammerhead Eusphyra blochii All oceans RFMOs, High priority 

School shark, tope 
shark Galeorhinus galeus 

All oceans + 
Mediterranean and 
Black Sea 

RFMOs, High priority, Barcelona Convention 
Annex II; Helcom 

Blackmouth dogfish Galeus melastomus All oceans RFMOs, High priority, Relevant for deep sea 
fisheries 

Mouse catshark Galeus murinus All oceans RFMOs, High priority, Relevant for deep sea 
fisheries 

Spiny butterfly ray Gymnura altavela 
All oceans + 
Mediterranean and 
Black Sea 

RFMOs, High priority, Barcelona Convention 
Annex II 

Sharpnose sevengill 
shark Heptranchias perlo 

All oceans + 
Mediterranean and 
Black Sea 

RFMOs, High priority, Barcelona Convention 
Annex III 

Bluntnose six-gilled 
shark Hexanchus griseus 

All oceans + 
Mediterranean and 
Black Sea 

RFMOs, High priority, Barcelona Convention 
Annex II; Helcom 

Large-eyed rabbitfish 
(Ratfish) Hydrolagus mirabilis All regions Relevant for deep sea fisheries 

Shortfin mako Isurus oxyrinchus All oceans RFMOs, High priority 

Longfin mako Isurus paucus All oceans RFMOs, High priority 

Porbeagle Lamna nasus All oceans RFMOs, High priority, OSPAR; Helcom 

Sandy skate Leucoraja circularis 
All oceans + 
Mediterranean and 
Black Sea 

RFMOs, High priority, Barcelona Convention 
Annex II 
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Maltese skate Leucoraja melitensis 
All oceans + 
Mediterranean and 
Black Sea 

RFMOs, High priority, Barcelona Convention 
Annex II 

Reef manta ray Manta alfredi All oceans RFMOs, High priority 

Giant manta ray Manta birostris All oceans RFMOs, High priority 

Longhorned mobula Mobula 
eregoodootenkee All oceans RFMOs, High priority 

Lesser devil ray Mobula hypostoma All oceans RFMOs, High priority 

Spinetail mobula Mobula japanica All oceans RFMOs, High priority 

Shortfin devil ray Mobula kuhlii All oceans RFMOs, High priority 

Devil fish Mobula mobular All oceans RFMOs, High priority 

Munk's devil ray Mobula munkiana All oceans RFMOs, High priority 

Lesser Guinean devil 
ray Mobula rochebrunei All oceans RFMOs, High priority 

Chilean devil ray Mobula tarapacana All oceans RFMOs, High priority 

Smoothtail mobula Mobula thurstoni All oceans RFMOs, High priority 

Starry smooth-hound Mustelus asterias 
All oceans + 
Mediterranean and 
Black Sea 

RFMOs, High priority, Barcelona Convention 
Annex III 

Common smooth- 
hound Mustelus mustelus 

All oceans + 
Mediterranean and 
Black Sea 

RFMOs, High priority, Barcelona Convention 
Annex III 

Blackspotted smooth- 
hound Mustelus punctulatus 

All oceans + 
Mediterranean and 
Black Sea 

RFMOs, High priority, Barcelona Convention 
Annex III 

Blackmouth catshark Galeus melanostomus Baltic sea Helcom 

Small-spotted 
catshark Scyliorhinus canicula Baltic sea Helcom 

Thorny skate Amblyraja radiata Baltic sea Helcom 

Shagreen ray Leucoraja fullonica Baltic sea Helcom 

Spotted torpedo Torpedo marmorata Baltic sea Helcom 
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Sailfin roughshark 
(Sharpback shark) Oxynotus paradoxus All oceans RFMOs, High priority, Vulnerable species 

Relevant for deep sea fisheries 

Smalltooth sawfish Pristis pectinata 
All oceans + 
Mediterranean and 
Black Sea 

RFMOs, High priority, Barcelona Convention 
Annex II 

Common sawfish Pristis pristis 
All oceans + 
Mediterranean and 
Black Sea 

RFMOs, High priority, Barcelona Convention 
Annex II 

Crocodile shark Pseudocarcharias 
kamoharai All oceans RFMOs, High priority 

Blue stingray Pteroplatytrygon 
violacea All oceans RFMOs, High priority 

Round skate Raja fyllae All regions Relevant for deep sea fisheries 

Arctic skate Raja hyperborea All regions Relevant for deep sea fisheries 

Norwegian skate Raja nidarosiensus All regions Relevant for deep sea fisheries 

Spotted ray Raja montagui OSPAR I, II, III, IV OSPAR; Helcom 

Whale shark Rhincodon typus All oceans RFMOs, High priority 

Blackchin guitarfish Rhinobatos cemiculus 
All oceans + 
Mediterranean and 
Black Sea 

RFMOs, High priority, Barcelona Convention 
Annex II 

Common guitarfish Rhinobatos rhinobatos 
All oceans + 
Mediterranean and 
Black Sea 

RFMOs, High priority, Barcelona Convention 
Annex II 

Straightnose 
rabbitfish 

Rhinochimaera 
atlantica All regions Relevant for deep sea fisheries 

Bottlenose skate Rostroraja alba 
All oceans + 
Mediterranean and 
Black Sea 

RFMOs, High priority, Barcelona Convention 
Annex II 

Knifetooth dogfish Scymnodon ringens All oceans RFMOs, High priority, Relevant for deep sea 
fisheries 

Other sharks 

Selachimorpha (or 
Selachii), Batoidea 
(to be defined by 
species according to 
landing, survey or 
catch data) 

All oceans RFMOs, High priority; Helcom 

Greenland shark Somniosus 
microcephalus All oceans RFMOs, High priority, Relevant for deep sea 

fisheries; Helcom 
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Scalloped 
hammerhead Sphyrna lewini All oceans RFMOs, High priority 

Great hammerhead Sphyrna mokarran All oceans RFMOs, High priority 

Smooth hammerhead Sphyrna zygaena All oceans RFMOs, High priority 

Spurdog, spiked 
dogfish Squalus acanthias 

All oceans + 
Mediterranean and 
Black Sea 

RFMOs, High priority, Barcelona Convention 
Annex III, OSPAR; Helcom 

Sawback angelshark Squatina aculeata 
All oceans + 
Mediterranean and 
Black Sea 

RFMOs, High priority, Barcelona Convention 
Annex II 

Smoothback 
angelshark Squatina oculata 

All oceans + 
Mediterranean and 
Black Sea 

RFMOs, High priority, Barcelona Convention 
Annex II 

Angel shark Squatina squatina 
All oceans + 
Mediterranean and 
Black Sea 

RFMOs, High priority, Barcelona Convention 
Annex II, OSPAR; Helcom 

Sea lamprey Petromyzon marinus OSPAR I, II, III, IV OSPAR; Helcom 

River lamprey Lampetra fluviatilis Baltic sea Helcom 

Mammals Mammalia   

Cetaceans — all 
species Cetacea — all species All areas Council Directive 92/43/EEC (7) 

Minke whale Balaenoptera 
acutorostrata Mediterranean Sea Rec. GFCM (8)/36/2012/2 & Annex II of the 

Barcelona Convention 

Bowhead whale Balaena mysticetus OSPAR I OSPAR 

Blue whale Balaenoptera musculus All OSPAR OSPAR 

Northern right whale Eubalaena glacialis All OSPAR OSPAR 

Sei whale Balaenoptera borealis Mediterranean Sea Rec. GFCM/36/2012/2 & Annex II of the 
Barcelona Convention 

Fin whale Balaenoptera physalus Mediterranean Sea Rec. GFCM/36/2012/2 & Annex II of the 
Barcelona Convention 

Short-beaked 
common dolphin Delphinus delphis Mediterranean Sea Rec. GFCM/36/2012/2 & Annex II of the 

Barcelona Convention 

North Atlantic right 
whale Eubalaena glacialis Mediterranean Sea Rec. GFCM/36/2012/2 & Annex II of the 

Barcelona Convention 
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Long-finned pilot 
whale Globicephala melas Mediterranean Sea Rec. GFCM/36/2012/2 & Annex II of the 

Barcelona Convention 

Risso's dolphin Grampus griseus Mediterranean Sea Rec. GFCM/36/2012/2 & Annex II of the 
Barcelona Convention 

Dwarf sperm whale Kogia simus Mediterranean Sea Rec. GFCM/36/2012/2 & Annex II of the 
Barcelona Convention 

Humpback whale Megaptera 
novaeangliae Mediterranean Sea Rec. GFCM/36/2012/2 & Annex II of the 

Barcelona Convention 

Blainville's beaked 
whale 

Mesoplodon 
densirostris Mediterranean Sea Rec. GFCM/36/2012/2 & Annex II of the 

Barcelona Convention 

Killer whale Orcinus orca Mediterranean Sea Rec. GFCM/36/2012/2 & Annex II of the 
Barcelona Convention 

Harbour porpoise Phocoena phocoena Mediterranean Sea; 
OSPAR II, III 

Rec. GFCM/36/2012/2 & Annex II of the 
Barcelona Convention; Directive 92/43/EEC; 
OSPAR 

Sperm whale Physeter macrocephalus Mediterranean Sea Rec. GFCM/36/2012/2 & Annex II of the 
Barcelona Convention 

False killer whale Pseudorca crassidens Mediterranean Sea Rec. GFCM/36/2012/2 & Annex II of the 
Barcelona Convention 

Striped dolphin Stenella coeruleoalba Mediterranean Sea Rec. GFCM/36/2012/2 & Annex II of the 
Barcelona Convention 

Rough-toothed 
dolphin Steno bredanensis Mediterranean Sea Rec. GFCM/36/2012/2 & Annex II of the 

Barcelona Convention 

Bottlenose dolphin Tursiops truncatus Mediterranean Sea Rec. GFCM/36/2012/2 & Annex II of the 
Barcelona Convention 

Cuvier's beaked whale Ziphius cavirostris Mediterranean Sea Rec. GFCM/36/2012/2 & Annex II of the 
Barcelona Convention 

Monk seal Monachus monachus All areas Rec. GFCM/35/2011/5 & Annex II of the 
Barcelona Convention; Directive 92/43/EEC 

Saimaa ringed seal Phoca hispida 
saimensis All areas Directive 92/43/EEC 

Grey seal Halichoerus grypus All areas Directive 92/43/EEC 

Harbour seal Phoca vitulina All areas Directive 92/43/EEC 

Baltic ringed seal Phoca hispida bottnica All areas Directive 92/43/EEC 
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Birds Aves   

Cory's Shearwater Calonectris borealis All areas Directive 2009/147/EC of the European 
Parliament and of the Council (9) 

Great Cormorant Phalacrocorax carbo All areas Directive 2009/147/EC 

Northern Gannet Morus bassanus All areas Directive 2009/147/EC 

Atlantic Puffin Fratercula arctica All areas Directive 2009/147/EC 

Balearic Shearwater Puffinus mauretanicus All areas Directive 2009/147/EC 

Black-headed Gull Larus ridibundus All areas Directive 2009/147/EC 

Common Scoter Melanitta nigra All areas Directive 2009/147/EC 

European Shag Phalacrocorax 
aristotelis All areas Directive 2009/147/EC 

Great Shearwater Ardenna gravis All areas Directive 2009/147/EC 

Manx Shearwater Puffinus puffinus All areas Directive 2009/147/EC 

Northern Fulmar Fulmarus glacialis All areas Directive 2009/147/EC 

Scopoli's Shearwater Calonectris diomedea All areas Directive 2009/147/EC 

Sooty Shearwater Ardenna grisea All areas Directive 2009/147/EC 

Yelkouan Shearwater Puffinus yelkouan All areas Directive 2009/147/EC 

Audouin's Gull Larus audouinii All areas Directive 2009/147/EC 

Barrow's Goldeneye Bucephala islandica All areas Directive 2009/147/EC 

Bulwer's Petrel Bulweria bulwerii All areas Directive 2009/147/EC 

Common Goldeneye Bucephala clangula All areas Directive 2009/147/EC 

European Herring 
Gull Larus argentatus All areas Directive 2009/147/EC 

Glaucous Gull Larus hyperboreus All areas Directive 2009/147/EC 

Great Black-backed 
Gull Larus marinus All areas Directive 2009/147/EC 

Great Skua Catharacta skua All areas Directive 2009/147/EC 
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Greater Scaup Aythya marila All areas 
Directive 2009/147/EC; Annex IV of the Black 
Sea Biodiversity and Landscape Conservation 
Protocol 

Common pochard Aythya ferina Black Sea Annex IV of the Black Sea Biodiversity and 
Landscape Conservation Protocol 

Lesser Black-backed 
Gull Larus fuscus All areas Directive 2009/147/EC 

Little Auk Alle alle All areas Directive 2009/147/EC 

Long-tailed Jaeger Stercorarius 
longicaudus All areas Directive 2009/147/EC 

Razorbill Alca torda All areas Directive 2009/147/EC 

Arctic Jaeger Stercorarius parasiticus All areas Directive 2009/147/EC 

Arctic Loon Gavia arctica All areas Directive 2009/147/EC 

Audubon's 
Shearwater Puffinus lherminieri All areas Directive 2009/147/EC 

Black Guillemot Cepphus grylle All areas Directive 2009/147/EC 

Black Scoter Melanitta americana All areas Directive 2009/147/EC 

Black-necked Grebe Podiceps nigricollis All areas Directive 2009/147/EC 

Caspian Gull Larus cachinnans All areas Directive 2009/147/EC 

Common Eider Somateria mollissima All areas Directive 2009/147/EC 

Common Guillemot Uria aalge All areas Directive 2009/147/EC 

Common Loon Gavia immer All areas Directive 2009/147/EC 

Common Merganser Mergus merganser All areas Directive 2009/147/EC 

Great Crested Grebe Podiceps cristatus All areas Directive 2009/147/EC 

Harlequin Duck Histrionicus 
histrionicus All areas Directive 2009/147/EC 

Horned Grebe Podiceps auritus All areas Directive 2009/147/EC 

Iceland Gull Larus glaucoides All areas Directive 2009/147/EC 

King Eider Somateria spectabilis All areas Directive 2009/147/EC 
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Long-tailed Duck Clangula hyemalis All areas Directive 2009/147/EC 

Mediterranean Gull Larus melanocephalus All areas Directive 2009/147/EC 

Mew Gull Larus canus All areas Directive 2009/147/EC 

Red-breasted 
Merganser Mergus serrator All areas Directive 2009/147/EC 

Red-necked Grebe Podiceps grisegena All areas Directive 2009/147/EC 

Red-throated Loon Gavia stellata All areas Directive 2009/147/EC 

Slender-billed Gull Larus genei All areas Directive 2009/147/EC 

Steller's Eider Polysticta stelleri All areas Directive 2009/147/EC 

Pomarine Jaeger Stercorarius pomarinus All areas Directive 2009/147/EC 

Thick-billed Murre/ 
Brünnig's Guillemot Uria lomvia All areas Directive 2009/147/EC 

Velvet Scoter Melanitta fusca All areas Directive 2009/147/EC 

Yellow-billed Loon Gavia adamsii All areas Directive 2009/147/EC 

Yellow-legged Gull Larus michahellis All areas Directive 2009/147/EC 

Zino's Petrel Pterodroma madeira All areas Directive 2009/147/EC 

Pallas's Gull Larus ichthyaetus All areas Directive 2009/147/EC 

Black-legged Kittiwake Rissa tridactyla All areas Directive 2009/147/EC 

Great White Pelican Pelecanus onocrotalus All areas Directive 2009/147/EC 

Leach's Storm-petrel Oceanodroma 
leucorhoa All areas Directive 2009/147/EC 

Red Phalarope Phalaropus fulicarius All areas Directive 2009/147/EC 

Red-necked Phalarope Phalaropus lobatus All areas Directive 2009/147/EC 

Wilson's Storm-petrel Oceanites oceanicus All areas Directive 2009/147/EC 

Arctic Tern Sterna paradisaea All areas Directive 2009/147/EC 

Band-rumped Storm- 
petrel Hydrobates castro All areas Directive 2009/147/EC 

Black Tern Chlidonias niger All areas Directive 2009/147/EC 

Caspian Tern Hydroprogne caspia All areas Directive 2009/147/EC 
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Common name Scientific name Region/RFMO Legal framework 

Common Gull-billed 
Tern Gelochelidon nilotica All areas Directive 2009/147/EC 

Common Tern Sterna hirundo All areas Directive 2009/147/EC 

Desertas Petrel Pterodroma deserta All areas Directive 2009/147/EC 

Ivory Gull Pagophila eburnea All areas Directive 2009/147/EC 

Lesser Crested Tern Thalasseus bengalensis All areas Directive 2009/147/EC 

Little Gull Hydrocoloeus minutus All areas Directive 2009/147/EC 

Little Tern Sternula albifrons All areas Directive 2009/147/EC 

Monteiro's Storm- 
petrel Hydrobates monteiroi All areas Directive 2009/147/EC 

Roseate Tern Sterna dougallii All areas Directive 2009/147/EC 

Ross's Gull Rhodostethia rosea All areas Directive 2009/147/EC 

Sabine's Gull Xema sabini All areas Directive 2009/147/EC 

Sandwich Tern Thalasseus sandvicensis All areas Directive 2009/147/EC 

Thayer's Gull Larus thayeri All areas Directive 2009/147/EC 

White-faced Storm- 
petrel Pelagodroma marina All areas Directive 2009/147/EC 

European Storm- 
petrel Hydrobates pelagicus All areas Directive 2009/147/EC 

Lesser black-backed 
gull Larus fuscus fuscus OSPAR I OSPAR list of threatened and declining species 

Ivory gull Pagophila eburnea OSPAR I OSPAR list of threatened and declining species 

Steller's eider Polysticta stelleri OSPAR I OSPAR list of threatened and declining species 

Little shearwater Puffinus assimilis 
baroli (auct.incert.) OSPAR V OSPAR list of threatened and declining species 

Balearic shearwater Puffinus mauretanicus OSPAR II, III, IV, V OSPAR list of threatened and declining species 

Black-legged kittiwake Rissa tridactyla OSPAR I, II, OSPAR list of threatened and declining species 

Roseate tern Sterna dougallii OSPAR II, III, IV, V OSPAR list of threatened and declining species 
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Common name Scientific name Region/RFMO Legal framework 

Iberian guillemot 

Uria aalge — Iberian 
population (synonyms: 
Uria aalge albionis, 
Uria aalge ibericus) 

OSPAR IV OSPAR list of threatened and declining species 

Thick-billed murre Uria lomvia OSPAR I OSPAR list of threatened and declining species 

Reptiles Reptilia   

Kemp's ridley sea 
turtle Lepidochelys kempii All areas Directive 92/43/EEC; Rec. GFCM/35/2011/4 & 

Annex II of the Barcelona Convention 

Loggerhead turtle Caretta caretta All areas Directive 92/43/EEC; Rec. GFCM/35/2011/4 & 
Annex II of the Barcelona Convention; OSPAR 

Leatherback turtle Dermochelys coriacea All areas Directive 92/43/EEC; Rec. GFCM/35/2011/4 & 
Annex II of the Barcelona Convention; OSPAR 

Hawksbill sea turtle Eretmochelys imbricata All areas Directive 92/43/EEC; Rec. GFCM/35/2011/4 & 
Annex II of the Barcelona Convention 

Green turtle Chelonia mydas All areas Directive 92/43/EEC; Rec. GFCM/35/2011/4 & 
Annex II of the Barcelona Convention 

Nile soft-shelled turtle Trionyx triunguis Mediterranean Sea Rec. GFCM/35/2011/4 & Annex II of the 
Barcelona Convention 

Molluscs Mollusca   

Striped venus Chamelea gallina Black Sea Annex IV of the Black Sea Biodiversity and 
Landscape Conservation Protocol 

Banded wedge shell Donacilla cornea Black Sea Annex IV of the Black Sea Biodiversity and 
Landscape Conservation Protocol 

Eledone especies Eledone spp. All areas National management plans 

Mediterranean mussel Mytilus 
galloprovincialis All areas out of Med National management plans 

Mediterranean mussel Mytilus 
galloprovincialis Black Sea Annex IV of the Black Sea Biodiversity and 

Landscape Conservation Protocol     

Patella Patella spp. Mediterranean Sea Annex II of the Barcelona Convention 

Rapa whelk Rapana venosa Black Sea Annex IV of the Black Sea Biodiversity and 
Landscape Conservation Protocol 

Tuberculate cockle Acanthocardia 
tuberculata All areas National management plans 

Murex Bolinus brandaris All areas National management plans 
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Common name Scientific name Region/RFMO Legal framework 

Hard clam Callista chione All areas National management plans 

Wedge shell Donax trunculus All areas National management plans 

Ocean quahog Arctica islandica OSPAR II OSPAR 

Azorean barnacle Megabalanus azoricus OSPAR V All where it 
occurs OSPAR 

Dog whelk Nucella lapillus OSPAR II, III, IV OSPAR 

Flat oyster Ostrea edulis OSPAR II OSPAR 

Azorean limpet Patella ulyssiponensis 
aspera 

All OSPAR where it 
occurs OSPAR 

Crustaceans Crustacea   

Lobster Homarus gammarus Mediterranean Sea Regulation (EC) No 1967/2006 (min. cons. 
size) 

Deep-water red crab Chaceon (Geryon) 
affinis All regions Relevant for deep sea fisheries 

Brown shrimp Crangon crangon Black Sea Annex IV of the Black Sea Biodiversity and 
Landscape Conservation Protocol 

Baltic prawn Palaemon adspersus Black Sea Annex IV of the Black Sea Biodiversity and 
Landscape Conservation Protocol 

Rockpool prawn Palaemon elegans Black Sea Annex IV of the Black Sea Biodiversity and 
Landscape Conservation Protocol 

Crawfish Palinuridae Mediterranean Sea Regulation (EC) No 1967/2006 (min. cons. 
size) 

Cnidarians Cnidaria   

Red coral Corallium rubrum Mediterranean Sea Rec. GFCM/36/2012/1 & Rec. 
GFCM/35/2011/2 

(1)  Barcelona Convention for the Protection of the Marine Environment and the Coastal Region of the Mediterranean. 
(2)  OSPAR Convention for the Protection of the Marine Environment of the North-East Atlantic. 
(3)  Helcom Convention on the Protection of the Marine Environment of the Baltic Sea Area. 
(4)  Council Regulation (EC) No 2347/2002 of 16 December 2002 establishing specific access requirements and associated conditions 

applicable to fishing for deep-sea stocks (OJ L 351, 28.12.2002, p. 6). 
(5)  Council Regulation (EC) No 1967/2006 of 21 December 2006 concerning management measures for the sustainable exploitation 

of fishery resources in the Mediterranean Sea, amending Regulation (EEC) No 2847/93 and repealing Regulation (EC) No 1626/94 
(OJ L 409, 30.12.2006, p. 11). 

(6)  Council Regulation (EC) No 894/97 of 29 April 1997 laying down certain technical measures for the conservation of fishery 
resources (OJ L 132, 23.5.1997, p. 1). 

(7)  Council Directive 92/43/EEC of 21 May 1992 on the conservation of natural habitats and of wild fauna and flora (OJ L 206, 
22.7.1992, p. 7). 

(8)  General Fisheries Commission for the Mediterranean. 
(9)  Directive 2009/147/EC of the European Parliament and of the Council of 30 November 2009 on the conservation of wild birds 

(OJ L 20, 26.1.2010, p. 7).  

For prohibited species: only individuals captured dead shall be used. They shall be discarded after the measurements, The 
data collection is annual and the updating/processing of the data must be done timely to fit the schedule of the stock 
assessments. 
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BIOLOGICAL DATA 

Table 1E 

Freshwater Anadromous and Catadromous species 

Species (common name) Species (Scientific name) Non-marine areas where the stock is located/stock code 

European eel Anguilla anguilla Eel management units as defined in accordance with Council 
Regulation (EC) No 1100/2007 (1) 

Salmon Salmo salar All areas of natural distribution 

Sea trout Salmo trutta All inland waters that exit in the Baltic Sea 

(1)  Council Regulation (EC) No 1100/2007 of 18 September 2007 establishing measures for the recovery of the stock of European eel 
(OJ L 248, 22.9.2007, p. 17).  

Table 2 

Fishing activity (metier) by region 

Level 1 Level 2 Level 3 Level 4 Level 5 Level 6 LOA classes (m) (d) 

Activity Gear classes Gear groups Gear type Target assemblage (a) 

Mesh 
size and 

other 
selective 
devices 

<
 1

0 

10
-<

 1
2 

12
-<

 1
8 

18
-<

 2
4 

24
-<

 4
0 

40
 &

 þ

Fi
sh

in
g 

ac
tiv

ity
 

Dredges Dredges 

Boat dredge 
[DRB] 

Anadromous species (ANA) 

Catadromous species (CAT) 

Cephalopods (CEP) 

Crustaceans (CRU) 

Demersal species (DEF) 

Deep-Water species (DWS) 

Finfish (FIF) 

Freshwater species (no code) 

Miscellaneous (MIS) 

Mixed Cephalopod and 
Demersal (MCF) 

Mixed Crustaceans and 
Demersal (MCD) 

Mixed Deep-water species 
and Demersal (MDD) 

Mixed Pelagic and Demersal 
(MPD) 

Molluscs (MOL) 

Large Pelagic fish (LPF) 

Small Pelagic fish (SPF) 

Large Pelagic fish (LPF) and 
Small Pelagic fish (SPF) 

(b)       

Mechanised/ 
Suction 
dredge [HMD] 

(b)       

Trawls 

Bottom 
trawls 

Bottom otter 
trawl [OTB] (b)       

Multi-rig otter 
trawl [OTT] (b)       

Bottom pair 
trawl [PTB] (b)       

Beam trawl 
[TBB] (b)       

Pelagic 
trawls 

Midwater 
otter trawl 
[OTM] 

(b)       

Midwater pair 
trawl [PTM] (b)       

1.8.2016 L 207/163 Official Journal of the European Union EN     



Level 1 Level 2 Level 3 Level 4 Level 5 Level 6 LOA classes (m) (d) 

Activity Gear classes Gear groups Gear type Target assemblage (a) 

Mesh 
size and 

other 
selective 
devices 

<
 1

0 

10
-<

 1
2 

12
-<

 1
8 

18
-<

 2
4 

24
-<

 4
0 

40
 &

 þ

Hooks and 
Lines 

Rods and 
Lines 

Hand and 
Pole lines 
[LHP] [LHM]  

(b)       

Trolling lines 
[LTL] (b)       

Longlines 

Drifting long
lines [LLD] (b)       

Set longlines 
[LLS] (b)       

Traps Traps 

Pots and 
Traps [FPO] (b)       

Fyke nets 
[FYK] (b)       

Stationary 
uncovered 
pound nets 
[FPN] 

(b)       

Fixed installa
tions for 
fences and 
weirs (code 
needed) 

(b)       

Nets Nets 

Trammel net 
[GTR] (b)       

Set gillnet 
[GNS] (b)       

Driftnet 
[GND] (b)       

Seines 

Surround
ing nets 

Purse seine 
[PS] (b)       

Lampara nets 
[LA] (b)       

Seines (c) 

Fly shooting 
seine [SSC] (b)       

Anchored 
seine [SDN] (b)       
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Level 1 Level 2 Level 3 Level 4 Level 5 Level 6 LOA classes (m) (d) 

Activity Gear classes Gear groups Gear type Target assemblage (a) 

Mesh 
size and 

other 
selective 
devices 

<
 1

0 

10
-<

 1
2 

12
-<

 1
8 

18
-<

 2
4 

24
-<

 4
0 

40
 &

 þ

Pair seine 
[SPR]  (b)       

Beach and 
boat seine 
[SB] [SV] 

(b)       

Other gear Other gear Glass eel fish
ing (no code) Glass eel (b)       

Misc. 
(Specify) 

Misc. 
(Specify)   (b)       

Other activity than fishing Other activity than fishing        

Inactive Inactive        

Footnotes: 
(a)  according to existing coding in relevant Regulations. 
(b)  according to existing coding in relevant Regulations. 
(c)  with Fish Aggregating Devices (FADs)/in free schools. 
(d)  in the Mediterranean < 6m and 6-12 m.  

Table 3 

Species to be collected for recreational fisheries  

Area Species 

1 Baltic Sea (ICES Subdivisions 22-32 Salmon, eels and seatrout (including in fresh water) and cod. 

2 North Sea (ICES areas IIIa, IV and 
VIId) 

Salmon and eels (including in fresh water). Seabass, cod, pollack and 
elasmobranchs 

3 Eastern Arctic (ICES areas I and II) Salmon and eels (including in fresh water). Cod, pollack and elasmo
branchs 

4 North Atlantic (ICES areas V-XIV and 
NAFO areas) 

Salmon and eels (including in fresh water). Seabass, cod, pollack, 
elasmobranchs and highly migratory ICCAT species. 

5 Mediterranean Sea Eels (including in fresh water), elasmobranchs and highly migratory 
ICCAT species. 

6 Black Sea Eels (including in fresh water), elasmobranchs and highly migratory 
ICCAT species  
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Table 4 

Fishing activity variables  

Variables (1) Unit 

Capacity  

Number of vessels Number  

GT, kW, Vessel Age Number 

Effort  

Days at sea Days  

Hours fished (optional) Hours  

Fishing days Days  

kW * Fishing Days Number  

GT * Fishing days Number  

Number of trips Number  

Number of fishing operations Number  

Number of nets/Length (*) Number/metres  

Number of hooks, Number of 
lines (*) 

Number  

Numbers of pots, traps (*) Number 

Landings  

Value of landings total and per 
commercial species 

Euro  

Live Weight of landings total and per 
species 

Tonnes  

Prices by commercial species Euro/kg 

(1)  All variables to be reported at the aggregation level (metiers and fleet segment) specified in Table 3 and Table 5B. and by 
Sub-region/Fishing ground as specified in Table 5Cb. 

(*)  Collection of these variables for vessels less than 10 metres is to be agreed at marine region level  
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FLEET ECONOMIC DATA 

Table 5A 

Economic variables for the fleet 

Variable group Variable Unit 

Income 

Gross value of landings Euro 

Income from leasing out quota or other fishing rights Euro 

Other income Euro 

Labour costs 
Personnel costs Euro 

Value of unpaid labour Euro 

Energy costs Energy costs Euro 

Repair and maintenance costs Repair and maintenance costs Euro 

Other operating costs 

Variable costs Euro 

Non-variable costs Euro 

Lease/rental payments for quota or other fishing rights Euro 

Subsidies 
Operating subsidies Euro 

Subsidies on investments Euro 

Capital costs Consumption of fixed capital Euro 

Capital value 
Value of physical capital Euro 

Value of quota and other fishing rights Euro 

Investments Investments in tangible assets, net Euro 

Financial position 
Long/short Debt Euro 

Total assets Euro 

Employment 

Engaged crew Number 

Unpaid labour Number 

Total hours worked per year Number 
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Variable group Variable Unit 

Fleet 

Number of vessels Number 

Mean LOA of vessels Metres 

Total vessel's tonnage GT 

Total vessel's power kW 

Mean age of vessels Years 

Effort 
Days at sea Days 

Energy consumption Litres 

Number of fishing enterprises/ 
units Number of fishing enterprises/units Number 

Production value per species 
Value of landings per species Euro 

Average price per species Euro/kg  

FLEET ECONOMIC DATA 

Table 5B 

Fleet segmentation  

Length classes (LOA) (1) 

Active Vessels 0-< 10 m 
0-< 6 m 

10-< 12 m 
6-< 12 m 12-< 18 m 18-< 24 m 24-< 40 m 40 m or 

larger 

Using ‘Active’ 
gears 

Beam trawlers       

Demersal trawlers and/or 
demersal seiners       

Pelagic trawlers       

Purse seiners       

Dredgers       

Vessel using other active 
gears       

Vessels using Polyvalent 
‘active’ gears only       

1.8.2016 L 207/168 Official Journal of the European Union EN     



Length classes (LOA) (1) 

Active Vessels 0-< 10 m 
0-< 6 m 

10-< 12 m 
6-< 12 m 12-< 18 m 18-< 24 m 24-< 40 m 40 m or 

larger 

Using 
‘Passive’ gears 

Vessels using hooks 

(2) (2)     

Drift and/or fixed netters     

Vessels using Pots and/or 
traps     

Vessels using other Passive 
gears     

Vessels using Polyvalent 
‘passive’ gears only     

Using 
Polyvalent 
gears 

Vessels using active and 
passive gears       

Inactive vessels       

(1)  For vessels less than 12 metres in the Mediterranean Sea and the Black sea, the length categories are 0-< 6, 6-< 12 metres. For all 
other regions, the length categories are defined as 0-< 10, 10-< 12 metres. 

(2)  Vessels less than 12 metres using passive gears in the Mediterranean Sea and the Black Sea may be disaggregated by gear type. The 
fleet segment definition shall also include an indication of the supraregion and, if available, a geographical indicator to identify 
vessels fishing in outermost regions and exclusively outside EU waters  

FLEET ECONOMIC DATA 

Table 5C 

Geographical stratification by region 

Sub-region/Fishing ground Region Supra region 

I II III 

Cluster of spatial units on level 3 
as defined in Table 3 (NAFO 
Division) 

NAFO (FAO area 21) 

Baltic Sea; North Sea; Eastern 
Arctic; NAFO; Extended North- 
Western waters (Ices areas V, VI 
and VII) and Southern Western 
waters 

Cluster of spatial units on level 4 
as defined in Table 3 (ICES sub
division) 

Baltic Sea (ICES areas III b-d) 

Cluster of spatial units on level 3 
as defined in Table 3 (ICES 
Division) 

North Sea (ICES areas IIIa and IV), 

Eastern Arctic (ICES areas I and II) 

North-Western waters (ICES areas Vb (only 
Union waters), VI and VII) 

Non-Union North-Western waters (ICES 
areas Va and Vb) (only non-Union waters)) 
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Sub-region/Fishing ground Region Supra region 

I II III 

Cluster of spatial units on level 3 
as defined in Table 3 (ICES/CECAF 
Division) 

Southern Western waters (ICES zones VIII, 
IX and X (waters around Azores), 

CECAF areas 34.1.1, 34.1.2 and 34.2.0 
(waters around Madeira and the Canary 
Islands))  

Cluster of spatial units on level 4 
as defined in Table 3 (GSA) 

Mediterranean Sea (Maritime Waters of the 
Mediterranean to the east of line 5° 36′ 
West), 

Black Sea (GFCM geographical sub-area as 
defined in Resolution FCM/33/2009/2) 

Mediterranean Sea and Black Sea 

RFMO's sampling sub-areas (except 
GFCM) 

Other regions where fisheries are operated 
by Union vessels and managed by RFMOs to 
which the European Union is contracting 
party or observer (e.g. ICCAT, IOTC, CECAF 
etc.) 

Other regions.  

Table 6 

Social variables for the fishing and aquaculture sectors 

Variable Unit 

Employment by gender Number 

FTE by gender Number 

Unpaid labour by gender Number 

Employment by age Number 

Employment by education level Number per education level 

Employment by nationality Number from EU, EEA and Non-EU/EEA 

Employment by employment status Number 

FTE National Number  

Table 7 

Economic variables for the aquaculture sector 

Variable group Variable Unit 

Income (*) 
Gross sales per species Euro 

Other income Euro 
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Variable group Variable Unit 

Personnel costs 

Personnel costs Euro 

Value of unpaid labour Euro 

Energy costs Energy costs Euro 

Raw material costs 

Livestock costs Euro 

Feed costs Euro 

Repair and maintenance Repair and maintenance Euro 

Other operating costs Other operating costs Euro 

Subsidies 

Operating subsidies Euro 

Subsidies on investments Euro 

Capital costs Consumption of fixed capital Euro 

Capital value Total value of assets Euro 

Financial results Financial income Euro  

Financial expenditures Euro 

Investments Net Investments Euro 

Debt Debt Euro 

Raw material weight 

Livestock used kg 

Fish Feed used kg 

Weight of sales Weight of sales per species Kg 

Employment 

persons employed Number/FTE 

Unpaid labour Number/FTE 

Number of hours worked by employees and unpaid workers Hours 

Number of enterprises Number of enterprises (by category on the number of per
sons employed) Number 

(*)  Includes direct payments, e.g. compensation for stopping trading, refunds of fuel duty or similar lump sum compensation payments; 
excludes social benefit payments and indirect subsidies, e.g. reduced duty on inputs such as fuel or investment subsidies.  
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Table 8 

Environmental variables for the aquaculture sector 

Variable Specification Unit 

Medicines or treatments adminis
tered (1) By type Gram 

Mortalities (2)  Per cent 

(1)  Extrapolated from data recorded under Annex I, point 8(b), of Regulation (EC) No 852/2004 of the European Parliament and of the 
Council (OJ L 139, 30.4.2004, p. 1). 

(2)  Extrapolated as a percentage of national production from data recorded under Council Directive 2006/88/EC (OJ L 328, 
24.11.2006, p. 14), Article 8, Paragraph 1(b).  

Table 9 

Segmentation to be applied for the collection of aquaculture data (1)  

Fish farming techniques (2) Poly
culture 

Hatch
eries 
and 

nurser
ies (3) 

Shellfish farming techniques 

Ponds 

Tanks 
and 

race
ways 

Enclo
sures 
and 

pens (6) 

Recir
culation 

sys
tems (5) 

Other 
meth

ods 
Cages (7) All methods 

Off-bottom On- 
bot

tom (4) 
Other 

Rafts Long 
line 

Salmon            

Trout            

Sea bass & Sea 
bream            

Carp            

Tuna            

Eel            

Sturgeon (Eggs 
for human 
consumption)            

Other fresh 
water fish            

Other marine 
fish            

Mussel            
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Fish farming techniques (2) Poly
culture 

Hatch
eries 
and 

nurser
ies (3) 

Shellfish farming techniques 

Ponds 

Tanks 
and 

race
ways 

Enclo
sures 
and 

pens (6) 

Recir
culation 

sys
tems (5) 

Other 
meth

ods 
Cages (7) All methods 

Off-bottom On- 
bot

tom (4) 
Other 

Rafts Long 
line 

Oyster            

Clam            

Crustaceans            

Other molluscs            

Multispecies            

Seaweeds            

Other aquatic 
organisms            

(1)  For definitions of farming techniques, see Regulation (EC) No 762/2008. 
(2)  Enterprises shall be segmented according to their main farming technique. 
(3)  Hatcheries and nurseries are defined as places for the artificial breeding, hatching and rearing through the early life stages of aquatic 

animals. For statistical purposes, hatcheries are limited to the production of fertilised eggs. Further juveniles stages of aquatic 
animals are considered being produced in nurseries. When hatcheries and nurseries are closely associated, statistics shall refer only 
to the latest juvenile stage produced. (COM(2006) 864 of 19 July 2007) 

(4)  ‘On-bottom’ techniques cover shellfish farming in inter-tidal areas (directly on the ground or surelevated) 
(5)  Recirculation systems means systems where the water is reused after some form of treatment (e.g. filtering). 
(6)  Enclosures and pens are defined as areas of water confined by nets, mesh and other barriers allowing uncontrolled water 

interchange and distinguished by the fact that enclosures occupy the full water column between substrate and surface; pens and 
enclosures generally enclose a relatively large volume of water. (COM(2006) 864 of 19 July 2007). 

(7)  Cages are defined as open or covered enclosed structures constructed with net, mesh or any porous material allowing natural water 
interchange. These structures may be floating, suspended or fixed to the substrate but still permitting water interchange from below. 
(COM(2006) 864 of 19 July 2007).  

Table 10 

Research surveys at sea 

Name of the survey Acronym Area Period Main targeted species 

Baltic Sea 

Baltic International 
Trawl Survey 

BITS Q1 

BITS Q4 
IIIaS, IIIb-d 1st and 4th Quarter Cod and other demersal 

species 

Baltic International 
Acoustic Survey 
(Autumn) 

BIAS IIIa, IIIb-d Sep-Oct Herring and sprat 

Gulf of Riga Acoustic 
Herring Survey GRAHS IIId 3rd Quarter Herring 
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Name of the survey Acronym Area Period Main targeted species 

Sprat Acoustic Survey SPRAS IIId May Sprat and herring 

Rügen Herring Larvae 
Survey RHLS IIId March-June Herring 

North Sea and Eastern Arctic (ICES areas I and II) 

International Bottom 
Trawl Survey 

IBTS Q1 

IBTS Q3 
IIIa, IV 1st and 3rd Quarter 

Haddock, Cod, Saithe, 
Herring, Sprat, Whiting, 
Mackerel, Norway pout. 

North Sea Beam Trawl 
Survey BTS IVb,IVc,VIId 3rd Quarter Plaice, Sole 

Demersal Young Fish 
Survey DYFS Coasts of NS 3rd and 4th Quarter Plaice, sole, brown 

shrimp 

Sole Net Survey SNS IVb, IVc 3rd Quarter Sole, Plaice 

North Sea Sandeels 
Survey NSSS IVa, IVb 4th Quarter Sandeels 

International Ecosystem 
Survey in the Nordic 
Seas 

ASH IIa May Herring, Blue whiting 

Redfish Survey in the 
Norwegian Sea and 
adjacent waters 

REDNOR II August- September Redfish 

Mackerel egg Survey 

(Triennial) 
NSMEGS IV May-July Mackerel egg 

production 

Herring Larvae survey IHLS IV,VIId 1st and 3rd Quarter Herring, Sprat Larvae 

NS Herring Acoustic 
Survey NHAS IIIa, IV,VIa June, July Herring, Sprat 

Nephrops TVsurvey 

(FU 3&4) 
NTV3&4 IIIA 2nd or 3rd Quarter Nephrops 

Nephrops TVsurvey 
(FU 6) NTV6 IVb September Nephrops 

Nephrops TVsurvey 
(FU 7) NTV7 IVa 2nd or 3rd Quarter Nephrops 

Nephrops TVsurvey 
(FU 8) NTV8 IVb 2nd or 3rd Quarter Nephrops 

Nephrops TVsurvey 
(FU 9) NTV9 IVa 2nd or 3rd Quarter Nephrops 
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Name of the survey Acronym Area Period Main targeted species 

North Atlantic (ICES Areas V-XIV and NAFO areas) 

International Redfish 
Trawl and Acoustic 
Survey (Biennial) 

REDTAS Va, XII, XIV; NAFO 
SA 1-3 June/July Redfish 

Flemish Cap 
Groundfish survey FCGS 3M July Demersal species 

Greenland Groundfish 
survey GGS XIV, NAFO SA1 October/November Cod, redfish and other 

demersal species 

3LNO Groundfish 
survey PLATUXA NAFO 3LNO 2nd or 3rd Quarter Demersal species 

Western IBTS 4th quar
ter 

(including Porcupine 
survey) 

IBTS Q4 VIa, VII, VIII, IXa 4th Quarter Demersal species 

Scottish Western IBTS IBTS Q1 VIa,VIIa March Gadoids, herring, 
mackerel 

ISBCBTS September ISBCBTS VIIa f g September Sole, Plaice 

WCBTS VIIe BTS VIIe October Sole, Plaice, Anglerfish, 
Lemon sole 

Blue whiting survey  VI, VII 1st and 2nd Quarter Blue whiting 

International Mackerel 
and Horse Mackerel 
Egg Survey 

(Triennial) 

MEGS VIa, VII,VIII, IXa January-July 
Mackerel, Horse 
Mackerel egg 
production 

Sardine, Anchovy 
Horse Mackerel 
Acoustic Survey  

VIII, IX March-April-May 

Sardine, Anchovy, 
Mackerel, Horse 
Mackerel abundance 
indices 

Sardine DEPM 

(Triennial)  
VIIIc, IXa 2nd and 4th Quarter Sardine SSB and use of 

CUFES 

Spawning/Pre-spawning 
Herring/Boarfish 
acoustic survey  

VIa, VIIa-g July, Sept, Nov, 
March, Jan Herring, Sprat 

Biomass of Anchovy BIOMAN VIII May Anchovy SSB (DEP) 

Nephrops UWTV 
survey (offshore) 

UWTV 

(FU 11-13) 
VIa 2nd or 3rd Quarter Nephrops 
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Name of the survey Acronym Area Period Main targeted species 

Nephrops UWTV 

Irish Sea 

UWTV 

(FU 15) 
VIIa August Nephrops 

Nephrops UWTV sur
vey 

Aran Grounds 

UWTV 

(FU 17) 
VIIb June Nephrops 

Nephrops UWTV sur
vey 

Celtic Sea 

UWTV 

(FU 20-22) 
VIIg,h,j July Nephrops 

Nephrops Survey 

Offshore Portugal NepS 

UWTV 

(FU 28-29) 
IXa June Nephrops 

Mediterranean waters and Black sea 

Pan-Mediterranean 
Acoustic Survey () MEDIAS 

GSA 1, 6, 7, 9, 10, 
15, 16, 17, 18, 20, 
22 

Spring‐summer 
(qtrs 2-3) Small pelagic species 

Bottom trawl survey in 
Black Sea, BTSBS GSA 29 Spring‐autumn 

(qtrs 2, 3, 4) Turbot 

Pelagic trawl survey in 
Black Sea, PTSBS GSA 29 Spring‐autumn 

(qtrs 2, 3, 4) Sprat and whiting 

International bottom 
trawl survey in the 
Mediterranean (), 

MEDITS 

GSA 1, 2, 3, 5, 6, 7, 
8, 9, 10, 11, 15, 16, 
17, 18, 19, 20, 22, 
23, 25 

Spring‐summer 
(qtrs 2-3) Demersal species  

Table 11 

Economic and social variables for the processing industry sector that may be collected on a voluntary basis 

Variable group Variable Unit 

ECONOMIC VARIABLES 

Income Turnover Euro 

Other income Euro 

Personnel costs Personnel costs Euro 

Value of unpaid labour Euro 

Payment for external agency workers (optional) Euro 

Energy costs Energy costs Euro 

Raw material costs Purchase of fish and other raw material for 
production 

Euro 
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Variable group Variable Unit 

Other operational costs Other operational costs Euro 

Subsidies Operating subsidies Euro 

Subsidies on investments Euro 

Capital costs Consumption of fixed capital Euro 

Capital value Total value of assets Euro 

Financial results Financial income Euro 

Financial expenditures Euro 

Investments Net investments Euro 

Debt Debt Euro 

Employment Number of persons employed Number 

FTE National Number 

Unpaid labour Number 

Number of hours worked by employees and 
unpaid workers 

Number 

Number of enterprises Number of enterprises Number 

Weight of raw material 
(optional) 

Weight of raw material per species and origin 
(optional) 

Kg 

SOCIAL VARIABLES 

Employment by gender Number 

Employment by age Number 

Employment by education level Number per education level 

Employment by nationality Number per country in the world 

FTE National Number   
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